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The NAVSUP Business Systems Center has a distinguished record of service during five decades of providing quality information technology services.  Our broad range of services, talented workforce, commercial partnerships, and short procurement lead times mean we can quickly work together to solve your business challenges.

Our multi-talented and experience workforce provides design, development, integration, deployment and maintenance services to a worldwide customer base. We have a distinguished record of applying emerging technology to support, extend, and transform our client’s business processes to achieve measurable success.

The following pages provide an overview of current projects.
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[bookmark: _Toc383155967]Strategy and Competency Team (Code 902)


NAVSUP BSC POC:	Director, Code 902 
	Strategy and Competency Management


Customer(s):	NAVSUP BSC Departments, 
	Liaison with external NAVSUP BSC customers

Mission Statement: 
Support the command by building stronger customer ties, provide technical guidance to the Departments, analyze business opportunities, and lead the command to a competency-based model centered on the goals and objectives of NAVSUP BSC.  The staff serves as advisors and consultants to the Departments by providing strategic and business guidance, support and oversight functions.
Departmental Competencies
· Business Analysis
· Customer Relationship Management
· Reimbursable Management
· Project Management
· Leadership Development
· Architecture Management

Business and Products Supported include:
· Competency Development
· Consulting
· Training
· Labor Relations
· Data Analysis
· Business Development
· Strategic Development


[bookmark: _Toc377632725][bookmark: _Toc383155968]Business Management Department (Code 91)


NAVSUP BSC POC:	Director, Code 91, Business Management
Department
Deputy Director, Code 91X

Customer(s):	NAVSUP BSC Departments
	Liaison with NAVSUP HQ ACOMs
	Liaison with external NAVSUP BSC customers


Mission Statement:  Enable BSC to operate effectively and make informed and sound business decisions.  Partner with external, DoN, and commercial stakeholders and suppliers to provide support and guidance for BSC’s internal departments.	

Departmental Competencies:  Procurement, Corporate Communications, Comptroller Functions, Workforce Management, Facilities Management, Security

Business and Products Supported include:

· Comptroller
· Financial Account Management
· Project Systems Administration
· Workforce Management
· Performance Management
· Facilities Management
· Directives Management
· Security
· General Administration/Clerical
· Reception and Mail Services
· Service Request Management
· Command Purchase Card and Procurements
· Contracting Officer Representatives (COR) functions
· Training
· Portfolio Management – Department of Navy Application and Database Management System (DADMS)
· Public Affairs
· Corporate Communications
· Audio-Visual  Support



[bookmark: _Toc380678213][bookmark: _Toc383155969] Logistics Solutions Department (Code 92)
NAVSUP BSC POC:	Director, Code 92
Deputy Director, Code 92X

Customer(s):	NAVSUP Headquarters (NAVSUP), 
	Weapons Systems Support (WSS), 
	NAVSUP Global Logistics Support (GLS), 
	NAVAIR Fleet Readiness Center (FRC), 
	US Fleet Forces Command (FFC), 
	Defense Security Cooperation Agency (DSCA), 
	US Air Force (USAF), 
	Office of Undersecretary of Defense (OUSD)

Mission Statement:  Efficiently and securely deliver IT and Business Systems solutions to NAVSUP Enterprise and DoD stakeholders and customers, that improve overall effectiveness and lead to informed business decisions.
Departmental Competencies:  Business Analysis, Customer Support, Software Engineering (JAVA & .NET), Database Administration, Project Management.

Application Management/Support for the following: 

· Acquisition Logistics Productivity Planner (ALPP)
· Commercial Asset Visibility  (CAV )
· Defense Property Accountability System (DPAS )
· Food Service Management (FSM)
· LaserFiche
· NMCI Enterprise Tool (NET)
· NAVICP Supply Support Program (NSSP)
· One Touch Support (OTS)
· Procurement Performance Management Assessment Program (PPMAP) / Quality Assurance Self-Assessment (QASA)
· Personal Property Transportation Auditing system (PPTAS)
· Re-engineered Maritime Development System (ReMAD)
· Retail Operation Management System (ROM)
· Readiness Suite (RS)
· Security Cooperation Management Suite (SCMS)
· Ships Hazardous Material List (SHML)
· Electronic Retrograde Management System (eRMS) 


Business and Products Supported include: 
· Afloat IT			 
· Allowancing
· Contracting/Procurement
· Document Retention
· Global Logistics & Husbanding
· Household Goods Auditing
· Postal Operations
· Property Management
· Quality of Life
· Repairable Management
· Stock in Transit Tracking 
· Supply Chain Management
· Total Asset Visibility
· Workflow Management








[bookmark: _Toc377632727][bookmark: _Toc383155970]Core Business Solutions Department (Code 93)
NAVSUP BSC POC:	Director, Code 93
Deputy Director, Code 93X

Customer(s):	Defense Finance and Accounting Service (DFAS),
	Navy Financial Management Office (FMO),
	Naval Supply Systems Command (NAVSUP),
	Global Logistics Support (GLS) and Weapons Systems Support (WSS),
	Navy Program Executive Office – Enterprise Information Systems (PEO-EIS),
	Royal Saudi Naval Forces (RSNF),
	Navy International Programs Office


Mission Statement:  Provide and sustain effective IT solutions, operations, and systems for DoD and International Partners that align their IT goals with their business strategies.  Create partnerships that invite and retain customers and deliver best business value.  
Departmental Competencies:  Business Analysis, Customer Support, Software Engineering, Database Administration, Project Management.

Application Management/Support for the following: 

· Computerized Provision, Allowance, and
Supply System (COMPASS)
· DASN Support
· Integrated Technical Item Management &
Procurement (ITIMP)
· Material Financial Control System (MFCS)
· One Pay
· STARS Field Level (STARS FL)
· Standard Accounting and Reporting System Headquarters (STARS HQ)
· UADPS/U2
· Wide Area Work Flow (WAWF)


Business and Products Supported include:

· Vendor Payment
· Invoice Tracking
· Accounting and Reporting
· Testing Services
· System Admin Support
· Financial Analysis
· Contracting/ Procurement
· Supply Chain Management
· Foreign Military Sales
· Bar Coding




[bookmark: _Toc383155971]Technical Solutions Department (Code 94)
NAVSUP BSC POC: 	Director, Code 94 
Deputy Director, Code 94X

Customer(s):			NAVSUP Business Systems Center Departments, 
NAVSUP Global Logistic Support (GLS),
NAVSUP Weapon Systems Support (WSS),
Navy Exchange Service Command (NEXCOM)

Mission Statement:  Broker an accredited, highly available, end to end operating environment that enables NAVSUP, Navy, and DoD logistics and financial operations.
Departmental Competencies:  Navy Mobile Computing Management, Navy Networks Customer Support, Help Desk / Desktop Support, Database Administration, Development System Administration, Network Administration, Information Assurance, Technical Operations.
Application Management/Support for the following: 

· Information Assurance
· NAVSUP Production and 
· Development Application Hosting Support
· NMCI/Continuation of Services Contract (CoSC), ONENET, NGEN, Program Support
· Technical Architecture Consulting
· Help Desk/Desktop Support
· Commercial Wireless Network Support
· Lenel Infrastructure Management
· Navy Mobile Computing (NMC) Management

Business and Products Supported include:
· DOD Information Assurance Certification Procedures (DIACAP) Development
· Forensics
· Information Assurance Vulnerability Management
· Cyber Security Workforce Management
· Public Key Infrastructure Management
· SIPRNET and Alternate Token Management
· Host Based Security System (HBSS) and SPLUNK
· Server Hosting Support
· Oracle Database/Application Support 
· Application Database Administration Support
· NMCI/CoSC ONE Net Technical Support/Guidance 
· NMCI/CoSC ONE Net Financial Management 
· NMCI/CoSC  Invoice Validation & Approval
· Mobile Platform Management

[bookmark: _Toc383155972]Data/Analytics Solutions Department (Code 95)
NAVSUP BSC POC: 	Director, Code 95
Deputy Director, Code 95X

Customer(s):			Naval Supply Systems Command (NAVSUP),
NAVSUP Global Logistic Support (GLS),
NAVSUP Weapon Systems Support (WSS),
Navy Exchange Service Command (NEXCOM),
Royal Saudi Naval Forces (RSNF),
International Programs Office/Foreign Military Sales,
Navy ERP,
Office of Naval Research (ONR),
SYSCOMS,
Financial Management Office (FMO),
Strategic Systems Program (SSP),
Defense Logistics Agency (DLA),
Defense Finance and Accounting Service (DFAS),
Defense Property Accountability System (DPAS),
NAVSUP BSC Departments

Mission Statement:  Create and sustain an information environment that leverages technology to deliver greater transparency, facilitate logistics and financial information data sharing, and enable better decision making.

Departmental Competencies:  Information Delivery, Business Analytics and Intelligence, Data Strategy and Guidance, Data Management.

Application Management/ Support for the following:

· Enterprise Date Warehouse
· Fusion Center Metrics / Dashboards
· Navy ERP Supply Metrics
· FMO/NAVSUP support for Audit Readiness
· Enterprise Portal Content Management and Custom Application Development
· Enterprise Cost Management Framework (ECMF)

Business and Products Supported include:

· Data Modeling
· Data  Extraction Transformation &  Load (ETL)
· Data Analysis
· Data Reporting & Visualization
· Data Warehousing
· Enterprise Architect
· Business Intelligence Development & Web Consulting 
· User Provisioning/Public Key Enabling (PKE)

[bookmark: _Toc383155973]Technical Solutions Department (Code 96)
NAVSUP BSC POC:			Director, Code 96
Deputy Director, Code 96X, 

Customer(s):             			NAVSUP Global Logistics Support (GLS),
				NAVSUP Fleet Logistics Centers (FLCs),
				NAVSUP Weapon Systems Support (WSS), 
				NAVSEA, 
				Joint and other services

Mission Statement:  Customer-facing representative for BSC Regional and DoD customers.  Provide quality technical and business consulting, program management services, build business relationships and trust, develop customer requirements, manage and support IT projects, sustain IT systems, develop software solutions, and reach back to coordinate with BSC HQ resources.

Departmental Competencies:  Functional Analyst, Customer Support, Software Engineering, Database Administration, Project Management.

Application Management/ Support for the following:

· Ordnance Information System (OIS)
· Financial and Air Clearance Transportation System (FACTS)
· Standard Procurement System (SPS) / EPS  Electronic Procurement System (EPS)	
· Maximo
· Navy ERP AIT/Business Office Support
· TRIM / Household Goods (HHG)
· NAVSUP Security Application Environment (NSAE)
· NET Help Desk Support
· Navy Electronic Online (NECO)
· Readiness Suite
· Price Fighters
· NAVICP System Support Program (NSSP)
· Interactive Computer Aided Provisioning  System (ICAPS/FMT)
· Integrated Technical Item Management & Procurement (ITIMP)
· U2 / Tandem


Business and Products Supported include:

· Financial Services 
· Data Analysis
· Procurement
· Ordnance Inventory Management
· Physical Security
· Requirement Definition
· Reach-back Support
· House Hold Goods
· Fuel Management
· Aviation IT
· Supply Chain Management
· Server Hosting Support
· Cost/Pricing Analysis
· Document Management
· Provisioning
· Application Management
· Business Process Re-Engineering








[bookmark: _Toc383155974]NAVSUP Navy ERP Enterprise Business Office (EBO) (Code 97)

NAVSUP BSC POC:	Director, Code 97
Deputy Director, Code 97X

Customer(s):			NAVSUP HQ, 
NAVSUP Business Systems Center, 
NAVSUP Weapon Systems Support, 
NAVSUP Global Logistics Support, 
NEXCOM, 
Navy ERP program office, 
SYSCOM EBOs, 
Fleet

Mission Statement:  Leads the NAVSUP Navy ERP Enterprise Business Office (EBO), supporting ERP business operations and functional processes within the NAVSUP Enterprise and driving innovative, reliable and cost-effective solutions to meet NAVSUP’s current and future business requirements.  The NAVSUP EBO strives to enhance ERP user satisfaction, increase communication and standardize processes while serving as the voice of the customer for NAVSUP stakeholders, process owners and end users.

Departmental Competencies:  ERP Data Support, Tier 2 Support, System Functional Integration, System Documentation/Operations Support, Communications, User Management/ Information Security, Training

Application Management/ Support for the following: 

· Navy ERP/SAP

Business and Products Supported include:

· Logistics Management
· Financial Management
· Supply Chain Management
· Data Maintenance/ Cleansing
· User Management
            Training
· Customer Relations Management
· System Operations
· Heat Ticket resolution
· Testing



[bookmark: _Toc383155975]Navy ERP Sustainment (Code 98)

NAVSUP BSC POC:	Director, Code 98
Deputy Director, Code 98X

Customer(s):	Financial Management Office (FMO),
	Office of the Chief of Naval Operations (OPNAV) N414,
	Navy ERP Program Management Office (PMO), 
	Navy ERP Business Offices (EBO), 
	Program Executive Office for Enterprise Information Systems (PEO-EIS),
	Navy ERP Users,

Mission Statement:  Develop and sustain the Navy ERP business capability that enables the Navy business enterprise to budget, account for, and audit its resources so that it can monitor and make decisions about how the resources are obtained, allocated and utilized for the benefit of the warfighter and the US taxpayer.

Departmental Competencies:  Data Management, SAP Configuration RICE Tier III, Interface Management, System Documentation / Configuration Management, Communications, User Management, Training.

Application Management/ Support for the following: 

· Navy ERP/SAP

Business and Products Supported include:
· Logistics Management
· Business Process Reengineering
· Basis Administration
· Financial Management
· Software Development
· Functional Analysis
· Data Services
· Maintenance Management
· Technical Services
· Performance Management
· Supply Chain Management
· Functional Services
· Customer relations
· Role Security
· Project Management
· Enterprise Architecture
· Configuration Management

[bookmark: _Toc383155976]Projects

[bookmark: _Toc377620639][bookmark: _Toc377632737][bookmark: _Toc383155977][bookmark: _Toc380676531]Acquisition Logistics Productivity Planner (ALPP)

Point of Contact (POC)		
Sponsor				WSS 03
Customer(s)				WSS 03

[bookmark: _Toc377620640]HW/SW Environment

Development and IST Environments - BSC blockhouse 
Production Environment - AHF 
Platform: Solaris / Unix 
DBMS: Oracle 
User Interface: Browser
Programming: Java
[bookmark: _Toc377620641]
Description
Acquisition Logistics Productivity Planner (ALPP) is a logistics tool for planning and executing supply support for new or modified weapons systems.  It is a high-level Material Support Date (MSD) planning tool and item selection (provisioning) workload tracker.  Used exclusively by the NAVSUP WSS Aviation community in Philadelphia, the system supports Naval Aviation Program Management and Fleet Support personnel worldwide.  ALPP is heavily utilized, well-received, and very stable at this time. 

[bookmark: _Toc377620642][bookmark: _Toc377632738][bookmark: _Toc383155978][bookmark: _Toc380676543]Commercial Asset Visibility (CAV) II (Air Force)

Point of Contact (POC)		
Sponsor				USAF/NAVSUP N6
Customer(s)				Air Force repair analysts, commercial vendors

[bookmark: _Toc377620643]HW/SW Environment

Current:  Windows 2003, EAServer, Powerbuilder, Java, Oracle database 
Migrating To:  Unix, Weblogic, Java, Oracle database.  Production system is administered by Air Force contractors at an Air Force facility.
[bookmark: _Toc377620644]
Description
CAV II is a DOD web-based application used by government personnel and commercial repair sites to monitor and track the progress of repair components through the entire repair process.  CAV II uniquely identifies each repair item, thus giving Logistics Managers visibility of every asset as it processes through each phase of the repair cycle.  Additionally, Air Force use of the CAV Government Furnished Material (CAV-GFM) module at commercial vendor sites provides the ability to requisition and track GFM.  GFM is tracked in CAV II from the initial requisition by the commercial vendor all the way until the GFM is either used up as part of a repair; turned-in and shipped back to the government for future use, repair, or disposal; or the appropriate disposal action is taken by the commercial vendor. 

[bookmark: _Toc377620645][bookmark: _Toc377632739][bookmark: _Toc383155979]CAV II (Navy)

Point of Contact (POC)		
Sponsor				NAVSUP N6
Customer(s)				WSS, Commercial Vendors

[bookmark: _Toc377620646]HW/SW Environment

Current:  Windows 2003, EAServer, Powerbuilder, Java, Oracle database,  production at AHF. AIT Scanner - Intermec CN3g, Windows Mobile, Microsoft Visual Studio 
Migrating to:  Unix, Weblogic, Java, Oracle database, production at AHF. 
[bookmark: _Toc377620647]
Description
CAV II is a DOD web-based application used at government (organic) and commercial repair sites to monitor and track the progress of repair components through the entire repair process. CAV II uniquely identifies each item, thus giving Logistics Managers visibility of every asset as it processes through each phase of the repair cycle.  It records condition code and estimated completion date changes as well as many reporting features.  Functions within the CAV II system provide: On-line data entry; The ability for government and commercial vendor sites to accept and process Direct Vendor Delivery/Performance Based Logistics (DVD/PBL) requisitions and initiate Secondary Repair Assembly (SRA) requisitions; A Commercial Asset Visibility-Electronic Data Interchange (CAV-EDI) interface where commercial vendors enter data to their facility's repair tracking system, then transmit the repair data to CAV II; Manage By Contract (MBC) capabilities where the vendor assigns Project Orders/Contracts to material from data that is programmatically provided by CAV II; AIT Scanner processing that allows the vendor to scan receipt data from the DD1348 and upload it to the CAV-WEB (on-line) application; Serial Number/Warranty Tracking capabilities; A wide range of on-line repair and requisition status reports. CAV II TIR data (MILS transactions) is transmitted to Navy ERP via DLA TS (Transaction Services). DLA TS translates transactions to DLMS format for Navy ERP use.

[bookmark: _Toc377632740][bookmark: _Toc383155980]CAV- Organic Repairables Material (ORM)

Point of Contact (POC)		
Sponsor				NAVSUP N6
Customer(s)				WSS, FRCs, Shipyards, SPAWAR, SWRMC

[bookmark: _Toc377620649]HW/SW Environment

Current:  Windows 2003, EAServer, Java, Oracle database, production at AHF
Migrating to:  Unix, Weblogic, Java, Oracle database, production at AHF 
Utilizes AIT Scanner - Intermec CN3g, Windows Mobile, Microsoft Visual Studio
[bookmark: _Toc377620650]
Description
CAV ORM web application is used to track assets and provide visibility of organic repairable items into and out of repair shops, and record condition code and estimated completion date changes.  The application can create reports and inquiries for use by the NAVSUP Weapons System Support, DLA Defense Depots, and NAVAIR and NAVSEA personnel to assist them in making decisions regarding material repair.  These organic repair sites include the FRCs (Fleet Readiness Centers), Shipyard (Norfolk and Puget Sound), SPAWAR, and SWRMC.  The system is sponsored by NAVSUP and production site is hosted at the AHF (Application Hosting Facility) in Tulsa, OK.  The system provides a tracking method as material is moved through the repair process beginning with the repair depot request for material from the Defense Depot (DD). This system interfaces with Navy ERP system by sending MILSTRIP transactions, which are translated into DLMS format at DLA TS (Transaction Services) and then transmitted to the Navy ERP system for use by Navy supply and logistics users. An interface from Navy ERP to CAVORM provides the Maritime repair workload.  This interface is referred to I-881 or BSS workload file.  CAV ORM also has an interface (via SFTP) with the NAVAIR NDMS PSA system to send/receive data regarding items being repaired at NAVAIR FRC sites.  Scanners are used to receipt items in an efficient manner, as well as return items. 

[bookmark: _Toc383155981]Computerized Provisioning, Allowance and Supply System (COMPASS)

Point of Contact (POC)		
Sponsor				Royal Saudi Naval Forces (RSNF)
Customer(s)				RSNF

[bookmark: _Toc377620707]HW/SW Environment

IBM Mainframe (Natural/DB2)
[bookmark: _Toc377620708]
Description
The COMPASS system is a phased development and implementation project for the re-systemization, modernization, and further automation of technical, supply, and financial functions within the RSNF Logistics System. COMPASS design integrates the RSNF Inventory Control Point (ICP) at Riyadh, the Research and Development Center (RDC) at Riyadh, and the three RSNF Naval Supply Centers (Riyadh, Jeddah, and Jubail) under a single automated technical, supply and financial system, utilizing one master relational database. During the early 1990's, four Version 2 COMPASS subsystems were delivered to the RSNF, which enabled integration with the existing RSNF Automated Supply Management System (ASMS).  The RSNF gained production functionality, primarily in technical areas, through these subsystem installations (configuration management, provisioning, integrated allowance document, and family relationships).  In the mid 1990's, the COMPASS team began the phased delivery of the new COMPASS Version 3 system (18 subsystems) to replace the existing RSNF ASMS/Version 2 system.  By 1997, COMPASS Version 3 was completely installed.  The COMPASS Inventory Allotment and Accounting System was enhanced in 1998, providing real-time update and top-down financial reporting.  In the early 2000s, Bar Code scanning and Serial Number tracking were added to COMPASS.  In 2007 a new application called In-Store Maintenance was added to become the 19th application under COMPASS. Finally in 2008, the COMPASS Metrics Application was installed.  Currently, the COMPASS team is planning a replacement effort for both the hardware and software that will carry the COMPASS system into the future.


[bookmark: _Toc380676544][bookmark: _Toc383155982]Deputy Assistant Secretary of the Navy (DASN) Support


Point of Contact (POC)   		
Sponsor	PEO-EIS
Customer(s)				DOD both CONUS/OCONUS

[bookmark: _Toc377620710][bookmark: _Toc380676547]HW/SW Environment

Varies, depending on the system in question.  NAVSUP BSC resources provide System Administration type support for the following systems: Army Contracting Business Intelligence System (ACBIS), Department of the Navy (DON) Application & Database Management System (DADMS) Acquisition Functional Area Manager (FAM), Electronic Document Access (EDA) System, Electronic Subcontract Reporting System (eSRS), Weighted Guideline (WGL) Application, Federal Funding Accountability and Transparency Act (FFATA) Sub-award Reporting System (FSRS)
[bookmark: _Toc377620711]
Description

NAVSUP Business Systems Center provides Project Management and System Administration support to DASN.  Examples of this support include, password resets, report generation, and working closely with the DASN POCs to resolve issues and answer high-level data calls.


[bookmark: _Toc377620750][bookmark: _Toc377632776][bookmark: _Toc383155983]Data Services

Point of Contact (POC)		
Sponsor				NAVSUP HQ, WSS, GLS, FMO, DFAS
Customer(s)				NAVSUP HQ, WSS, GLS, FMO, DFAS 

[bookmark: _Toc377620751]HW/SW Environment

Oracle, Cognos, Informatica, Toad, SAP2, BOWEB, BODATA, Netezza, SAS, as well as; Legacy Network, AHF, DECC and Pax environments.
[bookmark: _Toc377620752]
Description
The Data Department manages numerous projects that support a variety of customers; including NAVSUP HQ, WSS, GLS, the Fleet, FMO, Navy ERP, and DFAS.  These projects cover the full range of data services provided by Code 95; to include: the design, development and configuration of data bases, data marts, data interfaces, architectures, data appliances, and data HW/SW support; as well as, services, such as data analysis, modeling and design; data extraction, transformation and loading (ETL); and data reporting, business intelligence, metrics and graphical visualization (dashboards).


[bookmark: _Toc380676545][bookmark: _Toc383155984]Defense Property Accountability System (DPAS)

Point of Contact			
Sponsor	Office of the Under Secretary of Defense (OUSD)/Acquisition Technology & Logistics (AT&L)
Customer(s)	Army, Navy, Marines, and DOD Agency users at 350 sites worldwide

[bookmark: _Toc377620652][bookmark: _Toc380676546]HW/SW Environment

Total Microsoft web based solution utilizing MS SQL server database, .NET framework with Visual Basic code, MS Windows Operating System and Windows Internet Information Services (IIS).
[bookmark: _Toc377620653]
Description
DPAS is the Department of Defense (DOD) automated asset management system which provides the capability for the total management of real and personal property.  DPAS provides on-line support for functions that are associated with property accountability, financial reporting, warehousing, and equipment maintenance.  DPAS interfaces with numerous other component level systems and is a mandatory requirement for some of the service and defense agencies.  The system provides general ledger control and reporting to DOD accounting systems, as well as documenting the physical control of real and personal property.  The property manager using DPAS has the capability to update item authorizations, perform cataloging actions, process receipts and turn-ins, and update document register information.  The financial manager has the capability to execute monthly depreciation accounting processes, add Capital Improvements, view asset data and generate reports.  DPAS also provides the equipment manager the capability to manage actions associated with maintenance and equipment utilization. Preventive maintenance schedules are computed and updated, work orders are automatically generated, and warranty information is tracked.  DPAS also maintains information on the utilization and costs of equipment maintenance.

[bookmark: _Toc377620654][bookmark: _Toc377632742][bookmark: _Toc383155985]Defense Security Assistance Development Center (DSADC) Support

Point of Contact 			
Sponsor				DSADC
Customer(s)				DSADC

[bookmark: _Toc377620655]HW/SW Environment

DSADC defined and hosted.
[bookmark: _Toc377620656]
Description
NAVSUP BSC provides Information Assurance Management (IAM) expertise to ensure Defense Security Cooperation Agency (DSCA) IT applications maintain required DoD accreditations.  IAM expertise is provided to support the following DSCA IT applications:  Centralized Information System for International Logistics (CISIL), Management Information System for International Logistics (MISIL), and Defense Security Assistance Management System (DSAMS).


[bookmark: _Toc377620753][bookmark: _Toc377632777][bookmark: _Toc383155986]Enterprise Web (Portal)

Point of Contact (POC)		
Sponsor				NAVSUP CIO
Customer(s)				NAVSUP Enterprise
[bookmark: _Toc377620754]
HW/SW Environment

HARDWARE - Servers used in the Production environment are SUN Fire T2000 servers. The summary matrix of the servers follows:  SUN Fire T2000, UltraSPARC T1 (1.4 GHz), Solaris 10, 64 GB RAM, 8 cores (servers ws201/202) and 4 cores (servers ws203/204). Software: On the Production system, NAVSUP has installed the WebCenter within two distinct domains: (Portal) OFMP_DOMAIN and (Content) ECM_DOMAIN. The following is a list of SW for each domain: 1.) OFMP_DOMAIN (Servers: ws201 and ws202): JDK (1.6.45), Oracle Application Server (10.1.2.3), Oracle Access Manager (OAM) [WebGate (10.1.4.3)], Oracle Portal (10.1.4.2), Oracle Fusion Middleware (OFMW) [WebLogic Server (WLS) (10.3.6), WebCenter Portal (11.1.1.8), Oracle SOA Suite (11.1.1.7), Oracle WebTier (11.1.1.7), Oracle Business Activity Monitoring (BAM) (11.1.1.6), WebCenter Collaboration]. 2.) ECM_DOMAIN (Servers: ws203 and ws204): JDK (1.6.45), Oracle Application Server (10.1.2.3), Oracle Application Server (10.1.3 - OHS) [WebPass (10.1.4.2), Policy Manager (10.1.4.2)], Oracle Access Manager (OAM) [Identity & Access Server (10.1.4.3), WebGate (10.1.4.3)], Oracle Fusion Middleware (OFMW) [WebLogic Server (WLS) (10.3.6), WebCenter Portal (11.1.1.8), Oracle Content].
[bookmark: _Toc377620755]
Description
The NAVSUP Enterprise Web (Portal) Program is a multifaceted program that serves as NAVSUP's center of excellence for Internet-based technology and services.  The NAVSUP Enterprise Web Program provides progressive and responsive Web design, development and data support/guidance for the entire NAVSUP enterprise.  It is the mission of the NAVSUP Enterprise Web Program to assist users in determining the best approach to collecting, processing and presenting content/data via the Web. The NAVSUP Enterprise Web Program has two main focus areas: 1.)  Content, Community and Collaboration:  The NAVSUP Enterprise Web Program is the central team responsible for the design and development of all NAVSUP Public and access-restricted (MyNAVSUP) Web sites for the NAVSUP Claimancy.  The NAVSUP Enterprise Web Program leverages Oracle Portal/WebCenter technology as the host and primary content management system (CMS) for all NAVSUP Web sites and unstructured content.  To date, over sixty Public and access-restricted (PKI) Web sites and over 500 GBs of content are hosted within NAVSUP's Oracle Portal environment.  The new WebCenter product (coming CY14) provides additional collaborative services (Blogs, Wiki's, Discussion Forums) that can be leveraged by any site or community of interest.  The NAVSUP Enterprise Web Program also serves as the primary resource and subject matter expert (SME) for Section 508/Accessibility and Web (W3C) standards, testing and remediation. 2.)  Custom Web/Data Solutions:  In addition to the development and management of public and Access-restricted Web sites, the NAVSUP Enterprise Web Program also provides custom Web/Data solutions for a variety of business needs on an as-needed basis.  Leveraging various parts of the infrastructure the NAVSUP Enterprise Web team is equipped to rapidly develop custom Web form, workflows, reports (and more...) depending on the business need.  To date, the NAVSUP Enterprise Web team has developed over thirty custom Web applications.  Requests for custom Web applications developed within the NAVSUP Enterprise Portal must start with the submission of an Information Technology Service Request (ITSR) and usually require additional funding for labor and licensing.

[bookmark: _Toc380676548][bookmark: _Toc383155987]
Electronic Procurement System (EPS) Support

Point of Contact (POC)		
Sponsor				PEO-EIS
Customer(s)				

HW/SW Environment

TBD by contractor

Description

Provide consulting support to the Navy's new Electronic Procurement System (EPS) of the future, a new acquisition program that is forming. Representatives from the SPS, ITIMP, and NECO teams will attend meetings and provide planning input, technical evaluations of the proposed COTS tool, and data migration strategies.


[bookmark: _Toc377620702][bookmark: _Toc377632758][bookmark: _Toc383155988][bookmark: _Toc380676550]Electronic Repairables Management System (eRMS)

Point of Contact (POC)		
Sponsor				WSS 03
Customer(s)				WSS, FLEET, ATAC, Marines, Coast Guard

[bookmark: _Toc377620703]HW/SW Environment

Fully browser-accessible suite of applications. 

Current hosting environment consists of: 

Platform: Mid-Tier (HP-UX - running both the database and batch processing, Windows 2003 Web server) with some background processing on the MMC Mainframe.   
DBMS: Oracle 
User Interface: Browser 
Programming: .NET and ASP 

Targeted Tech Refresh hosting environment: 

Platform: Mid-Tier (Solaris Database server; Windows 2008 Web and Application (batch) servers) 
DBMS: Oracle User 
Interface: Browser 
Programming: MVC .NET
[bookmark: _Toc377620704]
Description
eRMS provides a unified, streamlined, and customized logistics system to the customer community for processing, transporting, reporting, tracking, and providing accountability for repairable components and engines.  eRMS allows NAVSUP WSS to meet its objective while accommodating new requirements emerging from contingency responses or DON/DOD initiatives. eRMS primary functionality supports the retrograde portion of the supply chain, which begins when the end user sends a Not Ready For Issue (NRFI) or F-condition Depot Level Repairable (DLR) component to the Navy wholesale system and ends when the component is received by a Designated Storage Point (DSP), such as a Defense Distribution Depot (DDD) or Designated Overhaul Point (DOP).  Major functionality within eRMS includes Retrograde Supply Chain, Redistribution Order (RDO) and Ready for Issue (RFI) processing, the production of asset visibility information for Non-Commercial Asset Visibility (non-CAV) commercial repair sites, engine processing and shipment, Repair and Return (R&R), RFI Offload capabilities, and support for ground Marines.

[bookmark: _Toc383155989]Financial and Air Clearance Transportation System (FACTS)

Point of Contact (POC)		 
Sponsor				OPNAV/N41
Customer(s)	Air Force, Army, USMC, US Navy, DLA, GSA and Commercial Sector

[bookmark: _Toc377620761]HW/SW Environment

FACTS runs on an IBM 9672-X77 Mainframe maintained at DISA DECC Mechanicsburg, PA. It utilizes the IBM Operating System Software, z/OS V1.9, and IBM Resource Access Control Facility (RACF) to provide the controlled access protection required in the System Security Policy Statement.  The IBM z/OS Operating System is installed on an IBM z9 zSeries Server that is partitioned into two parts, MVS and IBM UNIX System Services.  End user access to the FACTS WEB application is accomplished via any current version web browser.  The user session requires Secure Socket Layer (SSL) and PKI client validation capabilities.  PKI revocation checking is accomplished via a Lightweight Directory Access Protocol (LDAP) server call to another IBM zSeries.  The FACTS application data servers are resident in IBMs Customer Information Control System (CICS) Transaction Server V3.2 located within the MVS partition of the same zSeries Server.  Also, located in the Multiple Virtual System (MVS) partition is the FACTS database, which utilizes IBMs DB2 for z/OS V8.1. The security features internal to both CICS and DB2 are utilized in securing the FACTS application, and its data.

[bookmark: _Toc377620762]Description
FACTS is a single integrated Automated Information System (AIS) that seeks to optimize a relational database to support the clearance of DOD air-eligible cargo for air movement and facilitate the Services' first and second destination transportation funds management.  FACTS assists the shipper in determining transportation mode selection by offering comparative mode, route and cost information.  Navy shippers use the Small Parcel Express Module of FACTS to create, choose and schedule low cost carrier, as well as, receive authorizations from U.S Customs for shipments that are go outside the continental United States.  Navy users also use the Transportation Exploitation Tool module of FACTS to arrange movement for cargo that requires immediate movement.  The FACTS Reporting Functionality (FACTS-RF) provides authorized users the capability to do multidimensional analysis and reporting and to create customized reports.  Its deployment flexibility, scalability, and state-of-the-art performance make it easy for users to explore, analyze, and report on organizational data to quickly understand what is happening throughout the DOD transportation business.  Key functionality includes:  Performs DTR edits on ATCMDs, Validates TAC and cargo routing prior to air clearance, Automatic air clearance process based on Service-unique business rules, Post transportation cost and tonnage to Service budgets, TAC Conversion to full Segmented Line of Accounting used for Payment of Commercial Bills, Small Package Express mode selection and document creation, Calculation of best transportation options for movement of cargo requiring immediate movement, Provides ad-hoc queries and reporting.  Benefits include:  Eliminates system redundancy, Standardizes global airlift clearance, Consolidates transportation financial movement data, Provides Transportation Officers with a means of scheduling and documenting small parcel express shipping.
[bookmark: _Toc377620763][bookmark: _Toc377632781] Fleet Logistics Center (FLC) Regional Support

Point of Contact (POC)		
Sponsor				NAVSUP GLS
Customer(s)				NAVSUP GLS & FLCs

[bookmark: _Toc377620764]HW/SW Environment

Supported system environments include Tandem K2000 Himalaya, IBM , ZOS, SOLARIS, UNIX,  and Windows 7.

[bookmark: _Toc377620765]Description
Regional Support Sites (RSS) provide IT services and coordinate reach-back to BSC Mechanicsburg for co-located Fleet Logistics Centers (FLCs) and Global Logistics Support (GLS).  Includes Program / Project Management, technical support and help desk services for TRIM - HHG, NSAE, NAVSUP Portal, LCS IT, RSS management/supervision and other projects.  The RSS staffs also work closely with their regional customers to identify user requirements and content, provide over-the-shoulder application training, and coordinate with BSC developers and engineers to deliver quality IT products and services.  Work with Fleet and GLS project managers to create and support a wide range of IT solutions.


[bookmark: _Toc383155990]Food Service Management (FSM) 3

Point of Contact (POC)		
Sponsor				NAVSUP N6
Customer(s)				NAVSUP N3/4, TYCOMs

[bookmark: _Toc377620658]HW/SW Environment

FSM Enterprise Edition:  hosted on the NAVSUP Business System Center Mechanicsburg ULAN, written in ASP.Net, uses a SQL database to archive data from all ships operating FSM 3.0 and enterprise data from NAVSUP 45. 

FSM Afloat:  hosted on individual shipboard NIAPS server, written in ASP.Net, uses a Microsoft SQL database and only the ship's data resides in their database.

[bookmark: _Toc377620659]Description
The FSM System is for afloat general messes. It provides food service officers and personnel with an automated method of menu production, receipt, inventory, issue and accounting processing and other functions associated with the operation of the general mess.


[bookmark: _Toc377620766][bookmark: _Toc377632782][bookmark: _Toc383155991][bookmark: _Toc380676554]Household Goods (HHG) – TRIM

Point of Contact (POC) 		
Sponsor				NAVSUP GLS
Customer(s) 				Joint Personal Property Offices (JPPO)

[bookmark: _Toc377620767]HW/SW Environment 

Total Records and Information Management (TRIM) is provided as part of the standard NMCI software configuration. Non-Navy users must have special Citrix client accounts.

[bookmark: _Toc377620768]Description
Total Records and Information Management (TRIM) is used to capture and retain digital documents for the NAVSUP HHG program Joint Personal Property Support Offices (JPPSO). The PM uses BSC Code 96 personnel to provide technical support, including Technical Lead, implementation management and on-site training and tech support. Current non-Navy user provisioning involves extensive preparation and coordination with NMCI and the user site IT support, followed by week-long on-site training visits.


.

[bookmark: _Toc377620756][bookmark: _Toc377632778][bookmark: _Toc383155992][bookmark: _Toc380676557]Information Management for the 21st Century (Inform-21)

Point of Contact (POC) 		
Sponsor				NAVSUP N6
Customer(s) 				NAVSUP Claimancy and other DON and DOD activities

HW/SW Environment 

Inform-21 is hosted at the Application Hosting Facility, Tulsa OK. The database is hosted on UNIX servers and the front end is hosted on Windows servers.  Primary software is Oracle for database management, Informatica for data processing, and IBM Cognos for the user interface. IBM Cognos offers a rich user interface which allows for visualization of metrics and on-the-fly ad hoc capabilities.   As a Commercial of the Shelf package, IBM Cognos allows for advanced customization of the user interface augmented by JavaScript.  IBM Cognos is a browser-based Business Intelligence software which supports data analytics, reporting, and graphic displays. Inform-21 also provides shared report folders where users can save and share reports of common interest. 
[bookmark: _Toc377620758]
Description
Information Management for the 21st Century (Inform-21) is a data warehouse application that serves NAVSUP Claimancy activities and other Navy and DOD activities by providing analysis of Navy ERP data, Fusion Center metrics, Corporate Information System reports and metrics, Average Customer Wait-time, FIMARS, Procurement reports, plus many other data areas.  The application is divided into various data areas that serve specific needs and requirements.  The user community includes NAVSUP commands, NAVAIR, NAVSEA, SPAWAR, The Fleet, Marine Corps, FMO, and DLA.  The Inform-21 data warehouse also provides report and metrics capabilities to other NAVSUP applications, including REMAD, and eRMS.  Inform-21 holds an extensive data archive for legacy applications which have been retired. Users are able to perform in-depth analysis with the IBM Cognos software, which provides ad hoc capabilities, and to extract large volumes of data for analysis in tools such as SAS, Excel and Access.  In addition, Inform-21 provides data to other applications, including One Touch Support and DLA Asset Visibility.

[bookmark: _Toc377620734][bookmark: _Toc377632770][bookmark: _Toc383155993]Information Assurance

Point of Contact (POC)		
Sponsor				NAVSUP CIO
Customer(s)				NAVUSP CIO

[bookmark: _Toc377620735]HW/SW Environment

AHF hosting environment, DISA hosting environment, ISNS environment, NMCI environment, Legacy environments.
[bookmark: _Toc377620736]
Description
NAVSUP Business Systems Center 94 is tasked to perform the Information Assurance (IA) technical support functions for the NAVSUP IA Program Manager.  Technical IA guidance/support/evaluation is required and critical to the success of this program.  The IA support functions are comprised of system accreditation (DIACAP), IA compliancy reporting, PKI, and other IA related functions.  DIACAP contains the DOD/DON life cycle processes for identifying, implementing, validating, certifying, and managing IA measures and services, expressed as IA Controls, and authorizing the operating of DOD information systems in accordance with statutory, Federal, DOD and DON requirements.

[bookmark: _Toc377620712][bookmark: _Toc377632762][bookmark: _Toc383155994]Integrated Technical Item Management and Procurement (ITIMP)

Point of Contact (POC)		
Sponsor				WSS 02
Customer(s)				NAVSUP WSS

[bookmark: _Toc377620713]HW/SW Environment

Mainframe, hosted at DISA.  COBOL and IDMS.

[bookmark: _Toc377620714]Description
ITIMP applications automate or provide automated support for, the NAVSUP WSS purchase function, including the establishment and maintenance of technical data packages used in procurement, and support for the identification of additional procurement sources.  ITIMP receives purchase documents, creates solicitations and supporting documentation, and transmits solicitations to commercial sources.  It receives bids, proposals and quotations, evaluates offers, makes awards, tracks contracts, and provides financial update capabilities for contract actions. Additionally, it creates Military Standard Contract Administration Procedures (MILSCAP) transactions, archives records, and updates associated records to permit current data to be reviewed by designated personnel working within the NAVSUP WSS system.


[bookmark: _Toc377620660][bookmark: _Toc377632744][bookmark: _Toc383155995][bookmark: _Toc380676558]Laserfiche

Point of Contact (POC)		
Sponsor				NAVSUP, WSS P76
Customer(s)				DOD CONUS activities

[bookmark: _Toc377620661]HW/SW Environment

Laserfiche, a COTS product, is a Document Management Storage Retrieval System. Laserfiche currently resides on the NAVSUP BSC Unclassified Local Area Network (ULAN) until migration to DISA DECC.   Laserfiche production runs on two virtual servers and Laserfiche development runs on two other virtual servers.

[bookmark: _Toc377620662]Description
NAVSUP Business Systems Center provides Project Management and System Administration support to Laserfiche.  Examples of this support include, resolving issues, applying hot fixes/patches, upgrades, and the system accreditation.

[bookmark: _Toc377620737][bookmark: _Toc377632771][bookmark: _Toc383155996]Lenel OnGuard Security System (Lenel)

Point of Contact			
Sponsor				NAVSUP/NAVSUP Weapon Systems Support
Customer(s) 	NAVSUP, NAVSUP Weapon Systems Support, NAVSUP BSC, NAVSUP Logistics Operations Center, NAVSEA

[bookmark: _Toc377620738]HW/SW Environment

[bookmark: _Toc377620739]HW/SW Environment: The Lenel OnGuard Security System Software, Version 6.6, executes on a Windows-based Server environment.  The environment is a stand-alone configuration separate from NMCI. In addition to the server environment, a number of workstations are utilized by Segment System Administrators and Security-monitoring personnel.  The Lenel Network is comprised of network fiber connecting all the buildings, associated switches, and media converters in the Lenel Network.

Description
The Lenel OnGuard Security system supports the Security Department implementation of Force Protection requirements throughout the Naval Support Activity (NSA).  NAVSUP Business Systems Center provides the following services to the customer in support of the Lenel Project: Help Desk, Information Assurance, Network Services, Desk Top Services, Project Management, and Project Support Services.


[bookmark: _Toc377620769][bookmark: _Toc377632783][bookmark: _Toc383155997][bookmark: _Toc377620715][bookmark: _Toc377632763][bookmark: _Toc380676567]Maximo

Point of Contact (POC)		
Sponsor				GLS Code 70
Customer(s)	NAVSUP, Defense Fuel Support Point bulk fuel terminals, NAVSUP Energy Office, DLA Energy Office 

[bookmark: _Toc377620770]HW/SW Environment
	
IBM Commercial-Off-The-Shelf (COTS) product, Oracle 11G database, WEBLOGIC 10 and Actuate 11.  Hosted at the Navy Marine Corps Intranet (NMCI) Application Hosting Facility (AHF) in Tulsa, OK.  The test/development servers are hosted at NAVSUP BSC in Mechanicsburg, PA.
[bookmark: _Toc377620771]
Description
MAXIMO is a customized product to meet the Navy Petroleum, Oils, and Lubricants (POL) infrastructure and asset management needs.  Maximo is the system of record utilized by Navy Defense Fuel Support Point (DFSP) bulk fuel terminals to: manage POL capitalized and real property asset records; plan, manage, and track preventive maintenance and corrective maintenance; plan, manage and track fuel quality surveillance activities.  The scope of the project includes production support, database maintenance, help desk, project management and software development.

[bookmark: _Toc383155998]Material Financial Control System (MFCS)

Point of Contact (POC)		
Sponsor				NAVSUP N8
Customer(s)				NAVSUP WSS

[bookmark: _Toc377620716]HW/SW Environment
[bookmark: _Toc377620717]
PowerBuilder executable installed on NMCI client workstations.  Server side is HP-UX with Oracle DBMS hosted at DISA. 

Description
MFCS PX02/04 is the Navy’s implementation of an Allotment Accrual Accounting System. As with other accounting systems, its main purpose is the systematic recording, reporting, and analysis of financial transactions associated with a business, and in this case, NAVSUP-WSS and DFAS.  MFCS PX02/04 follows the accrual basis accounting method; the most commonly used accounting method, which reports income when earned and expenses when incurred, as opposed to cash basis accounting.  It also reports income when received and expenses when paid. The primary goal of MFCS is to allow customers to know at any given moment what they have purchased, how much they have spent, and if they are within their budget.  MFCS PX02/04 is scheduled to be retired as part of the overall UICP retirement and Navy ERP implementation.

[bookmark: _Toc377620785][bookmark: _Toc377632789][bookmark: _Toc383155999][bookmark: _Toc380676568]Navy Enterprise Resource Planning (ERP) Business Office (EBO)

Point of Contact (POC)		
Sponsor				NAVSUP N6
Customer(s)	NAVSUP HQ, NAVSUP Business Systems Center, NAVSUP Weapon Systems Support, NAVSUP Global Logistics Support, NEXCOM, Navy ERP program office, other SYSCOM EBOs, Fleet

HW/SW Environment

The system is built off of the commercial Enterprise Resource Planning (ERP) concept that utilizes SAP as its core. Hardware is located in Patuxent River, MD.

Description

Navy ERP is a DON Enterprise initiative to provide a single integrated system for resource planning and execution of logistics, financial, maintenance, and supply support efforts across the Navy. The Navy ERP Sustainment Strategy calls for each SYSCOM to establish and maintain a Business Office to provide support and Sustainment capabilities for their user communities. Each Business Office works in conjunction with Navy ERP Sustainment Team and other SYSCOM Business Offices. 

The goal of the Business Office is to serve as the NAVSUP center of excellence for Navy ERP business operations and functional process sustainment. The Business Office provides a central point for resolution of NAVSUP Navy ERP matters, ensures that business process and technical areas are in sync, and is the primary facilitator and coordinator of NAVSUP Navy ERP expertise. This department is the liaison between our NAVSUP customers/end users, Navy ERP Program and other SYSCOM Business Offices. 

The NAVSUP EBO is comprised of focused teams addressing sustainment requirements. As such, the EBO coordinates Navy ERP support for the NAVSUP Enterprise and supports Navy ERP business operations and functional processes within the Enterprise. The EBO partners with Navy ERP throughout sustainment while serving as the voice of the customer for NAVSUP stakeholders, process owners and end users. The EBO provides a single point of contact between NAVSUP and Navy ERP for ongoing support of business process and operations. 

This department provides Tier 2 support for the Navy ERP program including: resolution of system HEAT (trouble) tickets, defect identification, tracking and monitoring, and the development and tracking of change requests. This group also provides: cross-functional integration, data maintenance/cleansing, production/interface monitoring and error resolution, coordination and execution of validation testing, user management and training, solution integration, and direct customer support. In addition to providing sustainment support for the Navy ERP Financial and Supply Solutions, the EBO provides deployment support for the Supply Solution. 

The NAVSUP EBO, while led by BSC, is a matrix organization. With this approach, NAVSUP personnel from HQ, WSS, GLS, and BSC support EBO work.  The matrix support personnel remain part of their existing organizations but serve as subject matter experts in their respective areas. All EBO Team Leads (Functional, Production/Ops, UM/Training, etc.) reside within the construct of the EBO organization to insure cross functional review and integration on heat, defect and engineering change proposal (ECP) driven issues.


[bookmark: _Toc377620789][bookmark: _Toc377632791][bookmark: _Toc383156000][bookmark: _Toc380676569]Navy ERP Sustainment

Point of Contact (POC)		
Sponsor				OPNAV N414
Customer(s)				PEO-EIS

[bookmark: _Toc377620790]HW/SW Environment

The system is built off of the commercial Enterprise Resource Planning (ERP) concept that utilizes SAP as its core. Hardware is located in Patuxent River, MD.
[bookmark: _Toc377620791]
Description
As the Navy Enterprise Resource Planning (ERP) program makes the milestone move from the deployment to the sustainment phase, the Navy ERP Program Management Office (PMO) will be joined by SPAWAR Systems Center-Atlantic and NAVSUP Business Systems Center as business partners.  All three teams will work together to provide sustainment services to our users; BSC was awarded the majority of services to be provided and will lead those areas in sustainment. 

Navy ERP is the enterprise solution that allows the Navy to manage its business.  All major Navy System Commands are utilizing the system today: NAVAIR, SPAWAR, NAVSUP, NAVSEA, ONR, and SSP.  Pilot programs at four of the System Commands were initiated to create a singly supply solution; those pilot programs converged to become what we now know as Navy ERP.  Navy ERP provides business operations capability to approximately 72,000 users and forecasts well over 140,000 users if deployed to additional commands. Approximately $81B or 53% of the Navy total operating allowance (TOA) is managed within the system. 

BSC will build upon its decades of software development, functional analysis, and data services expertise to meet our customers' needs.  Our team will provide innovative approaches to stakeholder communications and enterprise training ensuring the adoption of Navy ERP throughout the business enterprise.  Along with these tasks, real-time data access and decision support will be enabled for our users and the architectural framework required by DOD will be maintained and expanded upon to ensure systems integration and functionality.  User roles management is essential for complying with stringent system audit requirements and will be one of our team's focus areas.  Ultimately, through Navy ERP sustainment our team will form the core capability of business operations expertise for the next several decades.


[bookmark: _Toc377620669][bookmark: _Toc377632747][bookmark: _Toc383156001]Navy Postal Directory System

Point of Contact (POC)		
Sponsor				NAVSUP N4
Customer(s)				All Navy Operational Units

[bookmark: _Toc377620670]HW/SW Environment

The Navy Postal Directory System is a Microsoft Visual Basic .net/.Net Framework application that is run locally at individual Navy Fleet Post Offices. The application can be implemented on individual workstations, or it may be implemented on a shared network server to support multiple users. This is a local application and does not interface with any other application inside or outside of the individual Fleet Post Office where the Navy Postal Directory System is implemented.
[bookmark: _Toc377620671]
Description
The Navy Postal Directory System supports all commands that are required to maintain postal directory files by managing mail for assigned personnel and by providing a repository of addresses for use in delivering personal mail and forwarding mail for transferred personnel. The system consists of a secure database containing names, addresses, assigned duty station, and other pertinent data on both individuals who currently receive mail within the cognizance of the local Navy Post Office and those individuals that have recently transferred to another duty station.  Each Navy Post Office has its own individual copy of the Navy Postal Directory System which contains data unique to that Post Office.  The system also provides the ability to selectively print address labels used to process mail that needs to be forwarded as individuals are transferred to a new duty station.


[bookmark: _Toc383156002][bookmark: _Toc380676563]NET/ngNET

Point of Contact (POC)		
Sponsor				PEO EIS
Customer(s)				US Navy and USMC activities
[bookmark: _Toc377620664]
HW/SW Environment

NET is a secure .NET-based application that provides the DON with the user-level detail essential to support the deployment of the Navy Marine Corps Intranet.  Specific Environment 
HW/SW environment information: Microsoft .Net Architecture, Object Oriented Analysis and Design, Multi-tier server architecture - Integrated with numerous legacy systems using .XML-based transactions and web services technologies, Developed interfaces to existing systems to ensure information necessary for ordering and delivery are completed in a timely manner.  These systems include: e-Marketplace (eMp), an .XML-based interface that transmits all NET ordering data to eMp for order approval, Central Data Repository (CDR) - a web services-based interface that communicates all information necessary to the prime vendor for seat staging and roll out on a real-time basis. ISF Tools - a nightly download and update of Physical Site Identifiers (PSI) codes and legacy application data.  Asset Center .CSV based 2-way interface that updates asset data from Asset Center and sends reconciled data back to Asset Center
[bookmark: _Toc377620665]
Description
NMCI Enterprise Tool, or NET, is the Department of the Navy’s single point-of-entry system for the integrated seat level detail needed by Electronic Data Systems Corp (EDS) to support the US Navy.  NET incorporates information from various other authoritative systems to provide a one-site work environment in which a user can perform ordering and modification of seats eMarketplace (eMp), seat-to-legacy application mapping Integrated Solution Framework Tools (ISF Tools), seat delivery by selection of blocks of seats with coordination of user accounts and cyclic asset data exchange.  Navy Marine Corps Intranet is a comprehensive, enterprise-wide initiative that will make the full range of network-based information services available to Sailors and Marines for day-to-day activities and in time of war.  NMCI will give the Navy and Marine Corps secure universal access to integrated voice, video and data communications.  It will afford pier-side connectivity to Navy vessels in port, and it will link more than 360,000 desktops across the United States as well as sites in Puerto Rico, Iceland and Cuba.  Key Functionality includes: account and seat management, reporting capabilities, manages invoices and budgets, knowledge exchange via a homepage.  Benefits include: provides an effective delivery and steady state operation of NMCI seats and services, and also tracks non-NMCI inventory.  

[bookmark: _Toc383156003][bookmark: _Toc380676564]Navy Mobile Computing (NMC)

Point of Contact (POC) 		
Sponsor				NAVSUP N6
Customer(s) 				NAVSUP activities
[bookmark: _Toc377620741]
HW/SW Environment

Windows servers are hosted at DISA Mechanicsburg and will contain:  CloudSync Application device management software, CloudSync database (MY-SQL), CloudSync Device Manager a component of the Good Technology Suite, and Intermec tools.  Devices managed by the Navy Mobile Computing system (NMCS) will be able to implement either Code Division Multiple Access (CDMA) or 802.11 wireless network connections between the CN4eg mobile scanners and the mobile device management application.  The CDMA solution provided by SPRINT supports use of FIPS 140-2 encryption levels used for accessing the appropriate Navy warehousing management application websites, such as Navy ERP, over a secure web browser connection.  This configuration supports the Mobile Device Management (MDM) functions, currently implemented using CloudSync, for the handhelds used at each geographic location. Access Points used within on the commercial 802.11 network will use MAC filtering, and WPA2-PSK. 
[bookmark: _Toc377620742]
Description
The Navy Mobile Computing (NMC) System is a component of the Navy Automatic Identification Technology (AIT) program whose mission is to provide a selection of standard, commercially available, and approved AIT devices for use by any Navy Automated Information System (AIS) that requires an AIT function. NMC provides:  Inventory, Warehouse, Special Material, and Distribution Management activities utilizing pRFID functionality at various Navy pRFID Logistic sites.  Implementation includes standardized Windows Mobile pRFID Readers (Intermec CN4eg) with common configuration to various Navy pRFID Logistic sites. 


[bookmark: _Toc377620743][bookmark: _Toc377632773][bookmark: _Toc383156004]Navy Marine Corp Intranet (NMCI) Support

Point of Contact (POC) 		
Sponsor 				NAVSUP N6
Customer(s)				NAVUSP activities

[bookmark: _Toc377620744]HW/SW Environment  

Uses the NMCI contractor developed software to provide the products and services below.
[bookmark: _Toc377620745]
Description
The Navy and Marine Corp Intranet (NMCI) & OCONUS Navy Enterprise Network (ONENet) Program Support Office has responsibility for planning, directing and coordinating the efforts of the NMCI Program for the NAVSUP enterprise.  The program office has transformed the project from NMCI to the Continuity of Services Contract (COSC) then to Next Generation Enterprise Network (NGEN) and for NAVSUP OCONUS sites using ONENet.  Our responsibility is to ensure the Information Technology (IT) operational support for assigned hardware and software systems are provided in an efficient and effective manner in conjunction with Hewlett-Packard (HP) and other partners.  Our office serves as advocate for NAVSUP activities and their mission requirements in the NGEN conversion process, providing execution support and subject matter expertise to NAVSUP transitioning activities.  Services provided to our CoSC/NGEN and ONENet customers include: advise and provide assistance on CoSC/NGEN Contract Line Item Numbers (CLINs), advise and provide assistance on ONENet Requests for Change (RFCs), coordinate the delivery of CoSC/NGEN and ONENet services to meet requirements, monitor CoSC/NGEN Service Level Agreements (SLAs), plan and budget for all CoSC/NGEN and ONENet costs, escalate CoSC/NGEN and ONENet issues, prepare and submit seat orders, Coordinate network Build-outs, Coordinate seat deployments, coordinate and validate Seat Refresh and Windows 7 migration events across NAVSUP enterprise, validate software application requirements, coordinate the certification and deployment of Government and Commercial hardware and software, escalate issues to HP and SPAWAR PMW-205,  assist in monitoring and reporting recurring or site specific technical problems, and  investigate and perform basic troubleshooting to resolve software-related service disruptions.


[bookmark: _Toc377620746][bookmark: _Toc377632774][bookmark: _Toc383156005]Navy Marine Corp Intranet (NMCI)/Next Generation Enterprise Network (NGEN) Application Hosting Support (AHS)

Point of Contact (POC)   		
Sponsor 				NAVSUP N6
Customer(s)			            NAVSUP N6

[bookmark: _Toc377620747]HW/SW Environment

The NMCI/CoSC/NGEN HP Enterprise Services (HPES) Application Hosting Facility (AHF) is the Cherokee Data Center located near Tulsa, OK.  It is a production data processing facility built to the highest contemporary standards of availability and reliability designed to host Navy Functional Area Manager approved applications on NMCI/CoSC/NGEN AHS HPES servers with connectivity to the NMCI/CoSC/NGEN network.
[bookmark: _Toc377620748]
Description
The NAVSUP BSC Navy and Marine Corp Intranet (NMCI)/Continuity of Services Contract (CoSC)/Next Generation Enterprise Network (NGEN) Application Hosting Services (AHS) support team provides AHS IT Service Management and Application Hosting Facility (AHF) IT Operations Management for maintaining NAVSUP's production applications hosted at the NMCI/CoSC/NGEN HP Enterprise Services (HPES) AHF.  NMCI/CoSC AHS transition to the NGEN contract began in 1st quarter FY14 under NGEN Project 6.  AHS IT Service Management provides the planning, directing and coordination for NAVSUP NMCI/CoSC/NGEN AHS contract delivery with the following IT support services:  IT Project Management, contract technical representative, liaison between NAVSUP BSC application project managers and HPES AHS/AHF management, monitor and ensure Performance Work Statement & Service Level Requirement HPES compliance, interface & coordinate NAVSUP AHS/AHF requirements with PEO-EIS, SPAWAR PMW205, and HPES AHS management, escalate AHS & AHF issues to HPES management and SPAWAR, monitor AHS/AHF rate card compliance, Requirement To Award (RAP) planning, CLIN58 planning and reporting, monthly CLIN58 invoice review and approval.

[bookmark: _Toc383156006]NAVICP Supply Support Program (NSSP)

Point of Contact (POC)  		
Sponsor				NAVSUP N6
Customer(s)				WSS, Naval Forces

[bookmark: _Toc377620667]HW/SW Environment

The NSSP system is accessed through a web browser.  NSSP uses a multi-tiered architecture comprised of an Oracle database hosted on a UNIX system and a web server hosted on a Windows system.  Data is obtained from an approved Navy ERP interface I931 NSSP current applications are written in .NET.
[bookmark: _Toc377620668]
Description
NAVICP Supply Support Program (NSSP) enhances the Weapons Systems Support (WSS) mission of providing program and supply support for weapon systems to keep the naval forces mission ready.  It includes modules that more efficiently reduce the workload required to update and maintain supply information.  These modules are: Asset Visibility, Class Justification & Authorization Basic Order Agreement, Central Files Automated Tracking System, Funds Hold Table, Annual Pricing Update/Query, Item Manager Tool Kit, Logistics Management System 21, Oracle Core Business Table Metadata, Program Support Inventory Control Point, Provisioning Document Control Log, Source Maintenance and Recoverability System, Table Maintenance Local Routing Code.
[bookmark: _Toc380676572]

[bookmark: _Toc383156007]Ordnance Information System (OIS)

Point of Contact (POC)  		
Sponsor				NAVSUP N6
Customer(s)				NAVSUP HQ and GLS

[bookmark: _Toc377620773]HW/SW Environment

OIS is comprised of a mixture of PL/SQL, Oracle, SQL Server, C++, Java, and other languages on servers in DISA (Mechanicsburg, PA (Primary) and Ogden, Utah (COOP)).
[bookmark: _Toc377620774]
Description
The Ordnance Information System (OIS) is an unclassified and classified system that orders and tracks all Navy non-nuclear ammunition from its procurement through its expenditure or retirement.  It records and maintains inventory that includes ammunition as small as bullets and as large as missiles.  It interfaces with Army, Air Force, Marine Corps, and contractor entities to ensure inventory is accurate at ashore sites around the world and on ships in the middle of the ocean.

[bookmark: _Toc377620718][bookmark: _Toc377632764][bookmark: _Toc383156008]OnePay (OP)

Point of Contact (POC)  		
Sponsor				Defense Finance Accounting Services (DFAS) Cleveland 
Customer(s)	DFAS Field Sites at Cleveland, Rome (NY), Indianapolis, Columbus, and Yokota. The Navy sites at Naples (Bahrain, Djibouti, London, Naples and Rota)
[bookmark: _Toc377620719]
HW/SW Environment   

Mainframe IBM Model E10 Type 2098, DB2 v. 10.1, IBM Enterprise COBOL v4.2, REXX, QMFv10.1F, CICS TS v4.1, CONNECT:DIRECT, and FTP migrating to SFTP via the Secure File Gateway. 
[bookmark: _Toc377620720]
Description

One Pay is an online vendor payment system which accepts batch invoice input from both EDI and remote site batching systems. The system provides invoice tracking, online inquiry, invoice status reports and disbursing reports. OP provides a report of expenditures to the United States Treasury in electronic and hardcopy form. OP also provides DFAS-CO Tax Office with 1099 input.  OP also pays foreign currency vendors in foreign currency and handles creating payment files for those payments as well. 


[bookmark: _Toc377620672][bookmark: _Toc377632748][bookmark: _Toc383156009]One Touch Supply (OTS)

Point of Contact (POC)  		
Sponsor				GLS
Customer(s)				GLS, Global Distance Support Center (GDSC), & the Fleet

[bookmark: _Toc377620673]HW/SW Environment

OTS is hosted on Sun Solaris servers running Oracle Application Server 10.1.3. An additional Sun Server running Oracle Database 11g supports the OTS Database. 

Platform: Two Sun Solaris Servers (Version 10) running Oracle Application Server (10.1.3.5) 
DBMS: Oracle Database (11.2.0.2) on a separate Sun Solaris server 
User Interface: Browser 
Programming: J2EE & Java Technologies 
Other: A separate server running UNIX Batch processes to support the application 
[bookmark: _Toc377620674]
Description
The OTS system is a web-based system to provide customers the ability to access the supply system and perform supply functionality.  The system offers an abundance of information and a variety of sources to enhance job functionality.  This application enables customers to perform stock queries for quantity and locations, input requisitions, check on the status of requisitions, and track the shipment status of a requisition.  OTS accesses multiple Navy and DLA data sources to bring back data in real time in response to user generated queries.  Web Services are utilized to increase OTS Supply Logistics capabilities by integrating with other systems without duplicating the functionality provided by the other systems.  OTS provides the capability for customers to submit help desk tickets to the GDSC through the OTS system if they need further assistance with their supply system needs.  Automated requisition status updates from DAAS for a hot list of requisitions is also provided via the MyLogDashBoard function.  OTS allows for receipt and automated processing of Material Obligation Validation (MOV) from within the OTS application.  The MOV requests are sent by Inventory Control Points to request validation of continued need for over-aged requisitions.



[bookmark: _Toc377620675][bookmark: _Toc377632749][bookmark: _Toc383156010]Procurement Performance Management Assessment Program (PPMAP)/Quality Assurance Self-Assessment (QASA)

Point of Contact (POC)  		
Sponsor				NAVSUP N7
Customer(s)				NAVSUP N7; Heads of the Contracting Authority (HCA)

[bookmark: _Toc377620676]HW/SW Environment

Hosted at the NAVSUP Application Hosting Facility (AHF) located in Tulsa, OK.  Web-enabled, Oracle Application Server, Oracle DBMS, Java, KavaChart.
[bookmark: _Toc377620677]
Description
PPMAP is a PKI enabled website comprised of two components - PPMAP and QASA. PPMAP is used by NAVSUP N7 to oversee and examine the procurement management of an activity. PPMAP is the mechanism used by each Head of Contracting Activity (HCA) in executing oversight and review responsibilities of subordinate contracting organizations, with the objective of minimizing vulnerabilities to fraud, waste, and abuse while balancing risk.  PPMAP requires the procurement organization to perform a continuous self-assessment through procurement performance-based measurement, including the results of employee and customer surveys via QASA.  The procurement organization is expected to use the results of this self-assessment to continuously evaluate the quality of its procurement process and management systems and to know when corrective action is appropriate.

[bookmark: _Toc377620678][bookmark: _Toc377632750][bookmark: _Toc383156011]Personal Property Transportation Auditing System (PPTAS)

Point of Contact (POC)  		
Sponsor				NAVSUP N6
Customer(s)				NAVSUP FLC Norfolk

[bookmark: _Toc377620679]HW/SW Environment

Hosted at the NAVSUP Application Hosting Facility (AHF) located in Tulsa OK.  Web-enabled, Oracle Application Server, Oracle DBMS, Java.
[bookmark: _Toc377620680]
Description
PPTAS is comprised of two modules.  The first module is a public website, which allows DON members to query the status of their “do-it-yourself” (DITY) move claim.  The second module is a PKI enabled website, which allows NAVSUP FLC Norfolk auditors to audit DON member’s household goods (HHG) and DTTY claims, and to initiate reimbursement to the member where appropriate or start a collection process to debit their pay, if they exceeded their move entitlement dollar amount.

[bookmark: _Toc377620775][bookmark: _Toc377632785][bookmark: _Toc383156012]Pre & Post Interactive Computer Aided Provisioning System (ICAPS)

Point of Contact (POC)  		
Sponsor				NAVSEA
Customer(s)				NAVSUP WSS
[bookmark: _Toc377620776]
HW/SW Environment

The ICAPS/File Maintenance Transactions (FMT) process is a suite of applications that interface with each other to perform various functions.  ICAPS/FMT is NAVSEA owned.  It is a PowerBuilder application supported by the WSS Oracle database, which includes all FMT private tables and numerous WSS public tables.  Both the ICAPS Postprocessor and The FMT Postprocessor are BSC developed mainframe applications which use NSSP ERP extract files.  The FMT Preprocessor, which is BSC developed, is a Mainframe application which uses both IDMS/COBOL programs and Oracle download scripts.  Production resides at Indian Head, MD, and users reside at NAVSUP WSS.  
[bookmark: _Toc377620777]
Description
ICAPS is a NAVSEA owned and contractor developed system under NAVSEA direction.  It supports the initial provisioning of new weapons and the modification of weapons through Design Change Notices (DCNs).  ICAPS interfaces with Navy ERP.

[bookmark: _Toc377620778][bookmark: _Toc377632786][bookmark: _Toc383156013][bookmark: _Toc380676578]Pricefighters

Point of Contact (POC)  		
Sponsor				NAVSUP Weapons Systems Support (WSS)
Customer(s)				NAVY

[bookmark: _Toc377620779]HW/SW Environment  

PC, Microsoft based system.

[bookmark: _Toc377620780]Description
Price Fighter provides direct engineering-based cost analysis, technical analysis, and contract negotiation support throughout the complete spectrum of acquisition; from the end-users of the items that question their prices to the procurement officials that actually buy the spare parts and weapon systems on behalf of the DOD.  Price Fighter cost and pricing analysis and support encompasses a wide range of items, from piece part items through complete weapon systems.  It also handles end-user (Fleet) inquiries questioning the prices paid for military-procured material and equipment through the Price Challenge Hotline service.  The systems primary objective is to directly support Procurement Officials, Item Managers and End-users in obtaining fair and reasonable prices for the goods and services they produce, manage or use.  Price Fighters provide very detailed cost/pricing analysis, proposal evaluation reports and other technical analysis.


[bookmark: _Toc377620781][bookmark: _Toc377632787][bookmark: _Toc383156014][bookmark: _Toc380676581]Puget Reimbursables

Point of Contact (POC)  		
Sponsor	Strategic Systems Program Command (SSP) and Puget Sound Naval Shipyard (PSNS)/Intermediate Maintenance Facility (IMF)
Customer(s)	SSP and Puget Sound Naval Shipyard/Intermediate Maintenance Facility

[bookmark: _Toc377620782]HW/SW Environment	  

SSP controls the environment.
[bookmark: _Toc377620783]
Description

Support two warehouse operations; one managed by FLC Puget personnel (funded by Strategic Systems Program Command (SSP)) and the other by DLA personnel (funded by Puget Sound Naval Shipyard/Intermediate Maintenance Facility (PSNS/IMF)).  Both of these warehouses transitioned from the BRE/U2 configuration into Navy ERP in August 2012.  Support now includes ERP user training/support, functional analysis and local help desk, NAVSUP EBO liaison, Inform21 liaison and metrics reporting, AIT support (outside of the NAVSUP AIT sustainment work).  Also support various conferences and meetings for SSP such as Strategic Submarine Supply Support Review (S4R) and Trident Support Group (TSG).


[bookmark: _Toc377620687][bookmark: _Toc377632753][bookmark: _Toc383156015]Readiness Suite (RS)

Point of Contact (POC)  		
Sponsor				NAVSUP N6
Customer(s)				WSS
[bookmark: _Toc377620688]
HW/SW Environment

Development Environment - off-site contractor location, 
IST Environment - BSC blockhouse, 
Production Environment - AHF, 
Platforms: Windows and Solaris / Unix, DBMS: Oracle, 
User Interface: Browser, Programming: Java and Visual Basic 
[bookmark: _Toc377620689]
Description
Readiness Suite is a system which provides a means for the Navy to develop logistics support for both the fleet and shore activities.  It allows the Navy to conduct readiness assessment, engineering analysis, budget analysis, and spare parts allowances determination.  RS consists of distinct modules used by the various user communities (Aviation and Maritime) and automates the exceptionally complex business rules and policies for each area.  The system currently includes a combination of locally installed executables (to include the Readiness Based Sparing Workstation) and web-based code.  Service Planning and Optimization (SPO), a third-party, web-based, COTS software product is also an integral piece of the Readiness Suite.  Currently, Development is hosted at a CSS site in Virginia, Test is hosted in Mechanicsburg (blockhouse), and Production is hosted at the AHF in Tulsa, OK.  All are expected to be hosted at DISA (Mechanicsburg) upon completion of the consolidation initiative. 


[bookmark: _Toc377620681][bookmark: _Toc377632751][bookmark: _Toc383156016][bookmark: _Toc380676580]Re-engineered Maritime Development System (REMAD)

Point of Contact (POC)  		
Sponsor				NAVSUP N4 and N6
Customer(s)				NAVSUP-WSS / Fleet

[bookmark: _Toc377620682]HW/SW Environment

ReMAD production is currently run at the Application Hosting Facility in Tulsa with the current configuration: 

Platform/Operating system:   Mid-Tier / Microsoft Windows 2003 (Red Hat Enterprise 5.1 Linux)
DBMS:  Oracle 11G (11.2.0.3)
Webserver:  Oracle Application Server 
User Interface:  Web Browser
Programming:   ReMAD is a J2EE web application built upon a Struts framework 
[bookmark: _Toc377620683]

Description
Re-engineered Maritime Development System (ReMAD) is a web-enabled tool that assimilates data from several sources, calculates spares requirements using Chief of Naval Operations (CNO) approved allowancing models, and provides authorized sparing determinations for maritime and other NAVSUP WSS users of record.  As the re-engineered allowance computation engine, ReMAD feeds Navy ERP for the distribution and publication of allowance data. 


· 

[bookmark: _Toc377632752][bookmark: _Toc383156017][bookmark: _Toc380676582]Retail Operation Management (ROM) 3

Point of Contact (POC)  		
Sponsor				NAVSUP N6
Customer(s)				NEXCOM
[bookmark: _Toc377620685]
HW/SW Environment

ROM3 Enterprise Edition:  Written in ASP.Net.  Uses a SQL database to archive data from all ships operating ROM3 and enterprise data from NEXCOM. 

ROM3 Afloat:  Hosted on individual shipboard NIAPS server, Written in ASP.Net.  Uses a Microsoft SQL database and only the ship’s data resides in their database.
[bookmark: _Toc377620686]
Description
The Retail Operation Management System (ROM 3) enables ship’s store personnel to maintain accountability of merchandise, track sales, determine profitability, and effectively manage the ship store operation afloat.  It is also necessary to render required ship's store financial returns and reports to the Defense Finance and Accounting Service (DFAS) and to the Fleet Type Commanders.  ROM 3 provides the means to order merchandise, receive and transfer merchandise to a selling location, and record the sale of the merchandise.  It also provides a means to conduct periodic inventories and determine any gains or losses of merchandise.  ROM 3 provides the ability to document the receipt or expenditure of merchandise with other Navy or government activities.  The system maintains all data needed to produce periodic financial returns and receipt transmittals that are provided to DFAS.

[bookmark: _Toc377620690][bookmark: _Toc377632754][bookmark: _Toc383156018]Service Cooperation Management Suite (SCMS)

Point of Contact (POC)   		
Sponsor				Defense Security Cooperation Agency (DSCA)
Customer(s)				DSCA
[bookmark: _Toc377620691]
HW/SW Environment

SCMS resides within the Security Cooperation Information Portal (SCIP), which is a CAC-enabled Web-based Java application hosted at DECC Columbus.  The system has been developed using Oracle Web Center Interaction (WCI) portal software which runs on Unix servers at DSADC facilities.  Data is stored and retrieved using an Oracle database and application logic has been developed using the Java programming language.
[bookmark: _Toc377620692]
Description
NAVSUP BSC provides project management, programming, functional, and DBA support to develop and maintain the SCMS application for the Defense Security Cooperation Agency (DSCA).  SCMS provides in-process asset visibility to personnel at DSCA, the Military Departments (MILDEPS), and Security Cooperation Officers (SCOs) for Foreign Military Sales (FMS) defense articles and services through FMS Case tracking.  SCMS allows the user to access case development, case execution, requisition, transportation, and financial information from a single repository and provides executive level users with a common operating picture via a series of management level dashboards and reports with drill-down capability to review metrics of interest.  SCMS grants tiered access rights allowing select user input capabilities; the additional information entered by users provides management with comprehensive status.  By identifying best practices within the FMS process, SCMS facilitates case and material tracking resulting in improved decision making which ultimately provides enhanced support to the entire Security Cooperation Community. 

[bookmark: _Toc377620693][bookmark: _Toc377632755][bookmark: _Toc383156019]Service Cooperation Management Suite (SCMS) - Consolidation Point Automation Effort (CPAE)

Point of Contact (POC)  		
Sponsor				Defense Security Cooperation Agency (DSCA)
Customer(s)				DSCA
[bookmark: _Toc377620694]
HW/SW Environment

SCMS-CPAE, resides within the Security Cooperation Information Portal (SCIP), which is a CAC-enabled Web-based Java application hosted at DECC Columbus. The system has been developed using Oracle Web Center Interaction (WCI) portal software which runs on Unix servers at DSADC facilities.  Data is stored and retrieved using an Oracle database and application logic has been developed using the Java programming language.
[bookmark: _Toc377620695]
Description
NAVSUP BSC provides project management, programming, functional, and DBA support to develop the SCMS – CPAE for the Defense Security Cooperation Agency (DSCA) and the Naval Support Activity (NSA) Mechanicsburg Consolidation Point (CP). The SCMS-CPAE module is a distinct module within SCMS that provides users with the capability to receipt and monitor Section 1206-related Foreign Military Sales (FMS) material being staged for shipment to U.S. partner nations globally.  SCMS-CPAE also provides robust input and reporting capability that successfully replaced a more dated Microsoft Access database application previously employed.

[bookmark: _Toc377620696][bookmark: _Toc377632756][bookmark: _Toc383156020]Service Cooperation Management Suite (SCMS) - Special Defense Acquisition Fund (SDAF)

Point of Contact (POC)  		
Sponsor				Defense Security Cooperation Agency (DSCA)
Customer(s)				DSCA
[bookmark: _Toc377620697]
HW/SW Environment

SCMS-SDAF, resides within the Security Cooperation Information Portal (SCIP), which is a CAC-enabled Web-based Java application hosted at DECC Columbus.  The system has been developed using Oracle Web Center Interaction (WCI) portal software which runs on Unix servers at DSADC facilities.  Data is stored and retrieved using an Oracle database and application logic has been developed using the Java programming language.
[bookmark: _Toc377620698]
Description
NAVSUP BSC provides project management, programming, functional, and DBA support to develop the SCMS - SDAF for the Defense Security Cooperation Agency (DSCA).  The SCMS-SDAF module is a distinct module within SCMS that provides the DSCA SDAF Program Management Team with capabilities to manage the SDAF program online.  The SDAF program provides an alternative for Foreign Military Sales (FMS) customers interested in Defense Articles and Services.  The SCMS-SDAF module provides an online SDAF inventory and request capability along with program management utilities.  Prior to automation via the SCMS-SDAF module, the SDAF program was almost a completely manual process.

[bookmark: _Toc377620699][bookmark: _Toc377632757][bookmark: _Toc383156021][bookmark: _Toc377620635][bookmark: _Toc380676586]Ships Hazardous Material List (SHML)

Point of Contact (POC)  		
Sponsor				NAVSUP N63
Customer(s)				WSS
[bookmark: _Toc377620700]
HW/SW Environment

Utilizes a Client /Server application. Hardware - Database Server H12, Personal workstation Software - WinZip and WinZip Command Line Add On, for development - PowerBuilder 12.5, Oracle 11g client, for production - SHML executable files.  Production database at AHF.
[bookmark: _Toc377620701]
Description
The Ships Hazardous Material List (SHML) is a subset of the master Hazardous Data Base (MHDB).  The MHDB is a list of all Hazardous Material (HM) that the Navy uses.  The SHML identifies all HM that is authorized for shipboard use and the corresponding unit of issue authorized for shipboard use.  For an item to be listed on the HSML, it must have either a valid National Item Identification Number (NIIN) or Navy Item Control Number (NICN).  Authorized material is identified with an Allowed On-Board (AOB) code of either "A" (authorized for shipboard use) or "R" (restricted shipboard use).  The SHML helps preclude the stocking of unneeded or unauthorized HM on board and matches the allowed quantities with maintenance requirements.  To further control HM on board ships, the SHML was broken down into Type specific SHMLs (T-SHMLs).  The purpose of the T-SHMLs was to provide enhanced visibility of HM for Fleet Units and control HM by each class or a group of classes of ships.  The SHML/T-SHMLs limit the HM going on board ships to the material needed to maintain ship's maintenance and perform the ship's mission.  With the elimination of unneeded or unauthorized HM, the ship has more storage space for required materials and the ship does not have to pay to dispose of this material when it is offloaded.

[bookmark: _Toc377632735][bookmark: _Toc383156022][bookmark: _Toc380676590]Saudi Naval Expansion Program (SNEP) II

Point of Contact (POC)  		
Sponsor				Royal Saudi Naval Forces (RSNF)
Customer(s)				Royal Saudi Naval Forces (RSNF)
[bookmark: _Toc377620636]
HW/SW Environment

SAP Enterprise Central Component (ECC) 6.0 with Defense Forces Public Security (DFPS) in a preconfigured Rapid Deployment Solution (RDS) overlaying a complete Oracle middleware, database and OS (LINUX) infrastructure cradle. The hardware will be cutting edge EXA-architecture (EXADATA, EXALOGIC, EXALYTICS) making use of virtualization on the application server level and database servers. Numerous other components in support of administration and COOP are expected to be used, including but not limited to: Goldengate, Active Data Guard, Oracle IM, ASO and WebCenter Portal.  Networking, load balancers and other datacenter hardware and software components are pending evaluation.
[bookmark: _Toc377620637]
Description
SNEP II is a notional NIPO project and the NAVSUP BSC is the IPT lead in charge of Non-Tactical Information Systems Modernization (NTISM) chapter of SNEP II.  The program has been in a proposal cycle for developing draft LOR (Letter of Request) since 2008. The planning case would endeavor to produce a contractual LOA and a 5 year program to deliver IT, plus additional years of sustainment. 

The NTISM component of SNEP II includes a COOP fault tolerant and highly redundant ERP Rapid Deployment Solution (RDS) centric solution (SAP suggested) in an Oracle Open Systems environment that supports the functional areas of Supply, Maintenance, HR and Finance. The solution will involve re-platforming the existing Supply COMPASS mainframe solution to ECC, and providing several other solutions including: AMMO, CRM, Project Management, Document Management as well as BI/BA capability and future afloat deployment. 

[bookmark: _Toc377620721][bookmark: _Toc377632765][bookmark: _Toc383156023][bookmark: _Toc380676592]Standard Accounting and Reporting System Field Level (STARS FL)

Point of Contact (POC)  		
Sponsor				Defense Finance Accounting Services (DFAS)
Customer(s)				Navy, Air Force, Marine Corps
[bookmark: _Toc377620722]
HW/SW Environment

Mainframe IBM Model E10 Type 2098, DB2 v.9, IBM Enterprise COBOL v3.41, REXX, MQ Series, CICS TS v4.1 and FTP migrating to SFTP
[bookmark: _Toc377620723]
Description
STARS is a general fund accounting and reporting system that accounts for more than $750 billion in Navy, Marine Corps, Air Force, Foreign Military Sales and Defense Agencies direct and reimbursable funds appropriated by Congress.  The receipt and use of these funds are recorded at the detail transaction level through successive steps.  The detail transactions create USSGL general ledger balances from which Trial Balance reports at the Line of Accounting level create Major Command, Departmental, Audited Financial Statements and other fiduciary reports.

[bookmark: _Toc377620724][bookmark: _Toc377632766][bookmark: _Toc383156024]Standard Accounting and Reporting System Headquarters (STARS HQ)

Point of Contact (POC)  		
Sponsor				Defense Finance Accounting Services (DFAS)
Customer(s)				Navy, Air Force, Marine Corps
[bookmark: _Toc377620725]
HW/SW Environment

Mainframe IBM Model E10 Type 2098, DB2 v.9, IBM Enterprise COBOL v3.41, REXX, MQ 
Series, CICS TS v4.1 and FTP migrating to SFTP
[bookmark: _Toc377620726]
Description
STARS is a general fund accounting and reporting system that accounts for more than $228 billion in Navy and Defense Agencies' direct and reimbursable funds appropriated by Congress. The major Commands who use the system are OCNR, NAVSEA, and NAVFAC.  Procurement, O&MN, and RDT&E are the appropriation types combined into STARS HQ. 

[bookmark: _Toc377632767][bookmark: _Toc383156025]Uniform Automated Data Processing System (UADPS)/U2

Point of Contact (POC)  		
Sponsor				NAVSUP N6
Customer(s)				NAVSUP GLS/FLC

[bookmark: _Toc377620728]HW/SW Environment

UADPS/U2 and DDA are hosted on an IBM mainframe at the DISA DECC located in Mechanicsburg, PA.
[bookmark: _Toc377620729]
Description
UADPS/U2 consolidates Inventory Management among Navy activities within geographic areas/regions.  UADPS/U2 interfaces with other Inventory Management Systems (Navy ERP), and Material Distribution Systems (DSS) and Maintenance Management Systems (NALCOMIS, MRP II).  Work continues to phase out the use of U2.  All Fleet Logistic Centers (FLCs) have migrated to Navy ERP.  Following the migration of remaining customers to DLA or Navy ERP warehousing solutions, U2 will be retired.   Defense Data Access (DDA) is a component of U2 and provides a single, integrated, seamless environment to provide accurate and timely information.  The DDA application provides the U. S. Navy with interactive, batch and mixed modes for the transmission of both military standard (MILS) and non-standard message traffic between various Navy activities and the Defense Logistics Agency - Transaction Services (DLA TS), each other, other DOD activities, and commercial activities.  Work continues to phase out the use of DDA. Following the migration of current customers to alternate solutions, DDA will be retired.

[bookmark: _Toc377620730][bookmark: _Toc377632768][bookmark: _Toc383156026]Wide Area Work Flow (WAWF)

Point of Contact (POC)  		
Sponsor	PEO-EIS
Customer(s)				Navy Wide Area Workflow (WAWF) Community

[bookmark: _Toc377620731]HW/SW Environment

Web-based system with following minimum HW/SW requirements:  133 MHz or more Pentium microprocessor (or equivalent),  SVGA Color Monitor (minimum 256 color), 64 MB RAM (minimum), Internet Access (broadband recommended), Windows 2000/Windows XP SP2 or later/Windows Vista (all versions), Internet Explorer (128 bit or higher) Version 6.0 SP1 or later,   Digital Certificate (including CAC)
[bookmark: _Toc377620732]
Description
Wide Area Workflow (WAWF) is a secure Web-based system for electronic invoicing, receipt and acceptance.  WAWF creates a virtual folder to combine the three documents required to pay a Vendor - the Contract, the invoice, and the Receiving Report.  The WAWF application enables electronic form submission of invoices, government inspection, and acceptance documents in order to support DOD’s goal of moving to a paperless acquisition process.  It provides the technology for government contractors and authorized DOD personnel to generate, capture, and process receipt and payment-related documentation, via interactive Web-based applications. Authorized DOD users are notified of pending actions by e-mail and are presented with a collection of documents required to process the contracting or financial action.  It uses Public Key Infrastructure (PKI) to electronically bind the digital signature to provide non-refutable proof that the user (electronically) signed the document with the contents.  More importantly, WAWF helps to mitigate interest penalty payments due to lost or misplaced documents and highlights Vendor offered discounts so that the DOD benefits on both fronts, in addition to streamlining the whole process from weeks to days or minutes.  WAWF also provides the capability to electronically capture and submit information in support of the shipment and the receipt of Government Furnished Property (GFP) by the Department of Defense (DOD) and Vendor activities.  This functionality provides all requiring activities, property managers, financial managers, and contractors the capability to access up-to-date information.
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