N00189-15-T-0450  - CUSTOM CANVAS BOAT COVERS
This is a COMBINE SYNOPSIS/ SOLICITATION for commercial items prepared in accordance with the information in using Simplified Acquisition Procedures under  FAR  Part 13, This announcement constitutes the only solicitation; a written solicitation will not be issued.  PAPER COPIES OF THIS SOLICITATION WILL NOT BE AVAILABLE. This combined synopsis/solicitation SHALL be posted on NECO (http://www.neco.navy.mil/ ) and FEDBISOPPS (https://www.fbo.gov/).

The Request For Quote (RFQ) number is N00189-15-T-0450.  This solicitation documents and incorporates provisions and clauses in effect through FAC 2005-36 and DFARS Change Notice 20150826.   It is the responsibility of the contractor to be familiar with the applicable clauses and provisions.  The clauses may be accessed in full text at these addresses: www.acquisition.gov/far and http://www.acq.osd.mil/dpap/dfars/index.htm . 
This acquisition will result in a Firm-Fixed Price contract under NAICS code is 315280 and the Small Business Standard is 500 Emp.  
NAVSUP Fleet Logistics Center, Norfolk Contracting requests responses from qualified sources capable of providing: 
SCHEDULE OF SUPPLIES/SERVICES TO BE ACQUIRED:
[image: image1.emf]ITEM

DESCRIPTION QTY U/I UNIT PRICE TOTAL PRICE

1

Utility Boat -In Accordance with Performance Work 

Statement 3 EA

2

Platform Boat - In Accordance with Performance Work 

Statement 1 EA

3

Skimmer Boat -In Accordance with Performance Work 

Statement 1 EA

4

Personnel Evacuation Boat -In Accordance with Performance 

Work Statement

2 EA

Grand Price 


Due to the nonstandard size of the boats, a contractor visit is required in order to properly scope and design the covers. The contractor is responsible to measure the boats.

Site Visit:

A site visit will held prior to receipt of offers, so that all perspective contractors may view, inspect, and measure the boats. Due to the base security requirements, failure to make reservations for the base entry by 3rd September 2015 may prohibit a contractor from attending the site survey. Contractors are limited to two (2) representatives for the site survey.

Meeting Place:

Date: 9 September 2015

Time: 10:00AM

Location:  

Joint Base Anacostia-Bolling

BLDG 84

2812 Doherty Drive SW

Washington, DC 20373-5836

Interested offerors must contact LT Luke J. Adams @ 202-433-2556 or Cell 202-246-2546, email luke.j.adams@navy.mil no later than 11:00 a.m. on 3rd of September 2015 to make arrangements to attend the site visit.   The request must include the following information:

1. Address correspondence to:  “To Whom It May Concern”
2. Letter contents: “It is requested that the following named person(s) be issued badge(s) to access:

Joint Base Anacostia-Bolling

BLDG 84

2812 Doherty Drive SW

Washington, DC 20373-5836

Letter contents should also include: (a) each company representative(s) full name(s), (b) date(s) of birth, (c) place(s) of birth (city and state), (d) social security number(s), and (e) statement of United States citizenship and that supporting documentation is available if requested.

When requesting access to drive on the base facilities all offerors shall be in possession of valid drivers license, registration, inspection and insurance.

NOTE: ADDITIONAL SITE VISITS WILL NOT BE ARRANGED FOR ANY PARTIES WHO ARRIVE AFTER THE GOVERNMENT AND THE INSPECTION PARTIES HAVE DEPARTED FROM BUILDING 41SE.   ALL PARTIES ARE STRONGLY ENCOURAGED TO BE ON TIME. NO SPECIAL ACCOMODATIONS WILL BE GRANTED TO PARTIES WHO REQUEST TO ENTER THE SITE PRIOR TO OR AFTER THE SCHEDULED SITE VISIT DATE.

This announcement will close on 14 September 2015, 11 AM Eastern time. Responses may be submitted to Sheila Smigelski who can be reached at 757-443-1363 or email sheila.r.smigelski@navy.mil. 
System for Award Management (SAM).  Quoters must be registered in the SAM database to be considered for award. Registration is free and can be completed on-line at http://www.sam.gov/ .

All quotes shall include price(s), FOB point, a point of contact, name and phone number, GSA contract number if applicable, business size, and payment terms.  Each response must clearly indicate the capability of the quoter to meet all specifications and requirements.

Performance Work Statement

Custom Canvas Boat Covers

Naval District Washington, Port Operations

1. Description of Services / Introduction 

Port Operations maintains seven small boats that are used to support oil spill response and various COOP missions for Naval District Washington. In order to prevent material degradation of the boats it is desirable to obtain boat covers to prevent excessive exposure to the elements. 

2. Purpose: 

This job is to manufacture custom canvas boat covers for each of the seven small craft.

3. Specific Task Explanation:

Scope:

Design and manufacture durable canvas covers for each of the following boats:

1. Utility Boat 1, 2, 3

2. Platform Boat 1

3. Skimmer Boat 1

4. Personnel Evacuation Boats 1, 2

The materials must be approved by customer prior to completion of the work. 

Covers shall be durable (18 oz coated vinyl material suggested), have weather-proofing (Weather Max material suggested), and be properly fitted to each craft. Covers must be able to be secured to craft and removed and re-attached easily with zippered pockets.

4. Hours of Operations:

The customer’s hours of operation are between 0730 and 1700 EST, Monday through Friday.  If the contractor requires access to the boats outside of these hours, they must coordinate with the customer to ensure access is available.  

5. Place of Performance:

The work under this contract will be performed at the discretion of the contractor (boat cover manufacturing facility, etc).

6. Delivery:

Work under this task order will be performed at the discretion of the contractor (boat cover manufacturing facility, etc).

7. Period of Performance:

90 days from award of the contract.

Technical Point of Contact (TPOC)

LT Luke Adams

1411 Parsons Ave SE 

202-246-2546

Luke.j.adams@navy.mil 
Contractor Unclassified Access to Federally Controlled Facilities, Sensitive Information, Information Technology (IT) Systems or Protected Health Information 

(July 2013)

Homeland Security Presidential Directive (HSPD)-12, requires government agencies to develop and implement Federal security standards for Federal employees and contractors.  The Deputy Secretary of Defense Directive-Type Memorandum (DTM) 08-006 – “DoD Implementation of Homeland Security Presidential Directive – 12 (HSPD-12)” dated November 26, 2008 (or its subsequent DoD instruction) directs implementation of HSPD-12.  This clause is in accordance with HSPD-12 and its implementing directives.

APPLICABILITY

This clause applies to contractor employees requiring physical access to any area of a federally controlled base, facility or activity and/or requiring access to a DoN or DoD computer/network/system to perform certain unclassified sensitive duties.  This clause also applies to contractor employees who access Privacy Act and Protected Health Information, provide support associated with fiduciary duties, or perform duties that have been identified by DON as National Security Position, as advised by the command security manager. It is the responsibility of the responsible security officer of the command/facility where the work is performed to ensure compliance.  

Each contractor employee providing services at a Navy Command under this contract is required to obtain a Department of Defense Common Access Card (DoD CAC).  Additionally, depending on the level of computer/network access, the contract employee will require a successful investigation as detailed below. 
ACCESS TO FEDERAL FACILITIES

Per HSPD-12 and implementing guidance, all contractor employees working at a federally controlled base, facility or activity under this clause will require a DoD CAC.  When access to a base, facility or activity is required contractor employees shall in-process with the Navy Command’s Security Manager upon arrival to the Navy Command and shall out-process prior to their departure at the completion of the individual’s performance under the contract. 

ACCESS TO DOD IT SYSTEMS

In accordance with SECNAV M-5510.30, contractor employees who require access to DoN or DoD networks are categorized as IT-I, IT-II, or IT-III.  The IT-II level, defined in detail in SECNAV M-5510.30, includes positions which require access to information protected under the Privacy Act, to include Protected Health Information (PHI).  All contractor employees under this contract who require access to Privacy Act protected information are therefore categorized no lower than IT-II.  IT Levels are determined by the requiring activity’s Command Information Assurance Manager. Contractor employees requiring privileged or IT-I level access, (when specified by the terms of the contract) require a Single Scope Background Investigation (SSBI) which is a higher level investigation than the National Agency Check with Law and Credit (NACLC) described below. Due to the privileged system access, a SSBI suitable for High Risk public trusts positions is required. Individuals who have access to system control, monitoring, or administration functions (e.g. system administrator, database administrator) require training and certification to Information Assurance Technical Level 1, and must be trained and certified on the Operating System or Computing Environment they are required to maintain.  

Access to sensitive IT systems is contingent upon a favorably adjudicated background investigation.  When access to IT systems is required for performance of the contractor employee’s duties, such employees shall in-process with the Navy Command’s Security Manager and Information Assurance Manager upon arrival to the Navy command and shall out-process prior to their departure at the completion of the individual’s performance under the contract.  Completion and approval of a System Authorization Access Request Navy (SAAR-N) form is required for all individuals accessing Navy Information Technology resources.  The decision to authorize access to a government IT system/network is inherently governmental.  The contractor supervisor is not authorized to sign the SAAR-N; therefore, the government employee with knowledge of the system/network access required or the COR shall sign the SAAR-N as the “supervisor”. 

The SAAR-N shall be forwarded to the Navy Command’s Security Manager at least 30 days prior to the individual’s start date.  Failure to provide the required documentation at least 30 days prior to the individual’s start date may result in delaying the individual’s start date.   

When required to maintain access to required IT systems or networks, the contractor shall ensure that all employees requiring access complete annual Information Assurance (IA) training, and maintain a current requisite background investigation.  The Contractor’s Security Representative shall contact the Command Security Manager for guidance when reinvestigations are required.  

INTERIM ACCESS

The Navy Command's Security Manager may authorize issuance of a DoD CAC and interim access to a DoN or DoD unclassified computer/network upon a favorable review of the investigative questionnaire and advance favorable fingerprint results.  When the results of the investigation are received and a favorable determination is not made, the contractor employee working on the contract under interim access will be denied access to the computer network and this denial will not relieve the contractor of his/her responsibility to perform.   

DENIAL OR TERMINATION OF ACCESS

The potential consequences of any requirement under this clause including denial or termination of physical or system access in no way relieves the contractor from the requirement to execute performance under the contract within the timeframes specified in the contract.  Contractors shall plan ahead in processing their employees and subcontractor employees. The contractor shall insert this clause in all subcontracts when the subcontractor is permitted to have unclassified access to a federally controlled facility, federally-controlled information system/network and/or to government information, meaning information not authorized for public release.

CONTRACTOR’S SECURITY REPRESENTATIVE

The contractor shall designate an employee to serve as the Contractor’s Security Representative.  Within three work days after contract award, the contractor shall provide to the requiring activity’s Security Manager and the Contracting Officer, in writing, the name, title, address and phone number for the Contractor’s Security Representative.  The Contractor’s Security Representative shall be the primary point of contact on any security matter.  The Contractor’s Security Representative shall not be replaced or removed without prior notice to the Contracting Officer and Command Security Manager. 

BACKGROUND INVESTIGATION REQUIREMENTS AND SECURITY APPROVAL PROCESS FOR CONTRACTORS ASSIGNED TO NATIONAL SECURITY POSITIONS OR PERFORMING SENSITIVE DUTIES 

Navy security policy requires that all positions be given a sensitivity value based on level of risk factors to ensure appropriate protective measures are applied.  Navy recognizes contractor employees under this contract as Non-Critical Sensitive [ADP/IT-II] when the contract scope of work require physical access to a federally controlled base, facility or activity and/or requiring access to a DoD computer/network, to perform unclassified sensitive duties.  This designation is also applied to contractor employees who access Privacy Act and Protected Health Information (PHI), provide support associated with fiduciary duties, or perform duties that have been identified by DON as National Security Positions.  At a minimum, each contractor employee must be a US citizen and have a favorably completed NACLC to obtain a favorable determination for assignment to a non-critical sensitive or IT-II position.  The NACLC consists of a standard NAC and a FBI fingerprint check plus law enforcement checks and credit check.  Each contractor employee filling a non-critical sensitive or IT-II position is required to complete:

· SF-86 Questionnaire for National Security Positions (or equivalent OPM investigative product)

· Two FD-258 Applicant Fingerprint Cards (or an electronic fingerprint submission)

· Original Signed Release Statements

Failure to provide the required documentation at least 30 days prior to the individual’s start date shall result in delaying the individual’s start date.   Background investigations shall be reinitiated as required to ensure investigations remain current (not older than 10 years) throughout the contract performance period.  The Contractor’s Security Representative shall contact the Command Security Manager for guidance when reinvestigations are required.

Regardless of their duties or IT access requirements ALL contractor employees shall in-process with the Navy Command’s Security Manager upon arrival to the Navy command and shall out-process prior to their departure at the completion of the individual’s performance under the contract.  Employees requiring IT access shall also check-in and check-out with the Navy Command’s Information Assurance Manager.  Completion and approval of a System Authorization Access Request Navy (SAAR-N) form is required for all individuals accessing Navy Information Technology resources.  The SAAR-N shall be forwarded

to the Navy Command’s Security Manager at least 30 days prior to the individual’s start date.  Failure to provide the required documentation at least 30 days prior to the individual’s start date shall result in delaying the individual’s start date. 

The contractor shall ensure that each contract employee requiring access to IT systems or networks complete annual Information Assurance (IA) training, and maintain a current requisite background investigation.  Contractor employees shall accurately complete the required investigative forms prior to submission to the Navy Command Security Manager.  The Navy Command’s Security Manager will review the submitted documentation for completeness prior to submitting it to the Office of Personnel Management (OPM).  Suitability/security issues identified by the Navy may render the contractor employee ineligible for the assignment.  An unfavorable determination made by the Navy is final (subject to SF-86 appeal procedures) and such a determination does not relieve the contractor from meeting any contractual obligation under the contract.  The Navy Command’s Security Manager will forward the required forms to OPM for processing.  Once the investigation is complete, the results will be forwarded by OPM to the DON Central Adjudication Facility (CAF) for a determination.  

If the contractor employee already possesses a current favorably adjudicated investigation, the contractor shall submit a Visit Authorization Request (VAR) via the Joint Personnel Adjudication System (JPAS) or a hard copy VAR directly from the contractor’s Security Representative.  Although the contractor will take JPAS “Owning” role over the contractor employee, the Navy Command will take JPAS "Servicing" role over the contractor employee during the hiring process and for the duration of assignment under that contract.  The contractor shall include the IT Position Category per SECNAV M-5510.30 for each employee designated on a VAR.  The VAR requires annual renewal for the duration of the employee’s performance under the contract. 

BACKGROUND INVESTIGATION REQUIREMENTS AND SECURITY APPROVAL PROCESS FOR CONTRACTORS ASSIGNED TO OR PERFORMING NON-SENSITIVE DUTIES 

Contractor employee whose work is unclassified and non-sensitive (e.g., performing certain duties such as lawn maintenance, vendor services, etc ...) and who require physical access to publicly accessible areas to perform those duties shall meet the following minimum requirements: 

· Must be either a US citizen or a US permanent resident with a minimum of 3 years legal residency in the United States (as required by The Deputy Secretary of Defense DTM 08-006 or its subsequent DoD instruction) and 

· Must have a favorably completed National Agency Check with Written Inquiries (NACI) including a FBI fingerprint check prior to installation access.  

To be considered for a favorable trustworthiness determination, the Contractor’s Security Representative must submit for all employees each of the following: 

· SF-85 Questionnaire for Non-Sensitive Positions

· Two FD-258 Applicant Fingerprint Cards (or an electronic fingerprint submission)
· Original Signed Release Statements

The contractor shall ensure each individual employee has a current favorably completed National Agency Check with Written Inquiries (NACI) or ensure successful FBI fingerprint results have been gained and investigation has been processed with OPM 

Failure to provide the required documentation at least 30 days prior to the individual’s start date may result in delaying the individual’s start date.  

* Consult with your Command Security Manager and Information Assurance Manager for local policy when IT-III (non-sensitive) access is required for non-US citizens outside the United States.

The following FAR provision and clauses are applicable to this procurement:

52.204-7 System for Award Management

52.204-13 SAM Maintenance

52.209-2 Prohibition on Contracting with Inverted Domestic Corporations--Representation (Dec 2014)

52.204-19 Incorporation by Reference of Representations and Certifications (Dec 2014)

52.212-1 Instructions to Offerors - Commercial Items

52.212-3 Alt 1 Offeror Representations and Certifications

52.212-4 Contract Terms and Conditions - Commercial Items
52.212-5 Contract Terms and Conditions Required toImplement Statutes or Executive Orders - Commercial Items 

52.204-10 Reporting Executive Compensation and First Tier Subcontract Awards

52.209-6 Protecting the Government’s Interest When Subcontracting with Contractors Debarred, Suspended, or Proposed for Debarment (August 2013)

52.219-28 Post Award Small Business Program Representation (July 2013)

52.222-3 Convict Labor

52.222-19 Child Labor

52.222-21 Prohibition of Segregated Facilities

52.222-26 Equal Opportunity

52.222-36 Affirmative Action for Workers with Disabilities

52.222-50, COMBATING Trafficking in Persons (Feb 2009)

52.223-18 Encouraging Contractor Policies to Ban Text Messaging while driving

52.225-13 Restriction on Certain Foreign Purchases 

52.232-33 Payment by Electronic Funds Transfer-SAM (July 2013) 

52.225-25 Prohibition on Contracting with Entities

52.232-39 Unenforceability of Unauthorized Obligations (June 2013)
52.232-40 Providing Accelerated Payments to Small Business Subcontractors (Dec 2013)
52.237-1 Site Visit

52.237-2 Protection of Government Buildings, Equipment, and Vegetation (APR 1984)
52.247-34 FOB Destination

52.252-1 Solicitation Provisions Incorporated by Reference

52.252-2 Clauses Incorporated by Reference

Additional contract terms and conditions applicable to this procurement are:

252.203-7000 Requirements Relating to Compensation of Former DOD Officials (Sept 2011)
252.203-7002 Requirement to Inform Employees of Whistleblower Rights (Sept 2013)
252.203-7005 Representation Relating to Compensation of Former DoD Officials (Nov 2011)

252.203-7998 Prohibition on Contracting with Entities that Require Certain Internal Confidentiality Agreements — Representation. (DEV 2015-O0010) (Feb 2015)

252.203-7999 Prohibition on Contracting with Entities that Require Certain Internal Confidentiality Agreements. (DEV 2015-O0010) (Feb 2015)

252.204-7003 Control of Government Personnel Work Product

252.204-7012 Safeguarding of Unclassified Controlled Technical Information (Nov 2013)

252.204-7004 Alt A System for Award Management (May 2013)

252.204-7011 Alternative Line Item Structure (Sept 2011)

252.204-7012 Safeguarding of Unclassified Controlled Technical Information (Nov 2013)
252.204-7015 Disclosure of Information to Litigation Support Contractors (Feb 2014)

252.209-7992 Representation by Corporations Regarding an Unpaid Delinquent Tax Liability…Fiscal Year 2015 Appropriations (Dev 2015-O0005) (Dec 2014)

252.211-7003 Item Identification & Valuation (Dec 2013)
252.213-7000 Notice to Prospective Suppliers on Use of PPIRS-SR in Past Performance Evaluations (June 2015)
252.225-7000 Buy American Act-Balance of Payments Program Certificate
252.225-7001 Buy American Act & Balance of Payments Program (Dec 2012)

252.225-7002 Qualifying Country Sources as Subcontractors (Dec 2012)
252.225-7048 Export-Controlled Items (June 2013)
252-232-7003 Electronic Submission of Payment Requests

252.232-7006 Wide Area Workflow Payment Instructions (May 2013)

252.232-7010 Levies on Contract Payments 

252.244-7000 Subcontracts for Commercial Items (June 2013)
252.247-7023- Transportation of Supplies by Sea.
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