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1. [bookmark: _Toc277160696]
SCOPE
This Statement of Work (SOW) will define the effort required to sustain, support, design, develop, integrate and test and install the CACCTUS. Additionally, this SOW will establish the contractor’s task and responsibilities for Post Deployment Software Support (PDSS.   Performance specifications will be developed to further define new software development/software changes as individual task/delivery orders.
2. [bookmark: _Toc277160697]BACKGROUND
CACCTUS is an upgrade to the United States Marine Corps’ (USMC) Combined Arms Staff Trainer (CAST).   Using the system components and capabilities - simulation, 2D and 3D visuals, interfaced C4I, synthetic terrain, and an After Action Review (AAR) - the concept of operations for the CACCTUS is to immerse the trainees in a realistic, scenario-driven environment to enable commanders and their battle staffs to train or rehearse combined arms tactics, techniques and procedures and decision-making processes as defined in the USMC requirements specified in the Required Operation Capabilities (ROC) document dated 11 February 2002, In compliance with  Joint Capabilities Integration Development System(JCIDS)  the ROC was converted to a Capability Development Document (CDD) and signed by the MROC on 22 December 2008.

The CACCTUS   major hardware elements are defined in Table CACCTUS Major Hardware Element.  CACCTUS Notional room setups are depicted in Figures through 

The CDD supports an Approve Acquisition Objective (AAO) of five, field to:
1. Marine Air Ground Task Force (MAGTF) Training Command, Twenty Nine Palms, California
2. Marine Corps Base Kaneohe Bay, Hawaii ( III MEF - Hawaii)
3. Marine Corps Base Camp Lejeune, North Carolina (II MEF)
4. Marine Corps Base Camp Pendleton, California (I MEF)
5. Marine Corps Base Camp Smedley D. Butler, Okinawa, Japan (III MEF – Okinawa)
Portions of the CACCTUS have also been installed at the following locations and may require additional support.  Any additional support requirements will be defined using a task order.
1. Expeditionary Warfare School (EWS), Quantico, VA
2. Marine Corps Training and Operations Group (MCTOG), 29 Palms, CA.
[bookmark: _Toc277160698][bookmark: _Toc277160699]3. DEFINITIONS
The following definitions apply to this SOW.
3.1 [bookmark: _Toc277160700]Commercial Item 
		Per the Federal Acquisition Regulations, Part 2.101, “Commercial Item” means:
a. [bookmark: _Hlt418492052][bookmark: _Ref418491831]Any item, other than real property, that is of a type customarily used by the general public or by non-governmental entities for purposes other than governmental purposes, and--
(1) Has been sold, leased, or licensed to the general public; or,
(2) Has been offered for sale, lease, or license to the general public;
b. [bookmark: _Ref418491868]Any item that evolved from an item described in paragraph a. of this definition through advances in technology or performance and that is not yet available in the commercial marketplace, but will be available in the commercial marketplace in time to satisfy the delivery requirements under a Government solicitation;
c. [bookmark: _Hlt418416436][bookmark: _Ref418416420]Any item that would satisfy a criterion expressed in paragraphs a. or b. of this definition, but for--
(1) [bookmark: _Hlt418416364][bookmark: _Ref418416337]Modifications of a type customarily available in the commercial marketplace; or
(2) [bookmark: _Ref78275353][bookmark: Minor_modifications]Minor modifications of a type not customarily available in the commercial marketplace made to meet Federal Government requirements.  Minor modifications mean modifications that do not significantly alter the non-governmental function or essential physical characteristics of an item or component, or change the purpose of a process.  Factors to be considered in determining whether a modification is minor include the value and size of the modification and the comparative value and size of the final product.  Dollar values and percentages may be used as guideposts, but are not conclusive evidence that a modification is minor;
d. [bookmark: _Ref418492079]Any combination of items meeting the requirements of paragraphs a., b., c., or e. of this definition that are of a type customarily combined and sold in combination to the general public;
e. [bookmark: _Ref418491906]Installation services, maintenance services, repair services, training services, and other services if--
(1) [bookmark: _Ref418491979][bookmark: _Hlt418492491]       Such services are procured for support of an item referred to in paragraphs a., b., c., or d. of this definition, regardless of whether such services are provided by the same source or at the same time as the item; and
(2)        The source of such services provides similar services contemporaneously to the general public under terms and conditions similar to those offered to the Federal Government;
f. Services of a type offered and sold competitively in substantial quantities in the commercial marketplace based on established catalog or market prices for specific tasks performed or specific outcomes to be achieved and under standard commercial terms and conditions.  For purposes of these services--
(1)      “Catalog price” means a price included in a catalog, price list, schedule, or other form that is regularly maintained by the manufacturer or vendor, is either published or otherwise available for inspection by customers, and states prices at which sales are currently, or were last, made to a significant number of buyers constituting the general public; and
(2)      “Market prices” means current prices that are established in the course of ordinary trade between buyers and sellers free to bargain and that can be substantiated through competition or from sources independent of the offeror.
g. Any item, combination of items, or service referred to in paragraphs a. through f. of this definition, notwithstanding the fact that the item, combination of items, or service is transferred between or among separate divisions, subsidiaries, or affiliates of a contractor; or
h. A Non-Developmental Item, if the procuring agency determines the item was developed exclusively at private expense and sold in substantial quantities, on a competitive basis, to multiple State and local governments.
3.2 [bookmark: _Ref115167304][bookmark: Initial_Support_Kit][bookmark: _Ref115167434][bookmark: _Toc117410879][bookmark: _Toc118709441][bookmark: _Toc189647770][bookmark: _Toc260036292][bookmark: _Toc267383988][bookmark: _Toc277160701][bookmark: _Toc319139686][bookmark: _Ref356620653][bookmark: _Ref359658971][bookmark: _Toc359732294][bookmark: _Ref360433789][bookmark: _Ref418492403][bookmark: _Toc430160940][bookmark: _Ref430511578][bookmark: _Ref518467129]Initial Support Kit (ISK)
The ISK includes:
a. Spares (repairable items) and repair parts that are manufactured, subcontracted, or modified by the prime contractor having the design control responsibility.
b. Spares that support vendor hardware utilized by the device, which can be procured on the open market or from established sources and for which the prime contractor is not the design activity.
c. Support items that are not an integral part of the end item, but are required to inspect, test, calibrate, service, repair, or overhaul the end item, which are manufactured, subcontracted, or modified by the prime contractor having the design control responsibility.
d. Items required for support of the trainer system (excluding common hand tools), which can be procured on the open market or from established sources and for which the prime contractor is not the design activity.
3.3 [bookmark: _Ref118797273][bookmark: _Toc277160702][bookmark: _Toc189647771][bookmark: _Toc260036293][bookmark: _Toc267383989]Non-Developmental Items (NDI)
[bookmark: _Hlt420138658][bookmark: _Hlt420138606][bookmark: _Hlt420296281][bookmark: _Hlt420297037]Per the Federal Acquisition Regulations, Part 2.101, NDI means:
a. [bookmark: _Ref418492123]Any previously developed item of supply used exclusively for governmental purposes by a Federal agency, a State or local government, or a foreign government with which the United States has a mutual defense cooperation agreement;
b. [bookmark: _Hlt423772063][bookmark: _Ref418492128]Any item described in paragraph a. of this definition that requires only minor modification or modifications of a type customarily available in the commercial marketplace in order to meet the requirements of the procuring department or agency; or
c. Any item of supply being produced that does not meet the requirements of paragraph a. or b., solely because the item is not yet in use.

3.4 [bookmark: _Toc277160703]Unlimited Government Rights 
[bookmark: 252.227-7014][bookmark: BM252227]Per the DFAR section 252.227-7014 Rights in Noncommercial Computer Software and Noncommercial Computer Software Documentation- 
a.    “Unlimited rights” means rights to use, modify, reproduce, release, perform, display, or disclose computer software or computer software documentation in whole or in part, in any manner and for any purpose whatsoever, and to have or authorize others to do so.
b.	 Rights in computer software or computer software documentation.  The Contractor grants or shall obtain for the Government the following royalty free, world-wide, nonexclusive, irrevocable license rights in noncommercial computer software or computer software documentation.  All rights not granted to the Government are retained by the Contractor.
		(1)  Unlimited rights.  The Government shall have unlimited rights in—
			(i)  Computer software developed exclusively with Government funds;
			(ii)  Computer software documentation required to be delivered under this contract;
			(iii)  Corrections or changes to computer software or computer software documentation furnished to the Contractor by the Government;

			(iv)  Computer software or computer software documentation that is otherwise publicly available or has been released or disclosed by the Contractor or subcontractor without restriction on further use, release or disclosure, other than a release or disclosure resulting from the sale, transfer, or other assignment of interest in the software to another party or the sale or transfer of some or all of a business entity or its assets to another party;
			(v)  Computer software or computer software documentation obtained with unlimited rights under another Government contract or as a result of negotiations; or
			(vi)  Computer software or computer software documentation furnished to the Government, under this or any other Government contract or subcontract hereunder with—
				(A)  Restricted rights in computer software, limited rights in technical data, or government purpose license rights and the restrictive conditions have expired; or
(B)  Government purpose rights and the Contractor's exclusive right to use such software or documentation for commercial purposes have expired.

[bookmark: _Toc277160704][bookmark: _Hlt418483957][bookmark: _Hlt430686496][bookmark: _Hlt418414080][bookmark: _Hlt418411540][bookmark: _Hlt423775155][bookmark: _Hlt429995148][bookmark: _Toc318861330][bookmark: _Toc430160944][bookmark: _Toc260036294][bookmark: _Toc267383990][bookmark: _Toc277160705]4.	APPLICABLE DOCUMENTS
The following documents of the issue listed form a part of this SOW to the extent specified herein. The most recent revision of the referenced document at the time of contract shall be used unless otherwise specified.  In the event of a conflict between documents referenced herein and the contents of this SOW, the contents of this SOW take first precedence.  Nothing in this SOW, however, supersedes applicable laws and regulations, unless a specific exemption has been obtained.
[bookmark: _Toc430160945][bookmark: _Ref118625945][bookmark: _Ref237767901][bookmark: _Toc260036295][bookmark: _Toc267383991][bookmark: _Toc277160706]4.1   	Government Documents
	MIL-PRF-29612B
	-
	Military Performance Standards, Department of Defense Training Acquisition Guidance

	MIL-STD-130N
	-
	Identification Markings of U.S. Military Property, dated 17 Dec 2007 

	MIL-HDBK-881A
	-
	Work Breakdown Structures For Defense Material Items

	DODI 8500.2
	-
	Information Assurance (IA) Implementation dated 6 February 2003




[bookmark: MILHDBK_217F][bookmark: MILHDBK_472][bookmark: US_Code_Title10_Sections_2451_2456_][bookmark: DFARS_IUID_Clause_][bookmark: _Toc260036296][bookmark: _Toc267383992][bookmark: _Toc277160707][bookmark: _Toc430160947]4.2	Non-Government Documents
	
	-
	Quality Management Systems - Fundamentals and Vocabulary

	
	-
	Quality Management Systems – Requirements

	

Version IEEE 1516.1-2000 

Version IEEE 1516.2-2000

Version IEEE 1516.3
















IEEE 1278.1-1995


IEEE 1278.1A-1998


IEEE-1278.2-1995
	-

-

-

-
















-


-


-


	Quality Management Systems - Guidelines for Performance Improvements HLA Interface Specification, 

HLA Object Model Template

HLA Federation Development and Execution Process, 

HLA Rules (Version 1.3)
 
HLA Interface Specification Version 1.3 

HLA Object Model Template Specification (Version 1.3) 

HLA Interface Specification Annex A: IDL API 

HLA Interface Specification Annex B: C++ API 

HLA Interface Specification Annex C: Ada 95 API 

HLA Interface Specification Annex D: Java API 

 Standard for Distributed Interactive Simulation - Application protocols[1] 

Standard for Distributed Interactive Simulation - Application protocols Errata (May 1998)] 

Standard for Distributed Interactive Simulation - Communication Services and Profiles




[bookmark: _Toc260036297][bookmark: _Toc267383993][bookmark: _Toc277160708]5.	OVERALL REQUIREMENTS
[bookmark: _Toc430160948][bookmark: _Toc260036298][bookmark: _Toc267383994][bookmark: _Toc277160709]5.1	General
Contractor shall support general requirements as described during all CACCTUS efforts.
[bookmark: _Ref180830606][bookmark: _Toc189647778][bookmark: _Toc260036299][bookmark: _Toc267383995][bookmark: _Toc277160710]5.2	Program Management
[bookmark: _Toc318861368][bookmark: _Toc319139731][bookmark: _Hlt430679275][bookmark: _Hlt491595768][bookmark: SOW020107A]The contractor shall organize, coordinate, and control all program activities to ensure compliance with the contract requirements and the timely delivery of the required product and services.  The contractor shall provide the necessary program management, engineering, materials, services, equipment, facilities, testing, technical, logistics, manufacturing, and clerical support for the efforts described in this SOW and Performance Specifications provided with each task/delivery order.  The contractor shall monitor the progress of all the work performed.  The contractor shall be prepared to explain the reasoning, assumptions, and methodologies used in developing particular conclusions and alternatives in accomplishment of this SOW and Performance Specifications.  The contractor shall deliver the Contractor’s Progress, Status, and Management Reports in accordance with (IAW) the Contract Data Requirements List (CDRL) CDRL B002 – DI-MGMT-80227.
[bookmark: _Toc277160711]5.3 	Configuration Control Board
The PMTRASYS CACCTUS Program along with the Requirements sponsor USMC Training & Education Command (TECOM) MAGTF Staff Training Division (MTSD) conducts annual or as required Configuration Control Boards (CCB). The purpose of the CCB is to both facilitate inputs that may cover existing fielded software for categories that include Problem Trouble Reports (PTRS), user/usability enhancements and future prioritized build activities. 

The CCB Charter defines that Software deficiencies and/or enhancements to existing requirements for CACCTUS functionality will be generated from the user community and MTSD. Software deficiencies are defined as those functional capabilities that were part of an original requirement and included in a previous build release but are not performing correctly or produce the wrong results as stated in the original requirement.  Software enhancements are defined as functionality attributed to an original requirement but is requested in order to provide added capability and usability to the system or component.  These can be either for the simulation or one of the other components that make up CACCTUS.  They will be submitted via the CACCTUS website tool using the Deficiency/Enhancement request form provided. 

All new deficiencies/enhancement submissions will be reviewed and validated by MTSD prior to being presented to the CCB to ensure completeness.  Once MTSD has reviewed the deficiencies/enhancements, they will be presented and prioritized against other items at the next CCB. 

The contractor shall support and abide by the operating guidelines established by this CCB Charter provided as (Appendix) 
[bookmark: _Toc277160712]5.4	Clearances
All contractor personnel having access to controlled areas and classified materials required for development and fielding shall hold a security clearance in accordance with Department of Defense (DOD) Contract Security Classification Specification. Contractor shall comply with OPNAVINST 5510.1 Security Manual and site-specific security procedures. Fifteen (15) days prior to start of transition period, contractor shall notify Government representative in writing of the names and positions of all Contractor personnel requiring access to controlled areas.  Contractor shall ensure that employees are on approved Government access list prior to entering any access-controlled area. During the term of the contract, the Government representative shall be notified, in writing, within 24 hours of the names and positions of all contractor personnel added to, or removed from, the access control list.
[bookmark: _Toc277160713]5.5	Identification
Contractor shall meet all requirements pertaining to personnel identification including, but not limited to ID cards: company name tags, badges, etc. in order that contractor personnel can be easily identified by Government personnel. 
[bookmark: _Toc277160714]5.6	Contractors Environment
[bookmark: _Toc277160581][bookmark: _Toc277160715]The environment required shall support continuing CACCTUS PDSS and development efforts. The contractor shall maintain and support this facility.  All hardware and software is and will continue to be Government Furnished Equipment (GFE)/Government Furnished Information (GFI). (See Appendix X).  The CACCTUS software is both COTS and GOTS.  The primary simulation GOTS software is OneSAF.  Program management has determined that the CACCTUS program will continue to use OneSAF as the SAF baseline.  
[bookmark: _Toc277160716]5.7	Quality Management System (QMS) requirements
The contractor shall provide and maintain a QMS that satisfies program objectives as outlined in this SOW and meets the requirements of ANSI/ASQ Q9001-2000 or an equivalent QMS.  ANSI/ASQ Q9000-2000 and ANSI/ASQ Q9004-2000 may be used for guidance.  The QMS procedures, planning, and all other documentation and data that comprise the QMS, shall be made available to the Government for review.  Existing quality documents that meet the requirements of the contract may continue to be used.  The Government may perform the inspections, verifications, and evaluations necessary to ascertain conformance to requirements and the adequacy of the implementing procedures.  Third-party certification of the contractor’s QMS is not required.  The contractor shall require subcontractors to maintain a QMS that achieves control of the quality of the services and supplies provided.

[bookmark: _Toc277160717][bookmark: _Toc277160718]5.8 Government Furnished Information/Equipment (GFI/GFE)
The Government will provide pre-contract award access as requested to the CACCTUS within the continental United States, in order to provide the ability to view and collect data on the CACCTUS training systems.  The Government will provide post-contract award access to the Combined Arms Staff Trainer facilities and the CACCTUS systems sites chosen by the Government in order to provide the ability to view; assess and collect data on the CAST training environments.  The Government will provide the trainer data as defined below:  
· USMC CACCTUS Development Specification Document  
· USMC CACCTUS Computer Software Product End Items (CSPEI) 
· USMC CACCTUS Operations and Maintenance Manual (O&M)
· USMC CACCTUS Utilization Guide  (UG)
· USMC CACCTUS (TSSD)
· USMC CACCTUS Software Requirements Specification (SRS)
· USMC CACCTUS v5.2 Training Material
· USMC CACCTUS Existing Requirements Traceability Verification Matrix (RTVM)
· USMC CACCTUS Regression Test Procedures
· USMC CACCTUS Programmatic Environment, Safety and Occupational Health Evaluation (PESHE)
· USMC CACCTUS Control Configuration Board (CCB) Charter
[bookmark: _Toc161320572][bookmark: _Toc176685229][bookmark: _Toc189647780][bookmark: _Ref256671642][bookmark: _Toc260036300][bookmark: _Toc267383996][bookmark: _Toc277160719][bookmark: _Ref174282280][bookmark: _Toc176685230][bookmark: _Toc189647781]5.9	Development of a Work Breakdown Schedule (WBS)
The contractor shall develop and maintain a WBS that defines the work structures required to perform this SOW and the associated performance specification(s).  The contractor WBS (CWBS) shall serve as the framework for planning, schedule and performance.  A program WBS is provided for the CACCTUS system development (Appendix).  The CWBS shall be extended to lower levels that represent the plan to accomplish the entire work scope consistent with internal organizations and processes.   
[bookmark: _Toc277160720]5.10	Requirements Analysis and Functional Allocation
The contractor shall perform and document an analysis to verify that all requirements from Performance Specification, the SOW, the CDD/ROC, and derived requirements are met and are traceable to each configuration item and subsequent lower level units of decomposition.  The contractor shall develop and maintain a Requirements Traceability/Verification Matrix (RTVM) to document the results of this task.  All software requirements are entered into a requirements management and traceability system (CACCTUS currently uses DOORS) by the contractor. These requirements are then linked to their corresponding system requirements. Each software requirement is then linked to a software test procedure for complete traceability through the testing process.
The contractor shall present an updated RTVM at the SRR/SFR, CDR, TRR, and the IPRs.  The contractor shall ensure that there is forward and backward traceability between all requirements (Performance Specification, SOW), Test Procedures (TP), CDD/ROC, and associated design documentation.  The contractor shall ensure that the requirements are traceable to the lowest level practicable and that the sources of all requirements are identified (e.g., Performance Specification, SOW, CDD/ROC, derived).  The contractor shall prepare the Requirements Traceability Verification Matrix (RTVM) IAW the CDRL XXXX.  

[bookmark: _Toc277160721]5.10.1 System Requirements
System requirements are derived per the CACCTUS system. Task Orders will detail required functionality (for example: integrate StrikeLink FO functionality into CACCTUS) and the contractor will develop detailed system level requirements and use cases which explain requirements.  These use cases and requirements will be incorporated into a System Requirements Specification (SRS) Document which requires PMTRASYS review and concurrence.

[bookmark: _Toc277160722]5.10.2 Software Requirements
The software requirements are derived on a per component basis. Each set of software requirements is contained in a Software Requirement Specification (SRS) specifically created to describe the software requirements for a capability for a specific component. This SRS is then peer reviewed and reviewed by the Customer. Peer reviews of requirements artifacts, such as SRSs, occur on a formal basis. All new software developed by the CACCTUS Team requires development and PMTRASYS review of a SRS and Use Cases during the Requirements Analysis phase of development. 

[bookmark: _Ref256671682][bookmark: _Toc260036301][bookmark: _Toc267383997][bookmark: _Toc277160723] 5.11	 Work Scheduling
The contractor shall develop, implement, control, and maintain an Integrated Master Schedule (IMS) that presents the contractor’s plans and schedules to meet the requirements of this SOW and performance specification(s).  The contractor shall document the planning and scheduling effort, related Government responsibilities, and the interaction for the efforts required for development and delivery of the training products.  The contractor shall develop and document a tiered scheduling system based on the CWBS elements showing all program milestones and prerequisite events, conferences, reviews, data submittals, and deliveries.  Contract deliverables and subcontractor schedules shall be integrated into the contractor’s IMS.  The contractor shall construct the IMS to assure that these milestones are met and to assure deliveries as required by the contract.  The contractor shall prepare the IMS IAW the CDRL B001 – DI-MGMT-81650.
[bookmark: _Toc491669249][bookmark: _Ref491675424][bookmark: _Ref128562599][bookmark: _Ref146351237][bookmark: _Toc189647785][bookmark: _Toc260036302][bookmark: _Toc267383998][bookmark: _Toc277160724]5.12	Integrated Project Teams (IPTs)
The contractor shall define, document, implement, and maintain an IPT structure for the duration of the work effort.  IPTs are the organizational structure resulting from Integrated Product Development (IPD) implementation.  The purpose of an IPT is to bring together all the functions that have a stake in the performance of a product or process and concurrently make integrated decisions affecting that product or process.  IPT membership shall be made up of multi-functional stakeholders working together with a product-oriented focus.  Each IPT shall be empowered to make critical life cycle decisions regarding the trainer system development.  IPTs shall be applied at various levels ranging from the overall structure of an organization to informal groups functioning across existing units.  Each IPT shall prepare the required planning documents (engineering plan, master schedule, and the like) for the system element to which it is assigned; shall be responsible for developing and satisfying the specifications and baselines associated with the element; and shall complete the work outlined in tasking statements related to the element, including the technical reviews.  The Government reserves the right to create new IPTs to resolve potential problems related to a successful program.  All IPTs shall consist of Government and contractor personnel.  
[bookmark: _Toc277160725][bookmark: _Ref254344925][bookmark: _Toc260036351][bookmark: _Toc267384052][bookmark: _Toc404988824][bookmark: _Toc416166306][bookmark: _Toc424354669][bookmark: _Toc428182480][bookmark: _Ref475169736][bookmark: _Ref234990641][bookmark: _Toc277160726]5.13  Conferences and Reviews
The contractor shall conduct, attend, and participate in conferences and reviews to be held at both the contractor and Government facilities.  The specific locations, dates, and duration of the conferences shall be as specified in the contract.  Conferences and reviews shall be chaired by Government representative.  The contractor shall be prepared to explain the reasoning, assumption, and methodologies in arriving at particular conclusions, recommendations, or alternatives in the accomplishment of the tasks required by the contract.  The contractor shall prepare drawings and other data, as required, to aid in the presentations.  The contractor shall have key personnel and support available to carry out the conference.  The contractor shall make available facilities for Government only meetings during all conferences and reviews.  Subcontractors shall attend conferences and reviews when required to address key elements.  The contractor shall prepare the Agenda, Minutes, and Presentation Material for all conferences and reviews. Except where noted herein, conferences and reviews shall be considered fulfilled when all of the following items are completed:
a. A formal meeting has been conducted and presented to the Government.
b. All action items requiring contractor response have been resolved.
c. The Government has accepted the conference minutes and/or review minutes.
[bookmark: _Toc277160727]5.13.1 Post Award Conference (PAC)
The contractor shall conduct a PAC within 15 working days of the initial contract award and within 10 working days upon the acceptance of each task/delivery order.  The purpose of these conferences shall be to establish the framework of the contractor and Government interaction during the performance period.  At the PAC, the contractor shall present an Integrated Master Schedule (IMS) showing all critical milestones and supporting events, including logistics, leading to these milestones.  The PAC shall include the presentation and discussion of information and data relating to:
a. Introduction and Contract/Task-Delivery Order Overview
b. Discussion and clarification of Specifications and SOW requirements
c. Presentation of a complete, accurate, and realistic IMS and detailed schedule with status
d. Identification of all critical paths within the IMS and detailed schedule
e. CDRL delivery schedule and status
f. Program Specific Systems Engineering Management Plan (SEMP)
g. Program Specific CM Plan (to include Data Management)
h. Program Specific Software Development Plan (SDP)
i. Program Specific Quality Assurance and Management Plan (QAMP) (to include Software Quality Assurance)
j. Program Specific Risk Management Plan (RMP)
k. Program life cycle model selection and rationale
l. IPT structure, membership, and charters (roles and responsibilities)
m. Action item reporting and status
n. Long lead time item identification and status
o. Updated team contact list (names, IPT memberships, phone numbers, and email address)
p. Metrics collection process, analysis, and reporting
[bookmark: _Toc189647815][bookmark: _Toc260036346][bookmark: _Toc267384047][bookmark: _Toc277160728]5.13.1.1 PAC Entry Criteria
Entry criteria for the PAC shall consist of:
a. Government concurrence that the contractor-submitted PAC agenda is complete and acceptable.
b. Government concurrence that the contractor has documented and started implementation of preliminary versions of the program specific SEMP, CM Plan, SDP, QAMP, and RMP.
[bookmark: _Toc132195349][bookmark: _Toc143598347][bookmark: _Ref143943414][bookmark: _Toc146350218][bookmark: _Toc189647816][bookmark: _Toc260036347][bookmark: _Toc267384048][bookmark: _Toc277160729]5.13.1.2 PAC Exit Criteria
Exit criteria for the PAC shall consist of:
a. Government concurrence that all required PAC topics have been satisfactorily presented, discussed, and documented.
b. Government concurrence that the IMS and detailed schedule are complete, accurate, and realistic
c. Government concurrence that the IPT structure, membership, and charters are satisfactorily defined, documented, and implemented
d. Government concurrence that the contractor has documented and started implementation of the program specific SEMP, CM Plan, SDP, QAMP, RMP, and RTVM.
e. Submittal and acceptance of the PAC minutes and presentation materials.
f. All action items have been assigned with suspense date for closure.
[bookmark: _Toc277160730]5.13.2 Test Readiness Review (TRR)
The TRR will be conducted by the Government after the TRR entry criteria specified below has been met.  The purpose of the TRR is to determine systems readiness for a formal fielding decision.  The contractor shall provide the resources, including facilities, equipment, and personnel necessary to support the TRR.  The TRR will include a review of the T&E program, including all test results, and presentation of contractor certification of test readiness.  The contractor shall present a cross-reference matrix, (CDRL) in contractor’s format, to verify that all applicable Performance Specification requirements have been tested.  The TRR will also include specific mission exercises to be conducted by the Government SMEs.  The TRR mission exercises will be as defined in the Government-accepted TP and other Government-accepted test plans as documented in the TEPP.  The TRR mission exercises will be the primary method for determining trainer readiness for the Conformance Inspections.  The TRR will be repeated as necessary until the trainer has been determined by the Government to be acceptable for commencement of the Conformance Inspections.  During the TRR, the following shall be reviewed and discussed:
a. Trainer test procedures
b. Updated RTVM to verify specification requirements have been tested
c. Recorded R&M data
d. Contractor test log
e. Test discrepancy reporting process and applicable test discrepancy report form to be used during GPI and JFI.
f. Identification of software test tools to be used during GPI and JFI
g. Summary of software problems status
h. Status of spare memory
i. Distributed operations procedures
j. Mission exercises
k. Logistic Support
[bookmark: _Toc277160731]5.13.2.1  TRR Entry Criteria
The entry criteria for the TRR shall include the following:
a. All contractor tests have been run as evidenced by the existence of contractor test logs, TP execution entries, and related Allocated Baseline Trouble Report (ATR) records.
b. There is documented evidence that demonstrates that a complete run of the Government-accepted TP has been accomplished from start to finish, without segregation of elements of individual tests.
c. The above documents and data are available prior to the start of the TRR.
[bookmark: _Toc277160732]5.13.2.2  TRR Exit Criteria
The exit criteria for the TRR shall include the following:
a. TEPP is available and has been established as the basis for all testing.
b. Contractor test logs and records demonstrate that the TP has been properly and completely executed as evidenced by the following:
(1) Contractor has provided a copy of the updated tests results, with red-lines (when necessary), as recorded in the contractual test documentation.  Each completed step has been initialed.  Each completed page has been signed and dated by the contractor’s test director and QA representative.
(2) Contractor has provided applicable personnel names and functions for team members involved in contractor testing.
(3) Contractual CM processes have been followed, and contractor generated CM logs are available for Government review/inspection.  Baseline configuration has been established.
(4) System stability has been demonstrated as acceptable for Government testing.  System crashes have been recorded denoting cause of each crash and recovery time measured from system crash to resuming testing.
c. Contractor has demonstrated that all test equipment needed to execute the complete TP was used, functions properly, is in calibration, and is currently available and working as necessary.
d. Contractor’s QA representative has certified in writing that contractor testing has been completed and that the trainer is ready for Government testing.
e. Agreed plan for Government testing has been established and TP has been accepted by the Government.
f. Contractor test personnel are available to work with the Government, when required, in the execution of Government tests.
g. TP red-lines have been incorporated and the testing documentation is ready for use and annotation of results.
h. ATR/PTR database has been setup for tracking deficiencies as necessary.

[bookmark: _Toc277160733]5.13.3 System Requirement Review / System Functional Review (SRR/SFR) prepared for each task/delivery order.
The contractor shall conduct SRR/SFR.  The SRR/SFR is a multi-disciplined product and process assessment to ensure that the system under review can proceed into preliminary design and that all system PDSS requirements and derived functional performance requirements are defined and consistent with cost, schedule, risk, and other system constraints. The SRR/SFR shall assess the system functional requirements and ensure that all required system performance is fully decomposed and is traceable to the functional baseline (Performance Specification).  At the SRR/SFR, the contractor shall:
a. Identify and discuss resource availability to support the schedule
b. Present and discuss a schedule Critical Path
c. Provide current status vs. Critical Path
d. Describe implementation of Software Development Plan
e. Provide a complete program organizational structure
f. Identify relevant contractor subject matter experts (SMEs) to be used during development and testing
g. Show that all functional requirements are traceable to the system requirements
h. Show that all explicit and derived requirements are quantified and documented
i. Address the following applicable functional areas:
(1) Human Systems Integration
(2) Environment, Safety, and Occupational Health
(3) Logistics
(4) Technical Data
(5) Facilities
(6) Interoperability
(7) Information Assurance
(8) Quality Management
(9) Configuration Management
(10) Testing 
j. Present the results of a comprehensive risk assessment for design, integration, and test
[bookmark: _Toc277160734]5.13.3.1 SRR/SFR Entry Criteria
Entry criteria for the SRR/SFR shall consist of:
a. Government concurrence that the PAC exit criteria have been met
b. Delivery and acceptance (when applicable) of all the CDRL items scheduled to be delivered prior to SRR/SFR.
c. Government concurrence that the contractor submitted SRR/SFR agenda is complete and acceptable.
d. All PAC action items requiring contractor response have been completed and closed.
e. Availability of updated RTVM showing traceability of requirements
f. IMS is resourced at reasonable levels with realistic performance expectations
g. Program technical risks identified
h. Program execution risks identified
[bookmark: _Toc277160735]5.13.3.2 SRR/SFR Exit Criteria
Exit criteria for SRR/SFR shall consist of Government determination of acceptable risk in all the SRR/SFR elements listed above, and in the following specific criteria:
a. All SRR/SFR issues were captured in Requests for Action (RFAs) and properly adjudicated and assigned.
b. All SRR/SFR RFAs were completed (closed).
c. The required technical areas were represented at the review.
d. The updated RTVM demonstrates forward and backward traceability between all requirements, associated design documentation, and TP, as required. 
e. Functional requirements, as disclosed, will satisfy the training needs.
f. System functional definition and functional decomposition is detailed enough to support preliminary detailed design.
g. System Functional Baseline been established to enable preliminary design to proceed under Configuration Management
h. Processes and metrics are in place
i. Risks are known and are manageable for implementation of the functional requirements into a preliminary design
j. Program schedule is executable within the anticipated cost and technical risks
k. Program is properly staffed
[bookmark: _Toc277160736]5.13.4 Critical Design Review (CDR)
The contractor shall conduct CDR’s. The purpose of the CDR is for the Government to formally review the activities and work products generated by contractor during the performance of the critical design stage(s) and to verify that the system is ready to proceed into the hardware/software coding, assembly, and integration phase.  The contractor shall present and describe the finalized training system design and program status, and address all design changes made since the SRR/SFR.  The following items shall be topics of discussion and presentation at the CDR:
a. Training system hardware and software design, including:
(1) Current & planned C4I Systems
(2) –3D Visualization Systems
(3) Communication systems
(4) Multiple Internal Simulation Networks (4) 
(5) External Training Network
(6) Interoperability design and implementation
(7) Contractor Controller Simulation Management (CCSM) Application
(8) Use of developmental and Commercial and Non-developmental (CaNDI) software and databases
(9) Software development 
(10) Hardware and software interfaces
(11) Simulation/training systems of systems interoperability. 
(12) Facility Planning
(13) Distributed and base to base training requirements
(14) System portability/deploy ability
(15) Information Assurance
b. Logistics design aspects and concerns
c. IUID Provisioning and Parts management program status
d. Test and evaluation
e. System Security
f. Program problem and risk areas, recommended solutions, and evaluation of alternatives
g. Updated RTVM
[bookmark: _Toc277160737]5.13.4.1 CDR Entry Criteria
Entry criteria for the CDR shall consist of:
a. SRR/SFR exit criteria met
b. Delivery of all the CDRL items scheduled to be delivered prior to CDR
c. Availability of updated RTVM showing requirements traceability, as required.
d. Availability of updated risk assessment and risk mitigation plans
e. Risks and their respective mitigation plans are in place and manageable for implementation of the functional requirements into a preliminary design
f. RAM requirements have been addressed in the design All trade-off analyses complete
g. Logistics Analysis complete and plans established
h. Facility Planning complete
i. Integrated Master Schedule (IMS) shows critical path through testing
Submittal and acceptance of the CDR agenda
[bookmark: _Toc277160738]5.13.4.2 CDR Exit Criteria
Exit criteria and final acceptance of the CDR shall consist of:
a. Satisfactory discussion of the CDRL items that were part of the CDR entry criteria
b. The updated RTVM demonstrates forward and backward traceability, as required
c. Satisfactory discussion of updated risk assessments and risk mitigation plans.  Risks and their respective mitigation plans are in place and manageable for implementation of the functional requirements into a final design
d. Program schedule is executable within the anticipated cost and technical risks
e. Program is staffed properly
f. Successful resolution and closure of all CDR action items
g. Availability of the CDR presentation materials
h. Per IMS, an executable schedule has been presented within the existing budget
i. Submittal and acceptance of the CDR minutes

[bookmark: _Toc318861349][bookmark: _Toc319139712][bookmark: _Ref319141702][bookmark: _Toc359732322][bookmark: _Toc430509997][bookmark: _Toc260036356][bookmark: _Toc267384057][bookmark: _Toc277160739]5.14 Commercial and Non-Developmental Items (Candy)
The contractor shall fulfill the requirements of the contract through acquisition of CaNDI to the maximum extent practicable.  CaNDI proposed by the contractor at PDR/CDR will be reviewed by the Government to determine whether each proposed CaNDI component is, in fact, CaNDI.  The Government will also determine the extent to which the proposed CaNDI is practicable for off-the-shelf use within the Government’s logistical environment.  The Government reserves the right to perform inspections and tests as deemed necessary to verify the practicability of items proposed as CaNDI for off-the-shelf use in the trainer.  
[bookmark: _Ref466368900][bookmark: _Toc469394471][bookmark: _Toc260036357][bookmark: _Toc267384058][bookmark: _Toc277160740][bookmark: _Toc430510020]5.15  System Safety Tasks
[bookmark: _Toc359732346][bookmark: _Toc469394472]The contractor shall establish and maintain an active and effective system safety program (SSP) that meets program objectives and ensures that the training system meets the system safety requirements specified in Performance Specification.  The main objectives of the SSP shall be to identify, document, analyze, and resolve (i.e., eliminate or reduce the associated risk to a level acceptable to the Government) safety hazards to both personnel and equipment.  The contractor shall include system safety as a topic of discussion during the scheduled program reviews.  Safety requirements shall be included in the instructor/operator training, operation and maintenance manuals and updated in the technical documentation.  Safety markings such as danger, caution, and warning signs, labels and markings shall be used to warn of specific hazards such as voltage, current, thermal, or physical.  Safety markings shall be permanently affixed or identified on the applicable components and equipment.  
[bookmark: _Toc277160741]5.15.1  Safety Assessment Report (SAR)
The contractor shall prepare the SAR a comprehensive evaluation of the safety risks being assumed prior to test or operation of the system and at contract completion. Report shall identifies all safety features of the system, design, and procedural hazards that may be present in the system being acquired, and specific procedural controls and precautions that should be followed. (CDRL XXX DID DISAFT-80102B)
[bookmark: _Toc277160742][bookmark: _Toc260036359][bookmark: _Toc267384060][bookmark: _Toc277160743]5.15.2  Electrostatic Discharge (ESD) control
The contractor shall ensure that ESD sensitive electrical and electronic parts, assemblies, and equipment are protected from damage due to ESD.  Applicable functions where ESD control elements are to be applied are production, inspection and test, storage and shipment, installation, maintenance, and repair.  The ESD control elements to be considered are classification, design protection, protected areas, handling procedures, protective coverings, training, marking of hardware, documentation, packaging, Quality Management System (QMS) requirements, audits and reviews, and failure analyses.  
[bookmark: _Toc277160744]5.16   Systems Engineering
The contractor shall implement industry standards best practices for System Engineering processes to meet the CACCTUS requirements.  The contractor shall incorporate the following System Engineering elements to all tasked training products:
a. Requirements Analysis and Functional Allocation
b. Risk Management
c. Reliability and Maintainability Engineering
d. Human Factors Engineering
e. System Design
f. Verification  & validation
g. Interoperability/integration

[bookmark: _Toc277160745]5.16.1  Systems Engineering Management  Plan  (SEMP)
The contractor shall apply a system engineering approach to produce the supportable and affordable design baselines that are verifiable from functional baselines for all training products, as described in this SOW and performance specification(s).  The contractor shall document, implement, control, and maintain a collection of technical plans, processes, and schedules necessary to guide the project toward accomplishment of its objectives and proper conclusion.  Contractor shall provide CDRL A004 – DI-MGMT-81024 supporting this plan.
[bookmark: _Toc277160746][bookmark: _Toc277160747]5.16.2 Reliability Availability and Maintainability (RAM) Engineering
The contractor shall establish and maintain active and effective  RAM programs that meet program objectives.  The RAM programs shall ensure that the training system equipment, including Commercial Items and Non-Developmental Items, meet the  RAM requirements specified in Performance Specification. The contractor shall include the RAM programs as topics of discussion during the scheduled program reviews.
[bookmark: _Toc277160748][bookmark: _Toc318861369][bookmark: _Toc430510027]5.16.3 Test
[bookmark: _Toc277160749]5.16.3.1  System Test and Evaluation (T&E)
The contractor shall plan, coordinate, establish, and implement a comprehensive T&E program that shall be able to verify that the trainer and the integration of all subsystems and equipment meet the technical and operational requirements as stated in this SOW and Performance Specification(s).
[bookmark: _Toc277160750]5.16.3.2   T&E Program Planning (TEPP)
The contractor shall develop and document the structure and objectives of the CACCTUS T&E program.  The contractor shall continuously reassess and refine the T&E program as system development, production, and testing progresses.  The contractor shall create a T&E Program Plan IAW the CDRL A002 – DI NDTI-81284.  The contractor shall update the TEPP throughout the contract to reflect changes in T&E concepts, test responsibilities, mission and systems descriptions, T&E ground rules, schedules, documentation, and resource requirements.  TEPP review shall be an agenda item at each scheduled requirements, design, progress, and test readiness reviews. The contractor shall produce the Government System Verification / Government Acceptance procedure IAW CDRL A003 – DI-NDTI-80603. 
[bookmark: _Toc277160751]5.16.3.3  T&E Program Components
The T&E program shall consist of the following:
a. Formal Regression Tests
b. In-process/developmental inspections
c. Operational/Vignette Scenario Test(s)
d. Test Readiness Review (TRR)
e. Conformance Inspections:
(1) Functional Configuration Audit (FCA)
(a) Government System Verification
(b) Government Acceptance
[bookmark: _Toc277160752]5.16.3.4   T&E Deficiency Reporting System
The CACCTUS Program utilizes a web-based tool requiring WebRT for processing external user inputs along with internal software developmental Allocated Trouble Report (ATRs) and externally inputted Problem Trouble Report (PTRs) along with programmatic historical documentation including all CDRLs, conference presentations and technical meeting minutes. Contractor shall continue to provide the ability for CACCTUS to have a continued ability allowing external users web access and inputs/feedback. 
[bookmark: _Toc277160753]5.16.3.5  Responsibility for tests
Unless otherwise specified in the SOW or Performance Specification, the contractor shall be responsible for the performance of all developmental test requirements.  The Government reserves the right to perform tests and configuration audits that are deemed necessary to ensure that trainer components conform to the contract requirements.
[bookmark: _Toc318861425][bookmark: _Toc430510025][bookmark: _Toc189647854][bookmark: _Toc260036363][bookmark: _Toc267384064][bookmark: _Toc277160754]5.16.3.6  Inspection and test records
Inspections and test records shall indicate the nature of the observations, number of observations made, and the number and type of deficiencies found.  Data included in inspection and test records shall be complete and accurate, and shall be used for trend analysis and to assess corrective action effectiveness.
[bookmark: _Toc277160755]5.16.3.7  Pre-modification and Post modification Inspections
Contractor shall be responsible for participating in all pre-modification and post-modification inspections, meetings and reviews. 
Contractor shall be responsible for preparing software loading media for a 3rd party installation.  This shall include pre and post-operational readiness checks, and other functions necessary to verify trainer/ trainer equipment is in full operational capability.  
[bookmark: _Toc277160756]5.16.3.8  In-process inspections
The contractor shall perform in-process inspections including: visual, electrical, and mechanical examinations and testing of materials, subassemblies, parts and accessories (including purchased items) that may be required to assure conformance to all requirements of this SOW and all requirements of Performance Specification. 
[bookmark: _Toc277160757][bookmark: _Hlt431030839][bookmark: _Toc318861375][bookmark: _Toc430510032][bookmark: _Toc260036367][bookmark: _Toc267384068][bookmark: _Toc277160758]5.16.3.9  Test resources and facilities
[bookmark: _Ref475183090]The contractor shall furnish the inspection and testing facilities, equipment, and personnel required to ensure that the training system meets the requirements of SOW and performance specification(s).  The inspection and testing facilities shall provide the environmental conditions required by the tests specified herein.  The contractor shall ensure that all contractor personnel, test equipment, test facilities, other supporting equipment, spare assemblies and parts, test and data logs, and other items necessary for testing are available for the start and during all phases of testing.
[bookmark: _Ref256672008][bookmark: _Ref256672029][bookmark: _Toc260036368][bookmark: _Toc267384069][bookmark: _Toc277160759]5.16.3.10  Test Documentation
All development and systems testing shall be performed IAW the Test Procedure (TP).  CDRL A003 – DI-NDTI-80603.  Test, examination, demonstration, inspection, and verification procedures shall be documented in the TP and shall be written so that a qualified technician can perform the tests.  The TP shall include all of the tests, examinations, demonstrations, inspections, and verifications specified in SOW and Performance Specification(s).  No calculations, extrapolations, or other mathematical processing shall be required, or allowed, as part of an ongoing test to arrive at the expected results, unless approved by the T&E IPT and documented in the meeting minutes.  Test results shall be documented in the Test Procedure.
[bookmark: _Toc318861379][bookmark: _Toc430602476][bookmark: _Toc189647865][bookmark: _Toc260036370][bookmark: _Toc267384071][bookmark: _Toc277160760][bookmark: _Toc318861380][bookmark: _Toc430602477]5.16.3.11 Test log
The contractor shall maintain a log of all subsystem and system tests conducted..  Entries into the test log shall begin with the start of contractor/subcontractor engineering verification testing and shall continue until the completion of testing.  The test log shall show (by date) all equipment adjustments, modifications, failures, removal, replacements, and scheduled and unscheduled maintenance.  The log shall be made available to the Government technical representative upon request.
[bookmark: _Toc318861381][bookmark: _Toc430602478][bookmark: _Toc260036372][bookmark: _Toc267384073][bookmark: _Toc277160761]5.16.3.12  Changes after testing
Modifications or changes in design, which are determined to be necessary as a result of testing, shall be recorded in the contractor’s test log.  All tests run prior to such modifications shall be repeated unless a Government technical representative determines that such changes have not invalidated the related test data.
[bookmark: _Toc277160762][bookmark: _Toc189647868][bookmark: _Toc260036373][bookmark: _Toc267384074][bookmark: _Toc318861391][bookmark: _Toc430602487][bookmark: _Toc189647879][bookmark: _Ref256672119][bookmark: _Toc260036381][bookmark: _Toc267384082][bookmark: _Toc277160763]5.16.4  Government System Verification
Government System Verification will commence upon notification by the representative of the PCO that the TRR exit criteria has been met.  Government System Verification will be conducted by the Government test team as defined in the TEPP.  Government System Verification will consist of Government-conducted tests to demonstrate compliance with the specified performance requirements.  Government System Verification will be conducted IAW the Government-accepted TP and other Government-accepted test plans as documented in the TEPP.  The contractor shall provide the Government with a copy of the revised TP prior to Government System Verification.  The Government reserves the right to perform such additional tests as deemed necessary to ensure compliance with the specified requirements.  Testing will commence with the establishment of a software baseline resulting from a software cold-start performed IAW the verification requirements of Performance Specification.  Deficiency correction verification and validation, including additional cold-starts, will be at the discretion of the Government test team.  The contractor shall provide the necessary resources, personnel, equipment, and facilities to support the tests.  Hardware and software configuration item testing and design documentation verification and validation will be conducted as an integral part of Government System Verification.  Deficiencies found during these tests shall be corrected by the contractor and verified by the Government test team prior to shipment of the training system to the installation site, unless otherwise approved by the Government Test Director.  Authorization to ship the training system and/or latest software build to the installation site will be contingent upon notification by the representative of the PCO that the Government System Verification  exit criteria specified below have been met.
[bookmark: _Ref149648496][bookmark: _Toc189647880][bookmark: _Toc260036382][bookmark: _Toc267384083][bookmark: _Toc277160764]5.16.4.1  Government System Verification  Exit Criteria
The exit criteria for Government System Verification shall include the following:
a. The trainer’s software baseline configuration to be used for testing.
b. All TP tests have been executed and signed off.
c. SME resources (Software, Hardware, Visual, and other required personnel) and test equipment necessary for remaining DR correction and follow-on testing have been identified by name.
d. A complete TP test or acceptable regression test series representative of the complete TP (as determined by the Government) has been run after the final DR ready for re-test.  TP tests may be reduced within acceptable regression testing guidelines as determined by the Government.
e. Updated tests results have been recorded in the contractual test documentation, including date/time of final results and red-lines (when necessary).
f. Deficiencies have been documented, categorized for severity, and tracked to final resolution (DR sign-off or corrective plan).
g. All deficiencies identified during Government System Verification testing that jeopardize safety and/or prevents or adversely affects the accomplishment of an operational or mission essential training system capability have been corrected, regression testing has been conducted, and required QA standards have been satisfied/achieved.
h. System stability has been demonstrated as acceptable, as determine by the Government.
i. Government System Verification has demonstrated that all test equipment needed to execute the complete TP has been used, functions properly, and is currently available, calibrated, and working as necessary.
j. CM baseline (software and hardware) has been maintained throughout DR correction.  Any CM deficiencies identified during GPI have been corrected.
[bookmark: _Toc92528950][bookmark: _Toc118709524][bookmark: _Toc189647881][bookmark: _Ref256672146][bookmark: _Toc260036383][bookmark: _Toc267384084][bookmark: _Toc277160765] 5.16.5  Government System Validation
Government system validation is accomplished in not less than 2 test events.
[bookmark: _Toc277160766]5.16.5.1  Contractor with Government assistance
The CACCTUS Operational Test Scenario Vignettes are operational level system tests developed by the contractor. Contactor developed tests shall be approved by the Government, (CDRL A003 – Test Procedures – DI- NDTI 80603A). The Operational Test Scenario Vignettes are scenario-based tests that incorporate all major CACCTUS capabilities and will require multiple role player stations during their execution. The Test Team will be augmented by software developers as appropriate to accomplish the necessary Vignette testing. Additionally, CACCTUS Users will be provided to represent their particular perspectives and unique site specific warfare expertise to a capability under development. The contractor shall coordinate these events with the CACCTUS Government team at contractor’s development site.
 
[bookmark: _Toc277160767]5.16.5.2  Government User Team
Government / End User Testing is performed to validate that the delivered Product Baseline meets the defined functional requirements of the system. Using the CACCTUS Operational Test Scenario Vignettes, formal Government / End User Testing is performed by the Government / CACCTUS User, or a Representative of the End User, and shall be conducted at the contractor development site or at a designated CAST Training Facility within the CONUS. The CACCTUS Government team will determine the readiness for providing the new build/capabilities to all CACCTUS user communities. 

Using the approved CACCTUS Operational Test Scenario Vignettes or a version coordinated by TECOM with an operational Marine unit, End User Testing is performed on the new Product Baseline. Location for this test is determined and coordinated by TECOM with respective CAST Directors and user communities. Upon successful execution of this test by TECOM or their representative, and with Formal Government Acceptance of the training  capability of the newest software build confirmed the Product Baseline will be installed by the CACCTUS program at all follow on sites as planned. 
[bookmark: _Toc277160768][bookmark: _Ref149648848][bookmark: _Toc189647882][bookmark: _Toc260036384][bookmark: _Toc267384085][bookmark: _Toc277160769]5.16.5.3  Government System Validation Entry Criteria
The entry criteria for Government System Validation shall include the following:
a. Agreed plan for Government System Validation has been established and TP has been accepted by the Government.
b. Post-ship and installation have been successfully accomplished, and all systems are integrated, operational, and ready for testing.
c. Post-ship baseline configuration has been recorded and re-established.  Contractual and industry standard CM processes have been followed, and contractor generated CM logs are available for Government review/inspection.
d. System stability has been demonstrated as acceptable, as determined by the Government.
Contractor’s QA representative has certified in writing that the training system is ready for JFI.
[bookmark: _Ref149648850][bookmark: _Toc189647883][bookmark: _Toc260036385][bookmark: _Toc267384086][bookmark: _Toc277160770]5.16.5.4  Government System Validation Exit Criteria
The exit criteria for Government System Validation shall include the following:
a. A cold start has been successfully performed to establish final software baseline.
b. All deficiencies identified were documented, categorized for severity, and tracked to final resolution (DR sign-off and dismissal).
c. All deficiencies that jeopardize safety and/or prevent or adversely affect the accomplishment of an operational or mission essential training system capability have been corrected.
d. A complete TP test has been run after the final DR ready for re-test, within acceptable regression testing guidelines as determined by the Government.
e. Government mission testing has been performed successfully.
f. A copy of the final test results has been provided with all results recorded in the contractual testing documentation, including date/time of final results, and red-lines (when necessary).
g. System stability has been demonstrated as acceptable, as determined by the Government.
h. CM baseline (software and hardware) has been maintained throughout DR correction.  All CM deficiencies identified during Government System Validation have been satisfactorily corrected.
i. Government System Validation has demonstrated that all test and support equipment necessary to execute the complete TP testing was properly used, documented, and functioned properly.
j. Required QA standards have been satisfied and achieved.
k. Contractor’s QA representative, Contractor’s Test Director, and Government’s Test Director have signed off testing as complete with any conditions specified.
l. Documentation has been updated

[bookmark: _Toc277160771]5.16.6  Information Assurance (IA)
[bookmark: _Toc277160772]5.16.6.1  Information System Security Engineering (ISSE) 
IAW DODI 8500.2, Enclosure 3, paragraph 4.4 (E3.4.4) the Contractor shall integrate ISSE activities into the overall systems engineering process to ensure IA certification and accreditation (C&A) of the training system being developed. 

The Contractor shall explicitly address all DODI 8500.2 Information Assurance Controls (IACs) for a Mission Assurance Category - Level Three (MAC-III), Confidentiality Level (CL) - Sensitive by deriving system requirements based upon the IACs and providing traceability between the IACs and the derived requirements in the system RTVM.  
[bookmark: _Toc277160773]5.16.6.2  DIACAP System Identification Profile (SIP) Updates
The contractor shall provide updates to the system’s DIACAP SIP as required reflecting changes to/within the system’s accreditation boundary. A SIP template is contained in the DON DIACAP Handbook (dated 15 July 2008).
[bookmark: _Toc277160774]5.16.6.3  DIACAP Implementation Plan (DIP)
The DIP is a compilation of several documents that describe the overall system, the IACs, and how the IACs will be implemented and tested. The DIP contains the system’s C&A Plan, IAC Implementation Plan, Validation Plan and Procedures, and Validation Report. The Contractor shall develop and maintain the DIP in accordance with the DON DIACAP Handbook (dated 15 July 2008) and deliver the DIP in accordance with CDRL XXXX.
[bookmark: _Toc277160775]5.16.6.4  Support for C&A Activities
An IT Security Plan of Action and Milestones (POA&M) is used to identify tasks and corrective actions needed to demonstrate that all assigned IACs have been implemented correctly and are effective. Using the DON DIACAP Handbook (dated 15 July 2008) as a guide, the contractor shall develop and deliver an IT Security POA&M to address resources required to accomplish a corrective action task, any milestones in meeting the task, and scheduled completion dates for the milestones IAW CDRL XXXX. During system testing, the Contractor shall execute the approved Validation Procedures in the DIP and document the results in the Validation Report also contained in the DIP. The contractor shall provide ISSE support to Security Test and Evaluation (ST&E) and Independent Validation and Verifications (IV&V) activities required for system C&A.   

[bookmark: _Toc277160776]5.17  Logistics
[bookmark: _Hlt430677876][bookmark: _Toc276732887][bookmark: _Toc277160777][bookmark: _Toc430602501][bookmark: _Toc260036386][bookmark: _Toc267384087]5.17.1  Integrated Logistics Support (ILS)
The contractor shall provide ILS management for the system. The Contractor shall be responsible for coordinating and performing all logistics support tasks required for the planning, scheduling, coordination, and documentation development IAW the SOW and Performance Specification(s).  The contractor shall utilize the documents listed in paragraph 4 as the baseline to the maximum extent possible. 
[bookmark: _Toc277160778][bookmark: _Hlt418480736][bookmark: _Hlt418492987][bookmark: _Toc259688983][bookmark: _Toc259688984][bookmark: _Toc254954627][bookmark: _Toc260036399][bookmark: _Toc267384100][bookmark: _Toc277160779][bookmark: _Ref234294126]5.17.2  Supply Support
The contractor shall be responsible for provision and maintenance of all GFE/GFM, and documentation required to operate and maintain the trainer and equipment.  The Government does not warrant that items furnished are all the supporting materials required to fulfill all contractual requirements.  The Government does not warrant the condition of the items supplied under the contract.  The contractor is responsible for providing all supporting materials necessary to successfully perform under the terms and conditions of this contract.
[bookmark: _Toc277160780]5.17.3  Control of GFE
The contractor’s QMS shall the following procedures to control GFE:
a. Examination upon receipt, consistent with practicality, to detect damage in transit
b. Inspection for completeness and proper type
c. Periodic inspection and precautions to assure adequate storage conditions and to guard against damage from handling and deterioration during storage
d. Functional testing prior to installation to determine satisfactory operation
e. Identification and protection from improper use or disposition
f. Verification of quantity
g. Maintaining KLIF/Stars accounts for controlled GFE
[bookmark: _Toc277160781]5.17.3.1  Warranty Control Program
Training systems and GFE/GFM may require warranty repairs during the term of the contract. The contractor shall be responsible for coordinating all warranty repairs with the respective OEM or vendor, and maintain documentation to reflect these repairs. No repairs or modifications to the device GFE/GFM shall be made without prior written approval of the Government. The contractor shall be responsible notifying the Government within 10 days of identification of discrepancies requiring warranty service. Warranty repairs, except safety, shall be accomplished within 30 days from receipt of direction from the Government.  
[bookmark: _Toc254954628][bookmark: _Toc260036400][bookmark: _Toc267384101][bookmark: _Toc277160782]5.17.3.2  Spares/Support Equipment
The Government has fielded an Initial Spares Package to all authorized CACCTUS sites.
[bookmark: _Toc277160783][bookmark: _Toc254954630][bookmark: _Toc260036402][bookmark: _Toc267384103][bookmark: _Toc277160784]5.18  Support Equipment Purchases
Contractor shall procure hardware, software and miscellaneous virtual simulator component (peripherals), as approved by the government, for purpose of supporting CACCTUS PDSS, design, development, integration, testing or installation.
[bookmark: _Toc277160785]5.18.1  Item Unique Identification (IUID)
All contractor procurement shall follow the IUID Requirements below.
[bookmark: _Toc277160786]5.18.1.1  IUID Requirements
Contractor shall implement specific IUID markings, as defined in MIL-STD-130N and DFARS clause 252.211-7003.  The two dimensional (2D) IUID matrix shall be machine-readable with common optical scanning devices and can be accompanied by the corresponding human readable marking for all equipment they purchase for fielding. 
[bookmark: _Toc277160787]5.18.1.2  IUID Assignment
The contractor shall determine the most safe, cost effective technique, and material for marking items.  The contractor shall provide a recommended list of items to receive an IUID Tag IAW MIL-STD-130N. The contractor shall provide to the government one (1) sample IUID marking prior to application on any item. 
[bookmark: _Toc277160788]5.18.1.3  Commercial Warranty
The contractor shall provide a standard commercial warranty covering workmanship, materials, design and all essential performance characteristics that would affect the Performance Specification requirements of the UII.  Unless negotiated by the contractor, and agreed by the Government, the warranty shall be for a period of 24 months commencing from the date of tag application.  Contractor shall ensure that subcontractor and vendor warranties provide the same coverage and are passed through to the end item.

[bookmark: _Toc248128450][bookmark: _Toc248132463][bookmark: _Toc260036411][bookmark: _Toc267384112][bookmark: _Toc277160789]5.19.2  Packaging, Handling, Shipping and Transport (PHS&T)
[bookmark: _Toc248128451][bookmark: _Toc248132464][bookmark: _Toc260036412][bookmark: _Toc267384113][bookmark: _Toc277160790]5.19.2.1  Packaging
The contractor shall pack any upgrade/refreshed items for shipment that they obtain.  If components suffer any damage as a result of contractor packaging, the contractor shall repair or replace the components. 
[bookmark: _Toc248128452][bookmark: _Toc248132465][bookmark: _Toc260036413][bookmark: _Toc267384114][bookmark: _Toc277160791]5.19.2.2  Shipping
The contractor shall provide shipping. The contractor shall provide the Government with the following for all shipments: 
· Tracking information,
· Confirmation of on-site receipt within ten business days of shipment 
· A list of all items shipped, to include serial numbers of serialized items, within two business days after shipment.  
The contractor shall ensure all items are removed from transportation medium and delivered to the government designated site.

[bookmark: _Toc277160792][bookmark: _Toc248128454][bookmark: _Toc248132467][bookmark: _Ref256672194][bookmark: _Toc260036415][bookmark: _Toc267384116][bookmark: _Toc277160793]5.20  Transition to Successor
During any transition period, contractor shall provide reasonable and customary support in effecting a smooth transition to or from a successor contractor during the transition phase of the successor contract. This includes, participation in all Government initiated inspections and inventories. 
[bookmark: _Toc277160794]5.20.1  Physical Inventory
Within 60 days prior to the expiration of this contract, or any extensions thereto, contractor shall complete a physical inventory of all GFE/GFI under custody of contractor, even if contractor is the successor contractor. This inventory shall ascertain both the existence and condition of these assets against the initial baseline inventory established at the beginning of the contract (CDRL C001- Equipment Inventory Records – DI-ILSS-81251) and any authorized changes made during the term of the contract.  Contractor shall be liable for all missing assets as well as assets not returned in a serviceable condition beyond normal wear and tear, as applicable.  The Government, for purposes of this measurement, shall determine normal wear and tear. When 100% inspection is impractical to determine serviceability, statistical audit procedures shall be employed.  At transition, an inventory shall be conducted to determine exact inventory at contract start date. Contractor shall be responsible for all Government furnished property in the possession of contractor and ensure that property received and issued is properly identified. The Government will issue custody receipts or similar documents to assign responsibility for property.
[bookmark: _Toc277160795]5.20.2  Repair of Training Systems, Equipment and Facility Deficiencies 
In the event that equipment deficiencies are found during the physical inventory and these repairs are deficient at the beginning of the CSD, the incumbent and successor contractor shall negotiate a settlement for the repair and/or replacement of these deficiencies including possible financial consideration if applicable. If the parties cannot reach agreement on a settlement, they must agree to binding arbitration by the PCO. The intent of these actions is to ensure that the successor contractor is prepared to assume full performance responsibilities at turnover for all existing training systems and equipment.


6. [bookmark: _Hlt475180923][bookmark: _Hlt475169949][bookmark: _Hlt475169955][bookmark: _Toc318861335][bookmark: _Toc430160950][bookmark: _Ref234986042][bookmark: _Toc260036303][bookmark: _Toc267383999][bookmark: _Toc277158612][bookmark: _Toc277158973][bookmark: _Toc277159106][bookmark: _Toc277159239][bookmark: _Toc277159373][bookmark: _Toc277159737][bookmark: _Toc277159871][bookmark: _Toc277160005][bookmark: _Toc277160139][bookmark: _Toc277160528][bookmark: _Toc277160662][bookmark: _Toc277160796][bookmark: _Toc277160797] TRANSITION PERIOD
[bookmark: _Toc277160798][bookmark: _Toc257209188]6.1  Transition Period  and Contractor Support Date(s)(CSD)
During the transition period, 30 days prior to incumbent contact end date, contractor shall be responsible for performing all tasks necessary to assume full responsibilities for all duties as described in this SOW, and  current and future performance specification(s).  Support facility shall be equipped and operational with all critical contractor personnel and developmental equipment by Contractor Support Date.
 
[bookmark: _Toc277160799][bookmark: _Toc257209189]6.2  Responsibilities
Prior to the CSD, contractor shall acquire personnel, conduct contractor personnel training, and perform other essential tasks, such as participating in an operational analysis of test suite and other support equipment as supplied by the Government. At such time that security clearances are necessary, the Government will initiate the DD254 and allow contractor ample time to secure required clearances.  Contractor shall perform a physical inventory of Government Furnished Property (GFP) Movement of GFP (GFE/GFI) from the existing location (Orlando Florida) to contractor developmental location shall be the responsibility of the successor. Contractor shall work with the incumbent contractor to transition GFP without harm or foul to incumbent contractor’s site and/or equipment.   This inventory shall become part of the Material Support Package as defined in this SOW.   Inventory completion date and actual turnover of custodial responsibility for GFP shall be accomplished as near to the CSD as possible to minimize operational disruption and align the custodial responsibility with the change in performance responsibility at the beginning of the CSD.  Contractor shall observe the performance (over-the-shoulder) of all tasks being performed by the incumbent contractor on a not-to-interfere basis with training and maintenance throughout the entire phase.  

[bookmark: _Toc277160800]6.2.1  Physical Inventory
Within 30 days of CSD, contractor shall complete a physical inventory of all GFE/GFI under custody of contractor, even if contractor is the incumbent contractor. This inventory shall ascertain both the existence and condition of these assets. (CDRL C001- Equipment Inventory Records – DI-ILSS-81251). When 100% inspection is impractical to determine serviceability, statistical audit procedures shall be employed.  

[bookmark: _Toc277160801][bookmark: _Toc257209191]6.2.2  Repair of Training Systems, Equipment and Facility Deficiencies 
In the event that equipment deficiencies are found during the physical inventory  and these repairs are deficient at the beginning of the CSD, the incumbent and successor contractor shall negotiate a settlement for the repair and/or replacement of these deficiencies including possible financial consideration if applicable. If the parties cannot reach agreement on a settlement, they must agree to binding arbitration by the PCO. The intent of these actions is to ensure that the successor contractor is prepared to assume full performance responsibilities at turnover for all existing training systems and equipment.
[bookmark: _Toc277160802][bookmark: _Toc277160803][bookmark: _Toc257209237]6.2.3 Library
Contractor shall be responsible for establishing and maintaining a back-up library of all software media, both on and off site.  Establishing a library means creating a backup for the last and most current revision of key media, such as operating systems, utilities, diagnostics, and major applications.  Included is the requirement to provide the software media for the backup library.  Contractor shall also provide physical protection for said media in accordance with the local security and classified material handling procedures

7. [bookmark: _Toc277158620][bookmark: _Toc277158981][bookmark: _Toc277159114][bookmark: _Toc277159247][bookmark: _Toc277159381][bookmark: _Toc277159745][bookmark: _Toc277159879][bookmark: _Toc277160013][bookmark: _Toc277160147][bookmark: _Toc277160536][bookmark: _Toc277160670][bookmark: _Toc277160804][bookmark: _Toc277158621][bookmark: _Toc277158982][bookmark: _Toc277159115][bookmark: _Toc277159248][bookmark: _Toc277159382][bookmark: _Toc277159746][bookmark: _Toc277159880][bookmark: _Toc277160014][bookmark: _Toc277160148][bookmark: _Toc277160537][bookmark: _Toc277160671][bookmark: _Toc277160805][bookmark: _Toc277160806] POST DEPLOYMENT SOFTWARE SUPPORT (PDSS) 
[bookmark: _Toc277160807]7.1  General
The intent of PDSS is to incorporate, test, integrate and document a yearly version release for changes to all to simulation software that are supported within and integrated to the CACCTUS program.  The contractor shall retain the knowledge base to support such PDSS support shall include any fixes as identified in software trouble reports and support of any integrated developmental changes. (Support of the current baseline plus new development).  Unless the trouble report is deemed catastrophic, all fixes shall be tested, integrated and documented in the yearly version release.  Historically PDSS support has been between 6 and 8 full time equivalents (FTE).
[bookmark: _Toc277160808][bookmark: _Hlt432491608][bookmark: _Toc260036304][bookmark: _Toc267384000][bookmark: _Toc277160809][bookmark: _Toc359732305][bookmark: _Toc430160952]7.2  Staff Trainer Tasks
The contractor shall develop, integrate, deliver, install, and test the training systems described below IAW this SOW and system Performance Specification.    
[bookmark: _Toc179012524][bookmark: _Toc179012525][bookmark: _Toc179012527][bookmark: _Toc179012528][bookmark: _Toc179012529][bookmark: _Toc179012530][bookmark: _Toc179012531][bookmark: _Toc179012532][bookmark: _Toc179012533][bookmark: _Toc179012537][bookmark: _Toc179012541][bookmark: _Toc179012542][bookmark: _Toc179012543][bookmark: _Toc277160810][bookmark: _Toc241048857][bookmark: _Toc246925697]7.3  Version Release and Technology Refresh
[bookmark: _Ref256668721]The contractor shall prepare version release media in such a fashion that a 3rd party will provide the installation/update.  Contractor shall be available to assist site installation during that period.  Contractor shall plan a minimum of one yearly release which will incorporate both PDSS support and new development. The contractor shall provide critical patches as needed and determined by the Government.
[bookmark: _Toc277160811]7.3.1  Scheduled technology refresh
Commercial Off the Shelf (COTS) equipment have schedule refresh at each location within this SOW.  Contractor shall provide the installation team to remove existing hardware, install new Government purchased hardware, test, and insure full operational condition of the training system. The Government will consult with the contractor for hardware recommendations prior to purchase.  During the installation process, contractor shall purchase as necessary any required equipment to support the operational condition of the trainer. Current refresh schedule:
	Calendar year 2011 – 29 Palms, CA
	Calendar year 2012- Camp Lejeune, NC.
	Calendar year 2014 – Camp Pendleton, MCB Hawaii, Kaneohe Bay, Hi
	Calendar year 2015 -  Okinawa, Japan.
[bookmark: _Toc267384008][bookmark: _Toc277160812]7.4  Integration of CACCTUS Trainer systems
The contractor shall install all hardware, software, and commercial software required for the integration as specified in the contract.  The contractor shall be responsible for obtaining any non-GFI technical data and/or proprietary data required to support this effort.
[bookmark: _Toc277160813]7.4.1  Integration of Command, Control, Communications, Computing & Intelligence (C4I)
The contractor shall ensure that USMC C4I systems are integrated with user prioritized message threads that have URNs exclusively used by the CACCTUS C4I components. The contractor shall ensure that designated C4I messages correctly stimulate the appropriate CACCTUS component(s). The contractor shall ensure that designated CACCTUS components are correctly stimulated by the appropriate C4I messages. Within the C4I development; formal assessments, integration and manipulation of the OneSAF provided C2 Adapter is mandatory to continue facilitating the simulation to operational C4I interoperability. Designated and prioritized USMC C4I systems for testing and integration will be provided by Government. 
[bookmark: _Toc277160814]7.5  Scenario Exercises
The contractor shall provide support by which existing custom scenarios created by the user battalions for CACCTUS training can be ported or recreated in the new simulation system. Methods for ingestion of tactical data include the C2PC Planning Injector and/or through the Master Control Station (MCS) capability within the OneSAF constructive simulation system
[bookmark: _Toc259688882][bookmark: _Toc259688883][bookmark: _Toc258566509][bookmark: _Toc260036313][bookmark: _Toc267384010][bookmark: _Toc277160815][bookmark: _Ref236710801]7.6  Facility Design Review Meetings, Site Surveys and Trainer Facilities Reports (TFR)
During the upgrade cycle, the contractor shall review the Government provided facility design drawings for compatibility with the device requirements.  The contractor shall provide these design comments back to the government and then attend the design review meetings with a Government facility representative.  The contractor shall document the trainer facility requirements in the Trainer Facilities Report (TFR)   IAW CDRL 
[bookmark: _Ref256668828][bookmark: _Toc260036314][bookmark: _Toc267384011][bookmark: _Toc277160816]7.7  New Equipment Training (NET)
During the upgrade/refresh cycle and when new hardware is integrated into the system, the contractor shall provide a New Equipment Training (NET) course at the respective CACCTUS CAST facility site installation during the final week of planned systems integration and the Government has signed the training devices unconditional DD250.
[bookmark: _Toc248053587][bookmark: _Toc248134331][bookmark: _Ref252184185][bookmark: _Toc252201625][bookmark: _Ref254682724][bookmark: _Ref255221263][bookmark: _Ref256668870][bookmark: _Toc260036315][bookmark: _Toc267384012][bookmark: _Toc277160817]7.8  Instructor/Operator (I/O) Training
[bookmark: _Toc252201626]During the version release/ upgrade and/or refresh cycle, the contractor shall prepare and instruct an I/O course to include classroom and practical application focusing on the instructional system.  In addition, the I/O course shall include training of the following: operations and/or procedures:  power-up/down of the trainer, daily readiness, diagnostics, instructor/operator duties, and I/O evaluations of training.  The contractor shall develop, not to exceed 5 pages, an instructional job aide that will assist the I/O to work with the Unit Commanders in building the training curriculum linking training device capabilities to Training & Readiness (T&R) Events, utilizing the contractor developed scenarios and Requirements Traceability Verification Matrix (RTVM). The contractor shall use the USMC Systems Approach to Training (SAT) manual. The course shall be no more than 40 hours in length and shall contain no more than 10 students.
[bookmark: _Toc277160818]7.9  Train the Trainer (T3)
The I/O course shall include classroom and practical application focusing Train-the-Trainer (T3) techniques in order to train Marines and support contractors to become Instructor/Operators utilizing contractor developed T3 course materials in conjunction with the I/O Training materials. 
[bookmark: _Ref255221380][bookmark: _Toc260036317][bookmark: _Toc267384014][bookmark: _Toc277160819]7.10  Technical Documentation
[bookmark: _Ref234294529]The contractor shall update and/or produce the following technical documents IAW the corresponding CDRL as needed:

· Trainer Software Requirements Specification (SRS) - CDRL A007- DI- IPSC-81433
· Trainer Computer Software Product End Items (CSPEI) - CDRL A009 – DI-MCCR-80700
· Trainer Operation and Maintenance Manuals (O&M) - 
· Trainer Commercial Off-The-Shelf (COTS) Manuals 
[bookmark: _Toc260036318][bookmark: _Toc267384015][bookmark: _Toc277160820][bookmark: _Ref248123934]7.10.1  Verification and Validation of Technical Documentation
The Government will validate all technical documentation manuals.  The Government will utilize the information contained in the technical documentation to verify procedures can be performed in the manner they are written.  The contractor shall conduct verification and document any changes, additions, deficiencies or updates submitted by the Government.  The contractor shall provide a 100% draft copy of the technical document for government’s review prior to validation. The contractor shall incorporate all changes and review comments revealed during this process.
[bookmark: _Toc259688893][bookmark: _Toc260036323][bookmark: _Toc267384022][bookmark: _Toc277160821]7.11  Communications
The contractor shall coordinate, maintain currency and configuration management for the existing Marine Digital Voice (MDV) CACCTUS communication system in order to accurately reflect tactical communication characteristics and to allow for staff & team coordination to include connection to the Combat Operations Center (COC) Capability Sets (CAPSETS) for battalion and regimental staff training support. The contractor shall ensure new NAVAIR created MDV communications developments are integrated into CACCTUS systems capabilities to include configuration management and the coordination of systems of systems testing. 
[bookmark: _Toc260036324][bookmark: _Toc267384023][bookmark: _Toc277160822]7.12  Simulation System
The contractor shall evaluate, upgrade, modify or replace the existing OneSAF version of simulation software and required computer hardware to support the requirements outlined in this SOW and IAW the latest CACCTUS Performance Specifications.  
[bookmark: _Toc277160823]8.   TERRAIN DATA BASE(S)
As tasked, the contractor shall be responsible for the creation of geo-specific terrains prioritized by the CACCTUS CCB User Community. Terrains shall be in OneSAF Terrain Format (OTF) tied to the latest version of OneSAF, as maintained under PDSS. Additionally terrain database products may be created by either Government sources or commercial contracts. The development contractor shall be responsible for the overall quality and usability of the delivered CACCTUS products. Correlation with the MODUS 3D viewer product shall be factored in to all development activities. Final acceptance will be the responsibility of the Government. 

[bookmark: _Toc277160824]9.   NEW SOFTWARE DEVELOPMENT
[bookmark: _Toc277160825]9.1  General
All new software development will be further defined with individual performance specifications, resulting in a specified deliverable.  The contractor shall provide the labor categories with rates required to support these efforts as defined in this SOW and further developed in additional performance specifications.
[bookmark: _Toc277160826]9.2  Software Development
Software development shall be an integrated part of the system engineering effort. The contractor shall conduct/ensure software development IAW Best Commercial Practices where not stipulated by CDRLS or in others areas of this SOW.  All software shall be developed and documented in accordance with a Software Development Plan (SDP) prepared according to CDRL A005 (DI-IPSC-81427).  Supporting the SDP, will be CDRL A006, the Interface Design Document (DI-IPSC-81436), and CDRL A007, the Software Requirement Specification (DI-IPSC-81433), and further delineated by CDRL A008, the Interface Requirement Specification (DI-IPSC-81434).

[bookmark: _Toc277160827]9.3   After Action Intelligent Reporting System (AAIRS)
As defined, contractor shall research, develop or coordinate AAIRS developments to facilitate and automate the training and after action review processes carried out by instructors at the Marine CAST facilities. The contractor shall apply technologies from the field of Intelligent Tutoring Systems, particularly for the analysis performed for the formulation of explanations of the cause(s) of detected errors.  Additionally, the contractor shall apply language processing technology to detect potential conflicts based on communications; to detect communications errors, and support the preparation of explanations based on analysis of communications. 

[bookmark: _Toc277160828]9.4  Additional planned development
During this contract period, the CDD has included the following high-level requirements.  As the requirements are refined, performance specifications will be developed to support these efforts.  Efforts may be developed independently or as a group.  Contractor shall provide the workforce to support future development to include:
	Aviation flight simulator integration including ISO GCE training
	Ground simulator integration
	Additional C4i: Rover imagery processing
	Better refined AFATDS fires planning capabilities
	Incorporation of unmanned aerial systems for both infantry and Tier II
	On going OneSAF behaviors development
	Regimental COC Staff training capabilities
	Integration of RCT level C4i including TBMCS for aviation combat flight planning
	Integration of immersive infantry-level capability through VBS2
	OneSAF specific Expeditionary Warfare developments
	OneSAF behavior development to support CCIIT
	Development of ultra high res buildings (UHRB) to support USMC training capabilities
	LVC compatibility with training scenarios
	Immersive lower level training
	MEB level staff training with all interoperable components
	Support higher entity counts
	Distributed training capability
	High-fidelity visualization
[bookmark: _Toc176685261]		 
[bookmark: _Toc277160829]10.   Over and Above Effort for Technology Analysis and Technical Support 
The contractor shall provide engineering (including facilities engineering), logistics services, and any other services required that support hardware and software enhancements to the training system.  Engineering and logistics services include efforts such as training, training support,  analysis (i.e. technology, weapon system and tactical equipment modifications, hardware and software modifications), the conduct of special studies, integration, test, prototyping, manufacturing, report findings, and incorporation of enhancements.  These over and above efforts may be exercised only upon receipt and approval of a Government provided Work Directive.
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