


1. [bookmark: _Toc267023482]INTRODUCTION
[bookmark: _Toc267023483]Scope
[bookmark: OLE_LINK8][bookmark: OLE_LINK9]This Statement of Work (SOW) sets forth the work efforts required to address the systems engineering, software engineering, documentation, software integration, testing, and program management tasks required for the delivery of the contractor assigned components required to support the Marine Corps Tactical Service Oriented Architecture (TSOA).  
  
Background
[bookmark: _Toc267023484]TSOA is a collection of software components that comply with the Marine Air Ground Task Force (MAGTF) Command and Control (C2) Software Architecture and when composed for a system, provide C2 and Situational Awareness (SA) capabilities.  The end state when the TSOA is fully fielded is an end-to-end software C2 system that supports the seamless flow of data on the battlefield focusing on C2 platforms as the center of data integration.  This provides the Marines a software architecture that can quickly adapt to the mission in order to ensure an efficient and effective traversing of the Observe, Orient, Decide and Act (OODA) Loop.  An example is the ability to tailor the flow and presentation of data for a commander and his staff to support both their Standard Operating Procedures (SOPs) and decision making heuristics.  The underlying software architecture is scalable and tailorable due to its basis in Software Engineering best practices such as Service Oriented Architecture (SOA).  TSOA entails a truly interoperable Marine Corps C2 capability that is relevant across the full range of military operations from Major Theater War to Policing Actions and Humanitarian Assistance/Disaster Relief (HA/DR) operations.
The MAGTF C2 Systems and Applications (MC2SA) team within Marine Corps Systems Command manages the TSOA efforts.  MC2SA goals for TSOA are to:
· Through collaboration with stakeholders and third party system developers, establish a MAGTF C2 Software Architecture as a precursor for standardizing the C2 software throughout all echelons of the MAGTF with an interactive basis in solution architectures from garrison large server networks to handheld devices providing end-to-end warfighting capabilities.
· Decrease cost and time to fielding of new software based warfighting capabilities by either recomposing TSOA components or orchestration of data through the TSOA in new ways necessary to establish the new capability with little to no software infrastructure development.  The major factors allowing this are both the adoption of Open Architecture Principles and compliance of TSOA components within the MAGTF C2 Software Architecture.
· Incorporate all participants (e.g., Program Management Office (PMO), CEOSS support, FFRDC support, Government labs, Marine Forces, supporting establishment and commercial vendors) into an end-to-end Expeditionary Software Development System (ESDS) defining the Software Development Lifecycle with repeatable, documented processes and a mapping of the acquisition system’s functions to working groups, supporting agencies, government labs, and commercial developers.
· Establish the ESDS output (i.e., TSOA) in the MAGTF through an iterative migration of software based capabilities and supporting functionality found in currently fielded Tactical Data Systems (TDS) to TSOA components (or composure of TSOA components) by adopting, modifying or retiring functions of current Tactical Data Systems (TDSs) effectively evolving the current C2 software baseline (largely unknown, not standardized and undocumented) into the next generation of MAGTF C2 Software that is well understood, documented and standardized throughout the MAGTF.

[bookmark: _Toc229284564][bookmark: _Toc267023485]APPLICABLE DOCUMENTS
All documents of the base contract remain in effect.  The following lists of applicable documents are in addition to those contained in the base contract in support of this SOW.  The most recent revision of the referenced document at the time of SOW award shall be used unless otherwise specified.  In the event of conflict between the applicable documents and this SOW, the SOW shall take precedence.  All second tier and below references cited in mandatory compliance documents shall be considered as guidance only.  Nothing in this document, however, supersedes applicable laws and regulations unless a specific exemption has been obtained.
[bookmark: _Toc267023486]Military Standards and Specifications - Guidance Only.
MIL-STD-1472	Human Engineering
MIL-STD-2525C		Common Warfighting Symbology
	
[bookmark: _Toc267023487]Handbooks – Guidance Only.
MIL-STD-61A	Configuration Management Guidance
MIL-HDBK-29612	Guidance for Acquisition of Training Data Products and Services
MIL-HDBK-881A	Work Breakdown Structures for Defense Material Items
MARCORSYSCOM Technical Review Handbook, Version 1.04, April 2009	

[bookmark: _Toc267023488]Other Government Documents.
[bookmark: _Toc267023489]ASD Memorandum dated 20 Mar 97, Secret and Below Interoperability (SABI)
CJCSI 6212.01E	Interoperability and Supportability of Information Technology and National Security Systems
CJCSI 6510.01E	Information Assurance (IA) and Computer Network Defense (CND)
DODAF 2.0	DoD Architecture Framework 2.0
DoDI 8500.2	IA Implementation
DoDI 8510.01	DoD IA Certification and Accreditation Process (DIACAP)
DoDI 8520.2	Public Key Infrastructure (PKI) and Public Key Enabling (PKE)
DoDI 8552.01	Use of Mobile Code Technologies in DoD Information Systems
SECNAVINST 4440.33	Sponsor-Owned Material, Government-Owned Material, and Plant and Project Stock Management
Systems Engineering Fundamentals, Supplementary Text, prepared by the Defense Acquisition University Press, Fort Belvoir, Virginia 22060-5565, January 2001
TSOA Configuration Management Plan (CMP)
TSOA Software Management Plan (SMP)
TSOA IA Vulnerability Assessment (IAVA) Management Plan
TSOA Engineering Management Plan (EMP)
TSOA Requirements Management Plan

Non-Government Documents.
[bookmark: _Toc267023490]EIA-649	National Consensus Standard for Configuration Management
ANSI/EIA-748A	Earned Value Management System

	(Application for copies of EIA documents should be addressed to Electronic Industries Alliance Corporate Engineering Department, 2500 Wilson Boulevard, Arlington, VA, 22201 or visit www.eia.org.)

IEEE/EIA 12207-2008	Systems and Software Engineering – Software Life Cycle Processes
IEEE 1220-2005	Systems Engineering – Application and Management of the Systems Engineering Process

	(Application for copies of IEEE/EIA 12207 and 1220 should be addressed to the Institute of Electrical and Electronics Engineers, PO Box 1331, 445 Hoes Lane, Piscataway, NJ 08855-1331 or visit www.ieee.org.)

Forms.
DD Form 1692-5, Engineering Change Proposal (Long Form)	

[bookmark: _Toc267023491]Data Item Descriptions.
DI-ADMN-81249A	Conference Agenda
DI-ADMN-81250A	Conference Minutes
DI-ADMN-81373	Presentation Materials
DI-CMAN-80639C	Engineering Change Proposal (ECP)
DI-CMAN-80640C		Request for Deviation (RFD)
DI-CMAN-80642C	Notice of Revision (NOR)
DI-CMAN-80858B	Contractor’s Configuration Management Plan (CMP)
DI-CMAN-81022C		Configuration Audit Summary Report
DI-CMAN-81248A	Interface Control Document (ICD)
DI-CMAN-81253A	Configuration Status Accounting Information
DI-IPSC-81427A	Software Development Plan (SDP)    
DI-IPSC-81428A	Software Installation Plan (SIP)
DI-IPSC-81433A	Software Requirements Specification (SRS)
DI-IPSC-81434A	Interface Requirements Specification (IRS) 
DI-IPSC-81435A	Software Design Description (SDD)
DI-IPSC-81436A	Interface Design Description (IDD)
DI-IPSC-81438A	Software Test Plan (STP)
DI-IPSC-81440A	Software Test Report (STR)
DI-IPSC-81441A	Software Product Specification (SPS)
DI-IPSC-81442A	Software Version Description (SVD)
DI-IPSC-81443A	Software Users Manual (SUM)
DI-MGMT-80227	Contractor’s Progress, Status and Management Report
DI-MGMT-80790	Transition Plan
DI-MGMT-81334C	Contract Work Breakdown Structure (WBS)
DI-MGMT-81453A	Data Accession List (DAL)
DI-MGMT-81468	Contract Funds Status Report (CFSR)
DI-MGMT-81650	Integrated Master Schedule (IMS)
DI-MGMT-81808	Contractor’s Risk Management Plan
DI-MISC-80508B	Technical Report – Study/Services
DI-MISC-80711A	Software Development Kit (SDK)
DI-SESS-81785		System Engineering Management Plan (SEMP)

[bookmark: _Toc267023492]References
System/Subsystem Specification for the Combat Operations Center (COC) Model G AN/TSQ-239(V), M67854-COC-SSS-0001-3.0, 20 November 2009
MCCDC letter 3500 C 10, LETTER OF CLARIFICATION FOR THE MARINE AIR GROUND TASK FORCE COMMAND AND CONTROL COMBAT OPERATIONS CENTER, dated 21 August 2007
Operational Requirements Document for the Combat Operations Center, Change 7, dated 25 May 2005

[bookmark: _Toc267023493]REQUIREMENTS
The contractor shall perform all tasks required and delineated in this SOW to design, develop, integrate software, and prepare all associated documentation in order to produce software release(s).  

[bookmark: _Toc267023494]Management

Program Management
The contractor shall establish and maintain program management practices throughout the period of performance.  Program management practices shall provide visibility into the contractors’ organization and techniques used in managing the program, specifically subcontractor and data management.  Documentation identified in this SOW shall be readily available to Government representative(s) during planned visits.

CDRL A001	DI-MGMT-80227	Contractor’s Progress, Status and Management Report

Subcontractor Management.   
The contractor is responsible for performance of requirements delineated in this SOW and shall institute appropriate management actions relative to subcontractor performance.  Requirements that are contractually specified shall apply to subcontractor performance; however, the contractor shall be accountable for compliance from its subcontractors and is responsible for ensuring all deliverable products comply with the contract requirements. Contractor will ensure subcontractors meet all FAR requirements that are applicable.
CDRL A002	Subcontractor Management Plan


Data Management.
The contractor shall utilize a single, centralized system for management of all data required under this contract.  Specific data management functions shall include schedule for deliverables, maintenance of deliverables, and distribution and delivery of data products.  The contractor shall gain access to the Forge.mil or other Government designated site and use it to upload all software deliverables as specified.  Government use of any data management system shall not require installation of client software on Government computer systems.  The contractor shall ensure all data is centrally available for Government review.  Software shall be provided as described above and via compact disk.  

Risk Management.  
The contractor’s shall develop a Risk Management Plan.  The contractor shall ensure risk management is an integral part of the systems engineering process and the overall program management effort.  Risks shall be presented to the Government Program Office.
CDRL A003		DI-MGMT-81808	Contractor’s Risk Management Plan

Software Development Plan
The contractor shall develop and follow a software development plan for any software modified or developed in support of this task.  The software development plan shall be delivered with the technical proposal.

CDRL A004	DI-IPSC-81427A	Software Development Plan (SDP)

Integrated Master Schedule
The contractor shall update and provide the Integrated Master Schedule (IMS) to reflect the work scope of this SOW.  The IMS shall also include the efforts of all activities, including contractor or supplier and subcontractor and present a current, integrated view of the contract or agreement that is consistent with resource plans, Contract Performance Reports, and other approved documentation.  The contractor shall coordinate milestones with the Project Office and shall provide notification of variances greater than ten (10) work days.  Reporting shall remain consistent with the prime contract and support the government IPT structure.

CDRL A005		DI-MGMT-81650	Integrated Master Schedule (IMS)
    
Contract Work Breakdown Structure  
The contractor shall provide for a Level 3 Contract Work Breakdown Structure (CWBS) and dictionary.  The contractor shall use the CWBS as the framework for planning, budgeting, and reporting program status, cost, and schedule to the Government.  Subcontractor data shall be incorporated into the contractor’s CWBS.  Application of Earned Value Management System (EVMS) to subcontractors is at the discretion of the contractor with the advice of the Administrative Contracting Officer (ACO).

CDRL A006	DI-MGMT-81334C	Contract Work Breakdown Structure (CWBS)

Contractor’s Progress, Status, and Management Report
The Contractor’s Progress, Status and Management Report shall include the following information for the current delivered software baseline:
· Count of open STRs
· Identification of open STRs by origin, type, severity, and criticality
· STRs assigned for correction and targeted software release
· Progress toward correcting STRs assigned for each identified software release
· The count and identity of STRs corrected but not yet included in a formal release for the baseline
· Budgeted Amount of Activity
· Cost to date of Activity
· Remaining Budget
· Summary of Activity

CDRL A001	DI-MGMT-80227	Contractor’s Progress, Status and Management Report

Cost Performance Reports
Although formal Earned Value Management (EVM) is not required on this contract, if the contractor has an internal EVM system, then the contractor shall provide the Government copies of the cost performance and schedule information (in contractor format) used to manage the program.  If the contractor does not have an internal EVM system, then the assessed progress made shall be included in the Progress Status Reportalong with cost data at the same level.  At a minimum, cost data shall identify the following:

· Initial contract price
· Adjusted contract price
· Appropriation (used where two or more appropriation sources are provided)
· WBS element
· Funding authorized to date
· Planned value of work scheduled (if possible)
· Earned value of work performed (if possible)
· Cost of work to date (actual value)
· Forecast of work and funds remaining
· Estimate At Completion

The report shall be provided on a regular basis as agreed upon between the contractor and the Government Program Office, but no less than monthly.  This data may be included as part of the Progress, Status, and Management Report.  The contractor shall make every effort to provide sufficient cost and schedule information to alert the Government of any trends to address problems early in the schedule.

CDRL A007	DI-MGMT-81468	Contract Funds Status Report
Assignment of Responsibility and Authority
The contractor shall identify the organizational elements responsible for the conduct of the activities delineated in this SOW.  Responsibilities shall be assigned and clear lines of authority defined for determining and controlling the resources necessary to satisfy each element of this SOW.   The contractor shall appoint in writing all persons filling key billets.  The contractor shall identify any additional billets they determine are key, and appoint these positions in writing.  The contractor shall notify the Government within ten days of any changes regarding authority, responsibility, or key personnel changes made by the contractor during the period of performance.

Program Manager.  
The contractor shall designate a Program Manager (PM) who shall possess sufficient corporate authority to manage, direct, execute and control all elements of the contract.  The PM shall serve as the primary point of contact between the contractor and the Government, and be responsible for the coordination of all contractor activities related to the contract.  

Systems Engineer.  
The contractor shall designate a Systems Engineer who shall possess sufficient authority to manage, direct, execute and control all engineering elements of the contract.

The following additional billets shall apply for the execution of this SOW:

Team Lead.  
The contractor shall designate a Team Lead who shall oversee all aspects of the SOW.  The team lead shall serve as the primary point of contact between the contractor and the Government, and be responsible for the coordination of all contractor activities related to the contract

Software Development Lead.  
The contractor shall designate a Software Development Lead who shall oversee the software development of the allocated software components.  

Relationships with Government Agencies and Other Contractors.
To effectively carry out the requirements of this contract, the contractor shall establish partnering agreements through Associate Contracting Agreements (ACAs) or Memoranda of Agreement (MOAs) (as appropriate) with other contractors and Government agencies as required.  The program office will assist the contractor where necessary in establishment of these agreements.

Formal Project Reviews, Conferences, and Audits
[bookmark: OLE_LINK1]The contractor shall plan, host, attend, coordinate, support and conduct the formal reviews, conferences, and audits (hereinafter called "reviews").  The reviews shall be conducted at Government and contractor facilities either physically or virtually.  Reviews requiring demonstration and/or examination of equipment shall be conducted at the contractor's facility.  All such reviews shall be included in the program schedule and may be held concurrently with the Government’s approval.  The contractor shall prepare or assist in preparing the agendas and conference presentation materials, and shall provide minutes and reports following each review.  The Government reserves the right to cancel any review or to require any review to be scheduled at critical points during the period of performance.  Action item documentation, assignment of responsibility for completion and due dates shall be determined prior to adjournment of all reviews.  A summary of all action items, responsible parties, and estimated completion dates shall be included with the minutes.

CDRL A010	DI-ADMN-81249A	Conference Agenda
CDRL A011	DI-ADMN-81250A	Conference Minutes
CDRL A012	DI-ADMN-81373	Presentation Materials

Kick-Off Meeting
Within 30 days of award of this SOW, the contractor(s) shall attend a kick-off meeting at a mutually agreed upon location.  The contractor shall be prepared to create all or a portion of the agenda, presentation materials, and meeting minutes for the event.  This meeting will be focused on ensuring that the Government and contractor program managers have a mutual understanding of this SOW’s work scope, schedule and risk, and attain agreement on a plan of action to handle the identified risks.  Technical, Schedule, Cost, Resource, and Management Processes risks identified during this meeting should be reviewed; action risks shall be incorporated into the project risk management planning. 

The contractor shall provide the government with the contractor proposed organizational structure that shall be used to fulfill the requirements of this SOW.  The contractor shall clearly identify the hierarchical organizational structure, identify by name and billet all functional area leads, to include their roles and responsibilities.  The contractor shall identify how the organizational structure shall support the parallel nature of the Government’s incremental software development approach. Lastly, the contractor shall propose how the contractor organizational structure will interact with the Government Integrated Product Teams (IPTs) and Working Groups (WGs) required to fulfill the requirements of this SOW.   

CDRL A010	DI-ADMN-81249A	Conference Agenda
CDRL A011	DI-ADMN-81250A	Conference Minutes
CDRL A012	DI-ADMN-81373	Presentation Materials
CDRL A013					Contractor Organizational Structure

In-Process Review
[bookmark: OLE_LINK2][bookmark: OLE_LINK3]In Process Reviews (IPR) will be held on a quarterly basis or as needed basis, at a date and location mutually agreed upon.  The Government reserves the right to cancel any review or to require any review to be scheduled during the period of performance.  The contractor’s progress, management, technical support services (if any), project level technical performance measures, integrated logistics support, administrative, assurance of compliance with contract requirements, program status, funding, problem identification and resolutions shall be agenda items.  Actual versus expected performance of each area shall be addressed.  The contractor shall prepare the agenda, presentation materials, and meeting minutes for the event.

CDRL A010	DI-ADMN-81249A	Conference Agenda
CDRL A011	DI-ADMN-81250A	Conference Minutes
CDRL A012	DI-ADMN-81373	Presentation Materials

Support to Ground Combat Element C2 Engineering Team and Working Group structure.  
The Ground Combat Element (GCE) C2 Engineering Team within MC2SA manages the engineering development and integration of TSOA.  The contractor shall support TSOA IPTs and related WGs as directed.  The meetings shall be held at times and places mutually agreed to by the government and contractor to include virtual meetings with expected times annotated below. 

· GCE C2 IA IPT (twice a month)
· GCE C2 Test and Evaluation (T&E) IPT (twice a month)
· GCE C2 Software Product WG (weekly)
· GCE C2 Software Process WG (weekly)
· GCE C2 Software Architecture WG (weekly)
· GCE C2 Functional Scope Description (FSD) Development WG (weekly)
· GCE C2 Rapid Response Integration (R2I) WG (weekly)

(NOTE:  It is not anticipated that the contractor participate in other IPTs or WGs.  Attendance at other COC IPTs/WGs will be mutually agreed upon by the contractor and the government.)

[bookmark: _Toc267023495]Systems Engineering
The Contractor shall plan and apply a comprehensive systems engineering approach that integrates all the disciplines and specialty groups into an effective team to provide a quality product that meets the required performance parameters.   Expected events to support this SOW are noted in Appendix B.

System Engineering Management Plan
The Contractor shall plan and apply a systems engineering approach that optimizes total system performance and minimizes total ownership costs.  The systems engineering effort shall address systems engineering activities in the Systems Engineering Management Plan, which describes the program’s overall technical approach, including systems engineering processes, resources, and key technical tasks activities and events along with their Technical Performance Metrics.  These shall be integrated with the program management control efforts, including the IMP, IMS, technical performance measures, and the cost/schedule reporting system.  The Contractor shall provide a System Engineering Management Plan that describes the Contractor’s overall technical approach, including processes, resources, and metrics for achieving the work described in this SOW. 

CDRL A014	DI-MGNT-81024	System Engineering Management Plan (SEMP) 

Technical Reviews

Incremental Software Technical Reviews
The Contractor shall conduct and support design reviews for Increments x and y.  In coordination with the Government program office, these meetings may be called as a stand-alone event, or be incorporated as part of a routine meeting.  At each of the design reviews the contractor shall report the progress and summary status towards meeting the requirements identified in the SOW and assigned Functional Scope Descriptions (FSDs)/Software Design Descriptions (SDDs) for each increment, the status of CDRL development and Technical Performance Measures (TPMs), and the criteria required in the government furnished design review action plan for each review.  The contractor shall either prepare or assist the GCE C2 Engineering Teams and/or WGs in the preparation of the agenda, presentation materials, and meeting minutes for each event, as required.  

[bookmark: _Toc64172477][bookmark: _Toc83617871][bookmark: _Toc83621508][bookmark: _Toc205713197]CDRL A010	DI-ADMN-81249A	Conference Agenda
CDRL A011	DI-ADMN-81250A	Conference Minutes
CDRL A012	DI-ADMN-81373	Presentation Materials

Studies and Analyses
The contractor shall conduct Systems Engineering Studies and Analysis, (Trade Studies), identified in this section.  The contractor shall deliver Scientific and Technical Reports for each of the studies listed below.  Each Scientific or Technical Report shall contain, at a minimum, the background of the issue being evaluated, the technical approach to the study, any initial hypothesis or theories, the technical details of the study, including any modeling, simulation, testing, test result data, quantitative and qualitative measures and data, detailed analysis performed, decision factors, decision weighting, system dependencies, and the final recommendation of the study based on the analytical results.  

CDRL A015	DI-MISC-80508B	Technical Report – Study/Services

Non-developmental Item Analyses
A Non-Developmental Item (NDI) is defined as any software or hardware item made available for general sale by any vendor, which accomplishes a function required in the execution or support of the capabilities.  The contractor shall, to the maximum extent practicable, utilize NDI technology to satisfy the requirements of this SOW.   In addition to traditional analysis/trade-off criteria, the analysis, for NDI software, shall consider the availability of government enterprise licenses, DADMS compliance and information assurance impact.  In addition to a technical report delivery, the results of this analysis shall be presented at each incremental Design Review.  If the analysis is not appropriate or does not apply to the specific increment, the contractor shall notify the Government of this fact, in writing.

CDRL A015	DI-MISC-80508B	Technical Report – Study/Services

COTS Software Licenses
The contractor shall review the COTS software licenses required by software developed for TSOA.  The contractor shall provide cost reduction recommendations that leverage USMC, Navy, or DOD enterprise licenses.  The contractor shall coordinate with the government prior to the purchase of any new COTS software licenses.  

The contractor shall identify copyrighted material, if any, and shall obtain written approval of the copyright owner.  The contractor shall furnish appropriate copyright release giving the Government permission to reproduce and use copyrighted information.  The contractor shall be responsible for obtaining any copyright releases necessary for other vendor products and information, and providing the copyright release to the Government.

In addition to a technical report delivery, the results of this analysis shall be presented at each incremental Design Review.  If analysis is not appropriate or does not apply to the specific increment, the contractor shall notify the Government of this fact, in writing.

CDRL A015	DI-MISC-80508B	Technical Report – Study/Services

[bookmark: _Toc83617873][bookmark: _Toc83621510][bookmark: _Toc205713199]Systems Engineering and Integration Support
The contractor shall provide systems engineering and integration support for all contractor-owned design and development activities performed under this SOW.  As part of the Systems Engineering effort, the contractor shall provide Human Centered Design support for contractor-owned design and development activities to fully integrate users into system concepts, visualization, and user interface design.

Human Systems Integration.  
The contractor shall apply effective Human Systems Integration (HSI) principles during development and maintenance of TSOA software.  Human factors design requirements shall be established to develop effective man-machine interfaces and preclude system characteristics that require extensive cognitive, physical, or sensory skills, or complex manpower or training intensive tasks or result in frequent or critical errors.  The contractor shall ensure human factors engineering requirements have been incorporated into the layout, design, and arrangement of equipment having an operator or maintainer interface.  The contractor shall also integrate HSI principles into their systems safety program.  The Systems Engineering Management Plan shall describe the contractor’s approach to applying HSI principles.  

[bookmark: _Toc267023496]Software Engineering
There are two development methodologies in TSOA. The first is referred to as the traditional software engineering. This follows the common pattern of incremental software development.  The second methodology is agile software development.  The agile software engineering methodology is a pilot program for TSOA Increment 3 for use in the development of user facing applications/services, and will be applied to future increments.
Agile software development places an emphasis upon close collaboration between the programmer team and business experts (i. e.  Subject Matter Expertise); face-to-face communication (temporally and spatially close), tight, self-organizing teams, and ways to craft the code and the team such that the inevitable requirements churn was not a crisis.

Open Systems Design
The contractor shall utilize a modular, open source (where possible) for software development.  The goal of the TSOA is to avoid runtime COTs licenses, or utilize enterprise licensing mechanisms. The contractor shall use an open systems approach as the preferred design strategy to: (1) choose open source supported specifications and standards for selected system interfaces (external, internal, functional and physical), products, practices, and tools; and (2) build open system architectures as the primary foundation in developing the proposed system and its elements.  Open systems is a system design philosophy that uses widely-accepted, industry-approved interface standards that will allow technological upgrades in system components to be easily inserted in the future.  The contractor shall identify the means for ensuring conformance to open systems standards and profiles throughout the development process.  The contractor shall provide evidence that the process being used to manage the open systems approach supports portability, interoperability, technology insertion, vendor independence, reusability, scalability, and commercial product based maintainability.
The Contractor shall describe tradeoffs performed under this SOW, particularly any that potentially compromise the modular and open nature of the system.  The contractor shall describe its rationale for the modularization choices made to generate the design.  The contractor’s design approach shall produce a system that consists of hierarchical collections of software and hardware configuration items (components).  These components shall be of a size that supports competitive acquisition as well as reuse.  The contractor’s design approach shall emphasize the selection of components that are available commercially or within the DoD, to avoid the need to redevelop products that already exist and that can be re-used.  

Source Code and Executable Software.  
The contractor shall provide all applicable software source code and associated executable software developed in support of this contract.  When additional software is necessary, the contractor shall attempt to use Commercial Off the Shelf or open source software when feasible, while complying with DOD security and software requirements.  Proprietary solutions should be avoided, and require written approval from the contracting officer before implementation.

CDRL A016		Software Delivery

Distributed Development Environment
The contractor shall participate in the Government specified distributed development environment (e.g. forge.mil).

Government Software Baseline Configuration Control Board (CCB)
The contractor shall participate in the Government defined CCB process for integration of software changes into the software baseline, if required.

Trouble Report (TR) Process, Resolution and Reporting
The contractor shall provide fixes for all Priority 1 and 2 TRs identified during all test events. Priority 3, 4, and 5 TRs that have been prioritized and approved jointly by the Government and the contractor shall also be fixed.  The contractor shall deliver weekly TR reports starting two weeks prior to the first contractor test event (i.e., Software CI Requirements Testing or Software Qualification).

Increment software development
The contractor shall develop and deliver software that meets the requirements and derived requirements specified in the Government developed FSDs and associated Software Design Description (SDD), as well as other requirements allocated to that increment, for each software increment. The TSOA CCB retains authority for any and all changes to requirements once specified and agreed to in the FSDs.  The following list represents the contractor allocated FSDs for development.
· TBD

Component Level Software Design Documentation
The contractor shall deliver a Component Level Software Design Description (SDD) for each contractor allocated computer software configuration item (CSCI) for each increment.  The SDD will address the system-level software requirements and derived requirements in the FSDs.  The SDD will provide the component level software requirements as an appendix to the SDD.  The SDD shall trace the developmental software CIs and the decomposed component level software required shall be traced into the SDD.  Any additional assumptions that are required for software development shall also be documented in the SDD.  All component level interface information shall also be documented in the component level SDD.

CDRL A017	DI-IPSC-81435A	Software Design Description (SDD) 

Software Development Kit (SDK)
The contractors shall develop the kit necessary to support software development for the government provided TSOA baseline.  The SDK design shall support 3rd party (non-contractor) development, integration and deployment of services, extensions and capability modules where appropriate.  The contractor shall develop and deliver the associated SDK to include software, data elements and code samples to support 3rd party development and integration with the TSOA.

CDRL A018	DI-MISC-80711A	Software Development Kit (SDK)

Software Integration.
The contractor shall integrate and document the integration of the contractor developed component software into the government provided software baseline.  The contractor developed software shall be virtualized to the extent possible (i.e.  it must be a part of an existing Virtual Machine (VM) or exist as a separate VM).  The documentation shall include how the contractor developed software is integrated into the government baseline. 

CDRL A017	DI-IPSC-81435A	Software Design Description (SDD) 

Software Delivery
All software developed or modified under the work scope of this SOW shall be delivered as source code and executable code, and virtual machines (when required).  In addition, the following software documents shall be provided:
· Software Product Specification (SPS)

In addition to the software specific information, the contractor will also provide the following for each software increment:
· Recommended page changes to the TSOA SADD
· Recommended page changes to TSOA Software User Manual (SUM)
· [bookmark: _Toc248049801][bookmark: _Toc248052739][bookmark: _Toc248216886][bookmark: _Toc248049802][bookmark: _Toc248052740][bookmark: _Toc248216887][bookmark: _Toc267023497]Recommended page changes to TSOA Software Administrative Manual (SAM) 

CDRL A016		Software Delivery
CDRL A019	DI-IPSC-81441A	Software Product Specification (SPS) 
CDRL A020		Software Architecture Design Document (SADD) Recommendation
CDRL A021	DI-IPSC-81443A	Software Users Manual (SUM) Recommendation 
CDRL A022		Software Adminstrative Manual (SAM) Recommendation 

  Agile Software Engineering
The contractor shall develop and deliver software that meets the requirements and derived requirements specified in the Government developed FSDs and associated SDD.  The TSOA CCB retains authority for any and all changes to requirements once specified and agreed to in the FSDs.  

There will be an IPR held to kick off the agile software development effort for an FSD.  In addition, within each sprint there will be a weekly director’s meeting (tentatively Thursday)  

Agile Software Development
The following list represents the contractor allocated FSDs for review/update.
· TBD

As a part of the agile software engineering process, the FSDs will be developed into the Product Backlog Items (PBI) within the product backlog.


Agile Software Design Documentation
The contractor shall deliver an SDD for software developed via agile methodology.  The SDD will address the system-level software requirements and derived requirements in the FSDs.  The SDD will provide the component level software requirements as an appendix to the SDD.  The SDD shall trace the developmental software CIs and the decomposed component level software required shall be traced into the SDD.  Any additional assumptions that are required for software development shall also be documented in the SDD.  (Note:  The SDD will be discussed during each sprint at the director’s meeting at least once during the sprint.)

CDRL A017	DI-IPSC-81435A	Software Design Description (SDD) 

Software Integration.
The contractor shall integrate and document the integration of the contractor developed component software.  The contractor developed software shall be virtualized to the extent possible (i.e.  it must be a part of an existing VM or exist as a separate VM.  The documentation shall include how the contractor developed software is integrated into the government baseline. 

CDRL A017	DI-IPSC-81435A	Software Design Description (SDD) 

Software Delivery
All software developed or modified under the work scope of this SOW shall be delivered as source code and executable code, and virtual machines (when required).  In addition, the following software documents shall be provided:
· Software Product Specification (SPS)

In addition to the software specific information, the contractor will also provide the following for each software increment:
· Recommended page changes to the TSOA SADD
· Recommended page changes to TSOA Software User Manual (SUM)
· Recommended page changes to TSOA Software Administrative Manual (SAM) 

CDRL A016		Software Delivery
CDRL A019	DI-IPSC-81441A	Software Product Specification (SPS) 
CDRL A020		Software Architecture Design Document (SADD) Recommendation
CDRL A021	DI-IPSC-81443A	Software Users Manual (SUM) Recommendation 
CDRL A022		Software Adminstrative Manual (SAM) Recommendation 

Configuration Management

Configuration Management Plan (CMP). 
The contractor shall maintain a configuration management (CM) process for the control of all hardware and software configuration documentation, media and parts representing or comprising the efforts supporting this SOW.  The principles contained in EIA-649 and MIL-HDBK-61A may be used for guidance.  The contractor's CM process shall consist of configuration identification, configuration control, configuration status accounting, and configuration audits.  Consideration for interfacing with other acquisition requirements such as design review, assurance, and other program related disciplines shall be addressed.  The contractor’s CM process shall align with the Government TSOA CMP.
CDRL A023	DI-CMAN-80858B	Contractor’s Configuration Management Plan

Component Baseline Management
The contractor shall be responsible for maintaining the currency and accuracy of the allocated TSOA components to ensure form, fit, function and interface requirements identified in either the Capability Scope Document (CSD), FSD, or SADD.  The contractor shall establish definitive processes, which identify how the component baseline will be managed and maintained as well as the process for transferring component baseline management to the Government.  The Contractor’s CM program shall consist of, at a minimum, CM life cycle management and planning, configuration identification, configuration control, configuration status accounting, configuration verification and audit, and data management.

Configuration Control
The contractor shall implement configuration control methods and procedures, which maintain the integrity and traceability of an established baseline throughout the performance of this SOW.  Changes to established baselines shall only be made after Government approval of Engineering Change Proposals (ECP) and/or Request for Deviation (RFD).

CDRL A024	DI-CMAN-80639C	Engineering Change Proposal (ECP) 
CDRL A025		DI-CMAN-80640C	Request for Deviation (RFD)

Configuration Status Reporting
The Contractor shall submit configuration status accounting report data in a format reviewed and approved by the Government as part of the Contractor’s Progress, Status and Management Report.

CDRL A008	DI-CMAN-81253A	Configuration Status Accounting Information 

Data Accession List
The Contractor shall make the maximum use of existing data, provide maximum multiple use of technical information, and maintain a Data Accession List that identifies all technical documents developed or prepared under this SOW.

CDRL A009	DI-MGMT-81453A	Data Accession List (DAL)

Integrated Data Environment (IDE)
[bookmark: _Toc229284580]The contractor shall provide a capability for the government to access contractor deliverables via a means that ensures access to large files and limit access to government approved personnel.  

[bookmark: _Toc267023499]Testing, Evaluation, Validation and Verification
The contractor shall support the full range of test and evaluation activities required to verify all CSCI requirements in the SDD(s).  The contractor shall conduct all necessary testing to support test performance measures/metrics to include development and integration testing, benchmark testing, scalability testing, acceptance testing, and regression testing.   
Contractor Conducted Testing

Incremental Software Qualification Testing (SwQT)
The contractor shall conduct Software Qualification Testing (SwQT).  The purpose of this testing is to formally verify compliance to all component level software requirements.
The contractor shall deliver Software Qualification Test Procedures for each increment.  The Contractor shall deliver a report containing the results of the Software Qualification Testing.

CDRL A026	DI-IPSC-81438A	SwQT Software Test Plan (STP)
CDRL A027	DI-IPSC-81440A	SwQT Software Test Report (STR) 
The contractor shall hold a Readiness Review for Test at each increment.  The Readiness Review for Test shall be scheduled a minimum of 48 hours prior to the SwQT.  The Readiness Review for Test will be held to ensure that test preparations are complete, and the TSOA components are ready for test.  The contractor shall provide the Government with an agenda, minutes and presentation material.

CDRL A010	DI-ADMN-81249A	Conference Agenda
CDRL A011	DI-ADMN-81250A	Conference Minutes
CDRL A012	DI-ADMN-81373	Presentation Materials

Agile Software Testing
The contractor shall deliver Agile Software Test Procedures as part of a Software Test Plan .  The CDRL will address all phases of testing during the agile development phase.  The specific sprint test procedures can be delivered incrementally prior to each sprint.   The Contractor shall deliver a report containing the results of each sprint’s testing in a single report.

CDRL A028	DI-IPSC-81438A	Agile Software Test Plan (STP)
CDRL A029	DI-IPSC-81440A	Agile Software Test Report (STR) 
The contractor shall conduct a Readiness Review (RR) for Test as a part of each sprint during the appropriate director’s meeting.  The Readiness Review for Test will be held to ensure that test preparations are complete, and the sprint components are ready for test.  The contractor shall provide the Government with the agenda, minutes, and presentation materials as directed. 
	
CDRL A010	DI-ADMN-81249A	Conference Agenda
CDRL A011	DI-ADMN-81250A	Conference Minutes
CDRL A012	DI-ADMN-81373	Presentation Materials
Use of Government Test Facilities
If required by the contractor in the Test Plan, the contractor shall notify the Government of the need for Government test facilities in order to conduct testing.  Government test facilities, such as laboratories, shall be requested well in advance of their need.  

Contractor Support to Government Testing
The Contractor shall support Government conducted test activities as defined below.  

SOA Integration Testing
The Contractor shall support Government conduct of TSOA Integration Testing.  It is anticipated support for this event will be approximately five (5) weeks in duration.  It is anticipated that this test event will occur for each software increment and will occur at SSC-Atlantic.

Government Conducted User Interface Evaluation
The Contractor shall support a Government conducted user evaluation of the TSOA human interface.  It is anticipated that this event will be approximately one (1) week in duration.  It is anticipated that this test event will occur for each software increment and will occur at the Marine Corps Tactical Software Support Activity (MCTSSA).

Security Independent Verification and Validation (IV&V)
The contractor shall consider DoD Information Assurance requirements during the design and development of software.  In addition, the contractor shall support Security Independent Verification and Validation (IV&V) testing conducted by the Government.  For planning purposes, it should be anticipated support for this event will be approximately two (2) weeks in duration at SSC-Atlantic.

Task orders
Task Order Format
This SOW supports multiple task orders for the various TSOA levels and efforts.  There are generally four types of task orders expected under this SOW: 
· Information Technology (IT) support to the PMO (1 year) – 1 year effort task order to provide technical expertise to the program office. This will typically be software architecture support to the IPTs and WGs.
· Presentation Layer (Applications) (various lengths) – a task order characterized by work efforts in direct support of the user providing Rapid Response and Integration (R2I) development or training for quick development of capability needs by modifying existing applications.  
· Software Services (1 year) – a task order characterized focused on development of a software service or combination of related services based on a single or numerous FSDs. The task order period of performance may range from 6 months to longer periods of time, and may include options for transition to follow on increments as necessary.
· Infrastructure (2 – 4 years) – this task order occurs when a major infrastructure change is necessary.  It is characterized by development of the IT software architecture for each platform. This effort is normally designated for Government Laboratories as the lead, and the PMO may compete a task order for all or a portion of the effort. 

Task Orders
Task orders will be competed after award.

[bookmark: _Toc64172484][bookmark: _Toc83617878][bookmark: _Toc83621515][bookmark: _Toc205713208][bookmark: _Toc267023500]PLACE of PERFORMANCE
The primary place of performance will be at the contractor’s location to execute the tasks identified in this SOW.  The contractor shall plan on limited travel, (as directed or approved by the government), to the following locations:

· MARCORSYSCOM, Quantico, VA 
· SPAWAR System Center - Atlantic, (SSC-Atlantic), Charleston, SC 
· Camp Lejeune, NC 
· Camp Pendleton, CA 
· [bookmark: _Toc205713209]Other government designated sites as required to support the tasks in this SOW. 
ORdering Period
The period of performance for this SOW covers eight TSOA increments, continuous Rapid Response and Integration (R2I) support, and development and insertion of applications within the Marine Corps Software Resource Center (MCSRC).  The ordering period for the prime contract will be one base year plus three option years, starting from the date of award.  The ordering period for each task order will vary depending on the complexity of the task.
[bookmark: _Toc205713211][bookmark: _Toc267023503]INSPECTIONS AND ACCEPTANCE
Final inspection will be at SSC-Atlantic, Charleston, SC.  Successful completion of the SwQT, agile software testing, software source code delivery to Forge.mil (with Government approved software changes), and successful completion of the TSOA integration test shall constitute final acceptance for this SOW.
1. [bookmark: _Toc258944256]	Government Furnished Property.
Government Furnished Equipment.  
The contractor will identify any Government Furnished Equipment (GFE) necessary for the execution of this contract as part of the technical proposal.  Upon award, the program office will notify the contractor of the availability of GFE.  Additional items will be provided to the contractor upon receipt of contractor's written request to the Marine Corps Systems Command program office.  The contractor will include a required delivery date for any requested GFE for planning purposes.  Proposals shall list required delivery date of Government Furnished Property (GFP) to meet proposed delivery schedules.  The contractor shall provide for accountability, security and storage for the GFP provided.  The contractor shall inspect and inventory all GFP received and identify and report any discrepancies/deficiencies to include associated costs (materials, labor and test (if applicable)) for repair of the GFP to like new conditions.  Upon approval by the Government, the contractor shall conduct the necessary repair actions.  The program office will forward an accountability agreement to the contractor for signature on an annual basis.  The Government will provide the Service Oriented Infrastructure (SOI) software applicable for each component to be developed.

CDRL A030	DI-MGMT-80389B	Receipt of Government Materiel Report

Government Furnished Information.  
The contractor will identify any Government Furnished Information (GFI) necessary for the execution of this contract as part of the technical proposal.  Upon award, the program office will furnish the GFI identified.  Additional GFI will be provided to the contractor upon written request from the contractor to the Marine Corps Systems Command program office.  The contractor shall notify the Government of any deficiencies in the GFI received.

CDRL A031	DI-MGMT-80596	Government Furnished Information Deficiency Report
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