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THE SECRETARY OF THE NAVY 
WASHINGTON DC 20350-1000 

september 13, 2010 

MEMORANDUM FOR DISTRIBUTION 

SUBJECT: Department of the Navy (DON) Policy on Emergency Calls Originating from 
DON-Operated Installations 

Reference: (a) DoD Instruction 6055.06, DoD Fire and Emergency Services (F&ES) 
Program, of 21 Dec 2006 

(b) DoD Instruction 6055.17, DoD Installation Emergency Management 
(lEM) Program, of 13 Jan 2009 

(c) Federal Communications Commission (FCC) Order, 00-327, 
Implementation of911 Act, of29 Aug 2000 

(d) FCC Order 07-166, Wireless E911 Location Accuracy Requirements, of 
20 Nov 2007 

(e) FCC Order 05-116, E911 Requirements for IP-Enabled Service 
Providers, of 3 Jun 2005 

(f) Title IV, Americans with Disabilities Act of 1990 
(g) Title 45 CFR Part 160 and Part 164, Subparts A and E, comprising 

the Health Insurance Portability and Accountability Act (HIP AA) 
"Privacy Rule" 

(h) 5 U.S.C. 552a, "Privacy Act" 
(i) DoD Directive 8000.1, Management of the Department of Defense 

Information Enterprise, of 10 Feb 2009 

Purpose. In accordance with references (a) and (b), all Department of the Navy 
(DON) installations have developed emergency management programs to coordinate 
response to and mitigate incidents that threaten life and property on DON property. This 
policy amplifies the above referenced guidance by addressing the receipt and processing 
of emergency calls placed from DON installations and directing actions to attain a robust 
emergency call management capability. 

Applicability and Scope. This policy applies to all DON-operated property 
including bases, installations, facilities, garrisons and barracks, collectively referred to 
herein as "installations," throughout the Continental United States (CONUS) and Outside 
the Continental United States (OCONUS). 

Background. A comprehensive emergency management services program, 
including Public Safety Answering Points (PSAPs) or emergency communications/ 
dispatch centers, is a critical component of the DON's Anti-terrorism ( AT) and Force 
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Protection (FP) capability. As first responders are primarily made aware of 
incidents through the placing of emergency telephone calls, the proper receipt and 
processing of those calls will enable quicker and more effective response. 

Consistent with reference (b), implementing a solution for the Department of the 
Navy consistent with national, state and local guidance and standards will ensure a robust 
capability that supports interoperability and mutual aid operations with state and local 
first responders. 

Within the United States and its territories, the Federal Communications 
Commission (FCC) provides the overarching guidance for providing emergency call 
services as directed by the 911 Act. State and local governments, professional 
associations, non-governmental organizations and industry have defined standards for 
meeting the FCC requirements and identified best practices in implementing solutions. 
Similar efforts exist in many locations OCONUS. 

DON Policy on Emergency Calls and Emergency Response 

a. General. It is the policy of the Department of the Navy that all Sailors, 
Marines, tenants and other personnel on DON installations have access to an effective 
telephone emergency system for communicating with trained emergency call 
taking/dispatch and response personnel when a situation exists that threatens life or 
property, or to report suspicious activity. 

b. Universal Emergency Telephone Number. "911" shall be implemented within 
the United States and its Possessions (US&P) as the universal emergency telephone 
number consistent with reference (c). Installations located outside the US&P that are 
unable to implement 911 shall adopt the emergency number(s) consistent with the host 
nation's law or standard practice. 

c. Routing. All emergency calls originating from an installation shall be routed to 
a PSAP or an emergency communications center/dispatch center which is operational 24 
hours a day, 7 days a week, 365 days a year and meets the training and staffing 
requirements specified in enclosure (8) of reference (a). This requirement may be met 
through either a DON-owned and operated center, a local government capability, or a 
combination of the two based upon Installation Commanders response capability. 

d. DON-operated PSAPs or communications/dispatch centers within US&P. 
PSAPs or emergency communications/dispatch centers operated by DON components 
within US&P shall adhere to the following requirements for processing emergency calls: 
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(1) Enhanced 911. Both the originating telephone number (Automated 
Number Identification) as well as the originating location (Automated Location 
Identification) of the caller shall be automatically forwarded to the PSAP or emergency 
communications/dispatch center and displayed to the call taker. 

(2) Wireless. Consistent with reference (d), PSAPs or emergency 
communications/dispatch centers shall be capable of automatically receiving and 
processing Phase II location information, i.e., latitude and longitude coordinates, for 
wireless (cellular) emergency calls where that capability is supported by the commercial 
provider(s). 

(3) Voice over Internet Protocol (VoIP) support. PSAPs or emergency 
communications/dispatch centers shall ensure that emergency calls from VoIP 
instruments provide call location information in accordance with reference (e), unless 
such calls are received at a civilian community PSAP and forwarded to the installation. 

(4) Telecommunications Service Priority (TSP). PSAPS and emergency 
communications/dispatch centers shall register all essential telecommunications lines or 
circuits provided by commercial service providers with the provider's TSP program. 

(5) Recording. All PSAPS and emergency communications/dispatch centers 
shall have the capability to record both incoming and outgoing emergency 
communications. Storage and availability of information shall be in compliance with 
established privacy policies and the Health Insurance Portability and Accountability Act 
(HIP AA) Privacy Rules defined in reference (g) and 5 USC 552a, the "Privacy Act," 
reference (h). Emergency communications records may be destroyed after one year 
except for those related to an Incident of Significance, i.e., pending claims or litigation, 
by the Regional Emergency Manager or designee. 

(6) Standards-based. Consistent with reference (b), the Department of the 
Navy capability shall take advantage of defined standards and best practices. These are 
published by the Public Safety and Homeland Security Bureau of the FCC 
(http://www.fcc.gov/pshsD, and the Department of Homeland Security 
(http://www.dhs.gov/xprepresp/) as well as by professional associations such as the 
National Fire Protection Association (http://www.nfpa.org) and the National Emergency 
Number Association (NENA) (http://www.nena.orgD. 

(7) Commercial off-the-shelf (COTS) solutions. The DON PSAPs or 
emergency communications/dispatch centers shall utilize COTS 911 and enhanced 911 
systems to the maximum extent practical, consistent with reference (i). 
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(8) Americans with Disabilities Act (ADA) Compliance. Consistent with 
reference (t), DON PSAPS or emergency communications/dispatch centers shall support 
Text Telephone (TTY) and Telecommunication Device for the Deaf (TDD) devices and 
services providing access to emergency services to individuals with speech or hearing 
impediments to include Internet Relay Services for the deaf and hard of hearing 
population. 

(9) Education. Each DON installation shall develop information and 
instructional material to educate the population on placing emergency calls, including, if 
relevant, the need to provide location information. 

e. Deviations and Waivers 

(I) This policy defines a key component of the DaN's Force Protection 
capability and deviations must be held to a minimal level. Requests for waivers from this 
policy or parts thereof will be critically reviewed against any increased risk. 

Actions 

a. The Chief ofNaval Operations and the Commandant of the Marine Corps shall: 

(1) Within 60 days, and quarterly thereafter, report to the Department of the 
Navy Chief Information Officer (DON CIa) the status, e.g., full, partial, or none, of all 
PSAPs and emergency communications/dispatch centers under their cognizance 
regarding compliance with this policy. 

(2) Within 90 days deliver to DON CIa a technical solution or options for 
implementing this policy. 

(3) Within 120 days deliver to the DON CIa a Plan of Action and Milestones 
(POA&M) for bringing all non-compliant installations into full compliance. 

b. The DON CIa shall: 

(1) Provide quarterly updates to the Secretary of the Navy on compliance with 
this policy. 

(2) Develop a deviation and waiver process that is consistent with Section 6.16 
in reference (a), "Deviation from Minimum Requirements." 
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Effective Date. This policy is effective immediately. 

The DON point of contact regarding this policy is Captain Stephanie Whyte, USN, 
who can be reached at Stephanie.whyte@navy.mil. 

Distribution: 
ASN(RD&A) 
ASN (M&RA) 
ASN(FM&C) 
ASN (EI&E) 
GC 
CMC (ACMC, ARI, M&RA, I, I&L, PP&O, C4, P&R) 
CNO (DNS, N09l, N093, N095, N097, N099 (NGEN SPO), Nl, N21N6, N3/5, N4, NS) 
DON/AA 
DUSN (PPOI) 
DUSN(BO&T) 
NAVIG 
JAG 
OLA 
CHINFO 
AUDGEN 
CNR 
DONCIO 
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