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166

6. REQUISITION/PURCHASE NO.

N00024-12-NR-41095

5. DATE ISSUED

4. TYPE OF SOLICITATION

SEALED BID (IFB)

NEGOTIATED (RFP)

[    ]

[ X ]

3. SOLICITATION NO.

N00024-13-R-5103


Section B - Supplies or Services and Prices
	ITEM NO
	SUPPLIES/SERVICES
	QUANTITY
	UNIT
	UNIT PRICE
	AMOUNT

	0001
	
	1
	Lot
	
	

	
	Advanced Capability Build 16 (ACB 16)

 CPIF

Development, Integration, Test and Delivery of ACB 16 with Technology Insertion (TI) 12 

(See Notes A, C)

FOB: Origin

PURCHASE REQUEST NUMBER: N00024-12-NR-41095


	

	
	
TARGET COST
	

	
	
TARGET FEE
	

	
	
TOTAL TGT COST + FEE
	

	
	
MINIMUM FEE
	

	
	
MAXIMUM FEE
	

	
	
SHARE RATIO ABOVE TARGET
	

	
	
SHARE RATIO BELOW TARGET
	

	
	
	


	ITEM NO
	
	
	
	
	

	0002
	
	
	
	
	

	
	ACB-16 Integration with TI-16


	


	ITEM NO
	SUPPLIES/SERVICES
	QUANTITY
	UNIT
	UNIT PRICE
	AMOUNT

	0002AA
	
	30,660
	Man Hours
	
	

	
	ACB-16 Integration with TI-16

 CPIF

Development, Integration, and Test of ACB-16 on the TI-16 Hardware 

(See Notes A, C, D)

FOB: Origin

PURCHASE REQUEST NUMBER: N00024-12-NR-41095


	

	
	
TARGET COST
	

	
	
TARGET FEE
	

	
	
TOTAL TGT COST + FEE
	

	
	
MINIMUM FEE
	

	
	
MAXIMUM FEE
	

	
	
SHARE RATIO ABOVE TARGET
	

	
	
SHARE RATIO BELOW TARGET
	

	
	
	


	ITEM NO
	SUPPLIES/SERVICES
	QUANTITY
	UNIT
	UNIT PRICE
	AMOUNT

	0002BA
	
	42,600
	Man Hours
	
	

	OPTION
	ACB-16 Integration with TI-16

 CPIF

Development, Integration, and Test of ACB-16 on the TI-16 Hardware 

(See Notes A, B, C, D)

FOB: Origin


	

	
	
TARGET COST
	

	
	
TARGET FEE
	

	
	
TOTAL TGT COST + FEE
	

	
	
MINIMUM FEE
	

	
	
MAXIMUM FEE
	

	
	
SHARE RATIO ABOVE TARGET
	

	
	
SHARE RATIO BELOW TARGET
	

	
	
	


	ITEM NO
	SUPPLIES/SERVICES
	QUANTITY
	UNIT
	UNIT PRICE
	AMOUNT

	0002CA
	
	33,210
	Man Hours
	
	

	OPTION
	ACB-16 Integration with TI-16

 CPIF

Development, Integration, and Test of ACB-16 on the TI-16 Hardware

(See Notes A, B, C, D)

FOB: Inland Carrier, Pt. of Export


	

	
	
TARGET COST
	

	
	
TARGET FEE
	

	
	
TOTAL TGT COST + FEE
	

	
	
MINIMUM FEE
	

	
	
MAXIMUM FEE
	

	
	
SHARE RATIO ABOVE TARGET
	

	
	
SHARE RATIO BELOW TARGET
	

	
	
	


	ITEM NO
	SUPPLIES/SERVICES
	QUANTITY
	UNIT
	UNIT PRICE
	AMOUNT

	0002DA
	
	9,990
	Man Hours
	
	

	OPTION
	ACB-16 Integration with TI 16

 CPIF

Development, Integration, and Test of ACB-16 on the TI-16 Hardware 

(See Notes A, B, C, D)

FOB: Origin


	

	
	
TARGET COST
	

	
	
TARGET FEE
	

	
	
TOTAL TGT COST + FEE
	

	
	
MINIMUM FEE
	

	
	
MAXIMUM FEE
	

	
	
SHARE RATIO ABOVE TARGET
	

	
	
SHARE RATIO BELOW TARGET
	

	
	
	


	ITEM NO
	SUPPLIES/SERVICES
	QUANTITY
	UNIT
	UNIT PRICE
	AMOUNT

	0002EA
	
	6,320
	Man Hours
	
	

	OPTION
	ACB-16 Integration with TI-16

 CPIF

Development, Integration, and Test of ACB-16 on the TI-16 Hardware

(See Notes A, B, C, D)

FOB: Origin


	

	
	
TARGET COST
	

	
	
TARGET FEE
	

	
	
TOTAL TGT COST + FEE
	

	
	
MINIMUM FEE
	

	
	
MAXIMUM FEE
	

	
	
SHARE RATIO ABOVE TARGET
	

	
	
SHARE RATIO BELOW TARGET
	

	
	
	


	ITEM NO
	
	
	
	
	

	0003
	
	
	
	
	

	
	Next ACB and TI


	


	ITEM NO
	SUPPLIES/SERVICES
	QUANTITY
	UNIT
	UNIT PRICE
	AMOUNT

	0003AA
	
	16,180
	Man Hours
	
	

	OPTION
	Next ACB and TI

 CPIF

Development, Integration, Test, and Delivery of Next ACB and TI

(See Notes A, B, C, D)

FOB: Origin


	

	
	
TARGET COST
	

	
	
TARGET FEE
	

	
	
TOTAL TGT COST + FEE
	

	
	
MINIMUM FEE
	

	
	
MAXIMUM FEE
	

	
	
SHARE RATIO ABOVE TARGET
	

	
	
SHARE RATIO BELOW TARGET
	

	
	
	


	ITEM NO
	SUPPLIES/SERVICES
	QUANTITY
	UNIT
	UNIT PRICE
	AMOUNT

	0003BA
	
	16,180
	Man Hours
	
	

	OPTION
	Next ACB and TI

 CPIF

Development, Integration, Test, and Delivery of Next ACB and TI

(See Notes A, B, C, D)

FOB: Origin


	

	
	
TARGET COST
	

	
	
TARGET FEE
	

	
	
TOTAL TGT COST + FEE
	

	
	
MINIMUM FEE
	

	
	
MAXIMUM FEE
	

	
	
SHARE RATIO ABOVE TARGET
	

	
	
SHARE RATIO BELOW TARGET
	

	
	
	


	ITEM NO
	SUPPLIES/SERVICES
	QUANTITY
	UNIT
	UNIT PRICE
	AMOUNT

	0003CA
	
	205,520
	Man Hours
	
	

	OPTION
	Next ACB and TI

 CPIF

Development, Integration, Test, and Delivery of Next ACB and TI

(See Notes A, B, C, D)

FOB: Origin


	

	
	
TARGET COST
	

	
	
TARGET FEE
	

	
	
TOTAL TGT COST + FEE
	

	
	
MINIMUM FEE
	

	
	
MAXIMUM FEE
	

	
	
SHARE RATIO ABOVE TARGET
	

	
	
SHARE RATIO BELOW TARGET
	

	
	
	


	ITEM NO
	SUPPLIES/SERVICES
	QUANTITY
	UNIT
	UNIT PRICE
	AMOUNT

	0003DA
	
	219,800
	Man Hours
	
	

	OPTION
	Next ACB and TI

 CPIF

Development, Integration, Test, and Delivery of Next ACB and TI

(See Notes A, B, C, D)

FOB: Origin


	

	
	
TARGET COST
	

	
	
TARGET FEE
	

	
	
TOTAL TGT COST + FEE
	

	
	
MINIMUM FEE
	

	
	
MAXIMUM FEE
	

	
	
SHARE RATIO ABOVE TARGET
	

	
	
SHARE RATIO BELOW TARGET
	

	
	
	


	ITEM NO
	SUPPLIES/SERVICES
	QUANTITY
	UNIT
	UNIT PRICE
	AMOUNT

	0003EA
	
	234,455
	Man Hours
	
	

	OPTION
	Next ACB and TI

 CPIF

Development, Integration, Test, and Delivery of Next ACB and TI

(See Notes A, B, C, D)

FOB: Origin


	

	
	
TARGET COST
	

	
	
TARGET FEE
	

	
	
TOTAL TGT COST + FEE
	

	
	
MINIMUM FEE
	

	
	
MAXIMUM FEE
	

	
	
SHARE RATIO ABOVE TARGET
	

	
	
SHARE RATIO BELOW TARGET
	

	
	
	


	ITEM NO
	SUPPLIES/SERVICES
	QUANTITY
	UNIT
	UNIT PRICE
	AMOUNT

	0003FA
	
	74,120
	Man Hours
	
	

	OPTION
	Next ACB and TI

 CPIF

Development, Integration, Test, and Delivery of Next ACB and TI

(See Notes A, B, C, D)

FOB: Origin


	

	
	
TARGET COST
	

	
	
TARGET FEE
	

	
	
TOTAL TGT COST + FEE
	

	
	
MINIMUM FEE
	

	
	
MAXIMUM FEE
	

	
	
SHARE RATIO ABOVE TARGET
	

	
	
SHARE RATIO BELOW TARGET
	

	
	
	


	ITEM NO
	SUPPLIES/SERVICES
	QUANTITY
	UNIT
	UNIT PRICE
	AMOUNT

	0003GA
	
	26,420
	Man Hours
	
	

	OPTION
	Next ACB and TI

 CPIF

Development, Integration, Test, and Delivery of Next ACB and TI

(See Notes A, B, C, D)

FOB: Origin


	

	
	
TARGET COST
	

	
	
TARGET FEE
	

	
	
TOTAL TGT COST + FEE
	

	
	
MINIMUM FEE
	

	
	
MAXIMUM FEE
	

	
	
SHARE RATIO ABOVE TARGET
	

	
	
SHARE RATIO BELOW TARGET
	

	
	
	


	ITEM NO
	SUPPLIES/SERVICES
	QUANTITY
	UNIT
	UNIT PRICE
	AMOUNT

	0003HA
	
	110,364
	Man Hours
	
	

	OPTION
	Next ACB and TI

 CPIF

Development, Integration, Test, and Delivery of Next ACB and TI

(See Notes A, B, C, D)

FOB: Origin


	

	
	
TARGET COST
	

	
	
TARGET FEE
	

	
	
TOTAL TGT COST + FEE
	

	
	
MINIMUM FEE
	

	
	
MAXIMUM FEE
	

	
	
SHARE RATIO ABOVE TARGET
	

	
	
SHARE RATIO BELOW TARGET
	

	
	
	


	ITEM NO
	SUPPLIES/SERVICES
	QUANTITY
	UNIT
	UNIT PRICE
	AMOUNT

	0003JA
	
	146,690
	Man Hours
	
	

	OPTION
	Next ACB and TI

 CPIF

Development, Integration, Test, and Delivery of Next ACB and TI

(See Notes A, B, C, D)

FOB: Origin


	

	
	
TARGET COST
	

	
	
TARGET FEE
	

	
	
TOTAL TGT COST + FEE
	

	
	
MINIMUM FEE
	

	
	
MAXIMUM FEE
	

	
	
SHARE RATIO ABOVE TARGET
	

	
	
SHARE RATIO BELOW TARGET
	

	
	
	


	ITEM NO
	SUPPLIES/SERVICES
	QUANTITY
	UNIT
	UNIT PRICE
	AMOUNT

	0003KA
	
	156,470
	Man Hours
	
	

	OPTION
	Next ACB and TI

 CPIF

Development, Integration, Test, and Delivery of Next ACB and TI

(See Notes A, B, C, D)

FOB: Origin


	

	
	
TARGET COST
	

	
	
TARGET FEE
	

	
	
TOTAL TGT COST + FEE
	

	
	
MINIMUM FEE
	

	
	
MAXIMUM FEE
	

	
	
SHARE RATIO ABOVE TARGET
	

	
	
SHARE RATIO BELOW TARGET
	

	
	
	


	ITEM NO
	SUPPLIES/SERVICES

	
	

	0004
	CSEA In-Service Support, Software Production Support, Hardware Obsolescence,  SSDS Core Support,and Studies 

 CPFF



	
	


	ITEM NO
	SUPPLIES/SERVICES
	QUANTITY
	UNIT
	UNIT PRICE
	AMOUNT

	0004AA
	
	9,605
	Man Hours
	
	

	
	CSEA In-Service Support, Software Production Support, Hardware Obsolescence, SSDS Core Support, and Studies 

(See Notes A, C, D)

FOB: Origin

PURCHASE REQUEST NUMBER: N00024-12-NR-41095

 CPFF


	

	
ESTIMATED COST
	

	
FIXED FEE
	

	
TOTAL EST COST + FEE
	

	
	
	


	ITEM NO
	SUPPLIES/SERVICES
	QUANTITY
	UNIT
	UNIT PRICE
	AMOUNT

	0004BA
	
	47,520
	Man Hours
	
	

	OPTION
	CSEA In-Service Support, Software Production Support, Hardware Obsolescence, SSDS Core Support, and Studies 

(See Notes A, B, C, D)

FOB: Origin

 CPFF


	

	
ESTIMATED COST
	

	
FIXED FEE
	

	
TOTAL EST COST + FEE
	

	
	
	


	ITEM NO
	SUPPLIES/SERVICES
	QUANTITY
	UNIT
	UNIT PRICE
	AMOUNT

	0004CA
	
	47,140
	Man Hours
	
	

	OPTION
	CSEA In-Service Support, Software Production Support, Hardware Obsolescence, SSDS Core Support, and Studies 

(See Notes A, B, C, D)

FOB: Origin

 CPFF


	

	
ESTIMATED COST
	

	
FIXED FEE
	

	
TOTAL EST COST + FEE
	

	
	
	


	ITEM NO
	SUPPLIES/SERVICES
	QUANTITY
	UNIT
	UNIT PRICE
	AMOUNT

	0004DA
	
	49,790
	Man Hours
	
	

	OPTION
	CSEA In-Service Support, Software Production Support, Hardware Obsolescence, SSDS Core Support, and Studies 

(See Notes A, B, C, D)

FOB: Origin

 CPFF


	

	
ESTIMATED COST
	

	
FIXED FEE
	

	
TOTAL EST COST + FEE
	

	
	
	


	ITEM NO
	SUPPLIES/SERVICES
	QUANTITY
	UNIT
	UNIT PRICE
	AMOUNT

	0004EA
	
	58,180
	Man Hours
	
	

	OPTION
	CSEA In-Service Support, Software Production Support, Hardware Obsolescence, SSDS Core Support, and Studies 

(See Notes A, B, C, D)

FOB: Origin

 CPFF


	

	
ESTIMATED COST
	

	
FIXED FEE
	

	
TOTAL EST COST + FEE
	

	
	
	


	ITEM NO
	SUPPLIES/SERVICES
	QUANTITY
	UNIT
	UNIT PRICE
	AMOUNT

	0004FA
	
	58,180
	Man Hours
	
	

	OPTION
	CSEA In-Service Support, Software Production Support, Hardware Obsolescence, SSDS Core Support, and Studies 

(See Notes A, B, C, D)

FOB: Origin

 CPFF


	

	
ESTIMATED COST
	

	
FIXED FEE
	

	
TOTAL EST COST + FEE
	

	
	
	


	ITEM NO
	SUPPLIES/SERVICES
	QUANTITY
	UNIT
	UNIT PRICE
	AMOUNT

	0004GA
	
	58,180
	Man Hours
	
	

	OPTION
	CSEA In-Service Support, Software Production Support, Hardware Obsolescence, SSDS Core Support, and Studies 

(See Notes A, B, C, D)

FOB: Origin

 CPFF


	

	
ESTIMATED COST
	

	
FIXED FEE
	

	
TOTAL EST COST + FEE
	

	
	
	


	ITEM NO
	SUPPLIES/SERVICES
	QUANTITY
	UNIT
	UNIT PRICE
	AMOUNT

	0004HA
	
	58,180
	Man Hours
	
	

	OPTION
	CSEA In-Service Support, Software Production Support, Hardware Obsolescence, SSDS Core Support, and Studies 

(See Notes A, B, C, D)

FOB: Origin

 CPFF


	

	
ESTIMATED COST
	

	
FIXED FEE
	

	
TOTAL EST COST + FEE
	

	
	
	


	ITEM NO
	SUPPLIES/SERVICES
	QUANTITY
	UNIT
	UNIT PRICE
	AMOUNT

	0004JA
	
	58,180
	Man Hours
	
	

	OPTION
	CSEA In-Service Support, Software Production Support, Hardware Obsolescence, SSDS Core Support, and Studies 

(See Notes A, B, C, D)

FOB: Origin

 CPFF


	

	
ESTIMATED COST
	

	
FIXED FEE
	

	
TOTAL EST COST + FEE
	

	
	
	


	ITEM NO
	SUPPLIES/SERVICES
	QUANTITY
	UNIT
	UNIT PRICE
	AMOUNT

	0004KA
	
	58,180
	Man Hours
	
	

	OPTION
	CSEA In-Service Support, Software Production Support, Hardware Obsolescence, SSDS Core Support, and Studies 

(See Notes A, B, C, D)

FOB: Origin

 CPFF


	

	
ESTIMATED COST
	

	
FIXED FEE
	

	
TOTAL EST COST + FEE
	

	
	
	


	ITEM NO
	SUPPLIES/SERVICES

	
	

	0005
	Travel, Incidental Materials, and ODCs

Travel and Other Direct Costs (ODCs) in support of CLINs 0001-0004, Incidental Materials in support of CLINs 0002-0004



	
	


	ITEM NO
	SUPPLIES/SERVICES
	QUANTITY
	UNIT
	UNIT PRICE
	AMOUNT

	0005AA
	
	1
	Lot
	
	

	
	Travel, Incidental Materials, and ODCs

 COST

Travel, and ODCs in support of CLINs 0001-0004, Incidental Materials in support of CLINs 0002-0004  

(See Note C)

FOB: Origin

PURCHASE REQUEST NUMBER: N00024-12-NR-41095


	

	
	ESTIMATED COST
	

	
	
	


	ITEM NO
	SUPPLIES/SERVICES
	QUANTITY
	UNIT
	UNIT PRICE
	AMOUNT

	0005BA
	
	1
	Lot
	
	

	OPTION
	Travel, Incidental Materials, and ODCs

 COST

Travel and ODCs in support of CLINs 0001-0004, Incidental Materials in support of CLINs 0002-0004 

(See Notes B, C)

FOB: Origin


	

	
	ESTIMATED COST
	

	
	
	


	ITEM NO
	SUPPLIES/SERVICES
	QUANTITY
	UNIT
	UNIT PRICE
	AMOUNT

	0005CA
	
	1
	Lot
	
	

	OPTION
	Travel, Incidental Materials, and ODCs

 COST

Travel, and ODCs in support of CLINs 0001-0004, Incidental Materials in support of CLINs 0002-0004  

(See Notes B, C)

FOB: Origin


	

	
	ESTIMATED COST
	

	
	
	


	ITEM NO
	SUPPLIES/SERVICES
	QUANTITY
	UNIT
	UNIT PRICE
	AMOUNT

	0005DA
	
	1
	Lot
	
	

	OPTION
	Travel, Incidental Materials, and ODCs

 COST

Travel and ODCs in support of CLINs 0001-0004, Incidental Materials in support of CLINs 0002-0004  

(See Notes B, C)

FOB: Origin


	

	
	ESTIMATED COST
	

	
	
	


	ITEM NO
	SUPPLIES/SERVICES
	QUANTITY
	UNIT
	UNIT PRICE
	AMOUNT

	0005EA
	
	1
	Lot
	
	

	OPTION
	Travel, Incidental Materials, and ODCs

 COST

Travel and ODCs in support of CLINs 0001-0004, Incidental Materials in support of CLINs 0002-0004 

(See Notes B, C)

FOB: Origin


	

	
	ESTIMATED COST
	

	
	
	


	ITEM NO
	SUPPLIES/SERVICES
	QUANTITY
	UNIT
	UNIT PRICE
	AMOUNT

	0005FA
	
	1
	Lot
	
	

	OPTION
	Travel, Incidental Materials, and ODCs

 COST

Travel, and ODCs in support of CLINs 0001-0004, Incidental Materials in support of CLINs 0002-0004 

(See Notes B, C)

FOB: Origin


	

	
	ESTIMATED COST
	

	
	
	


	ITEM NO
	SUPPLIES/SERVICES
	QUANTITY
	UNIT
	UNIT PRICE
	AMOUNT

	0005GA
	
	1
	Lot
	
	

	OPTION
	Travel, Incidental Materials, and ODCs

 COST

Travel and ODCs in support of CLINs 0001-0004, Incidental Materials in support of CLINs 0002-0004 

(See Notes B, C)

FOB: Origin


	

	
	ESTIMATED COST
	

	
	
	


	ITEM NO
	SUPPLIES/SERVICES
	QUANTITY
	UNIT
	UNIT PRICE
	AMOUNT

	0005HA
	
	1
	Lot
	
	

	OPTION
	Travel, Incidental Materials, and ODCs

 COST

Travel and ODCs in support of CLINs 0001-0004, Incidental Materials in support of CLINs 0002-0004

(See Notes B, C)

FOB: Origin


	

	
	ESTIMATED COST
	

	
	
	


	ITEM NO
	SUPPLIES/SERVICES
	QUANTITY
	UNIT
	UNIT PRICE
	AMOUNT

	0005JA
	
	1
	Lot
	
	

	OPTION
	Travel, Incidental Materials, and ODCs

 COST

Travel and ODCs in support of CLINs 0001-0004, Incidental Materials in support of CLINs 0002-0004

(See Notes B, C)

FOB: Origin


	

	
	ESTIMATED COST
	

	
	
	


	ITEM NO
	SUPPLIES/SERVICES
	QUANTITY
	UNIT
	UNIT PRICE
	AMOUNT

	0005KA
	
	1
	Lot
	
	

	OPTION
	Travel, Incidental Materials, and ODCs

 COST

Travel and ODCs in support of CLINs 0001-0004, Incidental Materials in support of CLINs 0002-0004 

(See Notes B, C)

FOB: Origin


	

	
	ESTIMATED COST
	

	
	
	


	ITEM NO
	SUPPLIES/SERVICES
	
	
	
	AMOUNT

	 0006
	
	
	
	
	

	
	Performance Incentive associated with Item 0001


	


	ITEM NO
	SUPPLIES/SERVICES
	
	
	
	AMOUNT

	 0007
	
	
	
	
	

	
	Performance Incentive associated with Item 0002


	


	ITEM NO
	SUPPLIES/SERVICES
	
	
	
	AMOUNT

	 0008
	
	
	
	
	

	
	Performance Incentive associated with Item 0003


	


	ITEM NO
	
	
	
	
	

	0009
	
	
	
	
	

	
	Data in support of CLINs 0001-0004 (NSP)


	


	ITEM NO
	SUPPLIES/SERVICES
	QUANTITY
	UNIT
	UNIT PRICE
	AMOUNT

	0010
	
	1
	Lot
	
	

	OPTION
	Enhanced Data Rights

 FFP

(See Note B)

FOB: Origin

PURCHASE REQUEST NUMBER: N00024-12-NR-41095

 
	

	
	
	

	
	

	

	
	NET AMT
	

	

	
	
	
	


 NOTE A – Calculation and payment of fee shall be as follows: 

a) CLINs0001 

Calculation and payment of Incentive Fee for CLIN 0001 shall be in accordance with PAYMENTS OF FEE (S) (COMPLETION) (NAVSEA) (MAY 1993).  The processes and criteria of Performance Incentives are described in the Performance Incentive Fee Plan (Attachment J-11).  The Performance Incentive Fee associated with CLIN 0001 is accumulated and earned under CLIN0006.  The fee is separated for administrative purposes only.  The Contractor shall report all costs under this CLIN with its respective primary CLIN.  

b) CLIN 0002 and 0003 
Calculation and payment of the Incentive Fee for CLINs 0002 and 0003 shall be in accordance with PAYMENTS OF FEE(S) (LEVEL OF EFFORT – ALTERNATE 1) (NAVSEA) (MAY 2010)PRIVATE  and DETERMINATION OF COST INCENTIVE FEE.  The processes and criteria of Performance Incentives are described in the Performance Incentive Fee Plan (Attachment J-11).  The Performance Incentive Fee associated with CLINs 0002 and 0003 is accumulated and earned under CLINs 0007 and 0008, respectively.  The fee is separated for administrative purposes only.  The Contractor shall report all costs under these CLINs with their respective primary CLINs.

The average level of effort labor rates established for CLINs 0002 and 0003 are as follows: 
	CLIN
	Labor Hours
	Target Cost 
	Target Fee
	Performance Incentive
	Total

	0002AA
	30,660*
	$* Per Sect B
	$* Per Sect B
	$* Per Sect B
	$* Per Sect B

	Rate/Hour
	
	$* Cost per Hour
	$* Target Fee per Hour
	$* Performance Incentive Fee per Hour
	$*Rate per Hour

	
	
	
	
	
	

	0002BA
	42,600*
	$* Per Sect B
	$* Per Sect B
	$* Per Sect B
	$* Per Sect B

	Rate/Hour
	
	$* Cost per Hour
	$* Target Fee per Hour
	$* Performance Incentive Fee per Hour
	$*Rate per Hour

	
	
	
	
	
	

	0002CA
	33,210*
	$* Per Sect B
	$* Per Sect B
	$* Per Sect B
	$* Per Sect B

	Rate/Hour
	
	$* Cost per Hour
	$* Target Fee per Hour
	$* Performance Incentive Fee per Hour
	$*Rate per Hour

	
	
	
	
	
	

	0002DA
	9,990*
	$* Per Sect B
	$* Per Sect B
	$* Per Sect B
	$* Per Sect B

	Rate/Hour
	
	$* Cost per Hour
	$* Target Fee per Hour
	$* Performance Incentive Fee per Hour
	$*Rate per Hour

	
	
	
	
	
	

	0002EA
	6,320*
	$* Per Sect B
	$* Per Sect B
	$* Per Sect B
	$* Per Sect B

	Rate/Hour
	
	$* Cost per Hour
	$* Target Fee per Hour
	$* Performance Incentive Fee per Hour
	$*Rate per Hour

	
	
	
	
	
	

	0003AA
	16,180*
	$* Per Sect B
	$* Per Sect B
	$* Per Sect B
	$* Per Sect B

	Rate/Hour
	
	$* Cost per Hour
	$* Target Fee per Hour
	$* Performance Incentive Fee per Hour
	$*Rate per Hour

	
	
	
	
	
	

	0003BA
	16,180*
	$* Per Sect B
	$* Per Sect B
	$* Per Sect B
	$* Per Sect B

	Rate/Hour
	
	$* Cost per Hour
	$* Target Fee per Hour
	$* Performance Incentive Fee per Hour
	$*Rate per Hour

	
	
	
	
	
	

	0003CA
	205,520*
	$* Per Sect B
	$* Per Sect B
	$* Per Sect B
	$* Per Sect B

	Rate/Hour
	
	$* Cost per Hour
	$* Target Fee per Hour
	$* Performance Incentive Fee per Hour
	$*Rate per Hour

	
	
	
	
	
	

	0003DA
	219,800*
	$* Per Sect B
	$* Per Sect B
	$* Per Sect B
	$* Per Sect B

	Rate/Hour
	
	$* Cost per Hour
	$* Target Fee per Hour
	$* Performance Incentive Fee per Hour
	$*Rate per Hour

	
	
	
	
	
	

	0003EA
	234,455*
	$* Per Sect B
	$* Per Sect B
	$* Per Sect B
	$* Per Sect B

	Rate/Hour
	
	$* Cost per Hour
	$* Target Fee per Hour
	$* Performance Incentive Fee per Hour
	$*Rate per Hour

	
	
	
	
	
	

	0003FA
	74,120*
	$* Per Sect B
	$* Per Sect B
	$* Per Sect B
	$* Per Sect B

	Rate/Hour
	
	$* Cost per Hour
	$* Target Fee per Hour
	$* Performance Incentive Fee per Hour
	$*Rate per Hour

	
	
	
	
	
	

	0003GA
	26,420*
	$* Per Sect B
	$* Per Sect B
	$* Per Sect B
	$* Per Sect B

	Rate/Hour
	
	$* Cost per Hour
	$* Target Fee per Hour
	$* Performance Incentive Fee per Hour
	$*Rate per Hour

	
	
	
	
	
	

	0003HA
	110,364*
	$* Per Sect B
	$* Per Sect B
	$* Per Sect B
	$* Per Sect B

	Rate/Hour
	
	$* Cost per Hour
	$* Target Fee per Hour
	$* Performance Incentive Fee per Hour
	$*Rate per Hour

	0003JA
	146,690*
	$* Per Sect B
	$* Per Sect B
	$* Per Sect B
	$* Per Sect B

	Rate/Hour
	
	$* Cost per Hour
	$* Target Fee per Hour
	$* Performance Incentive Fee per Hour
	$*Rate per Hour

	
	
	
	
	
	

	0003KA
	156,470*
	$* Per Sect B
	$* Per Sect B
	$* Per Sect B
	$* Per Sect B

	Rate/Hour
	
	$* Cost per Hour
	$* Target Fee per Hour
	$* Performance Incentive Fee per Hour
	$*Rate per Hour


c) CLIN 0004 (CPFF)
Calculation and payment of Fixed Fee for CLIN 0004 shall be determined in accordance with PAYMENTS OF FEE(S) (LEVEL OF EFFORT – ALTERNATE 1) (NAVSEA) (MAY 2010)PRIVATE .  

The average level of effort labor rates established for CLIN 0004 is as follows: 

	CLIN
	Labor Hours
	Estimated Cost
	Fixed Fee
	Total

	0004AA
	9,605*
	$* Per Sect B
	$* Per Sect B
	$* Per Sect B

	Rate/Hour
	
	$* Cost per Hour
	$* Fixed Fee per Hour
	$*Rate per Hour

	
	
	
	
	

	0004BA
	47,520*
	$* Per Sect B
	$* Per Sect B
	$* Per Sect B

	
	
	$* Cost per Hour
	$* Fixed Fee per Hour
	$*Rate per Hour

	
	
	
	
	

	0004CA
	47,140*
	$* Per Sect B
	$* Per Sect B
	$* Per Sect B

	Rate/Hour
	
	$* Cost per Hour
	$* Fixed Fee per Hour
	$*Rate per Hour

	
	
	
	
	

	0004DA
	49,790*
	$* Per Sect B
	$* Per Sect B
	$* Per Sect B

	Rate/Hour
	
	$* Cost per Hour
	$* Fixed Fee per Hour
	$*Rate per Hour

	
	
	
	
	

	0004EA
	58,180*
	$* Per Sect B
	$* Per Sect B
	$* Per Sect B

	Rate/Hour
	
	$* Cost per Hour
	$* Fixed Fee per Hour
	$*Rate per Hour

	
	
	
	
	

	0004FA
	58,180*
	$* Per Sect B
	$* Per Sect B
	$* Per Sect B

	Rate/Hour
	
	$* Cost per Hour
	$* Fixed Fee per Hour
	$*Rate per Hour

	
	
	
	
	

	0004GA
	58,180*
	$* Per Sect B
	$* Per Sect B
	$* Per Sect B

	Rate/Hour
	
	$* Cost per Hour
	$* Fixed Fee per Hour
	$*Rate per Hour

	
	
	
	
	

	0004HA
	58,180*
	$* Per Sect B
	$* Per Sect B
	$* Per Sect B

	Rate/Hour
	
	$* Cost per Hour
	$* Fixed Fee per Hour
	$*Rate per Hour

	
	
	
	
	

	0004JA
	58,180*
	$* Per Sect B
	$* Per Sect B
	$* Per Sect B

	Rate/Hour
	
	$* Cost per Hour
	$* Fixed Fee per Hour
	$*Rate per Hour

	
	
	
	
	

	0004KA
	58,180*
	$* Per Sect B
	$* Per Sect B
	$* Per Sect B

	Rate/Hour
	
	$* Cost per Hour
	$* Fixed Fee per Hour
	$*Rate per Hour


*The Offeror shall populate the tables above with the labor hours provided in the Government Estimate for each SLIN and the Offeror’s proposed cost and fees per hour.   The maximum fee structure that may be proposed is summarized as follows: 

	CLIN
	Fixed 

Fee
	Target Fee
	Performance 

Incentive

	0001
	n/a
	10%
	5%

	
	
	
	

	0002
	n/a
	4%
	5%

	
	
	
	

	0003
	n/a
	4%
	5%



	0004
	6%
	n/a
	n/a



	
	
	
	


The minimum fee for all CLINs containing a Target Fee shall be 0% (see FAR 52.216-10 under Section I). 

NOTE B - Option CLIN/SLIN to which the option clause in SECTION I applies and which is to be supplied only if and to the extent said option is exercised.  The latest option exercise dates are as follows:  

	CLIN/SLIN
	Latest Option Exercise Date

	
	

	0002BA
	30 JAN 2016

	0002CA
	30 JAN 2017

	0002DA
	30 JAN 2018

	0002EA
	30 JAN 2019

	
	

	0003AA
	30 JAN 2015

	0003BA
	30 JAN 2016

	0003CA
	30 JAN 2017

	0003DA
	30 JAN 2018

	0003EA
	30 JAN 2019

	0003FA
	30 JAN 2020

	0003GA
	30 JAN 2021

	0003HA
	30 JAN 2022

	0003JA
	30 JAN 2023

	0003KA
	30 JAN 2024

	
	

	0004BA
	30 JAN 2016

	0004CA
	30 JAN 2017

	0004DA
	30 JAN 2018

	0004EA
	30 JAN 2019

	0004FA
	30 JAN 2020

	0004GA
	30 JAN 2021

	0004HA
	30 JAN 2022

	0004JA
	30 JAN 2023

	0004KA
	30 JAN 2024

	
	

	0005BA
	30 JAN 2016

	0005CA
	30 JAN 2017

	0005DA
	30 JAN 2018

	0005EA
	30 JAN 2019

	0005FA
	30 JAN 2020

	0005GA
	30 JAN 2021

	0005HA
	30 JAN 2022

	0005JA
	30 JAN 2023

	0005KA
	30 JAN 2024

	
	

	0010
	30 JAN 2022


NOTE C –Travel and Other direct costs (ODCs) associated with CLINs 0001-0004, and materials incidental to engineering performance for CLINs 0002-0004, are to be included on a cost-only basis (non-fee-bearing) under CLIN 0005.  See FAR 16.302 for a description of this cost-only contract type.  The total ODC and incidental material estimate for the entire contract (sum of all option years) is $10,000,000.  As described in Section L, all offers shall include a total cost of $10,000,000 for ODCs and incidental under CLIN 0005; as described in Section M, this cost will not be evaluated for cost realism purposes.  Section C provides additional details regarding the ODCs and incidental materials included under this CLIN. 

NOTE D - For term form CLINs with specified levels of effort (CLINs 0002, 0003 and 0004), the Government will issue Technical Instructions in accordance with NAVSEA 5252.242-9115 TECHNICAL INSTRUCTIONS included in Section H of this contract.  The amount of labor hours included under these CLINs is an estimated amount of labor hours, and does not indicate that the Government will necessarily task this amount or any at all.  The contractor shall not perform any efforts under these CLINs until and unless tasked by the Government via the Contracting Officer’s Representative (COR) or the Contracting Officer.  For purposes of final fee determination at contract close-out, the final fee calculations in accordance with Section B clause PAYMENT OF FEE(S) (LEVEL OF EFFORT) and Section H Special Contract Requirement 5252.216-9122 LEVEL OF EFFORT, any fee adjustments shall be calculated at the total CLIN level (i.e., 0002, 0003 and 0004) and not at the individual SLIN level (e.g., 0002AA, 0002AB, 0003AA, 0003AB, 0004AA, 0004AB, etc.).  

NOTE E – Notwithstanding the provisions of the clause in this contract entitled “Allowable Cost and Payment”, the contractor shall not directly invoice to the Government any costs incurred pursuant to its proposed investments in response to Solicitation No. N00024-13-R-5103, Section L-3, Paragraph 4.5, Chapter 2.0, Section 2.7.  See also the Section C clause of this contract entitled “Contractor’s Proposal”.  
CLAUSES INCORPORATED BY FULL TEXT

EXPEDITING CONTRACT CLOSEOUT (NAVSEA) (DEC 1995)

(a)  As part of the negotiated fixed price or total estimated amount of this contact, both the Government and the Contractor have agreed to waive any entitlement that otherwise might accrue to either party in any residual dollar amount of $500 or less at the time of final contract closeout.  The term “residual dollar amount” shall include all money that would otherwise be owed to either party at the end of the contract, except that, amounts connected in any way with taxation, allegations of fraud and/or antitrust violations shall be excluded.  For purposes of determining residual dollar amounts, offsets of money owed by one party against money that would otherwise be paid by that party may be considered to the extent permitted by law. 

(b)  This agreement to waive entitlement to residual dollar amounts has been considered by both parties.  It is agreed that the administrative costs for either party associated with collecting such small dollar amounts could exceed the amount to be recovered.

CLAUSES INCORPORATED BY FULL TEXT

LIMITATION OF COST/LIMITATION OF FUNDS (NAVSEA) (SEP 1990)

The clause entitled "LIMITATION OF COST" (FAR 52.232-20) or "LIMITATION OF FUNDS" (FAR 52.232-22), as appropriate, shall apply separately and independently to each separately identified estimated cost.

CLAUSES INCORPORATED BY FULL TEXT

PAYMENTS OF FEE (S) (COMPLETION) (NAVSEA) (MAY 1993)

(a) For purposes of this contract, "fee" means "target fee" in cost-plus-incentive-fee type contracts, "base fee" in cost-plus-award-fee type contracts, "fixed fee" in cost-plus-fixed-fee type contracts for completion and phase type contracts.

(b) The Government shall make payments to the Contractor, subject to and in accordance with the clause in this contract entitled "FIXED FEE" (FAR 52.216-8) or "INCENTIVE FEE", (FAR 52.216-10), as applicable.  Such payments shall be equal to 
 percent (
) of the allowable cost of each invoice submitted by and payable to the Contractor pursuant to the clause of this contract entitled "ALLOWABLE COST AND PAYMENT" (FAR 52.216-7), subject to the withholding terms and conditions of the "FIXED FEE" or "INCENTIVE FEE" clause, as applicable (percentage of fee is based on fee dollars divided by estimated cost dollars, including facilities capital cost of money).  Total fee(s) paid to the Contractor shall not exceed the fee amount(s) set forth in this contract.

(c) In the event of discontinuance of the work under this contract, or any specified phase of the contract, in accordance with the clause of this contract entitled "LIMITATION OF FUNDS" (FAR 52.232-22) or "LIMITATION OF COST" (FAR 52.232-20), as applicable, the fee shall be equitably adjusted by mutual agreement to reflect the diminution of work.  If the adjusted fee is less than the sum of all fee payments made to the Contractor under this contract, the Contractor shall repay the excess amount to the Government.  If the adjusted fee exceeds all payments made to the Contractor under this contract, the Contractor shall be paid the additional amount, subject to the availability of funds.  In no event shall the Government be required to pay the Contractor any amount in excess of the funds obligated under this contract at the time of the discontinuance of work.

(d)  Fee(s) withheld pursuant to the terms and conditions of this contract shall not be paid until the contract has been modified to reduce the fee(s) in accordance with paragraph (c) above, or until the Procuring Contracting Officer has advised the paying office in writing that no fee adjustment is required.

CLAUSES INCORPORATED BY FULL TEXT

PAYMENT OF FEES(S) (LEVEL OF EFFORT – ALTERNATE I) (NAVSEA) (MAY 2010)

(a)  For purposes of this contract, "fee" means "target fee" in cost-plus-incentive-fee type contracts, "base fee" in cost-plus-award-fee type contracts, or "fixed fee" in cost-plus-fixed-fee type contracts for level of effort type contracts.

(b)  The Government shall make payments to the Contractor, subject to and in accordance with the clause in this contract entitled "FIXED FEE" (FAR 52.216-8) or "INCENTIVE FEE", (FAR 52.216-10), as applicable.  Such payments shall be submitted by and payable to the Contractor pursuant to the clause of this contract entitled "ALLOWABLE COST AND PAYMENT" (FAR 52.216-7), subject to the withholding terms and conditions of the "FIXED FEE" or "INCENTIVE FEE" clause, as applicable, and shall be paid at the hourly rate(s) specified above per man-hour performed and invoiced.  Total fee(s) paid to the Contractor shall not exceed the fee amount(s) set forth in this contract.  In no event shall the Government be required to pay the Contractor any amount in excess of the funds obligated under this contract.

CLAUSES INCORPORATED BY FULL TEXT

REFUNDS (SPARES AND SUPPORT EQUIPMENT) (NAVSEA) (SEP 1990)

(a)  In the event that the price of a spare part or item of support equipment delivered under this contract significantly exceeds its intrinsic value, the Contractor agrees to refund the difference.  Refunds will only be made for the difference between the intrinsic value of the item at the time an agreement on price was reached and the contract price.  Refunds will not be made to recoup the amount of cost decreases that occur over time due to productivity gains (beyond economic purchase quantity considerations) or changes in market conditions.

(b)  For purposes of this requirement, the intrinsic value of an item is defined as follows:

        (1)  If the item is one which is sold or is substantially similar or functionally equivalent to one that is sold in substantial quantities to the general public, intrinsic value is the established catalog or market price, plus the value of any unique requirements, including delivery terms, inspection, packaging, or labeling.

        (2)  If there is no comparable item sold in substantial quantities to the general public, intrinsic value is defined as the price an individual would expect to pay for the item based upon an economic purchase quantity as defined in FAR 52.207-4, plus the value of any unique requirements, including delivery terms, inspection, packaging or labeling.

(c)  At any time up to two years after delivery of a spare part or item of support equipment, the Contracting Officer may notify the Contractor that based on all information available at the time of the notice, the price of the part or item apparently exceeds its intrinsic value.

(d)  If notified in accordance with paragraph (c) above, the Contractor agrees to enter into good faith negotiations with the Government to determine if, and in what amount, the Government is entitled to a refund.

(e)  If agreement pursuant to paragraph (d) above cannot be reached, and the Navy's return of the new or unused item to the Contractor is practical, the Navy, subject to the Contractor's agreement, may elect to return the item to the Contractor.  Upon return of the item to its original point of Government acceptance, the Contractor shall refund in full the price paid.  If no agreement pursuant to paragraph (d) above is reached, and return of the item by the Navy is impractical, the Contracting Officer may, with the approval of the Head of the Contracting Activity, issue a Contracting Officer's final decision on the matter, subject to Contractor appeal as provided in the "DISPUTES" clause (FAR 52.233-1).

(f)  The Contractor will make refunds, as required under this requirement, in accordance with instructions from the Contracting Officer.

(g)  The Contractor shall not be liable for a refund if the Contractor advised the Contracting Officer in a timely manner that the price it would propose for a spare part or item of support equipment exceeded its intrinsic value, and with such advice, specified the estimated proposed price, the estimated intrinsic value and known alternative sources or item, if any, that can meet the requirement.

(h)   This requirement does not apply to any spare parts or items of support equipment whose price is determined through adequate price competition.  This requirement also does not apply to any spare part or item of support equipment with a unit price in excess of $100,000; or in excess of $25,000 if the Contractor submitted, and certified the currency, accuracy and completeness of, cost or pricing data applicable to the item.

CLAUSES INCORPORATED BY FULL TEXT

TRAVEL COSTS - ALTERNATE I (NAVSEA) (DEC 2005)PRIVATE 

(a)  Except as otherwise provided herein, the Contractor shall be reimbursed for its reasonable actual travel costs in accordance with FAR 31.205-46.  The costs to be reimbursed shall be those costs accepted by the cognizant DCAA.

(b)  Reimbursable travel costs include only that travel performed from the Contractor's facility to the worksite, in and around the worksite, and from the worksite to the Contractor's facility.

(c)  Relocation costs and travel costs incident to relocation are allowable to the extent provided in FAR 31.205-35; however, Contracting Officer approval shall be required prior to incurring relocation expenses and travel costs incident to relocation.

(d)  The Contractor shall not be reimbursed for the following daily local travel costs:


  (i)  travel at U.S. Military Installations where Government transportation is available,


 (ii)  travel performed for personal convenience/errands, including commuting to and from work, and 


(iii) travel costs incurred in the replacement of personnel when such replacement is accomplished for the Contractor's or employee's convenience.

CLAUSES INCORPORATED BY FULL TEXT

CONTRACT SUMMARY FOR PAYMENT OFFICE (COST/FIXED PRICE) (FEB 1997)

This contract includes the following mixture of cost reimbursement and fixed price line items:


Item


Type

0001


CR


0002


CR


0003


CR


0004


CR


0005


CR


0010


FP

CR =  Cost reimbursement

FP = Fixed price

DETERMINATION OF COST INCENTIVE FEE

(Applicable to CLINs 0002 and 0003) 

(a) The cost incentive fee payable shall be calculated in accordance with FAR 52.216-10 included in Section I of this contract.  The final target cost and target fee amounts shall be based upon the actual level of effort the contractor delivers, and shall be calculated as follows:  

(1) The final target cost for each Item shall be determined by multiplying the total allowable hours worked, including subcontractor hours, under the applicable Item by the cost-per-hour rate in the Target Cost column of the table identified under Note A above.  This cost-per-hour rate includes facilities capital cost of money (FCCOM).  


(2) The final target fee for each Item shall be determined by multiplying the total allowable hours worked, including subcontractor hours, under the applicable Item by the fee-per-hour rate in the Target Fee column of the table identified under Note A above.  

(b) The final fee payable to the contractor shall be based on the total allowable cost incurred by the contractor as compared to the final target cost as calculated under paragraph (a)(1) above.  The final fee payable shall be adjusted using the final target fee as calculated under paragraph (a)(2) above, and the adjustments as described under FAR 52.216-10(e) included in Section I of this contract.  

(End of Clause) 
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GOVERNMENT FURNISHED MATERIAL/INFORMATION/COMPUTER PROGRAMS

5.0
PROPERTY ADMINISTRATION
 1.0  
INTRODUCTION

This contract will be used to develop, execute, and maintain combat systems engineering; combat system product integration; and computer program lifecycle maintenance and support, including in-service support for Naval surface ship classes where the Ship Self Defense System (SSDS) is used.   The role of the SSDS Combat System Engineering Agent (CSEA) shall be to provide systems and software engineering, development of engineering products to support combat system integration, configuration control, developmental test/operational test (DT/OT) support, training and logistics support, and field technical support for designated combat systems.  The systems engineering, development, and integration work under this contract will begin with Advanced Capability Build (ACB) 16 development and integration on Technology Insertion (TI) 12 and followed by ACB 16 integration on TI 16.  Based upon contractor performance with ACB 16 efforts, as demonstrated in the Interim Progress Reviews (IPRs), the contract will continue with a future ACB/TI cycle through the period of performance of the contract.  

An ACB defines the capability that is delivered in an effective, safe, and reliable manner to a specific platform in an integrated combat system package that satisfies its operational requirements.  The delivered package includes interface software for all platform specific elements, the Combat Management System (CMS), and other software and systems integral to the overall core functions of the combat system.  The ACB long-range schedule establishes the battle rhythm for combat system evolution across the Navy by delivering capabilities to the fleet every four (4) years.  Each ACB development cycle will be four (4) years from Systems Requirements Review (SRR) to combat system light off (CSLO), and five (5) years from SRR to final combat system certification.  The up-front scoping and backfit fielding are outside of this five (5) year window.  

A Technology Insertion is a modernization, replacement and/or upgrade of combat system computing hardware and associated middleware/firmware to take advantage of technology advances in hardware capability.  The Surface Navy's future combat system acquisition strategy relies on a model that separates computing infrastructure hardware from software development.  For the purposes of configuration identification, a TI will be referenced to a specific model year (e.g., TI-12).  The TI process will be used to modernize the computing infrastructure on carriers and amphibious ships on a periodic basis.  The Navy’s concept for TIs is a new TI will be released every four (4) years with each ship typically receiving every other TI (equating to an 8 year cycle per ship).  The exception is for ships entering their five (5) year decommissioning window, in which case a TI may remain onboard the ship for longer than eight (8) years. The CSEA’s role with respect to TIs is to provide SSDS combat system analysis support and to provide hardware systems change recommendations to the program office.
 Item 0001: ACB 16 Integration with Technology Insertion (TI) 12 

The scope of this CLIN is addressed in all of Section C, unless otherwise noted, and in more detail in Attachment J-1.  The N86 ACB 16 Decision Memorandum summarizes the new capabilities as:  MH-60R Full Integration; AN/SLQ-32(V)6 Full Integration (Electronic Support (ES), High Gain High Sense (HGHS), Specific Emitter Identification (SEI), Nulka, Radar Designated Decoy Launch (RDDL)); Sensor Integration (SPS-48G High Diver, Close-In Weapon System (CIWS) 1B Radar); Total Ship Training Capability (TSTC) Updates (Embedded Training); Command, Control, Communications, Computers, Combat Systems and Intelligence (C5I)/Command, Control, Communications, Computers and Intelligence (C4I) Updates (Consolidated Afloat Networks and Enterprise Services (CANES), Global Command and Control System - Maritime (GCCS-M), Common Data Link Management System (CDLMS)); and Interoperability Fixes (Identification Friend or Foe (IFF) Mode 5/S, Joint Strike Fighter (JSF)).  The Contractor shall execute ACB 16 capability integrated with Technology Insertion (TI) 12 from decomposition of the top level system requirements provided by the Government through final computer program certification.  This includes, but is not limited to, task program management, ACB capability and component development, ACB System Functional Requirements (SFR), Systems Specification Review (SSR), Preliminary Design Review (PDR), Critical Design Review (CDR), integration, test, delivery, and computer program certification.  
 Item 0002: ACB16 Integration with Technology Insertion (TI) 16
The scope of this CLIN is addressed in all of the Section C paragraphs, unless otherwise noted, and includes tasking to execute the ACB16 Integration with Technology Insertion 16 from initial requirements analysis to certification.  In accordance with NAVSEA 5252.242-9115, the Contracting Officer’s Representative (COR) or the Contracting Officer shall issue Technical Instructions after contract award that provide further clarification and technical details for the efforts to be performed.  For the Offeror’s information, Attachment J-2 provides a draft Technical Instruction that will provide insight into the type of work that can be expected under this CLIN.  

Item 0003:  Next ACB/TI Development, Integration and Test

The scope of this CLIN is addressed in all of the Section C paragraphs, unless otherwise noted, and shall provide for the execution of a future ACB and TI from initial analysis of war-fighting capability requirements through final baseline certification.  This includes task program management, ACB capability and component development, ACB System Functional Requirements (SFR), Systems Specification Review (SSR), Preliminary Design Review (PDR), Critical Design Review (CDR), integration, testing, delivery, and computer program certification. In accordance with NAVSEA 5252.242-9115, the Contracting Officer’s Representative (COR) or the Contracting Officer shall issue Technical Instructions after contract award that provide further clarification and technical details for the efforts to be performed.    CLIN 0003 will encompass similar work types as CLIN 0001 and CLIN 0002 executed with the addition of supporting Next TI definition.

Item 0004:  CSEA In-Service Support, Software Production Support, Hardware Obsolescence, SSDS Core Support, and Studies

The scope of this CLIN is addressed in all of the Section C paragraphs, unless otherwise noted, and shall provide for computer program maintenance for in-service baselines, lifecycle management activities, training product updates, combat system studies, as directed.  In accordance with NAVSEA 5252.242-9115, the Contracting Officer’s Representative (COR) or the Contracting Officer shall issue Technical Instructions after contract award that provide further clarification and technical details for the efforts to be performed.  For the Offeror’s information, Attachment J-3 provides draft Technical Instructions that will provide insight into the type of work that can be expected under this CLIN.

Item 0005: Travel, Incidental Materials and ODCs 

This CLIN includes travel, software licenses, and any other ODCs incidental to work performed under CLINs 0001-0004 and materials incidental to the engineering efforts under CLINs 0002-0004.

Items 0006-0008:  Performance Incentives

Items 0006, 0007 and 0008 are established to separately identify and fund earned incentive fee associated with Item 0001 0002 and 0003, respectively, in accordance with the Performance Incentive Fee Plan (Attachment J-11).  The performance incentives are provided under separate CLINs for administrative purposes.

Item 0009:  Data for Items 0001-0004 (Not separately priced)
The data to be furnished hereunder shall be prepared and delivered in accordance with the Contract Data Requirements List (CDRL), DD Form 1423, Exhibit A, attached hereto.  All data furnished shall be affirmed as being in accordance with the SSDS Security Classification Guides (SCG) (i.e., OPNAVINST 5513.3C - 03-134 3 or OPNAVINST 5513.3C - 03-113.3), this includes but is not limited to classification and markings.  This security review affirmation can be in the CDRL delivery letter or as an attachment to the letter.  This applies to all methods of delivering CDRLs (e.g., CDMS uploaded, physically shipped, hand delivered). All data furnished-not under a CDLR delivery (e.g., for NRT review or other government use)-shall adhere to the same security affirmation statement.  For SharePoint electronically uploaded materials the upload form requires this affirmation.  Other non-CDRL deliveries shall include a physical affirmation statement.

 Item 0010: Enhanced Data Rights 
Enhanced Data Rights for those items of Technical Data, Computer Software, and Computer Software Documentation that the Offeror has provided an Option price at which the Government may purchase such greater rights than its list of asserted restrictions.  See paragraph 3.11 below and Attachment J-5. 

1.1
SSDS and SSDS Combat System Clarification and History

The combat system comprises the functions, performance, and interfaces of the constituent sensor, data link, control, and weapon elements in support of the assigned ship mission areas. 

Today's United States (U.S.) Navy continues a worldwide sea control and force projection mission with increased focus on the littoral environment.   Naval surface combatants may be thrust into regional, contingency, or other limited-objective scenarios without the availability of air superiority and or escorting ships.  At the same time, Naval operational capabilities and mission effectiveness are being challenged by the proliferation and evolution of antiship missiles (ASMs) and other antiship-capable threats.  Accordingly, improvements in ownship defense are required to enable U.S. Navy ships to carry out a wide variety of missions in varying threat environments.  The need for even stronger protection of forces was recognized, driving the requirement for a near puncture-proof ship defense capability.  This rationale resulted in the development of a Mission Needs Statement (MNS) for a Quick Reaction Combat Capability (QRCC), issued by the Chief of Naval Operations (CNO) in 1992.  QRCC provides the ship defense subsystems and automated engagement responses necessary to defeat the air threat to ownship via organic assets.  Initially installed in ships of the LSD 41/49 class, it incorporates the Ship Self-Defense System (SSDS) as the key component providing the system integration of the various defense subsystems.  The SSDS MK 2 is also installed in CVN, LPD 17, LHD and LHA 6 ship classes and is programmed for LSD 41/49 and CVN 78 class ships.

An ongoing U.S. Navy effort is to bring together the contributions to ship defense and tactical operations from different warfare areas and to provide real-time command support for coordinated air, surface, and subsurface operations.  The objective is to enable force-level coordinated multiwarfare ship defense and mission command support by integrating a spectrum of information and track data from both organic and offboard sources.  This objective was previously approached in the Advanced Combat Direction System (ACDS) development efforts, providing basic integration of tactical data links and multiwarfare display/control capabilities with limited sensor and weapon integration.

To leverage the information and capabilities available in a multi ship/unit situation, the Navy is developing a capability to form a timely, accurate, distributed air picture and to share fire control (FC) quality track data among units in a highly reliable network.  This capability, first developed as the Cooperative Engagement Capability (CEC), establishes a common, real-time composite track database that can be used by each unit to conduct weapons engagement.

The Navy has directed incorporation of these major required capabilities in a unified combat system architecture for the CVN, LPD 17, LHD, LHA 6, and CVN 78 ship classes that includes SSDS and CEC.  Continuing the emphasis on cost-effectiveness and required performance, there is a strong desire to achieve synergistic benefits to ship defense and operational mission support through careful system integration.

 2.0
APPLICABLE DOCUMENTS

The following documents are applicable to the tasks described herein and are for use by the Contractor as general guidance in the fulfillment of those tasks unless referenced by a Technical Instruction as required. 

2.1
United States Codes (USC) and Executive Orders 

	USC42, Chapter 55 – National Environmental Policy; Section 4321-4370d
	National Environmental Policy Act (NEPA)
	

	USC 10, Chapter 87 – 
Defense Acquisition Work Force; Section 2435
	Defense Acquisition Workforce  
	

	Executive Order 13148 
	Leadership thru Environmental Management (Environmental Mgt)
	21 Apr 2000

	FIPS PUB 140-2
	Federal Information Processing Standards Publication (FIPS PUB)
	03 Dec 2002


2.2 
Military Standards

	MIL-STD-167-1A
	Mechanical Vibrations of Shipboard Equipment (Type I-Environmental and Type II-Internally Excited)
	02 Nov 2005

	MIL-STD-461F
	Department of Defense Interface Standard- Requirements for the Control of Electromagnetic Interference Characteristics of Subsystems and Equipment 
	10 Dec 2007

	MIL-STD-810G
	Environmental Engineering Considerations and Laboratory Tests
	31 Oct 2008

	MIL-STD-882D
	System Safety Program Requirements
	10 Feb 2000

	MIL-S-901D
	Shock Tests, H.I. (High Impact) Shipboard Machinery, Equipment, and Systems, Requirements for
	17 Mar 1989

	MIL-STD-1310H
	Shipboard Bonding, Grounding, and Other Techniques for Electromagnetic Compatibility and Safety
	17 Sep 2009

	MIL-STD-1399C
	Interface Standard for Shipboard Systems
	02 Feb 1988

	MIL-STD-46855A
	Human Engineering Requirements for Military Systems, Equipment, and Facilities
	24 May 2011


2.3
Department of Defense (DoD)/Department of the Navy (DoN) Regulations, Directives and Instructions

	DoDD 4140.1  
	Supply Chain Materiel Management Policy
	14 Dec 2011

	DoDI 5000.02
	Operation of the Defense Acquisition System
	08 Dec 2008

	DoDD 5000.01
	The Defense Acquisition System
	20 Nov 2007



	DoD 5000.04-M-1
	Cost and Software Data Reporting Manual, Cost Analysis Improvement Group (CAIG)
	18 Apr 2007

	DoDI 5000.61
	Modeling and Simulation (M&S) Verification, Validation, and Accreditation (VV&A)
	09 Dec 2009

	DoDD 5220.22-M
	National Industrial Security Program Operating Manual (NISPOM)
	28 Feb 2006

	DoDD 5230.24
	Distribution Statements on Technical Documents
	18 Mar 1987

	DoDD 5230.25 Change 1
	Withholding of Unclassified Technical Data from Public Disclosure
	18 Aug 1995

	DoDD 8320.02
	Data Sharing in a Net-Centric Department of Defense
	23 Apr 2007



	DoDD 8500.01E
	Information Assurance
	 23 Apr 2007



	DoDI 8500.2
	Information Assurance Implementation
	06 Feb 2003

	DoDD 8510.01
	DoD Information Assurance Certification and Accreditation Process (DIACAP)
	28 Nov 2007

	DoDI 8520.02
	Public Key Infrastructure (PKI) and Public Key (PK) Enabling
	24 May 2004

	DoDD 8570.01
	Information Assurance Training, Certification, and Workforce Management
	23 Apr 2007



	DoN CIO MEMO 02-10
	Department of the Navy Chief Information Officer Memorandum, Information Assurance Policy
	26 Apr 2010

	ASN (RDA) MEMO
	DoN Policy on Digital Product/Technical Data w/Attachment "Guidance on Acquisition and Conversion of Product / Technical Data to Digital Form" Revision 1
	23 Oct 2004


2.4
Chairman of the Joint Chiefs of Staff (CJCS), Joint Requirements Oversight Committee (JROC) Instructions and Memoranda

	CJCSI 3170.01G
	Joint Capabilities Integration and Development System
	07 Mar 2011



	CJCSI 6212.01E
	Interoperability and Supportability of Information Technology and National Security Systems
	15 Dec 2008

	CJCSI 6510.01F (Series)
	Information Assurance (IA) and Computer Network Defense (CND)
	09 Feb 2011



	CJCSI 6510.02B
	Communications Security Modernization Plan
	27 Nov 2002

	CJCS CM 1014-00
	Joint Mission Areas to Organize the Joint Operational Architecture
	06 Sep 2000

	JROCM 236-03 


	Joint Requirements Oversight Committee Memorandum, Policy for Updating Capabilities Documents to Incorporate the Net-Ready Key Performance Parameter (NR-KPP) 
	19 Dec 2003

	CJCSM 3500.04F
	Universal Joint Task List (and Supplement CJCSM 3500.04D-01, 17 AUG 2006)
	01 Jun 2011


2.5
Secretary of the Navy (SECNAV) and Office of the Chief of Naval Operations (OPNAV) Instructions

	SECNAVINST 5200.38A
	Department of the Navy (DoN) Modeling and Simulation Program
	28 Feb 2002

	OPNAVINST 1500.76B
	NAVAL TRAINING SYSTEM REQUIREMENTS, ACQUISITION, and MANAGEMENT
	28 Apr 2010

	OPNAVINST 5100.19E
	Vols. I, II, and III:  NAVY SAFETY and OCCUPATIONAL HEALTH (SOH) PROGRAM MANUAL for Forces Afloat 
	30 May 2007

	OPNAVINST 5100.23G CH-1
	NAVY SAFETY AND OCCUPATIONAL HEALTH (SOH) PROGRAM MANUAL
	21 Jul 2011

	SECNAVINST 5510.34A
	DISCLOSURE OF CLASSIFIED MILITARY INFORMATION and CONTROLLED UNCLASSIFIED INFORMATION to FOREIGN GOVERNMENTS, INTERNATIONAL ORGANIZATIONS, and FOREIGNREPRESENTATIVES
	08 Oct 2004

	SECNAV M-5239.1
	Information Assurance Manual
	Nov 2005

	SECNAV M-5510.36
	Department of the Navy Information Security Program
	June  2006

	SECNAVINST 5510.36A
	DEPARTMENT of the NAVY (DoN) INFORMATION SECURITY PROGRAM (ISP) INSTRUCTION
	06 Oct 2006

	OPNAVINST 5513.3C
	CNO Documentation Classification guidelines
	21 Jul 2008


2.6
Naval Sea Systems Command (NAVSEA) and Program Executive Office Integrated Warfare Systems (PEO IWS) Regulations, Directives and Instructions

	PEOIWSINST 3058.1
	Risk Management 
	02 Aug 2004

	PEOIWSINST 3086.01
	Automated Test and Analysis (ATA) Policy
	30 Apr 2010

	
	Surface Navy Combat Systems Software Product Line Architecture, Architecture Description Document (ADD), Version 1.0
	31 Jul 2009

	PEOIWSINST 4130.1B
	Integrated Warfare Systems (IWS) Enterprise Configuration Control Process (ECCP)
	14 Sep 2011

	NAVSEAINST S9040: (AA-GTP-010/SSCR, Revision 4);
	Shipboard Systems Certification Requirements for Surface Ship Industrial Periods [Non-Nuclear] 
	Jun 1998

	NAVSEAINST S9095 AD-TRQ-010/TSTP
	Total Ship Test Program Manual 
	Mar 1995

	NAVSEAINST 4160.3B
	Technical Manual Management Program (TMMP)
	21 Jun 2011

	NAVSEAINST 4855.33
	Application of ISO9000 series Quality Standards in NAVSEA Programs
	19 Feb 1997

	
	Surface Navy Combat Systems Development Strategy Acquisition Management Plan (AMP) Version 0.8
	28 Jul 2011

	NAVSEAINST 8020.6E
	Department of the Navy Weapon System Explosives Safety Review Board (WSESRB)
	11 Mar 2008

	PEOIWSINST 4730.1A
	Combat System Certification Policy
	05 Jan 2012

	NAVSEAINST 9410.2A
	Naval Warfare System Certification Policy / Naval Warfare Systems Certification Process
	24 Aug 2012

	NAVSEAINST 9400.2
	Implementation of Naval Sea Systems Command (NAVSEA) Afloat Information Assurance Governance and Guidance
	18 Aug 2010

	9470-002-A-X-C
	PEO IWS Enterprise Configuration Control Process User Guide

(this is Encl 2 PEO IWS INST 4130.1B)
	14 Sep 2011

	NAVSEA TE000-AB-GTP-010

Rev 1 With Change A
	Parts Derating Requirements and Application

Manual for Navy Electronic Equipment
	 Mar 1991

	PEOIWSINST 5234.1
	PEO IWS Software Measurement Policy and PEO IWS Software Measurement Handbook
	31 Jan 2012

	TBD
	Draft PEO IWS Product Line Software Safety Guidance 
	25 Oct 11



	
	PEO IWS Systems Engineering Concept of Operations V1.0
	22 Apr 2010


2.7
Military Handbooks and DoD Guidance

	MIL-HDBK-61B
	Configuration Management Guidance
	10 Sep 2002

	MIL-HDBK-502 and 502 Notice 1
	Acquisition Logistics Handbook  
	30 May 1997 20 Jan 2005

	MIL-STD-881C
	Work Breakdown Structures For Defense Materiel Items
	03 Oct 2011

	MIL-HDBK-1785
	System Security Engineering Program Management Requirements
	01 Aug 1995

	DoDAF v2.0, 2 Vols. I, II, and III
	DoD Architecture Framework: Volumes I, II, and III
	30 Sep 2010

	
	Naval Open Architecture Contract Guide Book for Program Managers Version 2.0
	30 Jun 2010

	
	Joint Software Systems Safety Handbook
	27 Aug 2010

	
	Risk Management Guide for DoD Acquisition, 6th Edition, Version 1.0
	Aug 2006

	SPAWAR Memorandum Ser 5.0/1274
	Qualification Standards and Registration Procedures for Navy Validators
	18 Mar 2010


2.8
Non-Government Documents

	ASQC-Q9001-2008
	Quality Systems - Model for Quality Assurance In-Depth, Development, Production, Installation, and Servicing
	15 Nov 2008

	CMMI-DEV v1.2 
	Carnegie Mellon Software Engineering Institute (SEI) Capability Maturity Model Integration (CMMI) for Development
	

	ANSI EIA-649-B
	National Consensus Standard for Configuration Management
	01 Apr 2011

	ANSI EIA-632 (R2003)
	Processes for Engineering a System
	9 Aug 2002

	IEEE 828-2005
	Software Configuration Management Plans
	12 Aug 2005

	IEEE 1012a-1998
	Standard for Software Verification and Validation
	21 Dec 1998

	IEEE/ISO/IEC 16326-2009
	Systems and Software Engineering--Life Cycle Processes--Project Management
	15 Dec 2009

	IEEE 1220-2005
	Application and Management of The Systems Engineering Process, Standard for
	09 Sep 2005

	IEEE/ISO/IEC 12207-2008
	Systems and Software Engineering – Software Life Cycle Processes
	31 Jan 2008

	ISO 9000:2005
	Quality Management Systems - Fundamentals and Vocabulary
	20 Sep 2005

	ISO 9001:2008
	Quality Management Systems – Requirements
	13 Nov 2008

	ISO 9004:2009
	Managing for the sustained success of an organization - A quality management approach
	Nov 2009

	ISO 10007:2003
	Quality Management - Guidelines for Configuration Management
	July 2003

	ISO 10013:2001
	Guidelines for Quality Management System Documentation
	12 Jul 2001

	ISO 10015:1999   
	Quality Management - Guidelines for Training
	01 Dec 1999

	NIST Publication 500-220
	National Institute of Standards and Technology; Special Guide on Open System Environment (OSE) Procurements
	Oct 1994


2.9
PEO IWS/NAVSEA Manuals, Plans and Specifications

	
	PEO IWS-SEA 05H Technical Review Manual (TRM) Version 2.0
	18 Dec 2009

	398-86-95
	Operational Requirements Document (ORD) for Ship Self-Defense System (SSDS)
	27 Feb 1995

	OPNAV Letter N766/1S649367
	SSDS ORD Clarification
	18 Dec 2001

	OPNAV Letter N86/7U178266
	SSDS ORD Clarification
	13 Nov 2007

	WS35561
	Performance and Compatibility  Requirements (P&CR) for the Ship Self Defense System (SSDS) MK 2
	01 Jul 2010

	WS35511B
	Ship Self-Defense System MK 2 System/Sub-System Specification for the MOD ( )
	19 Sep 2012


2.10
Availability of Documents 

Copies of military handbooks, instructions, standards and specifications and DoD adopted non-Government standards may be obtained in accordance with Federal Acquisition Regulation (FAR) Subpart 52.211-2.  Copies of specifications, standards, and data item descriptions cited in this solicitation, if listed in the DoD Index of Specifications and Standards (DoDISS) or the Acquisition Management Systems and Data Requirements Control List, DoD 5010.12-L (Dec 2003) may be obtained from: 

a. ASSIST database via the Internet at http://assist.daps.dla.mil/
b. DoD issuances (http://www.dtic.mil/whs/directives/)

c. DoN issuances (http://doni.daps.dla.mil/default.aspx)

d. PEO IWS documents (Please email janel.duval@navy.mil)

e. By submitting a request to the 

Department of Defense Single Stock Point (DoDSSP) 

Building 4, Section D 

700 Robbins Avenue 

Philadelphia, PA 19111-5094 

f. Naval Systems Data Support Activity (NSDSA) website at: https://www.navsea.navy.mil/nswc/porthueneme
g. Access to documentation can be obtained at (unclassified) https://nserc.navy.mil/viewnet/home/view/default.aspx  and (classified) https://viewnet.nswcdd.navy.smil.mil.  Connection instructions are contained in Attachment J-7.  Offerors are required to provide a copy of a properly executed DD 254 form, in order to gain access to and handle Secret NOFORN materials.  The form must have block 10 e. (2) marked "yes" (Non-SCI Intel Information).  Also, offerors must submit a copy of their CMMI Level 5 certification documentation.  Completing the J-7 instructions and subsequent approvals will initiate the login access for both the unclassified and classified documentation sites.  
h. DoD Information Technology Standards Registry; https://disronline.csd.disa.mil/a/ 

Copies of non-Government publications not listed in the DoDISS may be obtained from the respective industry association.   

 3.0
REQUIREMENTS 
Today’s carrier and amphibious combat system, and Command, Control, Communications, Computers, Combat Systems, Intelligence Surveillance and Reconnaissance (C5ISR) systems that comprise the ship’s total warfare system are extremely complex.  Within ship classes there are frequently multiple configurations of hardware and software.  Because each ship class contains unique warfare systems, the Navy is establishing the CSEA role for SSDS-based combat system engineering to manage the complexity of ship class warfare system engineering and integration.  This contract shall provide for the continuation of services for the carrier and amphibious class ships and future Navy surface carrier/amphibious ships as defined by the Navy using the evolutionary baselines via the ACB process.  These efforts will also include the continuation of the Navy war-fighting improvement efforts for carrier and amphibious ships, including:
a. Support the ship modernization process and provide post delivery support for all carrier and amphibious ship classes with SSDS.
b. Support the new construction process and provide post delivery support for ship classes, as required.
c. Plan for the integration of key future warfighting upgrades for the carrier and amphibious ship classes.
d. Develop and test new or upgraded SSDS combat system capabilities, as directed, and integrate new combat system capabilities developed by other parties that are provided to the CSEA either as Government Furnished Information (GFI), Government Furnished Material (GFM), Government Furnished Computer Programs (GFCP) or as a proprietary “black box” system with defined interface specifications.
e. Integrate new hardware or software versions of evolving combat system elements into the carrier and amphibious ship class SSDS configurations.
f. Support the SSDS computer program delivery process and associated software installation team(s) as required.
g. Provide for the SSDS software maintenance of the carrier and amphibious ship classes and maintain a Single-Source Library (SSL) for these components.  
h. Provide SSDS maintenance support and deliver computer program upgrades to land-based test sites including the Surface Combat System Center (SCSC) Ship Self Defense Facility (SSDF) Building V24 as required.  
i. Support (product and engineering) initiatives to evolve the SSDS to the PEO IWS objective architecture and common product line as defined in J-1 for ACB 16 Integration with TI 12 (CLIN 0001), and as directed by the Government for efforts under CLIN 0003.  
The Contractor shall perform the engineering tasks at the level of effort specified herein as SSDS CSEA Support for all versions and derivatives of the SSDS for the carrier and amphibious ship classes and other future carrier and amphibious ships with an SSDS capability requirement.  The Contactor shall provide engineering services associated with the integration of new combat systems configurations and interfaces including software development and upgrades in support of these ships.  The requirements set forth in this Statement of Work (SOW) are applicable to specific tasks performed by the Contractor under this contract to the extent specified in any written individual Technical Instructions issued by the COR in accordance with NAVSEA clause 5252.242.9115. Note – Technical Instructions provided with this Request for Proposal (RFP) shall not be considered to be the Technical Instructions that will be issued after contract award. Technical Instructions provided with this RFP are notional representations of the work that can be expected after contract award.  Such guidance or clarification can be in the form of replication or by reference to SOW paragraph numbers in part or in total.  Specific Contractor responsibilities, as specified in Technical Instructions, may include, but are not limited to the following: 
· Supporting Navy systems engineering efforts to evaluate candidate combat system (CS) modifications, including ship integration impacts
· Supporting Navy systems engineering for end-to-end CS performance analysis (e.g., Probability of Raid Annihilation (Pra), etc.)
· Integrating third party developer hardware and software products into the SSDS
· Maintaining visibility into the development or extension of components destined for SSDS ship classes
· Performing software product development, as directed by PEO IWS 10, to support critical functionality or scheduled milestones, including, but not limited to, ACBs assigned 
· Conducting component, sub-system, and system level testing
· Supporting the CS and SSDS through DT/OT and ship delivery phases
· Providing technical support and computer program maintenance for fielded systems between upgrades
· Performing componentization, modularization, documentation, and data modeling to support the PEO IWS objective architecture product line
· Integrating future Government Furnished Material(GFM) capability upgrades and other Government furnished products into carrier and amphibious ship class combat systems within the Government controlled architecture 
· Support the Government in defining requirements for TI upgrades and participating in Government led requirements definition working groups to assist in refinement of integration related requirements for common equipment to be provided as GFM, including the Common Display System (CDS) and Common Processor System (CPS) equipment and successors
· Receiving GFM, including the CDS and CPS equipment and successors, and integrating the GFM with any ship unique equipment required to handle input/output of sensor and weapons system data and commands
· Providing and modernizing network interface devices, signal conditioners, signal distribution units, analog to digital converters, or specific operator input or weapons output devices as tasked by the COR to complete a hardware baseline
· Allocating cross-ship class and ship unique requirements among the various combat system subsystems and components and developing additional lower-level requirements in conjunction with Navy product line working groups for common product line components
· Tracking ship class software and system technical problems and reporting those problems to the Navy Program Office (PEO IWS 10.0), Technical Representative (TECHREP), other designated activities, and applicable program managers of third party developers
· Supporting problem resolution when known, and developing new solutions or corrections when tasked 
· Reviewing proposed changes, waivers or deviations to the SSDS and provide a Logistic Impact Statement report for SSDS.  The report to include as applicable performance, capability, cost, technical manuals, training, provisioning documentation, support equipment and software
· Participating in Interface Control Working Groups (ICWGs) responsible for the management, development and specification of interfaces between SSDS and external systems
· Providing engineering support for the specification, development and integration of Open Architecture (OA) common software components and hardware capabilities as well as ongoing improvement efforts for key war-fighting upgrades to modernize the SSDS carriers and amphibious class ships
· Performing software development to support critical functionality
· Developing "ship unique" software code necessary to ensure the combat system software successfully functions for the ship specific combat system configuration
· Delivering integrated logistics support (ILS) products to the Government, including the development of ILS documentation including provisioning
· Developing and deliver training materials, operations training material, and customized training scripts to support training and training curriculum
· Conducting analysis of combat systems capability shortfalls and develop requirements to detail those shortfalls
· Coordinating engineering to address Navy specified shortfalls with other Platform Engineering Agents (PSEA’s) or CSEAs
· Supporting development and review of other CSEA requirements (this coordination should facilitate the development of common components that can be shared among CSEAs.  Developing a test strategy, emphasizing automated testing techniques where appropriate, which incorporates component-level, capability-level, and system-level testing in support of ship integration and potential cross-combat system reuse
· Conducting Verification and Validation (V&V) activities throughout system/software development in support of combat system certification
· Providing direct computer connections to Government-designated activities to include access to all artifacts listed in the System Engineering Management Plan (SEMP) and Software Development Plan (SDP), the combat system certification plan, and all files containing source code.  Supporting shipboard installation of the software and hardware systems and operational testing of the capabilities at-sea
· Providing feedback on the results of the at-sea test and assisting in the preparation of a test report
· Providing systems engineering analysis in order to enhance reliability and maintainability of SSDS hardware and software in the Fleet
· Maintaining computer program generation capability
· Maintaining software libraries and a test bed environment at the Contractor's facilities
· Maintaining Government furnished equipment at Contractor specified facilities
· Maintaining technical data and configuration control of software builds at Contractor and Navy facilities
· Supporting Navy systems engineering efforts to evaluate and define Future Cooperative Development (FCD) efforts and FMS projects as required
· Providing services necessary to maintain, update and validate technical data for all SSDS configurations, associated equipment and spares especially when changes in hardware or software occur
· Provide support for Build 5 and/or 6 for emergent work (e.g., Safety related) tested at Wallops Island (i.e., no Government Furnished Material (GFM) provided).  The Government’s initial intent is for Builds 5 and 6 to be inactive
3.1 Program Management (Applicable to all CLINs)
The Contractor shall communicate and document its plans, processes and approaches to meet all program requirements.  The Contractor shall use a metrics based management approach for planning, scheduling and technical, cost, risk, and quality monitoring/reporting of each Technical Instruction with program-wide visibility of plan versus actual efforts under this contract. The Contractor shall establish and maintain a Program Management (PM) process that ensures all work associated with this contract is clearly and concisely demonstrated and meets all technical objectives within the Contractor’s established cost and schedule baseline. Program management shall include appropriate metrics and tracking processes to allow clear visibility into the program and to ensure the program remains within cost and schedule.  To the maximum extent practicable, the Contractor shall manage its efforts to facilitate the potential adaptation of new ACBs to previous combat system baselines by accounting for design considerations and requirements necessary for such adaptation in future baseline design and development. 

The Contractor shall:
a. Support PEO IWS in completing Acquisition requirements and design and technical reviews of the acquisition process under DoD 5000 instructions.
b. Participate in Integrated Product Team (IPTs) and Working Integrated Project Team (WIPTs), conferences, executive and working level meetings.
c. Provide project data and information as well as assistance to PEO IWS for the management of the ACB Integrated Master Schedule in accordance with Contract Data Requirements List (CDRL) A003.  
Deliverable Data Item (See DD-1423):  A003, “Integrated Program Management Report (IPMR)”
d. Support management of financial control including Other Direct Costs (ODCs) and risks.

e. Perform quality assessment, subcontracting, issue resolution, and human resource management activities.  
f. Support and document scheduled program briefings.
g. Have its’ Program Manager (PM) meet and communicate with the PEO IWS 10 Program Manager, Technical Director, COR, TECHREP, and other designated representatives on a regular basis (not less than once a month).
h. Prepare and deliver monthly the Contractor’s Progress and Status Reports, including funding levels per CDRL A004.  Monthly reports shall include a section which notes deficiencies in any Government Furnished Information or equipment to meet the requirement of CDRL A001. The Contract shall deliver Government Property reports and documentation as directed by Technical Instruction per CDRLs A030 and A063.

Deliverable Data Item (See DD-1423):

a. A004, “Contractor Progress, Status and Management Report; Monthly Status Report”
b. A001, “GFI Deficiency Report”
c. A030, “Government Property Physical Inventory Count or Custodial Balance Report; Government Property Inventory Report”
d. A063, “Report of Receipts, Inventory, Adjustments, and Shipments of Government Property; Government Property Recordkeeping Documentation”

i. Support the design review process and conduct reviews in accordance with PEO IWS/SEA05H Technical Review Manual (TRM).

j. Make available to Government personnel through its secure Integrated Data Environment (IDE), (see 3.1.5 below), all data used on or produced in support of this contract.  Data shall be protected in accordance with the approved Program Protection Plans and Information Assurance guidelines.  The Government reserves the right to witness all Contractor efforts to accomplish the SOW requirements and maintains the right to comment on processes.  The Contractor shall provide thirty (30) days advance notice of any events, tests, or activity that the Government identifies as a specific item of interest.

k. Establish and maintain a secure capability to access IDE domains and to facilitate the transfer of classified data with the classified government/industry partner’s data sites.  
l. Provide and maintain office space and related computer/telephone/email/support services generally equivalent to those provided to the Contractor’s staff for similar purposes for ten (10) positions the first year for SSDS Technical Representatives collocated at the Contractor’s facilities beginning within sixty (60) days of the first funded Technical Instruction, then fifteen (15) the second year, and up to twenty (20) total spaces and these remain in place while projects are active or open (until completion of final deliverable). 
m. Establish and maintain unclassified external connectivity to an internet connection(s) that will permit the SSDS Program Office, Government field activity, and Government Contractor assign personnel to connect their computers when visiting the facility.
3.1.1 Program Manager
The Contractor shall designate a full time Program Manager (PM). This PM shall have complete responsibility for the planning, execution, and control of all aspects of the program, and for directing in-house and subcontractors’ efforts in the areas of design, fabrication, documentation, test and evaluation.  The PM shall ensure all work conducted within this contract is planned and executed in a manner that achieves all management, technical, logistics, budget, and schedule objectives.  The PM may have specific task managers and shall ensure  the necessary controls of in-house equipments, computer program development, and support efforts are appropriately applied (e.g., design reviews, reliability and maintainability, safety program, quality assurance, configuration management, integrated logistic support, financial management, and subcontract management).

The PM shall have the necessary authority to utilize the company’s resources to assure the SOW is accomplished.  The PM shall be authorized to deal directly with either the PEO IWS 10 or designated representative on all matters pertaining to this contract.

3.1.2
Program Planning

The Contractor shall develop/update the Program Management Plan (PMP) (CDRL A002) and the Integrated Master Schedule (IMS) (CDRL A003) for each ACB and TI. The PMP and IMS shall support Government established schedule requirements as documented or as specified in each Technical Instruction and be provided to the Government for review.  The PMP shall be a description of how the program will be accomplished and should clearly demonstrate the program structure is executable within schedule and cost constraints, and with acceptable risk.  The IMS is an extension of the information contained within the PMP, and shall include the events, accomplishments, and criteria identified in the PMP (see section 3.1.4.a for IMS requirements and other information).
A direct and traceable correlation should exist between events in the PMP and IMS.  In turn, the PMP and IMS should correlate with the SOW, authorizing Technical Instructions, and Contract Work Breakdown Structure (CWBS).  The IMS is an event-oriented representation of integrated product development – each activity encompasses all appropriate functional disciplines.  The PMP shall include, but not be limited to:  Any assumptions/guidelines and a dictionary of definitions for selected events used within the accomplishment criteria; listing of all events, significant accomplishments, and criteria; description of the purpose, proposed contract entrance criteria, expected results and proposed contractual closure criteria for each event.  Events of particular interest to the Government include, but are not limited to: Acceptance of GFI; program reviews/design reviews; PDR and CDR; incentive periods; software build events; test events; achievement of acquisition milestones; delivery of software upgrades as ACBs with new functionality; computer program delivery; introduction and delivery to the Software Support Activity (SSA) NSWC Dahlgren Division/(NSWCDD) and support for system and software introduction and major integration events.

Deliverable Data Item (See DD-1423):

a. A002, “Management Plan; Program Management Plan (PMP)”
b. A003, “Integrated Program Management Report (IPMR)”
3.1.3 Program Management Meetings and Technical Reviews
The Contractor shall notify the Government of all reviews with preliminary agenda topics, security considerations, locations and times.  The Contractor shall prepare and submit for Government approval to release agendas, minutes and action item lists to document the reviews. The Contractor shall make the presentation material that is to be presented at the reviews and conferences cited in this provision available at least three-business days in advance of the review and/or conference.  Preliminary presentation material, sufficient to demonstrate the scope and quality of material to be presented shall be made available at least 1 week in advance of the review and/or conference.  The Contractor shall have the ability to establish classified and unclassified video conferencing for any reviews or meeting.

a. Post Award Kick-off Meeting - The Contractor shall provide a detailed briefing on its management and contract execution strategy at the Post-Award Kick-off Meeting to be held within two (2) weeks of contract award. The Government and the Contractor shall work together to develop or update charters for Integrated Product Teams (IPT). The Contractor shall plan for a one-day Post Award Kick-off Meeting. As options are executed, the Government reserves the right to conduct additional kick-off meetings.
b. Program Management Reviews - The Contractor shall conduct monthly Program Management Reviews (PMR), beginning ninety (90) days after award.  The PMRs, which may be conducted via WebEx or other Government-approved means, shall be documented with agendas, minutes and presentation materials per CDRLs A006, A007 and A005.  The purpose of the reviews is to ensure the approach and progresses are technically sound, meet the requirements, and are properly documented in the design documentation.  Minutes of meetings shall be delivered via CDRL A007 or as directed by the COR for all meetings that had a formal agenda.  The PMRs shall include the following:
1. Documentation of a mutual understanding of the objectives and scope of the work.
2. Address Technical Instructions (change requests).
3. Review progress to-date.
4. Review metrics.
5. Review project deliverables.
6. Validate detailed work plans.
7. Confirm resolved issues and manage outstanding issues.  This shall include status of significant problems faced by the program manager and current plans to resolve the problems or mitigate their impacts.
8. Identify and evaluate risk factors and address areas where risk has changed.
9. Identify cost and schedule variance in a combined manner by graphing the normalized cost and schedule variance together on an X-Y plot for all Work Breakdown Structure (WBS) elements at the third indenture level.  The presentation should identify with unique colors or shapes the data points that are considered “out of tolerance” per the Cost Performance Report (CPR) reporting criteria.
10. Identify problems with Government Furnished Information or Equipment, impacts, and work-arounds or solutions.
11. Review Action Items (AIs)
c. Technical Reviews - Technical Reviews shall be scheduled in the IMS. Technical Reviews shall be conducted in coordination with PMRs or Interim Progress Reviews (IPRs).  Materials in support of Technical Reviews shall be prepared in accordance with the PEO IWS TRM.  Formal review of technical packages shall be electronically uploaded into the NRT SharePoint website and/or CDMS and/or as directed by the Contracting Officer's Representative (COR).  Technical Review entrance working/design artifacts shall be disclosed throughout their development via Navy Review Team (NRT) SharePoint website and/or Corporate Document Management System (CDMS).  Management, cost, and schedule data shall be presented at reviews and then electronically uploaded in accordance with the applicable CDRLs A005 and A007 to document the meetings and discussions.  
1. Interim Progress Reviews (IPRs) – These reviews shall be conducted on a periodic basis (currently four (4) months) vice at the end of development phases, to align better with the software release development cycles of SSDS Builds.  Builds or ACBs will be developed in parts or phases referred to as Releases. There will be Release level PDR, CDR, TRR, etc. review efforts that will occur at these IPRs.  [Example: A Release 3 PDR may be occurring at the same IPR as a Release 1 TRR.]  These reviews shall be directed by Technical Instruction or as directed by the COR.  An updated IMS will be provided the week prior to the IPRs.
d. Integrated Baseline Review (Applicable to CLIN 0001 and CLIN 0003) - The Contractor shall work with the Government team to conduct an Integrated Baseline Review (IBR) for the purpose of evaluating the risks inherent in the contract’s planned performance measurement baseline within six (6) months (180 calendar days) of contract award.  In addition, this shall occur as soon as feasible but not later than ninety (90) days after issuance of Technical Instructions. The IBR shall verify that the Contractor is using a reliable performance measurement baseline that includes the entire scope of the effort, is consistent with contract schedule requirements, and has adequate resources assigned.   The prime Contractor shall lead the subcontractor IBRs with active participation by the Government.  See DFARS 252.234-7002.  
e. Integrated Product and Process Development - The Contractor shall support and collaborate with the Government, other Contractors, and other applicable organizations in the performance of the efforts of this contract.  The Contractor shall use an Integrated Product and Process Development (IPPD) team approach for the performance of this contract like the Defense Acquisition Guidebook (DAG) sections: a) 11.8. Integrated Product and Process Development (IPPD); b) 4.1.5. Systems Engineering Within the Integrated Product and Process Development (IPPD) Framework; c) 6.2.1. Integrated Product and Process Development (IPPD) and Integrated Product Teams (IPTs).  The Contractor is expected to fully support the Navy’s Peer Review Team and Integrated Project Team (IPT) processes.  Participation definition and scope will be identified in individual Technical Instructions.  The Contractor shall participate in the applicable Working Groups, IPTs, and Boards.   The Contractor shall prepare reports and minutes of these events in accordance with the CDRLs A005 and A007.  Contractor participants shall be subject matter experts in the appropriate areas and have sufficient decision making authority to expedite process and product changes within the scope and terms of this contract.  Efforts are expected to include activities such as contributing to meetings, preparation of presentation material, providing subject matter expertise, sharing of pertinent technical data and work products, sharing of cost data (as appropriate) and performing design analyses and trade studies for the respective Contractor’s area(s) of responsibility.  Participation in IPTs and Contractor-led chartering of new IPTs shall require prior written government authorization. All IPTs shall deliver work products to Government. 
Deliverable Data Item (See DD-1423):

a. A006, “Conference Agenda”
b. A007, “Report, Record of Meeting/Minutes”
c. A005, “Presentation Materials”
3.1.4
Cost/Schedule Control

3.1.4.1
Reporting

a. Integrated Program Management Report (IPMR) - The Contractor shall deliver cost performance reporting information to the Government per CDRL A003.  The IPMR presents data for measuring contract cost and schedule performance.  For each CWBS element, the IPMR shall identify the original contract budget allocation, budgeted and actual expenditures to date, and estimated cost at contract completion.  Overrun and under-run cost and schedule conditions will be provided for each element as a variance relative to budget.  Where applicable, recurring and non-recurring costs will be presented separately.  The IPMR shall clearly distinguish the performance data associated with each CLIN.  The IPMR shall provide cost reporting for CLIN 0001and each Technical Instruction under the LOE CLINs, unless otherwise directed.  Variance analysis thresholds shall be set at the IBR for CLIN 0001 and 0003 and approved by the Navy.  Adjustments to the variance analysis thresholds shall be made on a quarterly basis as necessary and approved by the Navy.
Deliverable Data Item (See DD-1423):  A003, “Integrated Program Management Report (IPMR)”

b. Cost and Schedule Estimates – Prior to approval and signature of a formal Technical Instruction, the Contractor shall provide a copy of a Rough Order of Magnitude (ROM) that supports the projected cost to the COR for approval or disapproval.  The Contractor must obtain written COR approval prior to expending any effort associated with the development of technical or cost estimates in support of proposed Technical Instructions or proposed Technical Instruction scope modifications.  For each ROM, the contractor shall include the numerical methodology (e.g., spreadsheets or tables) used in calculating the rough order estimate.  
c. Contractor Cost and Software Data Reporting (CSDR)
1. Contractor Cost Data Reporting (CCDR) - The Contractor shall systematically collect and report actual contract costs per CDRLs A033, A039, A040, A041, A027, and A028 to provide DoD cost analysts with needed data to estimate future costs.  Contractor reports shall be prepared in accordance with the instructions contained in the most recently approved versions of DI-FNCL-81765, DI-FNCL-81565, DI-FNCL-81566, DI-FNCL-81567, DI-MGMT-81739, and DI-MGMT-81740.
a. The Contract CSDR Plan (Attachment J-23) will include level 3 of the Contract WBS, but may be extended to include lower level WBS elements designated by PEO IWS 10.0 as being high-risk, high-value, or of high technical interest.  
b. The Contractor shall provide contract cost estimates on the DD Forms 1921, 1921-1 and 1921-2 using Contractor provided WBS that has been mapped to the Contract WBS dictionary provided in Attachment J-10.
c. Maintain and update the WBS and CSDR plan, if necessary, during contract execution. Submittals will be no more frequent than CCDR reports.  
d. Prepare and provide CCDRs IAW DI-FNCL-81765, DI-FNCL-81565, DI-FNCL-81566 and DI-FNCL-81567 and with the approved Contract CSDR Plan.
e. Flow down CCDR requirements to any lower tier Contractor that will have a contract valued at over $50 million or any contracts valued at between $7 million and $50 million that are designated by PEO IWS 10.0 as being high risk or high technical interest.
Deliverable Data Items (See DD-1423):

a. A033, “Contractor Business Data Report; Contractor Cost and Software Data Reporting (CSDR)”
b. A039, “Cost Data Summary Report (DD-1921); Contractor Cost Data Reporting (CCDR)”
c. A040, “Functional Cost Hour Report (DD-1921-1); Contractor Cost Data Reporting (CCDR)”
d. A041, “Progress Curve Report (DD-1921-2); Contractor Cost Data Reporting (CCDR)”
e. A027, “Software Resources Data Reporting: Initial Developer Report and Data Dictionary”
f. A028, “Software Resources Data Reporting: Final Developer Report and Data Dictionary”
2. Contractor Cost Data Reporting Evaluation - The data reported via the CSDR plan shall be a part of the Integrated Baseline Review (IBR) for each ACB or Technology Insertion (TI) effort. The Contractor may propose changes to either plan to improve reporting accuracy, consistency, and relevancy. A revised Contract CSDR Plan shall be submitted to IWS 10.0 for approval. The final, approved Contract CSDR Plan will be incorporated into the contract.  
3.1.4.2  
Earned Value Management System (EVMS) (Applicable to CLIN 0001)

To more effectively manage the efforts assigned under this contract, the Contractor shall implement and participate in the following elements in an integrated manner, ensuring linkage between the Earned Value Management System (EVMS), IMS, and Risk Reporting analysis.  

a. Integrated Master Schedule (IMS) - The Contractor shall implement and maintain an Integrated Master Schedule per CDRL A003 that reflects the events, accomplishments and criteria identified in the IMP as well as tasks subordinate to the criteria.    The Contractor shall maintain the IMS for the purposes of program control, status monitoring, and reporting.  The IMS shall identify the program milestones, major tasks, efforts, and activities necessary to successfully execute this contract and shall be integrated with the Government’s IMS.  The IMS should be traceable to and integrated with all elements of the Contract Work Breakdown Structure (CWBS).  The Contractor shall provide support to assist the Government in incorporating the IMS data into a Government program level IMS, if required.  The IMS shall provide rigorous schedule management, facilitate the identification of task interdependencies, and provide additional insight through the use of critical path analysis.  The IMS shall be created in Microsoft Project (or Government approved substitute).  The IMS should be consistent with the contract events and milestones delineated in the SOW.  The IMS shall detail the schedule to completion of the SOW and/or Technical Instructions, as well as the relationship to efforts under other CLINs and program test and fielding events.  The IMS shall be reviewed with the Government at the program reviews with emphasis on approved changes, missed or potentially missed deadlines or deliveries, and problem solving.  These discussions shall be documented with minutes (CDRL A007).  
Detailed schedules for technical documentation development, review periods, and delivery shall be provided as part of IPR schedules, Program Review (PR) schedules, and the master program schedule. Detailed schedules shall establish and track the complete development, production, and delivery processes for all baseline development (both forward-fit and backfit) in accordance with the SOW.  Schedules shall include Contractor and Government periods of performance and be established in accordance with the Technical Instruction.  Detailed schedules shall be directly linked with the IMS.
Deliverable Data Item (See DD-1423):  
a. A003, “Integrated Program Management Report (IPMR)”
b. A007, “Report, Record of Meeting/Minutes”
b. Earned Value Management - The Contractor shall be responsible for earned value management reporting under the Integrated Program Management Report structure defined per CDRL A003.
Deliverable Data Item (See DD-1423):  A003, “Integrated Program Management Report (IPMR)”

3.1.5
Data Management and Integrated Data Environment (IDE)

The Contractor shall establish and implement a data management program.  The Contractor shall establish and maintain a secure Integrated Data Environment (IDE) portal for hosting all data used on or produced in support of this contract, including cost, schedule, and technical data and deliverables.  Data hosted on this portal will be accessible, publishable and discoverable (e.g., whether through concept search or metadata implementation; not solely hierarchical navigation).

The purpose of the IDE is to create a seamless, collaborative data environment for the Contractor and Government team which contains all pertinent data about the project throughout its development and delivery.  This data management program, including IDE structure, format, processes, and procedures, shall be documented as part of the contract Program Management Plan.  

The Contractor shall provide the Government team access to all data listed in the Data Accession List (DAL) per CDRL A009 by actively using the IDE.  All items posted to the IDE, including drafts of deliverables that are not final versions, shall be considered delivered for purposes of the DFARS data rights clauses (and subject to the same rights asserted for final deliveries).   However, these non-final versions shall not constitute acceptance for purposes of Section E or the DFARS data rights clauses.  The DAL shall contain the list of all data generated in support of this contract.  Deliveries of data in addition to the IDE shall be as indicated in the CDRL attachment.  The DAL shall be updated via a delivered data item each month, provided as an attachment and concurrently with the Monthly Status and Progress Report, that shows the data added each month (Incremental reporting), except for the October deliverable report (CDRL 0009). The October deliverable report shall be provided as a separate data item showing the current and comprehensive listing.  Data shall be protected in accordance with the appropriate Program Protection Plans and Information Assurance guidelines.  The Government reserves the right to witness all Contractor efforts to accomplish the SOW requirements and maintains the right to comment on processes.  

All deliverables, products and data developed under this Contract shall be delivered with unlimited rights, as defined in Section I, DFARS clause 252.227.7013, 7014, and 7017 and appropriately marked as such, unless a waiver has been submitted and approved by the Government.  In this context, data developed refers to source code and data that is uniquely developed under this contract and does not include embedded open source or Commercial-Off-the-Shelf (COTS) software products.  A scan report verifying the appropriate markings, including security classification and data rights shall be delivered with the product.  In addition, metadata, as prescribed in the Technical Instructions, shall be provided with all final software and document products for delivery into the Government’s reuse repository.  Note:  The University of Southern California (USC) Unified CodeCount (UCC) tool (available at http://sunset.usc.edu/research/CODECOUNT/) is the government accepted code counting method/application.
Data required to be delivered under the Data Requirement List (DRL) of this contract, that would be deemed Technical Data under DFARS 252.227-7013, if it were delivered in written form, shall not lose its status as Technical Data because access by the Government, or delivery by the Contractor, is by electronic means.  The rights of the parties in said Technical Data shall be as specified in DFARS 252.227-7013.

The Contractor shall comply with the requirements of the DD 254 and accompanying Security Classification Guide (SCG) for implementation of and to ensure proper safeguarding of classified materials, events and processes, also including proper unclassified documentation designation and marking per the SCG.  [Refer back to Paragraph 1.0 for direction regarding data delivery and SCG reviews.]  This shall include documentation developed by the Contractor or received in support of working groups and IPTs. 

Deliverable Data Item (See DD-1423):  A009, “Data Accession List”

3.1.6
Risk Management 

The Contractor shall provide inputs to a PEO IWS Risk Management program that is in compliance with PEO IWS Instruction 3058.1 as modified by the Program Management Office (PMO).  Risk Management Plan (RMP) level documentation shall be incorporated in the SEMP.  The Contractor shall:
a. Use Government-approved methodology and tools for identifying and managing risks that may affect cost, schedule and performance across the program.
b. Identify risks across the entire program and report them per CDRL A010.  At a minimum, reporting shall identify: 
1. What the Contractor management team considers the top ten (10) risks at each reporting interval
2. Any EVMS control accounts that are at risk
3. Any IMS events that are at risk of being late or are supporting risk reduction activity.  
The results of the risk analysis shall be reported monthly and shall be included in the briefing of the monthly PMRs.  

Deliverable Data Item (See DD-1423):  A010, “Scientific and Technical Reports; Risk Management Analysis”

c. Continuously evaluate risk to determine probability of occurrence and impact if occurred in accordance with internal processes and the risk contingency plan or risk mitigation activity that is associated with each risk.
d. Define steps to respond to and mitigate risks.
e. Review and prioritize risks regularly at appropriate project levels to assess the impact to the program and project.
f. Work with the Government to identify appropriate levels of management reserve in technical plans so that software work meets targeted completion dates and allocated budgets.  Requirements for each software build shall be prioritized jointly with the Government.
3.1.7
System Security Program

Upon receipt of applicable guidance from the contracting agency and using MIL-HDBK-1785 (DOD SYSTEM SECURITY ENGINEERING PROGRAM MANAGEMENT REQUIREMENTS) and DoD 5220.22-M, "National Industrial Security Program Operating Manual", (NISPOM) the Contractor shall establish a system security-engineering program that identifies, evaluates, and proposes solutions for eliminating or mitigating system vulnerabilities to known or postulated threats.

The Contractor shall develop, execute, and maintain a comprehensive Security Management Plan (SMP), as a part of the Program Management Plan per CDRL A002, using DoDD 5220.22M as guidance and subject to Government approval, consistent with the security classification guide and all appropriate security instructions. 
All Contractor personnel, working on this specific contract, shall be U.S. citizens exclusively and be eligible to obtain a DoD Secret or higher clearance.  These personnel must be able to acquire and maintain the appropriate level security clearance.

The Contractor shall adhere to Government and program regulations, policies and procedures controlling the access of program facilities, information and systems by visitors.  All Contractor personnel requiring access to the Government workspaces will complete a National Agency Check (NAC).  If an emergency situation exists, and the Contractor requires access to the Government workspace in advance of completing the NAC, the Contractor employee may begin work with a waiver from the Contracting Officer Representative (COR).  Completion of submission requirement for the NAC is required for waiver approval.

Contractor personnel should be aware at all times of any unusual persons or packages in their work area and immediately report those to the building security staff.  If Contractor personnel become aware of any person seeking unauthorized access to information or program materials, they should immediately report this to the COR.

Deliverable Data Item (See DD-1423):  A002, “Management Plan; Program Management Plan (PMP)”
3.1.8
Communications Security Requirements

The Contractor shall apply for and maintain a Communications Security Material System (CSMS) account for supporting required engineering development site and operational testing throughout the entire contract.  This will include all related equipment, cryptographic code materials, physical and administrative security material and proper certification and periodic inspection of the CSMS system.

3.2
System Engineering (Applicable to CLINs 0001-0004)
3.2.1
General Systems Engineering Requirements
The Contractor shall: (1) perform system engineering to modify and improve products as tasked and funded; (2) manage ACB development as assigned; (3) provide subject matter expertise to the PEO IWS for systems engineering (4) support DOD data architecture strategy and create or support Community Of Interest (COIs) to develop Navy enterprise data architecture and strategy in each technical capability area, and (5) document studies and investigations per CDRL A012. 

The Contractor shall complete the systems engineering for systems design including participation, execution and reporting for SRR, SFR, PDR/SSR and CDR engineering design, for the integrated CS, ACB software and system upgrades on the specified TI or earlier hardware configuration to support carrier SSDS amphibious ship classes, as directed by Technical Instruction.  These efforts will also be performed for subsequent ACBs with future TI hardware configurations.  The Contractor shall conduct and provide systems engineering in support of legacy SSDS software builds, including problem investigation and resolution, when tasked.

The Contractor shall develop, execute, and maintain a Systems Engineering process to perform requirements analysis, functional analysis and allocation, synthesis, validation and verification, systems analysis, control, and risk management.  This process shall be documented in the Systems Engineering Management Plan (SEMP) per CDRL A011 and delivered to the Government, as part of their proposal for this contract.  The Contractor shall develop, document, execute, and maintain the SEMP using EIA/IS-632 and IEEE 1220 as guidance.

The Contractor shall conduct systems engineering and analysis on classified operational data at the Secret level using appropriately cleared personnel and facilities as authorized by the contract DD 254 and as tasked by individual Technical Instructions.

The Contractor will be required to guide performance standards, analyze overall Combat System performance, evaluate competing alternatives, negotiate interface designs, and integrate modifications into the SSDS and the ship.  Also, the Contractor will recommend candidate improvements for operational and/or performance improvements.

The Contractor shall provide systems engineering analysis in order to enhance reliability and maintainability of SSDS hardware and software in the Fleet.  The Contractor shall evaluate Fleet problems; provide recommended solutions to the Navy and implement enhancements as directed by the COR.  The Contractor will brief the Navy on problems identified by or to it and the recommended solutions, including risk assessment and cost estimates.

The Contractor shall conduct CS engineering efforts and contribute to Navy-led interface control working groups (ICWGs) and PEO IWS product line working groups to identify and recommend SSDS interface changes required to implement the ACBs onto the TI hardware and deliver a fully integrated SSDS.  The Contractor shall deliver the modified ACB software per CDRL A043 as specified by the COR via a new ACB computer program for ship integration, further testing, and operational use.  (Note – CDRL A043 can include the following items: a) tactical code and associated documentation, b) models and simulations with associated manuals, c) tools and associated manuals, d) development environment and instructions [ e.g., scripts, make file, etc.], e) software licenses, f) scenarios, and g) Message Definitions (MsgDefs).)
The Contractor shall provide system engineering for the development and/or integration of ACBs and execution of unit, element, and system level test program to include Element Test & Evaluation (ET&E).  The Contractor shall update required documentation as identified in the Software Development Plan (CDRL A031) to reflect the ACB configuration.

The  Contractor will develop and validate modular interface specifications and provide technical integration support to Capability Developers, both internal to the Contractor as well as Component Development Contractors funded by the Government under separate contracts or under the Rapid Capability Insertion Process (RCIP), for the upgrades as identified in Technical Instructions for each ACB. 

Deliverable Data Item (See DD-1423):  

a. A012, “Scientific and Technical Reports; See Technical Instruction”
b. A011, “System Engineering Management Plan (SEMP)”
c. A043, “Computer Software Product; Deliverable Computer Program and Documentation”
d. A031, “Software Development Plan (SDP)”
3.2.2
Requirements Assessment

The Contractor shall evaluate candidate systems or equipments through the following steps, in support of the Government’s evaluation:

a. Evaluate whether capabilities of the candidates satisfy the stated system requirements (e.g., required operational capabilities, top level requirements, operational requirement document).
b. Evaluate compatibility between the candidate systems and elements of the existing SSDS.
c. Support assessment of the Technology Readiness Level (TRL) of the candidate upgrade.
d. Assess whether candidate upgrade development schedule and availability of systems/equipments will support the projected SSDS ACB upgrade schedule.
e. Identify additional equipments and/or upgrades to existing equipments required to support the development effort at the appropriate Contractor and Government test sites.
f. In concert with the Navy, develop an executable schedule for the incorporation of the candidate upgrade, including testing and delivery milestones.
1. Document findings and recommendations from 3.2.2.a. in technical reviews and a requirements analysis database using automated tools, producing and delivering the equivalent of a requirements traceability.
2. Requirements counts that are impacting or influencing software development and coding shall be tracked per SRDR (per paragraph 3.3.22) and coordinated as an integral part of the program wide requirements tracking system.
3.2.3
Performance Analysis

The Contractor shall analyze the impact on performance and system configuration caused by the integration of the new or modified systems and equipments into the SSDS.  The results of this analysis shall be used to determine specific implementation details, final configuration, and interface requirements of the combat system.  The Contractor shall document its findings and recommendations in Scientific and Technical Reports delivered as specified in the appropriate CDRL A012.

Deliverable Data Item (See DD-1423):  A012, “Scientific and Technical Reports; See Technical Instruction”

3.2.4
Navy Review Team (NRT) and Integrated Product Team (IPT) Support

The Contractor is expected to fully support the NRT and IPT processes.  Participation definition and scope will be identified in individual Technical Instructions.
3.2.5
Architecture and Requirements

The Contractor shall:

a. Contribute to the Navy’s Open Architecture (OA) combat system and product line development processes via IPTs. The Contractor shall provide technical experts (e.g., software engineers experienced in the development, test and evaluation, fielding, and maintenance of real-time embedded systems) to support the architectural development and alignment discussions.  Contributing implies participate in Government led IPTs and performing analysis associated with integrating Product Line (PL) components, as well as development  of design, integration and testing artifacts.  If required the Contractor may be tasked to develop PL components.
b. Provide system and software engineering support to analyze and decompose carrier and amphibious SSDS ship CS requirements.  Document existing SSDS components to allow them to be used as inputs to common component development efforts that will be integrated in later ACBs to incrementally evolve the SSDS to the PEO IWS Objective Architecture and common product line.
c. Participate in requirements analysis to allocate operational and system requirements to the system components that will be integrated to build the common combat system capabilities.
d. Ensure SSDS component and element information exchange requirements are implemented in a standard and open manner as part of this effort.  The Contractor shall develop system upgrades that ensure 1) data will be posted to shared spaces for users to access except when limited by security, policy, or regulations; 2) data be provided for interoperability with many-to-many exchanges of data, and verified trust and integrity of users and applications, and 3) data be transmitted through well and openly defined interfaces.
e. When directed by the Technical Instruction, the SSDS architecture will be documented using DOD Architecture Framework (DODAF) methods and delivered to the Government in accordance with the appropriate formats via CDRL A017.
Deliverable Data Item (See DD-1423):  A017, “DOD Architecture Framework Documentation”
f. Ensure SSDS at the architectural and operational levels, continue to promote the use of an OA as well as adoption of Net Centric Enterprise Services (NCES) concepts.  The Contractor shall assist in the continuing pursuit of Net-Centric/FORCEnet compliance.  Contractor plans must comply with the Navy appropriate and applicable standards.  The Contractor shall ensure the program is capable of interacting with the Joint Environment and DoD Global Information Grid (GIG) when developing applications that share data via external communications aboard the ship. 
3.2.6
Perform Technical Development Reviews

The Contractor shall conduct formal technical reviews as well as periodic technical development reviews for future capability upgrades.  The Contractor shall develop a design review plan for the conduct of formal reviews, and document as part of the SEMP (Section 3.2.1) and obtain Government approval on the planned approach.  The Contractor’s approved Quality Assurance Program Plan (QAPP) shall also apply to documentation and CDRLs associated with the technical reviews.  

The purpose of these reviews is to observe that the design documentation is complete, complies with the established design approach, is technically sound and will satisfy the functional requirements as defined in the approved functional design documents. Senior technical personnel from the development team will review each design approach and technical design specifications as completed to ensure they have been properly documented in accordance with the SEMP, TRM and SDP.  The Navy will establish entrance and exit criteria and acceptance and rejection criteria for each formal review and will document these criteria in a Technical Instruction.  These Technical Reviews, both formal and informal, are to be scheduled in the Integrated Master Schedule so they are visible to the Navy.  Technical Reviews shall include software program metrics, including those of section 3.3.22.
3.2.6.1 Technical Review Documentation
Technical review packages shall be prepared and delivered as specified in the Technical Instructions, SEMP, TRM and SDP, where applicable.  Technical review documentation may include the following as appropriate views, specifications, drawings, manuals, schedules, design documents, trade studies, risk analysis, engineering changes and waivers, and metrics.  All Technical Reviews designated in the Technical Instruction or in the TRM shall be considered formal meetings and documented by the Contractor as such with presentation materials, an agenda, and minutes per CDRLs A005, A006, and A007.
Deliverable Data Item (See DD-1423): 

a. A005, “Presentation Material”
b. A006, “Conference Agenda” 
c. A007, “Report, Record of Meeting/Minutes”
3.2.6.2
Action Item and Comment Resolution Database
Action items and comments resulting from the review should be documented and tracked (with specific nomenclature and due dates) and distributed per CDRL A007.  Results shall be distributed, as action items are resolved/completed.

Where practicable, hardware and software development and integration issues that impact combat system certification and accreditation (C&A) should be identified and resolved prior to the review, where practicable.  Where this is performed, the Contractor shall document all comments and data collected, assign an Action Item number or other identifier, and forward the issue to the appropriate action officer for disposition 

Deliverable Data Item (See DD-1423):  A007, “Report, Record of Meeting/Minutes”
3.2.7 Engineering and Technical Support
The Contractor shall perform the requisite system and software engineering, recommend COTS products selection and support, equipment development (if directed) and program management activities to execute the detailed design, development, and the integration and test phases of the SSDS ACB/TI program plan.
The Contractor shall collaborate with Navy-funded Capability Developers (CDs) and CSEAs in Government-sponsored Integrated Product Teams (IPTs), working groups, and data exchanges as directed to coordinate CDs software product development efforts with the SSDS CSEA’s integration efforts for the SSDS. 

The Contractor shall maintain a SSDS System Integration Lab (SIL) for development, integration and test of SSDS software and hardware.  The Contractor shall maintain the test bed environment to support SSDS testing including interface simulation computer programs and associated Human Machine Interfaces.  The Contractor shall design and develop only those pieces of equipment, such as unique interface devices, electronic boards, special cables, and others as determined necessary during System Definition and Preliminary Design Phases to complete the development and integration of the SSDS CS Upgrade or Critical Experiment.  These equipments may be in the form of brass board or pre-production models or commercial equivalents. The Contractor shall assure the design for each development site affected by the upgrade includes those equipments and/or simulators required to support the development, test, and integration of computer program and equipment changes in the combat system Upgrade or Critical Experiment. Equipment procured or constructed under this contract shall be tagged and registered in the Government Property Control System. The Contractor shall maintain the test bed equipment and test bed computer programs at the Contractor’s facilities and shore sites including:  Surface Combat Support Center (SCSC) (at NSWCDD, Wallops Island, VA), SSDS Lab and training site (at Combat Direction Systems Activity (CDSA) DN, Virginia Beach, VA)), Modular Engineering Configuration Laboratory SSDS (MECLS) (at NSWC PHD, Port Hueneme, CA), Integrated Combat Systems Test Detachment (ICSTD) and SSDS Lab (at NSWCDD, Dahlgren, VA).  Configuration changes to the Systems Integration Laboratory (SIL) and Test Bed, and proposed configuration changes, will be provided in monthly status reports via CDRL A004.

Deliverable Data Item (See DD-1423):  A004, “Contractor Progress, Status and Management Report; Monthly Status Report”
Much of the engineering and technical support efforts revolve around the focal point for reporting/implementing any changes within SSDS - the Trouble Report (TR) Database.  The SSDS change process includes Engineering Change Proposals (ECPs), which define and cost a set of changes or additions to SSDS.  The ECP then allows Specification Change Notices (SCNs) to be written, which gives the requirement level of changes their platform to be incorporated.  The next level of documenting changes comes at the TR.  Trouble Reports can be of a high level as kicking-off a major change like SSDS Mk 2 MOD 5 thus making LSD platforms a part of the SSDS Mk 2 Ship Classes, or as low a level as misspellings on a display needing correction.  SSDS Trouble Report (TR) Database encompasses the following change categories:

· COTS
Commercial Off-The-Shelf and related documentation
· DOC
Controlled documents
· DWG
Hardware drawings
· EXT
External customer requests
· HW
Hardware used in development, test, or deployment of system
· S-D
Site Data
· SW
Developmental and product software source code baselines
· TOOL 
Tools related to process
The Trouble Report concept as currently implemented by the Platform System Engineering Agent (PSEA) is called the Engineering Difficulty Report (EDR) Database administered by an Engineering Difficulty Report Disposition Board (EDRDB), which we shall refer to as the Trouble Report Disposition Board (TRDB).  Trouble Reports are to be promptly entered into the Trouble Report Database.
The Contractor shall perform or support the following specific combat system computer software delivery tasks:

a. Conduct predetermined combat system computer program regression testing, utilizing automated software testing approaches where possible. 
b. Support Navy defined tests and exercises such as Data Link Developmental Certification or upgrade familiarization exercises.
c. Establish ship user accounts and root password authorization for advanced processor based computer software as directed by Navy. Provide system administration support for waterfront activities as required.
d. Support Interface Control Working Groups (ICWGs), Configuration Control Board (CCBs), Product Certification Panel (PCP), Product Release Panel (PRP), Mission Readiness Reviews (MRRs), Weapon Systems Explosive Safety Review Board (WSESRB), Tactics, Techniques and Procedures (TTP) Working Group and any other boards/events by providing representatives for these meetings/forums when requested.
e. Support waterfront configuration control processes for managing computer software changes.
f. Provide computer software support to carrier and amphibious land-based test sites (LBTS).
g. Provide underway data analysis support activities, as requested, and deliver documentation of the results of the data analysis efforts to PEO IWS10 and ship personnel.
h. Provide support to the SSDS Test Teams to validate system capabilities and readiness for certification.
i. Provide support to the SSDS Ship Integration Team with planning documents and test procedures.
j. Provide support to the Alteration Installation Teams (AITs) and/or Ship Integration Production Teams with design documentation and Hull, Mechanical, and Electrical (HM&E) requirements; as applicable.
3.2.8
Open Architecture

The Contractor shall define and follow an open systems approach for using modular design, standards-based interfaces, and widely-supported consensus-based standards as documented in an Open System Management Plan (OSMP) per the CDRL A014 and PEO IWS Surface Navy Combat Systems Software Product Line Architecture, Architecture Description Document, Version 1.0.  The Contractor shall demonstrate compliance to the OMSP during all design reviews.  The Contractor shall, with the Government’s direction, utilize Commercial-Off-the-Shelf/Non-development Item (COTS/NDI) components and provide copies of license agreements related to the use of these components for Government approval prior to use.  As used above, “component” is defined, consistent with the Institute of Electrical and Electronics Engineers (IEEE) definition from IEEE Std 610.12-1990, as “one of the parts that make up a system.  A component may be hardware or software and may be subdivided into other components.”  Deviations from the approved OSMP shall require written Government approval.  In satisfying the Government’s requirements for OA, the following design approach characteristics shall be part of the OSMP and be utilized:
Deliverable Data Item (See DD-1423):  A014, “Management Plan; Open System Management Plan (OSMP)”

a. Open Architecture (OA) – The Contractor shall develop and maintain an architecture that incorporates appropriate considerations for re-configurability, portability, maintainability, technology insertion, vendor independence, reusability, scalability, interoperability, upgradeability, and long-term supportability as required by the 23 Dec 2005 Office of the Chief of Naval Operations (OPNAV N6/7) requirement letter.  [The letter is available at https://acc.dau.mil/oa].
b. Modular, Open Design – The Contractor shall extend the architecture that was developed under the ACB 12 program in a layered, modular system architecture that incorporates COTS/NDI computing hardware, operating systems, and middleware.  The contractor shall maximize use of Application Programming Interfaces (APIs) that are non-proprietary or non-vendor-unique, including applicable common APIs defined in the Navy objective architecture product line.  As part of its OSMP, the Contractor shall describe how the proposed system architecture meets these goals, including the steps taken to use non-proprietary or non-vendor unique COTS or reusable NDI components wherever practicable.
c. System Requirements Accountability – The Contractor shall ensure all system requirements are accounted for through a demonstrated ability to trace each requirement to one (1) or more components with full tracing for new and existing components across ACBs in a phased manner.  A requirement traceability analysis database compatible with DOORs shall be maintained using automated tools and producing the equivalent of a requirements traceability verification matrix in an automated format.  Any traceability that has been delivered for the current baseline will be provided as GFI (Attachment J-9) in a format that can be imported into automated requirements tools.
d. Open, Published Interfaces – The Contractor shall ensure the elements and components have well-defined, open and published interfaces implemented using open standards, where applicable. New components and their interaction shall conform to Navy-defined objective architecture interfaces and APIs, unless alternate approaches are approved by the COR in the design review process.
e. Modular Open Systems Approach (MOSA) – The Contractor shall document in Design Reviews or related architectural documentation its rationale for the specific modularization choices made to generate the design.  The Contractor’s rationale must explicitly address any tradeoffs performed, particularly those that compromise the modular and open nature of the system.
f. System Design Information Documentation – – For software modules that already have a software model and for software modules with more than thirty (30) percent change in an ACB, the Contractor shall document and model the system  (e.g., software, computing hardware, middleware) design down to the component level using industry standard formats, (e.g., Unified Modeling Language (UML)), and define how it will use tools that are capable of exporting model information in a standard format (e.g., Extensible Markup Language Metadata Interchange (XMI) and AP233/ISO 10303).  The Contractor shall identify the proposed standards and formats to be used in its OSMP.
g. Technology Insertion – The Contractor shall document any constraints the design places on the rapid and affordable insertion and refreshment of technology in the OSMP and A014.
Deliverable Data Item (See DD-1423):  A014, “Management Plan; Open System Management Plan (OSMP)”

h. Treatment of Proprietary or Vendor-Unique Elements – The Contractor shall document the use of proprietary or vendor-unique components in the Data Rights and Patent Rights Assertions (Attachments J-4 and J-5).  Proprietary content must be separated from non-proprietary content with a published, non-proprietary interface.  The Contractor will define its process for identifying and justifying the use of proprietary or vendor-unique code modules, computing hardware, firmware, or software to be used.  The use of proprietary or vendor-unique hardware, firmware, software, or other items shall not preclude or hinder other component or module developers from interfacing with or otherwise developing, replacing, or upgrading open parts of the system.  Proposed proprietary content shall be approved by PEO IWS 10 in writing, normally accomplished via the design review and disclosure process, with a preference for preapproved licenses.  Use of Open Source software is encouraged where consistent with considerations of security classifications and PEO IWS 10 security requirements.  If the Contractor intends to expend Industry Research & Development (IR&D) funds on efforts to meet the requirements of this contract, it must get pre-approval from the Contracting Officer prior to expenditure of the funds.
i. Open Business Practices – The Contractor shall conduct publicized market surveys to identify candidate COTS and other reusable NDI capable of achieving any performance requirements of hardware solutions it proposes to custom build, when directed by the COR.  The survey results shall be provided to support applicable major reviews.  COTS and other reusable NDI selection criteria shall address the following factors, at a minimum:  Form, Fit, and Functional (F3), and Capable; Open Systems architecture compatibility; cost; manufacturer’s quality assurance provisions; market acceptability; obsolescence; adequacy of available technical and intellectual property data and re-procurement data rights on the product.
j. Reuse of Pre-existing or Common Items – The Contractor shall reuse pre-existing or common items. Any proposed exceptions to this rule shall be approved by the COR.  The Contractor shall submit a written justification for exceptions to the COR that addresses cost (both of adoption and of life cycle support), schedule, functional and non-functional performance.
k. Third Party Development – The Contractor shall address in its OSMP how it will provide to the Government any and all information needed to support third-party, maintenance or upgrade for software that is created or modified under this contract.  The Contractor shall provide a list of those proprietary, vendor-unique elements it requests be exempt from this review, consistent with its Data Rights Assertions.  The Contractor shall participate in engineering working groups to define common component requirements, data models, and interfaces capable of supporting third-party development of those common components.  The general objective of these efforts shall be the development of common system and/or components or components which meet the performance requirements of the various U. S. Navy or Marine Corps platform missions, where commonality offers the greatest technical and cost benefits.
l. Use of Commercial Standards – With the implementation of the system(s), the Contractor shall use the commercial standards to the maximum extent practical while meeting system performance requirements. The Contractor shall give preference to standards developed by international or national industry standards bodies that have been widely adopted by industry. Where official standards do not exist the Contractor shall seek and use “de facto standards” (those widely adopted and supported in the market place).
m. Use of Common Asset Library (CAL) - The Contractor shall use software components and modules from the Navy’s CAL as the solution for functionality when directed.    The Contractor shall provide feedback on the need for modifications or changes, and ensure any changes required are approved by the COR via the formal Configuration Management (CM) process.  The Contractor shall justify any substitution for or replacements of CAL assets- during the formal design review- and obtain Navy approval prior to proceeding on any design effort to modify, replace, or substitute CAL modules.  
3.2.8.1 COTS Obsolescence and Technology Insertion (TI)
The PEO IWS Technology Insertion approach assumes that hardware changes and software upgrades (ACBs) are accomplished independently, which will facilitate rapid development and introduction of new capabilities, encourage open architecture solutions, and increase support of the Fleet user community.  The technology insertion process is expected to develop a new processing and display hardware infrastructure for installation on surface combatants every four (4) years.  The hardware and software (ACB) development and fielding are separate and distinct processes in order to ensure software is updated more frequently and fielded on multiple hardware infrastructures.  The TI cycle, however, is expected to align with the ACB process timeline so combat system hardware and infrastructure is upgraded on a regular basis in an orderly manner (e.g., ACB 16 and Next TI).  The intent is for each ACB to run on any of three (3) TI suites (e.g., ACB 16 runs on TI 12, TI 16 and TI 20), indicating a TI suite forward or backward from the year-associated TI suite.  For the ACB 12 development and migration to the three (3) TI suites, the outstanding action that shall be the CSEA responsibility is for migration of ACB 12 onto a TI 16 configuration.
The CSEA’s role with respect to Technology Insertions is to provide SSD Element and SSDS Combat System’s analysis support and to provide hardware systems change recommendations to the program office, then develop, document, and deliver the Combat System software changes required to integrate on the selected hardware.
The Contractor shall use the Trouble Report Database as an Engineering Tool for a corrective action system in resolving each problem identified in the SSDS hardware.  The Contractor shall notify the Navy verbally and via the monthly status report CDRL A004 when high priority hardware TRs are discovered or reported as Test Observation Reports (TORs).  The Contractor is authorized to immediately begin work to resolve high priority hardware TRs upon receipt.  The Contractor shall resolve hardware TRs and implement required corrections and updates.  Medium and low priority hardware TRs shall be corrected as directed by PEO IWS.  Approved ECPs shall be implemented as directed by PEO IWS.  The Contractor may conduct equipment failure analysis and problem resolution on location if required and provide trip report per CDRL A062.
The Contractor shall perform regression testing after modifications and provide test report per CDRL A070.  The Contractor shall support Navy land based test events and provide test report per CDRL A070.  The Contractor shall plan and conduct testing to ensure that SSDS hardware meets System/SubSystem Specification (SSS) requirements including environmental requirements.  The Contractor shall report the test results via CDRL A071.  
The Contractor shall support the SSDS COTS WG in monitoring of the availability of hardware components and propose hardware improvements or upgrades via Technical Information Report per CDRL A060 as DMSMS end of life or as technology updates occur rendering hardware obsolete.  The Contractor shall analyze hardware TRs to determine course of action for problem resolution.  This effort includes support of Restriction of Hazardous Substances (RoHS) impact activities performed by PEO IWS10, their technical direction agent and/or their designated representatives. [Note:  The full transition of this COTS Obsolescence and DMSMS responsibility from PSEA to CSEA shall occur in conjunction with the 24 month transition of the TR modification responsibilities referred to as fix-compile-build.  From contract award to this 24 month event the CSEA shall be participating in the event/meetings described in this SOW and J-3 (COTS Obsolescence Engineering and DMSMS) as a learning period of the processes and tasks associated with this tasking.]

The Contractor shall provide engineering services, including risk reduction mitigation efforts, to ensure the SSDS equipment/LRU modifications meet the environmental requirements specified in the SSS.  The Contractor shall provide Design and Analysis services for failure analysis and/or design fixes to address the test anomalies.
The Contractor shall provide the engineering resources to support the COTS technology surveys, identification of emergent obsolescence and DMS issues and the selection, evaluation and regression testing of candidate replacement COTS components as well as the management of software licenses.  In addition, this task provides support for the Q-70 change process including evaluation of the impact of proposed COTS hardware and software changes. As a part of the modernization of the SSDS computing infrastructure, the Contractor shall assist the Government by providing SSDS and combat system software related inputs that will impact design, development and qualification of hardware changes for the new Technology Insertion baselines, starting with the Next TI and COTS Refresh computing and network equipments, operating systems, and middleware to address previous baseline obsolescence issues. This shall apply to all cabinets (Network Switching Cabinets, Common Processing System, Common Display System, Advanced COTS Enclosure (ACE) Remote Common Electronics Module (CEM), Tactical Computer Consoles, Mini I/O Enclosures, Multi-Purpose Enclosures, Command Control Group, AN/UYQ-70 Displays, and Combat System Technical Assist Remote Support (CSTARS). 
The Contractor shall support follow-on Technology Refresh of the CDS and CPS product lines by providing analysis of physical, functional, performance, interface, and HSI requirements; supporting design reviews; and verifying product compliance with new ACB and TI requirements.  The Contractor shall: generate and deliver engineering white papers/technical emails to relay the Contractor understandings on key issues/actions as required; attend weekly meetings; and support CDS and CPS reviews and requirements definition. 
The Contractor shall integrate the ACB-16 software with the TI-12 (and TI 12’s obsolescence refreshes) CS computing environment development and its Common Processing System (CPS) baseline, and recommend solutions to identified life cycle support model issues found during the period of performance of this task.  The Contractor shall perform experimental verification testing of the ACB software on the prototype or COTS versions of the future TI hardware.
The Contractor’s role with respect to Technology Insertion upgrades is to provide carrier and amphibious CS analysis support and to provide hardware systems change recommendations to the program office.  Prototype testing of hardware components may be required to validate their applicability for use with SSDS. Prototypes may have to pass carrier and amphibious ship environmental requirements, as directed by COR.
The Contractor shall complete the procurement, installation and support of the computer program development environment and tools supporting the Technology Insertion equipment configuration per CDRL A057 (IRS), A058 (drawings), A059 (test procedures), A061 (ICDs), A038 (COTS data), A024 (drawings/models), A018 (DCN) and A019 (provisioning).
Deliverable Data Items (SeeDD-1423):

a. A004, “Contractor Progress, Status and Management Report; Monthly Status Report”
b. A062, ”Status Report; Trip Report”

c. A070, “Technical Report - Study/Services; Regression/EU/Other Testing Report
d. A071, “Test/Inspection Reports; Hardware or Systems Testing Report”

e. A060, “Technical Information Report”

f. A057, “Interface Requirements Specifications (IRS); IRS, Hardware Products and System Interfaces”

g .A058, “Schematic Block Diagrams; Electrical Drawings and Associated List”

h .A059, ”Test Procedure; Unit Test Procedure (Hardware Items)” 

i. A061, “Installation Control Drawings; Updates and Revisions”

j. A038, “Technical Information Report; Commercial off the Shelf (COTS) Data Sheets(Updates and Revisions)”

k. A024, ”Product Drawings/Models and Associated Lists”

l. A018, “Logistics Product Data Summaries; Design Change Notice (DCN)”

m. A019, “Supplementary Provisioning Technical Documentation; Post Production Updates and Revisions” 
3.2.9
Network Engineering and Benchmarking

Navy ships have a multitude of networks supporting and affecting the Combat Systems equipment, including various designs and levels of interoperability, supportability, security, and maintainability.  The Contractor shall work closely with PEO IWS to define network infrastructure upgrades that provide access to information at multiple levels of classification, provide access to networked distributive and collaborative tools, and distribute raw data as required from systems across infrastructure service and resources to multiple security enclaves.  The Contractor shall evaluate the SSDS Combat System network requirements and provide recommendations as to ensuring secure interfaces between networks of different classification, and implementation of DoD Information Assurance Certification Accreditation Program (DIACAP) and Platform Information Technology (PIT) requirements.  The Contractor shall develop network performance models using automated tools (e.g. OPNET) to prove network design suitability. The Contractor shall develop and analyze computer benchmarking and performance models of each new ACB running on all applicable Technology Insertion computer server and hardware baselines, and each new Technology Insertion baseline hosting all applicable SSDS ACBs.  The Contractor shall deliver the functional models, data, and associated analysis and conclusions as a deliverable scientific and technical report per CDRL A015.

Deliverable Data Item (See DD-1423):  A015, “Scientific and Technical Reports; Performance Modeling and Simulation Analysis Report”

3.2.10
SSDS Combat System Safety, Certification and Improvements

The Contractor shall support all SSDS Combat System Safety and Certification efforts. Specifically, this support will include, but not be limited to: aiding in the development of safety concepts, trade studies, system safety requirements development, functional allocations, system definition, safety test definition and safety evaluations.  Included shall be the development of a plan of action and milestones for the specified effort to define Safety and/or Certification requirements, resources required, definition of responsibilities by organization, expected products and when they shall be available, and the overall schedule of the effort.  Upon tasking and after acceptance of these plans, the Contractor shall develop a mechanism to monitor and assess plan execution.

The Contractor's development and Verification and Validation (V&V) plans shall provide the artifacts, metrics, and reports as necessary to support the Government CS Certification Plan in accordance with PEOIWSINST 4730.1A, Combat System Certification Policy.  These artifacts are included in the continuous electronic connectivity as discussed earlier.  The Contractor shall also work with the certification agent to ensure the certification process be integrated with the developer and the developer's engineering processes and to enable certification assessment activities are executed during all phases of product development.  

The Contractor shall conduct studies and analyses to address possible updates or changes to the SSDS per CDRL A015.  The specific focus of these activities shall be described in Technical Instructions.  The results of these studies and analysis are anticipated to result in changes and improvement to the SSDS safety, performance and or operational capability with the Fleet.
When tasked by Technical Instruction, the Contractor shall support all SSDS Warfare System Safety and Certification efforts.
Deliverable Data Item (See DD-1423):  A015, “Scientific and Technical Reports; Performance Modeling and Simulation Analysis Report”

3.2.11
Program Security

The Contractor shall adhere to all security requirements imposed by the latest issue of the National Industrial Security Program Operating Manual (NISPOM) and the Contract Security Classification Specification (DD 254, Attachment J-8) and ensure that all lower tier subcontractors and vendors are provided with information on and comply with the applicable security requirements. In addition, the Contractor shall have accredited Automated Information Systems (AIS) and/or networks to process Non-SCI/other sensitive material.

3.2.12
SSDS System Safety

The Contractor shall establish and conduct an SSDS safety program for equipment, computer software, and system changes in accordance with MIL-STD-882D.  

a. In conjunction with the above, the Contractor shall maintain a Safety Hazard Tracking database, and participate in the SSDS System Safety Working Group.
b. The specific elements of the safety program for each upgrade effort shall be assessed by the Contractor and, upon concurrence by the COR, implemented within the scope of the SOW.
c. The Contractor shall ensure Mission Systems Equipment can be tested, operated, maintained, repaired, and disposed of in accordance with Environmental, Safety and Occupational Health (ESOH) statutes, regulations, policies, and, as applicable, environmental treaties and agreements.  The Contractor shall regularly review ESOH regulatory requirements and evaluate their impact on the SSDS life-cycle cost, schedule, and performance.  In its efforts at ensuring environmental compliance and adherence to DOD ESOH requirements, the Contractor shall develop and maintain an Environmental Analysis Report, and Environmental, Safety and Occupational Health Management Plan (ESHMP) and report the status during design reviews.  The Contractor shall support the program office to maintain the Programmatic Environmental, Safety and Occupational Health Evaluation (PESHE).  
d. The Contractor shall identify and evaluate personnel health and equipment hazards, define risk levels and establish mitigations through safety analysis and regulatory requirement evaluations.  The Contractor shall ensure appropriate modifications (if necessary) are carried out in the Mission System Equipment design, procedures, and test activities to manage the probability and severity of all hazards and maintain continual compliance with ESOH requirements associated with development, test, use, maintenance and disposal of the Mission System Equipment.
e. The Contractor shall establish and conduct a Weapon System Safety program compliant with DoD and DoN safety requirements and provisions of MIL-STD-882D.  The Contractor shall develop an SSDS System Safety Program Plan (SSPP) per CDRL A016 and approved by the Government Principal for Safety (PFS), that addresses the ACB safety effort to be executed, including assessment of third-party developed components integrated into the SSDS.  The SSPP shall be developed in accordance with the Government System Safety Management Plan (SSMP), which will be provided to the Contractor by the PFS.  Electromagnetic environmental effects (E3), Electromagnetic Interference (EMI), Electromagnetic Compatibility (EMC), Hazards to Electromagnetic Radiation to Ordnance (HERO), Hazards to Electromagnetic Radiation to Fuel (HERF), Hazards to Electromagnetic Radiation to Personnel (HERP), Radiation Hazard (RADHAZ) and Spectrum Management may be included in this safety work.  Also, an Electrometric Environmental Effects (E3) Plan would address all new hardware products of a Technology Insertion upgrade, if requested.  
Deliverable Data Item (See DD-1423):  A016, “System Safety Program Plan (SSPP)”

f. The Contractor shall establish and maintain an electronic hazard tracking system in an IDE to the PFS.  The information contained in this tracking system shall include results of all Contractor hazard analyses, and to include analysis of third party developed components integrated into the SSDS.  Additional information to be maintained shall include safety analysis of Trouble Reports (TRs) of hardware and software problems, as well as the results of safety reviews of Specification Change Notices (SCNs) and Engineering Changes Proposals (ECPs).
g. The Contractor shall participate in Combat System Safety Working Groups to be chaired, planned and coordinated by the PFS. 
h. The Contractor shall conduct an analysis of all SSDS Performance and Capability Requirements (P&CR), System/Subsystem Specification (SSS) and System Requirement Specifications (SRSs) and ensure they are appropriately “tagged” according to their potential safety impact.  This task will encompass the determination, in the context of the fully integrated combat system, whether a requirement provides direct or indirect influence over the initiation of a hazardous condition, direct or indirect influence over the prevention of a hazardous condition, or has no safety applicability. Additionally, the Contractor shall map “tagged” safety requirements to applicable hazards and causal factors, and will also make the determination if the existing requirements are adequate and whether additional requirements are needed.  The results of this effort will be electronically maintained by the Government and supported by the Contractor in the DOORS database or other government approved alternative and will form the basis for a Safety Requirements/Criteria Analysis (SRCA).  The exact format and content of the SRCA shall be provided by the Contractor and approved by the Government Principal for Safety (PFS).  The SRCA will be a non-CDRL item (NCI) document deliverable to the PFS as it is available from the DOORS database.    
i. The Contractor shall perform a Software Criticality assessment of all SSDS elements to determine the criticality of all Computer Program Configuration Items (CPCI) or equivalent, down to the component level, including third party developed components.  The results of the software criticality assessment will determine the appropriate level of system safety rigor required for each SSDS CSCI.  To determine each CSCI software criticality level, the process contained in the Joint Software Systems Safety Handbook or the Naval Ordnance Safety and Security Activity (NOSSA) Waiver process and PEO IWS Combat System Product Line Software Safety Guidance should be used.  The Contractor shall execute the appropriate level of rigor for each SSDS CSCI in accordance with the software criticality determination.  
j. The Contractor shall work with the Ship Self Defense Combat System Principal for Safety (PFS) to identify specific functional threads for detailed hazard analysis.  Functional threads chosen will be based on new functionality (i.e. not present in legacy SSDS baselines), modifications at the SSDS level to a legacy function, including significant changes in one (1) or more interface associated with the function, or other criteria as mutually agreed between the Contractor and PFS.  This functional thread analysis may impact elements of the SSDS as well as other combat system elements.    
k. The Contractor shall develop an SSDS Preliminary Hazard List (PHL) that will encompass potential mishaps, hazards and causal factors attributable specifically to the SSDS.  If a PHL from a previous SSDS Baseline is used as a starting point, the Contractor shall ensure existing mishaps, hazards and causal factors are reviewed for applicability to the new ACB in addition to identifying new potential mishaps, hazards and causal factors based on the definition of the ACB as well as the architecture in which the ACB will be implemented, including system infrastructure.  The Contractor shall maintain the SSDS PHL as part of the hazard tracking database with results provided to the PFS for incorporation into the Government’s Master Hazard Tracking Database (HTDB).  
l. The Contractor shall conduct an SSDS Preliminary Hazard Analysis (PHA).  The SSDS PHL will serve as the starting point in the conduct of the PHA effort.  The SSDS PHA will consider the need to include additional hazards and causal factors based on information that may not have been available at the time the PHL was prepared.  In the conduct of the SSDS PHA, hardware/equipment, computer programs (software and firmware) as well as hazardous materials planned for use will be analyzed.  Numerous areas must be considered for potential hazards or causal factors including: major safety interlock definition and evaluation with regard to pre-requisite conditions or dependencies; firing and initiation sequences for ordnance items and energy emitters are to be defined and evaluated in the context of operator inputs, sequencing of events and safety interlocks; electrical and digital interfaces are assessed for potential safety issues associated with inadvertent initiation or sustainment of a safety function; and evaluation of undesired states and unintentional activation or propagation of hazardous conditions are analyzed.  The Contractor shall ensure candidate mitigations are identified for all hazards and causal factors.  The SSDS PHA will be maintained by the Contractor as a function of the hazard tracking database with results provided to the PFS for incorporation into the Government’s Master HTDB. 
m. The Contractor shall conduct Sub-System Hazard Analyses (SSHA) for all of the SSDS.  The SSHA will include element functionality allocated to any third-party components.  In the conduct of the SSHA, the Contractor shall: verify subsystem compliance with safety requirements contained in subsystem specifications and other applicable documents; identify previously unidentified hazards associated with the design of subsystems including component failure modes, critical human error inputs, and hazards resulting from functional relationships between components and equipment comprising each subsystem; and recommend actions necessary to eliminate identified hazards or control their associated risk to acceptable levels.  The Contractor shall maintain the SSHA as a function in the hazard tracking database with results provided to the PFS for incorporation into the Government’s Master HTDB.  
n. The Contractor shall lead the effort to develop an SSDS System Hazard Analysis (SHA).  The focus of the SHA is to ensure compliance with specified safety design criteria, identify possible independent, dependent, and simultaneous hazardous events including system failures; failures of safety devices; common cause failures and events; and system interactions that could create a hazard or result in an increase in mishap risk; degradation in the safety of a subsystem or the total system from normal operation of another subsystem; design changes that affect subsystems; effects of reasonable human errors; determination of potential contribution of hardware and software (including that which is developed by third parties, or COTS hardware or software) events, faults and occurrences (such as improper timing) on safety of the system.  The SHA shall also ensure the safety design criteria in the hardware and software specifications have been satisfied, and the method of implementation of the hardware and software design requirements and corrective actions has not impaired or degraded the safety of the system nor has introduced any new hazards.  The SHA shall document the results of fully analyzing and characterizing the mishap risk associated with hazards and causal factors identified in the PHA, identify existing mitigations for SSDS hazards and causal factors, and to recommend actions necessary to either eliminate identified SSDS hazards or identify mitigation strategies to control their risk to an acceptable level.  The SHA shall also focus on identification of actual mitigations for identified hazards and causal factors as well as the effectiveness of the mitigation to reduce the risk associated with the hazard or causal factor.  The Contractor shall maintain the SHA as part of the hazard tracking database with results provided to the PFS for incorporation into the Government’s Master HTDB.  
o. The Contractor shall conduct an Operating and Support Hazard Analysis (O&SHA).  The O&SHA will address potential safety issues associated with:
1. activities which occur under hazardous conditions, their time periods in which those conditions occur , and the actions required to minimize risk during these activities/time periods;
2. changes needed in functional or design requirements for system hardware and software and support/test equipment to eliminate or control hazards or reduce associated risks;
3. requirements for safety devices and equipment, including personnel safety equipment;
4. warnings, cautions, and special emergency procedures including those necessitated by failure of a computer software-controlled operation to produce the expected and required safe result or indication;
5. requirements for packaging, handling, storage, transportation, maintenance, and disposal of hazardous materials;
6. requirements for safety training and personnel certification;
7. effects of non-developmental hardware and software across the interface with other system components or subsystems, and potentially hazardous system states under operator control.
The O&SHA shall also include a safety review of both preventive and corrective maintenance procedures, detailing areas requiring improvement or correction, the recommended improvement or correction, and the implementation status of the recommended improvements or corrections.  The O&SHA shall include a review of operator and maintenance training curriculum to ensure system safety features are adequately addressed in the operator courses and the maintenance courses provide adequate emphasis on personnel safety and the avoidance of equipment damage.  The Contractor shall maintain the O&SHA as a function of the hazard tracking database with results being made available to the PFS for incorporation into the Government’s Master HTDB.

p. The Contractor shall ensure all safety requirements identified in the SRCA are appropriately and adequately tested and the results are properly documented in the DOORS database to support generation and maintenance of the Safety Requirements Verification Matrix (SaRVM).    The Contractor shall generate a SaRVM report from the DOORS database depicting the test status for all safety requirements.  The SaRVM will be maintained by the Contractor and results provided to the PFS via the DOORS database for incorporation into the Government’s Master HTDB. 
q. The Contractor shall lead efforts to develop a Safety Assessment Report (SAR) per CDRL A020 for all program milestones and events requiring a Weapon System Explosives Safety Review Board (WSESRB) approval or concurrence.   Specific content of the SAR will be agreed upon by the Contractor and the PFS.  The SAR will be provided to the PFS for review, Program Office approval, and submission to NOSSA in accordance with the timelines required by NAVSEAINST 8020.6E.  
Deliverable Data Item: (See DD-1423):  A020, “Safety Assessment Report (SAR)”

r. The Contractor shall be fully integrated into the Build Change Control Board (BCCB) process.  The Contractor shall conduct a safety analysis of all SSDS Trouble Reports (TRs) for hardware and software.  Analysis of TRs includes those generated against third-party developed components. The Contractor is responsible for electronically documenting and tracking safety assessments for all TRs determined to have safety impact.  The format and content of safety assessments will be agreed upon by the Contractor and the PFS, and must be compatible for integration into the Government’s master hazard tracking database.  As part of the input to hazard tracking database, the Contractor shall provide both hardware and software TR safety assessments to the PFS for approval.  The Contractor shall ensure that they are maintained in the Contractor’s hazard tracking system with accurate status information.  
s. The Contractor shall review all SSDS Specification Changes for potential system safety impact.  The Contractor will track the status of the Specification Changes through implementation, test, and verification and maintain this status in the Contractor hazard tracking system.  The Contractor shall keep the PFS apprised of this status, including any residual risk upon completion of testing and verification.  The Contractor shall provide information for incorporation into the hazard tracking database as requested by the PFS.  
t. The Contractor shall support the PFS in preparation for Software System Safety Technical Review Panel (SSSTRP) and WSESRB reviews.  The SSDS CSEA shall develop safety briefs in accordance with the PFS schedule and ensure proper representation is provided for “informal”/”trial” as well as formal safety reviews per CDRL A005. 
Deliverable Data Item (See DD-1423):  A005, “Presentation Material”

u. The Contractor shall support the PFS in preparation of safety briefs for Mission Readiness Assessment (MRA) and certification panels.  The SSDS CSEA shall ensure briefs are prepared in accordance with the promulgated schedule and proper representation is provided for ”informal”/”trial” as well as the reviews per CDRL A005.  
Deliverable Data Item (See DD-1423):  A005, “Presentation Material”

3.2.13
Reliability and Maintainability Engineering

The Contractor shall establish and maintain an approved Reliability and Maintainability (R&M) program based on current practices for developed, integrated, tested, or delivered hardware and software for their relevant ships.  The Contractor shall assess the need for RM&A engineering effort for each upgrade, and provide the Government the results of this assessment. 

The Contractor will provide support to PEO IWS 10 in the management and oversight of the Reliability, Maintainability, and Availability (RM&A) surveillance and corrective action programs during ship construction, CNO availabilities, and modernization phases for SSDS equipments produced by Original Equipment Manufacturers (OEMs), other than the Prime Contractor.  The Contractor shall identify engineering improvement opportunities based on cost of ownership, trend analysis, and customer inquiries and provide technical support to the SSDS Trouble Report Disposition Board (TRDB) and participate in weekly BCCB to review and status open problems.  The Contractor shall:

a. Update and maintain the R&M Program Plan per CDRL A022 provided under previous development programs.
Deliverable Data Item (See DD-1423):  A022, “Reliability and Maintainability (R&M) Program Plan”

b. Develop and perform system/equipment level analyses to determine whether specified RM&A requirements will be satisfied by providing a Reliability and Maintainability Allocations, Assessment and Analysis (RMAAA) and Failure Modes, Effects and Criticality Analysis (FMECA) Report per CDRL A013 and A023, respectively.  The RMAAA shall be reviewed at the major system design reviews for each ACB and Technology Insertion effort.
Deliverable Data Item (See DD-1423):

a. A013, “Technical Report - Study/Services; Reliability Allocation, Assessment and Analysis Report“
b. A023, “Failure Mode Effects and Criticality Analysis Report (FMECA)”
c. Contribute to the design review process.  RM&A lessons learned from Fleet operations shall be evaluated for applicability in the design, to identify potential and incorporate Government approved cost effective changes when directed to maximize system availability, and to determine the impact on system R&M characteristics resulting from incorporation of commercial equipment where appropriate. Provide RM&A related inputs to specifications.  Ensure appropriate derating criteria are incorporated into the design (see reference in Paragraph 2.6).
d. Contribute to the computer software development process to ensure that techniques are employed to reduce the probability of computer program errors.
e. Contribute to the planning and execution of test programs to measure R&M related parameters for new equipments and computer software.
f. Develop and/or upgrade computer software to provide data extraction and data reduction in support of evaluation of R&M parameters used to accomplish RM&A engineering efforts.
g. Maintain a Failure Reporting and Corrective Action Reporting capability via submission of TRs to identify R&M related problems and provide data for internal and Navy problem review boards, for software builds, new hardware products, and ACB and TI system baselines. 
h. Contribute to the COTS product selection process. The Contractor is responsible for thermal derating and thermal analysis for products used in this configuration.  Products chosen will be derated in accordance with SSDS derating practices (see reference in Paragraph 2.6).  
i. The Contractor shall evaluate the total readiness of the SSDS components offered and assure the Readiness solution is compatible from a design development, integration and test and maintenance concept.
3.2.14
Training and Maintenance Source Material and Products

The Contractor shall develop training materials per CDRL A073 in support of the SSDS ACB program and deliver the training materials in accordance with NAVEDTRA 131 series and the Navy Instructional Content Style Guide Interactive Multimedia Instruction and Instructor-led Training format.

The Contractor shall develop and integrate training material changes that reflect the capability changes to the combat system capabilities.  The Contractor shall also provide support for the training of DoD civilian and Navy personnel at the LBTS and/or schoolhouse, as directed by the COR via Technical Instruction.
Deliverable Data Items (See DD-1423):  A073, “Revisions to Existing Government Documents; Training Material”

3.2.15
SSDS Technical Manuals 

The Contractor shall provide the necessary personnel, facilities, and resources to develop and maintain the PEO IWS CS, weapon system maintenance and operations technical manuals (TMs), and Planned Maintenance System (PMS) documents (i.e., Corrective Maintenance Exercises per CDRL A026) for USN ships throughout their life cycle until decommissioning.  Maintenance shall include the preparation of changes and revisions to existing preliminary and basic issue Interactive Electronic Technical Manuals (IETMs) (per CDRL A025) and Commercial Off-The-Shelf (COTS) technical manuals (TMs) (per CDRL A038). The Contractor may utilize source documentation to produce these manuals.
Contractor shall ensure new baseline upgrades make maximum use of existing manuals. The Contractor shall maintain and provide support for COTS system and equipment technical manuals with changes and revisions.  Use of government furnished information shall take precedence over contractor provided source data or COTS TMs/IETMs. The Contractor shall deliver IETMs per the Technical Instruction requirements.  All Class 4 IETM databases will be authored in the USN supplied software. The Contractor shall supply technical data for COTS items to the extent that the OEM provides such data rights data with the equipment per CDRL A038.

Tasks shall be initiated as a result of Fleet feedback, failure analyses, engineered process improvements, Ordnance Alteration (ORDALT)/Ship Alteration (SHIPALT)/Fleet Modernization (FM), Post Shakedown Availability (PSA)/Refueling Overhaul (ROH)/Selected Restricted Availability (SRA) activities, computer program updates, or direction from PEO IWS.  The Contractor shall update system and equipment IETM content as appropriate to reflect the current shipboard configurations.

Deliverable Data Items (See DD-1423):  
a. A026, “Reliability Centered Maintenance(RCM) Task Definition Report; Corrective Maintenance Exercises”

b. A025, “Computer Operation Manual (COM); Interactive Electronic Technical Manual (IETM), Updates and Revisions”
c. A038, “Technical Information Report; Commercial off the Shelf (COTS) Data Sheets (Updates and Revisions)” 

Specific tasks are as follows:

a. The Contractor shall maintain an on-line bulletin board or Internet-accessible information service for the status of all technical manuals.  Contractor shall support data modeling of all IETMs to facilitate use of the NSWC PHD supplied Standard Generalized Markup Language/Extensible Markup Language SGML/XML repository.  Data Modeling will support better reuse of existing IETM files tagged in SGML/XML and improve efforts of multiple IETM authors to update SGML/XML-based repository files. This application shall be unclassified.  This application shall be accessible over ordinary commercial data networks, such as telephone lines or the Internet.  Completion schedules shall be established and tracked through the development, production, and delivery processes for all baseline development (both forward-fit and backfit) and shipboard manuals.  The Contractor shall provide digital backup on a daily basis for this application.   The Contractor shall be available via commercial telephone line to assist users and qualified potential users in setting up access.  Liaison meetings with other Navy organizations may be required on a frequent basis to identify and plan for system upgrades and manual support.
b. The Contractor shall coordinate technical development and review of manuals. The Contractor shall also deliver manual changes and revisions.
c. The Contractor shall participate in scheduling, coordinating, and conducting combined validation and verification of IETM and COTS technical manual changes, revisions, and updates.
d. The Contractor shall ensure new ACB upgrades make maximum use of existing IETMs, COTS manuals and Electronic System Operator Manuals (ESOM).   The Contractor shall maintain and provide support for COTS system and equipment technical manuals with changes and revisions per CDRL A038, and A025.  The development and delivery of operating manuals will be delivered per CDRL A053 as directed by Technical Instruction. Where the development of new or revised manuals is necessary, the Contractor shall develop them in a Government-approved IETM format.
Deliverable Data Items (See DD-1423):

a. A038, “Technical Information Report; Commercial off the Shelf (COTS) Data Sheets (Updates and Revisions)”

b. A025, “Computer Operation Manual (COM); Interactive Electronic Technical Manual (IETM), Updates and Revisions”
c. A053, “Software Center Operator Manual (SCOM); Electronic System Operator Manual (ESOM) (Updates and Revisions)”
e. The Contractor shall participate in the evaluation and selection of IETM authoring computer programs and host platforms; development of the IETM conversion process; IETM conversion procedures and evaluation criteria; and appraisal by Navy field activities, including the Naval Surface Warfare Center Port Hueneme, Dahlgren and, SSDS Training and Readiness Center, the SSDS Education Center, the SSDS Combat System Center, and Fleet units.  This support is understood to include hands-on experience with the systems under evaluation, generation of IETMs, and definition/improvement of the process for Navy acceptance.  Strict compliance to the latest Computer Aided Logistics Support (CALS) standards is not required, provided that the Contractor provides a suitable migration path to achieve CALS compliance in accordance with PEO IWS COR requirements and schedule.
f. The Contractor technical documentation products shall be developed to the XML 2.0 DTD that is Standard Navy Integrated Publishing Process (SNIPP) compliant.  Technical Manuals that can be stored, retrieved, or displayed using laptop computers with mass memory storage, via shipboard local area networks must be Advanced Technical Information Support (ATIS) compliant.
g. The Contractor shall perform Continuous Process Improvement (CPI).  Formal process definitions shall be maintained and, together with the metrics’ measurements form the basis for the control of the technical manuals as appropriate.
h. Customer satisfaction will be measured as part of the At-Sea Lessons Learned Survey of SSDS Ships.  Crew members will be solicited about specific IETMs, PMS and COTS TMs, including their level of utilization and amount/quality of TM coverage.
i. The Contractor shall exploit existing technology to improve the productivity and availability of key personnel through the routine use of video teleconferencing, electronic meeting technologies and other electronic communication tools to minimize travel and other costs while maintaining the same level of communication with other Contractor and government organizations.  Use of the IDE vault and workflow technology will also be exploited to ensure manual suppliers and government organizations have efficient and ready access to all technical data and other information required to support their role in the manual development process.  These technologies will also be utilized for the delivery of manual products for review and distribution to fleet units and other activities.  This support includes attending SGML/XML and new communications technologies meeting and seminars applicable to IETM Information Management.
j. Contractor shall implement the use of the government furnished IDE as directed by the Government for manual production and workflow between manual sub-contracted suppliers and government organizations.  The contractor shall ensure there is efficient and ready access to all technical data and other information required supporting their role in the manual development process.  These technologies will also be utilized for the delivery of manual products for review and distribution to all government activities, fleet units, and other contractors.  This support includes attending SGML/XML and new communications technologies meeting and seminars applicable to IETM Information Management. 
k. The Contractor shall utilize existing (or emerging) technology to facilitate electronic commerce (EC).  EC shall include electronic billing of technical writing suppliers to Contractor and from Contractor to USN.  EC shall also include processes to capture technical source data for suppliers and delivery of products and services defined in the contract data requirements lists.
l. The Contractor shall support the electronic integration (linking) of Training curriculum, interactive courseware and computer-based training, and also plan the linking of Combat System Operational Sequencing System (CSOSS) with IETMs, PMS, Engineering Operational Sequencing System (EOSS) and Common diagrams for post SCN ships as designated by In-Service Engineering Agent (ISEA) and PEO IWS.  Contractor will make use of the IDE for manual classified delivery, support total contract profile manual replication/distribution using the IDE, deliver IETMs via Internet Webcasting, support classified IETM delivery via DOD classified connection and develop interfaces with unclassified NIPRNET for unclassified IETM distribution.
3.2.16
Technical Documentation

The Contractor shall include provision of hands-on experience with the systems under evaluation, generation of technical documentation, and definition/improvement of the documentation development, review, and management processes for PEO IWS.  Technical documentation includes the following types of data and associated CDRL deliverable products:

a. Work Packages (WPs) – The Contractor shall update system and equipment manual content as appropriate to reflect the current shipboard configurations. Work Packages for SSDS systems/equipment shall be developed and delivered in accordance with the established QAPP and SSDS Style Guide. As part of the acceptance criteria, the Government will determine usability of the WPs in support of operation and maintenance of SSDS systems/equipment. The Contractor shall ensure that new baseline upgrades make maximum use of existing manuals.  The Contractor shall maintain and provide support for system and equipment documentation with changes and revisions. 
b. SSDS Control Documents – The Contractor shall deliver Control Documents in accordance with the relevant Technical Instructions and per CDRL A012. Control Documents are data developed as a result of the technical development or change to SSDS equipment, systems, firmware, and/or software. Examples of Control Documents include but are not limited to: drawings, technical documentation, user’s guides, Commercial-Off-the-Shelf TMs, installation information, and/or any technical information used in the assessment, review, development, and/or preparation of the equipment, system, firmware, or software as determined in the Technical Instruction.  
Deliverable Data Items (See DD-1423):  A012, “Scientific and Technical Reports; See Technical Instruction”
c. Source Data (SD) – The Contractor shall deliver source data in accordance with Technical Instruction and per CDRL A012. Source Data shall be delivered to the Government. Source Data is recorded information of a technical or scientific nature that does not constitute a complete SSDS Control Documents and Work Packages (does not include computer software or data incidental to contract administration such as financial or management information).
Deliverable Data Items (See DD-1423):  A012, “Scientific and Technical Reports; See Technical Instruction”

d. Technical Data Package (TDP) – The Contractor shall develop, update and maintain TDPs for all SSDS equipment procured under this contract.  These TDPs shall contain all data sufficient to provide life cycle support for all SSDS products down to the Line Replaceable Unit (LRU) level.  The Contractor shall ensure all SSDS products are included in the SSDS TDP.  The TDP shall contain, as a minimum, the following data:
1. documentation generated to support Contractor developed software specifications, software, including testing, maintenance, and verification/validation programs, developed under this contract, and COTS software to the extent available;
2. listings of all Contractor engineering change orders (ECOs) or drawing change authorizing documents categorized by Specification Change Notice (SCN)/ECP;
3. outstanding SCNs/ECPs along with SCN/ECP implementation, or cut-in date;
4. listings of all TDP documentation, and ECOs or authorizing drawing changes documents that describe in detail changes incorporated into engineering drawings per CDRL A024.
Detailed schedules for technical documentation development, review periods, and delivery shall be provided as part of Interim Progress Review (IPR) schedules, Process Review schedules, and the master program schedule. Completion schedules shall be established and tracked through the development, production, and delivery processes for all baseline development (both forward-fit and backfit). Schedules shall include Contractor and Government periods of performance and be established in accordance with the Technical Instruction and delivered to the Government.
Deliverable Data Items (See DD-1423):  A024, “Product Drawings/Models and Associated Lists”

e. Interface Control Drawings (ICDs) – The Contractor shall develop, maintain and deliver interface control drawings (ICDs) for all SSDS equipment and systems in accordance with the Technical Instruction and CDRL A024.   
Deliverable Data Items (See DD-1423):  A024, “Product Drawings/Models and Associated Lists”

f. Planned Maintenance System (PMS) Data –The Contractor shall ensure new baseline upgrades make maximum use of existing manuals and maintain and provide support for COTS system and equipment technical manuals with changes and revisions.  Use of government furnished information shall take precedence over contractor provided source data or manuals.
The contractor shall provide program objectives and milestones through the IMS for each Technical Instruction per CDRL A003.

Deliverable Data Item (See DD-1423):  A003, “Integrated Program Management Report (IPMR)”
3.2.17 Validation/Verification
Prior to the delivery of data to the Government, the Contractor shall validate the data meets the associated SSDS maintainability requirement. As a part of the Quality Assurance Program Plan, the Contractor shall prepare, deliver, and execute data validation through Desktop, On-Equipment, or by Simulation/Similarity as required to ensure the data meets the intended purpose. Validation is the process by which the Contractor (or other activity as directed by the Government procuring activity) tests technical documents for accuracy and adequacy, comprehensibility, and usability. Validation shall be conducted at the Contractor's facility or at an operational site and involves the hands-on, unless otherwise agreed on by the Government, performance of operating and maintenance procedures including checkout, calibration, alignment, and scheduled removal and installation instructions. The Contractor shall provide proof of data validation by delivering a Documentation Validation Certificate. Validation Certificates shall be prepared and maintained by the Contractor in accordance with NAVSEA Instruction 4160.3.  The Contractor shall coordinate the validation and certification of products prior to delivery of final CDRLs. 

The Contractor shall support Government-led verification of delivered technical documentation delivered.  Government Verification is the process by which technical data are tested and proved under Government control to be technically accurate and complete, comprehensible, and usable for operation and maintenance of equipment or systems procured for operational units. Verification consists of the actual performance of operating and maintenance procedures and associated checklists, including checkout, calibration, alignment, and scheduled removal and installation procedures. The Contractor shall support Government Verification requirements.
Whenever feasible, at the discretion of the Government, joint validation/verification events will be conducted. When On-Equipment Validation and/or Verification events are scheduled, the Contractor shall take immediate corrective action to resolve issues that may impede the performance of the event including, but not limited to, equipment, software, and/or data availability and/or suitability. Events shall be conducted in accordance with the PEO IWS accepted Validation/Verification plan and the QAPP. The Contractor shall make use of Contractor facilities to the maximum extent possible to schedule, coordinate, and conduct combined Validation and Verification of technical manual changes, revisions, and/or updates in accordance with the approved validation plan. 
3.2.18
Quality Assurance Program Plan (QAPP)

The Contractor shall develop and implement a Quality Assurance Program Plan (QAPP) including but not be limited to the management/technical resources, plans, procedures, schedules and controls needed to assure the quality of SSDS documentation requirements are met by implementing and maintaining quality control of data consistent with the complexity of the data requirements and the provisions of the contract. The Contractor shall deliver the QAPP in accordance with the CDRL A029.  The Contractor shall establish a quality system using DoD, Navy, Military standards or a commercial equivalent as guidance to ensuring quality products. The Contractor’s approved Quality Assurance Program Plan (QAPP) shall also apply to documentation associated with the technical and associated CDRLs. The Contractor’s QAPP includes, but not be limited to, the following Quality Assurance (QA) functions, which summarize some of the key requirements for an acceptable QAPP:

Deliverable Data Item (See 1423):  A029, “Quality Program Plan (QPP); Quality Assurance Program Plan (QAPP)”
a. The Contractor shall provide and maintain a quality system ensuring all data submitted to the Government for acceptance is technically correct and conforms to contract requirements. The Contractor shall include statistical process control techniques as an integral part of the quality system. These techniques shall be used as a means of fostering continuous process improvement and to provide information on which to make decisions about corrective action and change procedures. This requirement applies to data procured from subcontractors or vendors, as well as the data generated or processed by the Prime Contractor.
b. The Contractor shall perform or have performed the inspections and tests required to substantiate the quality of the data throughout all areas of contract performance, e.g., generation, validation, packaging, and delivery.
c. The Contractor's quality system procedures shall be made available for review by the Government before starting data preparation and throughout the life of the contract. The quality system shall be prescribed by clear, complete, and current instructions and include criteria for approval and rejection of data.
d. Personnel performing quality functions shall have well-defined responsibilities, sufficient authority, and the organizational freedom to evaluate data quality and identify problems, and to start, recommend, or direct corrective action.
e. The Contractor's management activity shall review the status and adequacy of the quality system and the quality program regularly to ensure correct technical data is being generated and delivered to the Government. This management review shall also ensure full compliance with specific contract requirements especially in the area of rights-in-data, both proprietary and other.
f. The Contractor's quality program requirements shall ensure compliance with procedures governing the preparation, marking and control of technical data in accordance with contract requirements.
g. The Contractor shall take prompt action to correct conditions that have resulted, or could result, in data being submitted to the Government that is not in conformance with contractual requirements. Corrective action shall include:
1. Review of existing records indicating the types and number of inspections made the types and number of deficiencies found, items of data rejected, the corrective actions taken, and the quantities of data items approved.
2. Review and revise, where necessary, existing procedures for conducting follow-up actions to monitor the effectiveness of corrective actions to prevent the recurrence of discrepancies.
h. Validation of Technical Data – The Contractor shall complete a Validation Certificate by name and title of each individual authorized by the Contractor to certify in writing the technical data is complete, accurate, and complies with all requirements of the contract. The authorized individual shall be familiar with the Contractor's technical data validation procedures and their application to the technical data to be validated and delivered.
3.2.19 Information Assurance (IA) 
The Contractor shall develop, document, configuration manage, deliver and train a system compliant with Mission Assurance Category I (MAC I) and Classified Confidentiality Level (MAC I, Classified) of the DoDI 8500.2 Information Assurance (IA) Controls required by the Designated Accrediting Authority (DAA) to obtain the appropriate IA accreditation required to operate SSDS Element in an Afloat environment (e.g., a Platform Information Technology (PIT) Risk Approval (PRA)).  The Contractor shall practice software assurance including static source code analysis on organic and third party open source software to mitigate software vulnerabilities during development and throughout the Contractor’s Information Assurance Vulnerability Management (IAVM) process to maintain the PRA.  The Contractor shall assist the Government by preparing certification and accreditation documentation and perform the vulnerability testing to identify security requirement discrepancies that are required to certify and accredit the system compliance with DOD regulation and security best practice measures. The Contractor shall ensure that due diligence is applied through the life cycle of the contract to ensure compliance with DoD Information Assurance Risk management framework. 

3.2.19.1
Information Assurance Certification and Accreditation (IA C&A)

The Contractor shall support certification and accreditation of the SSDS ACBs and TIs upgraded by the Government as Platform Information Technology and Performance Risk Approval.  The system design and the Contractor's business and engineering processes shall meet all of the DoDI 8500.2 IA Controls except those agreed to as "N/A" by the government Designated Accrediting Authority (DAA). The system design shall meet DoDI 8500.2, DCPR-1 “CM Process” to ensure that changes outside the Configuration Management (CM) process are not permitted.  

At the execution of this contract, the Contractor shall review and evaluate which Security Technical Implementation Guides (STIGs) (http://mattche.iiie.disa.mil/stigs/index.html) published by the Defense Information Systems Agency (DISA) apply to the ACB and TI design.  The Contractor shall report the results of this evaluation as a proposed STIG baseline for implementation. With Government concurrence, the Contractor shall implement security mitigations throughout the software and hardware design from all approved Security Technical Implementation Guides (STIGs) and other vulnerability management tools as required by the DAA.  The Contractor shall implement designs that abide by the DISA Ports, Protocols and Services Management (PPSM) database.  In coordination with Access Control STIGs, the Contractor shall white list both network connections internal and external to the IA C&A enclave. The Contractor shall support the Government in validating design, procedural and programmatic conformance to the DISA STIGs.

Subsequent to the initial Government approval of applicable STIGs, the Contractor shall, at least monthly, conduct a new review and evaluation of the DISA published STIGs and the PPSM for continued applicability. Based on this monthly review, the Contractor shall recommend additions, deletions or other changes to the approved STIG baseline for Government consideration.  The Contractor shall propose an administrative engineering change proposal (ECP) for Government consideration in all situations in which the change to, addition of, or removal of a STIG from the baseline changes the scope of work. This administrative ECP will be formatted in the standard ECP format of this RFP.  In those situations where a change to the STIG baseline does not change the scope of work, the Contractor shall implement those changes as outlined in the previous paragraph. 

The Contractor shall create and maintain an Information Assurance (IA) Design Review Information Package (DRIP) per CDRL A052.  The Contractor shall develop the Vulnerability Scan Compliance Report per CDRL A049.  The Contractor shall update the TR data base and identify which items are still open and which are closed for each incremental build.  The Contractor shall use this filter to create appropriate reports for the IA certification and accreditation.  

The Contractor shall develop and deliver Preliminary and Critical Design Review (PDR, CDR) design disclosure packages on the Information Assurance design implementation containing the following data in the “IA Design Review Information Package” per CDRL A052:
a. Architectural diagrams showing IA defense points
b. Description of mitigations for each defense point
c. Security architecture documentation and diagram (primary and alternate site)
d. Description of User Roles
e. Network topology including data flows, data classifications, ports, protocols and service assignments and their use for systems inside and interfaced external to the accreditation boundary (See the reference to Master Network Control Report (MNCR) per CDRL A052)
f. Critical Protected Information (CPI)
g. Documentation describing the implementation of NSA-approved cryptography and NIST-approved cryptography
h. List of all Virtual Private Networks (VPNs) 
i. Listing of transaction-based utilities and applications that support the DoD-required transaction rollback, transaction journaling
The Contractor shall provide technical support and design material for PIT certification and accreditation in accordance with NAVSEA Instruction 9400.2 dated 18 August 2010 (Note: NAVSEA Instruction 9400.2A is in process), Implementation of Naval Sea Systems Command (NAVSEA) Afloat Information Assurance Governance and Guidance, by delivering a “PIT Accreditation Package”. 

Deliverable Data Items (See DD-1423): 


a. A052, “Information Assurance (IA) Design Review Information Package (DRIP)”
b. A049, “Vulnerability Scan Compliance (VSC) Report”
3.2.19.2
Preventative Design Practices

To mitigate the risk of security implementation incompatibility with delivered functionality, the Contractor shall document and implement an IA implementation program where application developers, network architects and SSDS elements collaborate on the required user process privileges and network access controls so that the operating environment is properly documented in the MNCR and secured in tandem with system development. The IA Implementation Plan will be fully integrated within the Integrated Master Schedule. 

The IA portion of the IMS shall contain the following data:
a. Software Build
b. STIG and PPSM Reviews
c. Vulnerability Scan Events
d. IA Test Reports
e. User Privilege and Network ACL Collaboration Events
f. GFI Integration Cutoff Dates for the Government
g. GFI Integration Dates for Test and Acceptance
h. IA-DRIP Delivery and Updates
i. MNCR Delivery and Updates
The Contractor shall secure the supply chain by utilizing the Excluded Parties List located at https://www.epls.gov/.  The Contractor shall ensure that LRU vendors can certify that they can trace their parts to genuine Original Equipment Manufacturers (OEMs).  The Electronic Components Industry Association (ECIA) located at http://www.eciaonline.org/ is a resource for mitigating the risk of integrating counterfeit parts.

3.2.19.2.1
Static Source Code Analysis

The Contractor shall perform static source code analysis on organic and third party source code delivered with the system and throughout the system lifecycle to ensure the software:

a. Performs data validity and bounds checking
b. Contains no malware
c. Contains no memory leaks
3.2.19.2.2
Information Assurance Vulnerability Management (IAVM)

3.2.19.2.2.1
Regularly Scheduled Vulnerability Scan

The Contractor shall use DISA approved vulnerability scan tools and Security Technical Information Guides (STIG) applicable to the system design to identify existing and emerging vulnerabilities in support of IAVM.  The Contractor shall verify every thirty (30) days that the Contractor possesses the latest DISA tools and STIGs.  When new DISA tools are released, the Contractor shall notify the Information Assurance Manager (IAM) that a new vulnerability scan is required per the new DISA tool release.  When an IA C&A data package is required for approval, the Contractor shall ensure that the vulnerability scan results are no older than forty-five days (45).

3.2.19.2.2.2
Security Patching

The Contractor shall monitor IAVM alerts published by the United States Cyber Command (USCC) for applicability to SSDS Element systems and shall generate an ECP for each applicable IAVM. The Contractor shall acquire and prepare all security software updates for deployment to the system in the operational environment and applicable land based test sites.  The software update shall be checked for malware via a Government approved anti-virus tool.  The Contractor shall update all affected system documentation including the Bill of Materials, as described below in para 3.2.19.2.4, prior to deployment of the software update.
3.2.19.2.2.3
Regression Testing

The Contractor shall regression test the system to ensure proper system operations with all proposed security software updates prior to defining a new security baseline.

3.2.19.2.3
Information Assurance Incident Monitoring and Management Subsystem

The Government will provide the Contractor with executable software and documentation for the Common Architecture System Assurance (CASA) Information Assurance (IA) Alert Engine as Government Furnished Information (GFI).  The Contractor shall update and modify the rule set files used in CASA for the ACB via new mission impact configuration files for each ACB, and update any connector software to incorporate system changes, and include CASA in the Contractor’s delivered system for the purpose of functioning as an Information Assurance Incident Monitoring and Management Subsystem.  CASA will provide the ability to detect, alert and report IA intrusion incidents on monitored hosts and networks and to audit and archive the IA event logs of monitored systems.  

The Contractor shall ensure that CASA receives real-time security information and event inputs from the following sources:

a. Operating System
b. Network Devices
c. File Integrity Checker
d. Anti-Virus Tool
e. Battle Short
3.2.19.2.4
COTS Software List
As a part of the IA Design Review Information Package, the Contractor shall deliver a summarized COTS software listing of items associated with a Build via Software Version Description (SVD) (CDRL A037) to aid in creation of IA reports that includes the information for each incremental test and delivered ACB and TI design baseline item in a tabular electronic format compatible with Microsoft Office.    

Deliverable Data Items (See DD-1423):  A037, “Software Version Description (SVD)”
3.2.19.2.5
Operational Security (OPSEC) Training Manuals

The Contractor shall support the production of an Operational Security (OPSEC) Manual written at the high school graduate level assuming no prior computer science education.  The Contractor shall provide screen captures and step by step procedures for conducting system usage audits, archiving data, completing IA incident reports and maintaining all IA tools implemented in the system design.  The Contractor shall provide the OPSEC Manual material per CDRL A021.

 Deliverable Data Item (See DD-1423): A021,”System Security Administrator Operators Documentation (SSAOD); Operational Security (OPSEC) Training Manual” 

3.2.19.2.6
Control of Software Installation

The Contractor shall document the software installation requirements in the Software Version Description per CDRL A037 and provide detail adequate to support Information Assurance Certification and Accreditation, including a manifest of media contents, configuration management change history, and procedures to properly install the software.

Deliverable Data Item (See DD-1423): A037, “Software Version Description (SVD)”
3.2.19.2.7
Master Network Connection Report (MNCR)
The Contractor shall prepare, maintain and deliver a Master Network Connection Report (MNCR) as a part of the IA Design Review Information Package per CDRL A052 that documents the network in compliance with the following DODI 8500.2 IA Controls:

a. DCPP-1  Ports, Protocols, and Services
b. DCFA-1 Functional Architecture for AIS Applications
c. DCID-1  Interconnection Documentation
d. ECIC-1  Interconnections Among DoD Systems and Enclaves
The Contractor shall update and deliver a MNCR whenever a change is made to the network connections.  The MNCR shall include all network connections that route to, from, through and across the networked subsystems within the Information Assurance Certification and Accreditation (IA C&A) boundary.  This information shall include the internal and external IP addresses for all external connections.

The information contained in the MNCR details network connections for capabilities and functions performed within the Information Assurance boundary hereon called the enclave.  This artifact also details where network traffic traverses the enclave.  The MNCR shall be configuration managed by the Contractor and serve as the basis for building Access Control Lists (ACLs).

The MNCR shall also contain information concerning Cross Domain Issues (CDI) that exist between SSDS and external Combat System elements of a different classification level so that a Cross Domain Solution (CDS) can be implemented to satisfy DAA requirements.
Upon release of a new DISA Ports, Protocol, Services Management (PPSM) report, the Contractor shall identify if any MNCR connection is in violation of the PPSM.  The Contractor shall document and track such violation as a vulnerability finding.

Annually, the Contractor shall review the MNCR and provide recommendations for improving the completeness of MNCR data fields to stay current as network industry standards evolve. 

Deliverable Data Item (See DD-1423):  A052, ”Information Assurance (IA) Design Review Information Package (DRIP)”
3.2.19.2.8
Information Assurance (IA) Testing

The Contractor shall plan and conduct IA testing in the presence of the Certified Navy Validator to show conformance to Certification and Accreditation requirements.  The Government reserves the right to witness an IA test event.  The test results should be validated by the Certified Validator. The Contractor shall notify the Government thirty (30) days prior to an IA Test Event and make accommodation for the Government to witness IA testing.

IA testing shall be performed at a Navy facility such as the Surface Combat Systems Center (SCSC) located at Wallops Island, VA.
The Contractor shall deliver an “Information Assurance Test Plan” per CDRL A050 in support of a Platform IT Risk Acceptance Package and as part of Information Assurance Vulnerability Management (IAVM).  The IA Test Plan shall be detailed enough to generate repeatable test results using identical test configurations, test conditions and tools.  The IA Test Plan shall specify personnel responsibilities, testing schedules and required resources to facilitate IA test events. 

The Contractor shall deliver an Information Assurance Test Report per CDRL A051 in support of a Platform IT Risk Acceptance Package and as part of Information Assurance Vulnerability Management (IAVM).  The IA Test Report shall follow its companion IA Test Plan and be detailed enough to generate repeatable test results using identical test configurations, test conditions and tools.  The IA Test Report shall specify personnel responsibilities, testing schedules, plan deviations and required resources to facilitate IA test events. 

Deliverable Data Items (See DD-1423):

a. A050, “Information Assurance (IA) Test Plan”
b. A051, “Information Assurance(IA) Test Report”
3.3
Software (Computer Program) Development (Applicable to CLINs 0001 to 0004)
The Ship Self Defense System (SSDS) Single Source Library (SSL) is a collection of software that works across all MODs and Builds of the combat system for Carriers and Amphibious Assault / Docking Ships.
The software needed to fix and upgrade builds is incorporated into a shared software repository serving different builds.  Only a small percentage of the code varies between different ship class and builds.  These differences include the ship configuration and site data files.  Through the use of the SSL, all software changes move the product and program forward to incorporate minor fixes and new capability.  No single ship class gets left behind.  The software utilizes a unique feature whereby changes incorporated to the SSL are available to all subsequent software deliveries.  Once the change is made, verified and validated, it stays in the library making it available to subsequent installations.

The SSL speeds up production and reduces the cost and maintenance per ship for the combat system, SSDS.  Once a change is made to one (1) ship, it is available to all ships as the program moves forward.  The SSL provides the ability to overcome normal acquisition obstacles while providing new and improved capability to the end user reducing development and lifecycle cost.  The SSL enables the program office to introduce capabilities and software changes once rather than multiple times to accommodate multiple naval platforms.
Approximately 90% of all Tactical Code is common within the SSL.
SSL Advantages:
· Development / Fix for one (1) platform allows for use by all
· Most Trouble Reports (TRs) are against “common” code
· Example:  a change to RAM will be applied to all MODs, all hardware configurations
· Maximize effectiveness of common:
· System Development 
· System Engineering
· Software Engineering
· Test and Evaluation
· Configuration Management
· ILS support 
· Training
· Enables Baseline Consolidation
· All platform types and hardware configurations can receive the same software baseline
· Example: X.05.08 has been deploy on three (3) ship classes and three (3) generations of hardware
· Software Development Concept 
· Single “Master” software library
· Maximize re-use of code across platforms
· Supports multiple platforms and configurations
· Compiled to account for hardware differences
· Site data to account for configuration differences
SSL Challenges:
· Trouble Reports
· Issues identified may apply to all existing baselines
· COTS Hardware Refresh has uncovered issues within the SSL that were not previously observed
· Faster hardware can lead to timing issues
· Example: Creation of drivers to support legacy interfaces has shown logic errors
· Library must be managed as a whole
· One Ship Integration Program Manager (SIPM) can’t demand a change without making sure it does not affect any other ship class
· All Development efforts cannot be as a single entity 
The Contractor shall develop their version of the Single Source Library based upon the Government delivery of the currently used source code, common tool sets, documentation, etc.  Subsequent Government deliveries (i.e., drops) of source code, which will have PSEA changes (e.g., developed TR fixes and more ACB 12 capability already integrated), shall be the Contractor’s responsibility to merge the changes into their SSL environment.  Refer to Attachment J-1 for more detail on the initial and subsequent drops and their timing.

The Contractor shall develop, integrate, test, and deliver software products to meet the defined SSDS performance requirements. This may include software development required to 1) integrate third-party systems, equipments, computer programs and software components, 2) create or extend objective architecture components, and 3) resolve software trouble reports.
The contractor shall not change the Single Source Library modules/Software Components (SCs) such that older/legacy systems can no longer be compiled in as current systems for a platform delivery.  In addition, the contractor shall not change the CS Architecture without addressing maintaining the legacy compatibilities.  Therefore, the software modifications for adapting builds to additional platforms or for fixing TRs must retain the legacy combat system element/version support so those platforms that have not or are not required to received these software modifications or other possibly conjunctive element/version upgrade, modification or replacement can still be compiled when these software modifications must be installed on platforms requiring the adaption or fixes.  
As was referred to in paragraph 1.0 the Contractor shall plan for a transition of responsibilities for Build 9 before 21 months after contract award.  This will be demonstrated in two (2) parts:

· computer program software development (e.g., adapt-compile-deliver builds) before 12 months after contract award
· computer program maintenance (e.g., fix-compile-deliver builds) before 21 months after contract award
This evaluation of CSEA computer program capabilities shall be demonstrated under the Technical Instruction referred to as Attachment J-3 Computer Program Generation Evaluations.  The CSEA having demonstrated the two (2) successful Builds under this evaluation shall be responsible for all the Build 9 platform adaption Build deliveries and TR fixed Build deliveries.
3.3.1
Software Development Plan
The Contractor shall implement the “Software Development Plan per CDRL A031 as defined in Section 3.3.4.1.  The SDP shall be updated for each ACB, provided within 30 days after the completion of SRR. 
Deliverable Data (See DD-1423):  A031, “Software Development Plan (SDP)”
3.3.2
Software Process and Capability Maturity Model Integration (CMMI)
In addition to the Contractor’s Software Development Plan, the Contractor shall provide documentation that its software processes that are to be executed under this contract meet the criteria defined for CMMI Maturity Level 5 as referenced in CMMI-DEV v1.2 or higher. 

a. Within 1 month after each subcontract award or effective start-up, each Software Supplier, as defined by the Software Development Plan shall provide the detailed final findings of either a Software Capability Evaluation (SCE) or a Class “A” Standard CMMI Appraisal Method for Process Improvement (SCAMPI) demonstrating the supplier’s software process maturity level.  If a Software Supplier has been appraised within 18 months prior to subcontract award as achieving software maturity level 5, the Software Supplier shall conduct a SCAMPI no later than 3 years after the date of the most recent appraisal.  If a Software Supplier has been appraised within 18 months prior to subcontract and achieved less than a software maturity level 5, the Software Supplier shall conduct a SCAMPI no later than 1 year after the date of the most recent appraisal.  If a Software Supplier has never been appraised or the date most recent appraisal is greater than 18 months prior to subcontract award, then the Software Supplier shall conduct a SCAMPI to demonstrate software process maturity no later than 1 year after subcontract award.  In all cases, the Software Supplier shall provide the appraisal’s final findings report to the Government.  With concurrence of the Contracting Officer’s Representative, the Software Supplier may be excused from conducting an SCE or SCAMPI if the following criteria are met:  The supplier is an established Navy system or software supplier, has been appraised within 18 months prior to subcontract award as achieving software maturity level 5, and has demonstrated performance indicative of a high maturity site through consistent achievement of bid productivity rates, low defect density rates and overall Cost Performance Index (CPI) and Schedule Performance Index (SPI) performance.  The scope of the SCAMPI shall be the applicable process areas of the Software Engineering Institute’s CMMI V1.2 through capability level 5.  Applicable process areas are those that directly or indirectly relate to the engineering activities to be performed by the Business Unit in a timeframe from one (1) year prior, to three (3) years after, the date of the appraisal.  Appraisal independence shall be obtained through appraisal team composition.  The Government shall reserve the right to participate as a member of the appraisal team.  The Contractor shall provide practice-level findings reports to the Government.
b. In the event that a Software Supplier is appraised as not achieving full compliance with capability level 5 of the applicable process areas of the CMMI V1.2, the Contractor shall submit to the Government the practice-level findings report from the SCAMPI, a Risk Mitigation Plan addressing identified weaknesses, and a Process Improvement Plan.  The Software Supplier shall annually complete a Class A SCAMPI until such time as full compliance is achieved.
3.3.3
Software Development Requirements
The Contractor shall support the Navy IPT in performing the required analysis and conducting the required engineering to establish a definition and approach for the Combat System computer program upgrades in ACBs or improvements to fielded and legacy combat systems computer programs.  The Contractor shall perform Software Development and Program Management activities required to develop and deliver functional SSDS ACB computer programs.  The Contractor shall contribute to Integrated Project Review Teams (IPRTs) that are relevant to each capability under development.  The Contractor shall define the requirements for the SSDS Computer Program capabilities and document detailed requirements for each incremental build.
The Contractor shall conduct the system engineering necessary to ensure the performance required by the SOW is achieved by developing and coding software code to implement requirements or integrate GFCP code and successfully function as a complete combat system in a naval warfare environment.
The Contractor shall deliver a carrier and amphibious surface naval combat system computer program to the Navy as iterative deliveries and as a final system delivery after system level testing efforts per CDRL A043.  The Contractor shall provide evaluation of test results, investigation of noted discrepancies, and corrective actions to resolve problems.
The Contractor shall develop a system model inclusive of each of the SSDS combat system Elements describing the functions performed by, and the logical and physical interfaces between, major segments of each combat system element. The system model shall describe the SSDS combat system elements down to the software component level.   The Systems Modeling Language (SysML) shall be used to model the system architecture.  The Contractor shall maintain an allocation of requirements from the Combat Systems Requirements Document (CSRD) or equivalent, as well as derived requirements, to the lowest level defined in the system model in a DOORS database .The Contractor shall deliver a CS System/Subsystem Design Description (SSDD) document per CDRL A032 from the system model for the new ACB.  
The Contractor shall use the Unified Modeling Language (UML) to model the architecture of the software within each combat system element.  The Contractor shall develop and deliver:

· internal and external Interface Design Definition (IDD) documents (per CDRL A035); 
· interface models that IDDs are produced from (per CDRL A035);
· each SC’s Message Definitions (MsgDefs) (per CDRL A043); 
· a single new IDD for the Combat System LAN publish/subscribe messages, using the system model, and/or the software architecture model (per CDRL A035); and
· Software Design Documents (SDDs) (per CDRL A034) for each SSDS component or CSCI using model outputs to replace legacy design documents for those SSDS components and CSCIs.
Changes to existing software documentation will be accomplished per CDRL A036.

The Contractor shall update Interface Design Specifications (IDSs) for SSDS combat system interfaces per CDRL A035 as needed, coordinating with Program Executive Office Integrated Warfare Systems Configuration Management (PEO IWSCM), Naval Air Systems Command (NAVAIR), Naval Surface Warfare Center Dahlgren Division (NSWCDD), Naval Surface Warfare Center Port Hueneme Division (NSWC PHD), Space and Naval Warfare Center (SPAWAR), and other activities, as required.
The Contractor shall incorporate the new ACB capabilities utilizing industry open standards as well as architectural design techniques as specified in the Surface Navy Combat Systems Software Product Line Architecture, Architecture Description Document, Version 1.0, 31 July 2009.  A Single Source Library (SSL) approach shall be used for SSDS combat system software to reduce the effort required to implement new capabilities and correct software TRs.  The Contractor shall maintain the SSDS single source software library and program generation capability at the Contractor’s facility. This includes software configuration management and maintenance at system level for ship and shore site software builds and at the software component level. The Contractor shall maintain metrics and provide updates for the single source library including software TR status in accordance with applicable CDRL A056 and A043. "(CDRL A056 Software Metrics Report will contain some reports from PEO IWS INST 5234.1 Software Measurement Handbook, a non-exhaustive sampling being:  TBD)"
The Contractor shall conduct technical interchange meetings with the Navy and navy technical teams when requested by the COR or Contracting Officer and document those with minutes per CDRL A007. 
The Contractor shall develop multiple software incremental builds per year, where incremental builds are planned at least every six (6) months, to integrate the carrier and amphibious combat system computer program.  The Contractor shall develop components and integrate third-party-developed components within each software development cycle (or incremental build) as necessary to provide required functionality and to integrate the developmental build or system improvement.  The Contractor shall define the detailed design to support operation of the new subsystems and components of the ACB and develop the system software per the SOW.  The Contractor shall ensure each incremental delivery of the developmental build is complete and includes the design requirements, UML models, data models, and commented source code for the build as demonstrated.
The Contractor shall conduct a Software Increment Review at least every six (6) months that provides the Government a detailed review of the UML design and data modeling for the software to be coded in the current build per the TRM.  The purpose is to review the actual UML models (e.g. sequence diagrams and activity diagrams where they exist) and data models using the native files and tools.
The Contractor shall develop and deliver SSDS combat system interface documentation in an incremental manner for each regular incremental build or release.  The Contractor shall control the configuration of the ACB software as it is under development and when delivered in accordance with the contract. 
Software documentation shall be provided for each incremental build documenting that build, and changes to the design. In response to Government comments to the associated CDRLs, data shall be incorporated into either:  a) the next incremental build and documented in the system and software carrier and amphibious CS and design models and derivative design documents of that next build or b) as an Engineering Update (EU) that is directed as a change or correction to the delivered build.  In the EU case of incorporating changes and to demonstrate that progress has been made on the next build, the Contractor shall ensure the capture of the software documentation changes is reflected in the next build's documentation.  The Contractor is not required to revise design documentation in a way that reflects plans for future builds, as that may be documented in the next regular delivery of the data for that next incremental build.
Deliverable Data Items (See DD-1423):

a. A043, “Computer Software Product; Deliverable Computer Program and Documentation”

b. A032, “System/Subsystem Design Description (SSDD)”

c. A035, ” Interface Design Description (IDD); Detailed SW Interface Design Specification , Interface Design Description, interface model”
d. A034, “Software Design Description (SDD); Software Design Models”
e. A036, “Revisions to Existing Government Documents; Legacy SW Baseline Documentation”
f. A056, “Technical Report - Study/Services; Software Metrics Report”
g. A007, “Report, Record of Meeting/Minutes”
3.3.3.1
Assist in Maintaining Architecture and Requirements
The Contractor shall:
a. Contribute to the Navy’s Product Line Systems Engineering (PLSE) working groups and IPTs. The Contractor shall provide technical experts (e.g., software engineers experienced in the development, test and evaluation, fielding, and maintenance of real-time embedded systems) to support the common component requirements and data model definitions.
b. Maintain the project related model representation of the SSDS architecture and classes, ensuring requirements and system software design are documented and maintained under configuration management.
c. Participate in requirements analysis to allocate and document operational and system requirements to the system components that will be integrated to build combat system capabilities. 
3.3.4
Software Development Management
3.3.4.1
Technical Approach
The Contractor shall define a software development approach appropriate for the scope of tasking to be performed under this contract.  This approach shall be documented in a Software Development Plan (SDP) delivered with the Contractor’s proposal and updated per CDRL A031.  The Contractor shall follow this SDP for all computer software to be developed, integrated, or maintained under this effort.  See SOFTWARE DEVELOPMENT REQUIREMENTS (NAVSEA) (DEC 2006) below. 
The SDP shall define the Contractor’s life cycle model and the processes used as a part of that model. In this context, the term “life cycle model” is as defined in IEEE/EIA Std. 12207.0.   The SDP shall describe the overall life cycle and shall include primary, supporting, and organizational processes based on the work content of this solicitation.  In accordance with the framework defined in IEEE/EIA Std. 12207.0, the SDP shall define the processes, the activities to be performed as a part of the processes, the tasks which support the activities, and the techniques and tools to be used to perform the tasks.  Because IEEE/EIA Std. 12207 does not prescribe how to accomplish this task, the Contractor must provide this detailed information so the Navy can assess whether the Contractor’s approach is viable.
The SDP shall contain the information defined by IEEE/EIA Std. 12207.1, section 5.2.1 (generic content) and the Plans or Procedures in Table 1 of IEEE/EIA Std. 12207.1.  In all cases, the level of detail shall be sufficient to define all software development processes, activities, and tasks to be conducted.  Information provided must include, as minimum, specific standards, methods, tools, actions, strategies, and responsibilities associated with development and qualification.
The Contractor shall report the status of computer development problems, computer software TR occurrence and resolution, and computer program configuration control.  The Contractor tasking shall include:
a. Managing the reporting and correction of problems in the computer software, including identification, management, and control of the source libraries affected.
b. Providing the system engineering required to evaluate the applicability to development upgrades of reported problems, and the requirements for ensuring continuing system integrity.
c. Definition of or translation of corrections in existing builds to upgrades under development (actual coding to be performed under this contract or a separate development contract vehicle).
d. Definition of any required change to development documentation as a result of paragraph c above.
e. Providing the configuration identification and control for the code and documentation required to support multiple computer software upgrades.
Deliverable Data Items (See DD -1423):  A031, “Software Development Plan (SDP)”

3.3.4.2 Software Code Walkthroughs
The Contractor shall conduct code walkthroughs during the development phase and the process will be open for Government participation.  Senior technical personnel from the development team will review the code and unit test plans (CDRL A064) that have been developed for each increment of a build.  The purpose of the review is to identify the code adheres to the program’s development standards, is technically sound, and meets the design articulated in the related design specification ,and that the unit test plan for the code under review is documented in accordance with QA/Test standards and as defined.  The Navy reserves the right to have one (1) or more representatives, on a not-to-interfere basis, observe and participate in any and all code walkthroughs.
Code walkthroughs will be conducted after the following criteria have been met:
a. One or more logical units of work have been coded.
b. The unit test plan (CDRL A064) for each logical unit of work has been documented.
c. The design approach and design specification have been identified and included in the review package.
d. The code has the appropriate markings with respect to classification and intellectual property rights.
The Contractor shall notify the Government via electronic mail thirty (30) days prior to any scheduled code walkthroughs and reviews.
Deliverable Data (See DD-1423):  A064, “Test Plan; Master Test and Evaluation Program Plan (MTEPP) (System Level) / Unit Test Plan”
3.3.5
Interface Design and Management
For all new and modified software the Contractor shall:
a. Clearly define and document per CDRL A035 all carrier and amphibious CS interfaces to the component level including interfaces down to the element level, and external CS interfaces and maintain them under configuration control. The Contractor shall maintain configuration status accounting for any interfaces to systems external to SSDS.
b. Interface definitions shall include full functional, logical, and physical specifications.
c. Identify interfaces with proprietary or vendor-unique standards and the resultant logistics impact.  Interfaces described shall include, but not be limited to, mechanical, electrical (power and signal wiring), software, firmware, and computing hardware.
d. Identify the interface and data exchange standards between the component, element or system and the interconnectivity or underlying information exchange medium.
e. Use these interfaces to support an overall information assurance strategy that implements Information Assurance (IA) processes in accordance with DoD Instruction 8500.2 (dated February 6, 2003) and other IA requirements that are part of the contract baseline.
f. If applicable, select external interfaces from existing open or Government standards (DoD Information Standards Registry (DISR) with an emphasis on enterprise-level interoperability.  The Contractor shall describe how its selection of interfaces will maximize the ability of the system to easily accommodate Technology Insertion (both computing hardware and any associated software) and facilitate the insertion of alternative or reusable modular system elements.
Deliverable Data Items (See DD-1423):  A035, “Interface Design Description (IDD); Detailed SW Interface Design Specification, Interface Design Description, interface model”
3.3.6
Data Design and Management
For all new and modified software the Contractor shall develop and deliver the following:
a.
Clearly define and describe all system data objects that are maintained in a persistent store or are shared among SSDS components, combat system elements, or are shared with systems external to the combat system.
b.
Define and document per CDRL A035 all subsystem and configuration item (CI) level data objects to provide full functional, logical, and physical specifications.
c.
Identify processes for specifying the lowest level (i.e. subsystem or component) at and below which it intends to control and define “data” design by proprietary or vendor-unique standards and the impact of that upon its proposed logistics approach.
Deliverable Data Items (See DD-1423): A035, “Interface Design Description (IDD); Detailed SW Interface Design Specification, Interface Design Description, interface model”

3.3.7
Candidate Capability Review & Assessment
The Contractor shall support the review process and/or attend IPT meetings to assess the viability of new and innovative capability candidates for use in Navy combat systems.  Personnel involved in this review process may be required to sign non-disclosure agreements and firewall their efforts and participation from vendor/company internal R&D efforts.  The Contractor shall provide estimates for software engineering and coding effort required to integrate third-party components into an SSDS ACB release.  Assessment shall be documented in presentations and meetings minutes per CDRLs A005 and A007.
Deliverable Data Items (See DD-1423):
a.  A005, “Presentation Material”
b.  A007, “Report, Record of Meeting/Minutes”
3.3.8
Development & Integration of SSDS Advanced Capability Builds (ACB)
The Contractor shall develop modifications to the Builds 9 and ACB-12 software builds to implement specified functionality.  The Contractor shall design, develop, code, and test the software needed to deliver specified carrier and amphibious CS capabilities, integrating appropriate ACB upgrades and new objective architecture computer programs to support the planned ACB configuration.  As directed by Technical Instruction, design and integrate approaches for additional capabilities identified in the detailed statements of work (Attachments J-1 and J-2), OPNAV ACB Development Guidance letters and the SSDS Operational Requirements Document.  

NOTE: Attachment J-1 explains the content and scope of work required for ACB 16.  Attachment J-2 explains the content and scope of work required to adapt to Technology Insertion 16.
The Contractor shall develop the carrier and amphibious CS Software capabilities based on requirements documents and document detailed requirements.  The Contractor shall develop the component requirements, develop component level use case and design data, conduct code reviews with the Navy, implement the design in software code, develop level 1 and level 2 test plans and procedures per CDRL A066, test it at the component level (level 1 and 2) for inclusion in program builds that are tested and delivered to the Navy at the system level. 
Deliverable Data Item (See DD-1423):  A066, “Test Plans/Test Procedures; Test Procedures, System Level”
As directed in the Task Technical Instruction, the Contractor shall:
a. Receive and integrate Government Furnished Computer Programs (GFCP) as provided by PEO IWS 10.  In some cases the Contractor may be required and directed to work directly with OEM developers.
b. Integrate Contractor developed or upgraded components and GFCP components to create the SSDS ACB to run on the designated computing environments (e.g., CPS/CDS hardware or TI-computing environment).  Define, develop, maintain, and deliver application program interfaces (APIs) and software as required per CDRL A043.  Demonstrate conformance with Navy requirements using Government approved tools and practices.
Deliverable Data Item (See DD-1423):  A043, “Computer Software Product; Deliverable Computer Program and Documentation”

c. Trace the Ship, Warfare System, and operational requirements to components to ensure test cases are maintained for each requirement.
d. Develop/modify tools, test cases, and test environments to test the capability performance to ensure conformance with Navy requirements.
e. Develop and deliver the software design documentation as specified in Section 3.3.17 that documents the computer program.  Software designs shall be documented per CDRL A032 and A034.
Deliverable Data Item (See DD-1423):  

a. A032, “System/Subsystem Design Description (SSDD)”
b. A034, “Software Design Description (SDD); Software Design Models”
f. Deliver the build or capability source code (if applicable), executable code, Unified Modeling Language™  (UML) representations, and documentation to the Government including objects and scripts, etc. required to build, install, load, operate, maintain and update the computer program per CDRL A043 and A046.
Deliverable Data Item (See DD-1423):  

a. A043, “Computer Software Product; Deliverable Computer Program and Documentation”
b. A046, “Computer Program End Item Documentation”

g. Establish and maintain the configuration management of the code base, UML representations, and documentation.
h. Contribute to integration working groups, team meetings, Integrated Project Review Teams (IPRTs) and workshops, as directed by the COR.
3.3.9
Integration of the Capability onto Navy Specific Ships for Integration and Testing 
The Contractor shall:
a. Integrate components and capabilities provided as GFCP under the Combat System Product Line common software initiative into the applicable Technology Insertion computing environment to form an ACB.
b. Test the components and capabilities at all applicable test levels, based on the degree of change from the last test event.  Examples of testing may include ship integration testing, ship developmental testing, and ship operational testing.  Test the ACB in each applicable ship class configuration.
c. Coordinate and support required engineering changes to the component and combat system software to resolve issues with integration of the capability on specific or multiple ships.
d. Participate in integration working groups, team meetings, Integrated Project Review Teams (IPRTs), and workshops
3.3.10
Integrate the Capability for Navy Specific Ships Software Releases in Production Mode
The Contractor shall successfully integrate the new software release into a ship-specific software program and test it in accordance with Section 3.5.  The Contractor shall support problem resolution for the developmental release of the system on the initial ship and for additional follow-on releases of the software when tested on other follow-on ship specific builds. The Contractor shall deliver all source code, objects, scripts, executables, simulation software, models, etc. required to build, install, load, operate, maintain and update the application per CDRL A043 and A046. Provide integrated logistics support source material and applicable documentation for the capability.

Deliverable Data Item (See DD-1423):

a. A043, “Computer Software Product; Deliverable Computer Program and Documentation”
b. A046, “Computer Program End Item Documentation”
3.3.11
Modeling, Simulation, and Test Suites
When tasked by the COR via Technical Instruction, the Contractor shall utilize existing system, element and component level models, simulations and test suites as required to support the software development efforts defined in this RFP.  The Contractor shall also document and report changes to existing government owned system level models, simulations, and test suites (Next Generation Simulation (NGS) including TWS,  MLST3 and MMAT) to support the validation and verification of the SSDS combat system requirements at all levels of testing. These existing or modified models, simulations or test suites will be specified by a joint Government, Government Contractor, and CSEA IPT, not just the CSEA. These test suites shall be placed under CM control.  When directed, these suites must be able to support Independent Verification and Validation (IV&V) and DT/OT at the system level. The IV&V of the Contractor developed programs will be the responsibility of the Government or a designated Government Representative.  The system level models used to support the IV&V and DT/OT testing will be the same models that the Contractor will be required to assist in developing, they are not separate models.  The Government will deliver these suites to the land based test sites for use during integration and testing. The Contractor shall support Verification, Validation and Accreditation (VV&A) conducted by the Government for the models and simulations used in the test suites.  Results of testing of each software build will be made available to project personnel.  The Contractor will report on modeling, simulation, and testing at reviews when requested by the Government.  The Government intends to provide independent assessment of traceability, modeling and simulation efforts, and test suites developed by the Contractor under this effort.
The Contractor shall modify the carrier and amphibious CS computer program, development test and integrate the changes to interact or support the new ACB.  The Contractor shall maintain the GFI Modeling and Simulation (M&S) capabilities and provide performance analysis in support of ACB design activities. The Contractor shall maintain predictive analysis models and simulation in support of developing ACBs. The CSEA will also be responsible for Modeling and Simulation (M&S) of SSDS MK 2 Combat System Fire Control Loop design along with TDA. The Contractor shall conduct the following tasks to complete system performance assessment, as tasked by the COR:
a. Upgrade system M&S tools to support the analysis of the new ACB’s multi-mission performance against threats and scenarios defined in performance specifications, and
b. Execute statistical performance runs of the ACB design against Compliance and Assessment cases. Analyze results for performance against key metrics.
3.3.12
Software Version Description
The Contractor shall document software releases and component interfaces from configuration management through a Software Version Description (SVD) per CDRL A037 identifying content by version identification, a summary of the changes implemented to create this release from the previous release, open problems, closed problems, compatibility between versions and subcomponents, installation procedures, operating environment, development environment, list of components included in the release and notes and assumptions.  A description of the capabilities and limitations for each release shall be included in this documentation.  Software releases may include the release of individual software components along with supporting documentation and artifacts.  Delivery of this documentation shall be in accordance with the approved SDP and Configuration Management Plan (CMP) for the applicable Technical Instruction.  

The Contractor shall ensure the software installation requirements documented in the SVD provides detail adequate to support Information Assurance Certification and Accreditation, including a configuration management change history, a manifest of media contents, a checksum or hash information to validate the installation files were not tampered, procedures to install the software, and a list of known issues, as summarized by the following list:
a. Revision History
b. List of every directory and filename (manifest)
c. Checksum/Hash information to validate that installation files were not tampered
d. Procedures to install all files
e. Known Issues
f. Tactics, Techniques and Procedures (TTPs)
g. Bug fix Reports:  These are workarounds to the known issues (bugs).
The Contractor shall document software installation and configuration instructions through a Software Installation & User's Guide (SI&UG) per CDRL A037 Appendix C by providing instructions for a technician on how to load, configure, administer and maintain the software, a list of know problems and how to report problems.
Deliverable Data Item (See DD-1423): A037, “Software Version Description (SVD)”

3.3.13
Remote Computer Software Maintenance Support
The Contractor shall provide on-call (24 hours a day, 7 days a week) maintenance support to the Government to address project issues.  The Contractor shall provide support to remotely diagnose software problems.  The Contractor shall then provide on-site service action if malfunctions cannot be resolved by a telephone call from/to the user via Government direction.

3.3.14
Other Software Support 
The Contractor shall produce and deliver to the Government updated models, build scripts, source code, operations and support documents, executables, make files, software product specifications, and SVDs necessary for the Government to compile, produce,  test and deliver media for ships/sites in support of the tasks in this SOW.  The Contractor shall document this activity and deliver it as a part of the delivered Computer Program End Item per CDRL A043, A046 and A037 or a Scientific and Technical Report per CDRL A012.  (Note – CDRL A043 can include the following items: a) tactical code and associated documentation, b) models and simulations with associated manuals, c) tools and associated manuals, d) development environment and instructions [ e.g., scripts, make file, etc.], e) software licenses, f) scenarios, and g) MsgDefs.)  The Contractor shall produce and deliver to the Government updated software product specification, technical functional scripts, test data sets, software test procedures, functional prototype demonstration results, development objects, reusable learning objects, training documentation source material in order to complete the ACB development or specified project, and if created, deliver these items to the Government via a Scientific and Technical Report per CDRL A012, if the item is not already covered by an applicable specific CDRL.
Deliverable Data Item (See DD-1423):

a. A043, “Computer Software Product; Deliverable Computer Program and Documentation”
b. A046, “Computer Program End Item Documentation”
c. A037, “Software Version Description (SVD)”
d. A012, “Scientific and Technical Reports; See Technical Instruction”
3.3.15
Reserved

3.3.16
Software Information Security

The Contractor shall, for all designated software development for shipboard installation and shore distributed sites, maintain Information Security policies and procedures in accordance with appropriate sections of DODI 8500.2 ENCL 4, the Federal Information Processing Standards Publication (FIPS PUB) 140-2, the National Industrial Security Program Operating Manual (NISPOM), and meet Defense Security System (DSS) certifications where applicable.
The Contractor shall ensure success by coordinating the design of all system software in a manner that allows successful testing and certification of the system in accordance with its Information Assurance (IA) requirements.  The Contractor shall ensure all aspects of the different technical solutions being developed meets security requirements.  All aspects of IA must be followed.   The Contractor solutions shall provide for classified and/or unclassified information in accordance with the standards set forth in DoD security policies, and satisfy all applicable DoDD 8500.1 and DoDI 8500.2 data security requirements and Security Technical Implementation Guides (STIGs) from the Defense Information Systems Agency (DISA).  The Contractor solutions shall have no identified vulnerabilities or combination of vulnerabilities resulting in a high vulnerability.  Vulnerabilities associated with protection of sensitive data will not be accepted.  Classified data shall be protected in accordance with applicable (Platform Information Technology (PIT) and/or Platform Risk Assessment (PRA)) and other security guidance as specified in the Technical Instructions where applicable. 
3.3.17
Software Documentation
The Contractor shall deliver software development, test, simulation, and production materials and artifacts (e.g., design specifications, source code, make files or instructions, configuration files, executables, test scripts, test data, and test results, etc.) to support required reviews.  This contractor-format documentation will adhere to the standards and procedures outlined in the SDP and Contractor’s Configuration Management Plan (CCMP) document.  The software development, test and production materials will be delivered to the designated repositories, depending upon the configuration item itself.   

Software documentation shall be provided for each incremental build documenting that build.  Changes to the design in response to Government comments to the CDRL data shall be incorporated into either:  a) the next incremental build and documented in the system and software carrier and amphibious CS and design models and derivative design documents of that next build or b) an Engineering Update (EU) that is directed as a change or correction to the delivered build.  In the EU case of incorporating changes and that progress has been made on the next build, the Contractor shall ensure the capture of the software documentation changes is reflected in the next build's documentation also.   The Contractor is not required to revise design documentation of the current build in a way that reflects plans for future builds, as that may be documented in the next regular delivery of the data for that next incremental build.  If not specified in the provided comments, the Contractor shall seek resolution with the Government on which future build shall incorporate the comments or changes to the software design.   The Contractor shall deliver the required products per CDRLs are A032 (SSDD), A034 (models), A035 (interfaces), A037 (SVD/SI&UG), A008 (SRS/Engineering Notebook (ENB)), A060 (ENB updates), A045 (SRS updates), A046 (software/program documentation), A042 (unit test results), A069 (Factory System Integration Test (FSIT) report), A072 (Formal Qualification Test (FQT) report) and A071 (testing report).
Deliverable Data Items (See DD-1423):

a. A032, “System/Subsystem Design Description (SSDD)”
b. A034, “Software Design Description (SDD); Software Design Models”
c. A035, “Interface Design Description  (IDD); Detailed SW Interface Design Specification, Interface Design Description, interface model”
d. A037, “Software Version Description (SVD)”
e. A008, “Software Requirements Specification (SRS); SRS and associated Engineering Notebooks (ENBs)”
f. A060, "Technical Information Report"
g. A045, “Specification Change Notice (SCN)”
h. A046, “Computer Program End Item Documentation”
i. A042, “Tests/Inspection Report; Unit Test Results”
j. A069, “Test/Inspection Report; Factory System Integration Test (FSIT) Report”
k. A072, “Software Test Report (STR); Formal Qualification Test (FQT)”
l. A071, “Test/Inspection Reports; Hardware or System Testing Report”

Engineering Notebooks (ENBs) provide the extra definition or enhancement to some SRS requirements to get to implementation; in other words the additional thought processes and choices to get from requirements to the specific implementation.  The ENBs shall provide tracing to their associated requirements.  The ENBs shall be under government Configuration Management (CM).
3.3.18
Software Configuration Management and Control
The Contractor shall document and maintain CM Procedures, in accordance with IEEE 828-1998, and the PEO Instructions referenced in paragraph 2.9 to document the Contractor’s CM approach and methodology to meeting the requirements of this contract, including but not limited to identifying Configuration Items (CIs), performing audits, controlling changes during development, production, and verification of modifications or upgrades, and performing status accounting.  The Contractor shall perform CM tasks in accordance with the approved Contractor’s CM Plan (CCMP) per CDRL A047.  CM documentation, including ECPs, will be reviewed by a Local Change Control Board (LCCB) process and requests for waiver will be processed per CDRL A044.   
The Contractor shall maintain an approved Configuration Management process as defined in an approved Configuration Management Plan, based on existing approved plans where practical and consistent with the current PEO IWS Enterprise Configuration Control Process (ECCP) User’s Guide (See paragraph 2.6).  Configuration Management tasks shall include:
a. Ensuring technical documentation, (including documentation provided as GFI that has been placed under change control) is properly maintained; 
b. Maintaining configuration identification change status; 
c. Ensuring equipment, computer programs, and Firmware are assigned identifying numbers, designators and/or serial numbers in accordance with the Contractor Program Directives; and 
d. Ensuring all Contractor program configuration procedures, including those of subcontractors, comply with Contractor Program Directives.
The Contractor shall maintain a configuration control process during the test and integration period and coordinate reporting and correction of hardware and software Trouble Report (TR) fixes between the Waterfront and development/test sites, including coordination and tracking of hardware and software TRs and change requests related to third-party developers.  The Contractor shall generate Engineering Change Proposals (ECPs) and Specification Change Notices (SCNs) per CDRLs A048 and A045, as required against baselined program artifacts, when specifically authorized to do so by the COR in writing or electronic form.  (Note - SCNs are applicable to at least the following document updates: SSS, SRS, IRS, IDD, Critical Item Development Specification (CIDS), SSDD, Network Design Description (NDD) and ENB.)  Billing of funds against Technical Instructions without this prior authorization is not allowed.   Delivery of Contractor funded ECPs and SCNs to the Navy is permitted when unsolicited changes are being proposed by the Contractor.  The Contractor shall maintain an archival copy of computer programs that successfully complete formal acceptance. Experimental software programs shall be retained until superseded or until incorporated into an official delivery.  Archival copies of all Computer Programs (including source code and relevant versions of documentation) used in formal testing shall be retained until a disposition instruction is provided by the Government.
Deliverable Data Items (See DD-1423):  
a. A047, “Contractor's Configuration Management Plan” 
b. A044, “Request for Deviation (RFD) / Request for Waiver (RFW)”
c. A048, “Engineering Change Proposal (ECP); ECP, ECP/Field Change (FC) Kit, ECP/FC Kit Installation Instructions”
d. A045, “Specification Change Notice (SCN)”
3.3.19
Reserved
3.3.20
Human Computer & Graphical User Interface Development
The Contractor shall manage a program to integrate the sailor and shore support personnel with SSDS software and hardware, standardizing Human System Interfaces designs and conducting design-to-human effectiveness.  The Contractor shall support or lead the overall Human Systems Integration (HSI) for the carrier and amphibious ships, and any future carrier and amphibious ship programs requiring SSDS or its derivative.  The Contractor shall perform and document per CDRLs A054 and A055 crewing and shore support analysis to demonstrate, using Modeling and Simulation (M&S) and human-in-the-loop testing, that the crewing type and level and shore support as part of the carrier and amphibious ship Mission System is optimized to establish and maintain ship readiness and conduct ship’s mission.  The Contractor shall ensure, through human-in-the-loop testing, that the system user interfaces are effective and efficient, and satisfy operability requirements as defined by Fleet user representatives using Human Computer Interface (HCI) prototypes and story boards per CDRLs A054 and A055.
Deliverable Data Items (See DD-1423):

a. A054, “Scientific and Technical Reports: Human Computer Interface (HCI) Analysis”
b. A055, “Scientific and Technical Reports: Human Computer Interface (HCI) Prototypes and Storyboards”
3.3.21
Combat System Simulation and Simulators
The Contractor shall design, develop, or modify any Simulators and Simulation Computer Programs required to support the developmental testing of those SSDS combat system elements being added to the combat system upgrade. The required changes for these Simulators and Simulation Computer Programs shall be presented for review at the appropriate design review and as defined by the TRM.  The Government does not preclude the use of GFM/GFCP or other third party tools to satisfy the simulation requirements for this procurement.  The Contractor shall coordinate the development and utilization of Simulators and Simulations with the Government.  GFI and GFM available for Contractor use in these efforts are provided in Attachments J-9 and J-14, respectively.   Also see paragraphs 3.3.7, 3.3.11 and 3.4.3 for related SOW items.
3.3.22
Software Metrics and Software Resources Data Reporting (SRDR)
The Contractor shall implement a system for developing and collecting software development metrics in accordance with the Software Development Plan (SDP) using PEOIWSINST 5234.1, PEO IWS Software Measurement Handbook, for guidance (See paragraph 2.6).  The Contractor shall identify the measures/metrics to be collected (and their periodicity) in the Software Development Plan (which is submitted for Government approval).  The Contractor shall ensure software metrics (data and tools) are available (continuous and electronic) to the Government. At the completion of each ACB incremental cycle the Contractor shall provide a “Final Metrics Report” via CDRL A056. 
Deliverable Data Item (See DD-1423):  A056, “Technical Report - Study/Services; Software Metrics Report”

a. Software Resources Data Reporting (SRDR)
SRDR shall be performed on each ACB on a build by build basis, with the incremental builds as the increment of interest to the PMO and the ACB itself as the reporting for the Defense Cost and Resource Center (DCARC) data.  The Government identified software resources data on the elements identified within the attached CSDR Plan, DD Form 2794. The data for each marked element are contained in the most recently approved versions of the DI-MGMT-81739 and DI-MGMT-81740 (CDRLs A027 and A028). The Government objective is to collect a subset of the same data that the Contractor normally collects to oversee and manage software development efforts. Therefore, the Government expects the Contractor to customize or tailor the sample formats to be consistent with data it normally collects. The Government will approve, if acceptable, the customized or tailored formats proposed by the Contractor. The Contractor shall provide a SRDR Data Dictionary with the customized formats.
The Contractor shall submit the completed SRDR Initial Developer Report within 60 days after SRR for ACB 16 and 60 days after issuance of Technical Instructions for LOE CLINs 0002 and 0003, per CDRL A027. The Contractor shall submit a completed SRDR Final Developer Report within 60 days of delivery of each delivered software ACB release.  Incremental monitoring via DD-2630 format shall be completed in each incremental build within the ACB (nominally every 6 months.  Report format and other delivery requirements are specified per CDRL A028.
Deliverables Data Item (See DD-1423):
a. A027, “Software Resources Data Reporting: Initial Developer Report and Data Dictionary”
b. A028, “Software Resources Data Reporting: Final Developer Report and Data Dictionary”
b. SRDR Evaluation
The Contractor’s customized SRDR and Data Dictionary will be evaluated on the extent to which (1) the report captures the Government’s stated need and (2) the data provided is integrated with the Contractor’s normal oversight and management procedures.

3.4 Ship & Warfare Systems Engineering  (Applicable to CLINs 0002 and 0003 and Applicable to CLIN 0001 for para 3.4.1 only)
3.4.1 Ship Design & Integration Support 
The Contractor shall provide technical interchange support to the SSDS Industrial Testing Team for new construction aircraft carrier and amphibious class ships and to the SSDS Alteration Installation Team (AIT), Combat System Shipboard Qualification Testing (CSSQT) Project Officer(s), as applicable, for modernization of in-service aircraft carrier and amphibious ships modernization efforts, to plan and accomplish upgrades when tasked by the COR.  These interactions shall also apply for future aircraft carriers and amphibious ships having a requirement for SSDS or its derivative. The Contractor shall provide on-site engineering support, both waterfront and at-sea, as directed by the Government.

When tasked by the Navy, the Contractor shall support the Installation Manager in the engineering functional areas of:
a. E3 Integration - support of whole ship E3 modeling, surveying E3 environments on legacy ships, resolution of E3 problems with Combat Systems Equipment and Ship equipment.
b. Shock Environment - support investigations of shock related issues and assist mitigation of shock impacts on Combat Systems Equipment.
c. Provide, respective to the CS LAN connectivity and interoperability, ship-wide networking analysis and design support to allow the Combat Systems Equipment to meet mission critical systems functionality and operational requirements.
The Contractor shall identify and maintain visibility of all Combat System related problems and potential problems arising during contract performance that could impact the shipyard design, and upgrade schedule.  The Contractor shall support activities with the Navy design teams to resolve Combat System design issues that impact shipyard design, fabrication, construction, and testing.
The Contractor, working with PEO IWS and the SSDS In-Service Readiness Manager and SSDS Fleet Liaison/TECHREP, shall ensure SSDS requirements for mechanical and electrical support systems are incorporated in the ship design and/or modernization.  The Contractor shall assist in the verification of and the validation that the Program Acquisition Resource Manager (PARM) equipment to be integrated is in conformance with the combat system requirements.   The Contractor shall define, in quantitative terminology, and document the functional and physical interfaces of the combat system, including open systems architecture to the combat system and those interfaces to external or interacting systems per CDRL A057 and A061. 
The Contractor shall review system installation control drawings (ICDs), ship installation drawings (SIDs), and Warfare System Interface Diagrams (WSIDs) to determine impacts to any SSDS interface and site requirements and to ensure that the installation design is compatible with the SSDS configuration for software, firmware, and hardware. 

Deliverable Data Items (See DD-1423):

a. A057, ” Interface Requirements Specifications (IRS); IRS, Hardware Products and System Interfaces”
b. A061, “Installation Control Drawings; Updates and Revisions”
If tasked by a Technical Instruction the Contractor shall:
•
coordinate with the Installation Manager and Planning Yard and participate in the conduct of integration assessment events relating to the locating of upgrades to the weapon systems, sensors, communication systems and other topside elements within the Carrier and Amphibious ship’s topside arrangement.

•
identify potential locations for designated weapon systems, sensors, communication systems and other topside elements; evaluating the suitability of each location with respect to system performance such as antenna coverage, antenna patterns, antenna gain/loss, Electromagnetic Compatibility, Hazards of Electromagnetic Radiation to Personnel (HERP), Ordnance (HERO), Fuel (HERF). Operational performance, and the impact to air operations, air facilities, Navigation Aids, Collision Regulations, Underway Replenishment, shock/vibration, blast overpressure, shall also be evaluated.

•
participate in the conduct of system-to-system Electromagnetic Environmental Effects (E3) analysis required to assist E3 and Spectrum Certification of all installed systems.  This analysis will include topside electromagnetic coupling between shipboard electronic systems to determine if interference will exist between systems due to effects such as harmonic and spurious emissions, image frequencies, radiated frequencies falling within the first Intermediate Frequency (IF) or low band receivers, “back door” effects, and high power effects such as saturation/blocking of receiver front ends.  These analyses shall be based on environmental predictive techniques, test data, equipment characteristics, computational numerical analysis and EMI problem histories.  These efforts will include the analysis of electromagnetic safety considerations to personnel, ordnance and fuel.

•
provide all computational numerical analysis input data, raw results, and final results in an electronic format that is compatible with current computational electromagnetic toolsets.

•
assist in the development of a CVN or Amphibious class E3 Control Plan/RF Spectrum Management Plan.  The RF Spectrum Management Plan will serve as a governing document for monitoring progress and Spectrum Certification of all Warfare Systems.  The Contractor will work with the E3/Spectrum Certification Working Integrated Product Team (WIPT) meetings, panel meetings, review boards, etc., which involve/address Navy EMC considerations.

•
provide advice/ recommendations with regard to minimizing/averting potential EMI problems, including recommendations on topside design alternatives, which would enhance EMC and Electromagnetic safety.
3.4.2 Combat Systems Engineering (CSE)
The following CSE tasks shall be completed to the extent specified in the Technical Instruction.

The Contractor shall establish a method to efficiently exchange Combat Systems ship integration information with the Navy.

The Contractor shall support an IPT approach to combat systems engineering that shall be composed of appropriate engineering disciplines/specialties and business functions from Government and Industry, including subcontractor and vendor representation.  The Contractor shall work with the ship’s warfare systems community including DoD PARMs, PARM’s contractors, Supervisor of Shipbuilding (SUPSHIP) Conversion and Repair, and the Carrier and Amphibious ship Installation Managers to ensure that the Combat System elements are properly developed, integrated, installed and certified such that the Warfare System is ready for ship custody transfer in accordance with the ship construction or modernization schedules.

Technical Instruction tasking could require the Contractor to provide senior and mid-level engineering and mid-level analyst services in the Subject Matter Expert areas of Strike Group Interoperability Engineering, Tactical Data Link (TDL) Integration, Systems Architecture, Self Defense Systems Engineering including Fire Control Loop and Detect to Engage (Sensor and Radar/CEC Integration, Weapons Control/Missile Integration, Electronic Warfare/Hard Kill/Soft Kill Integration, System Track Management), Command and Control, Computing infrastructure and Network Systems Engineering, On-board Training Integrator, Warfare Operations/Mission Planning, Test Engineering, Quality Assurance, Configuration Management, Safety and Certified IA Validator in support of the Carrier and Amphibious ship platform modernization.

The Contractor shall provide engineering review and critique of Combat System and ship integration proposals and efforts, identifying engineering shortfalls, key trade requirements, additional options and considerations, as well as general assessments of concepts/ideas and/or methodologies being pursued.  The Contractor shall participate in technical meetings pertaining to all elements of system engineering, system design, configuration management, and interface management and system certification.  The Contractor shall, if so tasked by the Navy, lead Combat System integration and test activities at shore facilities or aboard ship.

The Contractor shall assess requirements for new concepts and recommend design modifications to existing SSDS and combat system elements as needed.  The Contractor shall provide systems engineering expertise in technology and system performance evaluation including operational utility, ship integration options, and functional allocation.
The Contractor shall provide systems engineering expertise in the verification and traceability of W/S requirements from top-level requirements documents and specification reviews of documentation, specifications and proposals, to identifying engineering and performance shortfalls and key performance parameters.  The Contractor shall participate in the analysis of proposed improvements to new systems or modifications to legacy systems.

When formally requested, recommendations for change to the Combat System GFM components shall be documented and provided to PEO IWS for consideration.  The Contractor shall provide Rough Order of Magnitude (ROM) cost and schedule estimates for all Combat System ECPs submitted.  Schedule estimates shall include updates of associated technical documentation, logistics products, and supporting infrastructure.

3.4.3 Modeling and Simulation 
The Contractor shall, when tasked, develop models and simulations.
3.4.4 Production Systems Integration & Test
The contactor shall integrate the production ACB into the computers of the applicable Technology Insertion baseline and deliver completed functional combat systems or production software computer baselines, including documentation, ready for distribution and loading at remote locations per CDRL A043. 
Deliverable Data Item (See DD-1423):  A043, “Computer Software Product; Deliverable Computer Program and Documentation”
3.4.5 Installation 
When directed by Technical Instruction, the Contractor, working with PEO IWS, will provide support for the detailed design and physical installation of the Combat System into the ship; including interface drawings, technical data/information for shipboard testing of the warfare system (excluding live fire testing), per CDRL A061.  For the purposes of this Contract, the term ‘physical installation’ includes the documentation necessary for physical integration of the combat system into the ship's hull, mechanical, and electrical systems.  The Contractor shall provide SSDS installation recommendations/directions per CDRL A012 to describe how the installation should be accomplished.  
Deliverable Data Item (See DD-1423):  
a. A061, “Installation Control Drawings; Updates and Revisions”
b. A012, “Scientific and Technical Reports; See Technical Instruction”
3.4.6 Test & Evaluation (T&E)
The Contractor shall support the Government execution of the Combat System T&E plan per CDRL A064 and A065 in support of the program Test & Evaluation Master Plan (TEMP).  The Combat System T&E plan defines the entrance and exit criteria, inspection, analysis and demonstration or test requirements necessary for Combat System verification.  Combat System T&E activities will also include the examination of PARM/System Provider test plans, configurations and test results from previously conducted test events and the submittal of changes necessary to evaluate component, sub-system or system performance requirements.
The Combat System T&E plan shall address simulation requirements and build configurations for both distributed shore-based and at-sea testing.  The T&E plan shall identify land-based facility requirements, focused on the use of existing facilities (e.g. Surface Combat Systems Center (SCSC) Wallops Island, ICSTF, Self Defense Test Ship (SDTS) or the Distributed Engineering Plant (DEP)) as well as the Contractor provided facilities to aid in warfare system development.  The T&E IPT shall assist in the development of facilities change plans as required.
Deliverable Data Item (See DD-1423): 

a. A064, “Test Plan; Master Test and Evaluation Program Plan (MTEPP) (System Level) / Unit Test Plan”
b. A065, “Test Plans / Test Procedures; Hardware Product Test Procedures”
3.4.7 Training System Software
The Contractor shall integrate training changes into the SSDS software for the new ACB capabilities and features.  The Contractor shall support the government development team in upgrading training materials to use the new ACB software program and its capabilities.  The Contractor shall stand up and co-lead Integrated Training Team as well as participate in the PEO IWS cross-program Integrated Training System Working Group (ITSWG) and the Product Line Training Architecture IPT. The Contractor shall provide Systems Engineering support for requirements analysis, design and testing of the SSDS training software.  The Contractor shall provide source material for the new ACB and TI to allow successful training, maintenance, and operations of the carrier and amphibious ship combat systems per CDRL A073.
Deliverable Data Item (See DD-1423):  A073, “Revisions to Existing Government Documents; Training Material”
3.4.8 
Systems Technical Support
The Contractor shall provide technical analysis in order to enhance performance, reliability, maintainability and IA of SSDS hardware and software in the Fleet.  The Contractor shall evaluate Fleet problems including strike group interoperability problems; provide recommended solutions to the Navy via Technical Information Report per CDRL A060 and implement changes as directed by the Navy.  The Contractor shall provide on-site shipboard and land-based technical support as required for problem resolution including problem analysis, data collection, testing and consultation.  The Contractor will brief the Navy on problems identified to them and the recommended solutions, including risk assessment and cost estimates via Technical Information Report CDRL A060.  The Contractor shall generate ECPs in accordance with CDRL A048 and evaluate Navy generated ECPs and Ship Change Documents (SCDs) as required and provide comments via Technical Information Report CDRL A060.  Labor associated with the generation and review of all ECPs and SCDs is within scope of this contract.  Approved ECPs and SCDs shall be implemented as directed by PEO IWS.  ECP CDRL A048 shall also be used for Field Change kits and documentation related to, specified by, or associated with approved ECPs.
The Contractor shall participate in Interface Control Working Groups responsible for the management, development and specification of interfaces between SSDS and external systems to ensure interface compatibility and inter-operability.  The Contractor shall review combat system documentation and provide comments including combat system capabilities and limitations, tactics, techniques and procedures (TTP) and TACMEMO via Technical Information Report (CDRL A060).

Deliverable Data Item (See DD-1423): 

a. A060, "Technical Information Report"
b. A048, "Engineering Change Proposal (ECP); ECP, ECP/Field Change (FC) Kit, ECP/FC Kit Installation Instructions"
3.5 Test and Integration Support (Applicable to CLINs 0001-0004)
The Contractor shall provide engineering and technical support for the integration and testing of combat system upgrades at the appropriate site. The Contractor shall hold a Test Planning Review (TPR) for the Navy. The Contractor shall conduct a Mission Readiness Review (MRR) prior to System Demonstration, when applicable. The MRRs will be co-chaired by the Government. The Contractor shall perform or support the following tests and demonstrations in accordance with the Master Test and Evaluation Program Plan (MTEPP) per CDRL A064 (see paragraph 3.4.6):

a. Engineering Test and Evaluation (ET &E) or equivalent 
b. Integration Test or equivalent 
c. System Test and Evaluation (ST&E) or equivalent 
d. Navy defined tests and exercises, such as Data Link Developmental Certification or Upgrade familiarization exercises.
e. System Demonstration or Engineering Assessment of the CS software and hardware upgrade capabilities
f. Navy defined interoperability testing.
Software and hardware testing shall be conducted using approved procedures and documented and delivered in formal test reports per CDRLs A064 (unit test plan), A042 (unit test results), A066 (test procedures), A067 (FSIT Plan), A069 (FSIT Report), A068 (FQT Plan), A072 (FQT Report), A070 (testing report), A065 (hardware test procedures) and A071 (testing report).
The Contractor shall maintain and control the tactical and associated support computer programs, including firmware, and computer programming resources for ship’s computer program builds.
The Contractor shall provide accountability and control of time and core estimates of the combat system computer programs which shall be derived from a baseline source computer program and transmitted to the Naval Surface Warfare Center at Dahlgren (NSWCDD/DL) as directed by PEO IWS 10. The effort shall include all activities associated with the maintenance of this baseline source program, the processing of Navy approved changes to this program, and the generation and authentication of all load programs derived from the baseline.
Deliverable Data (See DD-1423):

a. A064, “Test Plan; Master Plan and Evaluation Program Plan (MTEPP) (System Level) / Unit Test Plan”
b. A042, “Test/Inspection Report; Unit Test Results”
c. A066, “Test Plans / Test Procedures; Test Procedures (System Level)”
d. A067, “Software Test Plan (STP); Factory System Integration Test (FSIT) Plan”  
e. A069, “Test/Inspection Report; Factory System Integration Test (FSIT) Report”
f. A068, “Software Test Description (STD); Formal Qualification Test (FQT) Plan”
g. A072, “Software Test Report (STR); Formal Qualification Test (FQT) Report”
h. A070, “Technical Report - Study/Services; Regression/EU/Other Testing Report”
i. A065, “Test Plans / Test Procedures; Hardware Product Test Procedures”
j. A071, “Test/Inspection Reports; Hardware or Systems Testing Report”
3.5.1 
Environmental Qualification Testing (EQT)

When directed by Technical Instruction, the Contractor shall provide engineering services, including risk reduction mitigation efforts, to demonstrate that the SSDS HWCI meets the environmental requirements specified in the SSS.

When directed by Technical Instruction, the Contractor shall provide Design and Analysis services for SSDS isolator/mounting plate hardware.  When directed by Technical Instruction, the Contractor shall provide Design and Analysis services for failure analysis and/or design fixes to address the test anomalies.

EQT Test Process is as follows, when directed by Technical Instruction:

a. The Contractor shall prepare Technical Information Reports per CDRL A060 containing test procedures agreed upon prior to start of testing by the Government.

b. The Contractor shall conduct an internal Test Readiness Review (TRR) prior to the start of the EQT, including risk reduction and results.  The Government shall be invited to observe this TRR.

c. The Contractor shall prepare test equipment which will be used to verify operation of the test articles prior to, during, and post test as required by the test procedures.

d. The Contractor shall prepare Government Furnished Material (GFM) test articles and verify it’s suitability for use prior to start of test.

e. The Contractor shall prepare test reports per CDRL at the conclusion of the EQT Tests.

f. The Contractor shall refurbish GFM test articles as required at the completion of test (to a limit of $50,000 material cost).

g. The Contractor shall perform post-refurbishment HWCI Unit testing to verify operation of equipment, as directed by the COR.

h. The Contractor shall perform analyses for the environments being verified by Analysis (Temperature, Altitude, Fungus and Drip Proof).

Deliverable Data Items (See DD-1423):  A060, “Technical Information Report”
3.5.2 
Capability Development Test
3.5.2.1 Testing to Evaluate New Components or Capabilities 
The Contractor shall support testing of new components or capabilities to help determine their potential value and functionality.  This testing shall be done in the Contractor facility unless specified otherwise in the Technical Instructions.  Testing shall use Navy approved “gold standard” data sets unless otherwise specified.  The Contractor shall work with the Navy Test Review Teams to establish and approve simulated data for the key interface points within their capability.  The Contractor T&E primary responsibility shall be System Level Factory Testing (at CSEA site) and System Integration Testing (SIT) (at Wallops Island) to compare the performance of the new function to legacy component performance to the maximum extent possible.  The Contractor shall also support Independent Verification and Validation (IV&V)/Safety Testing by NSWC DD/NSWC PHD, Combat System Testing (CST) by NSWC PHD and NSWC DD, Developmental Testing by NSWC PHD and Corona, and Certification Testing at ICSTD (NSWC DD). 
3.5.2.2 At-Sea or Navy Lab Test Support & Reporting
The Contractor shall support testing of new capabilities or software builds in a full combat system implementation on a naval ship or platform at-sea or in an approved Navy Lab and in a realistic environment.  Testing shall compare the performance of the new function to legacy component performance to the maximum extent possible. The Contractor shall support Government-led Developmental Testing (DT) at Surface Combat Systems Center (SCSC) Wallops Island, and the Self Defense Test Ship as required.  As directed, the Contractor shall support other Government testing such as Combat System Test (CST) and Combat System Ship Qualification Testing (CSSQT).  Test support, data analysis, problem reporting, problem resolution and computer program fixes shall be provided to the Software Support Activity (SSA) for SSDS equipment and computer programs installed at land-based test sites and onboard ship. The Contractor shall provide support for Test and Evaluation (T&E) including SSDS and Combat System land-based and shipboard Developmental Testing (DT), TOR analysis, data collection and data analysis, TR resolution and participation in the T&E working groups.
3.5.2.3 Production Software Release & Support  
The Contractor shall test all deliverable software releases with a full Quality Assurance controlled configuration to support Navy acceptance and delivery to the fleet.  Production testing shall include certification, Information Assurance, Safety, Weapons Safety, Logistics and Training supportability product quality per the approved test plan.  The production software shall be delivered to the Navy per the schedule requirements of the Technical Instructions and per CDRL A043.  
Deliverable Data Item (See DD-1423):  A043, “Computer Software Product; Deliverable Computer Program and Documentation”

3.5.3 Computer Program Installation and Support
The Contractor shall support, as requested, Surface Combat Support Center (SCSC) (at NAVSEA, Wallops Island, VA), SSDS Lab and training site (at CDSA DN, Virginia Beach, VA), Modular Engineering Configuration Laboratory SSDS (MECLS) (at NSWC PHD, Port Hueneme, CA), Integrated Combat Systems Test Detachment (ICSTD) (at NSWCDD, Dahlgren, VA), Self Defense Test Ship (SDTS) (NSWC PHD, Port Hueneme, CA), Surface/Aviation Interoperability Laboratory (SAIL) (at NAWCAD, Patuxent River, MD) and installations and light offs.  The Contractor shall provide technical support for establishment of ACB development suites to support development work.  The Contractor shall support Navy Test Periods (NTP) and System Demonstrations to validate system performance and functionality.  The Contractor shall support facility modifications, cables builds, and cabinet installation.  The SSDS CSEA shall support the upgrade, installation, and light off of the new ACB.  The Contractor shall support ACB installation and Light-Off on the lead carrier and amphibious test ships.

3.5.4 Test Readiness Reviews
3.5.4.1 Test Readiness Review (TRR) 
The Contractor shall support the Government Technical Review team’s conduct of TRR in accordance with guidance set forth in the Technical Review Manual.  A Mission Readiness Review may be conducted instead of TRRs for conduct of events and tests as required. 
3.5.4.2
Activity: Additional Support for Operational Test Readiness Review (OTRR)

The Contractor will support the OTRR to validate that all necessary preparations for putting the system into a production operational state have been completed.  The OTRR will ensure that the production configuration system can proceed into Operational Test & Evaluation (OT&E) with a high probability the system will successfully complete operational testing.
3.5.5 
ACB Testing
The Contractor shall develop test documentation for ACB testing and submit deliverables per CDRLs A066, A067, A069 and A071 for Navy approval.  The Contractor shall develop and execute unit and element level test program to include Element Test & Evaluation (ET&E).  
The Contractor shall perform testing of ACB SSDS Core functionality on each incremental build.  The Contractor shall perform testing of the new and modified ACB capabilities.
The Contractor shall manage and coordinate the SSDS Modernization software and hardware interfaces and tests with the SSDS elements that are programs of record upgrades and a part of the ACB.  The scope of work includes appropriate schedule analysis and reporting, review of interface driven requirements, and support for various IPT meetings. 
The Contractor shall:
a. Develop ACB simulation requirements to support test program
b. Develop ACB stimulation requirements to support test program
c. Deliver ACB computer program Build to support testing per CDRL A043

d. Develop and deliver documentation per CDRLs A066, A068 and A072

The Contractor shall integrate and test the ACB computer programs and associated SSDS changes required to support those changes through the Development Testing.  The ACB Integrator shall conduct System Testing, and provide modified software modules to correct problems and improve quality in order to successfully pass those tests.  The Contractor shall develop quick-look reports on the progress of the System Demonstration, documenting problems and successes, and then fully document and deliver the results in a Demonstration Test Report.
The Contractor shall evaluate relevant Trouble Reports (TRs), and Test Observation Reports (TORS) from the CDSA’s SSDS TOR database, including TRs that result from ACB work, and modify and code modules to eliminate existing TRs when feasible and practical, using the TR data item to document these items.  The Contractor shall document new TRs that are discovered during ACB system testing and recommend a priority and a resolution strategy that resolves the agreed upon TRs.  The Contractor shall resolve TRs identified in the incremental software builds to deliver an acceptable product. The Contractor shall attempt to resolve TRs in the next successive incremental build of the ACB as the preferred approach to reducing TRs in the developmental builds (e.g. fixes for TRs of build.
The Contractor shall conduct incremental testing at the component and segment level to demonstrate the successful incorporation of the software composing each developmental build and obtain Government and user feedback on the functionality demonstrated.  The results of each incremental testing shall be documented and delivered in a developmental build test report per CDRL A070.
The Contractor shall support development of System Demonstration plans and procedures and conduct a System Demonstration test of ACB software and hardware interfaces at the component level, document problems as they occur, analyze and resolve problems in coordination with the Navy Technical Representative (TECHREP) Team.  The Contractor shall develop quick-look reports on the progress of the System Demonstration, documenting problems and successes, and then fully document the results in a Demonstration Test Report.  
The Contractor shall provide technical and engineering support in the conduct of SSDS testing by the COR, including testing at land based test sites and at sea, and support resolution of emergency TRs which may arise and impact that testing. The Contractor shall provide evaluation of test results, investigation of noted discrepancies, and corrective actions to resolve problems.
Deliverable Data Items (See DD-1423):

a. A066, “Test Plans/Test Procedures; Test Procedures (System Level)”
b. A067, “Software Test Plan (STP); Factory System Integration Test (FSIT) Plan”
c. A069, “Test/Inspection Report; Factory System Integration Test (FSIT) Report”
d. A071, “Test/Inspection Reports; Hardware or Systems Testing Report”
e. A043, “Computer Software Product; Deliverable Computer Program and Documentation”
f. A068, “Software Test Description (STD); Formal Qualification Test (FQT) Plan”
g. A072, “Software Test Report (STR); Formal Qualification Test (FQT) Report”
h. A070, “Technical Report - Study/Services; Regression/EU/Other Testing Report”
3.5.6
Test Data Reduction, Analysis & IPT Reporting

As part of the system engineering test effort, the Contractor shall provide data reduction and analysis support for data collected during tests and develop conclusions as to the success of, or problems with each test. The test data shall be presented to the Technical Review Team in a timely manner.  The Contractor shall provide analysis tools and PC or computer with sufficient performance to aid in analysis and evaluation.
NOTE: Any and all applications software, models and data developed for data reduction and analysis will be made available to the SSDS data analysis community. COTS software licensed for this task will not be provided; however, complete details relative to versions and configurations shall be provided, and updated as required, to ensure that the proper licenses may be obtained by each user.

3.5.7 Software and Hardware Support & Problem Resolution
The Contractor shall provide system engineering support to the government land based test sites, and for shipboard testing. The Contractor shall submit proposed changes to the Build Change Control Board (BCCB) and/or other appropriate Government change control boards and provide computer program maintenance required to resolve these reported problems and events.  The Contractor shall provide software support for SSDS builds.
The Contractor shall provide system engineering support to evaluate all problems for their effect on the combat system, propose solutions to each problem, and identify changes required to all specifications.  The Contractor shall provide system engineering assistance to the various design agents to implement the solutions, including specification change. When a computer program change is implemented, the Contractor shall provide system engineering to ensure specified levels of performance are attained.  The Contractor shall also provide system engineering support to implement and maintain a comprehensive Test Observation Report (TOR)/TR status tracking and reporting system. The Contractor shall conduct or support test result disclosure reviews and present the generated Test Observation Reports (TOR) per CDRL A071 at these reviews and Trouble Reports (TRs).
This task shall be performed utilizing necessary engineering services, commercial off-the-shelf (COTS) computer programs and accompanying equipment.
The Contractor shall implement corrections (TRs) to residual problems from previously delivered computer programs that are essential to system and/or element performance.
The Contractor shall provide System Engineering support to identify and evaluate problems specific to the shipboard configurations supported by the combat system computer program. The Contractor shall work with the Navy to prioritize within a work package all computer program problems deemed essential for the successful completion of redelivery test activities. Computer program changes to resolve these problems shall be implemented, documented, and tested in accordance with the authorizing Technical Instruction and the SDP.
The Contractor shall notify the COR when high priority TRs are discovered or reported.  The Contractor is authorized to immediately begin work to resolve high priority TRs upon receipt. The Contractor shall resolve computer program TRs and implement required modifications and updates. Medium and low priority TRs shall be corrected as directed by PEO IWS.  Approved ECPs shall be implemented under this SOW as directed by PEO IWS.  The Contractor shall perform regression testing after modifications and support Navy Land-and Sea-based test events. The Contractor shall assist with the installation and checkout of software loads aboard ship.  The Contractor shall plan and conduct testing to ensure SSDS computer program items meet the system and subsystem specification requirements.
The Contractor shall utilize the TR Database as an Engineering Tool for tracking and resolving each problem detected in the computer program and equipment products under Contractor level or higher configuration control.  Inputs to the computer program corrective action system shall consist of TRs and change documentation.  The system shall be closed loop, ensuring all detected problems are promptly reported and entered into the system, action initiated on them, resolution achieved, and status tracked.  The Contractor shall have remote electronic read and write access to the Government’s TR database for the duration of this contract.

The TR Database shall be under Government configuration management.  The Contractor shall participate in the SSDS Trouble Report Disposition Board (TRDB). The Government chairs the TRDB.  The membership of the TRDB shall be comprised of Government personnel with Contractor representation.  The TRDB meets periodically to review and categorize all TRs pending disposition.  The TRDB implements build prioritization of software TRs as directed by PEO IWS via the Build Change Control Board (BCCB).  The Government will chair the BCCB. [Hardware TRs are handled through the Local Change Control Board (LCCB).

The Contractor shall assess TRs and provide recommendations to the BCCB for correction or implementation.  An assessment of the cumulative effects of related lower priority TRs shall also be performed and reported.
The Contractor shall provide computer program fixes to correct BCCB selected TRs and deliver computer program updates per CDRL A043.  The Contractor shall update requirements and design documents, as necessary, to reflect changes per CDRLs.  The Contractor shall perform regression testing after modification and provide test reports per CDRL A070.  The Contractor shall participate in the SSDS LCCB.

Each problem shall be classified by category (computer program, computer program documentation, equipment, etc.), by Trouble Report (TR) Consequence (1, 2, 3, 4, 5) and by Likelihood of Occurrence (A, B, C, D, E) from the Warfare System Certification Policy, NAVSEAINST 9410.2A, Appendix D.  Analysis shall be performed to detect trends and to report problems at the Software Component or lower level via metrics report CDRL A056.  A determination shall be made of the impact of the TR on external interfaces, training, ILS materials, M-Demo, M Evaluation, Corrective Maintenance Exercises and safety documentation.  That determination shall be noted on the TR.  If corrective action is deferred on the TR, appropriate changes shall be made to document the deficiency for training, ILS materials, M-Demo, M Evaluation, Corrective Maintenance Exercises, and safety documentation.  If the TR is corrected, the Contractor shall ensure that changes to training, ILS materials, M-Demo, M Evaluation, Corrective Maintenance Exercises, and safety documentation are made if applicable.  This is to include travel as necessary.  Corrective actions shall be evaluated to determine whether problems have been resolved, adverse trends have been reversed, and changes have been correctly implemented without introducing additional problems.

The Trouble Report (TR) Consequence and Likelihood of Occurrence are used together to define Risk Assessment.  

Risk Assessment levels for the computer program shall be identified as R1, R2, R3 or R4, from the most to least severe defects, respectively.  Consequence levels are not applicable to equipment items.  A computer program defect is a flaw or imperfection in the computer program code, documentation or development process.  A defect is considered open from the time at which the defect is identified until a correction is implemented and Contractor has tested it successfully.

Below are depictions and descriptions of Risk Assessment, Trouble Report (TR) Consequence and Likelihood of Occurrence from the Warfare System Certification Policy, NAVSEAINST 9410.2A, Appendix D.

	Risk Assessment Definitions

	Likelihood of Occurrence
	TR Consequence

	
	1
	2
	3
	4
	5

	A
	R1
	R1
	R2
	R2
	R3

	B
	R1
	R1
	R2
	R3
	R3

	C
	R1
	R2
	R3
	R3
	R4

	D
	R2
	R2
	R3
	R4
	R4

	E
	R3
	R3
	R3
	R4
	R4


	Level
	TR Consequence Definitions

	1
	Prevents the accomplishment of an essential operational capability where no operationally suitable workaround exists, 

AND

Problem prevents the accomplishment of an ownship or force-level operational or mission critical / essential function under any realistic threat conditions (threat, environment, EA modes, current theater architecture, etc.), 

OR

Problem prevents ship operations (e.g. communications, networks, Intelligence, Surveillance, and Reconnaissance (ISR)ISR, air control)from being executed properly without operational restrictions, 

OR

Problem can directly or indirectly result in a catastrophic safety severity level issue as defined in reference (r),

OR

Problem prevents meeting a Key Performance Parameter and/or high level specification (e.g., SSTAMDO, ORD, TRL, A-spec)

OR

Problem that negatively impacts information systems security posture and results in the loss of authority to operate.

	2
	Adversely affects the accomplishment of an essential capability where no operationally suitable workaround exists, 

AND

Problem degrades/adversely affects the accomplishment of an ownship or force-level operational or mission critical / essential function under any realistic threat conditions (threat type, environment, EA modes, current theater communications architectures, etc.), 

OR

Problem degrades/adversely affects ship operations (e.g. communications, networks, ISR, air control) from being executed properly without operational restrictions, 

OR

Problem results in a loss of system redundancy 

OR

Problem can directly or indirectly result in a critical safety severity level issue as defined in reference (r),

OR

Problem results in not meeting a Critical Technical Parameter that adversely affects performance of the system,

OR

Problem degrades/adversely affects information systems security posture and results in a reduced set of capabilities.

	3
	Adversely affects the accomplishment of an essential capability where an operationally suitable workaround exists, 

AND

Problem prevents or degrades/adversely affects the accomplishment of an ownship or force-level operational or mission critical / essential function under any realistic threat conditions (threat, environment, EA modes, current theater architectures, etc.), 

OR

Problem prevents or degrades/adversely affects ship operations (e.g. communications, networks, ISR, air control) from being executed properly without operational restrictions, and for which an operationally suitable workaround exists to achieve Key Performance Parameters and/or high level specification (e.g., SSTAMDO, ORD, TRL, A-spec) and ability to perform mission,

OR

Problem that degrades/adversely affects information systems security posture but allows an interim authority to operate,

OR

Problem can directly or indirectly result in a marginal safety severity level issue as defined in reference (r),

OR

Problem is a significant impact to an operator’s situational awareness or ability to conduct operations (e.g., increases workload or creates distractions to the level that impacts system performance) but does not prevent the accomplishment of an ownship or force-level operational or mission critical / essential function under any realistic threat conditions (threat, environment, EA modes, current theater architecture, etc.).

	4
	Problem results in user/operator inconvenience or annoyance and does not affect required operational or mission essential capability,

OR

Problem results in a minor system degradation that does not prevent ownship or force-level accomplishment of an operational or mission critical/essential function and/or ship operations (e.g. communications, networks, ISR, air control), 

OR

Problem is an operator inconvenience or annoyance but does not degrade operator’s situational awareness or ability to conduct operations,

OR 

Problem can directly or indirectly result in a negligible safety severity level issue as defined in reference (r).

	5
	An error that does not affect the system or operator from accomplishing a function in accordance with system requirements 

OR 

a specification error that does not affect the software 

OR 

an enhancement to a function is being requested 

OR 

an error that does not affect warfare systems operations (e.g. communications, networks, ISR, air control) and mission capability requirements can still be met.


	Level
	Likelihood of Occurrence Definitions

	A
	Issue expected to happen consistently in an operational environment during conditions in which it could occur.

	B
	Issue occurs frequently in an operational environment during conditions in which it could occur.

	C
	Issue occurs occasionally in an operational environment during conditions in which it could occur.

	D
	Issue occurs rarely and is unlikely to occur in an operational environment.

	E
	Issue has been observed once in testing and cannot be reproduced and is extremely unlikely to occur or issue has only been reproduced in a test environment and is not expected to be seen during ship operations.


Previously identified TRs have been categorized in accordance with the Enterprise Configuration Control Process User’s Guide.  Future categorization will be performed in accordance with the metrics contained in the draft PEO IWS Software Measurement Handbook and PEO IWS Software Metrics Policy.

Deliverable Data Items (See DD-1423):
a. A071, “Test/Inspection Report; Hardware or Systems Testing Report”
b. A043, “Computer Software Product; Deliverable Computer Program and Documentation”
c. A070, “Technical Report - Study/Services; Regression/EU/Other Testing Report”
3.5.8 Computer Software and Hardware Testing and Quality Assurance
The Contractor shall establish, implement, and maintain an effective Quality Assurance (QA) Program for supplies and services covered by this SOW.  The Contractor’s QA Program shall use as guidance ANSI/ASQC-Q9001, MIL-Q-9858, or other existing quality documents that meet the requirements.  The Government reserves the right to review the Contractor’s QA plan per CDRL A029.
Deliverable Data Item (See DD-1423):  A029, “Quality Program Plan (QPP); Quality Assurance Program Plan (QAPP)”
Computer Program Transmittal
The Contractor shall deliver computer program sets and adaptation data per CDRL A043 to the SSA for delivery to the following Navy sites and provide support for these computer programs including corrections to problems reported.
a. Shipyards, for dockside and at-sea testing of carrier and amphibious class ships
b. Land-Based Test Sites (e.g. Surface Combat Support Center (SCSC) Wallops Island, System Integration Laboratory (SIL), Naval Air Station Pawtuxet River etc.)
c. Other sites as directed by the COR 
Utilizing the latest virus detection software, the Contractor shall scan the computer program to be delivered (including open source, third-party, and/or COTS software) to ensure the delivered product is virus free at the time of delivery.  Any virus identified within developmental software shall be removed prior to delivery to the Government.  The Contractor shall notify the Government of any virus detected in non-developmental software and assist in any associated remediation efforts as required.
The Contractor shall comply with the Section C clause entitled “COMPUTER SOFTWARE AND/OR COMPUTER DATABASE(S) DELIVERED TO AND/OR RECEIVED FROM THE GOVERNMENT (NAVSEA) (APR 2004)” ensuring any copy protection software is disabled prior to delivery.
Deliverable Data Item (See DD-1423):  A043, “Computer Software Product; Deliverable Computer Program and Documentation”

3.6 Post-Delivery Support (Applicable to CLIN 0004 only) 
The Contractor shall support the Government specified In-service Engineering Agent (ISEA) for delivered computer programs.  The Contractor shall provide software support for SSDS builds not later than two (2) years after contract award and after a sufficient transition period (as referred to in paragraph 3.3). The incumbent will support an effective transition of the in-service CS builds delivered by the Government to the Contractor as GFM. 
This task includes: 
a. Supporting Navy in establishing and maintaining-builds supporting various configurations.
b. Systems engineering and logistics analysis to support problem resolution with installed computer programs, including but not limited to Fleet/ship reported problems.
c. Managing the coordination of computer program problem corrections to delivered computer program builds
d. Implementing and testing computer program problem corrections to delivered computer program builds and modifying associated documentation.
e. Transmitting or redelivering computer program updates and code, including tools, firmware updates, operating systems and all the licenses required for new updates, for problems on delivered computer program software applicable to the relevant class of ships in construction, on delivered computer program software per CDRL A043 and A046. 
f. Maintaining a comprehensive Trouble Report / System Incident Report status tracking and reporting system.
g. Developing and maintaining additional Computer Program operations and system documentation
Deliverable Data Item (See DD-1423):

a. A043, “Computer Software Product; Deliverable Computer Program and Documentation”
b. A046, “Computer Program End Item Documentation”
3.7 Facility Support (Applicable to CLIN 0001-0004)
The Contractor shall establish and maintain the minimum laboratory facilities as required in the development of ACBs with TIs.   The SIL test and engineering facilities will be used for maintenance and support activities associated with all in-service baselines.  The Contractor shall provide support for the operations and maintenance of the laboratory facilities in support of Pre and Post Certification work and as authorized in individual Technical Instructions. The Contractor shall establish and maintain classified and unclassified data transfer capabilities.
3.8 Other Direct Costs and Incidental Materials (Applicable to CLIN 0005)
ODCs required in support of CLINs 0001-0004, and incidental materials in support of CLINs 0002-0004, shall be invoiced against CLIN 0005 and the contractor shall be reimbursed on a cost-only basis (no fee) for all allowable and allocable costs.  These costs include 3rd Party Software Licenses.  The contractor shall make use of any available license through the DoD Enterprise Software Initiative (ESI) to the maximum extent possible (http://www.esi.mil/LandingZone.aspx?id=102&zid=1).  
3.9
Travel in Support of Efforts under CLINs 0001-0004 (Applicable to CLIN 0005)
In addition to local travel, the Contractor may be required to travel throughout the Continental United States (CONUS) and to foreign countries (OCONUS) to support fielding of the system.  The Navy Program Office recognizes that development and fielding of the combat system capabilities required of this procurement will require incurrence of travel costs. The program desires to keep these costs to the minimum necessary to accomplish the project requirements. The most significant costs result from travel that is extended or frequently recurring.
In order to minimize travel costs, the Contractor and its subcontractors at all tiers shall comply with DoD Joint Travel Regulations (JTR) in conducting travel of employees. All travel shall be conducted in accordance with the JTR. The JTR stresses that the duties performed while on temporary duty (TDY) travel must be temporary in nature, and assignments must not be of such frequency or duration that a place of assignment becomes, in fact, an employee’s long-term work location. The JTR specifically requires that recurring travel to one (1) location with full short-term TDY reimbursement must not exceed 180 days in duration (inclusive of breaks such as weekend trips home). Whenever recurring travel to one (1) location is expected to last more than 180 days, consideration of less costly alternatives is required, such as Permanent Change of Station (PCS), Temporary Change of Station (TCS), or long-term TDY at reduced fixed per diem. In any instance in which recurring travel to one (1) location for more than 180 days is planned for personnel at any tier, the Contractor shall obtain prior written approval from the COR, and the request for approval shall include a cost comparison addressing PCS, TCS, and long-term TDY.
Recurring travel to one (1) location for work can also result in income tax implications for employees. Starting at the point in time when recurring travel to a single location realistically became expected to last for more than one (1) year, the Internal Revenue Service treats the employment at that location as indefinite and travel reimbursements as taxable income. The Contractor will not be reimbursed for any income tax liability incurred by personnel at any tier.
3.10
Data for CLINS 0001-0004 (Applicable to CLIN 0009)

The data to be furnished hereunder shall be prepared in accordance with the Contract Data Requirements List, DD Form 1423, Exhibit A.

3.11
Enhanced Data Rights (Applicable to CLIN 0010)

For each item of Technical Data, Computer Software, and/or Computer Software Documentation that the Offeror asserts should be delivered with less than Government Purpose Rights (GPR) (as defined in DFARS 252.227-7013 (MAR 2011) and/or DFARS 252.227-7014 (MAR 2011)), in the specific elements of Sensor Management, Command and Control, and Weapons Control, and for which the Offeror is willing to sell to the Government greater rights than those identified in its list of asserted restrictions on the Government’s use, release, or disclosure of such item(s), as identified in Attachment J-5, the Offeror shall identify those greater rights, and shall provide an Option price at which the Government may purchase such greater rights.  For each background invention identified in the Background Inventions—Identification and Licensing (BIIL) List for which the Offeror is willing to sell to the Government a license to practice such invention, the Offeror shall include in the Background Inventions—Cost/Price Information (BICPI) list an Option price at which the Government may purchase such license rights. 
4.0 GOVERNMENT FURNISHED INFORMATION/MATERIAL/COMPUTER PROGRAMS

Government Furnished Information, Government Furnished Material and/or Government Furnished Computer Programs (GFI/GFM/GFCP) available for use under this contract is identified in Attachments J-9, J-14 and J-15.  The Contractor is authorized to use GFI/GFM/GFCP on any and all tasking in support of efforts funded under this contract, unless specifically limited by this contract and on a non-interference basis.  Use of GFI/GFM/GFCP for other projects or other customer use shall be subject to FAR Part 45 and 52.245-1.  Attachment J-15, in addition to providing GFCP items, also indicates the items the contractor may be responsible for procuring for the build/SSL development environment.  The Government shall provide access to the following facility for use on this contract in testing software ACBs and experimental Combat Systems capabilities:

Surface Combat Systems Center (SCSC), Wallops Island, VA

Use of this site is required and shall be scheduled with the COR.

5.0 PROPERTY ADMINISTRATION

The Contractor shall track government furnished material, property and equipment, and shall provide support services for its use in the System Integration Lab (SIL).  Proposed changes to the government furnished material, property and equipment shall be submitted to the TECHREP.  The contractor shall provide inspection, packaging, shipping and receiving support for the government furnished material, property and equipment in accordance with the appropriate section of the to-be-awarded contract.  Procedures for handling and declassification of GFM will be in accordance with the applicable Information Security Plan (ISP) for the Ship Self Defense System (SSDS) MK 2, and any revisions thereto, at the time of shipment.

CONTRACTOR USE OF COMMERCIAL COMPUTER SOFTWARE, INCLUDING OPEN SOURCE SOFTWARE (NOV 2010)

a.  Contractor Use of Commercial Computer Software, including Open Source Software.  Open source software is often licensed under terms that require the user to make the user's modifications to the open source software or any software that the user ‘combines’ with the open source software freely available in source code form pursuant to distribution obligations in the license.  

1.  The Government accepts the terms of the licenses for the Commercial Computer Software listed in the Attachment J-4 Open Source Software (OSS) / Commercial Computer Software (CCS) List of this Contract and any associated Commercial Computer Software documentation.

2.  In cases where the Contractor proposes to use open source software while performing under a Government contract, regardless of whether the open source software is delivered, the Contractor shall not:  (i) create, or purport to create, any Government distribution obligations with respect to the Government computer software deliverables; or (ii) grant, or purport to grant, to any third party any rights to or immunities under Government intellectual property or Government data rights to the Government Computer Software deliverables.  


3.  In addition to paragraph a.2., prior to using any Commercial Computer Software that is not listed in Attachment J-4, the Contractor shall additionally evaluate each license for Commercial Computer Software, including open source software, and confirm that each of the following requirements are satisfied:

6 a license for a particular commercial computer software shall be compatible with all other licenses for other commercial computer software that are or will be linked to, integrated with, or associated with the particular commercial computer software, including when the particular commercial computer software and the other commercial computer software are used with the same computer program;

7 a license for commercial computer software shall not impose a Government distribution obligation on computer software linked to, or integrated with, or associated with the commercial computer software;

8 a license for commercial computer software shall not impose a future Government distribution obligation that is foreseeable by the Contractor; 

9 a license for commercial computer software shall not be terminated by the Contractor’s use of the commercial computer software in performing under the contract; and

10 the Contractor’s cost to comply with this requirement presents no additional cost to the Government. 

If, as a result of the Contractor’s evaluation, the Contractor is able to affirmatively make all of the determinations in paragraphs a.3(1) through a.3(5) above, then the Contractor may immediately begin using the Commercial Computer Software.  Within thirty days, the Contractor shall notify the contracting officer in writing that the Contractor has evaluated the Commercial Computer Software use and the Commercial Computer Software license and made each determination required in paragraphs a.3(1) through a.3(5) above.  This notification shall also include all information regarding the identification and proposed use(s) of the Commercial Computer Software in the format required by Attachment J-4. 

If the Contractor is unable to satisfy all of the requirements in paragraphs a.3(1) through a.3(5) above for a particular Commercial Computer Software license, then the Contractor may not use the Commercial Computer Software covered by the particular license without prior approval by the Contracting Officer.  The Contractor shall request approval to use the otherwise prohibited subject Commercial Computer Software from the Contracting Officer by providing a written notification in the format provided in Attachment J-4, addressing (i) the name and version number of the software; (ii) the name of the applicable license(s); (iii) a brief description of the technical use and implementing approach; (iv) a “yes/no” indication of whether the Contractor has made, or will make, any modifications to the source code; (v) the software website; and in addition (vi) an identification of the reason(s) that the Contractor was unable to make the determinations in paragraphs a.3(1) through a.3(5) above.  The Contractor shall attach a copy of the subject Commercial Computer Software license to its request. 

The Contracting Officer will incorporate Commercial Computer Software for which the necessary determinations are made by the Contractor, or which are otherwise approved by the Contracting Officer, into Attachment J-4 by modification to the contract.
CLAUSES INCORPORATED BY FULL TEXT

ACCESS TO PROPRIETARY DATA OR COMPUTER SOFTWARE (NAVSEA) (JUN 1994) 

(a)  Performance under this contract may require that the Contractor have access to technical data, computer software, or other sensitive data of another party who asserts that such data or software is proprietary.  If access to such data or software is required or to be provided, the Contractor shall enter into a written agreement with such party prior to gaining access to such data or software.  The agreement shall address, at a minimum, (1) access to, and use of, the proprietary data or software exclusively for the purposes of performance of the work required by this contract, and (2) safeguards to protect such data or software from unauthorized use or disclosure for so long as the data or software remains proprietary.  In addition, the agreement shall not impose any limitation upon the Government or its employees with respect to such data or software.  A copy of the executed agreement shall be provided to the Contracting Officer.  The Government may unilaterally modify the contract to list those third parties with which the Contractor has agreement(s).

(b)  The Contractor agrees to: (1) indoctrinate its personnel who will have access to the data or software as to the restrictions under which access is granted; (2) not disclose the data or software to another party or other Contractor personnel except as authorized by the Contracting Officer; (3) not engage in any other action, venture, or employment wherein this information will be used, other than under this contract, in any manner inconsistent with the spirit and intent of this requirement; (4) not disclose the data or software to any other party, including, but not limited to, joint venturer, affiliate, successor, or assign of the Contractor; and (5) reproduce the restrictive stamp, marking, or legend on each use of the data or software whether in whole or in part.  

(c)  The restrictions on use and disclosure of the data and software described above also apply to such information received from the Government through any means to which the Contractor has access in the performance of this contract that contains proprietary or other restrictive markings.  

(d) The Contractor agrees that it will promptly notify the Contracting Officer of any attempt by an individual, company, or Government representative not directly involved in the effort to be performed under this contract to gain access to such proprietary information.  Such notification shall include the name and organization of the individual, company, or Government representative seeking access to such information.

(e)  The Contractor shall include this requirement in subcontracts of any tier which involve access to information covered by paragraph (a), substituting "subcontractor" for "Contractor" where appropriate.

(f)  Compliance with this requirement is a material requirement of this contract.

COMPUTER SOFTWARE AND/OR COMPUTER DATABASE(S) DELIVERED TO AND/OR RECEIVED FROM THE GOVERNMENT (NAVSEA) (APR 2004)


(a)
The Contractor agrees to test for viruses all computer software and/or computer databases, as defined in the clause entitled "RIGHTS IN NONCOMMERCIAL COMPUTER SOFTWARE AND NONCOMMERCIAL COMPUTER SOFTWARE DOCUMENTATION" (DFARS 252.227-7014), before delivery of that computer software or computer database in whatever media and on whatever system the software is delivered.  The Contractor warrants that any such computer software and/or computer database will be free of viruses when delivered.


(b)
The Contractor agrees to test any computer software and/or computer database(s) received from the Government for viruses prior to use under this contract. 


(c)
Unless otherwise agreed in writing, any license agreement governing the use of any computer software to be delivered as a result of this contract must be paid-up and perpetual, or so nearly perpetual as to allow the use of the computer software or computer data base with the equipment for which it is obtained, or any replacement equipment, for so long as such equipment is used.  Otherwise the computer software or computer database does not meet the minimum functional requirements of this contract. In the event that there is any routine to disable the computer software or computer database after the software is developed for or delivered to the Government, that routine shall not disable the computer software or computer database until at least twenty-five calendar years after the delivery date of the affected computer software or computer database to the Government.


(d)
No copy protection devices or systems shall be used in any computer software or computer database delivered under this contract to restrict or limit the Government from making copies.  This does not prohibit license agreements from specifying the maximum amount of copies that can be made.


(e)
Delivery by the Contractor to the Government of certain technical data and other data is now frequently required in digital form rather than as hard copy.  Such delivery may cause confusion between data rights and computer software rights.  It is agreed that, to the extent that any such data is computer software by virtue of its delivery in digital form, the Government will be licensed to use that digital-form with exactly the same rights and limitations as if the data had been delivered as hard copy.


(f)
Any limited rights legends or other allowed legends placed by a Contractor on technical data or other data delivered in digital form shall be digitally included on the same media as the digital-form data and must be associated with the corresponding digital-form technical data to which the legends apply to the extent possible.  Such legends shall also be placed in human readable form on a visible surface of the media carrying the digital-form data as delivered, to the extent possible.

CONFIGURATION MANAGEMENT (NAVSEA) (APR 2004)

(a) Baseline Definition   For configuration control purposes, all contractual documentation in effect at the time of contract award shall constitute the Contract Baseline which shall be considered incorporated in the baseline documentation.

(b) General Requirement   (1) The Contractor shall maintain a Configuration Control Program to assure that all detail level work being performed under this contract is in compliance with appropriate baseline documentation.  The Contractor shall prepare a Configuration Management Plan in accordance with the requirements of the contract for approval by the Government.


(2) Whenever a situation arises wherein the Contractor cannot comply with a baseline document, or whenever intent of such documentation is significantly changed by detail level documentation, the Contractor shall submit change documents to modify baseline documents to resolve the conflict or to allow non compliance.  Whenever the cost of implementing a proposed change is less than the threshold requiring certified cost or pricing data, the Contractor shall provide documentation explaining the nature of related costs as shown on the change document.  Whenever the contract cost changes by an amount greater than the threshold requiring certified cost or pricing data, the Contractor shall complete such cost and pricing data as the Contracting Officer shall require detailing all related costs, and attach it to the change document.  Requirements for cost and pricing data shall be determined by the gross amount of the change unless otherwise directed by the contracting officer.  Change documentation shall be submitted to the Contracting Officer in accordance with the Contract Data Requirements List (CDRL), and as described in paragraphs (c) through (f) below.

(c) Engineering Change Proposals (ECPs)   ECPs shall be prepared in accordance with the approved configuration management plan and the requirements of the contract.  DI-CMAN-80639C approved 30 Sep 2000 and MIL-HDBK-61A of 7 Feb 2001 apply.  An ECP should be submitted whenever the detail level physical configuration, material quality, operational or functional performance of equipment or installed systems will not be in compliance with baseline design related documents (Specifications, Contract Drawings, etc.), and a change to the baseline document is considered an appropriate means of resolving a design related issue.  Documentation shall be developed in sufficient detail to enable Government review and evaluation of the merits of the proposed change, including cost and scheduling impact, ship class impact, and consequences if disapproved.  All existing drawings and technical manuals impacted by the change shall be listed along with a brief narrative explanation of needed changes to incorporate the ECP if approved.  Weight and moment data incidental to the change shall be provided.  The Contractor shall also prepare applicable baseline document insert sheets, with specific word changes or proposed re write, to facilitate baseline documentation changes.

(d) Non Engineering Change Proposals (NECPs) – An NECP should be submitted whenever necessary to document administrative, procedural, scheduling, or documentation changes that do not directly impact the physical configuration of the equipment.  The NECP shall explain the nature of the problem, identify the applicable baseline document (i.e., Contract Data Requirement List (CDRL), Contract Clause, etc.) and provide a detailed explanation justifying the proposed course of action desired to resolve the problem.  Insert sheets for applicable documents shall also be attached to facilitate change action in the event the Non Engineering Change Proposal (NECP) is approved.

(e) Deviations and Waivers    In the event that a baseline design related document requirement cannot be met, and a change to the baseline document is considered inappropriate, the Contractor shall submit a Request for Deviation (RFD) or Request for Waiver (RFW), as applicable.  DI-CMAN-80640C approved 30 Sep 2000 and MIL-HDBK-61A of 7 Feb 2001 apply.  The explanation of "need for deviation" should provide detailed justification and consequences of approval, to include technical details explaining the degree of non compliance or effect on ship equipment or system operation constraints.  In a similar manner, a waiver shall document an "as built" configuration that departs from baseline documentation and should include any proposed corrections or modifications to better meet the intent of the baseline document.  

(f) Equitable Adjustments for Change Documentation Preparations   For its effort expended in preparing ECPs, NECPs, Deviations and Waivers, the Contractor shall receive equitable adjustment under the following circumstances:


(1) In the event the Contractor, on its own initiative, and without written request from the Contracting Officer, develops a change document that is later disapproved by the Government, the Contractor shall bear the cost of this effort.


(2) To avoid such loss, and at its option, the Contractor may submit a "preliminary" document that outlines intent, but without detailed supporting documentation and request the Contracting Officer's approval for expenditure of effort to complete the detailed supporting documentation.  In the event the Contracting Officer denies this request, the Contractor will bear the cost of development of the "preliminary" document, and shall make no further effort to complete detailed supporting documentation.


(3) In the event the Contracting Officer approves the Contractor's request to develop supporting documentation, the Contractor shall be equitably compensated for its effort for both the "preliminary" and "final" documentation, regardless of whether or not the change document is later approved.


(4) In the event the Contracting Officer requests in writing that the Contractor develop change documentation, the effort expended by the Contractor in developing such documentation shall be subject to equitable adjustment, regardless of whether or not the change document is later approved.


(5) In the event the Contractor, on its own initiative, and without written request from the Government, develops a change document that is later approved by the Contracting Officer, the cost of developing such documentation shall be incorporated in the contract modification that implements the change.


(6) Failure to agree to such equitable adjustment in contract price shall constitute a dispute, and shall be adjudicated in accordance with the requirements of the clause entitled "DISPUTES" (FAR 52.233 1).

(g) Any cost reduction proposal submitted pursuant to the clause entitled "VALUE ENGINEERING" (FAR 52.248 1) shall be submitted as a Code V Engineering Change Proposal (VECP).  DI-CMAN-80639C approved 30 Sep 2000 and MIL-HDBK-61A of 7 Feb 2001 apply.  Information required by the "VALUE ENGINEERING" clause shall also be submitted as part of the change request. 

CONTRACTOR'S PROPOSAL (NAVSEA) (MAR 2001)

(a)  Performance of this contract by the Contractor shall be conducted and performed in accordance with detailed obligations to which the Contractor committed itself in Proposal [to be entered at time of award] dated [to be entered at time of award] in response to NAVSEA Solicitation No. N00024-13-R-5103.   

(b)  The investments included in the Contractor's proposal in response to Solicitation No. N00024-13-R-5103, Section L-3, Paragraph 4.5, Chapter 2.0, Section 2.7 are incorporated by reference and hereby made subject to the provisions of the "ORDER OF PRECEDENCE" (FAR 52.215-8) clause of this contract.  Under the "ORDER OF PRECEDENCE" clause, the Contractor's proposed investments referenced herein are hereby designated as item (f) of the clause, following "the specification" in the order of precedence.
EXCLUSION OF MERCURY (NAVSEA) (MAY 1998)

Mercury or mercury containing compounds shall not be intentionally added or come in direct contact with hardware or supplies furnished under this contract. 

EXTENSION OF COMMERCIAL WARRANTY (NAVSEA) (NOV 1996)

The Contractor shall extend to the Government the full coverage of any standard commercial warranty normally offered in a similar commercial sale, provided that such warranty is available at no additional cost to the Government.  The Contractor shall provide a copy of the standard commercial warranty with the item.  The standard commercial warranty period shall begin upon the final acceptance of the applicable material or software.  Acceptance of the standard commercial warranty does not waive the Government’s rights under the “Inspection” clause, nor does it limit the Government’s rights with regard to other terms and conditions of the contract.  In the event of a conflict, the terms and conditions of the contract shall take precedence over the standard commercial warranty.

INFORMATION AND DATA FURNISHED BY THE GOVERNMENT - ALTERNATE II (NAVSEA) (SEP 2009) 

(a)  NAVSEA Form 4340/2 or Schedule C, as applicable, Government Furnished Information, attached hereto, incorporates by listing or specific reference, all the data or information which the Government has provided or will provide to the Contractor except for 


(1)  The specifications set forth in Section C, and


(2)  Government specifications, including drawings and other Government technical documentation which are referenced directly or indirectly in the specifications set forth in Section C and which are applicable to this contract as specifications, and which are generally available and provided to Contractors or prospective Contractors upon proper request, such as Federal or Military Specifications, and Standard Drawings, etc.

(b)  Except for the specifications referred to in subparagraphs (a)(1) and (2) above, the Government will not be obligated to provide to the Contractor any specification, drawing, technical documentation or other publication which is not listed or specifically referenced in NAVSEA Form 4340/2 or Schedule C, as applicable, notwithstanding anything to the contrary in the specifications, the publications listed or specifically referenced in NAVSEA Form 4340/2 or Schedule C, as applicable, the clause entitled "GOVERNMENT PROPERTY" (FAR 52.245-1) or "GOVERNMENT PROPERTY INSTALLATION OPERATION  SERVICES " (FAR 52.245-2), as applicable, or any other term or condition of this contract.

(c)(1)  The Contracting Officer may at any time by written order:


       (i)  delete, supersede, or revise, in whole or in part, data listed or specifically referenced in NAVSEA Form 4340/2 or Schedule C, as applicable; or


      (ii)  add items of data or information to NAVSEA Form 4340/2 or Schedule C, as applicable; or


     (iii)  establish or revise due dates for items of data or information in NAVSEA Form 4340/2 or Schedule C, as applicable.


(2)  If any action taken by the Contracting Officer pursuant to subparagraph (c)(1) immediately above causes an increase or decrease in the costs of, or the time required for, performance of any part of the work under this contract, the contractor may be entitled to an equitable adjustment in the contract amount and delivery schedule in accordance with the procedures provided for in the "CHANGES" clause of this contract.

LIMITATION OF LIABILITY - HIGH VALUE ITEMS (NAVSEA) (JUN 1992)

The following items are subject to the clause of this contract entitled "LIMITATION OF LIABILITY--HIGH VALUE ITEMS" (FAR 52.246-24): CLINs 0001 – 0005.

HQ C-2-0037 ORGANIZATIONAL CONFLICT OF INTEREST (NAVSEA) (JUL 2000) (MODIFIED)

(a)  "Organizational Conflict of Interest" means that because of other activities or relationships with other persons, a person is unable or potentially unable to render impartial assistance or advice to the Government, or the person's objectivity in performing the contract work is or might be otherwise impaired, or a person has an unfair competitive advantage.  "Person" as used herein includes Corporations, Partnerships, Joint Ventures, and other business enterprises.

(b)  The Contractor warrants that to the best of its knowledge and belief, and except as otherwise set forth in the contract, the Contractor does not have any organizational conflict of interest(s) as defined in paragraph (a).

(c)  It is recognized that the effort to be performed by the Contractor under this contract may create a potential organizational conflict of interest on the instant contract or on a future acquisition.  In order to avoid this potential conflict of interest, and at the same time to avoid prejudicing the best interest of the Government, the right of the Contractor to participate in future procurement of equipment and/or services that are the subject of any work under this contract shall be limited as described below in accordance with the requirements of FAR 9.5.

(d)  (1)  The Contractor agrees that it shall not release, disclose, or use in any way that would permit or result in disclosure to any party outside the Government any information provided to the Contractor by the Government during or as a result of performance of this contract.  Such information includes, but is not limited to, information submitted to the Government on a confidential basis by other persons.  Further, the prohibition against release of Government provided information extends to cover such information whether or not in its original form, e.g., where the information has been included in Contractor generated work or where it is discernible from materials incorporating or based upon such information.  This prohibition shall not expire after a given period of time.


(2)  The Contractor agrees that it shall not release, disclose, or use in any way that would permit or result in disclosure to any party outside the Government any information generated or derived during or as a result of performance of this contract.  This prohibition shall expire after a period of three (3) years after completion of performance of this contract.


(3)  The prohibitions contained in subparagraphs (d)(1) and (d)(2) shall apply with equal force to any affiliate of the Contractor, any subcontractor, consultant, or employee of the Contractor, any joint venture involving the Contractor, any entity into or with which it may merge or affiliate, or any successor or assign of the Contractor.  The terms of paragraph (f) of this Special Contract Requirement relating to notification shall apply to any release of information in contravention of this paragraph (d).

(e)  The Contractor agrees that, if after award, it discovers an actual or potential organizational conflict of interest, it shall make immediate and full disclosure in writing to the Contracting Officer.  The notification shall include a description of the actual or potential organizational conflict of interest, a description of the action which the Contractor has taken or proposes to take to avoid, mitigate, or neutralize the conflict, and any other relevant information that would assist the Contracting Officer in making a determination on this matter.  Notwithstanding this notification, the Government may terminate the contract for the convenience of the Government if determined to be in the best interest of the Government.

(f)  Notwithstanding paragraph (e) above, if the Contractor was aware, or should have been aware, of an organizational conflict of interest prior to the award of this contract or becomes, or should become, aware of an organizational conflict of interest after award of this contract and does not make an immediate and full disclosure in writing to the Contracting Officer, the Government may terminate this contract for default.

(g)  If the Contractor takes any action prohibited by this requirement or fails to take action required by this requirement, the Government may terminate this contract for default.

(h)  The Contracting Officer's decision as to the existence or nonexistence of an actual or potential organizational conflict of interest shall be final.

(i)  Nothing in this requirement is intended to prohibit or preclude the Contractor from marketing or selling to the United States Government its product lines in existence on the effective date of this contract; nor, shall this requirement preclude the Contractor from participating in any research and development or delivering any design development model or prototype of any such equipment.  Additionally, sale of catalog or standard commercial items are exempt from this requirement.

(j)  The Contractor shall promptly notify the Contracting Officer, in writing, if it has been tasked to evaluate or advise the Government concerning its own products or activities or those of a competitor in order to ensure proper safeguards exist to guarantee objectivity and to protect the Government's interest.

(k)  The Contractor shall include this requirement in subcontracts of any tier which involve access to information or situations/conditions covered by the preceding paragraphs, substituting "subcontractor" for "contractor" where appropriate.

(l)  The rights and remedies described herein shall not be exclusive and are in addition to other rights and remedies provided by law or elsewhere included in this contract.

(m)  Compliance with this requirement is a material requirement of this contract.
SPECIFICATIONS AND STANDARDS (NAVSEA) (AUG 1994) PRIVATE 

(a)  Definitions.


 (i)  A "zero-tier reference" is a specification, standard, or drawing that is cited in the contract (including its attachments).


(ii)  A "first-tier reference" is either: (1) a specification, standard, or drawing cited in a zero-tier reference, or (2) a specification cited in a first-tier drawing.

(b)  Requirements.


All zero-tier and first-tier references, as defined above, are mandatory for use.  All lower tier references shall be used for guidance only.  

UPDATING SPECIFICATIONS AND STANDARDS (NAVSEA) (AUG 1994)PRIVATE 

If, during the performance of this or any other contract, the contractor believes that any contract contains outdated or different versions of any specifications or standards, the contractor may request that all of its contracts be updated to include the current version of the applicable specification or standard.  Updating shall not affect the form, fit or function of any deliverable item or increase the cost/price of the item to the Government.  The contractor should submit update requests to the Procuring Contracting Officer with copies to the Administrative Contracting Officer and cognizant program office representative for approval.  The contractor shall perform the contract in accordance with the existing specifications and standards until notified of approval/disapproval by the Procuring Contracting Officer.  Any approved alternate specifications or standards will be incorporated into the contract.

USE OF NAVY SUPPORT CONTRACTORS FOR OFFICIAL CONTRACT FILES (NAVSEA) (APR 2004)PRIVATE 
 (a) NAVSEA may use a file room management support contractor, hereinafter referred to as "the support contractor", to manage its file room, in which all official contract files, including the official file supporting this procurement, are retained.  These official files may contain information that is considered a trade secret, proprietary, business sensitive or otherwise protected pursuant to law or regulation, hereinafter referred to as “protected information”.  File room management services consist of any of the following: secretarial or clerical support; data entry; document reproduction, scanning, imaging, or destruction; operation, management, or maintenance of paper-based or electronic mail rooms, file rooms, or libraries; and supervision in connection with functions listed herein.  

(b) The cognizant Contracting Officer will ensure that any NAVSEA contract under which these file room management services are acquired will contain a requirement that:

(1) The support contractor not disclose any information;

(2) Individual employees are to be instructed by the support contractor regarding the sensitivity of the official contract files;

(3) The support contractor performing these services be barred from providing any other supplies and/or services, or competing to do so, to NAVSEA for the period of performance of its contract and for an additional three years thereafter unless otherwise provided by law or regulation; and,

(4) In addition to any other rights the contractor may have, it is a third party beneficiary who has the right of direct action against the support contractor, or any person to whom the support contractor has released or disclosed protected information, for the unauthorized duplication, release, or disclosure of such protected information.

(c) Execution of this contract by the contractor is considered consent to NAVSEA's permitting access to any information, irrespective of restrictive markings or the nature of the information submitted, by its file room management support contractor for the limited purpose of executing its file room support contract responsibilities. 

(d) NAVSEA may, without further notice, enter into contracts with other contractors for these services.  Contractors are free to enter into separate non-disclosure agreements with the file room contractor.  (Please contact Director, E Business Division for contractor specifics.)  However, any such agreement will not be considered a prerequisite before information submitted is stored in the file room or otherwise encumber the government.   

SOFTWARE DEVELOPMENT REQUIREMENTS (NAVSEA) (DEC 2006)

(a)  The contractor shall define a general Software Development Plan (SDP) appropriate for the computer software effort to be performed under this contract.  The SDP shall, at a minimum:

(1)  Define the contractor's proposed life cycle model and the processes used as a part of that model.  In this context, the term "life cycle model" is as defined in IEEE/EIA Std. 12207.0; 

(2)  Contain the information defined by IEEE/EIA Std. 12207.1, section 5.2.1 (generic content) and the Plans and Procedures in Table 1 of IEEE/EIA Std. 12207.1.  In all cases, the level of detail shall be sufficient to define all software development processes, activities, and tasks to be conducted;  

(3)  Identify the specific standards, methods, tools, actions, strategies, and responsibilities associated with development and qualification;  

(4)  Document all processes applicable to the system to be acquired, including the Primary, Supporting, and Organizational life cycle processes as defined by IEEE/EIA Std. 12207 as appropriate.  Such processes shall be equivalent to those articulated by CMMI®;

(5)  Include the content defined by all information items listed in Table 1 of IEEE/EIA Std. 12207.1, as appropriate for the system and be consistent with the processes proposed by the developers;  


(6)  Adhere to the characteristics defined in section 4.2.3 of IEEE/EIA Std. 12207, as appropriate;

(7)  Describe the overall life cycle and include primary, supporting, and organizational processes based on the work content of this contract;

(8)  Be in accordance with the framework defined in IEEE/EIA Std. 12207.0, including, but not limited to, defining the processes, the activities to be performed as a part of the processes, the tasks which support the activities, and the techniques and tools to be used to perform the tasks;

(9)  Contain a level of information sufficient to allow the use of the SDP as the full guidance for the developers.  In accordance with section 6.5.3a of IEEE/EIA Std. 12207.1, such information shall at a minimum contain, specific standards, methods, tools, actions, reuse strategy, and responsibility associated with the development and qualification of all requirements, including safety and security.

(b)  The SDP shall be delivered to the Government for concurrence under CDRL A00x and shall not vary significantly from that proposed to the Government for evaluation for award.  The contractor shall follow the Government concurred with SDP for all computer software to be developed or maintained under this effort.  Any changes, modifications, additions or substitutions to the SDP also require prior Government concurrence. 

CONTRACTOR SAFETY AND HEALTH REQUIREMENTS FOR ACCESS TO NAVSEA/PEO SITE (NAVSEA) (MAY 2012)

(a) Contractor personnel shall comply with all badging and security procedures required to gain access to any NAVSEA/PEO site.  Contact the Contracting Officer’s Representative (COR) for specific requirements.

(b)  Contractors are required to adhere to the requirements of 29 CFR 1910, 29 CFR 1926 and applicable state and local requirements while in NAVSEA/PEO government spaces.  Contractors who are injured on site shall notify SEA 04RS, Safety Office, via the COR.

(c)  NAVSEA/PEO site facilities are low to mid-rise buildings with elevators and a contractor operated restaurant facility in building 197.  Utility areas, electrical/phone closets and the roof are generally secured areas with restricted access.  NAVSEA/PEO HQ sites generally exhibit low hazards with no personal protection equipment (PPE) requirements.  Hazards are those typically found in an office environment.  Slips, trips and falls on wet/icy surfaces, pest control, and ergonomic concerns are the primary hazards.  It is expected that contractor employees will have received training from their employer on hazards associated with the areas in which they will be working and know what to do in order to protect themselves.  

(d)  Contractors whose employees perform work within NAVSEA/PEO government spaces in excess of 1000 hours per calendar quarter during a calendar year shall submit the data elements on OSHA Form 300A, Summary of Work Related Injuries and Illnesses, for those employees to SEA 04RS via the Contracting Officer’s Representative by 15 January for the previous calendar year, even if no work related injuries or illnesses occurred.

(e)  Any contractor employee exhibiting unsafe behavior may be removed from the NAVSEA/PEO site.  Such removal shall not relieve the contractor from meeting its contractual obligations and shall not be considered an excusable delay as defined in FAR 52.249-14.  

Section D - Packaging and Marking
CLAUSES INCORPORATED BY FULL TEXT

Items 0001-0010:

Data to be delivered by Integrated Data Environment (IDE) or other electronic media shall be as specified in the contract.  All unclassified data to be shipped shall be prepared for shipment in accordance with best commercial practice.PRIVATE    Classified reports, data, and documentation shall be prepared for shipment in accordance with National Industrial Security Program Operating Manual (NISPOM), DOD 5220.22-M dated 28 February 2006.
CLAUSES INCORPORATED BY FULL TEXT

MARKING OF REPORTS (NAVSEA) (SEP 1990)PRIVATE 

All reports delivered by the Contractor to the Government under this contract shall prominently show on the cover of the report:


(1) name and business address of the Contractor


(2)  contract number


(3)  contract dollar amount


(4)  whether the contract was competitively or non-competitively awarded

	(5) sponsor:
	

	
	(Name of Individual Sponsor)

	
	

	
	(Name of Requiring Activity)

	
	

	
	(City and State)


Section E - Inspection and Acceptance
CLINs 0001-0008 

Inspection and Acceptance shall be made at origin by the Contracting Officer’s Representative or a designated representative of the Government.

CLIN 0009:
Inspection and acceptance shall be as specified on the attached Contract Data Requirements List(s), DD Form 1423 (Exhibit A). 

CLIN 0010 

Inspection and acceptance shall be made by the Contracting Officer.  
Supplies/services will be inspected/accepted at:

	CLIN 
	INSPECT AT 
	INSPECT BY 
	ACCEPT AT 
	ACCEPT BY 

	0001 
	Origin 
	Government 
	Origin 
	Government 

	
	
	
	
	

	
	

	0002 
	Origin 
	Government 
	Origin 
	Government 

	0002AA 
	Origin 
	Government 
	Origin 
	Government 

	0002BA 
	Origin 
	Government 
	Origin 
	Government 

	0002CA 
	Origin 
	Government 
	Origin 
	Government 

	0002DA 
	Origin 
	Government 
	Origin 
	Government 

	0002EA 
	Origin 
	Government 
	Origin 
	Government 

	
	
	
	
	

	0003 
	Origin 
	Government 
	Origin 
	Government 

	0003AA 
	Origin 
	Government 
	Origin 
	Government 

	0003BA 
	Origin 
	Government 
	Origin 
	Government 

	0003CA 
	Origin 
	Government 
	Origin 
	Government 

	0003DA 
	Origin 
	Government 
	Origin 
	Government 

	0003EA 
	Origin 
	Government 
	Origin 
	Government 

	0003FA 
	Origin 
	Government 
	Origin 
	Government 

	0003GA 
	Origin 
	Government 
	Origin 
	Government 

	0003HA 
	Origin 
	Government 
	Origin 
	Government 

	0003JA 
	Origin 
	Government 
	Origin 
	Government 

	0003KA 
	Origin 
	Government 
	Origin 
	Government 

	
	
	
	
	

	
	
	
	
	

	0004 
	Origin 
	Government 
	Origin 
	Government 

	0004AA 
	Origin 
	Government 
	Origin 
	Government 

	0004BA 
	Origin 
	Government 
	Origin 
	Government 

	0004CA 
	Origin 
	Government 
	Origin 
	Government 

	0004DA 
	Origin 
	Government 
	Origin 
	Government 

	0004EA 
	Origin 
	Government 
	Origin 
	Government 

	0004FA 
	Origin 
	Government 
	Origin 
	Government 

	0004GA 
	Origin 
	Government 
	Origin 
	Government 

	0004HA 
	Origin 
	Government 
	Origin 
	Government 

	0004 JA 
	Origin 
	Government 
	Origin 
	Government 

	0004KA 
	Origin 
	Government 
	Origin 
	Government 

	
	
	
	
	

	0005 
	Origin 
	Government 
	Origin 
	Government 

	0005AA 
	Origin 
	Government 
	Origin 
	Government 

	0005BA 
	Origin 
	Government 
	Origin 
	Government 

	0005CA 
	Origin 
	Government 
	Origin 
	Government 

	0005DA 
	Origin 
	Government 
	Origin 
	Government 

	0005EA 
	Origin 
	Government 
	Origin 
	Government 

	0005FA 
	Origin 
	Government 
	Origin 
	Government 

	0005GA 
	Origin 
	Government 
	Origin 
	Government 

	0005HA 
	Origin 
	Government 
	Origin 
	Government 

	0005 JA 
	N/A 
	Government 
	Origin 
	Government 

	0005KA 
	N/A 
	Government 
	Origin 
	Government 

	
	
	
	
	

	0006 
	Origin 
	Government 
	Origin 
	Government 

	
	
	
	
	

	0007 
	Origin 
	Government 
	Origin 
	Government 

	
	
	
	
	

	0008 
	Origin 
	Government 
	Origin 
	Government 

	
	
	
	
	

	0009 
	Origin 
	Government 
	Origin 
	Government 

	0010 
	Origin 
	Government 
	Origin 
	Government 




CLAUSES INCORPORATED BY REFERENCE

	52.246-3 
	Inspection Of Supplies Cost-Reimbursement 
	MAY 2001 
	 

	52.246-5 
	Inspection Of Services Cost-Reimbursement 
	APR 1984 
	 

	52.246-8 
	Inspection Of Research And Development Cost Reimbursement 
	MAY 2001 
	 

	52.246-11 
	Higher-Level Contract Quality Requirement 
	FEB 1999 
	 


CLAUSES INCORPORATED BY FULL TEXT

CALIBRATION SYSTEM REQUIREMENTS (NAVSEA) (MAY 1995)PRIVATE 

Calibration System Requirements.  The calibration of measuring and testing equipment shall, as a minimum, adhere to the requirements of ANSI/NCSL Z540-1.

CLAUSES INCORPORATED BY FULL TEXT

COST OF QUALITY DATA (NAVSEA) (MAY 1995)PRIVATE 

Cost of Quality Data:  The contractor shall maintain and use quality cost data as a management element of the quality program.  The specific quality cost data to be maintained and used will be determined by the contractor.  These data shall, on request, be identified and made available for "on site" review by the Government representative.

CLAUSES INCORPORATED BY FULL TEXT

INSPECTION AND TEST RECORDS (NAVSEA) MAY 1995)PRIVATE 

Inspection and Test Records:  Inspection and test records shall, as a minimum, indicate the nature of the observations, number of observations made, and the number and type of deficiencies found.  Data included in inspection and test records shall be complete and accurate, and shall be used for trend analysis and to assess corrective action and effectiveness.

CLAUSES INCORPORATED BY FULL TEXT

QUALITY IN SOFTWARE DEVELOPMENT AND PRODUCTION (NAVSEA) (MAY 1995)PRIVATE 

Quality in Software Development and Production:  The contractor's software quality program shall be an integral part of the overall Quality Assurance Program.  Software quality program controls shall be applicable to all project software that is developed, maintained, or modified within the following categories:


(a) All deliverable software


(b) All deliverable software that is included as part of deliverable hardware or firmware.


(c) Non deliverable software (commercially available or user-developed) used for development, fabrication, testing, or acceptance of deliverable software or hardware (includes automated fabrication, test, and inspection/acceptance equipment software and software design, test, and inspection tools).


(d) Commercially available, reusable, or Government software designated as part of a deliverable item.

CLAUSES INCORPORATED BY FULL TEXT

QUALITY MANAGEMENT SYSTEM REQUIREMENTS (NAVSEA) (SEP 2009)

Quality Management System Requirements.  The Contractor shall provide and maintain a quality management system that, as a minimum, adheres to the requirements of ANSI/ISO/ASQ 9001-2008 Quality Management Systems and supplemental requirements imposed by this contract.  The quality management system procedures, planning, and all other documentation and data that comprise the quality management system shall be made available to the Government for review.  Existing quality documents that meet the requirements of this contract may continue to be used.  The Government may perform any necessary inspections, verifications, and evaluations to ascertain conformance to requirements and the adequacy of the implementing procedures.  The Contractor shall require of subcontractors a quality management system achieving control of the quality of the services and/or supplies provided.  The Government reserves the right to disapprove the quality management system or portions thereof when it fails to meet the contractual requirements.

CLAUSES INCORPORATED BY FULL TEXT

USE OF CONTRACTOR'S INSPECTION EQUIPMENT (NAVSEA) (MAY 1995)PRIVATE 

Use of Contractor's Inspection Equipment: The contractor's gages, and measuring and testing devices shall be made available for use by the Government when required to determine conformance with contract requirements.  If conditions warrant, the contractor's personnel shall be made available for operations of such devices and for verification of their accuracy and condition.

Section F - Deliveries or Performance

	CLINS/SLINS
	Period of Performance

	0001
	Date of Contract Award to 7 Years after Award

	
	

	0002AA
	Date of Contract Award to 365 Days after Award

	0002BA
	Date of Option Exercise to 365 Days after Option Exercise

	0002CA
	Date of Option Exercise to 365 Days after Option Exercise

	0002DA
	Date of Option Exercise to 365 Days after Option Exercise

	0002EA
	Date of Option Exercise to 365 Days after Option Exercise

	
	

	0003AA
	Date of Option Exercise to 365 Days after Option Exercise

	0003BA
	Date of Option Exercise to 365 Days after Option Exercise

	0003CA
	Date of Option Exercise to 365 Days after Option Exercise

	0003DA
	Date of Option Exercise to 365 Days after Option Exercise

	0003EA
	Date of Option Exercise to 365 Days after Option Exercise

	0003FA
	Date of Option Exercise to 365 Days after Option Exercise

	0003GA
	Date of Option Exercise to 365 Days after Option Exercise

	0003HA
	Date of Option Exercise to 365 Days after Option Exercise

	0003JA
	Date of Option Exercise to 365 Days after Option Exercise

	0003KA
	Date of Option Exercise to 365 Days after Option Exercise

	
	

	0004AA
	Date of Contract Award to 365 Days after Award 

	0004BA
	Date of Option Exercise to 365 Days after Option Exercise

	0004CA
	Date of Option Exercise to 365 Days after Option Exercise

	0004DA
	Date of Option Exercise to 365 Days after Option Exercise

	0004EA
	Date of Option Exercise to 365 Days after Option Exercise

	0004FA
	Date of Option Exercise to 365 Days after Option Exercise

	0004GA
	Date of Option Exercise to 365 Days after Option Exercise

	0004HA
	Date of Option Exercise to 365 Days after Option Exercise

	0004JA
	Date of Option Exercise to 365 Days after Option Exercise

	0004KA
	Date of Option Exercise to 365 Days after Option Exercise

	
	

	0005AA
	Date of Contract Award to 365 Days after Award

	
	

	0005BA
	Date of Option Exercise to 365 Days after Option Exercise

	0005CA
	Date of Option Exercise to 365 Days after Option Exercise

	0005DA
	Date of Option Exercise to 365 Days after Option Exercise

	0005EA
	Date of Option Exercise to 365 Days after Option Exercise

	0005FA
	Date of Option Exercise to 365 Days after Option Exercise

	0005GA
	Date of Option Exercise to 365 Days after Option Exercise

	0005HA 
	Date of Option Exercise to 365 Days after Option Exercise

	0005JA
	Date of Option Exercise to 365 Days after Option Exercise

	0005KA
	Date of Option Exercise to 365 Days after Option Exercise

	
	

	0006
	See CLIN 0001

	
	

	0007
	See CLIN 0002

	
	

	0008
	See CLIN 0003


CLIN 0009 – Data 

All data to be furnished under this contract shall be delivered prepaid to the destination(s) and at the time(s) specified on the Contract Data Requirements List(s), DD Form 1423.PRIVATE 
CLIN 0010 – Enhanced Data Rights 

Date of Option Exercise with no end date for the Government’s data rights. 
CLAUSES INCORPORATED BY REFERENCE

	52.242-15 Alt I 
	Stop-Work Order (Aug 1989) -  Alternate I 
	APR 1984 
	 

	52.247-29 
	F.O.B. Origin 
	FEB 2006 
	 

	52.247-55 
	F.O.B. Point For Delivery Of Government-Furnished Property 
	JUN 2003 
	 

	52.247-61 
	F.O.B. Origin--Minimum Size Of Shipments 
	APR 1984 
	 

	52.247-65 
	F.O.B. Origin, Prepaid Freight--Small Package Shipments 
	JAN 1991 
	 


Section G - Contract Administration Data
CLAUSES INCORPORATED BY REFERENCE

	252.204-0011 
	Contract-wide: Proration 
	SEP 2009 
	 

	252.204-7006 
	Billing Instructions 
	OCT 2005 
	 

	252.232-7003 
	Electronic Submission of Payment Requests and Receiving Reports 
	JUN 2012 
	 

	252.246-7000 
	Material Inspection And Receiving Report 
	MAR 2008 
	 


CLAUSES INCORPORATED BY FULL TEXT

252.232-7006 WIDE AREA WORKFLOW PAYMENT INSTRUCTIONS (JUN 2012)

(a) Definitions. As used in this clause--

Department of Defense Activity Address Code (DoDAAC) is a six position code that uniquely identifies a unit, activity, or organization.

Document type means the type of payment request or receiving report available for creation in Wide Area WorkFlow (WAWF).

Local processing office (LPO) is the office responsible for payment certification when payment certification is done external to the entitlement system.

(b) Electronic invoicing. The WAWF system is the method to electronically process vendor payment requests and receiving reports, as authorized by DFARS 252.232-7003, Electronic Submission

of Payment Requests and Receiving Reports.

(c) WAWF access. To access WAWF, the Contractor shall--

(1) Have a designated electronic business point of contact in the Central Contractor Registration at https://www.acquisition.gov; and

(2) Be registered to use WAWF at https://wawf.eb.mil/ following the step-by-step procedures for self-registration available at this Web site.

(d) WAWF training. The Contractor should follow the training instructions of the WAWF Web-Based Training Course and use the Practice Training Site before submitting payment requests through

WAWF. Both can be accessed by selecting the ``Web Based Training'' link on the WAWF home page at https://wawf.eb.mil/.

(e) WAWF methods of document submission. Document submissions may be via Web entry, Electronic Data Interchange, or File Transfer Protocol.

(f) WAWF payment instructions. The Contractor must use the following information when submitting payment requests and receiving reports in WAWF for this contract/order:

(1) Document type. The Contractor shall use the following document type(s).

 Cost Voucher

 FORMTEXT 
     

 FORMTEXT 
     

 FORMTEXT 
     

 FORMTEXT 
     

 FORMTEXT 
     

 FORMTEXT 
     
(Contracting Officer: Insert applicable document type(s). Note: If a ``Combo'' document type is identified but not supportable by the Contractor's business systems, an ``Invoice'' (stand-alone) and

``Receiving Report'' (stand-alone) document type may be used instead.)

(2) Inspection/acceptance location. The Contractor shall select the following inspection/acceptance location(s) in WAWF, as specified by the contracting officer.

 Source

 FORMTEXT 
     

 FORMTEXT 
     

 FORMTEXT 
     

 FORMTEXT 
     

 FORMTEXT 
     

 FORMTEXT 
     

 FORMTEXT 
     
(Contracting Officer: Insert inspection and acceptance locations or ``Not applicable.'')

(3) Document routing. The Contractor shall use the information in the Routing Data Table below only to fill in applicable fields in WAWF when creating payment requests and receiving reports in the

system.

                           Routing Data Table*

------------------------------------------------------------------------

            Field Name in WAWF               Data to be entered in WAWF

------------------------------------------------------------------------

Pay Official DoDAAC

     

 FORMTEXT 
     

 FORMTEXT 
     
Issue By DoDAAC

     

 FORMTEXT 
     

 FORMTEXT 
     
Admin DoDAAC


     

 FORMTEXT 
     

 FORMTEXT 
     
Inspect By DoDAAC

     

 FORMTEXT 
     

 FORMTEXT 
     
Ship To Code


     

 FORMTEXT 
     

 FORMTEXT 
     
Ship From Code


     

 FORMTEXT 
     

 FORMTEXT 
     
Mark For Code


     

 FORMTEXT 
     

 FORMTEXT 
     
Service Approver (DoDAAC)
     

 FORMTEXT 
     

 FORMTEXT 
     
Service Acceptor (DoDAAC)
     

 FORMTEXT 
     

 FORMTEXT 
     
Accept at Other DoDAAC

     

 FORMTEXT 
     

 FORMTEXT 
     
LPO DoDAAC


     

 FORMTEXT 
     

 FORMTEXT 
     
DCAA Auditor DoDAAC

     

 FORMTEXT 
     

 FORMTEXT 
     
Other DoDAAC(s)

     

 FORMTEXT 
     

 FORMTEXT 
     
------------------------------------------------------------------------

(*Contracting Officer: Insert applicable DoDAAC information or ``See schedule'' if multiple ship to/acceptance locations apply, or ``Not applicable.'')

(4) Payment request and supporting documentation. The Contractor shall ensure a payment request includes appropriate contract line item and subline item descriptions of the work performed or supplies delivered, unit price/cost per unit, fee (if applicable), and all relevant back-up documentation, as defined in DFARS Appendix F, (e.g. timesheets) in support of each payment request.

(5) WAWF email notifications. The Contractor shall enter the email address identified below in the ``Send Additional Email Notifications'' field of WAWF once a document is submitted in the system.

     

 FORMTEXT 
     

 FORMTEXT 
     

 FORMTEXT 
     

 FORMTEXT 
     

 FORMTEXT 
     

 FORMTEXT 
     

 FORMTEXT 
     

 FORMTEXT 
     
(Contracting Officer: Insert applicable email addresses or ``Not applicable.'')

(g) WAWF point of contact. (1) The Contractor may obtain clarification regarding invoicing in WAWF from the following contracting activity's WAWF point of contact.

     

 FORMTEXT 
     

 FORMTEXT 
     

 FORMTEXT 
     

 FORMTEXT 
     

 FORMTEXT 
     

 FORMTEXT 
     

 FORMTEXT 
     

 FORMTEXT 
     
(Contracting Officer: Insert applicable information or ``Not applicable.'')

(2) For technical WAWF help, contact the WAWF helpdesk at 866-618-5988.

(End of clause)
CLAUSES INCORPORATED BY FULL TEXT

CONTRACT ADMINISTRATION DATA

Enter below the address (street and number, city, county, state and zip code) of the Contractor's facility which will administer the contract if such address is different from the address shown on the SF 26 or SF 33, as applicable.

	


	


	CONTRACTING OFFICER’S
	COMMANDER

	REPRESENTATIVE:
	ATTN: 

	
	NAVAL SEA SYSTEMS COMMAND 

	
	1333 ISAAC HULL AVENUE SE STOP 

	
	WASHINGTON NAVY YARD DC 20376 

	
	Telephone No. 202/781-

	
	Fax No. 

	
	Email Address: 

	
	


The Contractor shall forward a copy of all invoices to the Contracting Officer's Representative.

	PURCHASING OFFICE
	COMMANDER

	REPRESENTATIVE:
	ATTN: Janel M. Duval

	
	NAVAL SEA SYSTEMS COMMAND 

	
	1333 ISAAC HULL AVENUE SE STOP 2040

	
	WASHINGTON NAVY YARD DC 20376 

	
	Telephone No. 202/781-2850

	
	Fax No. 202-781-4648

	
	Email Address: janel.duval@navy.mil

	
	


SUPPLEMENTAL INSTRUCTIONS REGARDING ELECTRONIC INVOICING (NAVSEA) (SEP 2012)

(a)  The Contractor agrees to segregate costs incurred under this contract/task order (TO), as applicable,  at the lowest level of performance, either at the technical instruction (TI), sub line item number (SLIN), or contract line item number (CLIN) level, rather than on a total contract/TO basis, and to submit invoices reflecting costs incurred at that level.  Supporting documentation in Wide Area Workflow (WAWF) for invoices shall include summaries of work charged during the period covered as well as overall cumulative summaries by individual labor categories, rates, and hours (both straight time and overtime) invoiced; as well as, a cost breakdown of other direct costs (ODCs), materials, and travel, by TI, SLIN, or CLIN level.  For other than firm fixed price subcontractors, subcontractors are also required to provide labor categories, rates, and hours (both straight time and overtime) invoiced; as well as, a cost breakdown of ODCs, materials, and travel invoiced.  Supporting documentation may be encrypted before submission to the prime contractor for WAWF invoice submittal.  Subcontractors may email encryption code information directly to the Contracting Officer (CO) and Contracting Officer Representative (COR).  Should the subcontractor lack encryption capability, the subcontractor may also email detailed supporting cost information directly to the CO and COR; or other method as agreed to by the CO.

(b)  Contractors submitting payment requests and receiving reports to WAWF using either Electronic Data Interchange (EDI) or Secure File Transfer Protocol (SFTP) shall separately send an email notification to the COR and CO on the same date they submit the invoice in WAWF.  No payments shall be due if the contractor does not provide the COR and CO email notification as required herein.

Section H - Special Contract Requirements
CLAUSES INCORPORATED BY FULL TEXT

5252.202-9101 ADDITIONAL DEFINITIONS (MAY 1993) 

As used throughout this contract, the following terms shall have the meanings set forth below:

(a) DEPARTMENT   means the Department of the Navy.

(b) REFERENCES TO THE FEDERAL ACQUISITION REGULATION (FAR)   All references to the FAR in this contract shall be deemed to also reference the appropriate sections of the Defense FAR Supplement (DFARS), unless clearly indicated otherwise.

(c) REFERENCES TO ARMED SERVICES PROCUREMENT REGULATION OR DEFENSE ACQUISITION REGULATION   All references in this document to either the Armed Services Procurement Regulation (ASPR) or the Defense Acquisition Regulation (DAR) shall be deemed to be references to the appropriate sections of the FAR/DFARS.

(d) NATIONAL STOCK NUMBERS   Whenever the term Federal Item Identification Number and its acronym FIIN or the term Federal Stock Number and its acronym FSN appear in the contract, order or their cited specifications and standards, the terms and acronyms shall be interpreted as National Item Identification Number (NIIN) and National Stock Number (NSN) respectively which shall be defined as follows:


(1)  National Item Identification Number (NIIN).  The number assigned to each approved Item Identification under the Federal Cataloging Program.  It consists of nine numeric characters, the first two of which are the National Codification Bureau (NCB) Code.  The remaining positions consist of a seven digit non significant number.


(2)  National Stock Number (NSN).  The National Stock Number (NSN) for an item of supply consists of the applicable four position Federal Supply Class (FSC) plus the applicable nine position NIIN assigned to the item of supply.

CLAUSES INCORPORATED BY FULL TEXT

LEVEL OF EFFORT – ALTERNATE I (MAY 2010)

(Applicable to CLINs 0002, 0003, and 0004)

(a)  The Contractor agrees to provide the total level of effort specified in the next sentence in performance of the work described in Sections B and C of this contract.  The total level of effort for the performance of this contract shall be 122,780 hours under CLIN 0002, 1,206,199 hours under CLIN 0003, and 503,135 hours under CLIN 0004 total man-hours of direct labor, including subcontractor direct labor for those subcontractors specifically identified in the Contractor's proposal as having hours included in the proposed level of effort.

(b)  Of the total man-hours of direct labor set forth above, it is estimated that (Offeror to fill-in) man-hours are uncompensated effort.

Uncompensated effort is defined as hours provided by personnel in excess of 40 hours per week without additional compensation for such excess work.  All other effort is defined as compensated effort.  If no effort is indicated in the first sentence of this paragraph, uncompensated effort performed by the Contractor shall not be counted in fulfillment of the level of effort obligations under this contract.

(c)  Effort performed in fulfilling the total level of effort obligations specified above shall only include effort performed in direct support of this contract and shall not include time and effort expended on such things as (local travel to and from an employee's usual work location), uncompensated effort while on travel status, truncated lunch periods, work (actual or inferred) at an employee's residence or other non-work locations (except as provided in paragraph (i) below), or other time and effort which does not have a specific and direct contribution to the tasks described in Sections B and C.

(d)  The level of effort for this contract shall be expended at an average rate of approximately TBD hours per week.  It is understood and agreed that the rate of man-hours per month may fluctuate in pursuit of the technical objective, provided such fluctuation does not result in the use of the total man-hours of effort prior to the expiration of the term hereof, except as provided in the following paragraph.

(e)  If, during the term hereof, the Contractor finds it necessary to accelerate the expenditure of direct labor to such an extent that the total man‑hours of effort specified above would be used prior to the expiration of the term, the Contractor shall notify the Contracting Officer in writing setting forth the acceleration required, the probable benefits which would result, and an offer to undertake the acceleration at no increase in the estimated cost or fee together with an offer, setting forth a proposed level of effort, cost breakdown, and proposed fee, for continuation of the work until expiration of the term hereof.  The offer shall provide that the work proposed will be subject to the terms and conditions of this contract and any additions or changes required by then current law, regulations, or directives, and that the offer, with a written notice of acceptance by the Contracting Officer, shall constitute a binding contract.  The Contractor shall not accelerate any effort until receipt of such written approval by the Contracting Officer.  Any agreement to accelerate will be formalized by contract modification.

(f)  The Contracting Officer may, by written order, direct the Contractor to accelerate the expenditure of direct labor such that the total man‑hours of effort specified in paragraph (a) above would be used prior to the expiration of the term.  This order shall specify the acceleration required and the resulting revised term.  The Contractor shall acknowledge this order within five days of receipt.

(g)  The Contractor shall provide and maintain an accounting system, acceptable to the Administrative Contracting Officer and the Defense Contract Audit Agency (DCAA), which collects costs incurred and effort (compensated and uncompensated, if any) provided in fulfillment of the level of effort obligations of this contract.  The Contractor shall indicate on each invoice the total level of effort claimed during the period covered by the invoice, separately identifying compensated effort and uncompensated effort, if any.

(h)  Within 45 days after completion of the work under each separately identified period of performance hereunder, the Contractor shall submit the following information in writing to the Contracting Officer with copies to the cognizant Contract Administration Office and to the DCAA office to which vouchers are submitted:  (1) the total number of man‑hours of direct labor expended during the applicable period; (2) a breakdown of this total showing the number of man‑hours expended in each direct labor classification and associated direct and indirect costs; (3) a breakdown of other costs incurred; and (4) the Contractor's estimate of the total allowable cost incurred under the contract for the period.  Within 45 days after completion of the work under the contract, the Contractor shall submit, in addition, in the case of a cost underrun; (5) the amount by which the estimated cost of this contract may be reduced to recover excess funds.  All submissions shall include subcontractor information.

(i) Unless the Contracting Officer determines that alternative worksite arrangements are detrimental to contract performance, the Contractor may perform up to 10% of the hours at an alternative worksite, provided the Contractor has a company-approved alternative worksite plan.  The primary worksite is the traditional “main office” worksite. An alternative worksite means an employee’s residence or a telecommuting center.  A telecommuting center is a geographically convenient office setting as an alternative to an employee’s main office. The Government reserves the right to review the Contractor’s alternative worksite plan. In the event performance becomes unacceptable, the Contractor will be prohibited from counting the hours performed at the alternative worksite in fulfilling the total level of effort obligations of the contract. Regardless of work location, all contract terms and conditions, including security requirements and labor laws, remain in effect.  The Government shall not incur any additional cost nor provide additional equipment for contract performance as a result of the Contractor’s election to implement an alternative worksite plan.

(j) Notwithstanding any of the provisions in the above paragraphs and subject to the LIMITATION OF FUNDS or LIMITATION OF COST clauses, as applicable, the period of performance may be extended and the estimated cost may be increased in order to permit the Contractor to provide all of the man-hours listed in paragraph (a) above.  The contractor shall continue to be paid fee for each man-hour performed in accordance with the terms of the contract.
5252.227-9113  GOVERNMENT-INDUSTRY DATA EXCHANGE PROGRAM (OCT 2006) 

(a) The Contractor shall participate in the appropriate interchange of the Government-Industry Data Exchange Program (GIDEP) in accordance with NAVSEA S0300-BU-GYD-010 dated November 1994.  Data entered is retained by the program and provided to qualified participants.  Compliance with this requirement shall not relieve the Contractor from complying with any other requirement of the contract.

(b) The Contractor agrees to insert paragraph (a) of this requirement in any subcontract hereunder exceeding $500,000.00.  When so inserted, the word "Contractor" shall be changed to "Subcontractor".

(c) GIDEP materials, software and information are available without charge from:

GIDEP

P.O. Box 8000

Corona, CA 92878-8000

Phone:      (951) 898-3207

FAX:
   (951) 898-3250

Internet:    http://www.gidep.org

5252.232-9104  ALLOTMENT OF FUNDS (JAN 2008) (MODIFIED) (JUL 2010)

(a)  This contract is incrementally funded with respect to both cost and fee.  The amount(s) presently available and allotted to this contract for payment of fee for incrementally funded contract line item number/contract subline item number (CLIN/SLIN), subject to the clause entitled "FIXED FEE" (FAR 52.216-8) or "INCENTIVE FEE" (FAR 52.216-10), as appropriate, is specified below.  The amount(s) presently available and allotted to this contract for payment of cost for incrementally funded CLINs/SLINs is set forth below.  As provided in the clause of this contract entitled "LIMITATION OF FUNDS" (FAR 52.232-22), the CLINs/SLINs covered thereby, and the period of performance for which it is estimated the allotted amount(s) will cover are as follows: 

	ITEM(S)
	ALLOTED TO COST
	TARGET FEE
	FIXED FEE
	PERFORMANCE INCENTIVE
	EST. PERIOD OF PERFORMAMNCE

	
	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	
	


(b)  The parties contemplate that the Government will allot additional amounts to this contract from time to time for the incrementally funded CLINs/SLINs by unilateral contract modification, and any such modification shall state separately the amount(s) allotted for cost, the amount(s) allotted for fee, the CLINs/SLINs covered thereby, and the period of performance which the amount(s) are expected to cover.

(c)  CLINs/SLINs       are fully funded and performance under these CLINs/SLINs is subject to the clause of this contract entitled "LIMITATION OF COST" (FAR 52.232-20).

(d)  The Contractor shall segregate costs for the performance of incrementally funded CLINs/SLINs from the costs of performance of fully funded CLINs/SLINs.
5252.237-9106  SUBSTITUTION OF PERSONNEL (SEP 1990) 

(a)  The Contractor agrees that a partial basis for award of this contract is the list of key personnel proposed.  Accordingly, the Contractor agrees to assign to this contract those key persons whose resumes were submitted with the proposal necessary to fulfill the requirements of the contract.  No substitution shall be made without prior notification to and concurrence of the Contracting Officer in accordance with this requirement.

(b)  All proposed substitutes shall have qualifications equal to or higher than the qualifications of the person to be replaced.  The Contracting Officer shall be notified in writing of any proposed substitution at least forty five (45) days, or ninety (90) days if a security clearance is to be obtained, in advance of the proposed substitution.  Such notification shall include:  (1) an explanation of the circumstances necessitating the substitution; (2) a complete resume of the proposed substitute; and (3) any other information requested by the Contracting Officer to enable him/her to judge whether or not the Contractor is maintaining the same high quality of personnel that provided the partial basis for award.

5252.242-9115
TECHNICAL INSTRUCTIONS (APR 1999)

(Applicable to CLINs 0002, 0003, and 0004)

(a)  Performance of the work hereunder may be subject to written technical instructions signed by the Contracting Officer's Representative specified in Section G of this contract.  As used herein, technical instructions are defined to include the following:

       (1)  Directions to the Contractor which suggest pursuit of certain lines of inquiry, shift work emphasis, fill in details or otherwise serve to accomplish the contractual statement of work.

       (2)  Guidelines to the Contractor which assist in the interpretation of drawings, specifications or technical portions of work description.

(b)  Technical instructions must be within the general scope of work stated in the contract.  Technical instructions may not be used to:  (1) assign additional work under the contract; (2) direct a change as defined in the "CHANGES" clause of this contract; (3) increase or decrease the contract price or estimated contract amount (including fee), as applicable, the level of effort, or the time required for contract performance; or (4) change any of the terms, conditions or specifications of the contract.

(c)  If, in the opinion of the Contractor, any technical instruction calls for effort outside the scope of the contract or is inconsistent with this requirement, the Contractor shall notify the Contracting Officer in writing within ten (10) working days after the receipt of any such instruction.  The Contractor shall not proceed with the work affected by the technical instruction unless and until the Contractor is notified by the Contracting Officer that the technical instruction is within the scope of this contract.

(d)  Nothing in the foregoing paragraph shall be construed to excuse the Contractor from performing that portion of the contractual work statement which is not affected by the disputed technical instruction.

5252.245-9106 FACILITIES TO BE GOVERNMENT-FURNISHED (COST-   REIMBURSEMENT) (SEP 2009)

(a)  The estimated cost and fee, if any, and delivery schedule set forth in this contract contemplate the rent‑free use of the facilities identified in paragraph (b) below and in paragraph (d) (applicable only for research and development contracts) if such paragraph (d) is added to this requirement.  If the Government limits or terminates the Contractor's rent‑free use of said facilities, and such action affects the ability of the Contractor to perform this contract in accordance with its terms and conditions, then an equitable adjustment in the estimated cost and fee, if any, or delivery schedule, or both, shall be made pursuant to the clause entitled "CHANGES-‑COST-REIMBURSEMENT" (FAR 52.243‑2), provided, however, that if the limitation or termination is due to failure by the Contractor to perform its obligations under this contract, the Contractor shall be entitled only to such adjustment as the Contracting Officer determines as a fact to be appropriate under the circumstances.

(b)  The Contractor is authorized to acquire or use the facilities described below upon the prior written approval of the cognizant Contract Administration Office, which shall determine that such facilities are required to carry out the work provided for by this contract.  Immediately upon delivery of each item of approved facilities to the Contractor's plant, the Contractor shall notify the cognizant Contract Administration Office of the receipt of such facilities owned by the Government, which shall be made a part of the plant account assigned to the Contractor at that location.

DESCRIPTION AND IDENTITY OF FACILITIES

Surface Combat Support Center (SCSC), Wallops Island, VA 

(c)  In the event there is in existence a facilities management contract effective at the same plant or general location, the facilities provided hereunder shall be made subject to all the terms and conditions of the facilities management contract.
5252.245-9108  GOVERNMENT-FURNISHED PROPERTY (PERFORMANCE) (SEP 1990) 

The Government will provide only that property set forth below, notwithstanding any term or condition of this contract to the contrary.  Upon Contractor's written request to the cognizant Technical Program Manager, via the cognizant Contract Administration Office, the Government will furnish the following for use in the performance of this contract:    SEE ATTACHMENT J-14
5252.245-9115  RENT-FREE USE OF GOVERNMENT PROPERTY (SEP 1990) 

The Contractor may use on a rent-free, non-interference basis, as necessary for the performance of this contract, the Government property accountable under Contract(s) TBD.  The Contractor is responsible for scheduling the use of all property covered by the above referenced contract(s) and the Government shall not be responsible for conflicts, delays, or disruptions to any work performed by the Contractor due to use of any or all of such property under this contract or any other contracts under which use of such property is authorized.
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CLAUSES INCORPORATED BY FULL TEXT

52.204-99 SYSTEM FOR AWARD MANAGEMENT REGISTRATION (DEVIATION)(AUG 2012)

(a)  Definitions.  As used in this clause—

“Central Contractor Registration (CCR) database” means the retired primary Government repository for Contractor information required for the conduct of business with the Government.

“Commercial and Government Entity (CAGE) code” means—

(1) A code assigned by the Defense Logistics Agency (DLA) Logistics Information Service to identify a commercial or Government entity; or

(2) A code assigned by a member of the North Atlantic Treaty Organization that DLA records and maintains in the CAGE master file. This type of code is known as an “NCAGE code.”

“Data Universal Numbering System (DUNS) number” means the 9-digit number assigned by Dun and Bradstreet, Inc. (D&B) to identify unique business entities.

“Data Universal Numbering System+4 (DUNS+4) number” means the DUNS number means the number assigned by D&B plus a 4-character suffix that may be assigned by a business concern. (D&B has no affiliation with this 4-character suffix.) This 4-character suffix may be assigned at the discretion of the business concern to establish additional SAM records for identifying alternative Electronic Funds Transfer (EFT) accounts (see the FAR at Subpart 32.11) for the same concern.

“Registered in the SAM database” means that—

(1) The Contractor has entered all mandatory information, including the DUNS number or the DUNS+4 number, into the SAM database; 

(2) The Contractor’s CAGE code is in the SAM database; and 

(3) The Government has validated all mandatory data fields, to include validation of the Taxpayer Identification Number (TIN) with the Internal Revenue Service (IRS), and has marked the record “Active”. The Contractor will be required to provide consent for TIN validation to the Government as a part of the SAM registration process.

“System for Award Management (SAM)” means the primary Government repository for prospective federal awardee information and the centralized Government system for certain contracting, grants, and other assistance related processes.  It includes—

(1)  Data collected from prospective federal awardees required for the conduct of business with the Government;

(2)  Prospective contractor submitted annual representations and certifications in accordance with FAR Subpart 4.12; and

(3)  The list of all parties suspended, proposed for debarment, debarred, declared ineligible, or excluded or disqualified under the nonprocurement common rule by agencies, Government corporations, or by the Government Accountability Office.

(b)(1) The Contractor shall be registered in the SAM database prior to submitting an invoice and through final payment of any contract, basic agreement, basic ordering agreement, or blanket purchasing agreement resulting from this solicitation.

(2) The SAM registration shall be for the same name and address identified on the contract, with its associated CAGE code and DUNS or DUNS+4.

(3) If indicated by the Government during performance, registration in CCR may be required in lieu of SAM.

(c) If the Contractor does not have a DUNS number, it should contact Dun and Bradstreet directly to obtain one.

(1) A contractor may obtain a DUNS number—

(i) Via the internet at http://fedgov.dnb.com/webform or if the contractor does not have internet access, it may call Dun and Bradstreet at 1-866-705-5711 if located within the United States; or

(ii) If located outside the United States, by contacting the local Dun and Bradstreet office. The contractor should indicate that it is a contractor for a U.S. Government contract when contacting the local Dun and Bradstreet office.

(2) The Contractor should be prepared to provide the following information:

(i) Company legal business name.

(ii) Tradestyle, doing business, or other name by which your entity is commonly recognized.

(iii) Company physical street address, city, state and Zip Code.

(iv) Company mailing address, city, state and Zip Code (if separate from physical).

(v) Company telephone number.

(vi) Date the company was started.

(vii) Number of employees at your location.

(viii) Chief executive officer/key manager.

(ix) Line of business (industry).

(x) Company Headquarters name and address (reporting relationship within your entity).

(d) Reserved.

(e) Processing time for registration in SAM, which normally takes five business days, should be taken into consideration when registering.  Contractors who are not already registered should consider applying for registration at least two weeks prior to invoicing.

(f) The Contractor is responsible for the accuracy and completeness of the data within the SAM database, and for any liability resulting from the Government’s reliance on inaccurate or incomplete data. To remain registered in the SAM database after the initial registration, the Contractor is required to review and update on an annual basis from the date of initial registration or subsequent updates its information in the SAM database to ensure it is current, accurate and complete. Updating information in the SAM does not alter the terms and conditions of this contract and is not a substitute for a properly executed contractual document.

(g)(1)(i) If a Contractor has legally changed its business name, “doing business as” name, or division name (whichever is shown on the contract), or has transferred the assets used in performing the contract, but has not completed the necessary requirements regarding novation and change-of-name agreements in Subpart 42.12, the Contractor shall provide the responsible Contracting Officer sufficient documentation to support the legally changed name with a minimum of one business day’s written notification of its intention to—

(A) Change the name in the SAM database; 

(B) Comply with the requirements of subpart 42.12 of the FAR; and

(C) Agree in writing to the timeline and procedures specified by the responsible Contracting Officer. 

(ii) If the Contractor fails to comply with the requirements of paragraph (g)(1)(i) of this clause, or fails to perform the agreement at paragraph (g)(1)(i)(C) of this clause, and, in the absence of a properly executed novation or change-of-name agreement, the SAM information that shows the Contractor to be other than the Contractor indicated in the contract will be considered to be incorrect information within the meaning of the “Suspension of Payment” paragraph of the electronic funds transfer (EFT) clause of this contract. 

(2) The Contractor shall not change the name or address for EFT payments or manual payments, as appropriate, in the SAM record to reflect an assignee for the purpose of assignment of claims (see FAR Subpart 32.8, Assignment of Claims). Assignees shall be separately registered in the SAM database.  Information provided to the Contractor’s SAM record that indicates payments, including those made by EFT, to an ultimate recipient other than that Contractor will be considered to be incorrect information within the meaning of the “Suspension of payment” paragraph of the EFT clause of this contract. 

(h)  Contractors may obtain information on registration and annual confirmation requirements via the SAM accessed through https://www.acquisition.gov or by calling 866-606-8220, or 334-206-7828 for international calls.

(End of Clause)

CLAUSES INCORPORATED BY FULL TEXT

52.215-19      NOTIFICATION OF OWNERSHIP CHANGES (OCT 1997)

(a) The Contractor shall make the following notifications in writing:

(1) When the Contractor becomes aware that a change in its ownership has occurred, or is certain to occur, that could result in changes in the valuation of its capitalized assets in the accounting records, the Contractor shall notify the Administrative Contracting Officer (ACO) within 30 days.

(2) The Contractor shall also notify the ACO within 30 days whenever changes to asset valuations or any other cost changes have occurred or are certain to occur as a result of a change in ownership.

(b) The Contractor shall--

(1) Maintain current, accurate, and complete inventory records of assets and their costs;

(2) Provide the ACO or designated representative ready access to the records upon request;

(3) Ensure that all individual and grouped assets, their capitalized values, accumulated depreciation or amortization, and remaining useful lives are identified accurately before and after each of the Contractor's ownership changes; and

(4) Retain and continue to maintain depreciation and amortization schedules based on the asset records maintained before each Contractor ownership change.

The Contractor shall include the substance of this clause in all subcontracts under this contract that meet the applicability requirement of FAR 15.408(k). 

(End of clause)

CLAUSES INCORPORATED BY FULL TEXT

52.216-7     ALLOWABLE COST AND PAYMENT (JUN 2011) 

(a) Invoicing.  

(1) The Government will make payments to the Contractor when requested as work progresses, but (except for small business concerns) not more often than once every 2 weeks, in amounts determined to be allowable by the Contracting Officer in accordance with Federal Acquisition Regulation (FAR) subpart 31.2 in effect on the date of this contract and the terms of this contract. The Contractor may submit to an authorized representative of the Contracting Officer, in such form and reasonable detail as the representative may require, an invoice or voucher supported by a statement of the claimed allowable cost for performing this contract.

(2) Contract financing payments are not subject to the interest penalty provisions of the Prompt Payment Act. Interim payments made prior to the final payment under the contract are contract financing payments, except interim payments if this contract contains Alternate I to the clause at 52.232-25.

(3) The designated payment office will make interim payments for contract financing on the 30th day after the designated billing office receives a proper payment request.

In the event that the Government requires an audit or other review of a specific payment request to ensure compliance with the terms and conditions of the contract, the designated payment office is not compelled to make payment by the specified due date.

(b) Reimbursing costs. (1) For the purpose of reimbursing allowable costs (except as provided in subparagraph (b)(2) of the clause, with respect to pension, deferred profit sharing, and employee stock ownership plan contributions), the term "costs" includes only-- 

(i) Those recorded costs that, at the time of the request for reimbursement, the Contractor has paid by cash, check, or other form of actual payment for items or services purchased directly for the contract; 

(ii) When the Contractor is not delinquent in paying costs of contract performance in the ordinary course of business, costs incurred, but not necessarily paid, for-- 

(A) Supplies and services purchased directly for the contract and associated financing payments to subcontractors, provided payments determined due will be made--
(1) In accordance with the terms and conditions of a subcontract or invoice; and

(2) Ordinarily within 30 days of the submission of the Contractor's payment request to the Government;
(B) Materials issued from the Contractor's inventory and placed in the production process for use on the contract; 

(C) Direct labor; 

(D) Direct travel; 

(E) Other direct in-house costs; and 

(F) Properly allocable and allowable indirect costs, as shown in the records maintained by the Contractor for purposes of obtaining reimbursement under Government contracts; and 

(iii) The amount of financing payments that have been paid by cash, check, or other forms of payment to subcontractors.

(2) Accrued costs of Contractor contributions under employee pension plans shall be excluded until actually paid unless--

(i) The Contractor's practice is to make contributions to the retirement fund quarterly or more frequently; and

(ii) The contribution does not remain unpaid 30 days after the end of the applicable quarter or shorter payment period (any contribution remaining unpaid shall be excluded from the Contractor's indirect costs for payment purposes).

(3) Notwithstanding the audit and adjustment of invoices or vouchers under paragraph (g) of this clause, allowable indirect costs under this contract shall be obtained by applying indirect cost rates established in accordance with paragraph (d) of this clause. 

(4) Any statements in specifications or other documents incorporated in this contract by reference designating performance of services or furnishing of materials at the Contractor's expense or at no cost to the Government shall be disregarded for purposes of cost-reimbursement under this clause. 

(c) Small business concerns. A small business concern may receive more frequent payments than every 2 weeks.

(d) Final indirect cost rates. (1) Final annual indirect cost rates and the appropriate bases shall be established in accordance with Subpart 42.7 of the Federal Acquisition Regulation (FAR) in effect for the period covered by the indirect cost rate proposal. 

(2)(i) The Contractor shall submit an adequate final indirect cost rate proposal to the Contracting Officer (or cognizant Federal agency official) and auditor within the 6-month period following the expiration of each of its fiscal years. Reasonable extensions, for exceptional circumstances only, may be requested in writing by the Contractor and granted in writing by the Contracting Officer. The Contractor shall support its proposal with adequate supporting data.

(ii) The proposed rates shall be based on the Contractor's actual cost experience for that period. The appropriate Government representative and the Contractor shall establish the final indirect cost rates as promptly as practical after receipt of the Contractor's proposal.

(iii) An adequate indirect cost rate proposal shall include the following data unless otherwise specified by the cognizant Federal agency official:

(A) Summary of all claimed indirect expense rates, including pool, base, and calculated indirect rate.

(B) General and Administrative expenses (final indirect cost pool). Schedule of claimed expenses by element of cost as identified in accounting records (Chart of Accounts).

(C) Overhead expenses (final indirect cost pool). Schedule of claimed expenses by element of cost as identified in accounting records (Chart of Accounts) for each final indirect cost pool.

(D) Occupancy expenses (intermediate indirect cost pool). Schedule of claimed expenses by element of cost as identified in accounting records (Chart of Accounts) and expense reallocation to final indirect cost pools.

(E) Claimed allocation bases, by element of cost, used to distribute indirect costs.

(F) Facilities capital cost of money factors computation.

(G) Reconciliation of books of account (i.e., General Ledger) and claimed direct costs by major cost element.

(H) Schedule of direct costs by contract and subcontract and indirect expense applied at claimed rates, as well as a subsidiary schedule of Government participation percentages in each of the allocation base amounts.

(I) Schedule of cumulative direct and indirect costs claimed and billed by contract and subcontract.

(J) Subcontract information. Listing of subcontracts awarded to companies for which the contractor is the prime or upper-tier contractor (include prime and subcontract numbers; subcontract value and award type; amount claimed during the fiscal year; and the subcontractor name, address, and point of contact information).

(K) Summary of each time-and-materials and labor-hour contract information, including labor ategories, labor rates, hours, and amounts; direct materials; other direct costs; and, indirect expense applied at claimed rates.

(L) Reconciliation of total payroll per IRS form 941 to total labor costs distribution.

(M) Listing of decisions/agreements/approvals and description of accounting/organizational changes.

(N) Certificate of final indirect costs (see 52.242-4, 

Certification of Final Indirect Costs).

(O) Contract closing information for contracts physically completed in this fiscal year (include contract number, period of performance, contract ceiling amounts, contract fee computations, level of effort, and indicate if the contract is ready to close).

(iv) The following supplemental information is not required to determine if a proposal is adequate, but may be required during the audit process:

(A) Comparative analysis of indirect expense pools detailed by account to prior fiscal year and budgetary data.

(B) General Organizational information and Executive compensation for the five most highly compensated executives. See 31.205-6(p). Additional salary reference information is available at 

http://www.whitehouse.gov/omb/procurement_index_exec_comp/.

(C) Identification of prime contracts under which the contractor performs as a subcontractor.    

(D) Description of accounting system (excludes contractors required to submit a CAS Disclosure Statement or contractors where the description of the accounting system has not changed from the 

previous year's submission).

(E) Procedures for identifying and excluding unallowable costs from the costs claimed and billed (excludes contractors where the procedures have not changed from the previous year's submission).

(F) Certified financial statements and other financial data (e.g., trial balance, compilation, review, etc.).

(G) Management letter from outside CPAs concerning any internal control weaknesses.

(H) Actions that have been and/or will be implemented to correct the weaknesses described in the management letter from subparagraph G) of this section.

(I) List of all internal audit reports issued since the last disclosure of internal audit reports to the Government.

(J) Annual internal audit plan of scheduled audits to be performed in the fiscal year when the final indirect cost rate submission is made.

(K) Federal and State income tax returns.

(L) Securities and Exchange Commission 10-K annual report.

(M) Minutes from board of directors meetings.

(N) Listing of delay claims and termination claims submitted which contain costs relating to the subject fiscal year.

(O) Contract briefings, which generally include a synopsis of all pertinent contract provisions, such as: Contract type, contract amount, product or service(s) to be provided, contract performance period, rate ceilings, advance approval requirements, pre-contract cost allowability limitations, and billing limitations.

(v) The Contractor shall update the billings on all contracts to reflect the final settled rates and update the schedule of cumulative direct and indirect costs claimed and billed, as required in paragraph (d)(2)(iii)(I) of this section, within 60 days after settlement of final indirect cost rates.

(3) The Contractor and the appropriate Government representative shall execute a written understanding setting forth the final indirect cost rates. The understanding shall specify (i) the agreed-upon final annual indirect cost rates, (ii) the bases to which the rates apply, (iii) the periods for which the rates apply, (iv) any specific indirect cost items treated as direct costs in the settlement, and (v) the affected contract and/or subcontract, identifying any with advance agreements or special terms and the applicable rates. The understanding shall not change any monetary ceiling, contract obligation, or specific cost allowance or disallowance provided for in this contract. The understanding is incorporated into this contract upon execution. 

(4) Failure by the parties to agree on a final annual indirect cost rate shall be a dispute within the meaning of the Disputes clause. 

(5) Within 120 days (or longer period if approved in writing by the Contracting Officer) after settlement of the final annual indirect cost rates for all years of a physically complete contract, the Contractor shall submit a completion invoice or voucher to reflect the settled amounts and rates. The completion invoice or voucher shall include settled subcontract amounts and rates. The prime contractor is responsible for settling subcontractor amounts and rates included in the completion invoice or voucher and providing status of subcontractor audits to the contracting officer upon request.
(6)(i) If the Contractor fails to submit a completion invoice or voucher within the time specified in paragraph (d)(5) of this clause, the Contracting Officer may--

(A) Determine the amounts due to the Contractor under the contract; and

(B) Record this determination in a unilateral modification to the contract.

(ii) This determination constitutes the final decision of the Contracting Officer in accordance with the Disputes clause.

(e) Billing rates. Until final annual indirect cost rates are established for any period, the Government shall reimburse the Contractor at billing rates established by the Contracting Officer or by an authorized representative (the cognizant auditor), subject to adjustment when the final rates are established. These billing rates-- 

(1) Shall be the anticipated final rates; and 

(2) May be prospectively or retroactively revised by mutual agreement, at either party's request, to prevent substantial overpayment or underpayment. 

(f) Quick-closeout procedures. Quick-closeout procedures are applicable when the conditions in FAR 42.708(a) are satisfied. 

(g) Audit. At any time or times before final payment, the Contracting Officer may have the Contractor's invoices or vouchers and statements of cost audited. Any payment may be (1) Reduced by amounts found by the Contracting Officer not to constitute allowable costs or (2) Adjusted for prior overpayments or underpayments. 

(h) Final payment. (1) Upon approval of a completion invoice or voucher submitted by the Contractor in accordance with paragraph (d)(4) of this clause, and upon the Contractor's compliance with all terms of this contract, the Government shall promptly pay any balance of allowable costs and that part of the fee (if any) not previously paid. 

(2) The Contractor shall pay to the Government any refunds, rebates, credits, or other amounts (including interest, if any) accruing to or received by the Contractor or any assignee under this contract, to the extent that those amounts are properly allocable to costs for which the Contractor has been reimbursed by the Government. Reasonable expenses incurred by the Contractor for securing refunds, rebates, credits, or other amounts shall be allowable costs if approved by the Contracting Officer. Before final payment under this contract, the Contractor and each assignee whose assignment is in effect at the time of final payment shall execute and deliver-- 

(i) An assignment to the Government, in form and substance satisfactory to the Contracting Officer, of refunds, rebates, credits, or other amounts (including interest, if any) properly allocable to costs for which the Contractor has been reimbursed by the Government under this contract; and 

(ii) A release discharging the Government, its officers, agents, and employees from all liabilities, obligations, and claims arising out of or under this contract, except-- 

(A) Specified claims stated in exact amounts, or in estimated amounts when the exact amounts are not known; 

(B) Claims (including reasonable incidental expenses) based upon liabilities of the Contractor to third parties arising out of the performance of this contract; provided, that the claims are not known to the Contractor on the date of the execution of the release, and that the Contractor gives notice of the claims in writing to the Contracting Officer within 6 years following the release date or notice of final payment date, whichever is earlier; and 

(C) Claims for reimbursement of costs, including reasonable incidental expenses, incurred by the Contractor under the patent clauses of this contract, excluding, however, any expenses arising from the Contractor's indemnification of the Government against patent liability. 

(End of clause)

CLAUSES INCORPORATED BY FULL TEXT

52.216-10     INCENTIVE FEE (JUN 2011)

(Applicable Separately and Independently to CLINs 0001, 0002, and 0003)

(a) General. The Government shall pay the Contractor for performing this contract a fee determined as provided in this contract.

(b) Target cost and target fee. The target cost and target fee specified in the Schedule are subject to adjustment if the contract is modified in accordance with paragraph (d) below.

(1) "Target cost," as used in this contract, means the estimated cost of this contract as initially negotiated, adjusted in accordance with paragraph (d) below.

(2) "Target fee," as used in this contract, means the fee initially negotiated on the assumption that this contract would be performed for a cost equal to the estimated cost initially negotiated, adjusted in accordance with paragraph (d) below.

(c) Withholding of payment. 

(1) Normally, the Government shall pay the fee to the Contractor as specified in the Schedule. However, when the Contracting Officer considers that performance or cost indicates that the Contractor will not achieve target, the Government shall pay on the basis of an appropriate lesser fee. When the Contractor demonstrates that performance or cost clearly indicates that the Contractor will earn a fee significantly above the target fee, the Government may, at the sole discretion of the Contracting Officer, pay on the basis of an appropriate higher fee.

(2) Payment of the incentive fee shall be made as specified in the Schedule; provided that the Contracting Officer withholds a reserve not to exceed 15 percent of the total incentive fee or $100,000, whichever is less, to protect the Government's interest. The Contracting Officer shall release 75 percent of all fee withholds under this contract after receipt of an adequate certified final indirect cost rate proposal covering the year of physical completion of this contract, provided the Contractor has satisfied all other contract terms and conditions, including the submission of the final patent and royalty reports, and is not delinquent in submitting final vouchers on prior years' settlements. The Contracting Officer may release up to 90 percent of the fee withholds under this contract based on the Contractor's past performance related to the submission and settlement of final indirect cost rate proposals.

(d) Equitable adjustments. When the work under this contract is increased or decreased by a modification to this contract or when any equitable adjustment in the target cost is authorized under any other clause, equitable adjustments in the target cost, target fee, minimum fee, and maximum fee, as appropriate, shall be stated in a supplemental agreement to this contract.

(e) Fee payable. (1) The fee payable under this contract shall be the target fee increased by fifty (50) cents for every dollar that the total allowable cost is less than the target cost or decreased by fifty (50) cents for every dollar that the total allowable cost exceeds the target cost for CLIN 0001 and the target fee increased by sixty (60) cents for every dollar that the total allowable cost is less than the target cost or decreased by seventy (70) cents for every dollar that the total allowable cost exceeds the target cost for CLINs 0002 and 0003. In no event shall the fee be greater than * percent for CLIN 0001, * percent for CLINs 0002 and 0003, or less than zero (0) percent of the target cost.

*Offeror to insert its proposed maximum fee payable for each applicable CLIN.
(2) The fee shall be subject to adjustment, to the extent provided in paragraph (d) above, and within the minimum and maximum fee limitations in subparagraph (1) above, when the total allowable cost is increased or decreased as a consequence of (i) payments made under assignments or (ii) claims excepted from the release as required by paragraph (h)(2) of the Allowable Cost and Payment clause.

(3) If this contract is terminated in its entirety, the portion of the target fee payable shall not be subject to an increase or decrease as provided in this paragraph. The termination shall be accomplished in accordance with other applicable clauses of this contract.

(4) For the purpose of fee adjustment, "total allowable cost" shall not include allowable costs arising out of--

(i) Any of the causes covered by the Excusable Delays clause to the extent that they are beyond the control and without the fault or negligence of the Contractor or any subcontractor;

(ii) The taking effect, after negotiating the target cost, of a statute, court decision, written ruling, or regulation that results in the Contractor's being required to pay or bear the burden of any tax or duty or rate increase in a tax or duty;

(iii) Any direct cost attributed to the Contractor's involvement in litigation as required by the Contracting Officer pursuant to a clause of this contract, including furnishing evidence and information requested pursuant to the Notice and Assistance Regarding Patent and Copyright Infringement clause;

(iv) The purchase and maintenance of additional insurance not in the target cost and required by the Contracting Officer, or claims for reimbursement for liabilities to third persons pursuant to the Insurance Liability to Third Persons clause;

(v) Any claim, loss, or damage resulting from a risk for which the Contractor has been relieved of liability by the Government Property clause; or

(vi) Any claim, loss, or damage resulting from a risk defined in the contract as unusually hazardous or as a nuclear risk and against which the Government has expressly agreed to indemnify the Contractor.

(5) All other allowable costs are included in "total allowable cost" for fee adjustment in accordance with this paragraph (e), unless otherwise specifically provided in this contract.

(f) Contract modification. The total allowable cost and the adjusted fee determined as provided in this clause shall be evidenced by a modification to this contract signed by the Contractor and Contracting Officer.

(g) Inconsistencies. In the event of any language inconsistencies between this clause and provisioning documents or Government options under this contract, compensation for spare parts or other supplies and services ordered under such documents shall be determined in accordance with this clause.

(End of clause)

CLAUSES INCORPORATED BY FULL TEXT

52.216-11     COST CONTRACT--NO FEE (APR 1984)

(a) The Government shall not pay the Contractor a fee for performing this contract. 

(b) After payment of 80 percent of the total estimated cost shown in the Schedule, the Contracting Officer may withhold further payment of allowable cost until a reserve is set aside in an amount that the Contracting Officer considers necessary to protect the Government's interest. This reserve shall not exceed one percent of the total estimated cost shown in the Schedule or $100,000, whichever is less.

(End of clause)

CLAUSES INCORPORATED BY FULL TEXT

52.217-9     OPTION TO EXTEND THE TERM OF THE CONTRACT (MAR 2000)

(a) The Government may extend the term of this contract by written notice to the Contractor within seven (7); provided that the Government gives the Contractor a preliminary written notice of its intent to extend at least 60 days before the contract expires. The preliminary notice does not commit the Government to an extension.

(b) If the Government exercises this option, the extended contract shall be considered to include this option clause.

(c) The total duration of this contract, including the exercise of any options under this clause, shall not exceed ten (10) years.

(End of clause)

CLAUSES INCORPORATED BY FULL TEXT

52.219-28    POST-AWARD SMALL BUSINESS PROGRAM REREPRESENTATION (APR 2012)

(a) Definitions. As used in this clause--

Long-term contract means a contract of more than five years in duration, including options. However, the term does not include contracts that exceed five years in duration because the period of performance has been extended for a cumulative period not to exceed six months under the clause at 52.217-8, Option to Extend Services, or other appropriate authority.

Small business concern means a concern, including its affiliates, that is independently owned and operated, not dominant in the field of operation in which it is bidding on Government contracts, and qualified as a small business under the criteria in 13 CFR part 121 and the size standard in paragraph (c) of this clause. Such a concern is ``not dominant in its field of operation'' when it does not exercise a controlling or major influence on a national basis in a kind of business activity in which a number of business concerns are primarily engaged. In determining whether dominance exists, consideration shall be given to all appropriate factors, including volume of business, number of employees, financial resources, competitive status or position, ownership or control of materials, processes, patents, license agreements, facilities, sales territory, and nature of business activity.

(b) If the Contractor represented that it was a small business concern prior to award of this contract, the Contractor shall rerepresent its size status according to paragraph (e) of this clause or, if applicable, paragraph (g) of this clause, upon the occurrence of any of the following:

(1) Within 30 days after execution of a novation agreement or within 30 days after modification of the contract to include this clause, if the novation agreement was executed prior to inclusion of this clause in the contract.

(2) Within 30 days after a merger or acquisition that does not require a novation or within 30 days after modification of the contract to include this clause, if the merger or acquisition occurred prior to inclusion of this clause in the contract.

(3) For long-term contracts--

(i) Within 60 to 120 days prior to the end of the fifth year of the contract; and

(ii) Within 60 to 120 days prior to the date specified in the contract for exercising any option thereafter.
(c) The Contractor shall rerepresent its size status in accordance with the size standard in effect at the time of this rerepresentation that corresponds to the North American Industry Classification System (NAICS) code assigned to this contract. The small business size standard corresponding to this NAICS code can be found at http://www.sba.gov/content/table-small-business-size-standards.

(d) The small business size standard for a Contractor providing a product which it does not manufacture itself, for a contract other than a construction or service contract, is 500 employees.

(e) Except as provided in paragraph (g) of this clause, the Contractor shall make the rerepresentation required by paragraph (b) of this clause by validating or updating all its representations in the Online Representations and Certifications Application and its data in the Central Contractor Registration, as necessary, to ensure that they reflect the Contractor's current status. The Contractor shall notify the contracting office in writing within the timeframes specified in paragraph (b) of this clause that the data have been validated or updated, and provide the date of the validation or update.
(f) If the Contractor represented that it was other than a small business concern prior to award of this contract, the Contractor may, but is not required to, take the actions required by paragraphs (e) or (g) of this clause.

(g) If the Contractor does not have representations and certifications in ORCA, or does not have a representation in ORCA for the NAICS code applicable to this contract, the Contractor is required to complete the following rerepresentation and submit it to the contracting office, along with the contract number and the date on which the rerepresentation was completed:

The Contractor represents that it (  ) is, (  ) is not a small business concern under NAICS Code 334511 assigned to the contract resulting from solicitation N00024-13-R-5103.

(Contractor to sign and date and insert authorized signer's name and title).

(End of clause)
CLAUSES INCORPORATED BY FULL TEXT

52.222-2      PAYMENT FOR OVERTIME PREMIUMS (JUL 1990)

(a) The use of overtime is authorized under this contract if the overtime premium cost does not exceed $0 or the overtime premium is paid for work --

(1) Necessary to cope with emergencies such as those resulting from accidents, natural disasters, breakdowns of production equipment, or occasional production bottlenecks of a sporadic nature;

(2) By indirect-labor employees such as those performing duties in connection with administration, protection, transportation, maintenance, standby plant protection, operation of utilities, or accounting;

(3) To perform tests, industrial processes, laboratory procedures, loading or unloading of transportation conveyances, and operations in flight or afloat that are continuous in nature and cannot reasonably be interrupted or completed otherwise; or

(4) That will result in lower overall costs to the Government.

(b) Any request for estimated overtime premiums that exceeds the amount specified above shall include all estimated overtime for contract completion and shall--

(1) Identify the work unit; e.g., department or section in which the requested overtime will be used, together with present workload, staffing, and other data of the affected unit sufficient to permit the Contracting Officer to evaluate the necessity for the overtime;

(2) Demonstrate the effect that denial of the request will have on the contract delivery or performance schedule;

(3) Identify the extent to which approval of overtime would affect the performance or payments in connection with other Government contracts, together with identification of each affected contract; and

(4) Provide reasons why the required work cannot be performed by using multishift operations or by employing additional personnel.

* Insert either "zero" or the dollar amount agreed to during negotiations. The inserted figure does not apply to the exceptions in paragraph (a)(1) through (a)(4) of the clause. 

(End of clause)

CLAUSES INCORPORATED BY FULL TEXT

52.223-9     ESTIMATE OF PERCENTAGE OF RECOVERED MATERIAL CONTENT FOR EPA-DESIGNATED ITEMS (MAY 2008)

(a) Definitions. As used in this clause--

Postconsumer material means a material or finished product that has served its intended use and has been discarded for disposal or recovery, having completed its life as a consumer item. Postconsumer material is a part of the broader category of “recovered material.”

Recovered material means waste materials and by-products recovered or diverted from solid waste, but the term does not include those materials and by-products generated from, and commonly reused within, an original manufacturing process.

(b) The Contractor, on completion of this contract, shall--

(1) Estimate the percentage of the total recovered material content for EPA-designated item(s) delivered and/or used in contract performance, including, if applicable, the percentage of post-consumer material content; and

(2) Submit this estimate to Commanding Officer, Naval Facilities Engineering Service Center, Code 424 CA, 1100 23rd Avenue, Port Hueneme, CA 9304304370.

(End of clause)

CLAUSES INCORPORATED BY FULL TEXT

52.234-1     INDUSTRIAL RESOURCES DEVELOPED UNDER DEFENSE PRODUCTION ACT TITLE III (DEC 1994) 

(a) Definitions. 

"Title III industrial resource" means materials, services, processes, or manufacturing equipment (including the processes, technologies, and ancillary services for the use of such equipment) established or maintained under the authority of Title III, Defense Production Act (50 U.S.C. App. 2091-2093).. 

"Title III project contractor" means a contractor that has received assistance for the development or manufacture of an industrial resource under 50 U.S.C. App. 2091-2093, Defense Production Act. 

(b) The Contractor shall refer any request from a Title III project contractor for testing and qualification of a Title III industrial resource to the Contracting Officer. 

(c) Upon the direction of the Contracting Officer, the Contractor shall test Title III industrial resources for qualification. The Contractor shall provide the test results to the Defense Production Act Office, Title III Program, located at Wright Patterson Air Force Base, Ohio 45433-7739. 

(d) When the Contracting Officer modifies the contract to direct testing pursuant to this clause, the Government will provide the Title III industrial resource to be tested and will make an equitable adjustment in the contract for the costs of testing and qualification of the Title III industrial resource. 

(e) The Contractor agrees to insert the substance of this clause, including paragraph (e), in every subcontract issued in performance of this contract. 

(End of clause)

52.243-7     NOTIFICATION OF CHANGES (APR 1984)

(a) Definitions. 

"Contracting Officer," as used in this clause, does not include any representative of the Contracting Officer. 

"Specifically authorized representative (SAR),"  as used in this clause, means any person the Contracting Officer has so designated by written notice (a copy of which shall be provided to the Contractor) which shall refer to this subparagraph and shall be issued to the designated representative before the SAR exercises such authority.

(b) Notice. The primary purpose of this clause is to obtain prompt reporting of Government conduct that the Contractor considers to constitute a change to this contract.  Except for changes identified as such in writing and signed by the Contracting Officer, the Contractor shall notify the Administrative Contracting Officer in writing, within thirty (30) calendar days from the date that the Contractor identifies any Government conduct (including actions, inactions, and written or oral communications) that the Contractor regards as a change to the contract terms and conditions. On the basis of the most accurate information available to the Contractor, the notice shall state--

(1) The date, nature, and circumstances of the conduct regarded as a change;

(2) The name, function, and activity of each Government individual and Contractor official or employee involved in or knowledgeable about such conduct;

(3) The identification of any documents and the substance of any oral communication involved in such conduct;

(4) In the instance of alleged acceleration of scheduled performance or delivery, the basis upon which it arose;

(5) The particular elements of contract performance for which the Contractor may seek an equitable adjustment under this clause, including--

(i) What contract line items have been or may be affected by the alleged change;

(ii) What labor or materials or both have been or may be added, deleted, or wasted by the alleged change;

(iii) To the extent practicable, what delay and disruption in the manner and sequence of performance and effect on continued performance have been or may be caused by the alleged change;

(iv) What adjustments to contract price, delivery schedule, and other provisions affected by the alleged change are estimated; and

(6) The Contractor's estimate of the time by which the Government must respond to the Contractor's notice to minimize cost, delay or disruption of performance.

(c) Continued performance.  Following submission of the notice required by (b) above, the Contractor shall diligently continue performance of this contract to the maximum extent possible in accordance with its terms and conditions as construed by the Contractor, unless the notice reports a direction of the Contracting Officer or a communication from a SAR of the Contracting Officer, in either of which events the Contractor shall continue performance; provided, however, that if the Contractor regards the direction or communication as a change as described in (b) above, notice shall be given in the manner provided.  All directions, communications, interpretations, orders and similar actions of the SAR shall be reduced to writing and copies furnished to the Contractor and to the Contracting Officer.  The Contracting Officer shall countermand any action which exceeds the authority of the SAR.

(d) Government response.  The Contracting Officer shall promptly, within sixty (60) calendar days after receipt of notice, respond to the notice in writing.  In responding, the Contracting Officer shall either--

(1) Confirm that the conduct of which the Contractor gave notice constitutes a change and when necessary direct the mode of further performance;

(2) Countermand any communication regarded as a change;

(3) Deny that the conduct of which the Contractor gave notice constitutes a change and when necessary direct the mode of further performance; or

(4) In the event the Contractor's notice information is inadequate to make a decision under (1), (2), or (3) above, advise the Contractor what additional information is required, and establish the date by which it should be furnished and the date thereafter by which the Government will respond.

(e) Equitable adjustments.

(1) If the Contracting Officer confirms that Government conduct effected a change as alleged by the Contractor, and the conduct causes an increase or decrease in the Contractor's cost of, or the time required for, performance of any part of the work under this contract, whether changed or not changed by such conduct, an equitable adjustment shall be made--

(i) In the contract price or delivery schedule or both; and

(ii) In such other provisions of the contract as may be affected.

(2) The contract shall be modified in writing accordingly.  In the case of drawings, designs or specifications which are defective and for which the Government is responsible, the equitable adjustment shall include the cost and time extension for delay reasonably incurred by the Contractor in attempting to comply with the defective drawings, designs or specifications before the Contractor identified, or reasonably should have identified, such defect.  When the cost of property made obsolete or excess as a result of a change confirmed by the Contracting Officer under this clause is included in the equitable adjustment, the Contracting Officer shall have the right to prescribe the manner of disposition of the property.  The equitable adjustment shall not include increased costs or time extensions for delay resulting from the Contractor's failure to provide notice or to continue performance as provided, respectively, in (b) and (c) above.

Note:  The phrases “contract price” and “cost” wherever they appear in the clause, may be appropriately modified to apply to cost-reimbursement or incentive contracts, or to combinations thereof.

(End of clause)

52.252-2      CLAUSES INCORPORATED BY REFERENCE (FEB 1998) 

This contract incorporates one or more clauses by reference, with the same force and effect as if they were given in full text. Upon request, the Contracting Officer will make their full text available. Also, the full text of a clause may be accessed electronically at this/these address(es):

http://www.acquisition.gov/far or http://farsite.hill.af.mil 

(End of clause)

52.252-6     AUTHORIZED DEVIATIONS IN CLAUSES (APR 1984)

(a) The use in this solicitation or contract of any Federal Acquisition Regulation (48 CFR Chapter 1) clause with an authorized deviation is indicated by the addition of "(DEVIATION)" after the date of the clause.

(b) The use in this solicitation or contract of any Defense Federal Acquisition Regulation Supplement (48 CFR Chapter 2) clause with an authorized deviation is indicated by the addition of "(DEVIATION)" after the name of the regulation.

(End of clause)

252.203-7004 Display of Fraud Hotline Poster(s) (Sep 2011)

(a) Definition. United States, as used in this clause, means the 50 States, the District of Columbia, and outlying areas.

(b) Display of fraud hotline poster(s).

(1) The Contractor shall display prominently in common work areas within business segments performing work in the United States under Department of Defense (DoD) contracts DoD fraud hotline posters prepared by the DoD Office of the Inspector General. DoD fraud hotline posters may be obtained from the DoD Inspector General, Attn: Defense Hotline, 400 Army Navy Drive, Washington, DC 22202-2884.

(2) If the contract is funded, in whole or in part, by Department of Homeland Security (DHS) disaster relief funds, the DHS fraud hotline poster shall be displayed in addition to the DoD fraud hotline poster. If a display of a DHS fraud hotline poster is required, the Contractor may obtain such poster from:

-----------------------------------------------------------------------

[Contracting Officer shall insert the appropriate DHS contact information or website.]

(3) Additionally, if the Contractor maintains a company website as a method of providing information to employees, the Contractor shall display an electronic version of the poster(s) at the website.

(c) Subcontracts. The Contractor shall include the substance of this clause, including this paragraph (c), in all subcontracts that exceed $5 million except when the subcontract--

(1) Is for the acquisition of a commercial item; or

(2) Is performed entirely outside the United States.

(End of clause)

252.211-7003   ITEM IDENTIFICATION AND VALUATION (JUN 2011)

(a) Definitions. As used in this clause'

Automatic identification device means a device, such as a reader or interrogator, used to retrieve data encoded on machine-readable media.

Concatenated unique item identifier means--

(1) For items that are serialized within the enterprise identifier, the linking together of the unique identifier data elements in order of the issuing agency code, enterprise identifier, and unique serial number within the enterprise identifier; or

(2) For items that are serialized within the original part, lot, or batch number, the linking together of the unique identifier data elements in order of the issuing agency code; enterprise identifier; original part, lot, or batch number; and serial number within the original part, lot, or batch number.

Data qualifier means a specified character (or string of characters) that immediately precedes a data field that defines the general category or intended use of the data that follows.

DoD recognized unique identification equivalent means a unique identification method that is in commercial use and has been recognized by DoD.  All DoD recognized unique identification equivalents are listed at http://www.acq.osd.mil/dpap/pdi/uid/iuid_equivalents.html.

DoD unique item identification means a system of marking items delivered to DoD with unique item identifiers that have machine-readable data elements to distinguish an item from all other like and unlike items.  For items that are serialized within the enterprise identifier, the unique item identifier shall include the data elements of the enterprise identifier and a unique serial number.  For items that are serialized within the part, lot, or batch number within the enterprise identifier, the unique item identifier shall include the data elements of the enterprise identifier; the original part, lot, or batch number; and the serial number.

Enterprise means the entity (e.g., a manufacturer or vendor) responsible for assigning unique item identifiers to items.

Enterprise identifier means a code that is uniquely assigned to an enterprise by an issuing agency.

Government's unit acquisition cost means--

(1) For fixed-price type line, subline, or exhibit line items, the unit price identified in the contract at the time of delivery;

(2) For cost-type or undefinitized line, subline, or exhibit line items, the Contractor's estimated fully burdened unit cost to the Government at the time of delivery; and

(3) For items produced under a time-and-materials contract, the Contractor's estimated fully burdened unit cost to the Government at the time of delivery.

Issuing agency means an organization responsible for assigning a globally unique identifier to an enterprise (e.g.,

Dun & Bradstreet's Data Universal Numbering System (DUNS) Number, GS1 Company Prefix, Allied Committee 135 NATO Commercial and Government Entity (NCAGE)/Commercial and Government Entity (CAGE) Code, or the Coded Representation of the North American Telecommunications Industry Manufacturers, Suppliers, and Related Service Companies (ATIS-0322000) Number), European Health Industry Business Communication Council (EHIBCC) and Health Industry Business Communication Council (HIBCC)), as indicated in the Register of Issuing Agency Codes for ISO/IEC 15459, located at http://www.nen.nl/web/Normen-ontwikkelen/ISOIEC-15459-Issuing-Agency-Codes.htm.

Issuing agency code means a code that designates the registration (or controlling) authority for the enterprise identifier.
Item means a single hardware article or a single unit formed by a grouping of subassemblies, components, or constituent parts.

Lot or batch number means an identifying number assigned by the enterprise to a designated group of items, usually referred to as either a lot or a batch, all of which were manufactured under identical conditions.

Machine-readable means an automatic identification technology media, such as bar codes, contact memory buttons, radio frequency identification, or optical memory cards.

Original part number means a combination of numbers or letters assigned by the enterprise at item creation to a class of items with the same form, fit, function, and interface.

Parent item means the item assembly, intermediate component, or subassembly that has an embedded item with a unique item identifier or DoD recognized unique identification equivalent.

Serial number within the enterprise identifier means a combination of numbers, letters, or symbols assigned by the enterprise to an item that provides for the differentiation of that item from any other like and unlike item and is never used again within the enterprise.

Serial number within the part, lot, or batch number means a combination of numbers or letters assigned by the enterprise to an item that provides for the differentiation of that item from any other like item within a part, lot, or batch number assignment.

Serialization within the enterprise identifier means each item produced is assigned a serial number that is unique among all the tangible items produced by the enterprise and is never used again. The enterprise is responsible for ensuring unique serialization within the enterprise identifier.

Serialization within the part, lot, or batch number means each item of a particular part, lot, or batch number is assigned a unique serial number within that part, lot, or batch number assignment. The enterprise is responsible for ensuring unique serialization within the part, lot, or batch number within the enterprise identifier.

Unique item identifier means a set of data elements marked on items that is globally unique and unambiguous. The term includes a concatenated unique item identifier or a DoD recognized unique identification equivalent.

Unique item identifier type means a designator to indicate which method of uniquely identifying a part has been used. The current list of accepted unique item identifier types is maintained at http://www.acq.osd.mil/dpap/pdi/uid/uii_types.html.

(b) The Contractor shall deliver all items under a contract line, subline, or exhibit line item.

(c) Unique item identifier.

(1) The Contractor shall provide a unique item identifier for the following:

(i) All delivered items for which the Government's unit acquisition cost is $5,000 or more.

(ii) The following items for which the Government's unit acquisition cost is less than $5,000:

------------------------------------------------------------------------

Contract line, subline, or  exhibit line

                 item No.                         Item description

------------------------------------------------------------------------

     
(iii) Subassemblies, components, and parts embedded within delivered items as specified in Attachment Number ----.

(2) The unique item identifier and the component data elements of the DoD unique item identification shall not change over the life of the item.

(3) Data syntax and semantics of unique item identifiers. The Contractor shall ensure that--

(i) The encoded data elements (except issuing agency code) of the unique item identifier are marked on the item using one of the following three types of data qualifiers, as determined by the Contractor:

(A) Application Identifiers (AIs) (Format Indicator 05 of ISO/IEC International Standard 15434), in accordance with ISO/IEC International Standard 15418, Information Technology--EAN/UCC Application Identifiers and Fact Data Identifiers and Maintenance and ANSI MH 10.8.2 Data Identifier and Application Identifier Standard.

(B) Data Identifiers (DIs) (Format Indicator 06 of ISO/IEC International Standard 15434), in accordance with ISO/IEC International Standard 15418, Information Technology--EAN/UCC Application Identifiers and Fact Data Identifiers and Maintenance and ANSI MH 10.8.2 Data Identifier and Application Identifier Standard.

(C) Text Element Identifiers (TEIs) (Format Indicator 12 of ISO/IEC International Standard 15434), in accordance with the Air Transport Association Common Support Data Dictionary; and

(ii) The encoded data elements of the unique item identifier conform to the transfer structure, syntax, and coding of messages and data formats specified for Format Indicators 05, 06, and 12 in ISO/IEC International Standard 15434, Information Technology--Transfer Syntax for High Capacity Automatic Data Capture Media.

(4) Unique item identifier.

(i) The Contractor shall--

(A) Determine whether to--

(1) Serialize within the enterprise identifier;

(2) Serialize within the part, lot, or batch number; or

(3) Use a DoD recognized unique identification equivalent; and

(B) Place the data elements of the unique item identifier (enterprise identifier; serial number; DoD recognized unique identification equivalent; and for serialization within the part, lot, or batch number only: original part, lot, or batch number) on items requiring marking by paragraph (c)(1) of this clause, based on the criteria provided in the version of MIL-STD-130, Identification Marking of U.S. Military Property, cited in the contract Schedule.

(ii) The issuing agency code--

(A) Shall not be placed on the item; and

(B) Shall be derived from the data qualifier for the enterprise identifier.

(d) For each item that requires unique item identification under paragraph (c)(1)(i) or (ii) of this clause, in addition to the information provided as part of the Material Inspection and Receiving Report specified elsewhere in this contract, the Contractor shall report at the time of delivery, either as part of, or associated with, the Material Inspection and Receiving Report, the following information:

(1) Unique item identifier.

(2) Unique item identifier type.

(3) Issuing agency code (if concatenated unique item identifier is used).

(4) Enterprise identifier (if concatenated unique item identifier is used).

(5) Original part number (if there is serialization within the original part number).

(6) Lot or batch number (if there is serialization within the lot or batch number).

(7) Current part number (optional and only if not the same as the original part number).

(8) Current part number effective date (optional and only if current part number is used).

(9) Serial number (if concatenated unique item identifier is used).

(10) Government's unit acquisition cost.

(11) Unit of measure.

(e) For embedded subassemblies, components, and parts that require DoD unique item identification under paragraph (c)(1)(iii) of this clause, the Contractor shall report as part of, or associated with, the Material Inspection and Receiving Report specified elsewhere in this contract, the following information:

(1) Unique item identifier of the parent item under paragraph (c)(1) of this clause that contains the embedded subassembly, component, or part.

(2) Unique item identifier of the embedded subassembly, component, or part.

(3) Unique item identifier type.**

(4) Issuing agency code (if concatenated unique item identifier is used).**

(5) Enterprise identifier (if concatenated unique item identifier is used).**

(6) Original part number (if there is serialization within the original part number).**

(7) Lot or batch number (if there is serialization within the lot or batch number).**

(8) Current part number (optional and only if not the same as the original part number).**

(9) Current part number effective date (optional and only if current part number is used).**

(10) Serial number (if concatenated unique item identifier is used).**

(11) Description.

** Once per item.

(f) The Contractor shall submit the information required by paragraphs (d) and (e) of this clause in accordance with the data submission procedures at http://www.acq.osd.mil/dpap/pdi/uid/data_

submission_information.html.

(g) Subcontracts. If the Contractor acquires by subcontract, any item(s) for which unique item identification is required in accordance with paragraph (c)(1) of this clause, the Contractor shall include this clause, including this paragraph (g), in the applicable subcontract(s).

(End of clause)

252.211-7006    PASSIVE RADIO FREQUENCY IDENTIFICATION  (SEP 2011)

(a) Definitions. As used in this clause--

Advance shipment notice means an electronic notification used to list the contents of a shipment of goods as well as additional information relating to the shipment, such as passive radio frequency identification (RFID) or item unique identification (IUID) information, order information, product description, physical characteristics, type of packaging, marking, carrier information, and configuration of goods within the transportation equipment.

Bulk commodities means the following commodities, when shipped in rail tank cars, tanker trucks, trailers, other bulk wheeled conveyances, or pipelines:

(1) Sand.

(2) Gravel.

(3) Bulk liquids (water, chemicals, or petroleum products).

(4) Ready-mix concrete or similar construction materials.

(5) Coal or combustibles such as firewood.

(6) Agricultural products such as seeds, grains, or animal feed.

Case means either a MIL-STD-129 defined exterior container within a palletized unit load or a MIL-STD-129 defined individual shipping container.

Electronic Product Code\TM\ (EPC[supreg]) means an identification scheme for universally identifying physical objects via RFID tags and other means. The standardized EPC\TM\ data consists of an EPC\TM\ (or EPC\TM\ identifier) that uniquely identifies an individual object, as well as an optional filter value 

when judged to be necessary to enable effective and efficient reading of the EPC\TM\ tags. In addition to this standardized data, certain classes of EPC\TM\ tags will allow user-defined data. The EPC\TM\ Tag Data Standards will define the length and position of this data, without defining its content.

EPCglobal[supreg] means a subscriber-driven organization comprised of industry leaders and organizations focused on creating global standards for the adoption of passive RFID technology.

Exterior container means a MIL-STD-129 defined container, bundle, or assembly that is sufficient by reason of material, design, and construction to protect unit packs and intermediate containers and their contents during shipment and storage. It can be a unit pack or a container with a combination of unit packs or intermediate containers. An exterior container may or may not be 

used as a shipping container.

Palletized unit load means a MIL-STD-129 defined quantity of items, packed or unpacked, arranged on a pallet in a specified manner and secured, strapped, or fastened on the pallet so that the whole palletized load is handled as a single unit. A palletized or skidded load is not considered to be a shipping container. A loaded 463L System pallet is not considered to be a palletized unit load. Refer to the Defense Transportation Regulation, DoD 4500.9-R, Part 

II, Chapter 203, for marking of 463L System pallets.

Passive RFID tag means a tag that reflects energy from the reader/interrogator or that receives and temporarily stores a small amount of energy from the reader/interrogator signal in order to generate the tag response. The only acceptable tags are EPC Class 1 passive RFID tags that meet the EPCglobal\TM\ Class 1 Generation 2 standard.

Radio frequency identification (RFID) means an automatic identification and data capture technology comprising one or more reader/interrogators and one or more radio frequency transponders in which data transfer is achieved by means of suitably modulated inductive or radiating electromagnetic carriers.

Shipping container means a MIL-STD-129 defined exterior container that meets carrier regulations and is of sufficient strength, by reason of material, design, and construction, to be shipped safely without further packing (e.g., wooden boxes or crates, fiber and metal drums, and corrugated and solid fiberboard boxes).

(b)(1) Except as provided in paragraph (b)(2) of this clause, the Contractor shall affix passive RFID tags, at the case- and palletized- unit-load packaging levels, for shipments of items that--

(i) Are in any of the following classes of supply, as defined in DoD 4140.1-R, DoD Supply Chain Materiel Management Regulation, AP1.1.11:

(A) Subclass of Class I--Packaged operational rations.

(B) Class II--Clothing, individual equipment, tentage, organizational tool kits, hand tools, and administrative and housekeeping supplies and equipment.

(C) Class IIIP--Packaged petroleum, lubricants, oils, preservatives, chemicals, and additives.

(D) Class IV--Construction and barrier materials.

(E) Class VI--Personal demand items (non-military sales items).

(F) Subclass of Class VIII--Medical materials (excluding pharmaceuticals, biologicals, and reagents--suppliers should limit the mixing of excluded and non-excluded materials).

(G) Class IX--Repair parts and components including kits, assemblies and subassemblies, reparable and consumable items required for maintenance support of all equipment, excluding medical-peculiar repair parts; and

(ii) Are being shipped to one of the locations listed at http://www.acq.osd.mil/log/rfid/ or to--

(A) A location outside the contiguous United States when the shipment has been assigned Transportation Priority 1, or to--

(B) The following location(s) deemed necessary by the requiring activity:

----------------------------------------------------------------------------------------------------------------

    Contract line,

 subline, or exhibit       Location name               City                  State                 DoDAAC

   line item number

----------------------------------------------------------------------------------------------------------------

----------------------------------------------------------------------------------------------------------------

----------------------------------------------------------------------------------------------------------------

(2) The following are excluded from the requirements of paragraph (b)(1) of this clause:

(i) Shipments of bulk commodities.

(ii) Shipments to locations other than Defense Distribution Depots when the contract includes the clause at FAR 52.213-1, Fast Payment Procedures.

(c) The Contractor shall--

(1) Ensure that the data encoded on each passive RFID tag are globally unique (i.e., the tag ID is never repeated across two or more RFID tags) and conforms to the requirements in paragraph (d) of this clause;

(2) Use passive tags that are readable; and

(3) Ensure that the passive tag is affixed at the appropriate location on the specific level of packaging, in accordance with MIL-STD-129 (Section 4.9.2) tag placement specifications.

(d) Data syntax and standards. The Contractor shall encode an approved RFID tag using the instructions provided in the EPC\TM\ Tag Data Standards in effect at the time of contract award. The EPC\TM\ Tag Data Standards are available at http://www.epcglobalinc.org/standards/.

(1) If the Contractor is an EPCglobal\TM\ subscriber and possesses a unique EPC\TM\ company prefix, the Contractor may use any of the identifiers and encoding instructions described in the most recent EPC\TM\ Tag Data Standards document to encode tags.

(2) If the Contractor chooses to employ the DoD identifier, the Contractor shall use its previously assigned Commercial and overnment Entity (CAGE) code and shall encode the tags in accordance with the tag identifier details located at http://www.acq.osd.mil/log/rfid/tag_data.htm. If the Contractor uses a third-party packaging house to encode its tags, the CAGE code of the 

third-party packaging house is acceptable.

(3) Regardless of the selected encoding scheme, the Contractor with which the Department holds the contract is responsible for ensuring that the tag ID encoded on each passive RFID tag is globally unique, per the requirements in paragraph (c)(1) of this clause.

(e) Advance shipment notice. The Contractor shall use Wide Area WorkFlow (WAWF), as required by DFARS 252.232-7003, Electronic Submission of Payment Requests, to electronically submit advance shipment notice(s) with the RFID tag ID(s) (specified in paragraph (d) of this clause) in advance of the shipment in accordance with the procedures at https://wawf.eb.mil/.

(End of clause) 
Section J - List of Documents, Exhibits and Other Attachments 

CLAUSES INCORPORATED BY FULL TEXT

The following document(s), exhibit(s), and other attachment(s) form a part of this agreement:
Exhibit A:  Contract Data Requirements List CSEA, DD Form 1423 – CDRLs Exhibit A, and Attachments:

Attachment 1 – Glossary and Addressee List

Attachment 2 – Data Distribution Profile 

Attachment 3 – Electronic Delivery of Data

Attachment 4 – Wording of Distribution Statement

Attachment 5 – Special Provision Regarding Electronic Administrative Changes to the CDRL Data

Attachment 6 – Technical Data Package (TDP) Option Selection Worksheet

Contract Attachments 

J-1
Advanced Capability Build 16 (ACB 16) Integration with Technology Insertion (TI) 12 Statement of Work (CLIN 0001)
J-2
Advanced Capability Build 16 (ACB 16) Integration with Technology Insertion (TI) 16 Technical Instruction (CLIN 0002)

J-3
Sample Technical Instructions (CLINs 0004)
J-4
Open Source Software (OSS) / Commercial Computer Software (CCS) List
J-5 
Non-commercial technical data, non-commercial computer software, or non-commercial computer software documentation rights assertions list (to be incorporated at contract award) 

J-6 
Technical Review Manual (TRM) 
J-7 
SIPRNET Access
J-8
Contract Security Classification Specification, Form DD 254
J-9
Government Furnished Information (GFI) (Viewnet Document Listing)
J-10
CSEA Contract WBS
J-11
Performance Incentive Fee Plan
J-12
SSDS ACRONYMS 

J-13
Reserved 

J-14
Government Furnished Materials (GFM)

J-15
Government Furnished Computer Programs (GFCP)
J-16 
Government Labor Mix Definitions

J-17 
Sample Staffing Plan (Section L Attachment)

J-18
Past Performance Questionnaire (Section L Attachment)

J-19
Cost Evaluation Workbook (Section L Attachment)

J-20
Background Inventions Identifications List (BIIL) (to be incorporated at contract award) 

J-21
SEMP (to be incorporated at contract award) 

J-22
OSMP (to be incorporated at contract award) 

J-23
Cost and Software Data Reporting Plan (DD Form 2794) 

Section K - Representations, Certifications and Other Statements of Offerors 

CLAUSES INCORPORATED BY REFERENCE

	52.222-38 
	Compliance With Veterans' Employment Reporting Requirements 
	SEP 2010 
	 

	252.203-7005 
	Representation Relating to Compensation of Former DoD Officials 
	NOV 2011 
	 

	252.225-7003 
	Report of Intended Performance Outside the United States and Canada--Submission with Offer 
	OCT 2010 
	 

	252.225-7031 
	Secondary Arab Boycott Of Israel 
	JUN 2005 
	 


CLAUSES INCORPORATED BY FULL TEXT

52.204-8    ANNUAL REPRESENTATIONS AND CERTIFICATIONS (MAY 2012)

(a)(1) The North American Industry Classification System (NAICS) code for this acquisition is 334511.

(2) The small business size standard is 750 employees.

(3) The small business size standard for a concern which submits an offer in its own name, other than on a construction or service contract, but which proposes to furnish a product which it did not itself manufacture, is 500 employees.

(b)(1) If the clause at 52.204-7, Central Contractor Registration, is included in this solicitation, paragraph (d) of this provision applies.

(2) If the clause at 52.204-7 is not included in this solicitation, and the offeror is currently registered in CCR, and has completed the ORCA electronically, the offeror may choose to use paragraph (d) of this provision instead of completing the corresponding individual representations and certifications in the solicitation. The offeror shall indicate which option applies by checking one of the following boxes:

(     ) Paragraph (d) applies.

(     ) Paragraph (d) does not apply and the offeror has completed the individual representations and certifications in the solicitation.

(c)(1) The following representations or certifications in ORCA are applicable to this solicitation as indicated:

(i) 52.203-2, Certificate of Independent Price Determination. This provision applies to solicitations when a firm-fixed-price contract or fixed-price contract with economic price adjustment is contemplated, unless--

(A) The acquisition is to be made under the simplified acquisition procedures in Part 13;

(B) The solicitation is a request for technical proposals under two-step sealed bidding procedures; or

(C) The solicitation is for utility services for which rates are set by law or regulation.

(ii) 52.203-11, Certification and Disclosure Regarding Payments to Influence Certain Federal Transactions. This provision applies to solicitations expected to exceed $150,000.

(iii) 52.204-3, Taxpayer Identification. This provision applies to solicitations that do not include the clause at 52.204-7, Central Contractor Registration.

(iv) 52.204-5, Women-Owned Business (Other Than Small Business).This provision applies to solicitations that--

(A) Are not set aside for small business concerns;

(B) Exceed the simplified acquisition threshold; and

(C) Are for contracts that will be performed in the United States or its outlying areas.

(v) 52.209-2, Prohibition on Contracting with Inverted Domestic Corporations--Representation. This provision applies to solicitations using funds appropriated in fiscal years 2008, 2009, 2010, or 2012.

(vi) 52.209-5, Certification Regarding Responsibility Matters. This provision applies to solicitations where the contract value is expected to exceed the simplified acquisition threshold.

(vii) 52.223-5, Pollution Prevention and Right-to-Know Information (May 2011) (E.O. 13423) (Applies to services performed on Federal facilities).

(viii) 52.215-6, Place of Performance. This provision applies to solicitations unless the place of performance is specified by the Government.

(ix) 52.219-1, Small Business Program Representations (Basic & Alternate I). This provision applies to solicitations when the contract will be performed in the United States or its outlying areas.

(A) The basic provision applies when the solicitations are issued by other than DoD, NASA, and the Coast Guard.

(B) The provision with its Alternate I applies to solicitations issued by DoD, NASA, or the Coast Guard.

(x) 52.219-2, Equal Low Bids. This provision applies to solicitations when contracting by sealed bidding and the contract will be performed in the United States or its outlying areas.

(xi) 52.222-22, Previous Contracts and Compliance Reports. This provision applies to solicitations that include the clause at 52.222-26, Equal Opportunity.

(xii) 52.222-25, Affirmative Action Compliance. This provision applies to solicitations, other than those for construction, when the solicitation includes the clause at 52.222-26, Equal Opportunity.

(xiii) 52.222-38, Compliance with Veterans' Employment Reporting Requirements. This provision applies to solicitations when it is anticipated the contract award will exceed the simplified acquisition threshold and the contract is not for acquisition of commercial items.

(xiv) 52.223-1, Biobased Product Certification. This provision applies to solicitations that require the delivery or specify the use of USDA-designated items; or include the clause at 52.223-2, Affirmative Procurement of Biobased Products Under Service and Construction Contracts.

(xv) 52.223-4, Recovered Material Certification. This provision applies to solicitations that are for, or specify the use of, EPA-designated items.

(xvi) 52.225-2, Buy American Act Certificate. This provision applies to solicitations containing the clause at 52.225-1.

(xvii) 52.225-4, Buy American Act--Free Trade Agreements--Israeli Trade Act Certificate. (Basic, Alternates I, II, and III.) This provision applies to solicitations containing the clause at 52.225-3.

(A) If the acquisition value is less than $25,000, the basic provision applies.

(B) If the acquisition value is $25,000 or more but is less than $50,000, the provision with its Alternate I applies.

(C) If the acquisition value is $50,000 or more but is less than $77,494, the provision with its Alternate II applies.

(D) If the acquisition value is $77,494 or more but is less than $100,000, the provision with its Alternate III applies.

(xviii) 52.225-6, Trade Agreements Certificate. This provision applies to solicitations containing the clause at 52.225-5.

(xix) 52.225-20, Prohibition on Conducting Restricted Business Operations in Sudan--Certification. This provision applies to all solicitations.

(xx) 52.225-25, Prohibition on Contracting with Entities Engaging in Sanctioned Activities Relating to Iran--Representation and Certification. This provision applies to all solicitations.
(xxi) 52.226-2, Historically Black College or University and Minority Institution Representation. This provision applies to--

(A) Solicitations for research, studies, supplies, or services of the type normally acquired from higher educational institutions; and

(B) For DoD, NASA, and Coast Guard acquisitions, solicitations that contain the clause at 52.219-23, Notice of Price Evaluation Adjustment for Small Disadvantaged Business Concerns.

(2) The following certifications are applicable as indicated by the Contracting Officer:

(Contracting Officer check as appropriate.) 

      (i) 52.219-22, Small Disadvantaged Business Status. 
      (A) Basic. 

      (B) Alternate I. 

      (ii) 52.222-18, Certification Regarding Knowledge of Child Labor for Listed End Products. 

      (iii) 52.222-48, Exemption from Application of the Service Contract Act to Contracts for Maintenance, Calibration, or Repair of Certain Equipment Certification. 

      (iv) 52.222-52, Exemption from Application of the Service Contract Act to Contracts for Certain 
Services–Certification. 

      (v) 52.223-9, with its Alternate I, Estimate of Percentage of Recovered Material Content for EPA–Designated Products (Alternate I only). 

      (vi) 52.227-6, Royalty Information. 

      (A) Basic. 

      (B) Alternate I. 

      (vii) 52.227-15, Representation of Limited Rights Data and Restricted Computer Software. 

(d) The offeror has completed the annual representations and certifications electronically via the Online Representations and Certifications Application (ORCA) website accessed through https://www.acquisition.gov. After reviewing the ORCA database information, the offeror verifies by submission of the offer that the representations and certifications currently posted electronically that apply to this solicitation as indicated in paragraph (c) of this provision have been entered or updated within the last 12 months, are current, accurate, complete, and applicable to this solicitation (including the business size standard applicable to the NAICS code referenced for this solicitation), as of the date of this offer and are incorporated in this offer by reference (see FAR 4.1201); except for the changes identified below [offeror to insert changes, identifying change by clause number, title, date]. These amended representation(s) and/or certification(s) are also incorporated in this offer and are current, accurate, and complete as of the date of this offer.
------------------------------------------------------------------------

FAR Clause         Title               Date           Change

------------------------------------------------------------------------

------             ----------             ------          ------

------------------------------------------------------------------------

	

	


Any changes provided by the offeror are applicable to this solicitation only, and do not result in an update to the representations and certifications posted on ORCA. 

(End of provision) 

52.209-7   INFORMATION REGARDING RESPONSIBILITY MATTERS (FEB 2012)

(a) Definitions. As used in this provision--

Administrative proceeding means a non-judicial process that is adjudicatory in nature in order to make a determination of fault or liability (e.g., Securities and Exchange Commission Administrative Proceedings, Civilian Board of Contract Appeals Proceedings, and Armed Services Board of Contract Appeals Proceedings). This includes administrative proceedings at the Federal and State level but only in connection with performance of a Federal contract or grant. It does not include agency actions such as contract audits, site visits, corrective plans, or inspection of deliverables.

Federal contracts and grants with total value greater than $10,000,000 means--

(1) The total value of all current, active contracts and grants, including all priced options; and

(2) The total value of all current, active orders including all priced options under indefinite-delivery, indefinite-quantity, 8(a), or requirements contracts (including task and delivery and multiple-award Schedules).

Principal means an officer, director, owner, partner, or a person having primary management or supervisory responsibilities within a business entity (e.g., general manager; plant manager; head of a 

division or business segment; and similar positions).
(b) The offeror ( ) has ( ) does not have current active Federal contracts and grants with total value greater than $10,000,000.

(c) If the offeror checked “has” in paragraph (b) of this provision, the offeror represents, by submission of this offer, that the information it has entered in the Federal Awardee Performance and Integrity Information System (FAPIIS) is current, accurate, and complete as of the date of submission of this offer with regard to the following information:

(1) Whether the offeror, and/or any of its principals, has or has not, within the last five years, in connection with the award to or performance by the offeror of a Federal contract or grant, been the subject of a proceeding, at the Federal or State level that resulted in any of the following dispositions:

(i) In a criminal proceeding, a conviction.

(ii) In a civil proceeding, a finding of fault and liability that results in the payment of a monetary fine, penalty, reimbursement, restitution, or damages of $5,000 or more.

(iii) In an administrative proceeding, a finding of fault and liability that results in--

(A) The payment of a monetary fine or penalty of $5,000 or more; or

(B) The payment of a reimbursement, restitution, or damages in excess of $100,000.

(iv) In a criminal, civil, or administrative proceeding, a disposition of the matter by consent or compromise with an acknowledgment of fault by the Contractor if the proceeding could have led to any of the outcomes specified in paragraphs (c)(1)(i), (c)(1)(ii), or (c)(1)(iii) of this provision.

(2) If the offeror has been involved in the last five years in any of the occurrences listed in (c)(1) of this provision, whether the offeror has provided the requested information with regard to each occurrence.

(d) The offeror shall post the information in paragraphs (c)(1)(i) through (c)(1)(iv) of this provision in FAPIIS as required through maintaining an active registration in the Central Contractor Registration database via https://www.acquisition.gov (see 52.204-7).

(End of provision)

52.230-1      COST ACCOUNTING STANDARDS NOTICES AND CERTIFICATION (MAY 2012) 

Note: This notice does not apply to small businesses or foreign governments. This notice is in three parts, identified by Roman numerals I through III. 

Offerors shall examine each part and provide the requested information in order to determine Cost Accounting Standards (CAS) requirements applicable to any resultant contract. 

If the offeror is an educational institution, Part II does not apply unless the contemplated contract will be subject to full or modified CAS coverage pursuant to 48 CFR 9903.201-2(c)(5) or 9903.201-2(c)(6), respectively. 

I. DISCLOSURE STATEMENT--COST ACCOUNTING PRACTICES AND CERTIFICATION 

(a) Any contract in excess of $700,000 resulting from this solicitation will be subject to the requirements of the Cost Accounting Standards Board (48 CFR Chapter 99), except for those contracts which are exempt as specified in 48 CFR 9903.201-1. 

(b) Any offeror submitting a proposal which, if accepted, will result in a contract subject to the requirements of 48 CFR Chapter 99 must, as a condition of contracting, submit a Disclosure Statement as required by 48 CFR 9903.202. When required, the Disclosure Statement must be submitted as a part of the offeror's proposal under this solicitation unless the offeror has already submitted a Disclosure Statement disclosing the practices used in connection with the pricing of this proposal. If an applicable Disclosure Statement has already been submitted, the offeror may satisfy the requirement for submission by providing the information requested in paragraph (c) of Part I of this provision. 

CAUTION: In the absence of specific regulations or agreement, a practice disclosed in a Disclosure Statement shall not, by virtue of such disclosure, be deemed to be a proper, approved, or agreed-to practice for pricing proposals or accumulating and reporting contract performance cost data. 

(c) Check the appropriate box below: 

(1) Certificate of Concurrent Submission of Disclosure Statement. 

The offeror hereby certifies that, as a part of the offer, copies of the Disclosure Statement have been submitted as follows: (i) original and one copy to the cognizant Administrative Contracting Officer (ACO) or cognizant Federal agency official authorized to act in that capacity (Federal official), as applicable, and (ii) one copy to the cognizant Federal auditor. 

(Disclosure must be on Form No. CASB DS-1 or CASB DS-2, as applicable. Forms may be obtained from the cognizant ACO or Federal official and/or from the loose-leaf version of the Federal Acquisition Regulation.) 

Date of Disclosure Statement: ______________________ Name and Address of Cognizant ACO or Federal Official Where Filed: ____________________________________ 

The offeror further certifies that the practices used in estimating costs in pricing this proposal are consistent with the cost accounting practices disclosed in the Disclosure Statement. 

(2) Certificate of Previously Submitted Disclosure Statement. 

The offeror hereby certifies that the required Disclosure Statement was filed as follows: 

Date of Disclosure Statement: _______________________ Name and Address of Cognizant ACO or Federal Official Where Filed: _______________________________________ 

The offeror further certifies that the practices used in estimating costs in pricing this proposal are consistent with the cost accounting practices disclosed in the applicable Disclosure Statement. 

(3) Certificate of Monetary Exemption. 

The offeror hereby certifies that the offeror, together with all divisions, subsidiaries, and affiliates under common control, did not receive net awards of negotiated prime contracts and subcontracts subject to CAS totaling more than $50 million (of which at least one award exceeded $1 million) in the cost accounting period immediately preceding the period in which this proposal was submitted. The offeror further certifies that if such status changes before an award resulting from this proposal, the offeror will advise the Contracting Officer immediately. 

(4) Certificate of Interim Exemption. 

The offeror hereby certifies that (i) the offeror first exceeded the monetary exemption for disclosure, as defined in (3) of this subsection, in the cost accounting period immediately preceding the period in which this offer was submitted and (ii) in accordance with 48 CFR 9903.202-1, the offeror is not yet required to submit a Disclosure Statement. The offeror further certifies that if an award resulting from this proposal has not been made within 90 days after the end of that period, the offeror will immediately submit a revised certificate to the Contracting Officer, in the form specified under subparagraph (c)(1) or (c)(2) of Part I of this provision, as appropriate, to verify submission of a completed Disclosure Statement. 

CAUTION: Offerors currently required to disclose because they were awarded a CAS-covered prime contract or subcontract of $50 million or more in the current cost accounting period may not claim this exemption (4). Further, the exemption applies only in connection with proposals submitted before expiration of the 90-day period following the cost accounting period in which the monetary exemption was exceeded. 

II. COST ACCOUNTING STANDARDS--ELIGIBILITY FOR MODIFIED CONTRACT COVERAGE 

If the offeror is eligible to use the modified provisions of 48 CFR 9903.201-2(b) and elects to do so, the offeror shall indicate by checking the box below. Checking the box below shall mean that the resultant contract is subject to the Disclosure and Consistency of Cost Accounting Practices clause in lieu of the Cost Accounting Standards clause. 

(  )  The offeror hereby claims an exemption from the Cost Accounting Standards clause under the provisions of 48 CFR 9903.201-2(b) and certifies that the offeror is eligible for use of the Disclosure and Consistency of Cost Accounting Practices clause because during the cost accounting period immediately preceding the period in which this proposal was submitted, the offeror received less than $50 million in awards of CAS-covered prime contracts and subcontracts. The offeror further certifies that if such status changes before an award resulting from this proposal, the offeror will advise the Contracting Officer immediately. 

CAUTION: An offeror may not claim the above eligibility for modified contract coverage if this proposal is expected to result in the award of a CAS-covered contract of $50 million or more or if, during its current cost accounting period, the offeror has been awarded a single CAS-covered prime contract or subcontract of $25 million or more. 

III. ADDITIONAL COST ACCOUNTING STANDARDS APPLICABLE TO EXISTING CONTRACTS 

The offeror shall indicate below whether award of the contemplated contract would, in accordance with subparagraph (a)(3) of the Cost Accounting Standards clause, require a change in established cost accounting practices affecting existing contracts and subcontracts. 

(  ) YES (  ) NO 

(End of provision

52.230-7    PROPOSAL DISCLOSURE--COST ACCOUNTING PRACTICE CHANGES (APR 2005)

The offeror shall check ``yes'' below if the contract award will result in a required or unilateral change in cost accounting practice, including unilateral changes requested to be desirable changes.

(  ) Yes (  ) No

If the offeror checked ``Yes'' above, the offeror shall--

(1) Prepare the price proposal in response to the solicitation using the changed practice for the period of performance for which the practice will be used; and

(2) Submit a description of the changed cost accounting practice to the Contracting Officer and the Cognizant Federal Agency Official as pricing support for the proposal.

(End of provision)

252.204-7007 ALTERNATE A, ANNUAL REPRESENTATIONS AND CERTIFICATIONS (JUL 2012)

Substitute the following paragraphs (d) and (e) for paragraph (d) of the provision at FAR 52.204-8:

(d)(1) The following representations or certifications in ORCA are applicable to this solicitation as indicated:

(i) 252.209-7001, Disclosure of Ownership or Control by the Government of a Terrorist Country. Applies to all solicitations expected to result in contracts of $150,000 or more.

(ii) 252.209-7003, Reserve Officer Training Corps and Military Recruiting on Campus--Representation. Applies to all solicitations with institutions of higher education.

(iii) 252.216-7008, Economic Price Adjustment--Wage Rates or Material Prices Controlled by a Foreign Government. Applies to solicitations for fixed-price supply and service contracts when the contract is to be performed wholly or in part in a foreign country, and a foreign government controls wage rates or material prices and may during contract performance impose a mandatory change in wages or prices of materials.

(iv) 252.225-7042, Authorization to Perform. Applies to all solicitations when performance will be wholly or in part in a foreign country.

(v) 252.229-7012, Tax Exemptions (Italy)--Representation. Applies to solicitations when contract performance will be in Italy.

(vi) 252.229-7013, Tax Exemptions (Spain)--Representation. Applies to solicitations when contract performance will be in Spain.

(2) The following representations or certifications in ORCA are applicable to this solicitation as indicated by the Contracting Officer: [Contracting Officer check as appropriate.]

X (i) 252.209-7002, Disclosure of Ownership or Control by a Foreign Government.
X (ii) 252.225-7000, Buy American--Balance of Payments Program Certificate.

____ (iii) 252.225-7020, Trade Agreements Certificate.

____ Use with Alternate I.

____ (iv) 252.225-7022, Trade Agreements Certificate--Inclusion of Iraqi End Products.

X (v) 252.225-7031, Secondary Arab Boycott of Israel.

____ (vi) 252.225-7035, Buy American--Free Trade Agreements--Balance of Payments Program Certificate.
____ Use with Alternate I.

____ Use with Alternate II.

____ Use with Alternate III.
____ Use with Alternate IV.

____ Use with Alternate V.
____ (vii) 252.247-7022, Representation of Extent of Transportation by Sea. Applies to all solicitations except those for direct purchase of ocean transportation services or those with an anticipated value at or 

below the simplified acquisition threshold.
(e) The offeror has completed the annual representations and certifications electronically via the Online representations and Certifications Application (ORCA) Web site at https://www.acquisition.gov/. After reviewing the ORCA database information, the offeror verifies by submission of the offer that the representations and certifications currently posted electronically that apply to this solicitation as indicated in FAR 52.204-8(c) and paragraph (d) of this provision have been entered or updated within the last 12 months, are current, accurate, complete, and applicable to this solicitation (including the business size standard applicable to theNAICS code referenced for this solicitation), as of the date of this offer, and are incorporated in this offer by reference (see FAR 4.1201); except for the changes identified below [offeror to insert changes, identifying change by provision number, title, date]. These amended representation(s) and/or certification(s) are also incorporated in this offer and are current, accurate, and complete 

as of the date of this offer.

	FAR/DFARS Clause #
	Title
	Date
	Change

	
	
	
	


Any changes provided by the offeror are applicable to this solicitation only, and do not result in an update to the representations and certifications posted on ORCA.

(End of provision)

252.209-7001    DISCLOSURE OF OWNERSHIP OR CONTROL BY THE GOVERNMENT OF A  TERRORIST COUNTRY (JAN 2009)

(a) "Definitions."

As used in this provision --

(a) "Government of a terrorist country" includes the state and the government of a terrorist country, as well as any political subdivision, agency, or instrumentality thereof.

(2) "Terrorist country" means a country determined by the Secretary of State, under section 6(j)(1)(A) of the Export Administration Act of 1979 (50 U.S.C. App. 2405(j)(i)(A)), to be a country the government of which has repeatedly provided support for such acts of international terrorism. As of the date of this provision, terrorist countries subject to this provision include: Cuba, Iran, Sudan, and Syria.

(3) "Significant interest" means --

(i) Ownership of or beneficial interest in 5 percent or more of the firm's or subsidiary's securities.  Beneficial interest includes holding 5 percent or more of any class of the firm's securities in "nominee shares," "street names," or some other method of holding securities that does not disclose the beneficial owner;

(ii) Holding a management position in the firm, such as a director or officer;

(iii) Ability to control or influence the election, appointment, or tenure of directors or officers in the firm;

(iv) Ownership of 10 percent or more of the assets of a firm such as equipment, buildings, real estate, or other tangible assets of the firm; or

(v) Holding 50 percent or more of the indebtness of a firm.

(b) "Prohibition on award."

In accordance with 10 U.S.C. 2327, no contract may be awarded to a firm or a subsidiary of a firm if the government of a terrorist country has a significant interest in the firm or subsidiary or, in the case of a subsidiary, the firm that owns the subsidiary, unless a waiver is granted by the Secretary of Defense.

(c) "Disclosure."

If the government of a terrorist country has a significant interest in the Offeror or a subsidiary of the Offeror, the Offeror shall disclosure such interest in an attachment to its offer.  If the Offeror is a subsidiary, it shall also disclose any significant interest the government of a terrorist country has in any firm that owns or controls the subsidiary.  The disclosure shall include --

(1) Identification of each government holding a significant interest; and

(2) A description of the significant interest held by each government.
(End of provision)

252.209-7002    DISCLOSURE OF OWNERSHIP OR CONTROL BY A FOREIGN GOVERNMENT  (JUN 2010)

(a)  Definitions. As used in this provision-- 

(1) “Effectively owned or controlled” means that a foreign government or any entity controlled by a foreign government has the power, either directly or indirectly, whether exercised or exercisable, to control the election, appointment, or tenure of the Offeror’s officers or a majority of the Offeror’s board of directors by any means, e.g., ownership, contract, or operation of law (or equivalent power for unincorporated organizations).

(2)  “Entity controlled by a foreign government”—

(i)  Means—

(A)  Any domestic or foreign organization or corporation that is effectively 
 owned or controlled by a foreign government; or

(B)  Any individual acting on behalf of a foreign government.

(ii)  Does not include an organization or corporation that is owned, but is not controlled, either directly or indirectly, by a foreign government if the ownership of that organization or corporation by that foreign government was effective before October 23, 1992.

(3)  “Foreign government” includes the state and the government of any country (other than the United States and its outlying areas) as well as any political subdivision, agency, or instrumentality thereof.

(4)  “Proscribed information” means—

(i)  Top Secret information;

(ii) Communications security (COMSEC) material, excluding controlled cryptographic items when unkeyed or utilized with unclassified keys;
(iii)  Restricted Data as defined in the U.S. Atomic Energy Act of 1954, as amended;

(iv)  Special Access Program (SAP) information; or

(v)  Sensitive Compartmented Information (SCI).

(b)  Prohibition on award.  No contract under a national security program may be awarded to an entity controlled by a foreign government if that entity requires access to proscribed information to perform the contract, unless the Secretary of Defense or a designee has waived application of 10 U.S.C. 2536(a).

(c)  Disclosure.  The Offeror shall disclose any interest a foreign government has in the Offeror when that interest constitutes control by a foreign government as defined in this provision.  If the Offeror is a subsidiary, it shall also disclose any reportable interest a foreign government has in any entity that owns or controls the subsidiary, including reportable interest concerning the Offeror’s immediate parent, intermediate parents, and the ultimate parent.  Use separate paper as needed, and provide the information in the following format:

	Offeror’s Point of Contact for Questions about Disclosure

(Name and Phone Number with Country Code, City Code

and Area Code, as applicable)

	
	

	Name and Address of Offeror
	

	
	

	Name and Address of Entity Controlled by a Foreign Government
	Description of Interest, Ownership Percentage, and Identification of Foreign Government

	
	


(End of provision)

252.227-7017     IDENTIFICATION AND ASSERTION OF USE, RELEASE, OR DISCLOSURE RESTRICTIONS.  (JAN 2011)

(a) The terms used in this provision are defined in following clause or clauses contained in this solicitation--

(1) If a successful offeror will be required to deliver technical data, the Rights in Technical Data--Noncommercial Items clause, or, if this solicitation contemplates a contract under the Small Business Innovation Research Program, the Rights in Noncommercial Technical Data and Computer Software--Small Business Innovation Research (SBIR) Program clause.

(2) If a successful offeror will not be required to deliver technical data, the Rights in Noncommercial Computer Software and Noncommercial Computer Software Documentation clause, or, if this solicitation contemplates a contract under the Small Business Innovation Research Program, the Rights in Noncommercial Technical Data and Computer Software--Small Business Innovation Research (SBIR) Program clause.

(b) The identification and assertion requirements in this provision apply only to technical data, including computer software documents, or computer software to be delivered with other than unlimited rights. For contracts to be awarded under the Small Business Innovation Research Program, the notification requirements do not apply to technical data or computer software that will be generated under the resulting contract. Notification and identification is not required for restrictions based solely on copyright.

(c) Offers submitted in response to this solicitation shall identify, to the extent known at the time an offer is submitted to the Government, the technical data or computer software that the Offeror, its subcontractors or suppliers, or potential subcontractors or suppliers, assert should be furnished to the Government with restrictions on use, release, or disclosure.

(d) The Offeror's assertions, including the assertions of its  subcontractors or suppliers or potential subcontractors or suppliers shall be submitted as an attachment to its offer in the following format, dated and signed by an official authorized to contractually obligate the Offeror:

Identification and Assertion of Restrictions on the Government's Use, Release, or Disclosure of Technical Data or Computer Software.

The Offeror asserts for itself, or the persons identified below, that the Government's rights to use, release, or disclose the following technical data or computer software should be restricted:

Technical Data or Computer





   Name of Person

Software to be Furnished 






   Asserting

With Restrictions *      Basis for Assertion **  Asserted Rights Category ***     Restrictions ****

       (LIST) *****                 (LIST)                     (LIST)                      
(LIST)

*For technical data (other than computer software documentation) pertaining to items, components, or processes developed at private expense, identify both the deliverable technical data and each such items, component, or process. For computer software or computer software documentation identify the software or documentation.

**Generally, development at private expense, either exclusively or partially, is the only basis for asserting restrictions. For technical data, other than computer software documentation, development refers to development of the item, component, or process to which the data pertain. The Government's rights in computer   software documentation generally may not be restricted. For computer software, development refers to the software. Indicate whether development was accomplished exclusively or partially at private expense. If development was not accomplished at private expense, or for computer software documentation, enter the specific basis for asserting restrictions.

***Enter asserted rights category (e.g., government purpose license rights from a prior contract, rights in SBIR data generated under another contract, limited, restricted, or government purpose rights under this or a prior contract, or specially negotiated licenses).

****Corporation, individual, or other person, as appropriate.

*****Enter "none" when all data or software will be submitted without restrictions.

Date __________________________________________________

Printed Name and Title ________________________________

Signature _____________________________________________

(End of identification and assertion)

(e) An offeror's failure to submit, complete, or sign the notification and identification required by paragraph (d) of this provision with its offer may render the offer ineligible for award.

(f) If the Offeror is awarded a contract, the assertions identified in paragraph (d) of this provision shall be listed in an attachment to that contract. Upon request by the Contracting Officer, the Offeror shall provide sufficient information to enable the Contracting Officer to evaluate any listed assertion.

(End of provision)

252.227-7028     TECHNICAL DATA OR COMPUTER SOFTWARE PREVIOUSLY DELIVERED TO THE GOVERNMENT (JUN 1995)

The Offeror shall attach to its offer an identification of all documents or other media incorporating technical data or computer software it intends to deliver under this contract with other than unlimited rights that are identical or substantially similar to documents or other media that the Offeror has produced for, delivered to, or is obligated to deliver to the Government under any contract or subcontract. The attachment shall identify--

(a) The contract number under which the data or software were produced;

(b) The contract number under which, and the name and address of the organization to whom, the data or software were most recently delivered or will be delivered; and

(c) Any limitations on the Government's rights to use or disclose the data or software, including, when applicable, identification of the earliest date the limitations expire.

(End of clause)

252.247-7022     REPRESENTATION OF EXTENT OF TRANSPORTATION BY SEA (AUG 1992)

(a) The Offeror shall indicate by checking the appropriate blank in paragraph (b) of this provision whether transportation of supplies by sea is anticipated under the resultant contract. The term supplies is defined in the Transportation of Supplies by Sea clause of this solicitation.

(b) Representation. The Offeror represents that it:

____ (1) Does anticipate that supplies will be transported by sea in the performance of any contract or subcontract resulting from this solicitation. 

____ (2) Does not anticipate that supplies will be transported by sea in the performance of any contract or subcontract resulting from this solicitation.

(c) Any contract resulting from this solicitation will include the Transportation of Supplies by Sea clause. If the Offeror represents that it will not use ocean transportation, the resulting contract will also include the Defense FAR Supplement clause at 252.247-7024, Notification of Transportation of Supplies by Sea.

(End of provision)

