


ON-SITE TRAVEL PROGRAM SUPPORT IN SUPPORT OF UNITED STATES FLEET FORCES 
1) Background: United States Fleet Forces Command (USFFC) supports both the Chief of Naval Operations (CNO) and Combatant Commanders worldwide by providing responsive, relevant, sustainable Naval forces ready-for-tasking.  The command provides operational and planning support to Combatant Commanders and integrated warfighter capability requirements to the CNO.  Additionally, USFFC serves as the CNO's designated Executive Agent for Anti-Terrorism/Force Protection, Individual Augmentees (IA), Sea Basing and European Phased Adaptive Approach (EPAA) Phase II.
In collaboration with U.S. Pacific Fleet, USFFC organizes, mans, trains, maintains, and equips Navy forces, develops and submits budgets, and executes readiness and personnel accounts to develop both required and sustainable levels of Fleet readiness. Additionally, the command serves as the unified voice for Fleet training requirements and policies to generate combat-ready Navy forces per the Fleet Response Plan using the Fleet Training Continuum.
USFFC Travel Program requires assistance in the specific Defense Travel System (DTS) and accounting system areas; monitoring Unsubmitted Vouchers, Centrally Billed Account (CBA) reconciliation, aged unliquidated travel obligations and Debt Management (DM).  USFFC Comptroller does not have sufficient staff to achieve complete program oversight, provide individual command assistance and ability to provide individual specialized training to improve overall operations.   
2) Scope:  The Comptroller, Commander, U.S. Fleet Forces Command (USFFC) has the responsibility for the oversight, analysis, execution and overall management of the USFFC travel program. This responsibility includes:  Individually Billed Accounts (IBA), Debt Management (DM) and Centrally Billed Accounts (CBA). 
Detailed responsibilities under these general headings include:  
•	Serving as the USFFC lead on all DTS, CBA and IBA matters including program 	compliance.
•	Presenting USFFC travel program status to external commands and activities.
•	Standardizing business and critical DTS processes.
•	Compliance Monitoring with all travel regulations.
•	Oversight of Det Management 
•	Managing the USFFC CBA. 

3) Requirement: USFFC requires deficiency identification; root cause analysis and correction, and hands-on support for its travel program that involves specific skills that are not currently present throughout USFFC and subordinate commands and TYCOM’s and a contractor solution fills gap where civilian personnel end strength and funding is unavailable to meet mission requirements. The entire DTS program management to include DM, and CBA management is the primary focus of this effort.  One Full-Time Contractor Employees (FTEs) performing travel program support is sufficient for this task. One employee will be employed at USFFC in Norfolk, VA for on-site DTS execution and Data Mining.   The contractor is authorized to work from alternate work sites where advantageous to the Government and approved by the USFFC Comptroller.  The Contractor will provide specific DTS support for USFFC and its subordinate commands (TYCOMs) located at Naval Station, Norfolk, Virginia and surrounding Hampton Roads area.   
The initial approach to apply a triage solution to the existing operating environment to return operations to a stable and manageable state in compliance with Financial Improvement and Audit Readiness (FIAR) requirements.  
· Subject Matter Expertise in the areas of Un-submitted Vouchers, Debt Management and Centrally Billed Accounts.

· A need to improve sailor level desk reference guides for the Defense Travel System and 	CBAs to be utilized throughout USFFC. 


· Knowledge in resolving rejected documents, un submitted vouchers, overaged unliquidated documents, CBA unmatched tickets, suspended invoices and reconciliation and timely processing of Debt.

· USFFC is in need of ability to provide advanced training and hands-on support for the DTS Travel Program.
4)  Tasks
4.1 Defense Travel System (DTS) 
4.1.1 Audit: The Contractor will support and assist the USFFC and TYCOM(s) Financial Analyst(s) in charge of travel to ensure USFFC and subordinate commands comply with existing laws, regulations and directives. Specifically the contractor will:
4.1.2 Generate and review monthly, the CP4 un-submitted voucher report and provide assistance and follow up for each USFFC and TYCOM .
4.1.3 Generate and review monthly, the CP2 Approved Status Report provide assistance with clearing the rejects and follow-up for each USFFC and TYCOM.
4.1.4 Review quarterly, the CP3, SOD compliance and DD577 validation for each USFFC and TYCOM.
4.1.5 Review quarterly, 10% of each USFFC and subordinate command’s DTS users profile to ensure proper SOD, organizational access, authorized permission levels and profile accuracy.
4.1.6 Review quarterly, 10% of DTS travel vouchers for compliance of financial management, travel regulations and compliance tools (CT).
4.1.7. Training: The Contractor will provide on-site training and distance support on the proper use of the DTS to include: routing lists, profile creation and management, loading financial data, creating both individual and group orders in DTS, reconciling travel in DTS, auditing of travel within DTS, debt-management and account maintenance. Additionally, the Contractor will maintain USFFC and TYCOM (or shipyard) specific sailor-level desk guides as reference for units after training has been conducted.
4.1.8 Periodic Progress Meetings: The Contractor shall participate in periodic progress meetings. At these meetings, the contracting officer and/or COR will apprise the Contractor of how the Government views the Contractor's performance and the Contractor will apprise the Government of problems, if any, being experienced. Appropriate action shall be taken to resolve outstanding issues. 
5) Deliverables: Deliverables shall be submitted in hard copy and fully editable soft copy.  Deliverables are subject to review and, if warranted, may be returned to the contractor for revision due to content inaccuracies and/or clerical errors. All documentation shall provide traceability to enable Government review and verification.   At specific milestones, the contractor shall provide interim reviews of the work accomplished to permit determination of the quality of the effort or receive government guidance.  If deficiencies are found, the contractor shall provide for timely and corrective action.  The Contractor will assist USFF in the delivery of the following:
Generating and disseminating the monthly and quarterly FIAR Control Point reports; compiling the results from the subordinate commands reviewing and following up on issues monthly and quarterly (CDRL 0001)
Provide on-site support, training and distance support on the proper use of the DTS in accordance with published desk guides including any best practices or lessons learned. (CDRL 0002)
6) Personnel  Requirements
The contactor shall have significant proven (Subject Matter Expertise (SME) IBA and DTS experience to include:
a. Documented experience in managing CBAs and managing delinquency rates at or below 0% in accordance with DOD FMR, SECNAV, and NAVSUP instruction.  
b. Experience with external DTS interfaces to include the Defense Finance and Accounting Service (DFAS), Commercial Ticketing Offices (CTOs) and the Navy Travel Program Management Office (OPNAV N41) both in CONUS and at overseas locations
c. Experience delivery live, on-site CBA, DTS training
d. The position is considered a support management position and requires documented DTS program management and policy recommendation experience.
The Contractor must submit the resumes of potential candidates to USFFC Code N02F for review. USFFC will screen the applicants for suitability. 
At a minimum, this person must have the following prerequisites:
a. Prior experience in the Defense Travel System to include Individually Billed Accounts, CBA   and DMM
b. Experience with Microsoft Outlook, Word and Excel applications
c. Current valid Secret level security clearance
d. Ability to operate independently and interact with senior Navy Officers and personnel.
7) WORK ENVIRONMENT AND GOVERNMENT FURNISHED EQUIPMENT: A permanent workspace for one Contractor employee will be provided at USFFC. The working hours for this facility are 8:00 am to 5:00 pm, Monday through Friday. Access to the space may be granted on weekends and Federal Holidays. The Contractor may use these facilities as necessary to complete the required tasking under the SOW (the contractor is authorized to work from alternate work sites where advantageous to the Government and approved by the USFFC Comptroller).  The Government when requested by the Contractor and approved by the Comptroller will provide a computer, software and other necessary supplies. All equipment procured by the Government will remain the property of the Government upon completion of this effort.
8) Common Access Card (CAC):  The Contractor employee, fulfilling this contract must obtain a DoD CAC. The CAC is a multi-functional “smart” card. It is the official DoD identification card for military, civil service and Contractor personnel. It is also the DoD Geneva Convention for all military, civil service and Contractors accompanying military personnel in hostile areas. It is used to grant access to DoD installations and some buildings. It is also used to access DoD networks and secure websites. The COR will connect the contractor personnel with the Trusted Agent (TA). The employee will submit an application to the TA, who will review the application, verify, reject and/or approve. If rejected, the system notifies the Contractor and records the rejection. If approved, the system will update Defense Enrollment Eligibility Reporting System (DEERS) with the Contractor information and direct the Contractor, by e-mail to proceed to a military facility/installation that has a Real-time Automated Personnel Identification System (RAPIDS) workstation for CAC issuance.
Contractor personnel shall be required to wear a Contractor identification badge and government supplied badge and/or CAC at all times while on Government property. The Contractor shall take appropriate precautions to prevent security violations, ensure possible compromises are reported in a timely manner, and promote a high level of security awareness among personnel assigned to the contract.
The primary place of performance shall be on-site/off-site at the locations listed, which dictates that all personnel performing on-site must possess U.S. Citizenship and an active DoD clearance at the Secret Level and may be subject to a Government Security Investigations and must meet eligibility for access to classified information. The positions require the proposed personnel to be trained and certified to DoD requirements in order to perform the duties.
The contractor shall abide by established processes and procedures for the issuance and collection of government furnished Common Access Cards (CACs) for all contractor personnel when there is a hire, resignation or termination. All CACs contain personal identifiable information (PII) that shall be controlled in accordance with government directives.  Upon termination or resignation all CACs are to be turned in immediately to the contractor's respective government appointed Technical Assistant reporting to the COR.  The cards shall then be returned to any RAPIDS issuance location for proper disposal.
Any unauthorized possession of an official identification card, (i.e. CAC) can be prosecuted criminally under section 701 of title 18, United States Code (U.S.C) which prohibits photographing or otherwise reproducing or possessing DoD identification cards in an unauthorized manner, under penalty of fine, imprisonment or both. The Contractor shall have procedures in place to ensure the retrieval and return of the government furnished equipment (CACs) from contractor personnel who are no longer supporting the contract. 
The CAC is the property of the U.S. Government and shall not be retained by the cardholder upon expiration, replacement or when the DoD affiliation of the contracted personnel has been termination. 
9)  Government Purpose Rights and Intellectual Property:  All products generated by personnel assigned to this effort shall be considered both the physical and intellectual property of the government.  This shall include, but not limited to, all documents, spreadsheets, reference material and briefs, (both verbal and written).  All information, techniques, strategy, and derived components that are associated to this effort shall also be considered intellectual property of the government.  No dissemination of information shall occur without the consent of the agency COR.
10) Security Clearance Requirements: Contractor shall be able to provide SME support with clearances up to and including GENSER/SECRET level. The contractor shall abide by all USFF, DON, and DOD instructions, rules, procedures, and standards of conduct.  The contractors request for visit authorization shall be submitted in accordance with DOD 5220.22M (Industrial Security Manual for Safeguarding Classified Material) no later than one (1) week prior to visit.  Active secret clearances are required for all positions.  All contractor personnel shall be eligible for secrete clearances for all positions as required.  It is the contractor’s responsibility to obtain the requisite clearance levels for all contractor personnel prior to the start of work.  In the event that contractor personnel cannot obtain a secret clearance, prior to the required start date, the contractor shall notify the COR.  The COR shall decide if the delay in obtaining a clearance while the contractor is charging to the task is acceptable a DD-254 shall be provided for the contractor to complete and utilize for security purposes.  A copy of the completed form shall be faxed back to the COR and USFF security officer.

11) Travel Requirements: The contractor may be required to travel to accomplish the SOW tasking in the Norfolk area.
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