Performance-Based Work Statement (PBWS) for LAWSON IT Professional Services to Support Naval Supply Systems Command (NAVSUP) Real-Time Reutilization Asset Management (RRAM) UNIX Technology Refresh  

1.0  Introduction:  The Navy Supply Information Systems Activity (NAVSISA), the Information Technology (IT) provider for Naval Supply Systems Command (NAVSUP) is acquiring a sole source; fixed-priced; performance-based services procurement action for Original Equipment Manufacture (OEM) professional and technical support services for the upgrade and migration of Lawson System Foundation (LSF) software to support NAVSISA’s Real-time Reutilization Asset Management (RRAM) legacy system/application hardware Technology Refresh (TR) effort. 

2.0  Background:


2.1  Requiring Organization:  The organization requiring the services outlined in the PWS is:



Navy Supply Information Systems Activity (NAVSISA)



Code 9241



5450 Carlisle Pike, Bldg 409



P.O. Box 2010



Mechanicsburg, PA 17055-0787


2.2  Project Description:  RRAM provides on-line, real time, Total Asset Visibility (TAV) of residual/excess and selected material; efficiently capture demand data for residual material currently residing in system-wide end-use inventories; increase asset visibility of material available in order to provide a mechanism for automated requisitioning of residual assets and ensure proper replenishment decisions by offsetting potential buys.  NAVSISA is required to provide development and life-cycle maintenance, test and delivery of automated data processing systems for NAVSUP that will enable the RRAM system to continue to provide Navy-wide Total Asset Visibility (TAV) of residual assets available for issue to subsystems, programs and fleet components.

NAVSUP is required to maintain current, up-to-date and supported hardware and software at the Application Hosting Facility (AHF) Tulsa, OK to remain in compliance with the contractual requirements between Navy and Electronic Data Systems (EDS). 

The goal of this task order is to acquire OEM professional and technical support services for the successful upgrade and migration of proprietary and third-party software products utilized by the RRAM test, development and production servers to support the changing hardware environment at the Application Hosting Facility (AHF) in Tulsa, OK. 

3.0  Scope:  The contractor shall provide the required services to implement the  software upgrade, install and migration of LSF from v9.0 to v9.0.1 to include assisting government personnel with third-party IBM software components within LSF in support of the RRAM application/system test and development, production, functional, operational, and maintenance to support the hardware upgrade from a 32-bit HP UNIX server to a 64-bit Intel Itanium server at the Application Hosting Facility production site Tulsa, OK and testing site Mechanicsburg, PA. 

4.0  Directives: The contractor shall comply with the following directives: 

SECNAVINST 5510.30b – DON Personnel Security Program

DOD 8570.1-M – Information Assurance Workforce Improvement Program

DOD 8510.1 – DOD Information Assurance Certification and Accreditation Process

DOD Directive 8500.1E – Information Assurance

DOD Directive 8500.2 – Information Assurance Implementation

DOD Manual 4161.2M – Performance of Government Property Administration

5.0  Specific Tasks:  The contractor shall be contractually obligated to perform every requirement in this PBWS. Not every performance requirement has a related performance standard or assessment measure expressed in this document.  In such cases the performance standard or performance measure is either inherent in the requirement or performance is to be in accordance with NAVSISA’s standard commercial practice. 


5.1 LSF Project Management/Project Coordination



5.1.1 The contractor shall provide Project Management

(PM)/coordination support in identifying and specifying project requirements and direction of the project to include development of the project charter, development, implementation, execution and maintenance of project work plans/task/deliverables, monitoring of project progress, identifying and resolving project issues, and escalation of issues to the Project Manager (PM) or his/her designated Government representative.




Performance Standard: The contractor shall perform these tasks in accordance with OEM proprietary and Navy’s standard methodology to plan and manage the project. The contractor shall provide the project charter within two weeks prior to project start date.

Performance Assessment: The PM or his/her designated Technical

Government representative will conduct quality assurance reviews to ensure project development and work plans are documented and are within the coordination effort as agreed and deliverables are met within the specified timeframe. 

5.1.2 The contractor shall provide at the Government’s discretion the

required skilled resources within two weeks of notification of a project specified start date. 

Performance Standard: The contractor shall provide a resume’ for

all skilled resources assigned to the project within two weeks prior to project start date. 

Performance Assessment: The PM or his/her designated Technical

Government representative will review each resume’ to ensure the assigned resource have the required skills to carry out project task. The PM or his/her designated Technical Government representative will notify the contractor PM/coordinator one week prior to project start date with an acceptance/rejection notice after review. 

5.1.3 The contractor shall notify the Program Manager (PM) or

his/her designated Technical Government representative advising of any issues that will cause a scheduled deliverable delay. 




Performance Standard: The contractor shall perform this task within 24 hours of known schedule delay. Notification shall include problem/issue, an estimate of how many hours and/or calendar days it will take to resolve problem/issue and complete deliverable. 

Performance Assessment: The PM or his/her designated Technical

Government representative will review notification and resolution actions to ensure problems are documented and resolved within the agreed specified timeframe.

5.1.4 The contractor shall represent NAVSISA on LSF matters on the

Electronic Data Systems (EDS) Application Hosting Facility (AHF) production status teleconference in the discussion of problems, maintenance, upcoming requirements and explore solutions. The contractor shall document discussion and provide to the Program Manager (PM) or his/her designated Technical Government representative.

 


Performance Standard: The contractor shall perform this task as required by the PM or his/her designated Technical Government representative.




Performance Assessment:  The PM or his/her designated Technical Government representative will review progress and accomplishments, discuss and resolve problems if any. 



5.1.5 The contractor shall submit progress/status report to the PM or his/her designated Technical Government representative identifying worked performed, summarizing progress of all required/assigned tasks, and noting any questions/concerns/problems, resolutions, and hours involved.




Performance Standard: The contractor shall perform this task on a weekly  basis and/or as requested by the PM or his/her designated Technical Government representative.

Performance Assessment: The PM or his/her designated Technical

Government representative will review report to ensure accuracy of reported status/hours.  


5.1.6 The contractor shall provide any and all technical documentation associated with this project effort.  



Performance Standard: The contractor shall perform this task within 24 hours after completion of this project effort. The contractor shall submit documentation in compliance with NAVSISA’s published standards and best business practices.

Performance Assessment: The PM or his/her designated Technical

Government representative will review documentation and respond within seven working days with any revisions, comments, or changes. 

5.2 LSF Testing and Production Onsite Systems Support

   
5.2.1 The contractor shall install OEM and third party component instances of the LSF on the test and development environment server. The contractor shall install tested and verified connectivity between customer and the projects  system/application. The contractor shall install OEM Business Process Management and Flow Standards. 


Performance Standard: The contractor shall perform this task

within two weeks of the PM or his/her designated Technical Government representative assigned date. The contractor shall perform this task in compliance with NAVSISA’s published standards and best business practices.

Performance Assessment: The PM or his/her designated Technical

Government representative will define, monitor and assess the contractor's activities and deliverables and provide an acceptance/rejection notice for deliverables. The PM or his/her designated Technical Government will ensure compliancy with NAVSISA’s published standards and best business practices. 
   

5.2.2 The contractor shall perform server technical install of  OEM Enterprise Performance Management, Business Management Solutions, User interface, Web-based Self Service Applications, BSI Tax Factory, Business Management Application Training data, Environment and Application Maintenance Pack instances on the projects system/application test and development and production servers. 




Performance Standard: The contractor shall install four (4) product instances the first 40 hours during the contract period. The contractor shall install two (2) product instances the second 40 hours during the contract period.

      Performance Assessment: The PM or his/her designated Technical

Government representative will define, monitor and assess the contractor's activities and deliverables and provide an acceptance/rejection notice for deliverables. The PM or his/her designated Technical Government will ensure compliancy with NAVSISA’s published standards and best business practices. 


5.2.3 The contractor shall assist the Government with the successful install of all associated third party software and its components utilized by the project system/application.

Performance Standards: The contractor shall perform this task

24 hours of the PM or his/her designated Technical Government representative assigned date. The contractor shall perform this task in compliance with NAVSISA’s published standards and best business practices.

Performance Assessment: The PM or his/her designated Technical

Government representative will define, monitor and assess the contractor's activities and deliverables and provide an acceptance/rejection notice for deliverables. The PM or his/her designated Technical Government will ensure compliancy with NAVSISA’s published standards and best business practices
5.2.4 The contractor shall interact/interface with other IT

contractors, hardware and software vendors, telecommunication providers, managers, and customers in the performance of assigned duties.

Performance Standard: The contractor shall not have more than two

customer complaints reported any month during the contract period.

Performance Assessment: The PM or his/her designated Technical

Government representative will review documented complaints, validate and report findings to the Contracting Officer’s Representative (COR).

5.2.5 The contractor shall provide informal training or recommendations

to end-users for all system upgrades and/or changes for the purpose of increasing broader and more proficient skills in the organic resources.

Performance Standard: The contractor shall perform this task by

the due date specified by the PM or his/her designated Technical Government representative.





Performance Assessment: The PM or his/her designated Technical

Government representative will review monthly progress and accomplishments, discuss and resolve problems if any and monitor/evaluate performance to ensure compliancy with NAVSISA’s best business practices.

5.2.6 The contractor shall perform under this PWS ensuring business

processes are standardized and in compliance with both OEM proprietary and Government standards and policies, streamlined and integrated with those of war-fighters and other providers. 


5.3 Information Assurance



5.3.1 The contractor shall implement and support information security/information assurance policies, principles and practices as part of the IT environment.




Performance Standard: The contractor shall comply with this task in accordance with the directives stated in 4.0 of this PWS.




Performance Assessment: The PM or his/her designated Government representative will ensure all assigned tasks related to IA are in compliance with DOD 8570.01-M directive. 

5.3.2 The contractor shall ensure all resources assigned to work under

this PWS has taken the DOD mandated Annual Information Assurance Refresh training. 




Performance Standard: The contractor shall perform this task two weeks prior project start date.




Assessment Method: The PM or his/her designated authorized Government representative will review access documentation to ensure compliance. 

6.0  Deliverables:  All deliverables must meet the format requirements specified by the Government representative. Documentation related to these services shall be made available electronically and Microsoft Windows compatible. Deliverables include the following:


6.1  The contractor shall deliver two completely migrated, fully functional  RRAM systems to include all required application software versions and supporting software needed to keep the system operational.


6.2  The contractor shall provide status to the COR and or his/her designated Government Representative (or other government designated system) weekly, specifying work accomplished, work planned and issues identified in a project/task including start and completion dates, actual hours worked against a specific project/task for each assigned contractor resource working under this PWS. 


6.3  The contractor shall meet with the PM or his/her designated Technical Government representative weekly to review progress and accomplishments, discuss possible impediments to meeting specified deliverables and resolve problems, evaluate performance and determine adequacy of staffing.


6.4  The contractor shall provide technical/standard exit documentation in electronic format CDs/DVDs and must be PC readable and Windows compatible. Source components and documentation deployed shall be delivered in the appropriate format and will become the property of the United States Government.

6.5  The contractor shall submit monthly payment request (invoices) using Wide Area Workflow – Receipt and Acceptance (WAWF-RA). WAWF-RA is available on the internet at https://wawf.eb.mil

6.6  The contractor shall provide in electronic format (Word 2003/XP) monthly progress reports at the same time billing is done to the COR briefly summarizing work performed during the past month and noting any questions/concerns/problems to include: 




- Resources by name




- Date project/task received

- Percentage of project/task completed




- Estimated date of project/task completion


6.7  The contractor is not authorized to begin work until both the VAR and SAAR have been successfully processed. The VAR and SAAR forms must be successfully completed within seven days of the signed contract.


6.8  The contractor shall be required to obtain DOD Common Access Card (CAC).  


6.9 Other documentation specified for requirements outlined in 5.0 Specific Tasks of this PWS at the PM or his/her designated Technical Government representative’s discretion.

7.0 Place of Performance: Primary area of support will be NAVSISA Mechanicsburg, PA. Travel to other buildings may be required for day-to-day support.

8.0 Period of Performance: The contractor shall provide support under this PWS for 12 months following award or until completion of specified requirements outlined in 5.0 Specific Tasks of the PWS. Upon completion, contractor access will be revoked and all GFE/Material/ID will be returned. 

NAVSISA will notify contractor two weeks in advance of project start date. 

Performance shall occur four 10 hour days Monday through Thursday with the possibility of weekend performance. Some flexibility in daily hours is permitted with the COR or his/her authorized representative advance approval. Billable hours are the only hours that the contractor is at work. This does not include contractor days off, federal holidays, and the day after Thanksgiving, and other days when NAVSISA Mechanicsburg, PA is closed (contractor shall follow same rules/policy as government employees). 

The contractor shall follow the Naval Supply Activity (NSA) Base policy for reporting to work during severe weather and base closure. 

9.0 Travel: Travel shall be in accordance with Volume 2 of the Joint Travel Regulation (JTR). Travel to NAVSISA will be required in conjunction with two separate installs – test and development and production. All travel must be pre-approved by the COR prior to the actual travel.

10.0 Security: Department of Navy (DON) policy prescribes that all unclassified data at rest that has not been approved for public release and is stored on mobile computing devices shall be treated as sensitive data and encrypted using commercially available encryption technology.  A contractor employee, whose work involves access to sensitive unclassified information, warrants a judgment of trustworthiness.  Therefore, each contractor employee will have a favorably completed National Agency Check with Written Inquiries (NACI) to ensure the contractor employee assigned to the command will have an investigation equivalent to the National Agency Check with Local Credit Checks (NACLC).  This investigation must be current within 10 years.

DON will no longer permit the assignment of non-U.S. citizen contractor personnel to IT-I and IT-II designated positions.  Requests to waive the U.S. citizenship requirement for designated IT-II positions may be submitted through the command Security Manager to CNO (N09N2).  IT position designations are incorporated in paragraph 5B-2 of SECNAV M-5510.30.

For contractor personnel who currently have a favorably adjudicated NACLC, the Facility Security Officer (FSO) will use the visitor certification program in the Joint Personnel Adjudication System (JPAS) or a visit authorization request (VAR) to provide the individuals’ investigative information to the Security Manager of the command visited.  The contractor will include the IT Position Category per SECNAV M-5510.30 for each person designated on a VAR.  The VAR will be renewed annually or for the duration of the contract if less than one year.

The contractor FSO or security representative will ensure that individuals assigned to the command are U.S. citizens and will ensure completion of the SF-85P.  The SF-85P along with the original signed release statements and two applicant fingerprint cards (FD 258) will be forwarded to the command Security Manager for receipt at least one week prior to reporting for duty.  The responsibility for providing the fingerprint cards rests with the contractor.  The Security Manager will review the form for completeness, accuracy and suitability issues.  The completed SF 85P along with attachments will be forwarded to the Office of Personnel Management (OPM) who will conduct the NACI investigation.  All contractor personnel will in-process with the Security Manager and Information Assurance Manager upon arrival to the command and will out-process prior to their departure.  The completed SF-85P will be reviewed by the Security Manager for completeness, accuracy and suitability prior to submission.  If the contractor appears suitable after the questionnaire has been reviewed, the request will be forwarded to OPM.  If there are eligibility issues, the FSO will be advised that the contractor is unacceptable by the Security Manager.  OPNAV Form 5239/14, the System Authorization Access Request Navy (SAAR-N), is required for all individuals accessing Navy Information Technology resources. 

Failure to provide the required SF-85P, signed release statements, fingerprint cards and the SAAR-N at least one week prior to the individuals’ report date will result in delaying the reporting date.  Personnel cannot be properly processed and provided system access prior to their reporting date without receiving the investigative paperwork one week prior.

Once the investigation is complete, the results are forwarded by OPM to the DON Central Adjudication Facility (CAF) for a position of trust determination.  The DONCAF determination will appear in JPAS as either “Favorable” or “No Determination Made.”  Decisions of “No Determination Made” indicate that significant derogatory information is present that prevents a favorable suitability determination.  Please note that the determination of the DONCAF is final; there is no due process accommodation for positions of trust.  That decision is final.  If the determination is “No Determination Made,” the contractor employee will not be permitted to continue on the contract and will be removed immediately.

In order to maintain access to required systems, the contractor shall ensure completion of annual Information Assurance (IA) training, monitor expiration of requisite background investigations, and initiate reinvestigations as required.

DoD 8570.01-M Information Assurance Workforce Improvement Program.

____X____No Additional IA Certification required

_______Information Assurance DoD 8570.01-M

11.0 Qualifications/ Experience: The contractor must have three years experience and shall be capable of working independently and possess in-depth knowledge and experience of the following: current internet/intranet design/operations; various server operating systems such as Windows NT, Windows 95/98, Windows 2000, Windows Server 2003, Windows XP, HP-UNIX, Solaris, CITRIX and Terminal Server, network standards/protocols, local network capabilities and applications and network equipment including Netware servers, Windows NT/2000/2003 servers, transmission media and related hardware/software, local NMCI environment and legacy applications/systems. Contractor must also have experience in Microsoft Office Professional Applications (WORD, Excel, Access, and Outlook).

The contractor must have experience in the RRAM system/application, its life cycle position, and proprietary software as a licensed installer. 

The contractor must have experience in proprietary portal and various script languages – XML, ANSI-C and C++, Tandem, UNIX Java.

The contractor must have experience in Oracle SQL with ability to perform DBA support and analysis.

The contractor must have experience in Micro Focus Cobol and of RRAM proprietary programs.

The contractor must have experience and skill providing functional and technical analysis of proprietary products required to meet project scope. Experience and skill making code changes, testing programs, updating documentation and the requirements outlined in this PWS.
Resumes’ are required.

12.0 Non-Disclosure Agreement: The Business Sensitive Information Nondisclosure Agreement is required for this order.  Refer to DFARS 252.204-7000, Disclosure of Information, and DFARS 252.204-7003, Control of Government Personnel Work Product.

13.0 Government Furnished Equipment: The government will provide standard office furnishings/equipment; networked desktop, system access (NMCI), automated office and internal collaboration tools, access to and use of Government telephone system (including voice mail), and general office consumables. GFI will include system documentation and other documentation as required. User manuals (applicable documentation), website URLs, and references to policy and procedure related to this PWS. 

14.0 Points of Contact: 
Technical Point-of-Contact (TPOC):

Michelle Croyle 

NAVSISA Code 9241

5450 Carlisle Pike

P.O. Box 2010

Mechanicsburg, PA 17055-0787

Ph: 717-605-6285

Fx: 717-605-6543

eMail: Michelle.Croyle@navy.mil
Contracting Officer Representative:

Wanda Hill

NAVSISA Code 9122

5450 Carlisle Pike

P.O. Box 2010

Mechanicsburg, PA 17055-0787

Ph: 717-605-7860

Fx: 717-605-6543

eMail: Wanda.Hill@navy.mil
Certify Official/Acceptor for Invoices:

Wanda Hill

NAVSISA Code 9122

5450 Carlisle Pike

P.O. Box 2010

Mechanicsburg, PA 17055-0787 

Ph: 717-605-7860

Fx: 717-605-6543

eMail: Wanda.Hill@navy.mil
Procedures for Contractor Access to NAVSISA/DECC Systems, 

or Physical Access Longer than 21 Days

NOTE: This is a draft excerpt of current process under review and update by NAVSISA INFOSEC Branch 9411.  For the most part, it is pre-NMCI, relative to issues concerning supplying contractors with system hardware.

1.  A company Visit Access Request (VAR) letter, on company letterhead, mailed to the Government Technical Point of Contact (TPOC) is required containing the following information:

     a.  Contract Information:

         (1)  Contract Number

         (2)  Date Issued

         (3)  Date of Expiration

         (4)  Name and phone number of the TPOC

         (5)  Purpose

         (6)  Computer Systems to be accessed (if known)

         (7)  Files/Data required (if known)

         (8)  Type of access required (i.e., system inquiry/update/delete, or physical base 

                access only)

         (9)  Equipment to be used with location and mode of access identified

         (10)  Company Security point of contact, or company Facility Security Officer (FSO), 

                  including address and phone number

     b.  Information for all contractor employees requesting access, to include:

         (1)  Full Name

         (2)  Job Title

         (3)  Date of Birth

         (4)  Place of Birth

         (5)  Citizenship

         (6)  Social Security Number

         (7)  Naturalization Number (if applicable)

         (8)  Type of Government Investigation, performing organization and date  

           performed in accordance with SECNAV Instruction 5510.30. 

(9)  If a Government Background Check has not been completed,

               a statement must be listed on the VAR that an SF85P/SF86

               has been completed and mailed to OPM at the address listed under

               Paragraph 3f.  Include the date that the SF85P/SF86 was mailed.

         (10)  Government Clearance Level (if applicable)

     c.  Appropriate Company Official's signature

2.  A System Authorization Access Request (SAAR) form (DISA Form 41) must be submitted with Parts 1 and 5 completed.
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3.  If the Contractor employee DOES NOT have a completed Government Background Check, then:

     a.  Logon to the www.dss.mil web site and download the EPSQ Software.

     b.  Complete the SF86 for System Administrator positions and for positions requiring 

          a clearance.  An SSBI should be selected for these positions.

          Otherwise, complete the SF85P for any other position.

     c.  Obtain fingerprint cards from the company FSO.

     d.  Take fingerprint cards to a local police station for fingerprinting.

e.  When the SF86 is completed, download a copy of the SF86P Transmittal Cover Sheet from web site http://www.opm.gov/extra/investigate/dodsf86.pdf   Fill out the form per the included instructions, using SOI number N015.  Your company's Submitting Office Number (SON) should be used as required.  This number has been issued to all firms doing business with the federal government.  If your firm does not yet have an SON, complete the attached PIPS Form 12 (Attachment 1), and faxed to OPM at 724-794-2891.  

    A hard copy of the 3 signature pages of SF86 Form with original signatures,    

    fingerprint cards and the SF86 Transmittal Sheet (Attachment 2) must be mailed by 

    the company FSO to:

         National Agency Records Processing Center (NARP)

         Defense Security Service

         601 10th  St, Suite 125

         Ft Meade  MD  20755-5134

         An electronic copy of the SF86 must be submitted electronically to DSS

         Using the current EPSQ version Software via the contractor’s FSO using the Security 

         Officer Version of the EPSQ Software and instructions found at the www.dss.mil web 

         site.  Ensure that "send results to" Block contains the SOI number N015.

    f.   When submitting an SF85P, download a copy of the SF85P Transmittal Sheet from   

    web site http://www.opm.gov/extra/investigate/dodsf85.pdf .  Fill out the form per the 

    included instructions, using SOI number N015.  Your company's Submitting Office 

    Number (SON) should be used as required.  If your firm does not yet have an SON,  see 

    direction in the above paragraph "e". 

        Print a copy of the completed SF85P, sign it and have the company FSO mail a hard 

        copy of the SF85P along with the fingerprint cards and SF85P Transmittal Cover 

        Sheet (Attachment 3) to: 
        U.S. Office of Personnel Management

        Federal Investigations Processing Center
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        P.O. Box 700

        1137 Branchton Rd

        Boyers  PA  16018-0700

4.   The company VAR letter (with confirmation of the SF85P/SF86 submission to OPM) along with the SAAR form are then sent to the TPOC.                      

5.  The TPOC reviews the contractor’s VAR and SAAR form(s) and verifies that the requested access is covered under the contract.  The TPOC signs in block 31 of the SAAR and verifies that an NMCI workstation "seat" is required.  Any requirement for remote contractor access (outside Navy firewall) must also be addressed.

6.  The Project Officer signs in block 21 of SAAR form in place of the Supervisor.

7.  The TPOC forwards the letter to the NAVSISA Activity Approval Authority (AAA), Code 9412.  Special Note: as soon as the company's FSO has signed the VAR, it can be faxed to Base Security at 717-605-4850.

8.  The NAVSISA AAA insures completeness of the package, signs the SAAR and forwards to appropriate AIS support personnel.  Special Note:  if the Contractor Employee is a Foreign National, their background  Investigation must be completed AND the Designated Approval Authority (DAA),  (for NAVSISA, the Commanding Officer) must approve their access request.  

Attachment 1: [image: image1.wmf]OPM PIPS Form12.pdf


Attachment 2: [image: image2.wmf]SF86TransmittalSheet.pdf


Attachment 3: [image: image3.wmf]SF85PTransmittalSheet.pdf
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REQUIREMENT FORMAT EXAMPLE:


5.3 Support database conversion efforts.



5.3.1 Research and collect 100% of the available information concerning the analysis.  Provide an accurate analysis and technical support that considers all reasonable factors associated with the software development activity and deployment into the production environment.  The analysis shall be IAW best industry practices.



5.3.2 Assign and complete all data migration scripts in accordance with configured items in CMTS.  Each configured item in CMTS is assigned a due date. 90% of the configured items are to be completed within 5 business days of the due date.  Project Director or Project Manager will review CMTS reports to ensure due dates are met.  

5.3.3 Write database specification documentation, in accordance with NAVSISA standards, including walkthroughs as required.  Documentation is to be completed within 5 days of the due date and will be configured and tracked in CMTS.  The Project Manager will review CMTS reports to ensure due dates are met.
