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Performance Work Statement
 
 
1.0     SCOPE 
 
This Performance Work Statement (PWS) defines the support requirements for the engineering, technical, logistical and management services to NSWC Crane Surveillance and Reconnaissance Systems Division Code JXT.  Code JXT has a requirement to provide life cycle sustainment and integration support for Joint Friendly Forces Tracking (FFT) equipment and situational awareness (SA) systems located worldwide in support of USNORTHCOM, USSOCOM, Theater Combatant Commands, Technical Support Working Group (TSWG), National Guard Bureau and State level units, Department of Homeland Security – Federal Emergency Management Agency, Department of Interior, and other Government agencies at the federal, state, and local levels as required.  Specifically, JXT performs the procurement, fielding support, training, and sustainment of FFT equipment. FFT equipment as defined by the Chairman Joint Chief of Staff Instruction (CJCSI) 3910.01 will generate, collect, and disseminate or share friendly force (United States, Allies, and Coalition) identification, location, and tracking information.  Today’s FFT hardware is capable of providing situational awareness (SA) communications above and beyond the threshold requirements of the CJCSI 3910.01. The scope of this effort includes requirements that provide the following services: 

· End user pre-procurement advisory and assistance - FFT and SA selection and CONOPS development 
· FFT Service set up and user training/reachback support
· Equipment manuals, guides, how-to’s, and checklist publication support
· Lifecycle Sustainment of systems and equipment to include hardware and software configuration management
· Coordinate Information Assurance (IA) supportability and sustainability (software upgrades, security patches)
· Coordinate testing/certification of FFT equipment for use on platforms such as aircraft (air worthiness certification, etc)
· Coordinate integration of FFT technology into appropriate Situational Awareness and/or Command and Control (C2) architectures
· Loaner program and spare parts management coordination
· FFT and SA technical advisory assistance during a crisis, such as a natural disaster, humanitarian assistance, or unforeseen military operations.
· Requirements documentation, market research, and technology demonstration support focused on FFT hardware, architectures (position reporting, 911 alerting, messaging, video streaming, voice, etc.) and SA viewers/C2 systems.
· Provide advanced Subject Matter Expert (SME) support to JXT for advanced users consultations in order to enhance existing system functionality and features, thus improving mission execution

Code JXT provides the services and functions necessary to fulfill or reduce existing Department of Defense (DOD) and interagency mission gaps that exist in FFT and SA domains. The program is a complement to existing programs, such as United States Northern Command’s (USNORTHCOM) Situational Awareness Geospatial Enterprise (SAGE), the Space and Missile Defense Command Army Strategic Command’s Mission Management Center (SMDC/ARSTRAT MMC), and Air Force Special Operations Command’s Joint Operations Center (JOC).  It fills a long-standing gap in FFT and SA support functions that are in high demand from the FFT user community.  It is anticipated that the range of hardware that will require support includes:

· Shout Devices, NAL Research
· iBat, iFox, Outlaw, Gotham server, Blackbird Technologies
· InReach, DeLorme
· Spot2, Spot Connect,  SPOT
· NexTrak, ITT Excelis
· Pallas and Typhon, L3 Technologies (legacy systems no longer in production)


The contractor shall provide all labor, materials, equipment, facilities and management or supervision necessary to perform the work identified within this PWS. 

Primary services will be performed at the contractor's facility.


2.0    APPLICABLE DOCUMENTS  
 
The following documents are referenced for guidance only and form a part of the PWS to the extent specified herein. Unless otherwise specified, the issues of the documents below will be those listed in the Department of Defense Index of Specifications and Standards (DoDISS) and supplement thereto. The document to be used shall be the issue in effect at the award of each task order.  In the event of a conflict between this PWS and the documents herein, the text of the PWS will take precedence.  Nothing in this PWS however, shall supersede applicable laws and regulations, unless specific exemption has been obtained.  
 
DEPARTMENT OF DEFENSE DOCUMENTS 
 
2.1 DOD 5000.2-M, Department of Defense Manual, Defense Acquisition Management Documentation and Reports.

2.2 DOD Directive 5000.1, Defense Acquisition.
2.3 DOD INST 5000.2, Defense Acquisition Management Policies and Procedures 
2.4 DODINST 5220.22M, Industrial Security Manual (ISM).
2.5  SMDC/ARSTRAT Data Owner Guidance 
2.6  DISA Iridium Services Publications and Guidance
2.7  Chairman Joint Chief of Staff Instruction (CJCSI 3910.01A)

3.0       REQUIREMENTS 

The contractor shall provide the following:  

3.1 	INTEGRATED LOGISTIC SUPPORT (ILS) 

3.1.1 The contractor shall provide advisory support to include requirements development, FFT community needs validation, procurement process and documentation completion assistance in close coordination with JXT personnel. Support may require on site discussions and mission observations up to the TS/SCI level at government locations in order to accurately assess the end users requirements of the operational need and CONOPs employment.

3.1.2 The contractor shall work with JXT personnel throughout the procurement process to ensure hardware delivery orders have complete information and are being processed correctly by the vendor. This includes review of encryption key, firmware, hardware configuration, delivery address and schedule.  Participation in bi-weekly vendor conference call will be required.

3.1.3 The contractor shall assist end users, with hardware device activation services and subsequent integration in user systems such as FBCB2, MTS, Iridium, and MTX architectures as well as DISA Short Burst Data Enhanced Mobile Satellite Services gateway, SMDC/ARSTRAT Mission Management Center (MMC) services routing, and other servers such as, but not limited to Light House and Geospatial Environment for C2 Operations (GEC2O).

3.1.4 The contractor shall provide continuous 24/7 troubleshooting and reach back assistance for device and architecture related user issues during the authorized periods of performance in the contract.

3.1.5 When providing sustainment services, the contractor shall verify system/equipment configurations and correct differences between installed configuration and authorized baseline including approved modifications. 

3.1.6 The contractor shall develop and maintain inventory control systems for JXT maintained spares and loaner program materials. 

3.1.7 The contractor shall perform device and SA training.  The contractor shall develop training materials for distance and on site instruction including desk guides and on line instructional videos;   and develop checklists, procedures, user guides and videos to support the training and user operational requirements per CDRL A004.  (CDRL A004, Presentation Material)

3.1.8 The contractor shall provide subject matter expertise in the employment of FFT devices, SA systems, and architectures to meet the needs for national events such as Defense Support to Civil Authorities (i.e. floods, hurricanes, etc.), National Special Security Events (NSSE) (i.e. Democratic/Republican National Convention, Inauguration, State of the Union, Summits), Border Operations, training and exercise events and real world operational needs for unforeseen events. Support will include onsite advisory services, training, facilitation and implementation of equipment to meet emergent needs, and attending pre/post action conferences. The contractor shall propose the hours associated with crisis and NSSE as separate hours and labor categories.

3.2 SYSTEM ENGINEERING SUPPORT

3.2.1 The contractor shall be an active participant in engineering and requirements management in support of FFT and SA systems. The contractor shall provide subject matter expertise in support of government led programmatic and engineering efforts including the following, as required: Integrated Product Team (IPT) participation; working group participation, and specific user group meetings related to FFT hardware support and situational awareness systems.  A portion of the meetings will be held at the TS/SCI level in order to discuss FFT concept of operations and overall DOD communications architecture capabilities. The required SME support is in support of NORTHCOM, SOCOM, and TSWG development efforts.

3.2.2 The contractor shall create, review, verify, update, or revise technical documentation for FFT and SA systems specified in this PWS such as operating manuals, technical manuals, user guides, checklists, and training materials. The Contractor may also be required to  provide written recommendations or reports on gaps and needs for technical documentation in the FFT community per CDRL A003.  (CDRL A003, Technical Report-Study/Services)

3.2.3 Research and development support and technology transition support to include white papers, market analysis, surveys and technology assessments and demonstrations of next generation SA devices/technology includes but not limited to Iridium and multi-mode communication systems such as Iridium and cellular or Iridium and National Technical Means, and includes Federal and commercial architectures.  The Contractor shall explore other capabilities that support FFT/SA requirements.  The Contractor shall assess all technology using documented performance measures and capabilities, thus ensuring consistent and traceable criteria.  Systems that meet initial thresholds will be forwarded to the government in the form of white papers, which if approved will lead to formal testing, development and recommendations in the form of project reports and assessments per CDRL A003. (CDRL A003, Technical Report-Study/Services)

3.2.4 The Contractor shall work with other agencies such as the SMDC/ARSTRAT MMC when testing new systems for NORTHCOM, SOCOM, COCOMs, TSWG, and other Government agencies. Partnerships will be driven by the user requirement.  Testing may include functional and integration operations which will result in a written report of the systems performance and capabilities assessment against the users requirements per CDRL A003. (CDRL A003, Technical Report-Study/Services) 

3.2.5 The contractor shall attend conferences and working groups such as ESRI user conference, HIFLD working group, USNORTHCOM FFT WG, and USNORTHCOM unclassified working group as required by the Government.

3.2.6 The contractor shall facilitate the establishment of a NSWC Crane led FFT/SA conferences.

3.2.7 The contractor shall provide Advanced User Support that includes working with new and existing users to enhance their mission effectiveness by improving SA functionality through activation of existing features on current systems (i.e. way points, check in functions, messaging, 911 direct alerting and brevity codes), integrating new systems such as Light House, GEC2O, SAGE, or others that reach far beyond simple position reporting and 911 into CONOPS, and establishing messaging architectures that support Iridium FFT devices such as the NAL SHOUT family of systems


4.0 DELIVERABLES  

Below are the Contract Data Requirements List (CDRL) items to be used for generating status and technical reports, which shall be submitted by the contractor documenting activities accomplished to date. All data deliverables shall be made as specified and in contractor format unless otherwise directed. All deliverables shall be submitted via e-mail in Microsoft compatible format whenever possible to the Naval Surface Warfare Center Crane Division (NAVSURFWARCENDIV) Contracting Officer Representative (COR).

4.1 MONTHLY STATUS REPORT
 
4.1.1   The contractor shall provide a comprehensive Monthly Status Report per CDRL A001.  As a minimum the report shall contain a summary of activity during the past month, including a running summary of man-hours and expenditures, work performed status relative to work scheduled, and issues or concerns. Additionally, the report shall provide any problem areas, descriptions of the performance, any changes to contractor’s method of operation, recommended solutions beyond the scope of the contract, and progress made during the reporting period.  (CDRL A001, Contractor’s Progress, Status and Management Report)

4.2 PROGRESS AND FUND EXPENDITURE REPORTS

4.2.1   The contractor shall provide a progress and fund expenditure report that contains the information below per CDRL A002..  This mandatory report shall relate to the contractor’s established billing cycle and shall be delivered to the requiring technical activity within the time frame specified in CDRL A002.  (CDRL A002, Contract Funds Status Report (CFSR))

The report shall contain, as a minimum, the following information: 
 
4.2.1.1 A breakdown by labor classification, of the amount and hours authorizedr, the amount and hours expended during the reporting period and cumulative to date, the amount and hours to be expended through completion and an explanatory annotation on those categories where additional labor hours will be required. 
 
4.2.1.2 Breakdown of costs incurred for travel, per diem, and material. 
 
4.2.1.3 A complete narrative reflecting work accomplished during the current reporting period, overall work accomplished to date, work remaining to be accomplished, and problem areas identified. 
 
4.2.1.4 A synopsis of plans for schedules and activities for the following report period that includes the projected manpower implications. 
 
4.2.1.5 A projected overall completion date that weighs the results of current task progress.  A detailed explanation at the 25 %, 50 %, and 75 % points of funding expended shall indicate    actual work completed versus funding expended.  A detailed explanation as to why the date   will not be met shall be included when schedule slips are indicated.  Where problem areas are identified, the contractor shall provide recommendations for resolution in addition to        anticipating the projected effort required for completion.

4.2.1.6 Other pertinent information relative to the performance work statement. 
 
4.3 TECHNICAL REPORTS 

4.3.1 The contractor shall provide a Technical Report per CDRL A003.  The format and content shall be in accordance with the CDRL A003.  (CDRL A003, Technical Report-Study/Services) 
 
4.3.2 The contractor shall provide the Technical reports via Email, and hard copy as requested. 
 
4.3.3 Inspection and acceptance of all work (deliverables) performed by the contractor will be as specified in the Quality Assurance Surveillance Plan (QASP), Attachment 3.  
 
4.3.4 In the event the report is found to be deficient or inaccurate, the contractor shall make the required changes or corrections and the document shall be resubmitted to NAVSURFWARCENDIV Crane Division, Code JXT COR.

4.4 PRESENTATION MATERIAL

4.4.1 The contractor shall provide an electronic copy of training material via Email to the COR per CDRL A004.  (CDRL A004, Presentation Material)  
    

5.0 SPECIAL CONDITIONS

5.1 KEY PERSONNEL

The Contractor must provide a Subject Matter Expert with a minimum 10 years’ experience with FFT and SA systems currently employed by the USNORTHCOM, USSOCOM, and FEMA user groups.  A thorough understanding,  demonstrated knowledge of, and direct experience with developing FFT CONOPS,  current DOD FFT equipment inventory, FFT vendors, SA vendors, DISA, and data architectures is required to be demonstrated by resume.

5.2 QUALITY ASSURANCE AND SURVEILLANCE PLAN

Inspection of the work shall be accomplished as identified by the Quality Assurance Surveillance Plan (QASP), Attachment 3.  The performance of the contractor and the quality of the work delivered, including any documentary material written or compiled, shall be subject to in-process review and inspection.  Inspections may be accomplished at any work location by any authorized government personnel who shall be permitted to inspect work at all reasonable hours. 

5.3 ACCEPTANCE 

The NAVSURFWARCENDIV Crane Division, Code JXT COR is responsible for the acceptance of the monthly deliverable products.  The COR will ensure that upon final acceptance, the contract has been satisfactorily completed and all deliverable products have been received. 

5.4   OVERTIME 
 
Should overtime be required in the performance of any task under this contract, prior approval shall be required of the Contracting Officer, with verification and concurrence with the COR/technical code. 

6.0 TRAVEL 
 
6.1 The Contractor will be required to travel throughout the Continental United States (CONUS) and to locations Outside of the Continental United States (OCONUS). All travel requests for Contractor's travel will be authorized by a COR approved Travel Authorization (TA).  For trips made to OCONUS locations that are so designated per the Defense Base Act (DBA), the Contractor is authorized to bill for DBA liability insurance.

Subject to FAR/DFARS Part 31, the Contractor shall be reimbursed for travel costs (plus applicable burdens) including transportation, meals, and lodging at the actual amounts incurred in the direct performance of this contract.  Travel costs, including Per Diem will be payable only when the contractor employee is in authorized travel status.  Per Diem rates shall not exceed the maximum amount permitted by the Joint Travel Regulations.  The contractor agrees to exercise his best effort in coordinating and scheduling travel arrangements (both local and nonlocal) to consolidate/reduce the number and costs of trips required.  The contractor agrees that no fee will be applied to travel costs.  

6.2 Travel Authorization: The Contractor must have prior authorization by the COR via a travel authorization request before initiating any travel.  TA requests shall generally be submitted to the COR a minimum of 7 days prior to initiating any travel, however TA requests submitted in a shorter timeframe will be considered for emergent unforeseen travel required by the Government.

Travel may include the following locations (not all inclusive):

	Crane, IN
	Tampa, FL
	National Capital Region
	Ft Mead, MD

	Colorado Springs, CO
	Stuttgart, Germany
	Honolulu, HI
	Djibouti, Africa

	Sacramento, CA
	Miami, FL
	El Paso, TX
	San Antonio, TX

	Norfolk, VA
	Ft Walton Beach, FL
	Anchorage, Alaska
	Mt Weather VA

	New York, NY
	Portland, Oregon
	New Orleans, LA
	Kansas City, KS

	Mexico City, Mexico
	Ottawa, Canada
	
	


 

7.0 SECURITY REQUIREMENT 
 
7.1 The work to be performed in completion of tasking of this basic contract involves access to, and handling of, classified matter up to and including TOP SECRET.  The contractor must possess a facility clearance and have cleared key contractor personnel.  Key contractor personnel must possess required TOP SECRET/Sensitive Compartmented Information (TS/SCI) security clearances and have in scope Single Scope Background Investigation (SSBI)’s.  The offeror must state or demonstrate in their technical proposal their ability to meet the facility clearance/personnel security clearance requirements of the anticipated contract. If the offeror does not currently have the clearance as required, they shall demonstrate their completion of the preparatory steps necessary to be granted a facility clearance within sixty (60) days upon contract award within their technical proposal.
 
[bookmark: _GoBack]7.2 The contractor shall appoint a Security Officer who shall (1) be responsible for all security aspects of the work performed under this contract, (2) ensure compliance with the National Industry Security Program Operating Manual (DODINST 5220.22M), and (3) ensure compliance with any written instructions from NSWC Crane Security Officer. 

7.3 Contractor and Subcontractor personnel assigned work under this basic contract shall as a            minimum be U.S. citizens and have a valid TOP SECRET clearance as required. 
 
7.4 The contractor will require access to classified information systems when at Government locations.  This includes access to the following classified information systems; SIPRNET and JWICS. 

7.5 Access to TS/SCI facilities at government and other contractor facilities will be required in the execution of the tasking in the PWS.  The ability to store TS/SCI is not required for this PWS.

7.6 The contractor will require access to command/organizational email, web sites, portals, etc.

8.0 GOVERNMENT FURNISHED DOCUMENTS 
 
8.1 N/A
  
9.0 GOVERNMENT FURNISHED MATERIALS/EQUIPMENT (GFM/GFE) 
 
9.1 N/A
 
10.0 GOVERNMENT FURNISHED FACILITIES ACCESS 
 
10.1 Naval Surface Warfare Center, Crane Division located in Crane, IN

10.2 Northern Command Headquarters located in Colorado Springs, CO
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