










31 August 2009

Statement of Work for VariGen Upgrade

Ref (a) NSWC ICSTF Document, CSCE-IDS-GeEWES-R00C0, dated 28 February 2007

Ref (b) Varilog Research, Inc. Document, Software Performance Specification for
Modifications to VariGen Software to Permit Control by CSCE and Access to EDS Emitter Data, with NSWC ICSTF Redlines, dated 21 April 2008
General Requirements

This document describes work that the Government, NSWCDD, is requesting of Varilog Research, Inc., for modifications to VariGen Software to Permit Network Control by the Common Scenario and Control Environment (CSCE) and to provide Access to a Government supplied Emitter Database Server (EDS)

The VariGenTM for SLQ-32 is a digital Electronic Warfare (EW) simulator developed by Varilog Research, Inc. that was acquired by NSWC Dahlgren Division (DD) Integrated Combat System Test Facility (ICSTF) for use in supporting Warfare System Integration and Interoperability Testing (WSI2T) events.  The government requires that the contractor make two modifications to the existing simulation control software, and that these modifications be implemented in the following Phases:
   Phase I:  Implementation of a Network Interface between CSCE and VariGen
The first modification shall provide network control by the CSCE, this being the Master control agent for the overall WSI2T simulation environment.  This interface is to be designed in accordance with Refs. (a) and (b).  CSCE control of VariGen is currently implemented over a MIL-STD-1397A type interface, and that capability shall be retained as an alternate control interface. 
   Phase II:  VariGen Access to EDS

The second modification shall also be designed IAW Refs. (a) and (b), and shall add the capability for VariGen to access an external EW emitter library, currently residing in an Emitter Database Server (EDS) developed by ICSTF.  The existing VariGen implementation accesses an internal EW Library in order to obtain emitter parameters to properly stimulate the SLQ-32 system; this capability shall be retained.  A Human-Machine Interface (HMI) shall be developed to allow the VariGen operator to select whether VariGen uses the internal or external Emitter Library. 
The appropriate point of modification for implementing the new VariGen for SLQ-32 capabilities is its Simulation Control (SimCon) Program. SimCon is the Windows-based PC hosted software component of the simulator. The program and its internal interfaces are proprietary to Varilog Research, Inc. 

The contractor shall develop an extension to the SimCon program (a SimCon-compatible plug-in module) which will provide the necessary functional enhancements to SimCon.  The network interface implementation will be at a high-level so as to not be network type specific, meaning that as long as the Network Interface Card (NIC) is Windows compatible, and an associated Windows network driver is installed, the SimCon software will be completely functional without requiring additional software modifications to the application should the NIC type change.  The current target network interface is Fast Ethernet.
The required functional enhancements are detailed in the accompanying Varilog Research, Inc. document, Ref. (b). 
As a result of this procurement, the Government shall receive a non-exclusive worldwide paid-up license to use an unlimited number of copies of the new Simcon plug-in module in executable form.

The work, which is regarded as a modification of contractor-owned software, will be performed under a Firm Fixed Price Contract.

The contractor shall maintain a security clearance of secret to gain access to Government facilities for testing purposes.

Government Furnished Equipment, Data, and On-Site Support

The Government shall furnish after contract award, C or C++ language header files covering all relevant CSCE and EDS message types.  The government shall also furnish a Sun Blade 150 workstation hosting EDS software with an unclassified database for use by the Contractor in developing the required VariGen modifications.  
For the Phase I development, the proposed site for Integration testing is the NSWC Dam Neck, VA laboratory.  This facility will be used for development, initial integration and checkout of basic network connectivity between CSCE and VariGen.  The CSCE and VariGen will be physically connected via a network, and the CSCE/GeEWES application will be used to establish the interface.  No CSCE expertise will be available at the Dam Neck site; however, CSCE expertise will be available by phone from 9:00 am to 5:00 pm PST.  The government anticipates periodic receipt of executable copies of VariGen developmental software that can be used to perform early verification at the ICSTF facility.  Final acceptance testing will occur at NSWC ICSTF in San Diego.  
If required, the Government will install on its “VariGen scenario PC” (i.e., the computer that will be used to run VariGen’s x86-based Simcon program) one additional Ethernet NIC to satisfy the physical requirements for interfacing to CSCE and to EDS on the CSCE Real-Time LAN (RTL).   The same interface card will be installed at both  NSWC Dam Neck  and ICSTF facilities, and will be installed and tested prior to the contractor’s earliest anticipated arrival on-site for an interim test and integration session.

During periods when the contractor’s personnel are on-site at an integration facility for the purpose of integrating and testing the subject software modifications, the Government will make a good faith effort to give the contractor access to and the required amount of control over a single CSCE station.
ICSTF developers will be available throughout the effort for impromptu technical question and answer sessions via telephone conferences as required.

The Government will provide limited technical support to contractor personnel while on-site at an integration facility, including brief instruction in the operation of CSCE and technical assistance in updating the contractor’s CSCE test scenario.  The contractor shall supply the Government with scenario requirements and the government will create, deliver and install scenarios at the appropriate facility.
Before the contractor’s first site-visit, which will occur no earlier than two months after receipt of order (ARO), the Government will develop or designate a representative CSCE scenario that can serve as a best available acceptance test scenario.  The Government may, at its sole discretion, modify, improve, or otherwise augment the test scenario where necessary prior to final acceptance testing. 
Period of Performance
The work shall be completed no later than nine months ARO.  At the completion of Phase I, the contractor may provide software to NSWC ICSTF for independent test and early verification of CSCE/VariGen Network Interface Connectivity.  Final acceptance testing of the complete software package, including both the network control link and the EDS functionality, to verify that all required functionality is implemented and working IAW Ref. (a) and (b), will be performed at NSWC ICSTF.  The contractor will provide technical support as required to ensure that all outstanding issues are resolved before the software can be accepted. 
The Government expects that the bulk of the work will be performed on the contractor’s premises and at NSWC Dam Neck as required; the Government estimates that the contractor will require no more than five weeks on-site at Government integration facilities.

Notwithstanding this expectation, the Government agrees, with prior notification as to when and how long of a period is requested/required, to give the contractor access to and appropriate control of a single CSCE station for up to five weeks (25 working days).  The 25 days need not be consecutive.
During Government Acceptance Testing (GAT), the contractor will be available by telephone or on-site if required to answer questions and discuss software deficiencies.  At the completion of GAT and government acceptance, the Government Furnished Equipment will be returned to NSWC ICSTF.
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