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INTEGRATED LOGISTICS OVERHAUL (ILO)

1.0 INTRODUCTION

1.1 Support services are required to perform submarine-related Integrated Logistics Overhaul (ILO) and Phased Maintenance Reviews (PMRs) located at the Submarine Technical Support Center – Integrated Logistics Overhaul (STSC-ILO) facilities in Groton, CT and Kittery, ME.  The purpose of these services is to provide submarines with support, technical direction, and facilities during and after industrial availabilities and throughout their operation cycles.   The level of support is dependent on the submarines schedule, length of availability, Coordinated Shipboard Allowance List (COSAL) effectiveness, storeroom modifications, and ship-specific requirements.   Ship-specific requirements examples are removal of excess repair parts, Material Obligation Validations reviews, onboard equipment validations against Configuration Data Managers Database- Open Architecture (CDMD-OA), onboard inventories, repair part receipt services, repair part allowance validations, and deliver of integrated logistic support (ILS) deliverables.

2.0 BACKGROUND

2.1 The ILO concept evolved from the Fleet Supply Operations Assistance Program, a self-help program to improve shipboard repair parts support.  Since that time, the administration of the ILO concept has evolved, but the purpose remains the same, responsive weapon system and equipment support for the warfighter.

3.0 SCOPE

3.1 This PWS specifies the submarine-related Technical, Logistics, and Data Management Support performance objectives to be performed, and deliverables to be provided to meet supporting the ILO/PMR effort.  The contractor shall perform Integrated Logistic CORE support necessary to perform the functions outlined in the below specific performance objectives.

4.0 PERFORMANCE OBJECTIVES

4.1 PERFORMANCE OBJECTIVE 1- Configuration reviews using Configuration Analysis Group (CAG) procedures from the NAVSUP ILO/PMR desk guide to ensure that installed systems/equipment is accurately recorded in the Department of the Navy’s (DoN) master configuration database CDMD-OA and in the assigned units RSUP shipboard system in support of ILOs/PMRs as assigned by the ILO division manager.  The contractor shall provide labor, technical analysis, assessment and evaluation functions including shipboard equipment validations, Relational Supply (RSUP) /Organizational Maintenance Management System – Next Generation (OMMS-NG) data validations and data entry. 

4.2 PERFORMANCE OBJECTIVE 2- Technical Manual reviews using Technical Manual Analysis Group (TAG) procedures from the NAVSUP ILO/PMR desk guide to ensure that installed systems/equipment technical manuals are available for shipboard personnel to perform their mission.  The contractor shall provide labor, technical analysis, assessment and evaluation functions including shipboard equipment validations to ensure appropriate technical documentation is onboard to support the maintenance of installed systems/equipment in support of ILOs/PMRs as assigned by the ILO division manager.  
4.3 PERFORMANCE OBJECTIVE 3- Repair part reviews using Repair Part Analysis Group (RAG) procedures from the NAVSUP ILO/PMR desk guide to ensure all repair parts are onboard to support current ship’s configuration.  The contractor shall provide labor, technical analysis, assessment and evaluation functions including Onboard Repair Part (OBRP) offload, onboard inventories, removal of excess OBRPs, receipt processing, storage, shelf life reviews, commodity segregation (i.e, shelf life, depot level repairable, Level One, Q COSAL) and removal of excess OBRPs.

4.4 PERFORMANCE OBJECTIVE 4- Preventative Maintenance reviews using Preventative Maintenance Analysis Group (PAG) procedures from the ILO/PMR desk guide to ensure all Preventative Maintenance System (PMS) repair parts required for annual and below are identified and allowed in the unit’s RSUP.  The contractor shall provide technical analysis, assessment and evaluation of the units PMS repair parts. 


4.5 PERFORMANCE OBJECTIVE 5- Post Availability Logistic reviews using Post Availability Logistic (PALs) procedures from the ILO/PMR desk guide to ensure the ship’s database contains the entire configuration and repair part changes that occurred during the availability.

4.6 PERFORMANCE OBJECTIVE 6- Operational Requests (OPLs) are the ship specific requirements requested by a servicing unit.  They can range from onboard inventories, shipboard validations, excess offloads, and allowance verifications, providing ILS for specific Alteration Improvement Teams (AITs), stowage relocations or commodity consolidation, MOVs, receipt processing and shipping or duties as assigned. 

5.0 DELIVERABLES

5.1 The contractor shall provide the following reports according to the content and schedule determined by the ILO Division Supervisor.  ILO Division supervisor will also determine the report format and method of delivery.

5.1.1 Monthly Progress Reports delineating the work performed during the preceding month, and includes any issues and concerns found which may affect performance of the work and/or operational commitments of the ILO site.

5.1.2 Individual Subcontracting Report (ISR). This report is used to determine if the subcontracting plan goals are being met. The Contractor shall submit the Subcontracting Report (subcontract awards data) periodically using the web site: www.esrs.gov. The reports are due semi-annually (not later than March 31 and September 30 each fiscal year) and at contract completion (end of the contract period of performance including option periods). Additionally, the Subcontracting Report will stay in queue until the government reviews and accepts or rejects the report. 

5.1.3 NMCARS 5237.102(90) establishes the Enterprise-wide Contractor Manpower Reporting Application (ECMRA)

The contractor shall report ALL contractor labor hours (including subcontractor labor hours) required for performance of services provided under this contract for the Commander, NAVSUP Fleet Logistics Center Consolidated Personal Property Shipping Office via a secure data collection site.  The contractor is required to completely fill in all required data fields using the following web address https://doncmra.nmci.navy.mil .

Reporting inputs will be for the labor executed during the period of performance during each Government fiscal year (FY), which runs October 1 through September 30.  While inputs may be reported any time during the FY, all data shall be reported no later than October 31 of each calendar year.  Contractors may direct questions to the help desk, linked at https://doncmra.nmci.navy.mil.


6.0 PERSONNEL QUALIFICATIONS

6.1 The contractor shall provide an effective presence at each of the ILO sites in Groton, CT and Kittery, ME to support the objectives listed herein, provide interaction with ILO government and other contractor staff, attend meetings, and provide briefings.  The contractor shall provide on-site representation at routinely scheduled staff meetings as well as project-specific meetings related to the ILO site.  All performance objectives performed by the contractor must be performed on-site at the particular ILO site unless otherwise specifically approved by the Office in Charge, Submarine Technical Support Center, Groton or designated representative.
6.2 Certain minimum qualifications apply to all personnel assigned to work under this contract.  Additional desired qualifications are listed under the specific labor categories which follow.  The minimum qualifications for key personnel include (but not limited to):
6.2.1 Possess a SECRET security clearance. The contractor key personnel assigned to this contract shall be cleared for access to at least SECRET level. Contractor’s request for visit authorization shall be submitted in accordance with DOD 5220.22M (Industrial Security Manual for Safeguarding Classified Information) not later than one (1) week prior to visit.
6.2.2 U.S. Citizenship. Contractor key personnel assigned to this contract shall provide proof of U.S. citizenship to the Contracting Officer Representative (COR) within 10 business days of the contract period of performance.  
6.2.3 Demonstrated education and/or experience, aptitude, background, and technical competence and fully capable of performing in an efficient, reliable, and professional manner in the field of US NAVY logistics.
6.2.4 At the minimum, demonstrated proficiency in operating RSUP (CY-04 and PATRIOT), OMMS-NG, CDMD-OA, NAVY Logistic Web Sites and MICROSOFT Office products, WORD, EXCEL. 6.2.5 All on-site personnel shall be trained and have a valid current motor vehicle and forklift operators’ license.
6.2.6 All personnel assigned to this contract must be able to work in confined spaces onboard submarines and have the ability to lift 50lbs.
6.3 The anticipated labor categories to include key personnel required for ILO support are described below.

6.3.1 Project Manager/Logistic Specialist (Lead): (On-site) (Key Personnel):   The contractor shall have the personnel, organization, and administrative control necessary to ensure that the services performed meet all requirements specified in this PWS. The project manager is required to have knowledge and EIGHT (8) years’ experience of ILO procedures: CAG, TAG, PAG, and RAG. The government requires and equivalent of (1920) hours of effort for this category at the Groton, CT and (1920) at the Kittery, ME sites. 


6.3.1.1 The government reserves the right to review all resumes of contractor personnel proposed to be assigned, and if personnel are not currently in the employ of contractor, a written agreement from potential employee to work will be part of the technical proposal.  
  
6.3.2 Logistic Specialist: (Key Personnel): The contractor is required to have knowledge and FOUR (4) years’ experience of ILO procedures: CAG, TAG, PAG and RAG. The government requires and equivalent of (1920) hours of effort for this category at the Groton, CT and (1920) at the Kittery, ME sites.
		
6.3.2.1 The government reserves the right to review all resumes of contractor personnel proposed to be assigned, and if personnel are not currently in the employ of contractor, a written agreement from potential employee to work will be part of the technical proposal.  

6.3.2.2 Hours of operation:  Normal duty hours run five days per week, Monday through Friday, from 0700 to 1530, except recognized holidays.  The contractor is not required to provide services on the following federal holidays:  New Year’s Day, Martin Luther King Day, President’s Day, Memorial Day, Independence Day, Labor Day, Veteran’s Day, Thanksgiving Day, and Christmas Day.  Any of the above holidays falling on a Saturday or Sunday shall be on the date designated by the Federal Government.

7.0 PERSONNEL SUBSTITUTIONS
After contract is awarded, substitution of contractor key personnel is not permitted without the express authorization of the Contracting Officer’s Representative (COR).

8.0 GOVERNMENT FURNISHED EQUIPMENT (GFE)
STSC-ILOs will furnish government inherent information, equipment, and material as required.

8.1 Sufficient work space/area necessary to perform the functions listed herein, located at Building 493, Naval Submarine Base New London Groton, CT and Building 170 Portsmouth Naval Shipyard, Kittery, Me.

8.4 Only the equipment listed above will be furnished by the Government.  All other equipment required for performance of this contract shall be furnished by the contractor.

9.0 Places of Performance

Naval Submarine Base New London Groton, CT
Portsmouth Naval Shipyard, Kittery, ME
General Dynamics Electric Boat, Groton, CT

10.0 Method of Payment. Payment for this contract shall be made via DFAS Electronics Funds Transfer (EFT) utilizing the Wide Area Work Flow (WAWF) System.  The contractor is required to register and setup an account in the WAWF System in order to receive payment.  The Government reserves the right to change this payment method through other means only by a contract modification if necessary.  Payment shall be Monthly in Arrears.

11.0 SECURITY

11.1 All contractor  equipment, personnel and vehicles are subject to inspection and search by US government security officials (or designated representatives) upon entry to any government owned and/or operated installations and facilities.

11.2 Contractor key personnel shall comply with all local base/installation security procedures required to gain access to US Government ships, facilities and other assets (as necessary).

11.3 If directed by US government security officials (or designated representatives), the contractor shall remove (and replace as necessary) contractor-personnel and/or its representatives considered a health, safety and/or security risk at no additional cost to the government.

11.4 The contractor shall coordinate and comply with “all security requirements” regarding each personnel assigned to this project through the Contracting Officer’s Representative (COR) or designated representative within 10 working days of the contract release (or effective date, whichever comes first). The contractor shall provide a roster of contractor key personnel under this contract (to the COR) within 10 working days of the contract release (or effective date, whichever comes first).  The roster shall include employee name, position title, and best contact information and shall be updated as changes occur.

11.5 Commander, Navy Installations Command (CNIC), has established the Navy Commercial Access Control System (NCACS), a standardized process for granting unescorted access privileges to vendors, contractors, suppliers and service providers not otherwise entitled to the issuance of a Common Access Card (CAC) who seek access to and can provide justification to enter Navy installations and facilities. Visiting vendors may obtain daily passes directly from the individual Navy installations by submitting identification credentials for verification and undergoing a criminal screening/ background check. Alternatively, if the vendor so chooses, it may voluntarily elect to obtain long-term credentials through enrollment, registration, background vetting, screening, issuance of credentials, and electronic validation of credentials at its own cost through one of the designated independent contractor NCACS service providers. Credentials will be issued every five years and access privileges will be reviewed/renewed on an annual basis. The costs incurred to obtain Navy installation access of any kind are not reimbursable, and the price(s) paid for obtaining long-term NCACS credentials will not be approved as a direct cost of this contract. Further information regarding NCACS can be found at http://cnic.navy.mil/CNIC_HQ_Site/index.htm  (under "Popular Links").

SITE VISIT INFORMATION
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52.237-1     SITE VISIT (APR 1984)

Vendors shall have the opportunity to visit the sites upon request by contacting:

H.L.(Skip) Stangeland at herbert.stangeland@navy.mil or Tel: 860-694-3507 for the Groton, CT facility or Beckey Parker at Beckey.parker@navy.mil or Tel: 207-438-4033 for the Kittery, ME site.

Contractor Unclassified Access to Federally Controlled Facilities, Sensitive Information, Information Technology (IT) Systems or Protected Health Information 
(July 2013)

Homeland Security Presidential Directive (HSPD)-12, requires government agencies to develop and implement Federal security standards for Federal employees and contractors.  The Deputy Secretary of Defense Directive-Type Memorandum (DTM) 08-006 – “DoD Implementation of Homeland Security Presidential Directive – 12 (HSPD-12)” dated November 26, 2008 (or its subsequent DoD instruction) directs implementation of HSPD-12.  This clause is in accordance with HSPD-12 and its implementing directives.

APPLICABILITY
This clause applies to contractor employees requiring physical access to any area of a federally controlled base, facility or activity and/or requiring access to a DoN or DoD computer/network/system to perform certain unclassified sensitive duties.  This clause also applies to contractor employees who access Privacy Act and Protected Health Information, provide support associated with fiduciary duties, or perform duties that have been identified by DON as National Security Position, as advised by the command security manager. It is the responsibility of the responsible security officer of the command/facility where the work is performed to ensure compliance.  
    
Each contractor employee providing services at a Navy Command under this contract is required to obtain a Department of Defense Common Access Card (DoD CAC).  Additionally, depending on the level of computer/network access, the contract employee will require a successful investigation as detailed below. 

ACCESS TO FEDERAL FACILITIES
Per HSPD-12 and implementing guidance, all contractor employees working at a federally controlled base, facility or activity under this clause will require a DoD CAC.  When access to a base, facility or activity is required contractor employees shall in-process with the Navy Command’s Security Manager upon arrival to the Navy Command and shall out-process prior to their departure at the completion of the individual’s performance under the contract. 

ACCESS TO DOD IT SYSTEMS
In accordance with SECNAV M-5510.30, contractor employees who require access to DoN or DoD networks are categorized as IT-I, IT-II, or IT-III.  The IT-II level, defined in detail in SECNAV M-5510.30, includes positions which require access to information protected under the Privacy Act, to include Protected Health Information (PHI).  All contractor employees under this contract who require access to Privacy Act protected information are therefore categorized no lower than IT-II.  IT Levels are determined by the requiring activity’s Command Information Assurance Manager. Contractor employees requiring privileged or IT-I level access, (when specified by the terms of the contract) require a Single Scope Background Investigation (SSBI) which is a higher level investigation than the National Agency Check with Law and Credit (NACLC) described below. Due to the privileged system access, a SSBI suitable for High Risk public trusts positions is required. Individuals who have access to system control, monitoring, or administration functions (e.g. system administrator, database administrator) require training and certification to Information Assurance Technical Level 1, and must be trained and certified on the Operating System or Computing Environment they are required to maintain.  

Access to sensitive IT systems is contingent upon a favorably adjudicated background investigation.  When access to IT systems is required for performance of the contractor employee’s duties, such employees shall in-process with the Navy Command’s Security Manager and Information Assurance Manager upon arrival to the Navy command and shall out-process prior to their departure at the completion of the individual’s performance under the contract.  Completion and approval of a System Authorization Access Request Navy (SAAR-N) form is required for all individuals accessing Navy Information Technology resources.  The decision to authorize access to a government IT system/network is inherently governmental.  The contractor supervisor is not authorized to sign the SAAR-N; therefore, the government employee with knowledge of the system/network access required or the COR shall sign the SAAR-N as the “supervisor”. 

The SAAR-N shall be forwarded to the Navy Command’s Security Manager at least 30 days prior to the individual’s start date.  Failure to provide the required documentation at least 30 days prior to the individual’s start date may result in delaying the individual’s start date.   
     
When required to maintain access to required IT systems or networks, the contractor shall ensure that all employees requiring access complete annual Information Assurance (IA) training, and maintain a current requisite background investigation.  The Contractor’s Security Representative shall contact the Command Security Manager for guidance when reinvestigations are required.  


INTERIM ACCESS
The Navy Command's Security Manager may authorize issuance of a DoD CAC and interim access to a DoN or DoD unclassified computer/network upon a favorable review of the investigative questionnaire and advance favorable fingerprint results.  When the results of the investigation are received and a favorable determination is not made, the contractor employee working on the contract under interim access will be denied access to the computer network and this denial will not relieve the contractor of his/her responsibility to perform.   

DENIAL OR TERMINATION OF ACCESS
The potential consequences of any requirement under this clause including denial or termination of physical or system access in no way relieves the contractor from the requirement to execute performance under the contract within the timeframes specified in the contract.  Contractors shall plan ahead in processing their employees and subcontractor employees. The contractor shall insert this clause in all subcontracts when the subcontractor is permitted to have unclassified access to a federally controlled facility, federally-controlled information system/network and/or to government information, meaning information not authorized for public release.

CONTRACTOR’S SECURITY REPRESENTATIVE
The contractor shall designate an employee to serve as the Contractor’s Security Representative.  Within three work days after contract award, the contractor shall provide to the requiring activity’s Security Manager and the Contracting Officer, in writing, the name, title, address and phone number for the Contractor’s Security Representative.  The Contractor’s Security Representative shall be the primary point of contact on any security matter.  The Contractor’s Security Representative shall not be replaced or removed without prior notice to the Contracting Officer and Command Security Manager. 

BACKGROUND INVESTIGATION REQUIREMENTS AND SECURITY APPROVAL PROCESS FOR CONTRACTORS ASSIGNED TO NATIONAL SECURITY POSITIONS OR PERFORMING SENSITIVE DUTIES 
Navy security policy requires that all positions be given a sensitivity value based on level of risk factors to ensure appropriate protective measures are applied.  Navy recognizes contractor employees under this contract as Non-Critical Sensitive [ADP/IT-II] when the contract scope of work require physical access to a federally controlled base, facility or activity and/or requiring access to a DoD computer/network, to perform unclassified sensitive duties.  This designation is also applied to contractor employees who access Privacy Act and Protected Health Information (PHI), provide support associated with fiduciary duties, or perform duties that have been identified by DON as National Security Positions.  At a minimum, each contractor employee must be a US citizen and have a favorably completed NACLC to obtain a favorable determination for assignment to a non-critical sensitive or IT-II position.  The NACLC consists of a standard NAC and a FBI fingerprint check plus law enforcement checks and credit check.  Each contractor employee filling a non-critical sensitive or IT-II position is required to complete:

· SF-86 Questionnaire for National Security Positions (or equivalent OPM investigative product)
· Two FD-258 Applicant Fingerprint Cards (or an electronic fingerprint submission)
· Original Signed Release Statements

Failure to provide the required documentation at least 30 days prior to the individual’s start date shall result in delaying the individual’s start date.   Background investigations shall be reinitiated as required to ensure investigations remain current (not older than 10 years) throughout the contract performance period.  The Contractor’s Security Representative shall contact the Command Security Manager for guidance when reinvestigations are required.

Regardless of their duties or IT access requirements ALL contractor employees shall in-process with the Navy Command’s Security Manager upon arrival to the Navy command and shall out-process prior to their departure at the completion of the individual’s performance under the contract.  Employees requiring IT access shall also check-in and check-out with the Navy Command’s Information Assurance Manager.  Completion and approval of a System Authorization Access Request Navy (SAAR-N) form is required for all individuals accessing Navy Information Technology resources.  The SAAR-N shall be forwarded
to the Navy Command’s Security Manager at least 30 days prior to the individual’s start date.  Failure to provide the required documentation at least 30 days prior to the individual’s start date shall result in delaying the individual’s start date. 
     
The contractor shall ensure that each contract employee requiring access to IT systems or networks complete annual Information Assurance (IA) training, and maintain a current requisite background investigation.  Contractor employees shall accurately complete the required investigative forms prior to submission to the Navy Command Security Manager.  The Navy Command’s Security Manager will review the submitted documentation for completeness prior to submitting it to the Office of Personnel Management (OPM).  Suitability/security issues identified by the Navy may render the contractor employee ineligible for the assignment.  An unfavorable determination made by the Navy is final (subject to SF-86 appeal procedures) and such a determination does not relieve the contractor from meeting any contractual obligation under the contract.  The Navy Command’s Security Manager will forward the required forms to OPM for processing.  Once the investigation is complete, the results will be forwarded by OPM to the DON Central Adjudication Facility (CAF) for a determination.  

If the contractor employee already possesses a current favorably adjudicated investigation, the contractor shall submit a Visit Authorization Request (VAR) via the Joint Personnel Adjudication System (JPAS) or a hard copy VAR directly from the contractor’s Security Representative.  Although the contractor will take JPAS “Owning” role over the contractor employee, the Navy Command will take JPAS "Servicing" role over the contractor employee during the hiring process and for the duration of assignment under that contract.  The contractor shall include the IT Position Category per SECNAV M-5510.30 for each employee designated on a VAR.  The VAR requires annual renewal for the duration of the employee’s performance under the contract. 

BACKGROUND INVESTIGATION REQUIREMENTS AND SECURITY APPROVAL PROCESS FOR CONTRACTORS ASSIGNED TO OR PERFORMING NON-SENSITIVE DUTIES 
Contractor employee whose work is unclassified and non-sensitive (e.g., performing certain duties such as lawn maintenance, vendor services, etc ...) and who require physical access to publicly accessible areas to perform those duties shall meet the following minimum requirements: 

· Must be either a US citizen or a US permanent resident with a minimum of 3 years legal residency in the United States (as required by The Deputy Secretary of Defense DTM 08-006 or its subsequent DoD instruction) and 
· Must have a favorably completed National Agency Check with Written Inquiries (NACI) including a FBI fingerprint check prior to installation access.  

To be considered for a favorable trustworthiness determination, the Contractor’s Security Representative must submit for all employees each of the following: 

· SF-85 Questionnaire for Non-Sensitive Positions
· Two FD-258 Applicant Fingerprint Cards (or an electronic fingerprint submission)
· Original Signed Release Statements

The contractor shall ensure each individual employee has a current favorably completed National Agency Check with Written Inquiries (NACI) or ensure successful FBI fingerprint results have been gained and investigation has been processed with OPM 

Failure to provide the required documentation at least 30 days prior to the individual’s start date may result in delaying the individual’s start date.  

* Consult with your Command Security Manager and Information Assurance Manager for local policy when IT-III (non-sensitive) access is required for non-US citizens outside the United States.




