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 OHI, TPC and Denial Management Services to support Navy MTFs, both CONUS and OCONUS


The Navy envisions award of a firm-fixed priced, indefinite quantity and indefinite delivery contract to at least one firm. 

Period of Performance: a base lot for one-year with four one-year options  
- Pricing Schedule:  

Base Lot: September 1, 2009 through August 31, 2010 (NOTE: timeframe selected for illustration purposes only)
LIST of Military Treatment Facilities (MTFs) immediately follows the pricing schedule. Refer to this list to determine which MTF locations are categorized as CONUS or OCONUS, since the distinction is not strictly based upon geography.







       


            AMOUNT

0001 Denial Management Services               12 months           ______/month =  

            ___________  

         *IAW PWS

         for all Navy MTFs, CONUS 
         & OCONUS
 


       

         Mandatory purchase of these svcs 

         from this contract for all  

         MTFs, CONUS & OCONUS

0002 Third Party Collections/Billing Svcs     12 months           ______/month =  

            ___________  

         IAW PWS 

        Voluntary purchase of these svcs  

         from this contract for all MTFs CONUS

 

         - OCONUS sites do not use TPC system

0003 Other Health Insurance Services
12 months           ______/month =  

            ___________  

          IAW PWS

          Voluntary purchase of these 
          svcs from this contract for all MTFs CONUS
* IAW = In accordance with

CLINs 0002 and 0003 need to be priced so that task orders can be issued against them for various MTFs wanting to purchase either or both CLIN 0002 and 0003 services.  Purchased services may or may not augment government staffing performing these functions.
Medical Treatment Facilities differ in size and services offered:

Major Medical Centers (offers inpatient, outpatient and ancillary svcs)   
Hospitals (inpatient, outpatient and ancillary svcs) 

Clinics (offers outpatient and ancillary svcs only)
Information Available for Pricing – some examples of historic information potentially available for pricing purposes: 

-- Gross billing amount and Gross receipts 

--OHI (MTF level): 


Total Patient Population (retired active duty & beneficiaries)

Top 10 Payers


Current staffing to support OHI

--Denial Management

Total number of claims & dollars billed per month by claim type (i.e. in-patient/outpatient/maybe ancillary) 
Percentage of claims dollars and number of claims denied for reasons other than co-pay, deductible, non-covered, termed, not eligible, no referral/no authorization


Current denial rate


Aging/AR reports, but may just be by inpatient and outpatient only 

Top 10 payers
- List of CONUS & OCONUS Sites
CONUS Sites:

	Navy Medicine West

	NH Camp Pendleton, CA

	NH Lemoore, CA

	NMC San Diego, CA

	NH Twenty Nine Palms, CA

	NH Bremerton, WA

	NH Oak Harbor, WA

	NMCL Pearl Harbor, HI

	NH Guam

	

	Navy Medicine East

	NH Great Lakes, IL

	NH Camp Lejuene, NC

	NH Cherry Point, NC

	NMC Portsmouth, VA

	New England NHC

	   NACC Groton, CT

	   NACC Newport, RI

	   NACC Portsmouth, NH

	   BMC Brunswick, ME

	NH Pensacola, FL

	NH Jacksonville, FL

	NH Charleston, SC

	NH Beaufort, SC

	NBMC Millington, TN

	NH Corpus Christi, TX

	NACC New Orleans, LA

	

	Navy Medicine NCA

	NNMC Bethesda, MD

	NH Patuxent River, MD

	NMCL Annapolis, MD

	NMCL Quantico, VA

	


OCONUS Sites:


NH Okinawa, Japan


NH Yokosuka, Japan


NH Rota, Spain


NH Naples, Italy


NH Sigonella, Italy

- Possible hubs that may be available for use:  
	Navy Medicine West
	DMIS
	UIC
	CHCS HUB
	TPOCS
	TPOCS Server Location

	NH Camp Pendleton
	0024
	68094
	Camp Pendelton
	TPOCS SERVER
	Camp Pendelton

	NH Lemoore
	0028
	66095
	Camp Pendelton
	TPOCS SERVER
	Lemoore

	NMC San Diego
	0029
	00259
	San Diego
	TPOCS SERVER
	San Diego

	NH Twenty Nine Palms
	0030
	35949
	Camp Pendelton
	TPOCS SERVER
	Twenty-nine Palms

	NH Bremerton
	0126
	68095
	Madigan
	TPOCS SERVER
	Bremerton

	NH Oak Harbor
	0127
	66097
	Madigan
	TPOCS SERVER
	Oak Harbor

	NMCL Pearl Harbor
	0280
	68098
	Tripler
	TPOCS SERVER
	Pearl Harbor

	NH Guam
	0620
	68096
	Guam
	TPOCS SERVER
	Guam

	Total NM West
	68096
	68906
	
	
	

	Navy Medicine East
	 
	
	
	
	

	NH Great Lakes
	0056
	00211
	Great Lakes
	TPOCS SERVER
	Great Lakes

	NH Camp Lejuene
	0091
	68093
	Camp Lejuene
	TPOCS SERVER
	Camp Lejuene

	NH Cherry Point
	0092
	66094
	Camp Lejuene
	TPOCS SERVER
	Cherry Point

	NMC Portsmouth, VA
	0124
	00183
	Portsmouth Va
	TPOCS SERVER
	Portsmouth Va

	New England NHC
	
	32185
	NHCNE
	TPOCS SERVER
	Groton

	   NACC Groton
	0035
	
	Groton
	TPOCS SERVER
	Groton

	   NACC Newport
	0100
	
	Groton
	GROTON is the HUB
	Groton

	   NACC Portsmouth, NH
	0321
	
	Groton
	
	Groton

	        BMC Brunswick, ME
	
	
	
	GROTON is the HUB
	Groton

	NH Pensacola
	0038
	00203
	Pensacola
	TPOCS SERVER
	Pensacola

	NH Jacksonville
	0039
	00232
	Jacksonville
	TPOCS SERVER
	Jacksonville

	NH Charleston
	0103
	68084
	Charleston
	TPOCS SERVER
	Charleston

	NH Beaufort
	0104
	61337
	Charleston
	TPOCS SERVER
	Beaufort

	NBMC Millington
	0107
	 
	Pensacola
	TPOCS SERVER
	Pensacola

	NH Corpus Christi
	0118
	00285
	Corpus Christi
	TPOCS SERVER
	Corpus Christi

	NACC New Orleans
	0297
	
	Pensacola
	TPOCS SERVER
	Pensacola

	Total NM East
	68908
	68908
	
	
	

	Navy Medicine NCA
	 
	
	
	
	

	NNMC Bethesda
	0067
	00168
	Bethesda
	TPOCS SERVER
	Bethesda

	NH Patuxent River
	0068
	66098
	Bethesda
	TPOCS SERVER
	Gunter AFB

	NMCL Annapolis
	0306
	00162
	Bethesda
	TPOCS SERVER
	Bethesda

	NMCL Quantico
	0385
	00231
	Bethesda
	TPOCS SERVER
	Quantico

	Total NM NCA
	
	00168
	
	
	


-  Performance Work Statement (PWS).

1.1  The scope and purpose of this performance work statement (PWS) is to contract for services to meet four goals, as directed by the Navy Bureau of Medicine and Surgery (BUMED), hereafter referred to as, Navy Medicine, to (1) achieve 100% of discovery of other health insurance (OHI) and verification for all non-Active Duty beneficiaries, under the age of 65, who seek treatment at Navy medical treatment facilities (MTFs); (2) enhance existing MTF Third Party Collection (TPC) billing and collection programs; (3) enhance existing Denials Management; and (4) track trends in TPC and denials management programs and measure revenue recovery.

1.2  If an IT platform is recommended for use by a vendor, the Contractor shall demonstrate their system application’s ability to interface with Composite Health Care System (CHCS), Third Party Outpatient Collections Systems (TPOCS), or any future billing and collection system and that the system safeguard patient protected health information (PHI) as defined by HIPAA.  Should there be a need for the Contractors to develop additional computerization or interfaces to support any governmental billing services, these additional interfaces created shall meet with Navy directed communications and computer systems security requirements and shall be at the expense of the Contractor IAW all applicable existing DON and local MTF policy and Instructions.   With the exception of the Contractor provided IT solution (Government approved), all other developed tools; i.e., Microsoft Word, Access, Excel, PowerPoint, or other software developed databases, shall become and remain the property of the Government and shall have no affect or impact on monies owed to the Contractors by the Government.

1.3  The Contractor shall provide all personnel, supervision, and services necessary to provide specific services as outlined in Section C-5, utilizing personnel meeting the qualifications as outlined in Section C-8.  

1.4  INDEPENDENT CONTRACTOR.  The services rendered by the Contractor are rendered in the capacity of an independent Contractor.  The Government will evaluate the quality of services for purposes of contract inspection and acceptance. The Contractor shall be solely responsible for any and all liability caused by the acts or omissions of its agents or employees.  The Contractor shall not in any manner represent or infer that it is an instrumentality or agent of the United States Government.  The Contractor shall recognize that the Commander maintains administrative and operational responsibility for all activities within the Command and may take such actions as necessary to preserve and maintain the integrity of the Command, subject to the limitations prescribed by law and U.S. Navy Regulations.

1. 5  MODIFICATIONS.  The Contracting Officer will designate and authorize an individual to act as the Contracting Officer's Representative (COR).  Any such representative appointed will be specifically designated by letter from the Contracting Officer. The COR exclusively represents the Contracting Officer in all technical phases of the work, but is not authorized to issue Change Orders, Supplemental Agreements, or direct any contract performance requiring contractual modification or adjustment. Changes in the Performance Work Statement can only be made by modification properly executed by the Contracting Officer.  All observations made by persons other than the Contracting Officer or the COR are strictly advisory and shall not influence the Contractor's operations except for administrative requirements and responsibilities specified herein.

1.6  BACKGROUND INFORMATION.  This is a nonpersonal services contract covering a professional discipline.  Contracting has been chosen as a strategy to permit expansion of the capacity of DOD facilities by overcoming shortfalls in the numbers of support personnel.  MTF Commanders are ultimately responsible for improving and maintaining compliance for OHI identification and verification, billing, and third party collection programs.  Regardless of contractor support, MTF personnel at clinical and ancillary service points of entry are required to ensure there is a completed DD Form 2569, signed, and dated in the last 12 months.  Contractors shall facilitate this requirement and shall institute a method for obtaining current health insurance coverage information for all categories of patients, other than active duty members, for payment under the TPC programs.   

1.7  QUALITY OF SERVICE.  The services specified in this work statement shall be performed in accordance with established principles and ethics of the healthcare profession.  The Contractor shall comply with applicable provisions of law and the rules and regulations of any and all Governmental authorities and the regulations and standards of the MTF.  The Contractor shall adhere to and comply with all Department of Navy (DON), Bureau of Medicine and Surgery (BUMED) and MTF Instructions and notices which may be in effect during the term of the contract.  

1.6.1  The quality of practice shall meet or exceed reasonable standards of professional practice for billing services as determined by the same authority that governs military and civilian medical professionals working in Cost Recovery Programs as defined in DoD Instruction 6010.15-M, Chapters 1, 2, 3, 4, and “References” page vii to include all future revisions.

1.7  Balanced Billing.  There is no balanced billing of patients.  The only exception are those patients who receive care not entitled to DoD health care IAW AFI 41-115, Authorized Health Care and Health Care Benefits in the Military Health Services System (MHSS).  
1.8  Within 10 calendar days following notification of contract award, Contractors shall provide, in writing to the contracting officer (CO) and contracting officer’s representative (COR) the name of the Contractors’ representative for coordination and implementation of contract services.   Additionally, the representative shall be available telephonically to the CO/COR during normal duty hours to discuss any problem that may arise concerning contract matters relating to daily operation of the contract.   The Contractors’ representative shall not schedule meeting with other contract employees during their scheduled tour of duty.   The Government shall not incur any additional financial liability to the Contractors for any such meetings.  

1.8.1  The Contractors shall notify the MTF Commander or his/her designated representative at least 5 working days in advance of any change in the Contractors’ representative after contract commencement.  Such notification shall be in writing and shall state the name and telephone number of the Contractor’s new representative

1.8.2  The Contractors’ representative shall advise the appropriate CO/COTR 30 calendar days in advance of any staffing changes that develop, such as vacations, continuing education units, personnel turnover or meeting that could impact TPC.  There shall not be disruption or work stoppage in any process to ensure optimal business practices and procedures.

1.9  A non-compete condition in the contractor's employment agreement with its employees that prevents employees of the incumbent from being employed, or accepting offers of employment, by any new contractor to a follow-on task order hinders the government's ability to accomplish the mission of providing continuity of quality medical care to beneficiaries.  By submitting a proposal for a task order resulting from this solicitation the offeror agrees to not enforce any non-compete provisions, if any, against any employee that accepts an offer of employment with any follow-on contractor to provide the same services covered by the provisions of this task order and will not seek reimbursement from the government.

1.10  CONTINUITY OF SERVICES.  Contractors shall ensure sufficient staffing for full coverage throughout the term of this task order.  The Contractor shall coordinate with the CO/COR the use of temporary short-term contract employees in the performance of this task order.  The Government shall not preclude Contractors to subcontract or partner for specific services in support of this PWS.  If Contractors elect to subcontract or partner with another company the Contractors shall provide the names of subcontracted/partnering companies and employees who directly support this effort.  In addition, subcontract or partnering company employees shall meet and comply with the same requirements, as does the primary Contractor.  

SECTION -2 

RESERVED.

SECTION -3
GOVERNMENT FURNISHED ITEMS

3.1  GENERAL.

3.1.1  The Contractor shall provide services at either the contractor’s facility and/or within the Navy Military Treatment Facilities (MTF), as specified in each individual task order.  Government furnished items (e.g., property, supplies, services, etc), will be determined and specified in the individual task order base on location of services provided, except as outlined herein.

3.2  AUTOMATED INFORMATION SYSTEMS.

3.2.1  Composite Health Care System (CHCS) and/or The Armed Force Health Longitudinal Technology Application (AHLTA):  CHCS/AHLTA will be used to generate records and develop reports to meet performance of services.  

CHCS will be used to generate all Inpatient TPC claims.

3.2. 2  Ambulatory Data Module (ADM).  The Government will provide electronic information from the Ambulatory Data Module (ADM) which includes a listing of diagnoses and procedures for the scheduled visit type.

3.2.3  Third Party Outpatient Collection System (TPOCS).  TPOCS will be used to generate records, reports and bills for TPC outpatient billing.  

3.2.4  Contractor system.  The contractor may use their own system separate of CHCS and TPOCS to provide services as outlined herein.  However, CHCS and TPOCS remain the source systems and all data must come from and be input back into these systems.

3.2.5  All systems listed above may be accessed from contractor’s place of business, a Navy HUB location or a pre-existing DoD facility HUB which is utilized/dedicated for similar service delivery if contractor is not located locally at the MTF.

3.3  PUBLICATIONS/FORMS.  The Government will furnish all forms, to include billing forms, and publications required for the contract.  The Contractor is required to comply with various instructions, directives and regulations covering routine administrative, safety and security matters in the same manner as other members of the staff.  Such compliance does not constitute a material expense to the contract.

SECTION -4
CONTRACTOR FURNISHED ITEMS

4.1  SUPPLIES.  The Contractor shall perform services at the contractor’s facility or onsite at the MTF, as specified in the individual task order.  The Contractor shall furnish all personnel, equipment, supplies, and consumables, except those listed as Government‑furnished, required to perform the services described in this contract.

4.2  INSURANCE.

4.2.1 The Contractor shall comply with applicable provisions of the Federal Acquisition Regulations (FAR) 52.237‑7.

4.2.2  The Contractor shall comply with applicable State workers' compensation insurance laws.

SECTION -5

SPECIFIC TASKS

5.1  GENERAL.

5.1.1  The services specified in this work statement shall be performed in accordance with established principles and ethics of working in a healthcare environment.  The Contractor shall comply with applicable provisions of law and the rules and regulations of any and all Governmental authorities and the regulations and standards of the MTF.  The Contractor shall adhere to and comply with all Department of Defense (DoD) (e.g., DoD Instruction 6025.17), Department of Navy (DON), Bureau of Medicine and Surgery (BUMED) and any applicable, local MTF Instructions and notices, which may be in effect during the term of the contract.

5.1.2  The Contractors shall release only medical information required for billing and collection purposes.   Other requests shall be referred to the  COR.

5.1.3  Upon request of the MTF, the  Contractor  shall present a brief presentation on the third party inpatient and outpatient collections and discuss better business practices to the MTF’s Executive Staff.  

5.2  SPECIFIC. 

5.2.1  OTHER HEALTH INSURANCE (OHI).

5.2.1.1  The Contractor shall perform OHI identification and verification for non-Active Duty beneficiaries under the age of 65 who seek medical treatment for ambulatory procedure visits, outpatient visits, observation stays, inpatient services, and for pharmacy services at Navy MTFs upon patient presentation at point of access.  The Contractor shall increase the identification and verification of OHI for patients not reporting insurance coverage and assist the MTF to improve their OHI identification and verification process, with the objective of enhancing the MTF’s existing third party collections program.  The Government will work with the Contractor to obtain electronic information on patients not reporting insurance coverage from the Composite Health Care System (CHCS) in the form of an ADHOC extract data file to accomplish this task.  Unless otherwise specified in the individual task order, the Contractor shall perform services at his/her facility. 

5.2.1.2  The Government will provide a list of patients’ names to the Contractor each month.  From a remote location, the Contractor shall identify and verify OHI on patients not reporting insurance coverage using their commercially developed tools and comparing the list of names provided by the Government to the Contractor’s database of local/State and national health insurance carriers.

5.2.1.3  

The Contractor shall show evidence that information is obtained from a large volume of payers, including major health insurance carriers (e.g., local/State and nationwide) and provide the MTF with a comprehensive list of payers on a semi-annually basis, at a minimum.  The Contractor may contact the insurance carriers directly; however, the Contractor shall make no direct patient contact unless specified in the individual task order.

5.2.1.4  The Contractor shall track the specific number of new OHI identifications or “hits” per month, which may vary from MTF to MTF.  Each individual task order will provide approximate historical workload data for informational purposes to the Contractor (e.g., number of outpatients, number of admissions/inpatients, observations, etc).  The Contractor shall utilize their own existing OHI search engine to identify and verify OHI on the names submitted.  The Contractor shall bill the Government IAW Section B for newly identified and verified OHI information.  The Contractor shall make every effort to validate there is a current DD Form 2569 in the patient record prior to an appointed non-active duty patient encounter and the CHCS is electronically flagged with OHI information.   

5.2.1.5  The Contractor shall screen a patient twice within a twelve-month period to encompass open seasons for non-Active Duty beneficiaries eligible to obtain health insurance from insurance carriers. Once new OHI is identified on screened patients, a second screening is not required during the 12-month period.

5.2.2  THIRD PARTY COLLECTION PROGRAM AND BILLING.

5.2.2.1 Third Party Collection (TPC) Program.

5.2.2.1.1  The Contractor shall maximize for TPC claims submissions (billings), collections, and accounts follow-up to include accounts receivable management, denials management, and appeals, to industry standards.  The Contractor shall utilize existing computerized billing systems; CHCS for all inpatient billing, TPOCS for all automated outpatient billing, and the Charge Master Based Billing (CMBB) System (replacing TPOCS) when implemented and deployed Navy-wide, or demonstrate a proposed IT solution to parallel the Government’s existing billing systems infrastructure.  

5.2.2.1.2  The Contractor shall support MTF staff to improve methodology and management of billing processes and improve data quality of coding through billing audits of claims.  

5.2.2.1.3  The Contractor shall optimize implementation and accomplish electronic/itemized-billing practices.

5.2.2.1.4  The Contractor’s program shall ensure coordination and monitoring of criteria relating to outpatient and inpatient treatment plans to ensure appropriate utilization of services and benefits to achieve maximize returns from the health insurance companies.
5.2.2.1.5  The Contractor shall be responsible for marketing TPC and providing program awareness to MTF personnel and beneficiaries, through training and education. 

5.2.2.2  Billing.

5.2.2.2.1  The Contractor shall establish and maintain a procedure to insure proper billing for all collections and consistent with the MTF’s existing TPC program.   The Contractor shall review medical records when needed for clarification of medical treatment, history of illness, medical tests, accident information or any other clarification for billing purposes.   The Contractor shall prepare and mail or transmit claims to third party payers using the applicable form (e.g., UB-04, the CMS 1500, Health Insurance Claim Form, or other form required by payer), within three (3) business days after coding is completed; or once the hold-time in TPOCS is complete, which ever is the soonest.  The Contractor shall have timely access to the medical records to successfully fulfill requirements.
5.2.2.2.2  Compliance billing guidelines shall be developed and followed using as a starting point the Navy UBO Compliance Plan template.   Inventories and audits shall be performed by the COR to ensure proper billing practices.  Comply with the data elements and code specifications of the National Uniform Billing Committee (NUBC) and the Uniform Claim Forms Task Force for submitting claims to third party payers.   Potential third party liability cases for DoD beneficiaries shall be referred to the Medical Affirmative Claims Section for claims processing.   Medical coding can not be changed on the billing form unless there is prior and written approval from the provider.  

5.2.2.2.3  All Medical Affirmative Claims (MAC) are processed and billed by the Navy Legal Support Office and is outside the scope of this contract.  All Medical Services Accounts (MSA) are processed and billed at the local MTF and are outside the scope of this contract.

5.2.3  DENIALS MANAGEMENT.

5.2.3.1  The Contractor shall conduct follow-up claim inquiries until payment received and/or case is closed or Explanation of Benefits (EOB) is received IAW DoD 6010-15M.   All payments and non-payments shall be reported each month.   Refer valid outstanding claims to the Contractors’ legal council for legal action within 180 days of initial billing, but not more than 270 days from the date of service or visit, unless there is clear evidence the claim shall be paid.  Write-offs shall not occur unless the affected MTF approves the action. The contractor cannot write-off inpatient claims in CHCS.  The contractor shall provide the MTF with supporting documentation to accomplish the write-off.
5.2.3.2  ACCOUNTS RECEIVABLE (A/R).  The Contractors shall manage A/R IAW DoD 6010-15M and any applicable Navy policies and/or Instructions in effect.

5.2.3.3  DENIAL/COLLECTION. Receive EOB process documentation related to payment (using EOB) and post payment and write off code for non-payment in operating billing system(s).   Make copies of EOB for case files and tracking/audit purposes.  Validate accuracy of all claim payments ensuring the insurance carrier has processed the claim properly with a valid explanation given for unpaid or unprocessed charges.  Work with insurance carriers to resolve non-valid payment code denials.  Request appeal from insurance carriers for unauthorized claim denial.   Reconcile with TPC Manager prior to deposit of monies.   Collections for TPC are current year monies and are deposited to year collected, not year billed.  Coordinate with respective MTF clinical records department on any inpatient coding denials by insurance carriers, ensuring that corrections are appropriately made with bills re-submitted to insurance carrier when needed.

5.2.3.4  RECONCILIATION.  Reconcile accounts receivable program by updating notify rosters, aging schedule, and accounts receivable roster for the TPC programs.

5.2.4  Reports.  The contractor shall prepare monthly reports and submit monthly summaries to the COR as outlined herein. 
5.2.4.1  The cash collections from deposits. Defined as the sum of total collections from deposits into appropriate sales code for each respective MTF. DD Form 2570, block 4 (10).
5.2.4.2  The percentage of deposits to collection goal. Defined as percentage of collections from deposits to collection goal to date.

5.2.4.3  The gross accounts/receivable (A/R). Defined as total dollar value of total A/R, regardless of days; DD Form 2570, block 4 (11)

5.2.4.4  The number of Claims processed to date for current FY. Defined as sum of all claims processed electronically and manually.

5.2.4.5  The total claims processed in dollar amount; define as the sum dollar value of claims processed.

5.2.4.6  All contractor created reports must be supported by reports and documentation that is located with in TPOCS and CHCS.

5.2.5  Release Of Information/Confidentiality.  The Contractor shall keep all patient information confidential and shall not release any patient information to unauthorized personnel.  All associated materials deemed relevant to the government, which have been generated by the contractor in the performance of this contract shall remain the exclusive property of the Government.  Any request for information relating to this contract presented to the contractor shall be submitted to the COR. No information shall be released by the contractor without the express written consent by the Government.  Standard HIPAA practices will apply for the handling of all patient information (see Attachment 2).  

5.2.6  Documentation/Files.  The Contractor shall be responsible for creating and maintaining only those Government required records that are specifically cited herein.  All records, files, documents, working papers, and reports provided by the Government shall remain property of the Government.  The contractor shall retain the files received from the MTF for 30 days after the received date. The contractor shall return all files in the agreed upon format to the MTF. The contractor shall not use any of the data for any other purpose and shall not share the data with any other entity, unless it is in direct support of the performance of this contract.

5.2.7  Meetings.  

5.2.7.1  The Government may require an initial visit with the Contractor upon commencement of services.  Such meetings are anticipated to be infrequent and are for purposes of establishing initial contact with the COR and/or other MTF personnel.  The Government reserves the right to conduct periodic meetings to discuss contractor’s performance and assess the quality of the services provided.  

5.2.7.2  The Contractor may request a meeting with the COR as necessary throughout the performance of this contract and such meetings shall be Contractor’s expense. 

5.3  RESERVED.

5.4  PERFORMANCE STANDARDS:   

	DELIVERABLE
	SOW REFERENCE
	DUE DATE

	Provide a comprehensive list of payers.
	5.2.1.3
	Semi-annually, at a minimum

	Track the specific number of new OHI identification or “hits” per month.  
	5.2.1.4
	Monthly; not later than the 5th day of the month.

	Screen patients twice within a 12-month period for other health insurance.
	5.2.1.5
	Monthly; not later than the 5th day of the month.

	Prepare monthly reports and submit monthly summaries to the COR.
	5.2.4
	Monthly; not later than the 5th day of the month.

	Attend periodic meetings
	5.2.7
	As required.


5.5  PERFORMANCE REQUIREMENTS SUMMARY: In addition to ongoing, subjective evaluation of the contractor’s performance and the value of the contractor’s contributions, the following requirements will be objectively evaluated:

	Performance Objective
	Clause Reference
	Method
	Measurement
	Required Performance Standard

	Produce monthly status reports as outlined in the PWS.
	5.2.4 and subparagraphs
	100% Inspection
	Number of reports that are provided timely IAW SOW
	90%

	Prepare monthly reports and submit monthly summaries to the COR.
	5.2.4 and subparagraphs
	100% Inspection
	Number of reports that are provided timely IAW SOW
	90%

	Attend periodic meetings
	5.2.9
	100% Inspection
	Meeting attendance and minutes
	90%


5.6  RESERVED.

5.7.  INFORMATION TECHNOLOGY/SENSITIVE INFORMATION SECURITY REQUIREMENTS

5.7.1. Contractor personnel shall meet the personnel security requirements for Sensitive and Information Technology (IT) positions outlined in Secretary of Navy (SECNAV) Manual M-5510.30 and SECNAV Instruction 5510.30 (most current version).  Department of Navy (DON) IT positions include any position in which the incumbent has access to DON IT systems and/or performs IT-related duties with varying degrees of independence, privilege and/or ability to access and/or impact sensitive data and information.  Use of CHCS and/or AHLTA or access to the data contained therein are illustrative examples of such systems where security requirements apply.

5.7.2  The same level of trustworthiness is required for contractor personnel as is required for Government personnel requiring similar access to and/or processing of proprietary data, information requiring protection under the Privacy Act of 1974, sensitive information, and Government-developed privileged information involving award of contracts; including user level access to DON or DOD networks and information systems, system security and network defense systems, or to system resources providing visual access and/or ability to input, delete or otherwise manipulate sensitive information without controls to identify and deny sensitive information.  As such positions filled under this contract are designated as Non-Critical Sensitive (NCS), and IT-II.

5.7.3  U.S. citizenship is a basic condition for assignment to a designated sensitive IT position.  U.S. citizens who are also dual citizens are not specifically excluded from occupying either sensitive or designated IT positions, however, a dual citizenship status raises foreign influence and foreign preference concerns that will most likely prohibit interim assignment pending favorable investigation and adjudication of these issues.  Eligibility will not be established for persons who hold a foreign passport.  The U.S. citizen reference in the aforementioned regulation(s) make no distinction between those who are U.S. citizens by birth, those who are U.S. nationals, and those who have derived U.S. citizenship  or those who acquired it through naturalization.    For security clearance eligibility purposes, a U.S. citizen is a person born in one of the 50 United States, Puerto Rico, Guam, American Samoa, Northern Mariana Islands, U.S. Virgin Islands, or Panama Canal Zone if the father or mother (or both) is or was a citizen of the United States.  MTF security personnel must validate citizenship of individuals before submitting initial personnel security investigation requests.

5.7.4  The investigative basis for assignment to a designated NCS/IT-II position is a favorably completed and adjudicated National Agency Check with Local Agency and Credit Checks (NACLC) for contractor employees.  

5.7.5  Personnel background investigations and training must be initiated and interim approval/temporary access be granted before access to DOD and DON IT systems/networks or DOD and DON sensitive information is allowed.  

5.7.6  Contractor personnel shall report to the COR to receive MTF specific processing instructions to complete the appropriate personnel security questionnaire, complete and submit the appropriate paperwork for the background investigation or provide proof of a favorable adjudication,  and receive requisite training.  A copy of the temporary access approval shall be provided to the COR upon receipt by the contract employee.  

5.8  HIPAA.  The Contractor shall comply with the Health Insurance Portability and Accountability Act (HIPAA) privacy and security regulations as specified in Attachment 2. 

SECTION -6

RESERVED

SECTION -7

OTHER PROVISIONS

7.1  PLACE OF PERFORMANCE.  The Contractor shall perform services at the Contractor’s facility, unless otherwise specified in the individual task order.  There may be infrequent occasions where the Contractor shall report to the MTF (e.g., meet periodically with the COR, attend status meetings, etc).  The Government will provide advance notification of such meetings.

7.2  PROBLEM EMPLOYEES. 

7.2.1 The Contractor shall not allow contract employees whose judgment is impaired by alcohol, drugs or other mood‑altering conditions to perform under this contract.  

7.2. 2  Employees charged or indicted for a felony shall be removed by the Contractor until the legal process is complete.  If the legal proceeding results in a finding of not guilty on the merits of the case, the employee may be allowed to return to work.  The COR shall be notified.  In all other cases, the employee may be allowed to return only with prior Government approval. 

7.3 STANDARDS OF CONDUCT

7.3.1 The Contractor shall take appropriate corrective action in cases of violations of the Standards of Conduct.  A report of the corrective action taken shall be provided to the Commander, via the COR, for concurrence.

7.3.2  The Contractor shall not employ persons convicted of violations of criminal statutes, felonies, or misdemeanors involving crimes against persons or moral turpitude.  At his own expense, the Contractor shall conduct such background checks of prospective employees as may be necessary to ensure compliance with this paragraph.

7.3.3  Confidentiality of Information.  Unless otherwise specified, all financial, statistical, personnel and/or technical data which is furnished, produced or otherwise available to the Contractor during the performance of this contract are considered confidential business information and shall not be used for purposes other than performance of work under this contract nor be released by the Contractor without prior written consent of the Commander, via the COR.  Any presentation of any statistical or analytical materials, or any reports based on information obtained from the studies covered by this contract, will be subject to review and approval by the Commander, via the COR, before publication or dissemination.

7.4  MISCELLANEOUS PROVISIONS.

7.4.1  The Contractor shall be responsible for payment of all wages and salaries, taxes, withholding payments, penalties, fees, fringe benefits, professional liability insurance premiums, contributions to insurance and pension or other deferred compensation plans including, but not limited to, Workers'  Compensation and Social Security obligations, licensing fees, etc., and the filing of all necessary documents, forms and returns pertinent to all of the foregoing.  The Contractor shall indemnify and hold the Government harmless from and against any and all claims by Contractor employees for the payment or filing of any of the foregoing compensation.  The Contractor agrees to pay all applicable federal, State, and local income taxes, including any and all other Governmental fees, taxes, or expenses levied against it.

SECTION -8

REQUIRED STAFFING LEVELS AND PERSONNEL QUALIFICATIONS

8.1  General.

8.1.1  The generic qualifications for contract personnel are provided herein.  In addition to these qualifications, Contractor employees shall have demonstrable professional capabilities consistent with their education, training, experience, in order to perform the duties as outlined in Section 5 of this work statement.  This section is in no way intended to dictate/prescribe to the Contractor a staffing scheme for the performance of the services delineated in this performance work statement.  

8.1.2  The Contractor shall ensure that employees providing services under this contract are able to read, write, and speak English fluently in order to effectively communicate with all personnel and staff of the MTF.  

8.2  Specific Qualifications.  The contractor shall provide personnel who possess the following minimum qualifications:  

8.2.1  Possess a minimum of three years experience in the civilian medical insurance industry working with healthcare OHI discovery, recovery, billing, and collections.  A minimum of one year’s experience shall have been working with the military healthcare system or other Government entity (e.g., Veteran’s Administration (VA)) medical treatment facility working with OHI discovery/verification, billing, and third party collection programs.

8.2.2  Possess demonstrated experience in computer programs and the necessary knowledge, skills and computer literacy to interpret and apply medical criteria and data analysis utilizing computer application.  

8.2.3   Be a U.S. Citizen.

8.2.4  Personnel Security Investigation Requirements: The contractor shall comply with personnel security investigation requirements as outlined herein and as specified in Attachment 1.

8.2.5  HIPAA business associate agreement:  The contractor shall comply with Attachment 2.

9.  GOVERNMENT POINT OF CONTACT.

9.1.  The Navy Medicine point of contact for coordination of all task order requirements and deliverables is (to be named at time of award).  The contractor shall work collaboratively with Navy Medicine through this point of contact throughout the engagement.  Unless otherwise specified in the individual task order, the Contractor shall perform services at the contractor’s facility.

SECTION H
SPECIAL CONTRACT REQUIREMENTS
1. PRIOR WRITTEN PERMISSION REQUIRED FOR SUBCONTRACTS 
None of the services required by this contract shall be subcontracted to or performed by persons other than the contractor or the contractor's employees without the prior written consent of the Contracting Officer. 
2. RESTRICTION ON THE USE OF GOVERNMENT-AFFILIATED PERSONNEL
Except in very limited cases, the federal criminal statutes at 18 USC 203 and 18 USC 205 bar Government personnel, both active duty and civil service, from working as a contractor employee in a Government workplace, including a medical treatment facility, either as a second job ("moonlighting") or while on terminal leave.  The contractor agrees that, before making an employment offer to an active duty member or a civil servant, it shall inform the individual of the potential applicability of these statutes and further agrees to encourage that individual to seek an advisory opinion from his/her local ethics counsel before accepting an employment offer.  In addition, without the prior written approval of the contracting officer, the contractor shall not use in the performance of this contract any persons currently performing medical or dental services under other Navy contracts.  
3. LIABILITY INSURANCE
3.1. Before commencing work under a contract, the contractor shall certify to the Contracting Officer in writing that the required insurance has been obtained.  The following insurance as referenced in FAR 28.307, is the minimum insurance required:
3.1.1. General liability - Bodily injury liability insurance coverage written on the comprehensive form of policy of at least $500,000 per occurrence.
3.1.2. Automobile liability - Automobile liability insurance written on the comprehensive form of policy.  The policy shall provide for bodily injury and property damage liability covering the operation of all automobiles used in connection with performing the contract.  Policies covering automobiles operated in the United States shall provide coverage of at least $200,000 per person and $500,000 per occurrence for bodily injury and $20,000 per occurrence for property damage.  The amount of liability coverage on other policies shall be commensurate with any legal requirements of the locality and sufficient to meet normal and customary claims.
3.1.3. Workers' compensation and employer's liability - Contractors are required to comply with applicable Federal and State workers' compensation and occupational disease statutes.  If occupational diseases are not compensable under those statutes, they shall be covered under the employer's liability section of the insurance policy, except when contract operations are so commingled with a contractor's commercial operations that it would not be practical to require this coverage.  Employer's liability coverage of at least $100,000 shall be required, except in States with exclusive or monopolistic funds that do not permit workers' compensation to be written by private carriers.
4.  HEALTH CARE WORKER BACKGROUND INVESTIGATION REQUIREMENTS. 

4.1 GENERAL.

4.1.1 Multiple Statutes, Executive Orders, and/or Government Instructions exist that mandate all HCWs performing under this contract/task orders undergo a successfully adjudicated personnel security investigation (commonly known as a background investigation).  Completion of a successfully adjudicated background investigation is a condition of performance.  If a successfully adjudicated background investigation cannot be reached, the Contractor shall immediately remove the HCW from performance under the contract/task order.

4.2. CONTRACTOR REQUIREMENTS.  

4.2.1. It is the contractor’s responsibility to ensure its employees undergo proper criminal history background checks by providing the Government support, cooperation, and active assistance throughout the process.  

4.2.2 Within 30 days prior to performance under a task order, the HCW shall follow the MTF’s procedures for completion of a Standard Form (SF) 85P (Questionnaire for Public Trust Positions) and fingerprints.  The HCW shall return completed forms to the Contracting Officer’s Representative (COR) or proper Government designee for further processing or provide proof of a favorable adjudication, and receive requisite security training at the MTF.   MTF personnel will verify proper completion of the SF 85P, and submit the SF 85P and fingerprints to the Office of Personnel Management (OPM) for processing.   If the MTF security officer grants temporary access to the HCW, a copy of the temporary access approval shall be provided to the COR upon receipt by the HCW.  The contractor and all contractor employees shall provide all reasonable and necessary assistance to the Government to facilitate and complete the background investigation.   

4.2.3. Contractors may elect to, but are not required to, pay for local or state background checks on potential employees prior to proposing the individual for performance under a task order.  These background checks, if performed, will not be accepted as a substitute for the OPM investigation performed by the government.

4.2.4. HCWs who have previously received a successfully adjudicated OPM background investigation must provide proof of the investigation and results or obtain a new one.  

4.2.5. HCWs shall have the right to obtain a copy of any background investigation pertaining to them and to challenge the accuracy and completeness of the information contained in the report.

4.3. CRIME CONTROL ACT OF 1990 REQUIREMENT.

4.3.1. Section 21 of the Crime Control Act of 1990, 42 U.S.C. 13041, as amended by section 1094 of Public Law 1-02-190, requires every facility operated by the Federal Government (or operated under contract with the Federal Government) that hires (or contracts to hire) individuals involved in the provision of child care services to assure that all existing and newly-hired employees undergo a criminal background investigation.  The term "child care services" is defined to include health and mental health care.

4.3.2.  In accordance with 42 U.S.C. 13041(d) the contractor shall ensure that employment applications for potential HCWs contain a question asking whether the individual has ever been arrested for or charged with a crime involving a child, and if so, requiring a description of the disposition of the arrest or charge.  The application shall further state that it is being signed under penalty of perjury, with the applicable Federal punishment for perjury stated on the application.  

4.3.3.  The Government will conduct criminal background investigations for all potential HCWs who will be providing child care services under this contract based on fingerprints obtained by a Government law enforcement office (e.g., local, state, federal, etc.) and a completed SF 85P form (Questionnaire for Public Trust Positions).  

4.3.4.  The COR will identify the appropriate Navy Component for billing purposes and the appropriate security point of contact and/or installation commander who will receive the background results.  

4.3.5.  With written recommendation from the Commanding Officer, and the approval of the Contracting Officer, a HCW with a background investigation pending completion may be permitted to perform work under this contract prior to the completion of the background investigation, provided the HCW is within sight and continuous supervision of an individual with a successful background investigation.

4.4. INFORMATION TECHNOLOGY/SENSITIVE INFORMATION SECURITY REQUIREMENTS

4.4.1. Health care workers shall meet the personnel security requirements for Sensitive and Information Technology (IT) positions outlined in Secretary of Navy (SECNAV) Manual M-5510.30 , SECNAV Instruction 5510.30 (most current version), and the Navy Medicine Information Management Center Non-U.S. Citizen Access to Navy Medicine Information and Network Requirements and Process.  Department of Navy (DON) IT positions include any position in which the incumbent has access to DON IT systems and/or performs IT-related duties with varying degrees of independence, privilege and/or ability to access and/or impact sensitive data and information.  CHCS and AHLTA are illustrative examples of such systems where security requirements apply.

4.4.2.  The same level of trustworthiness is required for HCWs as is required for Government personnel requiring similar access to and/or processing of proprietary data, information requiring protection under the Privacy Act of 1974, sensitive information, and Government-developed privileged information involving award of contracts; including user level access to DON or DOD networks and information systems, system security and network defense systems, or to system resources providing visual access and/or ability to input, delete or otherwise manipulate sensitive information without controls to identify and deny sensitive information.  Access to classified information is not required for performance under this contract. 

4.4.3. U.S. citizenship is a basic condition for assignment to a designated sensitive IT position.  U.S. citizens who are also dual citizens are not specifically excluded from occupying either sensitive or designated IT positions, however, a dual citizenship status raises foreign influence and foreign preference concerns that will most likely prohibit interim assignment pending favorable investigation and adjudication of these issues.  Eligibility will not be established for persons who hold a foreign passport.  The U.S. citizen reference in the aforementioned regulation(s) make no distinction between those who are U.S. citizens by birth, those who are U.S. nationals, and those who have derived U.S. citizenship or those who acquired it through naturalization.    For security clearance eligibility purposes, a U.S. citizen is a person born in one of the 50 United States, Puerto Rico, Guam, American Samoa, Northern Mariana Islands, U.S. Virgin Islands, or Panama Canal Zone if the father or mother (or both) is or was a citizen of the United States.  MTF security personnel must validate citizenship of individuals before submitting initial personnel security investigation requests.

4.4.4. As access to classified information is not required for performance under this contract, the investigative basis for assignment to perform under this contract is a favorably completed and adjudicated National Agency Check (NAC) for contractor employees.   The Facility Access Determination (FAD) program will be used for trustworthiness determinations for contractor personnel at the National Agency Check (NAC) level. 

4.4.5. Personnel background investigations and training must be initiated and interim approval/temporary access be granted before access to DOD and DON IT systems/networks or DOD and DON sensitive information is allowed.  

4.4.6. The Navy manual and instruction referenced in paragraph H.7.2.1 leave open the possibility of a waiver to the policies described herein.  See M-5510.30, Chapter 1-10.  However, neither the contracting officer nor the Commanding Officer of the MTF is authorized to grant such a waiver.  All waiver requests must be forwarded to, and approved by, the Chief of Naval Operations (N09N2).  In the event that the contractor wishes to pursue this course of action, it shall contact the COR of the MTF for the proper administrative procedures.  The Commanding Officer of the MTF, or designee, shall decide if an individual waiver request will be submitted to the CNO.  The mutual understanding of the parties is that waiver requests are rarely, if ever, granted, and further that delays in the processing of, or the failure of the Navy to act favorably on, such a request does not excuse the contractor from performance under this contract. 

4.5 PERSONAL IDENTITY VERIFICATION OF CONTRACTOR PERSONNEL.

4.5.1 The Homeland Security Presidential Directive dated 27 August 2004 requires a mandatory government-wide standard for secure and reliable forms of identification for Federal employees, contractors and HCWs who access federally controlled facilities or have access to Federally controlled IT systems.

4.5.2.   Personnel background investigations must be initiated and an advance fingerprint and NAC results received by the MTF prior to a Common Access Card (CAC) being issued to the HCW.  

4.5.3. See Section 1, FAR 52.204-9 for additional information. 
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Attachment 6
ATTACHMENT 1

INFORMATION TECHNOLOGY/SENSITIVE INFORMATION SECURITY REQUIREMENTS

Contractor personnel shall meet the personnel security requirements for Sensitive and Information Technology (IT) positions outlined in Secretary of Navy (SECNAV) Manual M-5510.30 and SECNAV Instruction 5510.30 (most current version).  Department of Navy (DON) IT positions include any position in which the incumbent has access to DON IT systems and/or performs IT-related duties with varying degrees of independence, privilege and/or ability to access and/or impact sensitive data and information.  Use of CHCS and/or AHLTA is illustrative examples of such systems where security requirements apply.

The same level of trustworthiness is required for contractor personnel as is required for Government personnel requiring similar access to and/or processing of proprietary data, information requiring protection under the Privacy Act of 1974, sensitive information, and Government-developed privileged information involving award of contracts; including user level access to DON or DOD networks and information systems, system security and network defense systems, or to system resources providing visual access and/or ability to input, delete or otherwise manipulate sensitive information without controls to identify and deny sensitive information.  As such positions filled under this contract are designated as Non-Critical Sensitive (NCS), and IT-II.

U.S. citizenship is a basic condition for assignment to a designated sensitive IT position.  U.S. citizens who are also dual citizens are not specifically excluded from occupying either sensitive or designated IT positions, however, a dual citizenship status raises foreign influence and foreign preference concerns that will most likely prohibit interim assignment pending favorable investigation and adjudication of these issues.  Eligibility will not be established for persons who hold a foreign passport.  The U.S. citizen reference in the aforementioned regulation(s) make no distinction between those who are U.S. citizens by birth, those who are U.S. nationals, and those who have derived U.S. citizenship  or those who acquired it through naturalization.      Additional information on U.S. citizenship requirements is contained within SECNAV Manual M-5110.30 and SECNAV Instruction 5510.30.  MTF security personnel must validate citizenship of individuals before submitting initial personnel security investigation requests.

The investigative basis for assignment to a designated NCS/IT-II position is a favorably completed and adjudicated National Agency Check with Local Agency and Credit Checks (NACLC) for contractor employees.  

Personnel background investigations and training must be initiated and interim approval/temporary access be granted before access to DOD and DON IT systems/networks or DOD and DON sensitive information is allowed.  

Contractor personnel shall report to the COR to receive MTF specific processing instructions to complete the appropriate personnel security questionnaire, complete and submit the appropriate paperwork for the background investigation or provide proof of a favorable adjudication,  and receive requisite training.  A copy of the temporary access approval shall be provided to the COR upon receipt by the contract employee.  

The Navy manual and instruction referenced in paragraph 7.2.1 leave open the possibility of a waiver to the policies described herein.  See M-5510.30, Chapter 1-10.  However, neither the contracting officer nor the Commanding Officer of the MTF is authorized to grant such a waiver.  All waiver requests must be forwarded to, and approved by, the Chief of Naval Operations (N09N2).  In the event that the contractor wishes to pursue this course of action, it shall contact the COR of the MTF for the proper administrative procedures.  The Commanding Officer of the MTF, or designee, shall decide if an individual waiver request will be submitted to the CNO.  The mutual understanding of the parties is that waiver requests are rarely, if ever, granted, and further that delays in the processing of, or the failure of the Navy to act favorably on, such a request does not excuse the contractor from performance under this contract. 

ATTACHMENT 2

PRIVACY AND SECURITY OF PROTECTED HEALTH INFORMATION

 

(a) Definitions.  As used in this clause: 

 

Individual has the same meaning as the term “individual” in 45 CFR 164.501 and 164.103 and shall include a person who qualifies as a personal representative in accordance with 45 CFR 164.502(g).

    

Privacy Rule means the Standards for Privacy of Individually Identifiable Health Information at 45 CFR part 160 and part 164, subparts A and E.

    

Protected Health Information has the same meaning as the term “protected health information” in 45 CFR 164.501, limited to the information created or received by The Contractor from or on behalf of The Government.

    

Required by Law has the same meaning as the term “required by law” in 45 CFR 164.501 and 164.103.

 

Secretary means the Secretary of the Department of Health and Human Services or his/her designee.

Security Rule means the Health Insurance Reform: Security Standards at 45 CFR part 160, 162 and part 164, subpart C.

 

Terms used, but not otherwise defined, in this Agreement shall have the same meaning as those terms in 45 CFR 160.103, 164.501 and 164.304.

  

(b)  The Contractor agrees to not use or further disclose Protected Health Information other than as permitted or required by the Contract or as Required by Law.

(c) The Contractor agrees to use appropriate safeguards to prevent use or disclosure of the Protected Health Information other than as provided for by this Contract.

 

(d) The Contractor agrees to use administrative, physical, and technical safeguards that reasonably and appropriately protect the confidentiality, integrity, and availability of the electronic protected health information that it creates, receives, maintains, or transmits in the execution of this Contract. 

    

(e) The Contractor agrees to mitigate, to the extent practicable, any harmful effect that is known to the Contractor of a use or disclosure of Protected Health Information by the Contractor in violation of the requirements of this Contract. 

(f) The Contractor agrees to report to the Government any security incident involving protected health information of which it becomes aware.

 

(g) The Contractor agrees to report to the Government any use or disclosure of the Protected Health Information not provided for by this Contract.

    

(h) The Contractor agrees to ensure that any agent, including a subcontractor, to whom it provides Protected Health Information received from, or created or received by the Contractor on behalf of the Government agrees to the same restrictions and conditions that apply through this Contract to the Contractor with respect to such information.

(i)  The Contractor agrees to ensure that any agent, including a subcontractor, to whom it provides electronic Protected Health Information, agrees to implement reasonable and appropriate safeguards to protect it

(j) The Contractor agrees to provide access, at the request of the Government, and in the time and manner designated by the Government to Protected Health Information in a Designated Record Set, to the Government or, as directed by the Government, to an Individual in order to meet the requirements under 45 CFR 164.524.

 

(k) The Contractor agrees to make any amendment(s) to Protected Health Information in a Designated Record Set that the Government directs or agrees to pursuant to 45 CFR 164.526 at the request of the Government or an Individual, and in the time and manner designated by the Government. 

 

(l) The Contractor agrees to make internal practices, books, and records relating to the use and disclosure of Protected Health Information received from, or created or received by the Contractor on behalf of, the Government, available to the Government, or at the request of the Government to the Secretary, in a time and manner designated by the Government or the Secretary, for purposes of the Secretary determining the Government’s compliance with the Privacy Rule.

    

(m) The Contractor agrees to document such disclosures of Protected Health Information and information related to such disclosures as would be required for the Government to respond to a request by an Individual for an accounting of disclosures of Protected Health Information in accordance with 45 CFR 164.528.

   

(n) The Contractor agrees to provide to the Government or an Individual, in time and manner designated by the Government, information collected in accordance with this Clause of the Contract, to permit the Government to respond to a request by an Individual for an accounting of disclosures of Protected Health Information in accordance with 45 CFR 164.528.

 

General Use and Disclosure Provisions 

 

Except as otherwise limited in this Agreement, the Contractor may use or disclose Protected Health Information on behalf of, or to provide services to, the Government for the following purposes, if such use or disclosure of Protected Health Information would not violate the Privacy Rule, the Security Rule or the Department of Defense Health Information Privacy Regulation if done by the Government: [List Purposes].

 

Specific Use and Disclosure Provisions

 

(a) Except as otherwise limited in this Agreement, the Contractor may use Protected Health Information for the proper management and administration of the Contractor or to carry out the legal responsibilities of the Contractor.

 

 (b) Except as otherwise limited in this Agreement, the Contractor may disclose Protected Health Information for the proper management and administration of the Contractor, provided that disclosures are required by law, or the Contractor obtains reasonable assurances from the person to whom the information is disclosed that it will remain confidential and used or further disclosed only as required by law or for the purpose for which it was disclosed to the person, and the person notifies the Contractor of any instances of which it is aware in which the confidentiality of the information has been breached.

   

(c) Except as otherwise limited in this Agreement, the Contractor may use Protected Health Information to provide Data Aggregation services to the Government as permitted by 45 CFR 164.504(e)(2)(i)(B).

 

(d) Contractor may use Protected Health Information to report violations of law to appropriate Federal and State authorities, consistent with 45 CFR 164.502(j)(1).  

 

Obligations of the Government

 

Provisions for the Government to Inform the Contractor of Privacy Practices and Restrictions 

 

(a) Upon request the Government shall provide the Contractor with the notice of privacy practices that the Government produces in accordance with 45 CFR 164.520, as well as any changes to such notice.

  

(b) The Government shall provide the Contractor with any changes in, or revocation of, permission by Individual to use or disclose Protected Health Information, if such changes affect the Contractor's permitted or required uses and disclosures.

 

(c) The Government shall notify the Contractor of any restriction to the use or disclosure of Protected Health Information that the Government has agreed to in accordance with 45 CFR 164.522.

 

Permissible Requests by the Government

 

The Government shall not request the Contractor to use or disclose Protected Health Information in any manner that would not be permissible under the Privacy Rule if done by the Government, except for providing Data Aggregation services to the Government and for management and administrative activities of the Contractor as otherwise permitted by this clause.

 

Termination

  

(a) Termination. A breach by the Contractor of this clause, may subject the Contractor to termination under any applicable default or termination provision of this Contract. 

 

(b) Effect of Termination.

 

(1)   If this contract has records management requirements, the records subject to the Clause should be handled in accordance with the records management requirements.  If this contract does not have records management requirements, the records should be handled in accordance with paragraphs (2) and (3) below

 

(2)   If this contract does not have records management requirements, except as provided in paragraph (3) of this section, upon termination of this Contract, for any reason, the Contractor shall return or destroy all Protected Health Information received from the Government, or created or received by the Contractor on behalf of the Government. This provision shall apply to Protected Health Information that is in the possession of subcontractors or agents of the Contractor. The Contractor shall retain no copies of the Protected Health Information.

    

(3)   If this contract does not have records management provisions and the Contractor determines that returning or destroying the Protected Health Information is infeasible, the Contractor shall provide to the Government notification of the conditions that make return or destruction infeasible. Upon mutual agreement of the Government and the Contractor that return or destruction of Protected Health Information is infeasible, the Contractor shall extend the protections of this Contract to such Protected Health Information and limit further uses and disclosures of such Protected Health Information to those purposes that make the return or destruction infeasible, for so long as the Contractor maintains such Protected Health Information.

 

Miscellaneous

 

(a) Regulatory References. A reference in this Clause to a section in the Privacy Rule or Security Rule means the section as in effect or as amended, and for which compliance is required.

 

(b) Survival. The respective rights and obligations of Business Associate under the ``Effect of Termination'' provision of this Clause shall survive the termination of this Contract.

    

(c) Interpretation. Any ambiguity in this Clause shall be resolved in favor of a meaning that permits the Government to comply with the Privacy Rule or Security Rule.

 

NATIONAL PROVIDER IDENTIFIER (NPI)

a.  Providers shall obtain/maintain a National Provider Identifier (NPI) in accordance with DOD and MTF policy/instruction.

ATTACHMENT 3

APPLICATION PUBLICATIONS AND FORMS

1.  Publications.


a.  Important URL for researching Uniformed Business Office information and material.

http://www.tricare.osd.mil/ebc/rm_home/ubo_home.cfm
b.  DoD Publications:


DoD 6010.15-M, MTF Uniform Business Office (UBO) Manual


DoD UBO Functional Business Rules for Outpatient Itemized Billing

2.  Available via the Internet (World Wide Web):

http://www.changearchitect.com/rmdg/
ATTACHMENT 4
CONFIDENTIALITY STATEMENT

1. I hereby acknowledge and agree to comply with the standards of confidentiality in accordance with the Health Information Portability and Privacy Act (HIPPA) concerning patient/employee information, equipment, and record storage areas.  

2. Information regarding patients and employees shall be released only with patient/employee written consent or court subpoena.  Records that contain information regarding patient or employee identification, diagnosis, treatment or any other information shall not be released without the authority of a supervisor who has such authority.   

3. I shall ensure that all secured areas (record storage areas) are locked upon exiting.  

4. I shall treat information located in the various systems confidentially and shall access only information required to perform my job.  

5. I understand that failure to adhere to the above statements is in violation of Federal Law including Privacy Act (5USC 522A) and could result in possible disciplinary actions (dismissal, civil and/or criminal prosecution, and/or military Courts martial).  

EMPLOYEE SIGNATURE:  _______________________________

ATTACHMENT 5
DD FORM 2569 and DD FORM 2570

1.  The following link is provided for direct access to DD Form 2569:

http://www.dtic.mil/whs/directives/infomgt/forms/eforms/dd2569.pdf
2.  The following link is provided for direct access to DD Form 2570 (Third Party Collections: Report on Program Results):

http://www.dtic.mil/whs/directives/infomgt/forms/eforms/dd2570.pdf
ATTACHMENT 6
LIST OF DEFINITIONS AND ACRONYMS

AMBULATORY DATA MODULE (ADM):  CHCS module that provides clinical encounter information for clinic services rendered to include coding classifications, provider and patient information.  ADM produces the Standard Ambulatory Data Record (SADR).

AMBULATORY PROCEDURAL VISIT (APV).  An outpatient visit to conduct specific surgical and corrective procedures.

A/R. Accounts Receivable.

ARMED FORCES HEALTH LONGITUDINAL TECHNOLOGY APPLICATION (AHLTA).  A fully integrated information system that provides around the world access to a single data repository of all treatment episodes provided to TRICARE beneficiaries.  The system provides a virtual, longitudinal electronic record ensuring health care providers always have access to current, legible information on population health, wellness and disease management activities.

CDC.  Center for Disease Control.

CMBB.  Charge Master Based Billing.

CMS.  Centers for Medicare and Medicaid Services:  Formerly known as HCFA.

CCE.   Coding and Compliance Editor.  Back-end automated coding edit tool.

COMMANDER/COMMANDING OFFICER.  The individual Naval Officer who has responsibility for the operation of the medical treatment facility (MTF) for which the contract services are provided.

COMPOSITE HEALTH CARE SYSTEM (CHCS).  A fully integrated, automated, medical information system supporting the functions of the AHLTA application at the MTF.  The system supports order entry and results reporting, administration, quality assessment and improvement, resource management, as well as mobilization and mass casualty.  System upgrades periodically occur and support the functional work centers of inpatient and outpatient care facilities, patient administration, patient appointments and scheduling, nursing, laboratory, pharmacy, radiology, and clinical dietetics.

CONTRACTING OFFICER:  A person with the authority to enter into, administers, and/or terminates contracts and makes related determinations and findings.

CONTRACTING OFFICER’S REPRESENTATIVE (COR): A government employee selected and designated in writing by the Contracting Officer to act as his/her designated representative in administering a contract.

CONTRACTOR.  That entity or its representative responsible for the delivery of the services or materials specified in this contract, as designated by contract award.

CPT.  Current Procedural Terminology.  Used for coding medical/surgical services.

DEFENSE ELIGIBILITY ENROLLMENT REGISTRATION SYSTEM (DEERS): System maintains a listing of all eligible Department of Defense patients.

DOB.  Date of Birth.

DOD.  Department of Defense.

DRG.  Diagnosis Related Group.

EMPLOYEE.  For the purpose of this contract, employee means an individual either employed or subcontracted by the Contractor.

EOB.  Explanation of Benefits.

EQUIPMENT.  A moveable object, such as a typewriter, which is used to perform a procedure(s) that results in a work product.

FTE.  Full Time Equivalent

GUI: Graphic User Interface

HCPCS:  Health Care Financing Administration Common Procedural Coding System:  Guidelines for billing and coding.

ICD-9.   International Classification of Diseases:  Codes types of illnesses/injuries.

INPATIENT.  A patient who has been admitted to a hospital or other authorized institution for bed occupancy for purposes of receiving necessary medical care, with the reasonable expectation that the patient will remain in the institution at least 24 hours, and with the registration and assignment of an inpatient number or designation. Institutional care in connection with in and out (ambulatory) surgery is not included in the meaning of inpatient, whether or not an inpatient number or designation is made by the hospital or other institution.

JCAHO.   Joint Commission on Accreditation of Health Care Organizations.  

KPI.  Key Performance Indicator.

LFC.  Local Files Check.

LOE.  Level of Effort.

MEDICAL TREATMENT FACILITY (MTF).  Navy hospitals or clinics, including all activities providing outpatient and/or inpatient health services.

NAC.  National Agency Check

NDC.  National Drug Code:  Used for coding classifications of drugs.

NUBC.  National Uniform Billing Committee

OASD (HA).  Office of the Assistant Secretary of Defense for Heath Affairs

OBSERVATION (OBS).   Services furnished by a hospital including the use of a bed and periodic monitoring by the hospital's nursing or other staff, that are reasonable and necessary to evaluate an outpatient's condition or determine need for possible admission. 

OBSERVATION UNIT.  Patients admitted to an Observation Unit for a 24-hour or less hospital observation period.
OCWP.  Occupational Workman’s Compensation Program.

OSHA.  Occupational Safety and Health Administration.

OTHER HEALTH INSURANCE (OHI): Health insurance held by a beneficiary through an employer (or spouse’s employer) or other public or private insurance program.  

PARC.   Patient Accounting Revenue Cycle.

PROTOCOLS.  Written procedures providing basic guidelines for the management of specific types of situations related to medical patients, healthcare personnel, and/or medical treatment facilities (MTF's).

QAE.  Quality Assurance Evaluator. 

QUALITY IMPROVEMENT (MEDICAL).  An ongoing program designed to objectively and systematically monitor and evaluate the quality and appropriateness of patient care, pursue opportunities to improve patient care, and resolve identified problems.

QUALITY CONTROL.  Those actions taken by a Contractor to control the provision of services so that they meet the requirements of the Performance Work Statement.

SSN.  Social Security Number.

TMA.  TRICARE Management Activity.

THIRD PARTY COLLECTIONS (TPC).   TPC activities involve the billing of third-party payers on behalf of beneficiaries for treatment provided in MTFs.  
THIRD PARTY OUTPATIENT COLLECTIONS SYSTEMS (TPOCS).  DoD System used to receive billing and collections data from CHCS for processing claims.

UBO.   Uniformed Business Office.

