PERFORMANCE WORK STATEMENT 
CLEAR AND LEGIBLE REPORTING SERVICES


1.0 INTRODUCTION
Implementation of the next generation Tricare contracts (T-3) has necessitated changes in referral/consultation processing. The tracking, managing and obtaining of results (commonly referred to as clear and legible reports, (CLRs)), for referrals to and from civilian providers, is the sole responsibility of the respective medical treatment facility (MTF). Additionally, MTFs must provide reports for care rendered within the MTF, as a result of a Right of First Refusal, to the referring civilian provider. 

The Joint Commission requires that all referrals be tracked and accounted. The Accreditation Association for Ambulatory Health Care requires that reports, histories and physicals, progress notes and other patient information (such as laboratory reports, x-ray readings, operative reports, and consultations) are reviewed and incorporated into the record in a timely manner. Network providers must provide clearly legible reports (CLRs)—which include consultation reports, operative reports and discharge summaries—to the referring military treatment facility (MTF). The CLRs contain a patient's identifying information such as date of birth, name, sponsor SSN, etc. The requirement to submit CLRs applies to care referred from an MTF and assists the MTF in meeting The Joint Commission requirements. 
2.0 SCOPE 
The medical administrative support services support MTF business operations.  CLR services are required at Navy Medicine OCONUS MTFs, and their branch health clinics (identified in MTF-specific orders), that are listed below.  The purpose of the work is to facilitate the proper, efficient and expeditious movement of specialty referral results to and from civilian providers.         	 

FY13, FY14, and FY15 CLR Estimates
	
	FY13 CLR estimate
	FY14 CLR estimate
	FY15 CLR estimate

	
	
	
	

	 NH SIGONELLA
	
	
	

	 NAVAL HELATH CLNIC BRANCH 
	
	
	

	 NH NAPLES
	900
	960
	1000

	 NH ROTA
	
	
	



The following Table reflects FY 2012 Fiscal Month 8 MTF Enrollment* 

	Medical Treatment Facility Enrollment Site (Parent)
	Enrollee Count

	NH ROTA
	2668

	NH SIGONELLA
	8276

	NH BREMERTONBranch Clinic Bahrain
	3240132401

	NH NAPLES
	5506

	
	

	
	

	
	

	
	

	
	

	
	


**Source: M2, Tricare Relationship data, enrollee count, MTF Military Service=Navy; Enrollment Group=Prime; Number of Enrollees aggregated to MTF Parent, FY2012 (through FM8) 

The scope of the services involves the administrative review of all incoming CLRs for accuracy, completeness, and legibility and posting of consultation reports for patients referred both to and from civilian network providers.  If an incoming report does not meet the CLR standards, the civilian physician's office must be contacted for an acceptable report. The contractor shall notify MTF providers when a CLR is posted; monitor timelines of incoming CLRs.   During the initial contract period of performance the contractor shall initiate chase for delinquent CLRs (defined above).   The contractor shall provide CLR receipts validation and shall cross-check referral authorizations against claims adjudicated.  As part of the contractor’s Quality Control Plan, the contractor shall ensure that all network referral CLRs have correct disposition or are annotated as a non-appointed referral.  The contractor shall track all consult updates or status changes per the TRICARE contractor’s referral authorization process, and shall track and document customer feedback in CHCS/AHLTA/Referral Tracking databases/Audio Communicator Reports.   

The contractor shall use various software applications to record, retrieve, correct, merge, query or print data and reports. Programs and software utilized by the Government and TRICARE contractor include CHCS, DEERS, access to data databases, electronic fax applications, Referral Management System/Referral Management System Tracking and Reports and AHLTA.  The contractor shall use Microsoft Office products including Outlook, Word, Excel, and Access.

3.0 REQUIREMENTS 

3.1 Basic Requirements

Contractor support is required to provide administrative support services to facilitate processing of Clear and Legible Reporting requirements at Navy Medical Treatment Facilities.  This Performance Work Statement (PWS) specifies the tasks to be performed, deliverables to be provided and performance objectives to be met in support of the Uniform Business Office, Access to Care Objectives, and quality patient care.  

The Contractor shall furnish all work, management, supervision, labor and materials necessary to ensure the effective and efficient performance of functions identified throughout this PWS which make up this requirement. The Contractor must be capable of providing flexible, responsive, and high quality services and support.  The Contractor will conduct travel and reviews that are necessary to ensure the effective and efficient performance of functions identified throughout this PWS which make up this requirement.

3.1.1 Period of Performance
Work shall be performed from 01 June 2013 to 30 April 2014.

3.2 Performance Requirements
The contractor shall perform the following services.  It is strongly recommended that the detailed information in available in Section 4, Mandatory References be consulted.  

3.2.1.
The contractor shall complete referrals within the Medical Treatment Facility (MTF); shall identify problem areas and provide guidance to staff to correct errors; and shall advise MTF RMC staff on referral tracking procedures.   

3.2.2.
All specialty care and Right of First Refusal (ROFR) referrals/consults shall be managed per current TMA, Tricare TRICARE Regional Contractor, and MTF referral management policies and guidance. All specialty care referrals will be appointed to the MTF/Direct Care System within prescribed ATC Standards or referred to the local network.

3.2.3.
Complete routine periodic reports that include, for example, percentage of referrals that are verified or closed correctly, and ensure all referrals that are deferred to the network are appropriately closed, i.e. results obtained or facility administratively closed the referral. 

3.2.4. 
The contractor shall properly document patient responses in CHCS, AHLTA, and the Referral Management System/Referral Management System Tracking Reports; shall provide notification to the referring provider of patient requests to cancel referrals, if patient is unable to be reached to schedule network appointment or if patient does not show for scheduled network appointment.

3.2.5.
The contractor shall retrieve referrals sent from the TRICARE Regional Contractor and apply processes necessary for acceptance or denial by the MTF.  The contractor should proactively seek assistance when indicated by guidelines, Standard Operating Procedures and/or when questions arise. The contractor shall maintain a customer centered focus in all activities. 

3.2.6.
The contractor shall contact civilian provider offices or the patient directly to determine if patient was seen and if so, acquire referral results; shall properly close referrals in CHCS and the Referral Management System/Referral Management System Tracking Reports appropriately and shall forward an informational advisement of the referral status to the initiating MTF provider or PCM.  If patient is not seen in a civilian office, the contractor shall contact the patient to assist the patient in completing their care. Contacts shall be documented per MTF instruction.  


3.2.78.
The contractor shall assist with the return of completed consult reports to civilian providers or other external providers for patients seen within the MTF under the Right of First Refusal (ROFR).  ROFRs shall be processed within the time limits outlined in the TRICARE Operations Manual, Chapter 8, Section 5.

3.2.98.
The contractor shall establish/maintain suspense files for referrals deferred to network and shall compile and maintain data for reporting and tracking purposes. 

3.2.109.
Automated systems utilized include CHCS, DEERS, and TRICARE Managed Care Support Contractor databases.  The contractor shall use electronic fax or other designated systems to receive and download all results generated by the TRICARE Contractor to meet contract requirements.  The contractor shall use various software applications to record, retrieve, correct, merge, query or print data and/or reports and shall maintain files on contact information for civilian medical facilities. 

3.3. Minimum Qualifications 
The contractor shall provide personnel having certain minimum levels of training and experience.  The minimum qualifications are listed below.  

High school diploma or GED certificate;

One year of experience providing medical administrative support services;

Be a U.S. Citizen per Attachment AC;

Be able to obtain a Visa to live and work in the country that the service will be performed.  


Maintain current certification in American Heart Association Basic Life Support (BLS) for Healthcare Providers; American Heart Association Healthcare Provider Course; American Red Cross CPR (Cardio Pulmonary Resuscitation) for the Professional Rescuer; or equivalent. Training shall be the responsibility of the contractor and is at no cost to the Government.  Contract employees, not in possession of current certification, must acquire certification prior to initiating contract performance.  Web based classes do not meet these standards.  A copy of the Navy Medicine BLS instruction may be obtained from the World Wide Web at: http://navymedicine.med.navy.mil/Files/Media/directives/1500-15a.pdf.

4.2.3. Requirements for Qualification Package
At least 10 work days prior to commencement of services, the contractor shall submit a qualifications package to the COR for each of their employees.  The contractor shall maintain a complete copy of the qualification package for each of its employees for the duration of the contract.  It is emphasized that the file and the documents therein shall be kept current and shall be made available for Government inspection upon request. The contractor shall maintain a list of all individuals who have approved for service under this contract.  The contractor shall provide a copy of the list to the COR as required to maintain currency of the Government’s information.  

4.0 Special Requirements 

4.1 Security and Safety  
Upon contract award, the contractor shall contact the MTF CORs for the Command and/or Base Security Office point of contact, address, and phone number for the specific command security access requirements (http://www.dami.army.pentagon.mil/site/IndustSec/DD254.aspx). DD Forms 254: If there is a need for the Contractor to have access to classified information, a DD254 will be required to be completed by the requiring activity’s Security Manager and submitted with the PWS with the proper information completed in the basic DD Form 254.  NOTE: All contractor personnel with access to unclassified information systems, including e-mail, shall have at a minimum a favorable National Agency Check (NAC).  All contractor personnel with access to PII must complete an SF86 but this is not a reason, in and of itself, to include a DD254 on the contract. 

4.1. PERSONAL IDENTITY VERIFICATION OF CONTRACTOR PERSONNEL
The Homeland Security Presidential Directive dated 27 August 2004 requires a mandatory government-wide standard for secure and reliable forms of identification for Federal employees, Contractors and contract employees who access federally controlled facilities or have access to Federally controlled IT systems.  See Section I of this contract, FAR 52.204-9 for additional information. 

4.1.1. MEDICAL CONTRACTOR ACCESS TO FEDERALLY CONTROLLED FACILITIES AND/OR UNCLASSIFIED SENSITIVE INFORMATION OR UNCLASSIFIED IT SYSTEMS

Medical Contractor Access to Federally Controlled Facilities and/or Unclassified Sensitive Information or Unclassified IT Systems (DEC 2011) 

This clause applies to contractor employees requiring physical access to any area of a federally controlled base, facility or activity and/or requiring access to Privacy Act information on a DoD computer/network.  It is the responsibility of the command/facility where the work is performed to ensure compliance.  

Each contract health care worker providing services at a Navy command under this contract is required to obtain a Common Access Card.  Additionally, depending on the level of computer/network access, that contract health care worker will also require a successful investigation as detailed below.

CONTRACTOR’S SECURITY REPRESENTATIVE
The contractor shall designate an employee to serve as the Contractor’s Security Representative.  Within three work days after contract award, the contractor shall provide to the Navy Command’s Security Manager and the Contracting Officer, in writing, the name, title, address and phone number for the Contractor’s Security Representative.  The Contractor’s Security Representative shall be the primary point of contact on any security matter.  The Contractor’s Security Representative shall not be replaced or removed without prior notice to the Contracting Officer.  

ACCESS TO FEDERAL FACILITIES
Homeland Security Presidential Directive (HSPD)-12, requires government agencies to develop and implement Federal security standards for Federal employees and contractors.  The Deputy Secretary of Defense Directive-Type Memorandum (DTM) 08-006 – “DoD Implementation of Homeland Security Presidential Directive – 12 (HSPD-12)” dated November 26, 2008 (or its subsequent DoD instruction) and Navy implementing memorandum dated May 28, 2010 direct implementation of HSPD-12.  This clause is in accordance with HSPD-12 and its implementing directives.  Per HSPD-12 and implementing guidance, all contract health care workers working at a federally controlled base, facility or activity under this clause will require a Common Access Card.

ACCESS TO DOD SYSTEMS
In accordance with SECNAV M-5510.30, contractors who require access to DoD networks are categorized as IT-I, IT-II, or IT-III.  This clause applies to contractors who require IT-II privileged access  to a DoN or  DoD unclassified computer/network; the IT-II level, defined in detail in SECNAV M-5510.30, includes positions which require access to information protected under the Privacy Act, to include Protected Health Information (PHI) .  All contract health care worker positions under this contract require access to Privacy Act protected information and are therefore categorized as no lower than IT-II.  

PROCEDURES
To obtain a favorable determination, each contractor employee must have a favorably completed National Agency Check with Local Credit Checks (NACLC) which consists of a NACI including a FBI fingerprint check plus credit and law enforcement checks.  Each contractor employee is required to complete:

•	SF-86 Questionnaire for National Security Positions (or equivalent OPM investigative product)
•	Two FD-258 Applicant Fingerprint Cards
•	Original Signed Release Statements

Failure to provide the required documentation at least 30 days prior to the individual’s start date shall result in delaying the individual’s start date.  To maintain continuing authorization for an employee to access Privacy Act information on a DoD unclassified computer/network,   the contractor shall ensure that the individual employee has a current requisite background investigation.  The Contractor’s Security Representative shall be responsible for initiating reinvestigations as required and ensuring that background investigations remain current (not older than 10 years) throughout the contract performance period.

When access to IT systems is required for performance of the contractor employee’s duties, such employees shall in-process with the Navy Command’s Security Manager and Information Assurance Manager upon arrival to the Navy command and shall out-process prior to their departure at the completion of the individual’s performance under the contract.  Completion and approval of a System Authorization Access Request Navy (SAAR-N) form is required for all individuals accessing Navy Information Technology resources.  The SAAR-N shall be forwarded to the Navy Command’s Security Manager at least 30 days prior to the individual’s start date.  Failure to provide the required documentation at least 30 days prior to the individual’s start date shall result in delaying the individual’s start date. 
     
When required to maintain access to required IT systems or networks, the contractor shall ensure that all employees requiring access complete annual Information Assurance (IA) training, and maintain a current requisite background investigation.  The Contractor’s Security Representative shall contact the Command Security Manager for guidance when reinvestigations are required.  

The Contractor’s Security Representative shall ensure that each individual employee pending assignment shall accurately complete the required forms for submission to the Navy Command Security Manager.  The Contractor’s Security Representative shall screen the investigative questionnaires for completeness and accuracy and for potential suitability/security issues prior to submitting the request to the Navy Command’s Security Manager.  Forms and fingerprint cards may be obtained from the Navy Command’s Security Manager.  These required items, shall be forwarded to the Navy Command's Security Manager for processing at least 30 days prior to the individual employee’s anticipated date for reporting for duty.  The Navy Command’s Security Manager will review the submitted documentation for completeness and accuracy prior to submitting it to the Office of Personnel Management (OPM).  Suitability/security issues identified by the Navy may render the contract employee ineligible for the assignment.    An unfavorable determination made by the Navy is final (subject to SF 86 appeal procedures) and such a determination does not relieve the contractor from meeting any contractual obligation under the contract.  If contractor employees already possess a current favorably adjudicated investigation, the Navy Command’s Security Manager will use the Visit Authorization Request (VAR) via the Joint Personnel Adjudication System (JPAS).  The contractor shall include the IT Position Category per SECNAV M-5510.30 for each employee designated on a VAR.  The VAR requires annual renewal for the duration of the employee’s performance under the contract. 

The Navy Command’s Security Manager will forward the required forms to OPM for processing.  Once the investigation is complete, the results will be forwarded by OPM to the DON Central Adjudication Facility (CAF) for a eligibility determination.  

DENIAL OF ACCESS
The potential consequences of any requirements under this clause including denial of physical or system access in no way relieves the contractor from the requirement to execute performance under the contract within the timeframes specified in the contract.  Contractors shall plan ahead in processing their employees and subcontractor employees. The contractor shall insert this clause in all subcontracts when the subcontractor is permitted to have physical access to a federally controlled facility and/or access to a federally-controlled information system/network and/or access to government information.

INTERIM ACCESS
The Navy Command's Security Manager may authorize issuance of a CAC card and interim access to a DoN or DoD unclassified computer/network upon a favorable review of the SF-86 questionnaire and advance fingerprint results.  When the results of the investigation are received and a favorable determination is not made, contractor employees working on the contract under interim access shall be removed immediately and will no longer be authorized to work on the contract.   

HIPAA PRIVACY AND SECURITY BUSINESS ASSOCIATE AGREEMENT DEPARTMENT OF DEFENSE

Introduction

       In accordance with DoD 6025.18-R “Department of Defense Health Information Privacy Regulation,” January 24, 2003, the Contractor meets the definition of Business Associate. Therefore, a Business Associate Agreement is required to comply with both the Health Insurance Portability and Accountability Act (HIPAA) Privacy and Security regulations. This clause serves as that agreement whereby the Contractor agrees to abide by all applicable HIPAA Privacy and Security requirements regarding health information as defined in this clause, and in DoD 6025.18-R and DoD 8580.02-R, as amended. Additional requirements will be addressed when implemented.

(a) Definitions. As used in this clause generally refer to the Code of Federal Regulations (CFR) definition unless a more specific provision exists in DoD 6025.18-R or DoD 8580.02-R.

[bookmark: _DV_C14]Individual has the same meaning as the term “individual” in 45 CFR 160.103 and shall include a person who qualifies as a personal representative in accordance with 45 CFR 164.502(g).

Privacy Rule means the Standards for Privacy of Individually Identifiable Health Information at 45 CFR part 160 and part 164, subparts A and E.

[bookmark: _DV_C16][bookmark: _DV_C17]Protected Health Information has the same meaning as the term “protected health information” in 45 CFR 160.103, limited to the information created or received by the Contractor from or on behalf of the Government pursuant to the Contract. 

Electronic Protected Health Information has the same meaning as the term “electronic protected health information” in 45 CFR 160.103.

[bookmark: _DV_M36]	Required by Law has the same meaning as the term “required by law” in 45 CFR 164.103.

Secretary means the Secretary of the Department of Health and Human Services or his/her designee.

Security Rule means the Health Insurance Reform: Security Standards at 45 CFR part 160, 162 and part 164, subpart C.

Terms used, but not otherwise defined, in this Clause shall have the same meaning as those terms in 45 CFR 160.103, 164.501 and 164.304.

(b) The Contractor shall not use or further disclose Protected Health Information other than as permitted or required by the Contract or as Required by Law.

(c) The Contractor shall use appropriate safeguards to prevent use or disclosure of the Protected Health Information other than as provided for by this Contract.

[bookmark: _DV_C21](d) The Contractor agrees to use administrative, physical, and technical safeguards that reasonably and appropriately protect the confidentiality, integrity, and availability of the electronic protected health information that it creates, receives, maintains, or transmits in the execution of this Contract. 

[bookmark: _DV_M49](e) The Contractor agrees to mitigate, to the extent practicable, any harmful effect that is known to the Contractor of a use or disclosure of Protected Health Information by the Contractor in violation of the requirements of this Clause. 

(f) The Contractor shall report to the Government any security incident involving protected health information of which it becomes aware.

[bookmark: _DV_C25][bookmark: _DV_M52](g) The Contractor shall report to the Government any use or disclosure of the Protected Health Information not provided for by this Contract of which the Contractor becomes aware.

(h) The Contractor shall ensure that any agent, including a subcontractor, to whom it provides Protected Health Information received from, or created or received by the Contractor, on behalf of the Government, agrees to the same restrictions and conditions that apply through this Contract to the Contractor with respect to such information.

(i) The Contractor shall ensure that any agent, including a subcontractor, to whom it provides electronic Protected Health Information, agrees to implement reasonable and appropriate safeguards to protect it.

[bookmark: _DV_C26][bookmark: _DV_M58][bookmark: _DV_M59](j) The Contractor shall provide access, at the request of the Government, and in the time and manner reasonably designated by the Government to Protected Health Information in a Designated Record Set, to the Government or, as directed by the Government, to an Individual in order to meet the requirements under 45 CFR 164.524.

[bookmark: _DV_M62][bookmark: _DV_C28](k) The Contractor shall make any amendment(s) to Protected Health Information in a Designated Record Set that the Government directs or agrees to pursuant to 45 CFR 164.526 at the request of the Government, and in the time and manner reasonably designated by the Government.

[bookmark: _DV_C29](l) The Contractor shall make internal practices, books, and records relating to the use and disclosure of Protected Health Information received from, or created or received by the Contractor, on behalf of the Government, available to the Government, or at the request of the Government to the Secretary, in a time and manner reasonably designated by the Government or the Secretary, for purposes of the Secretary determining the Government’s compliance with the Privacy Rule.

(m) The Contractor shall document such disclosures of Protected Health Information and information related to such disclosures as would be required for the Government to respond to a request by an Individual for an accounting of disclosures of Protected Health Information in accordance with 45 CFR 164.528.

[bookmark: _DV_C30](n) The Contractor shall provide to the Government or an Individual, in time and manner reasonably designated by the Government, information collected in accordance with this Clause of the Contract, to permit the Government to respond to a request by an Individual for an accounting of disclosures of Protected Health Information in accordance with 45 CFR 164.528.

General Use and Disclosure Provisions

       Except as otherwise limited in this Clause, the Contractor may use or disclose Protected Health Information on behalf of, or to provide services to, the
Government for treatment, payment, or healthcare operations purposes, in accordance with the specific use and disclosure provisions below, if such use or disclosure of Protected Health Information would not violate the HIPAA Privacy Rule, the HIPAA Security Rule, DoD 6025.18-R or DoD 8580.02-R if done by the Government.

Specific Use and Disclosure Provisions

(a) Except as otherwise limited in this Clause, the Contractor may use Protected Health Information for the proper management and administration of the Contractor or to carry out the legal responsibilities of the Contractor.

(b) Except as otherwise limited in this Clause, the Contractor may disclose Protected Health Information for the proper management and administration of the Contractor, provided that disclosures are required by law, or the Contractor obtains reasonable assurances from the person to whom the information is disclosed that it will remain confidential and used or further disclosed only as required by law or for the purpose for which it was disclosed to the person, and the person notifies the Contractor of any instances of which it is aware in which the confidentiality of the information has been breached.

(c) Except as otherwise limited in this Clause, the Contractor may use Protected Health Information to provide Data Aggregation services to the Government as permitted by 45 CFR 164.504(e)(2)(i)(B).

(d) Contractor may use Protected Health Information to report violations of law to appropriate Federal and State authorities, consistent with 45 CFR 164.502(j)(1).

Obligations of the Government

       Provisions for the Government to Inform the Contractor of Privacy Practices and Restrictions

[bookmark: _DV_C32](a) The Government shall provide the Contractor with the notice of privacy practices that the Government produces in accordance with 45 CFR 164.520. 

(b) The Government shall provide the Contractor with any changes in, or revocation of, permission by Individual to use or disclose Protected Health Information, if such changes affect the Contractor’s permitted or required uses and disclosures.

(c) The Government shall notify the Contractor of any restriction to the use or disclosure of Protected Health Information that the Government has agreed to in accordance with 45 CFR 164.522.

Permissible Requests by the Government

[bookmark: _DV_C35]       The Government shall not request the Contractor to use or disclose Protected Health Information in any manner that would not be permissible under the HIPAA Privacy Rule, the HIPAA Security Rule, or any applicable Government regulations (including without limitation, DoD 6025.18-R and DoD 8580.02-R) if done by the Government, except for providing Data Aggregation services to the Government and for management and administrative activities of the Contractor as otherwise permitted by this clause.

Termination

(a) Termination. A breach by the Contractor of this clause, may subject the Contractor to termination under any applicable default or termination provision of this Contract.

	(b) Effect of Termination.

(1) If this contract has records management requirements, the records subject to the Clause should be handled in accordance with the records management requirements. If this contract does not have records management requirements, the records should be handled in accordance with paragraphs (2) and (3) below

(2) If this contract does not have records management requirements, except as provided in paragraph (3) of this section, upon termination of this Contract, for any reason, the Contractor shall return or destroy all Protected Health Information received from the Government, or created or received by the Contractor on behalf of the Government. This provision shall apply to Protected Health Information that is in the possession of subcontractors or agents of the Contractor. The Contractor shall retain no copies of the Protected Health Information.

(3) If this contract does not have records management provisions and the Contractor determines that returning or destroying the Protected Health Information is infeasible, the Contractor shall provide to the Government notification of the conditions that make return or destruction infeasible. Upon mutual agreement of the Government and the Contractor that return or destruction of Protected Health Information is infeasible, the Contractor shall extend the protections of this Contract to such Protected Health Information and limit further uses and disclosures of such Protected Health Information to those purposes that make the return or destruction infeasible, for so long as the Contractor maintains such Protected Health Information.

Miscellaneous

(a) Regulatory References. A reference in this Clause to a section in DoD 6025.18-R, DoD 8580.02-R, Privacy Rule or Security Rule means the section currently in effect or as amended, and for which compliance is required. 

[bookmark: _DV_C36](b) Survival. The respective rights and obligations of Business Associate under the “Effect of Termination” provision of this Clause shall survive the termination of this Contract.  

(c) Interpretation. Any ambiguity in this Clause shall be resolved in favor of a meaning that permits the Government to comply with DoD 6025.18-R, DoD 8580.02-R, the HIPAA Privacy Rule or the HIPAA Security Rule.

4.2. Transition of Services
The work required by the contract is new MTF work that has been transferred from the Managed Care Support Contractors.  The number of MCSC personnel performing the work is unknown.  The contractor shall assist their employees to meet the following on-boarding requirements.  

4.2.1. Occupational Health Requirements for Administrative Support Services (Category 2 Health Care Workers) 

4.2.1.1.
The requirements are provided on the Health Examination and Immunization/Screening Requirement Form, the current version of which is available at:   http://www2.nmlc.med.navy.mil/handbooks/Physical%20Exam%20and%20Immunization%20Form.pdf.  The MTF will identify any contract employees who are not required to submit this documentation after contract award.  Declinations shall only be permitted based on either the contract employee’s religious convictions or medical contraindications (as documented by a qualified health care provider).  

4.2.1.3.2.
The contractor shall comply with infection control guidelines to include the proper handling, storage, and disposal of infectious wastes and the use of universal precautions to prevent the spread of infections.  

4.2.1.4. Managing the Clinical Risk in the Work Environment
The work environment inherently involves risks typically associated with the performance of job duties. The contract employee may be exposed to contagious diseases, infections and flying debris, requiring the wearing of personal protection equipment such as scrub attire, gloves, masks, and eye protection.

4.2.1.4.1.
In the event of an exposure, the Contractor and the MTF will cooperate, in accordance with applicable MTF policy, regarding offering appropriate post-exposure testing to the affected contract employee and the MTF will use its best efforts to appropriately test the source patient and obtain the patient’s consent to disclose the test results to the contract employee and the Contractor.  The Contractor will be responsible for providing appropriate follow-up medical care and counseling, if applicable, and record-keeping.

4.2.1.4.2.
A contract employee with a bona fide medical emergency occurring while on duty, or with an on-the-job injury, will be provided stabilizing medical care according to the procedures of the MTF.  The contractor shall reimburse the Government for all medical services provided unless the contract employee is otherwise entitled to Government provided medical services.

4.2.1.4.3
All accidents which may arise out of or in connection with the performance of services required herein, and which result in injury, death or property damage, shall be reported to the Safety Department and the COR immediately and to the MTF QI Department within 24 hours.  Verbal reports shall be followed with written reports within 24 hours.  Statements of witnesses shall be included.  If any claim is made by a third party against the contractor on account of any accident which occurs in connection with the performance of this contract, the contractor shall promptly report the facts in writing to the Command Legal Advisor, the MTF QI Department, the Command Safety Department, and the COR.

4.2.1. Orientation Requirements 
Contract employees shall attend and complete orientation within 30 days following employee start date.  The contractor shall complete the following orientation requirements. This training shall occur during normal working hours and will require approximately 40 hours to complete.

4.2.1.1. Command Orientation
Command Orientation is provided by the MTF and consists of annual training requirements for topics such as but not limited to fire, safety, infection control, family advocacy, Chemical, Biological, Radiological, Nuclear, and Explosive Events (CBRNE) Basic Awareness, and various Navy required on-line trainings.

4.2.1.2. Information Systems Orientation
Contract employees shall attend Information Systems Orientation which includes the Composite Health Care System / Armed Forces Health Longitudinal Technology Application (CHCS/AHLTA), and other data systems and applications necessary for contract performance.  

4.2.1.3.
On a case-by-case basis, the Government may waive orientation sessions if the contract employee(s) is (are) currently or has (have) previously worked at the MTF. 
 
4.2.1.4.
Contract employees shall complete all command required training, including but not limited to Diversity, HIPAA, and Navy Knowledge Online courses.

4.2.1.5.
Contract employees providing service under this contract or resultant delivery orders shall undergo an orientation and shall complete mandatory Navy and DoD on-line training as indicated above.  DoD on-line training may require that the HCW enter their Social Security Number to document and track compliance with training requirements.

4.2.2. Emergency Preparedness Plan 
The contractor shall participate in executing the Emergency Preparedness Plan (drills and actual emergencies) as scheduled by the MTF (typically semiannually).  The MTF maintains a personnel re-call list with personal contact information for all military, civil service and contractor employees which is required to prepare in advance for an actual emergency.  Upon commencement of performance, the contractor shall provide the COR with a list of personal contact information for a designated contractor representative as well as all contractor staff performing services.  Should an emergency occur that will affect the services required, the designated contractor representative and the contract employees will be contacted.

4.2.3.
If a contractor is absent for three or more consecutive days due to illness, the contractor may be required by the Commanding Officer to provide written documentation from a qualified health care provider that the employee is free from communicable disease and the cause of the contract employees’ current illness.  The Government reserves the right to examine and/or re-examine any contract employee who meets this criterion.
  	
4.3 Government Furnished Material
The Government will provide adequate working space in Government facilities, all equipment (e.g., desk, chair, computer, printer, copier, telephone, etc.), utilities, janitorial services and expendable operating supplies for the duration of this task order. The contractor shall maintain the assigned office space in a neat and orderly manner. Personal or company use of phones, utilities, computers, printers, copiers, etc., not directly related to required services is strictly prohibited. Contractor shall not remove any government-furnished equipment or supplies from the worksite without the express written permission of the Contracting Officer’s Representative or his/her designated representative.
    
4.4 Applicable Directives and References

The contractor shall comply with all documents listed below as mandatory and referenced under paragraph 3.0 Performance Requirements.  Compliance with documents listed as non-mandatory is the contractors’ option.

Mandatory Compliance List

	Document Source
	No./Version
	Title

	http://www.med.navy.mil/policy-guidance/Documents/NAVMED%20POLICY%2009-004.pdf

	12 Mar 2009
	Access to Care Management Policy for Navy Medicine Treatment Facilities

	http://manuals.tricare.osd.mil/

	2008
	Tricare Programs Manual
Chapter 7 and 
Chapter 8, Section 5.

	http://www.med.navy.mil/policy-guidance/Pages/PG2011.aspx

	2011
	Supplement to NAVMED Policy 11-002 - Entering CLR Results in AHLTA ver 2

	http://www.med.navy.mil/policy-guidance/Pages/PG2011.aspx

	2011
	Implementation Of The Integrated Clinical Database (ICBD)/Referral Management System Tracking Report (RMSTR) For Clear And Legible Reporting (CLR)




5.0 DELIVERABLES

The Government does not require the contractor to submit deliverables beyond that required to track compliance to NAVMED POLICY 11-002 Attachment 1 Business Rules.  The contractor shall capture the data per the Navy Guide to Entering Consult Reports in AHLTA, NAVMED POLICY 11-002 Attachment 2.  

5.1 Quality Assurance Surveillance Plan
The Government will evaluate the contractor’s performance in meeting the established quantifiable milestones identified in NAVMED POLICY 11-002 Attachment 1 Business Rules.  A CLR is required for all referrals except those for Durable Medical Equipment (DME) or hospice care unless specifically requested by the referring provider.


	PERFORMANCE ELEMENT
	PERFORMANCE REQUIREMENT
	SURVEILLANCE
METHOD
	ACCEPTABLE QUALITY LEVEL
	INCENTIVES/
DISINCENTIVES

	Personnel
	Qualified staff provided within the timeframes specified in the task orders.
	Verification by  the COR
	> 95% of the task order start dates are met by staff qualified to meet the specified task objectives.
	Past performance will be considered in determining best value for future task order awards.

	Contract Deliverables
	Contract deliverables furnished as prescribed in the PWS, CDRLs, and task orders.
	Verification by the COR
	> 95% of deliverables submitted timely and without rework required.
	Past performance will be considered in determining best value for future task order awards.

	Overall Contract Performance
	Overall contract performance of sufficient quality to earn a Satisfactory (or higher) rating in the COR's annual performance report.
	Assessment by the COR
	All performance elements rated Satisfactory (or higher).
	Past performance will be considered in determining best value for future task order awards.

	Invoices
	Invoices in accordance with contract procedures are timely and accurate.
	Review and acceptance of the invoice
	100% of the invoices are timely and accurate.
	Past performance will be considered in determining best value for future task order awards.



6.0 OTHER REQUIREMENTS

6.1. Absences
If a contract employee is absent for three or more consecutive days due to illness, the contractor may be required by the Commanding Officer to provide written documentation from a qualified health care provider that the contract employee is free from communicable disease and the cause of the contract employees’ current illness.  The Government reserves the right to examine and/or re-examine any contract employee who meets this criterion.

6.2. Turnover of Contract Employees 
The Contractor shall recognize the potentially negative impact on the MTF created by staff turnover and the expense incurred by the Government for orientation and approval of new workers.

6.3. Prior Written Permission Required For Subcontracts 
 None of the services required by this contract shall be subcontracted to or performed by persons other than the contractor or the contractor's employees without the prior written consent of the Contracting Officer. 

6.4. Restriction on the use of Government-affiliated Personnel 
Except in very limited cases, the federal criminal statutes at 18 USC 203 and 18 USC 205 bar Government personnel, both active duty and civil service, from working as a contractor employee in a Government workplace, including a medical treatment facility, either as a second job ("moonlighting") or while on terminal leave.  The contractor agrees that, before making an employment offer to an active duty member or a civil servant, it shall inform the individual of the potential applicability of these statutes and further agrees to encourage that individual to seek an advisory opinion from his/her local ethics counsel before accepting an employment offer.  

6.5. Standards of Conduct 
The Contractor shall maintain and enforce written Standards of Conduct for contract employees.  The document shall address the source of standards of ethical conduct and ethics guidance, including direction in the areas of employment disclosure systems, post-employment rules and enforcement of those rules, training and corrective action.  The Contractor shall take appropriate corrective action in cases of violations of the Standards of Conduct.   A report of the corrective action taken shall be provided to the Commanding Officer, via the COR, for concurrence.

6.5.1.
Contract employees shall comply with Executive Order 12731, October 17, 1990, (55 Fed. Reg. 42547), Principles of Ethical Conduct for Government Officers and Employees, and shall also comply with Department of Defense (DOD) and other government regulations implementing this Executive Order.

6.5.2. 
 All financial, statistical, personnel, and technical data which are furnished, produced, or otherwise available to the Contractor during the performance of this contract are considered confidential business information and shall not be used for purposes other than performance of work under this contract.  Such data shall not be released by the Contractor without prior written consent of the COR.  Any presentation of any statistical or analytical materials, or any reports based on information obtained from studies covered by this contract, will be subject to review and approval by the COR before publication or dissemination.  All inquiries from the media shall be forwarded to the Command Public Affairs Officer via the COR. 

6.5.3.
All records produced in the performance of this contract and all evaluations of patients are the property of, and subject to the exclusive control of, the Government.  The Contractor may retain a copy of all such records or evaluations, but may not provide further copies or disclose the information from such records or evaluations to third parties.  All requests from other treatment facilities or other individuals for patient records shall be handled in accordance with procedures specified by applicable MTF instructions.
 
6.6. Contract Employee Standards 

6.6.1. 
Contract employees shall be neat, clean, well groomed, and in appropriate clothing when in patient care and public areas.  All clothing shall be free of visible dirt and stains and shall fit correctly.  Fingernails shall be clean and free from dirt, and hair shall be neatly trimmed and combed.  Contract employees shall display an identification badge, which includes the contract employee’s full name (furnished by the Government) on outer clothing.  Security badges provided by the Government shall be worn when on duty.

6.6.2. 
The Contractor and all contract employees shall comply with all MTF checkout processes.  These processes include returning government property, i.e., identification badges, pagers, cellular phones, etc., to the MTF upon a contract employees last day of service.  Failure to do so promptly may result in delay of payment to the contractor.

6.6.3.
Eating by contract employees is prohibited in patient care areas/clinics and is restricted to designated areas.  Smoking is prohibited in all clinic facilities.

6.4. Conflict of Interest
The contractor shall not, while performing services under this contract, advise, recommend, or suggest to persons eligible to receive medical care at the Government’s expense that such persons should receive care from the Contractor at any place other than a Government facility.

7.0. Definitions

ACTIVE DUTY MEMBER:  Full-time duty in uniformed service of the United States, including the United States Coast Guard, the Commissioned Corps of the United States Public Health Service and the National Oceanic and Atmospheric Administration.  This includes full-time training duty, annual training duty and attendance while in the active service at a school designated as a service school by law or by the Secretary of the Military Department concerned.  It does not include full-time National Guard duty.

ACUTE CONDITION (or ACUTE ILLNESS): A disease, or disease symptoms, which begins abruptly with marked intensity or severity, then subsides after a relatively short period. 

Armed Forces Health Longitudinal Technology Application (AHLTA): A Government computer system linked through the MTF's local area network to the Composite Health Care System (CHCS) for collection of patient demographic and morbidity data.

APPOINTMENT:  A time when care is to be provided that is mutually agreed upon by the Contractor and the patient.

ARMED SERVICES HEALTH LONGITUDINAL TECHNOLOGY APPLICATION (AHLTA): The military's electronic health record (HER).

COMMANDER/COMMANDING OFFICER: The individual Naval Officer who has responsibility for the operation of the medical treatment facility (MTF) for which the contract services are provided.

COMPOSITE HEALTH CARE SYSTEM (CHCS):  A fully integrated information system supporting the functions of the Military Health System Hospitals. 

CONTRACTING OFFICER: The Government employee responsible for negotiating changes in terms, conditions, or amounts cited in this contract.

CONTRACTING OFFICER'S REPRESENTATIVE (COR): The Government employee responsible for assuring the Contractor’s performance through audit, documentation, and liaison with the Contracting Officer.  The COR is appointed in writing by the Contracting Officer.  The COR has no authority to resolve disputes or obligate funds.

CONTRACTOR: That entity or its representative responsible for the delivery of the services or materials specified in this contract, as designated by contract award.

Referral Tracking Data Base: abbreviated as RTDB.  Module of CHCS used to track patient referrals to other MTFs and/or network providers.

Referral Management System Tracking Report: abbreviated as RMSTR 

Referral Management System: abbreviated as RMS.

Right of First Refusal: abbreviated as ROFR.

DOCUMENT (verb): To completely, accurately and legibly record information, using prescribed forms or a computer terminal, as appropriate.

EQUIPMENT: A moveable object, such as a typewriter which is used to perform a procedure(s) that results in a work product.

JOINT COMMISSION ON ACCREDITATION OF HEALTHCARE ORGANIZATIONS (JOINT COMMISSION):  A national organization dedicated to improving the care, safety, and treatment of patients in healthcare facilities; publishers of the Joint Commission Accreditation Manual for Hospitals and the Ambulatory Healthcare Standards Manual.

KEY PERSON: Skilled and experienced professional and/or technical person whose skills are essential for successful accomplishment of the work to be performed under this contract.

LICENSURE: The process by which an agency of Government grants permission to an individual to engage in a given occupation, upon finding that the applicant has attained the minimal degree of competency necessary to ensure that the public health, safety and welfare will be reasonably well protected.

MAINTENANCE: The upkeep of buildings, fixture, furniture, and/or equipment that is required to keep these items fully functional and/or to produce an acceptable level of performance or quality of operation.

MANAGED CARE SUPPORT CONTRACT: abbreviated as MCSC

MEDICAL TREATMENT FACILITY (MTF):  Unless otherwise specified, "the MTF" refers to the Naval MTF at which services are being performed under this contract.  The MTF includes all activities providing outpatient and/or inpatient health services for eligible beneficiaries. 

PERFORMANCE IMPROVEMENT (PI):  An ongoing program designed to objectively and systematically monitor and evaluate the quality and appropriateness of patient care, pursue opportunities to improve patient care, and resolve identified problems.

PRIMARY CARE MANAGER (PCM): Assigned Primary Care Physician.

PRIMARY HEALTHCARE: A basic level of healthcare that includes programs directed at the promotion of health, early diagnosis of disease or disability, and prevention of disease.  It is provided in an ambulatory facility. In any episode of illness, it is the first patient contact with the healthcare system.  It may be continuing healthcare as provided by a family practitioner or it may be care at the point of entry into the healthcare system, as offered by an Emergency Room that provides care and referral.

PRIME ENROLLEE: 
Active duty service members and their families 
Retired service members and their families* 
Activated National Guard/Reserve members and their families 
Non-activated National Guard/Reserve members and their families who qualify for care under the Transitional Assistance Management Program 
Retired National Guard/Reserve members (age 60 and receiving retired pay) and their families* 
Survivors 
Medal of Honor recipients and their families 
Qualified former spouses 
*When retired service members and their families become eligible for TRICARE For Life, they are no longer able to enroll in TRICARE Prime.

QUALITY MANAGEMENT PROGRAM (MEDICAL): As it pertains to this contract, an ongoing program designed to objectively and systematically monitor and evaluate the quality and appropriateness of services, pursue opportunities to improve services, and resolve problems.

QUALITY CONTROL: Those actions taken by the contractor to control the provision of services so that they meet the requirements of the Performance Work Statement.



