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[bookmark: _Toc416140154][bookmark: _Toc417452164]Statement of Work
For The
Littoral Combat Ship 
Training Courseware Development

[bookmark: _Toc252773188][bookmark: _Toc262559084][bookmark: _Toc262560447][bookmark: _Toc308583526]SCOPE
This Statement of Work (SOW) defines the basic requirements to be performed under an Indefinite Delivery/Indefinite Quantity (ID/IQ) contract.  The Naval Air Warfare Center Training Systems Division (NAWCTSD) may procure Littoral Combat Ship (LCS) Curriculum within the scope of this contract.  The detailed requirements for the design, development, delivery, implementation, and testing of curriculum that may be used to support both self-paced Interactive Courseware (ICW) and group-paced Instructor Led Training (ILT) are identified in this SOW.  Each Delivery Order (DO) will identify category/level of ICW, number of curriculum hours, and Government Furnished Information to support development.  Acronyms used throughout this SOW are defined in Appendix A.
This basic SOW supports courseware development for LCS in three curriculum areas.
· LCS1 variant
· LCS2 variant
· Mission Modules
[bookmark: _Toc252773189][bookmark: _Toc308583527]Goals and Objectives
The NAWCTSD goals and objectives are to acquire the capability to develop, produce, test, and deliver training curriculum for both the Lockheed Martin (LCS 1 Variant) and General Dynamics (LCS 2 Variant) unique LCS hulls as well as Anti-Submarine Warfare, Mine Warfare, and Surface Warfare Mission Modules.  The goal is to structure and award three contracts that will support rapid delivery orders for each variant/module. 
[bookmark: _Toc411992489][bookmark: _Toc417452166][bookmark: _Toc308583528][bookmark: _Toc252773190]Background
[bookmark: _Toc417452165][bookmark: _Toc421506496][bookmark: _Toc252773191][bookmark: _Toc423159463][bookmark: _Toc411992491][bookmark: _Toc417452167]NAWCTSD is tasked to procure curriculum and curriculum support products necessary to train the LCS crew and Mission Module personnel.  Procured products will support all aspects of courseware design, development, assessment, implementation, evaluation, and delivery.  Integral to the success of each product, is the ability to complete training system acquisitions in the most efficient and timely manner possible.  The three ID/IQ contracts will allow for individual Delivery Orders (DO) in order to decrease acquisition Preparation and Lead-Time (PALT) while still ensuring delivery of high quality products at an agreed to fixed price.  
[bookmark: _Toc308583529]Method of Tasking
Specific Government requirements for courseware development shall be issued through individual DOs.  Synchronous and asynchronous training systems within scope of the SOW include, but are not limited to the following:

a. [bookmark: _Hlt426170770][bookmark: _Ref422026325][bookmark: _Toc423159464]Asynchronous (Self-paced) training:   Asynchronous (or self-paced) learning is a student-centered teaching method that uses resources to facilitate information sharing outside the constraints of time and place among a network of people.  This training method uses a computer as a training device to provide individual instruction, motivation, and feedback in place of a live instructor.  The self-paced instruction may be delivered from computers in a schoolhouse, at the work site, from home or from regional learning centers.  Individual DOs will consist of Interactive Courseware (ICW)   (Also known as: Advanced Distributed Learning (ADL), Computer-Based Instruction (CBI), Computer Based Learning (CBL), Computer Based Training (CBT), Web Based Training (WBT), internet based learning, browser-based training, Mobile Learning (M-Learning), and Intelligent Tutoring System (ITS), Personal Computer Simulation (PC SIM), simulation games, or Technology Based Training (TBT)).
b. Synchronous (Group-paced) training:   Synchronous (or group-paced) learning refers to a group of people learning the same things at the same time in the same place. This method uses an instructor to provide instruction, motivation, and feedback to a group of students.  The instructor may use a computer, as a training device, to support the instructional presentation.  The instructor may be collocated or may be remote from the students.  Individual DOs may identify group paced training systems as Instructor Led Training (ILT), (Also known as: Computer-Assisted Instruction (CAI), traditional instruction, Classroom Learning (C-Learning), Distance Learning, teletraining, or teleconferencing.  Personal Computer Simulation (PC SIM), simulation games, or Technology Based Training (TBT)).
c. Blended training:  Blended training solutions, include learning events that combine synchronous, and asynchronous training solutions using all available technology options.  Individual DOs may identify a blended training requirement as any combination of training products from paragraph “a” and “b” above.
d. Learner assessments:  Learner Assessments are products required to systematically evaluate a learner's skill or knowledge level.  Individual DOs may identify learner assessments as test packages, embedded questions, progress checks, self- checks, quizzes, end-of-lesson tests, end-of-phase exams, end-of-unit tests, course exam, and certification tests.

[bookmark: _Toc252773192][bookmark: _Ref278294153][bookmark: _Ref278294172][bookmark: _Ref284504839][bookmark: _Toc308583530]SOW Approach
The Government will also provide appropriate tailored Contract Data Requirements List (CDRL) items (DD Forms 1423) and other required DO documentation to the contractor for each DO submitted to the contractor. 
[bookmark: _Toc308583531]Approval Authority
Overall, coordination, final approval and authority for this project are the responsibility of Naval Air Warfare Center - Training Systems Division, Orlando (NAWC-TSD Orlando). The Program Manager will provide contract oversight and ensure immediate response to contractor questions or requests.  The Contracting Officer will be the administrative point of contact at NAWC-TSD Orlando for all official correspondence and information concerning this contract.  Final acceptability or unacceptability of all deliverables and tasks performed by the contractor is the responsibility of the NAWC-TSD Orlando Contracting Officer.  

A Contracting Officer’s Representative (COR)/Technical Point of Contact (TPOC), proficient in Instructional Systems Development (ISD), is the technical lead supporting both the Program Manager and Contracting Officer. The Program Manager will make performance, cost, and schedule decisions based on technical input from the COR. The COR will also assist assigned Subject Matter Experts (SMEs) as they interact with the contractor.  Arrangements for the availability and location of interaction between SMEs and Contractor will be the responsibility of a government Fleet Concentration Area Coordinator (FCAC) who will be responsible for coordinating the efforts of all SMEs.

Deliverables are not considered accepted or rejected until the contractor receives written notification from the Contracting Officer.  The COR will recommend acceptance of the deliverable products to the Program Manager.  The Contracting Officer will inform the contractor of the disposition of the acceptable/unacceptable deliverables via the submission of the final executed Data Item Transmittal/Acceptance/Rejection Sheets (DITS).

Government Furnished Information (GFI)

The Government will provide initial GFI to support this effort no later than 30 working days after contract award.  The Contractor must make requests for additional GFI in writing (e-mail).  The requests must be sent to the COR, with a copy to the Contracting Officer and Lead SME.  After validating the request for additional GFI, the COR shall coordinate with the Lead SME to identify, locate, and deliver the information in the appropriate time.  The Contractor shall acknowledge receipt of all GFI (that is, materials other than those downloaded from websites) in writing (email) to the COR and Program Manager at NAWC TSD within 10 working days after receipt.  All GFI will be returned to the forwarding Government agency when the effort is completed, or if directed by the COR, destroyed using applicable procedures.  The FCAC will coordinate Contractor access to applicable Littoral Combat Ship materials (e.g. lesson plans, trainee guides, and lab sheets) and other supporting references.  The Contractor will have access to the following (if applicable):

[bookmark: _Toc178669057]1.5.1	 Existing Legacy Content

The Government will provide the Contractor with access to applicable Littoral Combat Ship content materials (lesson plans, training guides, lab sheets, and resources) and any supporting documents, publications, and technical manuals, IMI, CBT, etc.

[bookmark: _Toc178669058]1.5.2	Existing ILE Content

The Government will provide the Contractor with access to applicable Littoral Combat Ship related information and/or material contained within the Integrated Learning Environment (ILE).  This existing information and/or material may also include content contained in the Authoring Instructional Materials (AIM) database or already hosted in Navy E-Learning.

1.5.3	Analysis Products and References

GFI, in the form of training analysis report data will be furnished in digital format to the contractor prior to courseware development. Training Analysis report data will consist of Job Duty Task Analysis (JDTA) data, task attribute data (i.e. Difficulty, Importance, Frequency (DIF) and others), Training Objectives, Media Analysis, and  Course Master Schedule (to include content order) collected for LCS and Mission Module personnel. 
Additionally, other applicable reference materials including Style Guide, Personnel Qualification Standards (PQS), Job Qualification Requirements (JQR), Operational Sequencing System (OSS) procedures, Operational Casualty Control (OCC) procedures, Planned Maintenance System (PMS) procedures, LCSRON approved locally generated procedural checklists, and Technical Manuals will be provided.

1.6	Period of Performance

The period of performance shall be for two years with three one year options.  Delivery Orders on this contract shall be twelve (12), eighteen (18), or twenty four (24) months, depending upon size and complexity of requirements.

1.7	Data Rights

Data rights between Contractor and Government are included in the following paragraphs.

1.7.1	Unlimited Rights Agreement

The Government will not pay royalties, recurring license fees, or run-time fees, use taxes, or any similar additional payments to the Contractor for the approved and final courseware generated under this contract.  Further, the Contractor may not use any multimedia software packages for production, authoring, or presentation to produce, modify, view or execute the courseware--whether in progress or final-- such software requires that the Government pay a royalty after delivery including any running or recurring royalty, special license fee, run-time fee, use tax, or any similar additional payment to any organization including but not limited to the Contractor, any third-party provider, including a provider of commercial computer software.  Any third-party license that is procured must be irrevocable, fully paid-up, perpetual, and world-wide and must be authorized by the Contracting Officer.

The Government has irrevocable rights to all metadata-tagged assets within the developed courseware and the required source files (unlocked or fully layered and with the creation software identified) which are necessary for lifecycle management of the assets and any other data used or needed to design, develop, display, deliver, or manage the final and approved courseware.

1.7.2	Licensing/Ownership Rights

All data, including but not limited to source files, 2D and 3D imagery, 3D models and wire-frames, video, audio, animations, design documentation, other support documentation and courseware, developed by the Contractor are the property of the Government and are not to be used for resale to any Government agency, organization, or command.

If the Contractor is involved in any future efforts with the Government, pursuant to the Government’s Unlimited Rights as provided for under this Contract, the Contractor warrants that the Government shall not be charged again for the data and computer software developed under this contract when provided to, or expected to be used by, or for the use by any Government agency, organization, or Command including, but not limited to any modifications, including derivative works, and any integrated products created through a non-segregable interface to the data or computer software.

[bookmark: MIL_HDBK_29612_2A_][bookmark: DODI_5000_02_][bookmark: _Toc252773194][bookmark: _Toc308583532]APPLICABLE DOCUMENTS
The following documents shall be used as guidance for execution of the ID/IQ contract and the subsequent DOs.  
[bookmark: _Toc252773195][bookmark: _Toc308583533]Government Documents:
	[bookmark: _Toc252773196]Department of Defense (DOD)

		Specifications and Handbooks

		[bookmark: MIL_PRF_29612B]MIL-PRF-29612B
	-
	Performance Specification Training Data Products

	MIL-HDBK-29612-1A
	-
	Guidance for the Acquisition of training Data Products (Part 1 of 5)

	MIL-HDBK-29612-2A
	-
	Instructional Systems Development/ Systems Approach to training and Education (Part 2 of 5)

	MIL-HDBK-29612-3A
	-
	Development of Interactive Multimedia Instruction (Part 3 of 5)

	MIL-HDBK-29612-4A
	-
	Glossary for Training (Part 4 of 5)

	MIL-HDBK-29612-5
	-
	Advanced Distributed Learning (ADL) Products and Systems (Part 5 of 5)

	MIL-HDBK-881A
	-
	Work Breakdown Structures for Defense Materiel Items

	NAVEDTRA 130B
	
	Task Based Curriculum Development Manual


	NOTE: Copies are also available from the DOD Single Stock Point or from the Acquisition Streamlining and Standardization Information System (ASSIST) Web Site.  Electronic copies can be downloaded from the ASSIST Web Site located at: http://assist.daps.dla.mil/quicksearch/





[bookmark: _Toc252773199][bookmark: _Ref278371878]
	[bookmark: MPT_ECIOSWIT_ILE_INTR_1]MPT&ECIOSWIT-ILE-INTR-1B
	-
	Navy Integrated Learning Environment: An Introduction, dated  15 Aug 2007

	
MPT&ECIOSWIT-ILE-GUID-1B
	-
	Navy Instructional Systems Design and Instructional Design Process, dated 15 Aug 07

	[bookmark: MPT_ECIOSWIT_ILE_GUID_2]MPT&ECIOSWIT-ILE-GUID-2B 

	-
	Navy Guidance on Assessment Development, dated 15 Aug 2007

	[bookmark: MPT_ECIOSWIT_ILE_GUID_3]MPT&ECIOSWIT-ILE-GUID-3B 

	-
	Navy Instructional Content Style Guide: Interactive Multimedia Instruction & Instructor-Led Training, dated 15 Aug 2007

	[bookmark: MPT_ECIOSWIT_ILE_STD_1]MPT&ECIOSWIT-ILE-STD-1B 

	-
	ILE Presentation Standards, dated 15 Aug 2007

	[bookmark: MPT_ECIOSWIT_ILE_SPEC_1]MPT&ECIOSWIT-ILE-SPEC-1B 

	-
	Navy Learning Objective Statements Specifications and Guidance, dated 15 Sep 2007

	MPT&ECIOSWIT-ILE-SPEC-2B
	-
	Navy ILE Content XML Specification, dated 10 April 2007

	[bookmark: MPT_ECIOSWIT_ILE_SPEC_3]MPT&ECIOSWIT-ILE-COL-1
	
	Navy ILE Color Conventions dated 15 Aug 2007

	MPT&ECIOSWIT-ILE-SPEC-3B
	-
	ILE Content Metadata Guide for Development and Delivery, dated 15 Aug 2007

	[bookmark: MPT_ECIOSWIT_ILE_SPEC_4B]MPT&ECIOSWIT-ILE-SPEC-4D

	-
	Navy ILE Technical Specifications and Guidelines, dated 15 Aug 2007

	MPT&ECIOSWITILE PF002
	-
	ILE Process Flow Guidance

	[bookmark: NMCI_Gold_Disk]
 NMCI.10011.01.UE6.E

	-
	Navy/Marine Corps Intranet (NMCI) Core Build Contents Final Version 6.6, dated 26 Sep 2011

	(Copies of the above related Navy ILE documents are available at: https://ile-help.nko.navy.mil/ile/index.aspx    
NOTE:  The most current Guidance, Policy, Standards, Specifications, Instructions, and Style Guide apply.



	Government Regulations

		29 U.S.C. 794d
	-
	Section 508 of the Rehabilitation Act – Title 29 – Labor, Chapter 16 – Vocational Rehabilitation And Other Rehabilitation Services, Section 794d – Electronic and Information Technology

	5 CFR, 731.202(b)
	
	Criteria for making suitability determinations

	22CFR, Parts 120--130
	
	Foreign Relations

	(United States Code is downloadable from http://uscode.house.gov/search/criteria.shtml)





		Federal Acquisition Regulations (FAR)

		FAR 52.204-9
	-
	Personal Identity Verification of Contractor Personnel

	FAR 52.222-54
	-
	Employment Eligibility Verification

	(FAR Clauses are downloadable from http://farsite.hill.af.mil/vffara.htm)






	[bookmark: _Toc252773200]Other Policy and Documents

		DODI 1322.26
	-
	Development, Management, and Delivery of Distributed Learning, dated 16 Jun 2006

	DoD 5220.22-M
	
	National Industrial Security Program Operating Manual (NISPOM) 28 February, 2006

	DODI 5000.02
	-
	Operation of the Defense Acquisition System

	SECNAVINST 5720.47B
	-
	Department of The Navy Policy for Content of Publicly Accessible World Wide Web Sites, dated 28 Dec 2005

	SECNAVINST 5230.15
	-
	Information Management/Information Technology Policy for Fielding of Commercial Off the Shelf Software

	SECNAVINST 5000.36A
	-
	Department of the Navy Information Technology Application and Data Management

	OPNAVINST 1500.76A
	-
	Naval Training Systems Requirements, Acquisition and Management

	OPNAV P-751-1-9-97
	-
	Navy Training Requirements Documentation Manual (NTRDM)

	OPNAV P-751-2-9-97
	-
	Training Planning Process Methodology Guide

	OPNAV P-751-3-9-97
	-
	Training Planning Process Methodology Manual

	Unnumbered Document
	-
	Department of the Navy XML Naming and Design Rules, Final Version 2, dated Jan 2005

	(DOD Issuances are available at http://www.dtic.mil/whs/directives/.  SECNAV and OPNAV Instructions are available at http://doni.daps.dla.mil/allinstructions.aspx)  The DON XML NDR is available at http://www.doncio.navy.mil/Products.aspx?ID=604






[bookmark: _Toc308583534]Non-Government Documents

	Commercial Standards

		American National Standards Institute (ANSI)/American Society for Quality (ASQ)

		[bookmark: _Hlt430685044]ANSI/ASQ Q9001-2008
	-
	Quality Management Systems - Requirements

	(Copies of the above documents are available from www.ansi.org or Global Engineering Documents, 15 Inverness Way, East Englewood, CO 80112.)






		ANSI/Electronic Industries Alliance (EIA)

		ANSI/EIA 649-A 2004
	-
	National Consensus Standard for Configuration Management

	(Copies of the above document are available from www.ansi.org or Global Engineering Documents, 15 Inverness Way, East Englewood, CO 80112.)






		International Organization for Standardization/International Electro-technical Commission (ISO/IEC)

		ISO/IEC 27002:2005
	-
	Information technology - Security techniques - Code of practice for information security management (Redesignation of ISO/IEC 17799:2005)

	(Copies of this document are available from http://www.ansi.org)






[bookmark: _Toc308583535]Order of Precedence

In the event of a conflict between documents referenced above and in DO SOWs, the contents of this SOW take precedence.  Nothing in this SOW, however, supersedes applicable laws and regulations, unless a specific exemption has been obtained.  Additional documents may be defined in each individual DO.

[bookmark: _Toc430160948][bookmark: _Toc278185879][bookmark: _Toc308583536][bookmark: _Toc254168100][bookmark: _Ref271903905][bookmark: _Toc278185903][bookmark: _Toc254168118][bookmark: _Toc262059215]REQUIREMENTS
The contractor shall provide the necessary instructional systems design, system engineering, design engineering, hardware, software, personnel, supervision, management, materials, services, equipment, facilities, testing, technical, logistics, and clerical support to perform the tasks specified in this SOW and the Contract Data Requirements Lists (CDRLs).

[bookmark: _Toc308583537]General Requirements
[bookmark: _Ref180830606][bookmark: _Toc278185880]The requirements defined herein form the basis for all work performed for the Government as a part of this SOW.  The contractor shall apply the Human Performance, Instructional Systems Development Models in performance of all tasks defined as within scope of the SOW.
The Contractor shall develop and deliver an estimated 4500 hours of curriculum.  LCS training lessons are expected to be presented in-situ within a Virtual World representation of each ship variant.  Each lesson will be made available in two possible modes / variations.  

One mode will be the self-paced Initial Qualification/Certification Mode, whereby all progress through the courseware is controlled by the student within a controlled training environment.  It is anticipated that in this mode, when a student receives an ICW assignment, as levied from the Learning Management System (LMS), the following sequence of events would take place:

1) The student will be placed at a TBD initial starting point onboard the Virtual ship based on the a typical mustering spot for their department or a typical starting spot for the role they will be fulfilling in the lesson.
2) The student will then navigate through the virtual ship environment to a specified location within the ship.  
a. For performance tasks, the location will be determined by where the performance is normally performed.
b. For knowledge lessons, the location will be determined by the system, equipment, or situational requirement with which the knowledge is associated.
3) After arrival at the designated location within the Virtual ship, the element with which the student is to be interacting with for the lesson would be indicated in some fashion. (shine, glow, shimmer).  Following appropriate on-screen direction, the student would select the designated element to launch the training.
a. For individual training, an instance of the ICW will be presented that provides the same visual environment as the space the student was in when the content was launched.  Within this newly established environment, any action taken by the student during the lesson will effect only their own perception of the environment.  Their actions will not have an impact on other students in the virtual environment.  Example:

The student is to replace the first stage cylinder on a Medium Pressure Air Compressor (MPAC).  During execution of this task, the MPAC is first disassembled and then reassembled, making the MPAC unavailable for use within their training environment.  However, performance of these actions is accomplished without the MPAC appearing as unavailable to any other student. 

b. For team training consisting of 2 or more individuals, an instance of the ICW will be presented where it is expected that interactions among students will have cause and affect consequences on other students within the same instance of the virtual ship environment.  The students participating in this team environment will be able to actively interact with each other without impacting any other student that is not a member of the team.  Example:
 
The student is to replace the first stage cylinder on a Medium Pressure Air Compressor (MPAC).  During execution of this task, the MPAC is first disassembled and then reassembled, making the MPAC unavailable for use within their training environment. Performance of these actions is accomplished within the following parameters:
1) Other members of the student’s team will “see” the MPAC as unavailable while it is being repaired.  For example, if the first student is interacting with a second student monitoring the engineering plant from the bridge within the same virtual ship environment,   the second student’s displays will indicate the MPAC as being off-line/unavailable until the first student completes their repair efforts.
2) Other students that are not part of the designated team will not be part of the same instance of the virtual ship environment.  As such, performance of these actions is accomplished without the MPAC appearing as unavailable to any student that is not participating in the team environment. 

The second mode will be the Instructor Led Computer Assisted Mode.  This mode will be used as necessary to supplement, re-enforce, or under certain circumstances completely replace content normally provided via the self-paced Initial Qualification/Certification Mode.  The Computer Assisted Mode is intended for use by:

1) Instructors leading synchronous (group paced) lessons.  
2) Instructors providing one-on-one training to a specific student

This mode will make use of the same courseware content as the Initial Qualification/Certification Mode, but the methods of control and presentation will differ.  Whereas the Initial Qualification/Certification Mode presents course content in a preprogrammed sequence, the Computer Assisted mode will not be so restricted.  Instead, a menu will be provided to facilitate the ability of instructors and students to select and display any frame/content within the selected lesson.  Additionally:

1) Instructors will have the ability to turn content text off if desired.  This is to facilitate the use of the content graphics in support of classroom / group instruction.
2) Instructors and students will have the option to remove / turn off embedded questions/progress checks built into the courseware.
3)  Instructors will have a tailorable outline of the instructional content  with associated verbiage to use as an Lesson Plan
4) Students will have an outline of TLOs/ELOs and content provided via a Trainee Guide

 All courseware will be ILE-compliant content for delivery via a local server in the LTF(s) and on the Seaframes.  The Contractor shall develop all courseware using commercial off-the-shelf (COTS) software avoiding any proprietary systems or software, as these are not acceptable by the Government.  The courseware shall be capable of playing on any system that uses Microsoft Windows MPT&ECIOSWIT-ILE-SPEC-4D and shall be SCORM 2004 3rd Edition compliant.  

The Contractor shall develop and/or reuse, to the maximum extent possible, dynamic visuals to emulate job processes and procedures.  The courseware must be capable of allowing students to interact with visuals to practice job tasks and steps of procedures while providing feedback and remediation as needed.  Additionally, the Contractor shall ensure that the courseware displays animations and simulations where required by the approved instructional strategy and fully supports the LCS Learning Objectives at the identified level of learning.  Doing so will ensure that the LCS courseware provides students with the instruction needed to learn required facts, rules, concepts, and procedures as well as the opportunity to practice analysis, problem-solving and decision-making within job-based scenarios. 

The contractor's Technical Proposal, as negotiated and accepted by the Government, shall be incorporated by reference into the resultant contract.  Information contained in the offerer's proposal regarding organization, staffing, manning levels, key personnel, and experience or education qualifications of personnel that are to be utilized in performance of this contract shall also be incorporated into the resultant contract.  Any changes in these arrangements are to be submitted to the contracting officer in advance for approval.  The contractor shall identify the organizational elements responsible for the conduct of the activities delineated in this SOW.  Key personnel responsibilities shall be assigned and clear lines of authority defined for determining and controlling the resources necessary to satisfy each element of this SOW.  The contractor in writing shall appoint all persons filling key personnel billets.  The contractor shall notify the government Contracting Officer within [ten] days of any changes regarding authority, responsibility, or personnel changes made by the contractor during the period of performance.

The following positions are an example of the minimum expected Key Personnel:
Program Manager
Assistant Program Managers
Quality Assurance Manager
Logistics Manager
Lead Instructional Systems Designer
Assistant Lead Instructional System Designers
Configuration Manager
Security Manager

The above list is illustrative and not meant to be exhaustive.  The final management and staffing portion of the technical proposal, as negotiated and accepted by the government, shall subsume the above list. 

[bookmark: _Ref284509374][bookmark: _Ref284512193][bookmark: _Toc308583538]Program Management
[bookmark: _Hlt430679275][bookmark: _Hlt491595768][bookmark: _Toc268103057][bookmark: _Ref278184787][bookmark: _Toc278185881]The contractor shall organize, coordinate, and control the program activities to ensure compliance with the contract requirements and the timely delivery of the required product and services.  The contractor shall provide the necessary program management functions to include planning, controlling, leading, managing, resourcing, controlling, scheduling, and clerical support for the efforts described in this SOW.  The contractor shall measure, monitor, and assess the progress of the work performed under the contract.  Monthly, the contractor shall prepare the Contractor’s Progress, Status, and Management Report (CPSMR).

[bookmark: IEEE_Std_12207_2008_][bookmark: _Toc308583539]Management Plan (Integrated Management Plan (IMP) Development

	The Contractor shall develop a Management Plan (Integrated Management Plan).  Using the Work Breakdown Structure (WBS) as a basis, the Contractor shall produce, deliver, and maintain an Integrated Management Plan.  The IMP shall give a detailed description of how work will be accomplished, shall demonstrate how the approach is structured to minimize and control risk, accomplish up-front summary planning and commitment, provide a basis for subsequent detailed planning, instill a balanced design principle, measure process of life-cycle requirements, and provide management with in-process verification of requirements in order to make informed milestone decisions.  The Contractor shall produce an event-based plan that measures program maturity by capturing the initiation/conclusion of the tasks, key events, significant accomplishments, and accomplishment criteria as well as the processes necessary to implement the program.  The Contractor shall prepare the Management Plan (Integrated Management Plan) IAW the CDRL.  The Integrated Management Plan (IMP) shall include:

	a. Plan of Work - describes the Contractor’s management and technical processes, procedures, methodologies and tools for accomplishing the tasks identified in the SOW.

	b. Narratives - provide detail to the IMP.  The Contractor shall maintain the narratives developed for the Request for Proposal (RFP) so that they:

· present a detailed insight into the their total planned work effort,
· describe in detail how the Contractor will develop, implement and commit to the efforts required for this SOW,
· describe in detail the  key functional and management processes and procedures,
· describe how they relate to integrated product and process development, and
· define the efforts required to apply them to the SOW requirements.  

The narratives shall address key elements of implementing a process/procedure (e.g., what the process or procedure is and how it will be applied and tracked). 

	c.   Labor/Personnel Identification - identifies labor categories, personnel assigned to each category, summary of qualifications, task to be performed and projected hours to perform each task.  A matrix shall be provided summarizing the labor hours, and number of personnel assigned to the completion of each Contract Line Item (CLIN).  Personnel shall also be identified on the required IMS, within the WBS, by task.

	d. Configuration Management - describes in detail the Contractor's Configuration Management processes, procedures, tools, and personnel involved.

	e. Processes, Procedures and Tools - describe the processes, procedures and tools proposed in the completion of each task.  Processes may be depicted in flowcharts and must include a definition of wait time, time to complete and proposed person(s) responsible for the task.

	f. Quality Assurance Program - describes their processes, procedures, tools and personnel involved in Quality Assurance of all configuration items.  This description shall include a detailed description, including flow diagrams depicting the flow of work among the production teams and individual personnel.

	g. Risk Management Plan - identifies all risks and defines in detail how they will mitigate risks that might delay content quality and delivery.

	h. Materials - identifies the materials required for accomplishment of each of the tasks identified in the IMS.  The Contractor shall describe their proposed processes, procedures and tools for inventorying, maintaining, and returning Government Furnished Materials.

	i. Travel - identifies travel requirements, if any.  Includes site to be visited, the purpose, tasks to be accomplished, personnel to be visited, length of travel, proceed and return dates, and estimated cost.  All Contractor travel will be accomplished IAW the Joint Travel Regulations (JTR).  Trip reports will be required upon completion of travel.

	j.  Other - initially provide a section in the IMP identifying recommended new processes and procedures that will reduce waste, increase cost-effectiveness of the ILE content, reduce production time, and/or reduce labor costs.  Each recommendation must be described in detail citing the projected savings in time and dollars.  If any of the recommendations are accepted by the Government, notification will be provided in the Post-Award Conference/Post-Award Conference Design Meeting.  Acceptable recommendations will be added, via change pages, to the appropriate section/paragraph.

	k. Work Breakdown Structure (WBS) - defines the processes and products required for adherence to the LCS SOW and CDRLS.  The Contractor shall produce the WBS IAW MIL-HDBK-881A.  The Contractor shall deliver the WBS as part of the proposal.  The WBS shall be used to construct the Integrated Master Schedule (IMS) and to develop management processes, build production teams, identify required personnel and manpower and define the schedule for production.  The WBS shall be delivered as the product/process functions in the IMS.  If required, the Contractor shall modify the WBS structure and display changes as part of the IMS.  The Contractor shall develop the Work Breakdown Structure as part of the IMS.

As a part of the IMP, the contractor shall document how the work will be accomplished.  The planned approach will be structured to minimize and control risk.  The Contractor shall ensure that lessons curriculum will progress through the development cycle including Government testing Validation, Verification, and Testing. 

[bookmark: _Toc308583540]Integrated Master Schedule (IMS) Development

	The Contractor shall develop an Integrated Master Schedule (IMS).  The Contractor shall produce a description of work processes and timing of the work effort detailed in the IMP.  The IMS shall be used as the primary tracking tool for technical and schedule status.  All tasks outlined in the IMS shall be related to specific IMP accomplishments.  The IMS supports the IMP and provides a schedule for all the tasks, events, significant accomplishments and accomplishment criteria described in the IMP.  The IMS shall also outline the detailed tasks and the corresponding calendar schedules (dates) necessary to show each significant accomplishment to be achieved.  Those level of effort, or equivalent tasks, that are not critical to the successful execution of the program, may be limited or summarized at a higher level.  Schedule relationships reflecting excessive lead or lag time should be avoided.  If excessive lead or lag times cannot be avoided, they must be explained.

	The Contractor shall also include any other logic needed to recreate the schedule from the tabular data (e.g. directed or fixed dates or other assumptions not readily apparent in the tabular format).  Constraints (other than “as soon as possible”) and directed dates plus the rationale supporting the need for each constraint or directed date in the schedule shall be identified and explained.  Any activity with a greater duration of 90 days, unless it is a level of effort task, should be divided into activities with smaller durations and shall be explained in a narrative.  The Contractor shall deliver the IMS as part of the proposal.  The Contractor shall prepare the Integrated Master Schedule IAW the CDRL.

[bookmark: _Toc308583541]Subcontractor Management and Reporting
The contractor shall manage all subcontracts.  The contractor shall ensure the timely award of subcontracts, the integration of the subcontractor's plans into appropriate schedules, and the monitoring of the subcontractor's staffing plans, to include the execution of those staffing plans to the required levels with the required skills.  The contractor shall ensure that the subcontractor’s efforts, to include technical, quality, configuration management, and risk processes are accomplished per contract requirements.    The contractor shall include subcontractor’s IMSs in the contractor’s IMS required above in 3.1.2.2 Subpart (k).
[bookmark: _Toc278185888][bookmark: _Toc308583542]Integrated Product Teams (IPTs)
[bookmark: _Toc278185889]The Contractor shall participate in a comprehensive LCS Integrated Product Team (IPT) that shall be established by the Program Manager specifically for this project.  By the authority of the Contracting Officer, the IPT shall be under the direction of the Government and shall consist of both Government and contractor personnel.  The contractor representatives shall include the Program Manager and Deputies and shall include at least one professional Instructional Systems Designer.  Other contractor personnel may participate in an IPT meeting if deemed appropriate by the IPT Lead, and is approved in advance by the Program Manager.

The purpose of the IPT is to provide a forum for the discussion and resolution of any contract-related concerns whether instigated by Government or Contractor personnel.  The IPT shall meet, at least monthly but more often if needed, after the issue(s) has been documented to the LCS Program Manager, and a meeting time and location has been set jointly by the government and contractor.  The agenda for the meeting including the issue(s) to be resolved shall be set and published by the contractor under the direction of the Program Manager and the COR via the Contracting Officer.  The issues, outcomes, and tasks assigned during each IPT meeting shall be documented via conference minutes prepared by the contractor, approved by the assigned Government personnel and distributed to all attendees and other interested parties within five working days of the meeting’s conclusion.  
[bookmark: _Toc308583543]Risk Management
[bookmark: _Toc278185890]The contractor shall conduct risk management to systematically control the uncertainty in the project’s ability to meet cost, schedule, and performance requirements.  The contractor shall provide the Government visibility into the contractor’s tools, assessment, mitigation, and control techniques.  The contractor shall define, document, manage, and apply a risk management process.  The contractor shall report risk information, data, and analysis in the CPSMR cited in 3.1.1 above.
[bookmark: _Toc308583544]Quality Management
[bookmark: ANSI_Q9001_]The Contractor shall establish and implement a Quality Control Program (ISO 9000 standard or equivalent) to assure delivery of quality and timely products to the Government.  This program should include documented processes, procedures, and metrics which are likely to predict successful cost, schedule and performance outcomes.  The Contractor shall be responsible for developing, presenting, implementing and supplementing, if needed; quality and timeliness control procedures to ensure that all aspects of the contract meet the standards set forth in the Statement of Work.

[bookmark: _Hlt423766450][bookmark: ANSI_EIA_649A_2004_][bookmark: _Toc268103066][bookmark: _Toc278185894][bookmark: _Toc308583545]Change Management
[bookmark: _Toc266876683][bookmark: _Toc268103067][bookmark: _Toc278185895]The contractor shall define, document, manage, and apply a change management principles within the Instructional Systems Design (ISD) process during LCS courseware development.   In the event content changes are required, discovered by the Contractor or Government entities, the Contractor will forward recommended changes to the Government Program Manager, who in turn will convene a Change Board for Review to consider the recommended changes to the content or associated process and how out of scope changes will be funded.
[bookmark: _Toc39401353][bookmark: _Toc278185897][bookmark: _Toc308583546]Data Library
[bookmark: _Toc268103069][bookmark: _Toc278185898]The contractor shall establish and maintain a data library consisting of all DO documentation, data, and information.  The contractor shall develop and maintain a master listing of all contract related documentation, data, and information developed for use in the design, development, production, and implementation, .  The Data Library shall be available on the contractor owned Infoshare Website.
[bookmark: _Toc308583547]Information Management
[bookmark: _Toc252287680][bookmark: _Ref268101759][bookmark: _Toc268103070][bookmark: _Toc278185899]The contractor shall define, document, manage, and apply an information management process.  The contractor shall include the status of technical data deliveries in the CPSMR cited above in 3.1.1.

 The contractor shall populate and maintain a secured, unclassified website that will serve as the LCS On-Line Management System for this effort.  Government use of this system shall not require installation of client software on Government computer systems (with the exception of Internet Explorer and Microsoft Office). The management system shall be used to house and make readily available all products such as the IMP, IMS, PowerPoint briefs, conference or meeting agendas and minutes, issues/resolutions, specified policy and guidance documents, and points of contact, as well as all unclassified LCS instructional content deliverables.  

Access to this website, whether granted or denied, will be coordinated, established, and administrated (current list of approved users shall be updated and provided to the contractor) by the Program Manager via the Contracting Officer.  The contractor shall notify all approved users via email when changes or upgrades have been posted on the website.  Only unclassified data shall be available on the website.   

The Contractor may elect, with the written approval of the Program Manager via the Contracting Officer, to use a tool of its choice for these purposes. The performance requirements for such a tool are as follows: 
        
•	Provide, via the Internet, to all approved vendor and customer personnel:
•	Access to applicable project reporting data, tailored to meet customer requirements
•	Online review and commenting on courseware development materials, lessons, and project documents

•	Online Review:
•	On-line comment capability for review of lessons, as well as tracking, accountability, and archiving of contractor responses and actions
•	Capture of production team quality assurance (QA) data and customer quality comments for process improvement metrics

•	Document Management System:
•	Enable on-line document review and commenting
•	Track revisions to modified documents
•	Provide centralized, web-accessible location for project-related documents

The secured, unclassified website must be NMCI compatible per NMCI.10001.01.UJ0.E.

[bookmark: _Ref284512170][bookmark: _Toc308583548]Infoshare Website
[bookmark: _Toc252287678][bookmark: _Toc268103071][bookmark: _Toc278185900]The contractor shall provided access to a secure Infoshare Website to post and retrieve contract-related documents, data, and information.  The Infoshare Website shall meet current Federal Government, Navy, and NAWCTSD Information Assurance standards.  The contractor shall notify the Government Program Manager and team members, via email, when new or changed contract-related documents, data, and information are posted in the Infoshare Website.  Only unclassified data shall be posted in the Infoshare Website.
[bookmark: _Toc308583549]Classified Information Transfer
The contractor shall provide classified content for government review to the Fleet Concentration Area Coordinator (FCAC) via certified mail or through classified courier in the form of removable hard drive or compact disc.  Once the government review is complete the media will be returned to the contractor to maintain version control.  The results of the governments review will then be entered into the Information Management tool listed above. 
[bookmark: _Toc297727538][bookmark: _Toc308583550]Security
Some of parts of the IMI learning content effort and its resulting courseware will have a security classification of no higher than GENSER Secret.  The contractor shall adhere to all local security procedures required by the end-user, as well as the security procedures when on Government property.  The contractor shall document and protect information not releasable to the general public IAW the contractor’s Operations Security (OPSEC) plan.
[bookmark: _Ref272917504][bookmark: _Toc274905725][bookmark: _Toc297727539][bookmark: _Toc308583551]Security (Classified Programs)
The contractor shall safeguard classified information and meet the security requirements identified in the DD Form 254.  The contractor shall enforce these safeguards throughout the life of the contract including the transport and delivery phases.
[bookmark: _Ref172802308][bookmark: _Toc176685242][bookmark: _Toc274905726][bookmark: _Toc297727540][bookmark: _Toc308583552]Operations Security (OPSEC)
The contractor shall provide OPSEC protection for classified information and sensitive information.  Security policy, procedures, and requirements for classified information are provided in DOD 5220.22M.  (National Industrial Security Program Operating Manual (NISPOM) Feb 2006) The contractor shall enforce these safeguards throughout the life of the contract including the development, delivery, support phases, and the disposition/storage of classified and controlled unclassified information at contract completion.    The contractor shall prepare the OPSEC Plan IAW the CDRL.
[bookmark: _Toc274905727][bookmark: _Ref274907372][bookmark: _Toc297727541][bookmark: _Toc308583553]Personnel Security - Background Check (Physical Access to and Working on DoD Installations)
The Common Access Card (CAC) shall be the principal identity credential for supporting interoperable access to DoD installations, facilities, buildings, controlled spaces, and access to U.S. Government information systems IAW FAR 52.204-9.  A National Agency Check with Inquiries (NACI) or equivalent national security clearance (e.g. National Agency Check with Local Agency Checks including Credit Check (NACLC)) will be required for permanent issuance of the credential.  The Government may issue the credential upon favorable return of the Federal Bureau of Investigations (FBI) fingerprint check, pending final favorable completion of the NACI or equivalent.  There shall be no additional NACI or equivalent submission for an individual holding a valid national security clearance.  Access to restricted areas, controlled unclassified information (sensitive information), or Government equipment by contractor personnel shall be limited to those individuals who have been determined trustworthy as a result of the favorable completion of a NACI (or equivalent) or who are under the escort of appropriately cleared personnel.  Where escorting such persons is not feasible, a NACI (or equivalent) shall be conducted and favorably reviewed by the appropriate DoD component, agency, or activity prior to permitting such access.  The contractor shall use the Standard Form 85P (Questionnaire for Public Trust Positions) in order to obtain the CAC and access to controlled unclassified information.  The contractor shall submit the Standard Form 85P to the NAWCTSD Security Manager for processing.
[bookmark: _Toc274905728][bookmark: _Toc297727542][bookmark: _Toc308583554]Government-Issued Personal Identification Credentials
The contractor and subcontractor(s) (when applicable) shall account for all forms of U.S Government-provided identification credentials (CAC or U.S. Government-issued identification badges) issued to the contractor (or their employees in connection with performance) under the contract.  The contractor shall return such identification credentials to the issuing agency at the earliest of any of the circumstances listed below, unless otherwise determined by the U.S. Government.  The contracting officer may delay final payment under the contract, if the contractor or subcontractor fails to comply with these requirements.
a. When no longer needed for contract performance.
b. Upon completion of the contractor employee’s employment.
c. Upon contract completion or termination.
[bookmark: _Toc274905729][bookmark: _Toc297727543][bookmark: _Toc308583555]Personnel Security – Background Checks (Contractor Facility)
Contractor personnel working in the contractor’s own facilities shall undergo the company internal vetting process prior to gaining access to U.S. Government controlled unclassified information.  To comply with immigration law, the contractor shall use the Employment Eligibility Verification Program (E-Verify) IAW 22CFR (Foreign Relations), Parts 120--130.  The contractor shall use the Standard Form 85P (Questionnaire for Public Trust Positions) in order to gain access to U.S. Government controlled unclassified information.  The contractor shall submit the Standard Form 85P to the NAWCTSD Security Manager for processing.  The contractor shall ensure that foreign persons, as defined under section 120.16 of the International Traffic and Arms Regulation (ITAR) are not given access to U.S. Government controlled unclassified information, sensitive information, defense articles, defense services, or technical data, as defined in the ITAR, Part 120.
[bookmark: _Ref274834311][bookmark: _Toc274905730][bookmark: _Toc297727544][bookmark: _Toc308583556]Information Assurance (IA) and Personnel Security Requirements for Accessing Government Information Technology (IT) Systems - Suitability/Positions of Public Trust
The contractor shall comply with the IA and personnel security requirements for accessing U.S. Government IT systems specified in the contract.  Contractors requiring access to U.S. Government IT systems will be subject to a background check.  The contractor shall review and become familiar with the suitability factors presented in 5 CFR, 731.202(b), Criteria for making suitability determinations, to use as an aid in their employee selection process.  The NAWCTSD Security Office will make final determinations of suitability for individual contractors and sub-contractors.
[bookmark: _Toc274905731][bookmark: _Toc297727545][bookmark: _Toc308583557]Unclassified Contractor–Owned Network Security
The contractor shall take means (defense-in-depth measures) necessary to protect the confidentiality, integrity, and availability of Government controlled unclassified information in the same manner as the contractor would protect its own company proprietary information.  The contractor shall manage and maintain contractor-owned unclassified IT network assets (including computer assets used for contractor Teleworkers) used to process U.S. Government controlled unclassified information (sensitive information) IAW commercial best practices, vendor-specific, or other nationally or internationally-recognized IT configuration and management standards (e.g., Center for Internet Security (CIS), Control Objectives for Information and related Technology (COBIT®), Common Criteria, National Information Assurance Program (NIAP), DoD, Defense Information Systems Agency (DISA), International Computer Security Association (ICSA), National Industrial Security Program (NISP), National Security Agency (NSA), System Administration, Networking, and Security Institute (SANS), and ISO/IEC 27002:2005).  The contractor shall prevent U.S. Government controlled unclassified information from being placed or stored on peer-to-peer applications or social media applications on contractor owned networks, including Teleworker computer assets.  The contractor shall manage and control networks (which contain U.S. Government controlled unclassified information) serving in a Continuity of Operations (COOP) capacity to meet the same personnel and security requirements identified in this SOW and the DD-Form-254.
[bookmark: _Toc297727546][bookmark: _Toc308583558]Content Integrity
[bookmark: Commercial_Item_]The contractor shall ensure that the delivered training software functions as designed in a properly secured operating system environment and is free of elements that might be detrimental to the secure operation of the resource operating system, including those elements listed below.  All Information Assurance (IA) and IA-enabled products incorporated into DoD information systems shall be configured in accordance with DoD-approved security configuration guidelines.  Guidelines are available at http://iase.disa.mil and http://www.nsa.gov.  The contractor shall provide Vendor Integrity Statements for the training software.  Commercial software does not require a Vendor Integrity Statement.  The contractor shall prepare the Scientific and Technical Reports (Vendor Integrity Statements) IAW the CDRL.
a. Malicious code
b. Trojans, worms, logic bombs, and other computer viruses
c. Backdoors
d. Ad-ware, spy-ware, or web bugs that have the ability to track user behavior
e. Code that permits functions that are beyond the actual publicized intent of application capability
Software that will not function properly with the operating system configured securely
[bookmark: _Hlt466366957][bookmark: _Toc273705841][bookmark: _Toc273708903][bookmark: _Toc278185911][bookmark: _Toc308583559]Information Security Requirements for Protection of Unclassified DOD Information on Non-DOD Systems
The contractor shall safeguard unclassified DOD information stored on non-DOD information systems to prevent the loss, misuse, and unauthorized access to or modification of this information.  The contractor shall:
a. Not process DOD information on public computers (e.g., those available for use by the general public in kiosks or hotel business centers) or computers that do not have access control.
b. Protect information by no less than one physical or electronic barrier (e.g., locked container or room, login and password) when not under direct individual control.
c. Sanitize media (e.g., overwrite) before external release or disposal.
d. Encrypt the information that has been identified as Controlled Unclassified Information (CUI) when it is stored on mobile computing devices such as laptops and personal digital assistants, or removable storage media such as thumb drives and compact disks, using the best available encryption technology.
e. Limit information transfer to subcontractors or teaming partners with a need to know and a commitment to at least the same level of protection.
f. Transmit e-mail, text messages, and similar communications using technology and processes that provide the best level of privacy available, given facilities, conditions, and environment.  Examples of recommended technologies or processes include closed networks, virtual private networks, public key-enabled encryption, and Transport Layer Security (TLS).
g. Encrypt organizational wireless connections and use encrypted wireless connection, where available, when traveling.  When encrypted wireless is not available, encrypt application files (e.g., spreadsheet and word processing files), using no less than application-provided password protection level encryption.
h. Transmit voice and fax transmissions only when there is a reasonable assurance that access is limited to authorized recipients.
i. Not post DOD information to Web site pages that are publicly available or have access limited only by domain or Internet protocol restriction.  Such information may be posted to Web site pages that control access by user identification or password, user certificates, or other technical means and provide protection via use of TLS or other equivalent technologies.  Access control may be provided by the intranet (vice the Web site itself or the application it hosts).
j. Provide protection against computer network intrusions and data exfiltration, including no less than the following:
(1) Current and regularly updated malware protection services, e.g., anti-virus, anti-spyware
(2) Monitoring and control of inbound and outbound network traffic as appropriate (e.g., at the external boundary, sub-networks, individual hosts) including blocking unauthorized ingress, egress, and exfiltration through technologies such as firewalls and router policies, intrusion prevention or detection services, and host-based security services
(3) Prompt application of security-relevant software patches, service packs, and hot fixes
k. [bookmark: _Toc254168103][bookmark: _Toc278185912]Comply with other current Federal and DOD information protection and reporting requirements for specified categories of information (e.g., critical program information, Personally Identifiable Information (PII), export controlled information).
[bookmark: _Toc308583560]Security Requirements for Unclassified Programs
The security requirements specified herein shall apply to the contractor and subcontractors.  The contractor shall comply with applicable on-site security regulations related to facility access and building access.  The contractor shall safeguard U.S. Government controlled unclassified information (sensitive information) IAW the contractor’s established security plan (if the contractor already has an established security plan).  The contractor shall enforce these safeguards throughout the life of the contract including the transport and delivery phases and the disposition and storage of controlled unclassified information at contract completion.
[bookmark: _Toc254168124][bookmark: _Toc278185934][bookmark: _Toc308583561]Data Preparation and Management
The contractor shall develop, manage, and deliver acceptable contractually required data.  The following requirements shall apply as required.
a. The contractor shall ensure that all data items to be delivered to the Government meet the quantity and quality requirements of each DO’s CDRLs.
b. The contractor shall establish data management procedures and policies to provide control and configuration management of all contractually required data.  To ensure subcontractors meet the contract data requirements set forth in the DO CDRL, the prime contractor shall maintain control of all data developed by subcontractors.
c. [bookmark: _Toc252773218]The contractor shall establish and maintain data libraries consisting of technical materials and documentation for the data developed for training curricula.
[bookmark: _Toc308583562]Conferences, Meetings, and Reviews

The contractor shall plan, host, attend, coordinate, support and conduct the meetings, formal reviews, conferences, and audits. The reviews shall be conducted at Government and contractor facilities.  Reviews requiring demonstration and/or examination of equipment shall be conducted at the contractor's facility.  All such reviews shall be included in the program schedule and may be held concurrently with the Government’s approval.  The contractor shall prepare agendas and conference presentation materials, and provide minutes and reports following each review.  The Government reserves the right to cancel any review or to require any review to be scheduled at critical points during the period of performance.  Action item documentation, assignment of responsibility for completion and due dates shall be determined prior to adjournment of all reviews.  A summary of all action items, responsible parties, and estimated completion dates shall be included with the minutes.

The Contractor shall conduct and participate in conferences, meetings, and reviews to be held at either contractor or Government facilities.  The Contractor shall make available facilities for meetings and reviews held at Contractor facilities.  The meetings listed below will be required after the overall contract award and then for each delivery order unless relief is provided by the Program Manger through the Contracting Officer as recommended by the COR.

All requests requiring face-to-face meetings will require the authorization from the Program Manager.  Once the meetings have been approved, the specific location, date and duration of the conference or meeting shall be determined by the Program Manager and Contractor Program Manager.  Once set, changes to the scheduled meeting must be submitted via email to and approved by the Program Manager via the Contracting Officer.  When a conference, meeting, or review is requested by either the Contractor or the Government, the Contractor shall prepare and distribute both an agenda and the minutes including action items as appropriate.  

[bookmark: _Toc308583563]Post Award Conference

The contractor shall participate in a Post Award Kick-off Meeting to be scheduled after contract award.  The Post Award Kick-off meeting date shall be coordinated between both parties: Contractor and the Government, and will be one (1) to five (5) days in length.  The focus of this meeting will be to introduce contractor and Government personnel, to discuss details and deliverables of the upcoming effort, and to resolve any concerns that may arise between Contractor and Government as a result of the discussion.

Navy Analysis results Conference

Contractor personnel shall participate in a Navy Analysis Results Conference that will be conducted following the Post Award Kick-Off meeting.  This conference will be scheduled for one (1) to five (5) business days in length.  The purpose of this conference is to afford contractor personnel the opportunity to confirm and clarify their understanding of the government’s Job Duty Task Analysis (JDTA) data, task attribute data (i.e. Difficulty, Importance, Frequency (DIF) and others), Training Objectives, Media Analysis, Fidelity Analysis, Course Master Schedule (to include content order) and References..

Style Guide Review Conference

Contractor personnel shall schedule and conduct a Style Guide Conference following the Navy Analysis Results Conference.  This conference will be scheduled for one (1) to five (5) business days in length. Attendees at the Style Guide Review Conference will be the lead technical representatives for this effort.  This working group will be tasked to review the Human Machine Interface (HMI), standards, and conventions provided by the government to ensure consistency between contracts.  A process for graphical prototyping, in support of script storyboards, will be discussed and agreed upon. 

Learning Content Design/ Production Decision Conference

Contractor personnel shall participate in a Learning Content Design/ Production decision Conference within thirty (30) days following the conclusion of the Navy Analysis Results Conference.  Attendees at the Learning Content Design/Production Decision Conference will comprise a working group tasked to finalize technical requirements, establish acceptable content instructional design strategies, discuss module/lesson content, and further establish plans documented in meeting minutes for development, production and implementation of the courseware through review of the contractor’s Integrated Master Plan (IMP), Integrated Master Schedule (IMS) and Work Breakdown Structure. When all meeting minutes are approved as recommended by this working group, this conference shall be considered fulfilled and courseware development is authorized.  

In-Progress Reviews (IPR)

In Process Reviews (IPR) will be held on a quarterly basis or as needed basis, at a date and location mutually agreed upon.  The Government reserves the right to cancel any review or to require any review to be scheduled during the period of performance.  The contractor’s progress, management, technical support services (if any), integrated logistics support, administrative, assurance of compliance with contract requirements, program status, funding, problem identification and resolutions shall be agenda items.  IPRs will not be used to review deliverables.  Actual versus expected performance of each area shall be addressed.  The contractor shall prepare presentation materials providing an overview of all agenda items. The Contractor shall participate in no less than four IPRs per fiscal year to discuss status of the project, discuss deliverables, and identify/solve problems.  IPRs will not be used to review deliverables.    The meetings may be from 1 to 3 days in duration depending on the issues to be covered.  Only the Contracting Officer has the authority to modify the contract with any changes resulting from the IPR.
  
 
Content Review 

Content reviews are required for each of the Shareable Content Objects (SCOs) of each lesson throughout the development process.

	a.  Content Instructional Design Strategy Review – After initial design of the SCOs for a lesson, the Contractor shall upload the lesson to the management system for an online Content Instructional Design Strategy Review via the development website established by the Contractor.  The purpose of the Content Instructional Design Strategy Review is to assess the SCO scope, content, design, sequence, and strategy. The review team will evaluate the sequence, branching, and user navigational control of content proposed for the lessons being reviewed.  As part of the team, SMEs will verify the completeness and accuracy of the content and ensure that the content supports the intent of the Learning Objectives (LOs).  At the conclusion of a Content Instructional Design Strategy Review, a design freeze will be agreed to and full development of the lesson will be authorized.  Content Instructional Design Strategy Review will be conducted as approved in the IMS.   In the case of classified content, the content will be forwarded to the Fleet Concentration Area Coordinator (FCAC) for review in a government facility as described in para 3.1.1.7.2 above.

	b.  On-Screen Reviews – These reviews take place once a lesson is considered complete by the Contractor.  The purpose of the On-Screen Review is to review in detail the completed lesson.  These reviews shall take place online via the development website established by the Contractor.  Typically a minimum of two (2) On-Screen Reviews (initial and final) will be required, Travel is to be avoided.  On-Screen Reviews will be conducted as approved in the IMS. In the case of classified content, the content will be forwarded to the Fleet Concentration Area Coordinator (FCAC) for review in a government facility as described in para 3.1.1.7.2 above.

Additional Meetings 

Additional meetings may be requested by either Government or Contractor personnel for various reasons.  All meeting requests must be coordinated through and approved by Program Manager via the Contracting Officer.  The Program Manager and the COR will coordinate with Contractor Program Manager to organize, plan and schedule each meeting.  For these meetings, travel is to be avoided whenever possible with the use of Video Teleconferences (VTC) for time efficiency and for cost saving measures.  The contractor shall attend and participate in all meetings where invited.  

Data-gathering Trips 

The Contractor may propose data gathering trips  to field validate analysis collected performance tasks and subtasks, collect task steps, photograph, measure and otherwise capture ships, workspaces, and equipment as well as to interviewing technical experts needed for lesson development.   Requests shall be submitted in writing via e-mail to the COR and FCAC.  The COR, through the FCAC, will coordinate with appropriate LCSRON and ship personnel to plan, approve, and schedule each trip.  A Government representative will be required to attend each approved trip.  The Contractor shall be required to limit all such trips to Navy facilities located at Mayport, FL, San Diego, CA, and Norfolk, VA.  The initial request for a data-gathering trip shall be submitted to the COR not less than two weeks before the onset of travel.  At a minimum, the locations requested, the personnel to be interviewed, the anticipated length of the visit at each location, and the number of contractor personnel attending each visited site must be included in the request.

[bookmark: _Toc308583564]Detailed Capabilities
[bookmark: MIL_PRF_29612B_][bookmark: _Toc308583565]ISD Products
[bookmark: _Toc305741435][bookmark: _Toc252773223]ISD products will result from the design, development, and implementation of the LCS curriculum.  The contractor shall provide products listed in Appendix B.  For ICW/IMI  courseware and ILT CAI products, each lesson shall include Lesson Specification, Flow Diagrams (Cat 3/4 only), Script Storyboard, Initial On-screen review, Final On-screen review, Lesson Plans, Trainee Guides, and Test Package. 

[bookmark: _Toc308583566]ISD Standards
Standards for design, development, production, and delivery shall be used when developing LCS training products.  The standards describe not only the structure, architecture, and output format of the learning content, the standards and conventions for the content, but also the training system standard for implementing, testing, managing, reporting, tracking, and scheduling requirements.  Specific requirements for data collection and reporting training related data, via a training management system, learning management system, content management system, or Third party reporting system shall also be required.  Specifics will be described for each delivery order under this contract vehicle as called out in the CDRLs and DIDs. 
a. The contractor shall adhere to the standards specified below: Shareable Content Object Reference Model (SCORM) 2004 3rd Edition- SCORM is a collection of standards and specifications for web-based e-learning.  It defines communications between client side content and a host system called the run-time environment, which is commonly supported by a learning management system.  SCORM also defines how content may be packaged into a transferable ZIP file which it calls its "Package Interchange Format".  SCORM 2004 introduced a complex idea called sequencing, which is a set of rules that specifies the order in which a learner may experience content objects.  In simple terms, they constrain a learner to a fixed set of paths through the training material, permit the learner to "bookmark" their progress when taking breaks, and assure the acceptability of test scores achieved by the learner.  The standard uses Extensible Markup Language (XML), and it is based on the results of work done by the Aviation Industry Computer-Based Training Committee (AICC), IMS Global, IEEE, and Ariadne.  Refer to http://www.adlnet.gov/technologies/scorm/default.aspx for a copy of the standard.
b. Advanced Distributed Learning Registry (ADL-R) - The ADL-R was developed by the ADL Initiative and is the central search point for the discovery of DOD training, education, performance, and decision-aiding content that can be redeployed, rearranged, repurposed, and rewritten.  In much the same way that a card from the card catalog contains descriptive information about books in a library, the ADL-R contains all of the registered entries that contain metadata about the content in a repository.  DODI 1322.26 requires that all acquired or developed SCORM content packages shall include metadata, be registered in the ADL-R, and be maintained in DOD Components’ repositories that are searchable and accessible.
c. Integrated Learning Environment (ILE) – ILE is a learning content delivery system developed and provided for use by the Naval Education and Training Command (NETC).    LCS training content will reside on local LTF and Seaframe servers and be delivered directly.  Specific DOs may require ILE architecture, design, development, and test standards to be adhered to.  As part of their process, ILE automatically registers content with the ADL-R in accordance with DODI 1322.26.
d. [bookmark: _Ref164745274][bookmark: _Toc172688761][bookmark: _Toc297727515]Extensible Markup Language (XML) – Refer to the latest version of the Department of the Navy XML Naming and Design Rules.
e. Government Furnished Software/Tools
The Government will furnish the contractor with access to the Authoring Instructional Materials (AIM). The contractor shall provide course content developed in AIM-Learning Object (LO) Module format, as part of the Instructor Led Training development process.
f. [bookmark: NKO]SIPRNet – SIPRNet is a system of interconnected computer networks used by DOD and the U.S. Department of State to transmit classified information (up to and including information classified Secret) via the Transmission Control Protocol/Internet Protocol (TCP/IP) suite in a completely secure environment.  It also provides services such as hypertext document access and electronic mail.  SIPRNet is the DOD’s classified version of the civilian Internet together with its counterpart, the Top Secret and Sensitive Compartmented Information (SCI) Joint Worldwide Intelligence Communications System (JWICS).  Refer to information provided on the DISA website: http://www.disa.mil/services/data.html
g. NIPRNet – NIPRNet is used to exchange sensitive but unclassified information between "internal" users as well as providing access to the Internet.  NIPRNet is composed of Internet Protocol (IP) routers owned by the DOD.  It was created by the DISA and is a parallel airgapped analogue to the SIPRNet, providing seamless interoperability for unclassified combat support applications, as well as providing a gateway to the public Internet.  Refer to information provided on the DISA website: http://www.disa.mil/services/data.html
h. Sony Collada Standard/Crytech III Software Compatibility – The contractor shall develop all 3D graphical components of courseware to the Sony Collada standard to be ultimately compatible with Crytech III software version 3.3.7 to enable courseware to be launched from within a virtual environment.  
Digital Goods; All ISD products shall be delivered as digital goods.  Digital goods are data, information, facts, sounds, images, or any combination thereof, transferred electronically.  All development, production, and implementation products will be delivered as digital goods and reviewed, accepted and rejected using a contractor owned, browser based on-line management system.  Contractor specific on-line management system applications for Navy programs shall be DADMS approved.  
ILT support products; all ISD ILT support products (Instructor/Trainee Guides, test package, media package, etc.) shall be developed so as to meet standards established in MIIL PRF 29612, consistent with the guidance provided in NAVEDTRA 130 Task Based Curriculum Development Manual.  Additionally, all curriculum products must be processed through the Authoring Instructional Materials (AIM) system. 
[bookmark: _Toc308583567]ISD Design, Development, Delivery and Management Software Applications
The contractor shall only procure and use software applications that adhere to SECNAVINST 5000.36A.  All versions of training software applications including but not limited to data development, spreadsheets, presentation programs, graphics, animation, paint, draw, video production, editing, simulation, authoring, programming, learner assessment and media library software applications must be current with the requirements defined in the SECNAVINST 5000.36A and in the Navy approved software applications list found in the on-line DADMS database.  NOTE: DOD CAC access is required to search and view Navy approved software applications.  Contractors must be sponsored as part of their contract to receive access and have an active DOD CAC Card.
[bookmark: _Toc308583568]Training Management System Integration
The contractor shall load all content and learner assessments into the specific training/learning management system to be provided by the Government.  
[bookmark: _Toc308583569]ISD Curriculum Testing Requirement
A course testing plan shall be designed by the contractor to define the process, procedural steps, and the roles of the test personnel.  
[bookmark: _Toc308583570]ISD Implementation of Training Systems
The contractor shall provide a combination of products and services to ensure LCS Training Facility (LTF) managers, administrators, schedulers, instructors, and contractor support personnel are able to employ the LCS training system after final test and acceptance  This may include a requirement to produce training products, deliver training, or produce/implement performance support tools related to implementation of LCS courseware to ensure support personnel can operate and maintain the academic training system.   The contractor shall participate in LTF Instructor Training to ensure a seamless transfer of curriculum to the LTF.
[bookmark: _Toc308583571]Deliverable Requirement Details

The following deliverable requirements are considered by the Government to be essential to the analysis, design, development, and delivery of asynchronous, self-paced courseware, as well as the synchronous Instructor Led training materials.

[bookmark: _Toc308583572]Instructional Media Design Package (IMDP)

The Instructional Media Design Package (IMDP) is comprised of several documents, which are described in the following paragraphs and defined by the specific CDRL as noted ensuring alignment with and traceability to approved Learning Objectives (LOs).

[bookmark: _Toc308583573]LCS Style Guide

The  Government provided Style Guide shall describe the design of the screen interface used to present the IMI content to the students.  All buttons shall be defined by XYZ coordinates, as well as RGB values.  The Style Guide shall describe the function, style, and colors to be used for all assets appearing on the screen.  All screen interface assets shall be tagged for reuse.  The Style Guide shall use the following navigation buttons:

a.	Home
b.	Menu
c.	Forward
d.	Back
e.	Exit
f.	Help
g.	Jump (Index)
h.	Multimedia Controls (Play, Rewind, etc…)
i.	Book-marking
j.	Naval Glossary of Terms
k.	Technical References

At the Navy Analysis Results / Style Guide Conference, the Government shall provide samples of virtual scenes and associated screens that meet Navy requirements.  

As the work effort progresses, the Contractor shall also ensure that the LCS Style Guide, in keeping with the standards and guidance provided in the MPT&ECIOSWIT-ILE-STD-1 and the MPT&ECIOSWIT-ILE-GUID-3, documents any changes required by module content to screen navigation procedures, instructional strategies, screen designs, and templates.  

[bookmark: _Toc308583574]Learning Objectives Validation

Using Government Furnished Information, current project data collected during data collection trips, and IPT guidance, the contractor shall verify and validate previously accomplished analysis results to include instructional strategies, assessment strategies, levels of interactivity, time to train, and levels of learning, as well as structure and instructional sequence of learning objectives.  The contractor shall prepare necessary validation reports as appropriate to document recommended changes.

[bookmark: _Toc308583575]Logic Flow Diagrams

The Contractor shall develop and provide Logic Flow Diagrams for all Category 2, 3 and 4 LCS content.  Logic Flow Diagrams are essential to understanding the structure and sequencing of content within more complex lessons.  Each Logic Flow Diagram must clearly depict the branching pathways, embedded testing requirements, and instructional sequencing, to include animation sequence, to be implemented for each lesson.  The essential content provided by the Logic Flow Diagram shall be incorporated into the Content Instructional Design Strategy (Lesson Specification).

[bookmark: _Toc308583576]Content Instructional Design Strategy (Lesson Specification)

The Contractor shall incorporate learning strategies supporting the science of learning and instructional design concepts that embrace learning theories in the development of the instructional design strategy.  

[bookmark: _Toc308583577]PreTest and PostTests

Each lesson Terminal Learning Objective (TLO) shall have its own optional pretest.  The pretest may be administered at the beginning of a major course of instruction to determine an individual student’s tailored training track.  Each pre-test shall be constructed from questions and virtual performances selected to support of each associated task level Enabling Learning Objective (ELO). (A performance test item can’t be drawn from a procedural step).  Each learner will be assessed with a Pre-Test to determine their level of knowledge and ability to perform virtual tasks.  If the learner meets the lesson performance standard, he/she will “pass” the associated ELOs.  Remaining lessons within a module that have not been satisfactorily completed (“pass”) will be assigned to the student as a learning event.   In some cases an ELO can’t be considered passed if pre-requisite ELOs has not been satisfactorily accomplished.

After the learner has completed the assigned lesson, a lesson post-test will be presented.     If the learner fails to meet the required standard a second post-test will be administered.  

After the second post-test, if the learner still fails one or more objectives, the learner will be required to retake the content associated with failed learning objectives and complete a third post-test.  On failure of the third post-test, the learner will be required to contact the facilitator for assistance.  

The contractor shall propose optimal types and numbers of assessment questions in the lesson specification.


[bookmark: _Toc308583578]Embedded Questions  

The Contractor shall incorporate embedded test questions for progress checks within each SCO (ELO).  Instructional feedback appropriate for the learner’s responses to the embedded questions will be presented.  If the response to the embedded question(s) is not correct, one layer of remedial instruction, differing from the initial presentation and tailored to the specific response, shall be provided, at which time the learner is again presented the embedded question(s) before proceeding.  If the student is still unable to proceed, an instructor intervention will be needed.  

[bookmark: _Toc308583579]Case Application/Scenarios

The contractor shall develop PC animations/simulations with scenario-based testing to represent shipboard evolutions.  It is expected that each major area of content will have a virtual performance test associated with it.

[bookmark: _Toc308583580]ILE Content Submission Form

The contractor shall complete and submit the ILE Content Submission form for each LCS lesson no later than two weeks prior to Government Acceptance Testing (GAT).

[bookmark: _Toc308583581]Instructional Media Package

The Instructional Media Package is comprised of several documents that are described in the following paragraphs and defined by the specific CDRL as noted.

[bookmark: _Toc308583582]Overview and Guidance

Upon the acceptance of the Content Instructional Design Strategy (Lesson Specification), the Contractor shall move to production.  The Contractor shall initiate online lesson reviews incrementally per the IMS and pertinent CDRLs.   Reviewers will be notified by e-mail when a particular lesson is ready for review.  The SMEs and other Government reviewers will sign on, review, provide comments, and/or approve the storyboard of the lesson.

During the online reviews, or in the case of classified materials reviews performed at the government facility, the courseware will be reviewed for the accurate scope and sequence of content, instructional integrity, and correct operation (i.e., branching, navigation buttons, student interactivity, and the like) and technical accuracy.  During the conduct of the lesson reviews, the contractor shall make available all Government-accepted design information through the LCS On-line Management System.  The Contractor shall ensure that there are no known coding errors or abnormal conditions of any kind, including warnings, in either the source or resultant executable code or the authored courseware prior to initiation of each review.  The development site will store all comments in a database.

Assigned Lead SME and COR personnel will accept, reject or defer the various comments provided by the reviewers.  The Lead SME and the COR will coordinate with each other to ensure that a required change does not negatively impact learning.  The COR will review the approved comments and will ensure that all are within the scope of the contract.  The Program Manager, in conjunction with the Contracting Officer, will review comments designated as potentially out-of-scope by the COR, to determine if those changes should be integrated immediately (at potentially some additional cost to the Government), at a later time, or not at all.  Only the Contracting Officer has the authority to modify the contract with any changes. 

The Contractor shall correct all deficiencies documented in the lesson review comments and approved by the COR.  Once the deficiencies are corrected, the Contractor shall notify the COR.  The COR will coordinate a compliance review and provide the results to the Contractor via email.

[bookmark: _Toc308583583]Script Storyboards

The Contractor shall develop and deliver electronic script storyboards that lay out, in narrative form, the detailed instructional content and flow of the lesson. In addition to the narrative, a basic description will be provided of graphic content and navigational detail that is intended to be used with the script. 

The Contractor shall provide online review and comment capability for the script storyboards providing the Government the ability to complete the verification process expeditiously without travel.  

[bookmark: _Toc308583584]On-Screen Lessons

The Contractor shall produce On-Screen SCOs upon Government approval of the script storyboards.  The On-Screen lessons, at a minimum, must contain a visual representation of all objects including the text, graphics, media (audio, video, animation), question text and answers, feedback, navigation, hyperlinks, progress meter, and glossary terms, and note source materials and references.  Upon final delivery to the Government at the completion of the contract, on-screen courseware must contain all file names (source model, object and final image displaying all objects), audio files, video files, any programming code used, and metadata information.

[bookmark: _Toc308583585]Learner Assessment Package

The Contractor shall develop a Learner Assessment Package.  Upon award, the Contractor shall be granted access to any existing Government-owned test bank data as GFI.  The Contractor shall create a test and virtual performance bank for all courseware using the IMS Question and Test Interoperability (QTI) Specification Version 1.2 for IMI based courses.  Those questions from the Government-owned test bank, which are extracted and refined, shall be placed in this newly created test bank, supplementing contractor developed items.  The Contractor shall review any questions provided as GFI to ensure that each question is appropriate for the learning objective (behavior to test question style) and match the ELO content.

All test questions or virtual performances constructed for each ELO will be loaded in the test bank.  All assessments, except for the embedded questions, shall be developed as separate learning objects.  Embedded questions will be built within the SCO. Questions and virtual performances are to be fully defined in the script storyboards and finalized with the on-screen lessons.  Final assessments shall be delivered with the on-screen lessons for review and approval.

The Learner Assessment Package software chosen by the Contractor shall be capable of creating assessments using audio, video, graphics, animations and simulations.  The assessment software must also be capable of presenting multiple choice, matching, completion, and true/false, as well as scenario and simulation styles of test questions.  All Assessment SCOs shall be launchable within the LMS and constructed in adherence with QTI 1.2 for IMI based courses.

The Contractor shall provide online review and comment capability for the Learner Assessment Package providing the Government the ability to complete the verification process expeditiously and without travel. 

[bookmark: _Toc308583586]Lesson Plans

The Contractor shall develop and deliver Lesson Plans consistent with guidance provided in NAVEDTRA 130.  Each lesson plan shall provide an outline of instructional materials to be taught in a logical and efficient manner as well as a basic description of supporting graphic content, required instructor activities, and navigational detail for use of the CAI products intended to be used with the lesson. 

The Contractor shall provide online review and comment capability for the Lesson Plans providing the Government the ability to complete the verification process expeditiously without travel.  Lesson Plans shall be developed and implemented using the AIM system.

[bookmark: _Toc308583587][bookmark: _Toc137892217][bookmark: _Toc141589983][bookmark: _Toc178669128]Trainee Guides

The Contractor shall develop and deliver Trainee Guides consistent with guidance provided in NAVEDTRA 130.  Each Trainee Guide shall include all required instruction sheets necessary to support lesson training objectives.  Such instruction sheets may include, but not be limited to:
· [bookmark: _Toc308583588]Outline Sheets
· [bookmark: _Toc308583589]Assignment Sheets
· [bookmark: _Toc308583590]Information Sheets
· [bookmark: _Toc308583591]Problem Sheets
· [bookmark: _Toc308583592]Job Sheets
· [bookmark: _Toc308583593]Diagram Sheets

The Contractor shall provide online review and comment capability for the Trainee Guides providing the Government the ability to complete the verification process expeditiously without travel.  Trainee Guides shall be developed and implemented using the AIM system.

[bookmark: _Toc308583594]Government Content Acceptance Testing (GCAT)

The Contractor shall conduct the GCAT IAW MPT&ECIOSWIT-ILE-SPEC-4C, paragraph 19.7.  The Contractor shall conduct GCAT testing to verify content operates with the enterprise LMS (AtlasPro) which may be provided to the LTF as a stand alone instance of the LMS.  The date, time, and duration of GCAT will be IAW the Government approved Integrated Management Plan and Integrated Master Schedule.

[bookmark: _Toc308583595]Final Inspection

Government reviewers will conduct a full functionality check.  This testing will encompass all requirements for final acceptance.  Discrepancies noted will be documented using the LCS management system GCAT comment function, which will be the primary source for documenting deficiencies during the production and acceptance process. The contractor shall prepare a summary Deficiency Report documenting the deficiencies collected in applicable government testing. This documentation will then be used by the government as a basis for resolving open deficiencies, and conducting future analysis of those deferred content and programmatic deficiencies identified during production and testing that did not have to be corrected immediately in order to support future reliability and maintainability upkeep of the LCS materials.   

Once the Program Manager notifies the COR of testing completion, the COR will review any comments for determination of resolution.  The four choices are: a) no comments (PM approval), b) contractor action, c) defer comment to later revision and maintenance or d) reject comment.

All comments pushed to the Contractor for contractor action will be reviewed by the Contractor for concurrence.  If the Contractor concurs with requested action, the Contractor will resolve the comment.  Once the comments are resolved the Contractor will post the revised course to the LCS review management system and notify the Program Manager through a limited posting notice that the comments have been resolved.  Government reviewers will validate all comments have been resolved to their satisfaction.  At this point the Contractor will test and ship the revised course back to Saufley for loading on the NAVY servers.  In the event the Contractor has not resolved all comments to the Program Manager’s satisfaction, the Contractor LCS Program Manager will be notified by the Program Manager and the Contractor will restart the resolution process by fixing any remaining comments.

Comments that are pushed to the Contractor for resolution that the Contractor does not concur with are forwarded to the COR for coordination of comment disposition.  The COR will coordinate the comment disposition with Program Manager and the Contractor to determine whether to: a) push comment to the Contractor for resolution, b) defer comment to revision and maintenance or c) reject the comment.  If the comment is determined for contractor action, the comment enters the logic loop outlined in the paragraph above.

The Content Sponsor shall submit a completed Content Sponsor GCAT Checklist for each content object that successfully passes GCAT testing, to the appropriate Saufley Field personnel. Submittal of the completed Content Sponsor GCAT Checklist indicates Content Sponsor's approval for content hosting on local LTF servers.

[bookmark: _Toc308583596]Curriculum Piloting/Instructor Training 

The Government reserves the right to pilot selected curriculums not to exceed 10% of the total curriculum.  Curriculum changes that result from the piloting of courses will be handled through the previously described Change Management process in para 3.1.1.6.1. The Government, with contractor support, will be responsible for implementing, observing, and analyzing the results of the pilot.  If problems arise that negatively impact learning, a Change Request will be recommended to the Program Manager to ensure repetitive problems do not occur with the remaining enhancement effort.  At a minimum it is expected that the LTF instructors will receive contractor training on their new content to ensure as smooth transition of content.  Again, if problems arise Change Requests will be recommended to the Program Manager.  

[bookmark: _Toc308583597]Instructional Media Files Compilation

Throughout the period of performance, the contractor shall produce and maintain the current version of all source and courseware files on their server.  The Contractor shall maintain a back-up for all system and courseware files until final Government acceptance of the entire training system.  Once the entire LCS curriculum is approved for deployment, the Contractor shall compile the instructional media files onto three external hard-drives (EHD) for delivery to, and continued use by the Government.  The EHD’s files shall consist of the approved courseware as well as all source files including all logic source files, transportability and maintainability data, portability commands, courseware data files, instructional media generation programs and files, and developmental source materials (i.e., all repositories used throughout the production life-cycle).

[bookmark: _Toc308583598]Training System Support Document (TSSD) Development

The Contractor shall develop a Training System Support Document, titled LCS Operator, Administrator and Facilitator Handbook.  Section One shall describe the training system operation data. This required documentation shall provide adequate explanations of the development software used and system performance characteristics and verification for the purpose of lifecycle management.  Section Two will support the facilitator in supporting learning and learning activities for those Instructors who need additional help.  Facilitators may be geographically remote from the learners. The facilitator section will support and guide the facilitator with not only content but also use of simulation strategies designed into LCS lessons.   

[bookmark: _Toc149102573][bookmark: _Ref166396817][bookmark: _Toc308583599][bookmark: Levels_of_ICW]Categories / Levels of ICW
[bookmark: Levels_of_Interactivity][bookmark: Sustainment_Method_3]Regardless of training Mode, the student may be expected to complete individual and team related training lessons based on the following ICW Categories.

Category / Level 1 -
Low Grade
Presentation
This is the lowest (baseline) category of ICW development. It is normally a knowledge or familiarization lesson, provided in a linear format (one idea after another). Category 1 is primarily used for introducing an idea or concept. The user has little or no control over the sequence and timed events of the lesson material. Minimal interactivity is provided by selective screen icons and inserted into the lesson through typical input/output peripherals and programming protocols. This category may include simple developed graphics and/or clip art, customer provided video and audio clips. 

It is anticipated any training provided within this category will be extremely limited, with the possible exception of a basic “user’s guide” tutorial to acquaint the students with how to access and use the courseware.

Category / Level 2
Medium Grade
Presentation
This category of ICW development involves all levels of learning from recall of information to performing skills.  Level II allows the user to have increased control over lesson presentation; that is, there is more interaction.  Whereas Level 1 lesson progress was controlled by the courseware, in Level II, the student takes an active role in the control of progress through the lesson, up to and including control of animated sequences.  Multiple objects may appear on the screen and may move independently, or may be controlled by the user.  Level II: 
1) Will combine audio, video, text, graphics, and animation.  
2) Use simple branching, testing, and immediate feedback.  
3) While normally used for recall of facts, rules, and concepts, can also support other instructional strategies such as Tutorials, Drill/Practice, Collaborative Learning, and limited Discovery Method.

It is anticipated that training for LCS falling within this category will make up approximately 20% to 30% of the training lessons.  Training at this level within the virtual ship environment is expected to be focused primarily on individual training requirements that will serve as basis for subsequent higher level individual or team training requirements.  However, it may include training for a specific role within a larger team scenario.  Training may make use of automated role players as either mentors or team members for multi-person tasks.  For individual training within team based scenarios, automated role players will appear to the extent necessary to permit the individual to proceed through the process or procedure for which they are being trained.


Category / Level 3 -
High
Simulation
Presentation
This category involves the recall of more complex information (compared to Categories 1 and 2) and allows the user an increased level of control over the lesson scenario through peripherals such as light pen, touch screen, track ball, or mouse. For Level III:

1) Lesson scenario training material typically is complex and involves more frequent use of peripherals to affect a transfer of learning.  Lessons may support either individual or limited team training scenarios.
2) Operation and maintenance procedures are normally practiced with Category 3 scenarios and students may be required to alternate between multiple screens to keep pace with the lesson material. Multiple software branches and rapid response are provided to support remediation. 
3) Emulations and simulations are an integral part of this presentation. Limited (based on branching) automated role players and intelligent tutoring can be expected. This category may also include complex developed graphics, and/or clip art, and customer provided video and audio clips.
4) Video, graphics, or a combination of both simulate the operation of a system, subsystem, or equipment to the user through a replication of target functionality that may or may not have a physics based model running underneath it depending on the learning objective.  

It is anticipated that training for LCS falling within this category will make up approximately 50% to 60% of the training lessons.  Lessons may be designed for either individual or multiple live individuals (a team) participating together within the same training scenario.  Individual training may make use of automated role players as either mentors or team members.  For multi-person participation scenarios, automated role players will appear only to the extent necessary to permit the team members to proceed through the process or procedure for which they are being trained.  

As implemented for LCS, this type of training will essentially provide the virtual equivalent of a part-task trainer.   Controls, screens, and similar technical representations will be fully functional to the extent necessary to accomplish the training.  The student will have the ability to alter settings and controls and other students within the scenario will be able to see the results of the change to the extent that such a change would normally be apparent.  Selection of controls at incorrect times (out of sequence) will be permitted and effects may or may not be made immediately apparent to the student.  Some limited self learning may be permitted in these instances prior to the lesson directing the student back to the correct path before negative training occurs.

Equipment, systems, and controls not relevant to the immediate task will normally be represented, but will not be active.  An exception to this may occur if it is determined that a common error may be involved and part of the training is to address such common errors that may occur when performing the primary task.



Category / Level 4 -
Real-time
PC Simulation
Presentation
This ICW category involves more in-depth recall of a larger amount of information (compared to Categories 1, 2, and 3) and allows the user an increased level of control over the lesson. Every possible subtask is analyzed and presented with full, on-screen interaction, similar to the approach used in aircraft simulator technology.  Level IV material:

1) Is extremely complex and involves more frequent use of peripherals to affect the transfer of learning. 
2) Normally supports certification, recertification or qualification requirements. 
3) Most often uses combinations of scenarios, simulation, gaming, and drill-practice as the chosen instructional strategy.  The substantial use of automated role players with extensive intelligent tutoring can be expected.  
4) Complicated operation and maintenance procedures, with full system functionality and physics based math model running in the back ground are normally practiced with Category 4 and involves all of the elements of Categories 1, 2, and 3 presentations plus the following:

High degree of interactivity
Extensive branching
				Levels of sophistication - short of artificial intelligence
It is anticipated that training for LCS falling within this category will make up approximately 10% to 20% of the training lessons.  Lessons will be primarily designed for multiple live individuals (a team) participating together within the same training scenario, with a focus on team certification requirements.    The use of automated role players and intelligent tutoring may be more limited than in lessons of lower level due to the increased participation of active participants, including the use of Instructors as role players.
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As implemented for LCS, this type of training will essentially provide the virtual equivalent of a real world simulator.   The student will have the ability to alter settings and controls and other students within the scenario will be able to see the results of the change to the extent that such a change would normally be apparent.  Selection of controls at incorrect times (out of sequence) will be permitted and effects may or may not be made immediately apparent to the student.  
1
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Acronym List
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ADL	Advanced Distributed Learning
AICC	Aviation Industry Computer-Based Training Committee
ANSI	American National Standards Institute
API………………………..Application Programmer’s Interface
ASQ	American Society for Quality
C-Learning	Classroom Learning
CAC	Common Access Card
CAI	Computer Assisted Instruction
CBI	Computer Based Instruction
CBL	Computer Based Learning
CBT	Computer Based Training
CDRL	Contractor Data Requirements List
CFR	Code of Federal Regulations
CIS	Center for Internet Security
COBIT	Control Objectives for Information and related Technology
COOP	Continuity of Operations
COR	Contracting Office Representative
CUI	Controlled Unclassified Information
DADMS	Department of Navy Application Database Management System
DID	Data Item Description
DISA	Defense Information Systems Agency
DO	Delivery Order
DOD	Department of Defense
DON	Department of the Navy
E-Learning	Electronic Learning
ECP	Engineering Change Proposal
EIA	Electronic Industries Association
FAR	Federal Acquisition Regulations
FBI	Federal Bureau of Investigations
HDBK	Handbook
HTML	Hyper Text Markup Language
IA	Information Assurance
ICSA	International Computer Security Association
ICW	Interactive Courseware
ID/IQC	Indefinite Delivery/Indefinite Quantity Contract
IEC	International Electro-technical Commission
IEEE	Institute of Electrical and Electronics Engineers
ILE	Integrated Learning Environment
ILT	Instructor Led Training
IPT	Integrated Project Team or Integrated Process Team
ISD	Instructional Systems Development
ISO	International Standardization Organization
IT	Information Technology
ITAR	International Traffic and Arms Regulation
ITS	Intelligent Tutoring System
JWICS	Joint Worldwide Intelligence Communications System
M-Learning	Mobile Learning
MIL	Military
NAVAIR	Naval Air Systems Command
NAWCTSD	Naval Air Warfare Center Training Systems Division
NACI	National Agency Check with Inquiries
NACLC	National Agency Check with Local Agency Checks
NETC	Naval Education and Training Command
NIAP	National Information Assurance Program
NISP	National Industrial Security Program
NKO	Navy Knowledge On-Line
NSA	National Security Agency
OPSEC	Operations Security
PALT	Preparation and Lead Time
PC SIM	Personal Computer Simulation
PII	Personally Identifiable Information
PRF	Performance
SANS	System Administration, Networking, and Security Institute
SCI	Sensitive Compartmented Information
SCORM	Shareable Content Object Reference Model
SIPRNet	Secret Internet Protocol Router Network
SME	Subject Matter Expert
SOW	Statement of Work
T&E	Test and Evaluation
TBT	Technology Based Training
TCP/IP	Transmission Control Protocol/Internet Protocol
TEMP	T&E Master Plan
TLS	Transport Layer Security
WBT	Web Based Training
XML	Extensible Markup Language
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The analysis, design, development, production, implementation, evaluation, and sustainment of a training system require the development of a series of intermediate products.  The intermediate products are listed below along with their associated DID product name and identifier.  DIDs will be identified on the DD-Form 1423s attached to the individual DOs.  The CDRL item will identify the required data to be delivered as part of each required intermediate product.  Intermediate products will be used by the Government to allow IPT members to review, accept, and reject interim products at critical stages during the analysis, design, development, production, implementation, evaluation, and sustainment phases.  The data elements required for each intermediate product, and the total training system, will be defined in Block 16 of the DD-Form 1423 through the use of tailoring.  Data will be delivered as an intermediate product to coincide with required critical review points to ensure a quality training system and supporting intermediate design products.
	Product
Number
	SOW Paragraph
	Intermediate Products
	DID Number

	1
	3.1 General Requirements
	Management Plan
	DI-MGMT-80004A, Management Plan

	2
	3.1 General Requirements
	Integrated Master Schedule (IMS)
	DI-MGMT-81650, Integrated Master Schedule

	3
	3.1 General Requirements and C.3 Conferences and Reviews
	Agenda
	DI-ADMIN-81249A, Meeting Agenda

	4
	3.1 General Requirements and C.3 Conferences and Reviews
	Minutes
	DI-ADMIN-81250A, Meeting Minutes

	5
	3.1 General Requirements
	Contractor’s Progress, Status, and Management Report
	DI-MGMT-80227, Contractor’s Progress, Status, and Management Report

	6
	
	
	

	7
	
	
	

	8
	3.1.1.5.1 Change Management
	Engineering Change Proposals (ECPs)
	DI-CMAN-80639C, Engineering Change Proposal


	9
	3.1.1.5.1 Change Management
	Request for Deviations (RFDs)
	DI-CMAN-80640C, Request for Deviation

	18
	3.2 Detailed Capabilities
	Training System Strategies
	DI-SESS-81518B, Instructional Performance Requirements Document

	19
	3.2 Detailed Capabilities
	Job or Occupational Analysis
	DI-SESS-81518B, Instructional Performance Requirements Document

	20
	3.2 Detailed Capabilities
	Task Analysis
	DI-SESS-81518B, Instructional Performance Requirements Document

	21
	3.2 Detailed Capabilities
	Cognitive Task Analysis
	DI-SESS-81518B, Instructional Performance Requirements Document

	22
	3.2 Detailed Capabilities
	Critical Task Analysis Report
	DI-HFAC-81399A, Critical task Analysis

	23
	3.2 Detailed Capabilities
	Problem Analysis
	DI-SESS-81517B, Training Situation Document

	24
	
	
	

	25
	3.2 Detailed Capabilities
	Gap Analysis
	DI-SESS-81517B, Training Situation Document

	37
	3.2 Detailed Capabilities
	Training Task List
	DI-SESS-81518B, Instructional Performance Requirements Document

	38
	3.2 Detailed Capabilities
	Terminal and Enabling Learning Objectives Construction
	DI-SESS-81518B, Instructional Performance Requirements Document

	39
	3.2 Detailed Capabilities
	Objectives Hierarchy
	DI-SESS-81518B, Instructional Performance Requirements Document

	40
	3.2 Detailed Capabilities
	Cross Reference Matrix (Task to LO)
	DI-SESS-81518B, Instructional Performance Requirements Document

	41
	3.2 Detailed Capabilities
	Mission Performance Standards
	DI-SESS-81518B, Instructional Performance Requirements Document

	42
	3.2 Detailed Capabilities
	Implementation Plan
	DI-MGMT-81737, Implementation Plan

	43
	3.2 Detailed Capabilities
	Evaluation Plan
	DI-SESS-81524B, Training Evaluation Document

	44
	
	
	

	45
	3.2 Detailed Capabilities
	Media Analysis Model
	DI-SESS-81519B, Instructional Media Requirements Document

	46
	3.2 Detailed Capabilities
	Media Analysis Report
	DI-SESS-81519B, Instructional Media Requirements Document

	47
	3.2 Detailed Capabilities
	Instructional Delivery System Functional Data Report
	DI-SESS-81519B, Instructional Media Requirements Document

	48
	3.2 Detailed Capabilities
	Cost Analysis Report
	DI-SESS-81517B, Training Situation Document

	49
	3.2 Detailed Capabilities
	Analysis of Alternatives
	DI-SESS-81517B, Training Situation Document

	51
	3.2 Detailed Capabilities
	ADL/SCO Reusability Report
	DI-SESS-81526B, Instructional Media Package

	55
	3.2 Detailed Capabilities
	Training System Design Strategy Document
	DI-SESS-81520B, Instructional Media Design Package Training System Support Document

	56
	3.2 Detailed Capabilities
	Design and Style Guide
	DI-SESS-81520B, Instructional Media Design Package

	57
	3.2 Detailed Capabilities
	Interface Design Document
	DI-SESS-81520B, Instructional Media Design Package

	58
	3.2 Detailed Capabilities
	Lesson Design Specification
	DI-SESS-81520B, Instructional Media Design Package

	59
	3.2 Detailed Capabilities
	Instructional Media Resource Requirements Document
	DI-SESS-81520B, Instructional Media Design Package

	61
	3.2 Detailed Capabilities
	IT Approval Forms
	DI-MISC-80508B, Technical Report-Study/Services

	63
	3.2 Detailed Capabilities
	Test Items, Tests and Test Bank (Pre- and Post-Tests)
	DI-SESS-81525B, Test Package

	64
	3.2 Detailed Capabilities
	Assessment Tests
	DI-SESS-81525B, Test Package

	65
	3.2 Detailed Capabilities
	Diagnostic Tests
	DI-SESS-81525B, Test Package

	66
	3.2 Detailed Capabilities
	Predictive Tests
	DI-SESS-81525B, Test Package

	67
	3.2 Detailed Capabilities
	Lesson Format Guide
	DI-SESS-81520B, Instructional Media Design Package

	68
	3.2 Detailed Capabilities
	Prototype Lesson
	DI-SESS-81520B, Instructional Media Design Package

	69
	3.2 Detailed Capabilities
	Logic Flow Diagrams
	DI-SESS-81520B, Instructional Media Design Package

	72
	3.2 Detailed Capabilities
	Master Syllabus/Curriculum Outline
	DI-SESS-81527B, Training System Support Document

	73
	3.2 Detailed Capabilities
	Course Logic Flow Diagrams
	DI-SESS-81520B, Instructional Media Design Package

	74
	3.2 Detailed Capabilities
	Training Orientation Guide
	DI-SESS-81522B, Course Conduct Information Package

	75
	3.2 Detailed Capabilities
	Course Training Standards Information Package
	DI-SESS-81522B, Course Conduct Information Package

	76
	3.2 Detailed Capabilities
	Lesson Plans
	DI-SESS-81523B, Training Conduct Support Document

	77
	3.2 Detailed Capabilities
	Student Guides
	DI-SESS-81523B, Training Conduct Support Document

	
	
	
	

	79
	3.2 Detailed Capabilities
	Briefing Guides
	DI-SESS-81523B, Training Conduct Support Document

	80
	3.2 Detailed Capabilities
	Performance Checklists
	DI-SESS-81523B, Training Conduct Support Document

	81
	3.2 Detailed Capabilities
	Job Aids
	DI-SESS-81523B, Training Conduct Support Document

	82
	3.2 Detailed Capabilities
	Instructor Under Training Materials
	DI-SESS-81523B, Training Conduct Support Document

	83
	3.2 Detailed Capabilities
	Course Completion Certificates
	DI-SESS-81522B, Course Conduct Information Package

	84
	3.2 Detailed Capabilities
	Instructor Course Evaluation Sheets
	DI-SESS-81522B, Course Conduct Information Package

	85
	3.2 Detailed Capabilities
	Student Course Evaluation Sheets
	DI-SESS-81522B, Course Conduct Information Package

	86
	3.2 Detailed Capabilities
	Course Completion Report
	DI-SESS-81522B, Course Conduct Information Package

	90
	3.2 Detailed Capabilities
	Media Asset Repository
	DI-SESS-81526B, Instructional Media Package

	91
	3.2 Detailed Capabilities
	Instructional Media Package
	DI-SESS-81526B, Instructional Media Package

	92
	3.2 Detailed Capabilities
	Scripts & Storyboards
	DI-SESS-81526B, Instructional Media Package

	93
	3.2 Detailed Capabilities
	On-Screen Lessons
	DI-SESS-81526B, Instructional Media Package

	94
	3.2 Detailed Capabilities
	Graphic Media Development Data Report
	DI-SESS-81526B, Instructional Media Package

	95
	3.2 Detailed Capabilities
	Interactive Courseware Directions
	DI-SESS-81526B, Instructional Media Package

	96
	3.2 Detailed Capabilities
	Programming Requirements Data Package
	DI-SESS-81526B, Instructional Media Package

	97
	3.2 Detailed Capabilities
	Instructional Media Data Files
	DI-SESS-81526B, Instructional Media Package

	98
	3.2 Detailed Capabilities
	SCORM Conformance Requirements Data
	DI-SESS-81526B, Instructional Media Package

	99
	3.2 Detailed Capabilities
	Training System Support Document
	DI-SESS-81527B, Training System Support Document

	100
	3.2 Detailed Capabilities
	Training System Operating Procedures
	DI-SESS-81527B, Training System Support Document

	103
	3.2 Detailed Capabilities
	Usability Test Plan
	DI-MISC-80711, Scientific and Technical Report

	105
	3.2 Detailed Capabilities
	Learning Management Systems Test and Acceptance
	DI-QCIC-80553, Acceptance Test Plan
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