Questions generated from the TIM:
Q: What is the TCTS Inc II position on foreign involvement on the acquisition?
A: The Navy seeks as much participation from industry as possible. However, all foreign entities must follow the Dept. of State's process for exporting ITAR controlled information. The Navy will consider all requests that are forwarded from the Dept. of State; the review time and ultimate approval or denial may be affected by the breadth of the request; and narrowly tailored requests will aid the Navy in its review process.

Q: Are the minimum quantities listed in the Load Table intended to be active together in a single mission exercise (e.g. 100 Participants each running 8 weapon simulations with 100 simulated High Activity targets, 2200 simulated Low Activity targets, and 30 surface threats all running in the same exercise)?

A: Yes they are intended to be active together.  There is a large force exercise table on page 13 of the Spec.  Large force exercise, e.g. red flag, would have multiple threats and aircraft for that and the requirement is built around that to support that effort, all employing different weapons.  However, the test requirement will be for 100 aircraft.  The demo should be in a simulated lab environment to replicate the 100 participants.  Low activity targets are not on the airborne network (that applies to the Army); our requirement is for high activity.  We are not requiring you to push low activity.   The 2200 Low Activity targets will be sent via SIPRNET using TENA or DIS protocol.  The TCTS Inc II GS need to process these as tracked entities for display on the MOC, NGTS Battle Monitor, JDS, and ICADS workstation.  Coordinates for these entities may be sent in the future to a PS for display on aircraft displays (via digital A/C interface).  Air-to-Ground weapon simulations may be processed at the A/C PS initiating the weapon release or at the GS during Live-Monitoring of the event or during mission playback.  Additionally, a Surface-to-Air weapon simulation, based on selected Low Activity tracks, may be processed at the A/C PS or at the GS during Live-Monitoring of the event or during mission playback.  Refer to 6.4.25 Low activity participants (LAP) and 6.4.37 Non-instrumented Participants.  The Low Activity Targets in Table 1 are Low Activity Participants (LAP), and therefore are considered non-instrumented participants.  This means they will not be in the TCTS Inc II system network using a TCTS Inc II DLT and therefore not consume a one of the 100 participant slots.

Q: Regarding TCTS-PS-610, given the security requirements, isn't some support equipment needed prior to aircraft takeoff (e.g., key loader)? The definition of "support equipment", as it relates to autonomous operation, is ambiguous.  Reference 6.4.4, the PS shall be able to power-up, join the network, and communicate at the required security levels without the use of support equipment.  

A: A clarification to requirement ID TCTS-PS-610 will remove the phrase "without use of support equipment". Supporting information to enhance understanding is as follows:  Supporting rational:
Navy CONOPS for keying the TCTS Inc II system aboard a carrier will be accomplished by using and approved NSA Key Loader to key the system via three methods:  
	1.  Key the SGS with an approved NSA Key Loader, then key the AS, IM, RS (IM), and JSF (IM) via Over the Air Re-Keying (OTAR) method,
	2.  Key the AS, IM, RS (IM), and JSF (IM).
	3.  Possible future method via the SGS loading a key onto a Data Recording Device (DRD).

 The purpose of TCTS-PS-610 is a PS to join and communicate in a network while operating autonomously (without ground infrastructure i.e. GS and RRU Subsystem).
 Key loading requirements:  There are several requirements concerning key loading.
	- TCTS-GS-409: Intent of this requirement is to allow keys to be loaded via the DRD.  This means OTAR or a Key loader would not be needed.  This would also support autonomous operations by allowing a pilot to insert the DRD into any pod and join the network without ground infrastructure.
	- TCTS-E-1042, TCTS-E-1034, TCTS-E-1033, and TCTS-E-1070: These set of requirements together intend to allow Type 1 and Type 3 OTAR of at least 25 Participant Subsystems within 3 minutes.  There is an objective to allow OTAR for all 100 Participant Subsystems within 3 minutes.
	- TCTS-E-10, TCTS-E-8, TCTS-M-857, TCTS-UI-1040:  The intent of these requirements provide the function to load the Participant Subsystems and ECU WRA using a key loader that meets NSA approved key fill  techniques.  Loading keys in the IM and RM (IM) using a key loader can be done via an access panel without requiring disassembly.
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Q: In previous Q&A, a question was asked on reuse of TCTS Increment I Hardware to satisfy TCTS Increment II requirements. Considering the impacts of the age of the equipment, repair of GFE, current training activities, and diminishing manufacturing sources, are you allowing the reuse of PS equipment (e.g. tubes,.) and GS equipment (e.g. RRU antennas, workstations,.)?

A: SPS defines requirements for the TCTS Inc II system to interface with a TCTS Inc I system.  RFP will list GFE, GFI, etc. to include JDS configured workstation computer, ICADS configured workstation computer, Mission Line-up Unit (MLU) configured workstation computer with Data Recording Device (DRD) interface hardware (a proprietary interface unit that connect to the MLU).

Q: What is the nature of "modifications" that would trigger the requirement to re-architect legacy software to FACE?

A: SOW will describe the conditions for applying FACE conformance requirements to modified S/W, and when to apply to new S/W.  New S/W will be defined as S/W developed by contractor to satisfy SPS requirements.  New will not apply to COTS S/W, whether its existing S/W used in a developed design proposed by the contractor or required to satisfy the TCTS Inc II SPS.  Proprietary S/W, proposed by the contractor requiring modification to satisfy SPS requirements, will require conformance to FACE standards.  Note that modified proprietary S/W will require conversion to FACE standards.   Modification of COTS based S/W such as an application that executes (runs) using the Windows OS or some other COTS based OS will require the modified parts to conform to FACE standard.

