Synopsis: Request for Information/Sources Sought
State-of-the-art Electronic Lock and Key Solution
Response Deadline:  15 June 2011
Facilities Engineering and Acquisition Division, Naval Postgraduate School, Monterey, CA  93943-5035
Kim Cantrell, Contract Specialist
Lynn Chiment-Topete, Contracting Officer
Purpose: THIS IS A REQUEST FOR INFORMATION IAW FAR 15.201(e). This notice is solely for market research and planning purposes and does not constitute a request for proposal, request for quote, or invitation for bid, nor does its issuance in any way restrict the Government to its ultimate acquisition approach. No award will be made from this Request for Information (RFI) and the Government will not pay for any effort expended in responding to this notice. The purpose of this RFI is to gather information from industry on state-of-the-art electronic lock and key solutions by gaining knowledge of potentially qualified sources and their size classifications (small business, large business, etc.) The Government considers information on market capabilities, common industry standards, latest technological advances, commercial terms, and conditions, timelines for adaptation and integration, and possible suppliers and sources to be helpful. All feedback and information received may be used to determine the appropriate acquisition strategy for possible future acquisitions. Please do not request a copy of a solicitation because one does not exist.
Request for Information/Questions: 
The Naval Support Activity Monterey seeks to obtain a state-of-the-art lock and key solution for both the Naval Postgraduate School and its Annex. The Naval Postgraduate School is the Department of Defense’s University for advanced studies in Engineering, International Studies, Business, Computer Science, and many other curricula. NPS seeks a “Campus Solution” with one card using the Department of Defense Common Access Card for contactless, contact chip, and/or magstripe access.  Access control solutions must be fully compatible with DoD Common Access Card and interested vendors must be able to demonstrate this capability.  The access control solution should be able to integrate with enterprise level software at the University.  The access control solution should have the ability to be centrally controlled with a user friendly software package that provides complete monitoring of the access control. 
The “campus solution” will likely require a mix of;
· Intelligent IP-Enabled battery operated WiFi communications on existing NPS WiFi network with intelligent storage of lock events. 
· PoE (Power over Ethernet) using existing campus Ethernet infrastructure to operate locks with power and data in one cable with panic and lockdown capability.
· Hardwired online with reader and panel, panic lockdown capability, monitored by central software package.  Egress Hardware or panic hardware to facilitate easy egress that surpasses ANSI/BHMA Grade 1 standards.
· Offline or stand-alone “credential on a card” requiring no programming of doors or data transfer at the device with auto updater allowing remote re-encoding of CAC cards and a door position switch for monitoring when a door is left open. (Date is encoded to the card.)
· Stand-alone Access Control via PDA –programmable locks.
Other pertinent factors for this RFI include;
· Each technology used in the integrated total networked solution must be compatible, easily programmable, and a schematic of IT requirements for each technology solution will be required.
· Demonstrate interchangeability/modularization of access control system equipment needed for keeping pace with future product improvements or changes in lock and key deployment strategy
· Demonstrate fully compatible CAC access (contactless, contact chip, and magstripe)
· A mix of Mortise Locks, ANSI/BHMA Grade 1 locks easily installable for high traffic areas without disassembling the lock case; cylindrical locks ANSI/BHMA Grade 1 &2 easily installable with large trim options.
· Decorative Hardware and Finishes for levers that are ANSI/BHMA Grade 1 and Grade 2 mortise and tubular locks, access control products, and exit devices. 
If additional information is required to formulate your response to this RFI, request the information through the POC listed below. A demonstration of vendor’s products is required. 

Responses: This RFI is prepared for planning purposes only and is not restricted to small business. If the government decides to pursue an RFP, portions of your RFI response may be incorporated into the Performance Work Statement (PWS). Sources are discouraged from submitting any information deemed competition-sensitive or proprietary. However, if sources elect to submit competition-sensitive or proprietary information, sources bear sole responsibility for marking said information as such to ensure appropriate safeguarding by the Government. The Government shall not be held liable for any damages incurred if proprietary information is not properly identified. All submissions become Government property and will not be returned.
1) RFI responses must include company name, address, at least one designated point of contact, voice, and fax telephone numbers, and an email address.

2) Please include your Business Type, i.e., Small, Small disadvantaged, Women-owned, Hub Zone, Service-disabled veteran-owned, 8(a) certified, large business, etc.

3) All responses shall be provided on white paper outlining the company's responses, not to exceed 7 pages, single-spaced, Times New Roman, 12 font.
4) All questions and responses to our request for information/questions shall be submitted, via e-mail, to kim.cantrell@navy.mil.
After review of the responses to this RFI, the Government may or may not proceed with an acquisition. It is the potential offeror's responsibility to monitor this site for any new information related to this RFI

