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STRATEGY AND INSTRUCTIONS: 
 
This Request for Information (RFI) is for informational and planning purposes only and 
shall not be construed as a Request for Proposal (RFP), Request for Quote (RFQ) or as 
an obligation on the part of the Government.  The Government does not intend to award 
a contract on the basis of this request or otherwise pay for the requested information. 
 
Naval Facilities (NAVFAC) is requesting information to procure a Commercial-Off-The-
Shelf (COTS) application, fully hosted by NAVFAC, that supports warehouse 
operations.  Capabilities sought include: total life cycle management and tracking of: 
Containerization, Component Shipment Packing, Unpack and Physical Inventory as well 
as support for program management level planning, programming, budgeting and 
execution (PPBE) through all future year defense plan (FYDP) cycles.   
 
This RFI is intended to solicit vendors to conduct a “self-assessment” of their 
application’s ability to satisfy the functionalities desired as listed below in the 
Functionality Desired section, conduct an on-site system demonstration at Naval 
Facilities Expeditionary Logistics Center (NFELC) in Port Hueneme, CA to validate their 
capabilities, present an oral presentation and submit a rough cost estimate covering 
initial planning through on-going sustainment. 
 
NAVFAC is requesting all respondents use Attachment (1) to rate their system 
capabilities to satisfy the requirements.  If the respondent’s system requires software 
changes in order to satisfy requirements, please submit a rough cost estimate 
identifying what that cost would be.  This RFI is looking for a rough cost estimate (over a 
3 year period) for procurement, implementation and operations & maintenance of an 
enterprise application that has been described in this RFI.  NAVFAC is requesting each 
respondent fill out Attachment (2) with their cost estimates. 
 
Please email your responses to this RFI including Attachment (1) and (2) by 3 
September 2011 to the following NAVFAC point of contact: Ms. Debra Buckley, 
Contract Specialist, email: debra.buckley@navy.mil.  Please submit all questions 
regarding this RFI and Attachments (1) and (2) to Ms. Buckley by 12 August 2011. 
 
NAVFAC is requesting all respondents conduct a system demonstration during the 
week of 26 – 30 September 2011.  The system demonstration will be limited to 2 hours.  
In addition to conducting a system demonstration, respondents are invited to prepare an 
oral brief presenting the following: 
 

 Implementation and Sustainability Methodology: 



Request for Information (RFI) 
Construction Battalion Center Micro Supply (CBCMS) 

 

2 of 9 

o The respondent may describe the method by which they would develop, 
test, integrate and sustain the system described in this RFI. 

 Corporate Experience:  
o The respondent may include work completed over the last five (5) 

consecutive years that is comparable in size, scope and complexity to the 
type of work listed in this RFI.   

 Past Performance 
o The respondent may include any noteworthy performance awards, letters 

of recommendation, commendations and other similar documentation to 
describe their Past Performance.   

 
The oral presentation shall be limited to 1 hour followed with a ½ hour break to setup for 
the system demonstration which will be limited to 2 hours.  Each respondent will be 
limited to no more than 4 individuals from their company attending and participating in 
the system demonstration and oral presentation.  All participants will be required to 
provide necessary information and complete necessary documentation in order to 
request base access.  Respondents must contact Ms. Debra Buckley, Contract 
Specialist, email: debra.buckley@navy.mil no later than 12 September 2011 to schedule 
their presentation and demonstration. 
 
BACKGROUND: 
 
NFELC, located at Naval Base Ventura County (NBVC) Port Hueneme, CA (PH) and at 
Naval Construction Battalion Center (NCBC) Gulfport, MS (GP), enables the readiness 
of Naval Expeditionary Combat Command (NECC) and other expeditionary forces 
through innovative material management and delivery of supplies, equipment and 
integrated logistic support services.  NFELC provides over-arching asset management 
on behalf of these forces and is responsible for life-cycle management of the 
equipment, materials and training required to support their missions.  NFELC supports 
NECC and a diverse group of expeditionary forces with missions ranging from mobile 
diving and salvage, to fleet hospitals.  NBVC Port Hueneme and NCBC Gulfport are the 
force-level bases for reserve and homeport material receipt, storage, issue, staging, 
packing and mobilization.  They are responsible for day-to-day warehouse material 
management.  NECC also plays a role in the warehouse material management process.  
In addition to expeditionary logistics, NFELC provides wartime maintenance and 
mobilization of NCF equipment and mobile utilities in support of global Navy and Marine 
Corps requirements. 

 
NFELC provides and maintains the management information systems for NECC and 
other expeditionary forces in a suite of information systems commonly referred to as the 
Naval Construction Force Management Information System (NCFMIS) including the 
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containerization application, Construction Battalion Center Micro Supply (CBCMS).  
CBCMS is a unique application used by NFELC to containerize, pack, ship and unpack 
Table of Allowances (TOAs) using handheld scanners and bar code label printers as 
well as a Dbase III/Clipper database.  CBCMS also receives call out information and 
provides pack up information to the Expeditionary Management Information System 
(EXMIS).  CBCMS must provide an interface directly to EXMIS. 

 
The purpose of CBCMS is to provide logistics support to NECC and other expeditionary 
forces by means of containerization and materiel asset management and tracking.  The 
individual items within a pack out are established in a TOA and the requisitions and bar 
codes are used throughout the operation’s warehouse process.  Everything and 
anything which might be required for an expeditionary force to deploy and construct for 
example a landing strip, helicopter landing pad or HQ-type Camp, complete with all the 
basic amenities, are containerized in the warehouse facility.   NCBC Gulfport and NBVC 
Port Hueneme both currently utilize the antiquated containerization system to field these 
standardized TOAs to the expeditionary forces in the field.   

 
CBCMS was developed over 15 years ago and is based on out-of-date technology. 
CBCMS currently runs on stand-alone systems at both Port Hueneme and Gulfport.   
The design of the program and outdated technology has made it difficult for this system 
to keep up with the evolving business requirements and timelines.   
 
NFELC Command Information Office (CIO) was requested by Operations (OPS) and 
the Material Resource Division (MRD) to analyze and provide an application and 
hardware solution to address the changing processes and increased volume as well as 
the future needs of the containerization process to include an interface with EXMIS.  
Legacy data would need to be migrated into the solution so that data integrity and 
history is maintained.  Handheld scanners and bar code label printers in use by NFELC 
must be integrated into the COTS solution.  
 

By providing a technology refresh of today’s current environment of unique, stand-
alone, antiquated systems incapable of maintaining or expanding to support the current 
business requirements and future needs of the containerization process, NAVFAC will 
ensure that Navy expeditionary forces have full capability and interoperability to perform 
their missions.   
 
FUNCTIONALITY DESIRED: 
 
Functionality is described as generically as possible to aid in the comparison to other 
systems and / or business processes.  The following paragraphs describe the 
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functionality provided by the current system and what is desired in a replacement 
system.  Additional detailed functional requirements are listed in Attachment (1), 
Functionality and Capability Matrix. 

1) Requirements Management 
A TOA is developed for each Advance Base Functional Component (ABFC).  TOAs 
provide a comprehensive list of National Stock Number (NSN) requirements needed 
to manage and deploy a component.  A hierarchical grouping is required to organize 
a TOA. One or more NSNs are used to make up an assembly or Equipment Code 
(EC) requirement.  Assemblies and ECs are arranged together to form Facilities or 
Groups.  Sections are used to identify the type of category for all material and 
equipment; i.e. weapons, communications equipment, civil engineer support 
equipment.  Components, sub-components and stand-alone components are used 
to identify a major configuration of personnel and material for a specific level of 
operation or mobilization. 
a) Documentation of changes (configuration management) is necessary within the 

TOA system.  Significant changes to a TOA will dictate the need to save or copy 
a specific TOA version for historical purposes.  Allowance items, replaced within 
the TOA, need to be identified for acceptable substitution.  Attributes of a TOA 
and its parts are required to be identified within the system.  Size and unit 
characteristics are identified for purposes of packing / containerization and 
shipping / mobilization. 

b) NFELC manages changes to the TOAs centrally for the NECC and other 
expeditionary forces.  Headquarters, deployed units and expeditionary forces 
require access to the TOA's and their changes.  The capability of putting TOA 
changes in the hands of deployed units and those managing packed or 
containerized assets will allow TOA Integrated Logistics Overhaul (ILO) at the 
field level.  

c) Container Management and Kitting and packing of NSNs into assemblies and the 
containerization of material accountability also require maintenance during issue, 
pack and storage.  AIT capabilities and bar coding are required to track material 
accountability during issue, receipt into the pack area, packing into boxes and 
stowing into containers.  Inventory is maintained for the material assets. Issue 
control by customer, warehouse, priority and project.  NAVSUP Management 
reports capability: Inventory Control Effectiveness (ICE), 1144. 

d) Physical Inventory reporting is required for all material.  Location audits, key item 
and wall-to-wall inventories are conducted in accordance with the following 
NAVSUP policies and procedures: 

 NAVSUP Publication 485 – Volume I, II and III Ashore Supply Procedures 
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 NAVSUP Publication 723 –  Navy Inventory Integrity Procedures 
 DOD 4140.27-M –  Shelf Life Management Manual 

Physical Inventory requirements include: 

 Specific Locations or Location Ranges 
 Specific NIINs or NIIN Ranges 
 Hazardous Materials (HAZMAT) 
 Controlled Item Identification Codes (CIIC) 
 Cognizance Symbol (Cog) 
 Shelf Life Codes (SLC) 
 Shelf Life Action Codes (SLAC) 

Use of bar code technology is integrated to allow ease of data collection to 
perform inventory activities.   

e) Handheld Scanner Hardware is required to gather material asset information and 
interface with a Navy-Marine Corps Intranet (NMCI) workstation to update the 
CBCMS database. 

f) Bar Code Label Printers are required to print out labels such as box IDs and 
packing aids through CBCMS. 

 
2) Products, Services & Interfaces 

Products, services and interfaces of CBCMS required to efficiently support the 
NECC’s and expeditionary forces’ business practices include: 
a) Integrated Logistics Overhaul (ILO) - Provides for the modernizing and 

replacing of deployed, stored and containerized material assets.  Replacing and 
overhaul of old equipment assets with current TOA requirements. 

b) Component Shipments Packing - Provides the ability to tailor and extract 
specified requirements at the component, sub-component, facility, group or 
assembly level from a master and / or proposed file in one request, specify level 
of pack, generate and process system requisitions, generate and process free 
issue requisitions from store rooms, track shorts, produce reports, conduct 
prescreen against multiple store rooms in one request and feed data to micro 
systems for packing.  Maintain status based on data fed back from micro 
systems. Including a Multi-Line Item Packing ability i.e. UL / SG / Kitting. 

c) Containerization - Provides the ability to plan, pack, track and re-pack 
containerized material.  Use of Automated Identification Technology (AIT) during 
packing for purposes of asset management. 
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d) Other System Interface - Providing the ability to interface with standard Navy, 
Other Service and DOD system applications for logistics support as well as 
interfacing with handheld scanner hardware for data collection and bar code label 
printers for creating tracking information.  The interfaces also include but are not 
limited to the following DOD system: EXMIS. 

 
e) Users -  

i) Current registered users  40 
ii) Estimated concurrent users  75% - on average 

95% - during mobilization 
 
DOD IA/IT REQUIREMENTS 
 
The NAVFAC Information Assurance (IA) Program is a unified approach to protecting 
unclassified, sensitive or classified information, and is established to consolidate and 
focus efforts in securing that information, including its associated systems and 
resources.  IA is required operationally throughout the Department of Navy (DoN).  The 
DoN Chief Information Officer (CIO) is responsible for Information Technology (IT) 
within the Navy, as mandated by the Clinger-Cohen Act and is the lead for departmental 
compliance with the Federal Information Security Management Act of 2002 (FISMA). 
 
The replacement system needs to be in compliance with but not limited to the following 
instructions to include those referenced within the items below: 

 SECNAV M-5239.1– DoN Information Assurance Program, Information Assurance 
Manual 

 Navy IA Publication 5239.02 – Terms, Abbreviations and Acronyms 

 CJCSI 6211.02 (series) – Chairman of the Joint Chiefs of Staff, Defense 
Information Systems Network (DISN), Policy and 
Responsibilities, 9 July 2008 

 CJCSI 6212.01 (series) – Chairman of the Joint Chiefs of Staff, Interoperability and 
Supportability of Information Technology and National 
Security Systems, 15 December 2008 

 DoDD 8100.1 – Global Information Grid (GIG) Overarching Policy, 19 September 
2002 

 DoDD 8500.1 – Information Assurance, 24 October 2002 

 DoDI 8500.2 – Information Assurance Implementation, 6 February 2002 
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 DoDI 8510.bb – DoD Information Assurance Certification and Accreditation 
Process (DIACAP) (Draft) 

 CNO N614/HQMC C4 – Navy-Marine Corps Unclassified Trusted Network 
Protection (UTN-Protect) Policy, Version 1.0, 31 October 
2002 

Additionally, NAVFAC seeks a solution with the following IA aspects: 

 Ability to login using either a user ID/password or DoD Common Access Card 
(CAC). 

 Documents containing personally identifiable information (PII) or data (per the 
Privacy Act of 1974) or that are marked with a security classification such as For 
Official Use Only (FOUO), need to be flagged or otherwise distinguished from other 
documents. 

 Documentation on how the product can run in a virtualized environment. 

 A security features’ guide for users and a separate security guide for system 
administrators. 

 Ability to mark groups of documents which, when combined, might result in 
unintentional disclosure of classified information (and then restrict access to them). 

 
CONCERNS: 
 
NAVFAC is requesting that respondents consider the following critical aspects of the 
system when addressing this request for information. 
 
Implementation and Sustainability Methodology – The current systems in use are 
complex set of legacy systems that were developed and implemented over fifteen years 
ago.  These systems are based on out-of-date technology which has made it difficult 
and expensive to sustain due to their age resulting in serious functional limitations. 
Subsequent attempts to implement a replacement system have been plagued with 
planning and configuration difficulties.  To ensure that the implementation and 
sustainability of a replacement system has the best chance for success, potential 
replacement systems nominated by respondents should have a proven methodology 
that they have consistently employed in the past and that is currently in use for 
implementing and sustaining their product.  This methodology should describe in detail 
the various repeatable concepts and processes in use for, at the minimum, the following 
areas: 1) planning and configuration; 2) testing, training, and system go-live; 3) follow-
on system operation and maintenance; and 4) sustainability support. 
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Software Releases and Customization – NAVFAC’s hosting facility located in Port 
Hueneme, California operates in an accredited Navy Marine Corps Intranet (NMCI) 
extended DeMilitarized Zone (eDMZ).  As such, strict process, standards, procedures 
and configuration and change management must be followed for all software/hardware 
changes.  If customization is required in order to satisfy the requirements, software 
releases can become more difficult and costly to manage.  Respondents are requested 
to provide their life-cycle recommendation on how best to manage both regular product 
upgrades and if required how best to manage them in conjunction with customization.    
 
Risk Management Methodology – In previous attempts to implement a replacement 
system, risks were difficult to properly identify and manage.  As a result, the 
employment of a well-defined and repeatable methodology for effectively managing risk 
is critical during the implementation of a replacement system.  Respondents nominating 
a replacement system should have a proven methodology that they have consistently 
employed in the past and that is currently in use for effectively managing risks.  This 
methodology should describe in detail the various repeatable concepts and processes 
in use for, at the minimum, the following areas: 1) risk identification; 2) nature of the risk; 
3) risk mitigation; and 4) risk scoring. 
 
System Operational Usage Environments – In addition to the normal office 
environment where a system is used on a day-to-day basis, current business operations 
include both enclosed climate and non-climate controlled warehouses and open-air 
environments.  The horizontal and vertical physical layouts of the warehouses 
necessitate a system to be capable of operating on NAVFAC’s handheld scanner 
devices which would allow for either a store-and-forward communication method or 
possibly the use of current mobile communications’ technologies.  Due to the possible 
adverse environmental conditions that could be encountered during system usage in a 
warehouse, any handheld scanner device and system used must have the capability to 
be safely operated by an end user without any potential negative physical effects. 
These capabilities would also enable the system to be used in either open-air local or 
remote-deployed work situations where it could be exposed to both hazardous 
environmental and intermittent communication conditions. 
 
 
INFORMATION REQUESTED: 
 
1. What advantages would you suggest NAVFAC take under advisement when 

considering an enterprise application which is fully hosted by NAVFAC? 
 

2. Please provide your input on an overall system design, including system 
software/hardware characteristics e.g. application software, Web application server, 
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database server, reports server, etc. (and possible RFP requirements that NAVFAC 
should consider) which would meet the general intent described in the “Background” 
section described above. 
 

3. Please provide your input on the commercial availability of all functionality listed 
under the “Functionality Desired” section above.  Which of these items are difficult to 
achieve? 

 
4. Please provide your input on the difficulty of meeting the requirements outlined in the 

DOD IT Requirements section above. 
 
5. Please describe the strategy that you suggest NAVFAC should adopt (and RFP 

requirements NAVFAC should consider) for meeting the requirements listed under 
the Concerns section above. 

 
SUMMARY: 
 
This request is for informational and planning purposes only and shall not be construed 
as a RFP, RFQ or as an obligation on the part of the Government.  The Government 
does not intend to award a contract on the basis of this request or otherwise pay for the 
requested information.  The Government will not provide a debriefing on the results of 
this request nor will respondents be contacted regarding information gathered.  No 
basis for claim against the Government shall arise as a result of this request for 
information notice or Government use of any information provided. 
 
Please email your responses to this RFI including Attachments (1) and (2) to the 
following NAVFAC point of contact by 3 September 2011: Ms. Debbie Buckley, 
Contract Specialist, email: debra.buckley@navy.mil.   Please submit any 
questions regarding this RFI and Attachments (1) and (2) to Ms. Buckley by 12 
August 2011. 
 
Please schedule your presentation & system demonstration with Ms. Buckley by 
12 September 2011. 
 
Include your Company Name, Address, Point of Contact, Phone Number, and 
EMAIL address on your response.  In addition to completing both Attachments (1) 
and (2), please limit your response to 10 pages. 


