
PERFORMANCE WORK STATEMENT

FLEET READINESS SUPPORT CENTER SOUTHEAST
CNATRA FLEET SUPPORT TEAM (FST)
ENGINEERING & DATA MANAGEMENT SUPPORT

1. 
GENERAL INFORMATION

1.1
Background

The Fleet Readiness Center Southeast (FRCSE) Jacksonville, FL is tasked with providing engineering, 
logistics, information management, and other support, including systems development and maintenance, 
to the following locations: NAVAIR, PMA-273, Chief of Naval Air Training (CNATRA) in Corpus 
Christi, TX; NAS Kingsville, TX, NAS Pensacola, FL, NAS Whiting Field, FL, and NAS Meridian, MS. 
Support is provided for the T45 Goshawk aircraft, other trainer aircraft such as the T-44 PEGASUS, 
T-6 TEXAN, T-34, and TH-57, systems and components, and trainer aircraft data systems. 
This performance work statement (PWS) provides the baseline for engineering, information management support, including systems development and maintenance in support of the T45 Trainer CNATRA Fleet Support Team at FRCSE Jacksonville. This contract will include, but is not limited to, aircraft structural component strength analysis, aircraft systems engineering program and process analysis, and systems engineering & analysis in support of the Goshawk Network (GOSNet).  

1.1.1

Scope: 

The contractor shall provide technically qualified personnel to perform aircraft system engineering, 

information management, analysis, and related services in support of this effort. 

2.
APPLICABLE DOCUMENTS: 

Applicable Documents can be accessed electronically at the following websites:  

· Military Specifications, Standards and Related Publications at http://dodssp.daps.dla.mil/ 

· Navy Directives at http://neds.daps.dla.mil/ 

· COMNAVAIRFORINST 4790.2A at https://logistics.navair.navy.mil/4790
· NADEPJAXINST on NADEPJAX NMCI Computer System at Intra1/Directives and Documents

The following documents shall be used for guidance in the performance of the detailed requirements contained herein:

DI-MGMT-80227 
Contractor's Progress, Status and Management Report

DI-MISC-80508

Technical Report

2.1  
APPLICABLE NAVY INSTRUCTIONS:

· COMNAVAIRFORINST 4790.2A- Volume II  The Naval Aviation Maintenance Program (NAMP)

· SECNAVINST 5510.30-  Department of the Navy Personnel Security Program

· SECNAVINST 5233.1B- Department of the Navy Automated System Documentation Standards

2.2. 
APPLICABLE FRCSE INSTRUCTIONS AND NOTICES:
 

· FRCSE INST 5355.1A Drug Free Workplace Program 
· FRCSE INST 5510.14 Information, Personnel, and Industrial Security Procedures 

Note: These applicable documents may be revised during performance of the contract.  The current version of these documents is available on the FRCSE Intra1 website.  The contractor shall comply with the latest version.

3.0
Requirements:  

3.1    
Engineering Support Requirements

3.1.1
Provide subject matter expertise for T-45 aircraft strength analysis that are associated with, but not limited to, aircraft repairs, and Engineering Investigations (EI).  The following areas of computer based analytical tools will be required: mathematics technical calculations tools, data analysis applications p-element and h-element code, finite element analysis (FEA) applications, aerospace engineering drafting/drawing applications, and crack initiation and damage tolerance analysis applications. Estimated number of strength analysis taskings per 12-month period is 20. 

3.1.2
Design and substantiate repairs for aircraft structural items.  Prepare appropriate technical directives and technical manual changes, provide technical guidance in the preparation of repair drawings, and perform strength analysis.  

3.1.3
Perform strength analysis and prepare strength analysis reports.  Strength analysis may include static analysis, crack initiation and/or crack growth analysis. (CDRL A002) 

3.1.4
Operate computer based analytical tools including software applications that perform mathematical computations, perform data analysis, perform h-, and p-element coded finite element modeling/analysis, create drawings, and perform crack initiation/growth analysis.

3.1.5
Aircraft systems engineering – research and investigate T-45 aircraft systems/components.  Estimated number is 15 per 12-month period.  Develop technical instructions, repairs, or modifications as required.        

3.1.6     Perform analysis and support of Aircraft Data Recorder (ADR) mishap and incident data and maintenance analyses. Utilize computer based modeling and simulation systems to visually depict all instrumentation and flight/maintenance parameters on a computer system.  Recommend improvements in the simulation programs to improve the portrayal of the flight/maintenance operations under analysis. 

3.1.7    Respond to T-45 Fleet generated Hazardous Material Reports (HMRs). 
3.1.8    Evaluate material conditions identified in HMR, and then develop suitable course(s) of follow-on action: i.e. Engineering Investigation, Inspection Bulletin, manual change, or other.


3.1.9    Perform engineering investigations (EIs).Conduct EI actions as issued and tracked via the NAVAIR EI website, observing all protocols and/or procedures.


3.1.10   Perform engineering technical review of T-45 publications (tech pubs), and/or Technical Publication Discrepancy Report (TPDR).  Contractor shall determine the validity of Fleet generated TPDRs and then develop and execute tech pub changes and/or or corrections to resolve each TPDR.

3.1.11   Provide Technical Directives (TDs) in accordance with OPNAV 4790, as directed, or as required by engineering analysis.  TDs may be: Inspection Bulletins, aircraft and/or system changes, Rapid Action Maintenance Engineering Changes (RAMECs), or Engineering Advisories, (Eas).

3.1.12
Draft official Naval message traffic as related to TD’s.

3.1.13   Develop and execute technical publication changes and/or revisions to  to resolve issues 
uncovered during the course of processing EI’s or TD’s          
                                            . 
3.1.14   Perform analysis of data, assess impacts to cost and readiness, provide recommendations for system/component modification, enhancement, or replacement with the goals of increased T-45 aircraft readiness and/or lowering life-cycle costs.

3.1.15   Provide ‘on-site’ technical assistance in support of EIs, aircraft mishap/accident investigations in determining the location and cause of system failures.  

3.2
T45TS Web Communications (GOSNET, PEGNET, et al)
3.2.1
Perform Systems Engineering & Analysis in support of T45TS web communications (GOSNet), retrieval and transmittal systems; including migration across system interfaces.  This task may include the generation, with successful installation, of original computer code.  

3.2.2
Perform Systems Engineering & Analysis by evaluating T45TS web communications operations and architectures. Develop and submit T45TS web communications. 


3.2.3   
Develop and present cost estimates related to T45TS web communications.  Such presentations are made locally at NAVAIR Headquarters or other locations.


3.2.4   
Develop specific hardware and software procurement recommendations as associated with T45TS web communications. 


3.2.5  
 Provide technical support to T45TS web communication users in the area of connectivity/access/permissions and system administration.


3.2.6  
 Coordinate requirements with industry counterparts on technical issues regarding extranet connectivity.  Coordinate local network/data flow/connectivity issues as necessary with NAVAIR NMCI personnel.


3.2.7  
 Provide backup and recovery services for data and applications resident on GOSNet.


3.2.8  
 Attend government-sponsored meetings/reviews specifically related to the GOSNet system; including but not limited to T45TS GOSNet Program Reviews, Fleet Support Team (FST) meetings, technology coordination meetings, GOSNet Management Team Meetings, and Site Training Support meetings. 

3.2.9  
 Develop, recommend, test, debug and install web applications which contain all T45 corporate data for GOSNet.
3.2.10   Provide data transformation and file management services necessary to publish all T45 corporate data onto GOSNet. 
3.2.11   Independently apply knowledge of computer science principles, information management principles, automated data processing (ADP) functions, hardware and software systems structures and operation, and computer programming languages and techniques to solve automation problems.

3.2.12   Independently identify and use standard, unconventional and original mathematical, algorithmic, and programmatic approaches to define, plan, organize, design, develop, modify, test, and integrate database or data processing systems, computer hardware systems and simulation models.

3.2.13
Formulate architectural design, functional specifications, interfaces and documentation of hardware or software systems considering system interrelationships, operating modes and software or equipment configurations.

3.2.14
Assist program manager by providing onsite and offsite resource support team management activities for GOSNet.
3.2.15
 Provide GOSNet training for the T45 program community. 
4.0
GOVERNMENT & CONTRACTOR FURNISHED INFORMATION/EQUIPMENT 
4.1
Performance under this contract will be accomplished in Government workspaces.  The Government will provide the contractor with appropriate office space, software, and basic office supplies. The Government will provide required ADP systems for development of web applications, available program & engineering data, and data processing system (GOSNet) required to perform the tasks of this contract.  

The Government will also provide required IT systems access for execution of assigned duties, such as PATRAN, NASTRAN, T45 Finite Element Model files, Aircraft Data Recorder (ADR) applications, and other associated engineering data/applications required to perform the tasks of this contract.  Upon completion of the contract, all GFE/GFI that was provided to the contractor shall be returned to the Government.  
4.2
All necessary desktop computers shall be furnished by the contractor.  Any IT equipment provided by the contractor shall be NMCI compliant, shall be documented on a property pass, shall meet all FRCSE Jacksonville and NAVAIR Headquarters requirements, and shall be configured IAW FRCSE Jacksonville guidelines and directives.
5.0
REPORTS
5.1
The contractor shall deliver the products and services specified in this PWS and the Contract Data Requirements List (CDRL). Performance will be measured against due dates, and progress will be monitored via the Trainer Aircraft Action Trackers, (a.k.a. GOSTrack).  The contractor shall provide monthly status reports and strength analysis reports in accordance with CDRLs A001 and A002.  

6.0
 Security Requirements 

6.1
All proprietary/sensitive but unclassified documentation/data shall be handled in accordance with DODD 5200.01 DOD Information Security Program concerning Controlled Unclassified Information.  Data, reports, and drawings developed by and for this facility are proprietary and thus are considered to be sensitive but unclassified information and must be protected as required by law.  

6.2
Security Classification:  
Access to Navy Information Technology (IT) resources are specified in NAVAIR Memorandum 5510, 16 Oct, 2008. Contractors shall coordinate this through their Facility Security Officer and the Contracting Officer’s Representative. OPNAV FORM 5239/14 SAAR-N (System Authorization Access Request-Navy) shall be submitted and an information technology sensitivity level will be assigned for the appropriate individual background investigation requirements.
7.0  
  Personnel Qualifications 
 Senior Software Engineering / Technical Team Lead – (Key Personnel)
Coordinate system development tasks to include design, integration and formal testing.  Oversee all transitions into production.  Develop and complete actions in system specifications, technical and logistical requirements and other disciplines.  Create and maintain programmatic and technical documentation to insure efficient planning and execution.  Monitor and make recommendations on system hardware.  Design and Develop interfaces to external systems.  Must have a four year degree in Computer/Information Science or related field and 10 years specialized experience. Must be skilled in ColdFuson, SQL, HTML CSS, Microsoft SQL, C#, Microsoft Access, SVN

Junior Software Developer 
Oversee the daily performance of the software.  Code, test and troubleshoot the software by utilizing the SQL Management Studio.  Maintain and modify the software; make approved changes as prescribed by the customer and project manager.  Test and develop programming modifications.  Write new program code using approved specifications.  Analyze performance of the software and take action to correct faults based on client feedback and the approval of the project manager.  Document programming problems that are encountered and the appropriate resolution for future reference.Must have an associate’s degree in Computer Information Sciences and two years experience.  Must be skilled in ColdFusion, SQL, HTML CSS, Microsoft SQL Server, SVN.

Systems Analyst  
Provide staff and users with assistance solving computer related problems, such as malfunctions and program problems.  Test, maintain, and monitor computer programs and systems, including coordinating the installation of computer programs and systems.  Use object-oriented programming languages, as well as client/server applications development processes and multimedia and Internet technology.  Confer with clients regarding the nature of the information processing or computation needs a computer program is to address.  Coordinate and link the computer systems within an organization to increase compatibility and so information can be shared.  Consult with management to ensure agreement on system principles.  Expand or modify system to serve new purposes or improve work flow.  Interview or survey workers, observe job performance and/or perform the job in order to determine what information is processed and how it is processed.  Determine computer software or hardware needed to set up or alter system.  Train staff and users to work with computer systems and programs.  Must have a four year degree in Computer/Information Science or related Field and ten years of Software Dev elopement and business analysis.  Experience with DoD Information Assurance policies and procedures are beneficial.  ColdFusion, SQL, HTML CSS, Microsoft SQL Servier, C#, Microsoft Access skills are required.

Senior Principal Structural Engineering (Stress Analyst) 

Apply extensive knowledge of principles, theories, concepts, industry practices and standards related to the support of weapon systems structure, component parts, and related component systems and subsystems.  Provide analysis and review services to related field support, design, test and evaluation activities, including field repairs, engineering investigations, engineering change proposals, fatigue life extension analysis and testing efforts.  Perform finite element analysis of airframe structure and components.  Evaluate airframe structure for static strength, fatigue life and damage tolerance.  Provide guidance, oversight and review of internally and externally developed analyses.   Provide recommendations for analysis methods and idealizations.   Must have a Bachelors Degree of Science Degree in Mechanical, Civil, or Aerospace Engineering from an accredited university and a minimum of 15 years of industry experience performing stress analysis, finite element analysis, and fatigue and fracture analysis.  Skills in MSC PATRAN/NASTRAN/AFEA, ESRD StressCheck, AFGROW, FAMS, MathCad are required.

Principal Systems Engineering   

Apply extensive knowledge of aircraft systems to related field support activities, engineering investigations, engineering change proposals, and mishap investigations.  Troubleshoot systems to determine root failure causes and make recommendations for fleet inspection and system modifications as required.  Evaluate and/or develop systems checks and maintenance and testing requirements.   Provide support to vendor qualification efforts. Must have a Bachelors of Science Degree in Mechanical, Civil, or Aerospace Engineering from an accredited university.  A Masters Degree may be substituted for up to two years of experience and a minimum of 10 years of industry experience in systems engineering skills with Web Based Apps for EI and ECP tracking are required.

If the Government questions the qualifications or competence of any person performing under this contract, the burden of proof to sustain that person’s qualifications shall be upon the contractor. All college degrees must be from an accredited college or university. 
8.0
Period of Performance 
Base Period:

30 September 2012 – 29 September 2013

Option Period I:

30 September 2013 – 29 September 2014

Option Period II:

30 September 2014 – 29 September 2015

9.0
Travel Requests 

The contractor may be required to support training aircraft maintenance and operations, with travel to various Government, or contractor Logistics Support (CLS) provider sites.

9.1
All travel requests shall be approved in advance by the COR and alternately by the T-45 FST Leader.  Visits by representatives of the U.S. Government to Boeing, St Louis, MO must be related to the T45TS Program and require approval from the T45TS Program office AIR-3.1.2G sufficiently in advance of the intended departure.  Upon receipt of T-45 Program Office approval, notification will be supplied to the Government representative at Boeing.  Visits to either CLS location (NAS Meridian or NAS Kingsville) may require approval by the CNATRA ACO.

9.2
TRAVEL AND PER DIEM
The contractor will be reimbursed for travel costs in accordance with FAR 31.205-46 on the basis of actual costs incurred for transporting necessary personnel up to the extent allowed a Government employee under the Department of Defense Joint Travel Regulations. Maximum allowable rates can be found at http://www.dtic.mil/perdiem/perdiemrates.html. Travel and per diem costs incurred in the replacement of personnel will not be reimbursed when such replacement is accomplished at the contractor's or employee's convenience.

9.3
Travel Trip Estimates:    The list of potential travel per year is contained in Table 1

Table 1

	Origin
	Destination
	Persons
	Trips
	Days

	Jacksonville, FL
	Kingsville, TX
	2
	3
	4

	Jacksonville, FL
	Meridian MS.
	1
	2
	3

	Jacksonville, FL
	Patuxent River, MD
	2
	3
	3

	Jacksonville, FL
	Corpus Christi, TX
	2
	3
	3

	Jacksonville, FL
	Havelock, NC
	1
	1
	3

	
	
	
	
	

	Includes: air fare, per diem, lodging, car
	
	
	Total: 16


10.0
NMCI Compliance

10.1
Software Development/Server Procurement

Any tools developed that will be hosted by NMCI or run on NMCI workstations will be certified for NMCI and comply with NMCI policy.  Additionally, any servers supporting this effort will be transitioned to meet the requirements of the current NAVAIR Server Consolidation effort.

11.0 
WEB SITES, WEB ENABLEMENT, AND APPLICATION DEVELOPMENT
Current referenced applications will be modernized and all future development will be performed in accordance with the Navy Enterprise Application Developer's Guide (NEADG), DON/NAVAIR FAM and Task Force Web (TFWeb) mandates.  Any Web sites/servers hosted/located in contractor facilities, or outside NAVAIR enclave, will transition to NAVAIR architecture and infrastructure as soon as possible.  A transition plan will be provided within 60 days. Registration of all Web sites will be completed within 30 days, if not yet completed.  

12.0 
INFORMATION ASSURANCE
The T-45 program shall comply with all federal, DoD, and Department of the Navy (DON) Information Assurance (IA) policies. To ensure that the program complies with required policies throughout the program’s lifecycle, the program shall assign personnel with responsibility for ensuring IA policy and by implementing the DoD Information Technology Security Certification and Accreditation Process (DITSCAP).  The program must comply with the Global Information Grid (GIG), Combat Identification (CID), Global Air Traffic Management (GATM), and Cryptography Modernization Capstone Requirements Documents (CRD). All IA shall be in compliance with the following documents, where applicable. 

 Chairman Joint Chiefs of Staff Instruction (CJCSI) 6211.02B, “Defense Information System Network (DISN): Policy Responsibilities and Processes,” 31 July 2003

 Chairman Joint Chiefs of Staff Manual (CJCSM) 6510.01, “Information Assurance (IA) and Computer Network Defense (CND)”, 25 Mar 2003

 CJCS Notice 6510, Communications Security (COMSEC) Security Modernization Plan;

 CJCSI 6215.01B, “Policy for Department of Defense Voice Networks”, 23 Sep 2001

 CJCSI 6250.01B, “Satellite Communications,”28 May 2004

 CJCSI 6510.01C, “Information Assurance and Computer Network Defense,” 01 May 2001; 

 CJCSI 6510.01D, “IA and CND”, 15 June 2004

 CNO N614/HQMC C4--Navy-Marine Corps Unclassified Trusted Network Protection (UTN-Protect) Policy, Version 1.0, 31 October 2002;”

 CNSS Instruction 4009, “National Information Systems Security Glossary,” May 2003

 CNSS Instruction 4012, “National IA Training Standard for Senior System Managers”, June 2004

 CNSS Instruction 4014, “National IA Training Standard for Information System Security Officers”, April 2004

 CNSS Policy No. 10, “National Policy Governing Use of Approved Security Containers in Information System Security Applications” 16 Dec 2004

 Committee on National Security Systems (CNSS) Policy No. 15;

 Computer Security Act of 1987 (PL 100-235)

 Department of Defense (DoD) Instruction (DoDI) 5200.40, “DoD Information Technology Security Certification and Accreditation Process (DITSCAP)”, 30 December 1997

 Director of Central Intelligence (DCI) Directive 6/3, “Protecting Sensitive Compartmented Information Within Information Systems,” 5 June 1999

 DoD 5200.2-R, “DoD Personnel Security Program”, Jan 1987

 DoD 8510.1-M “Department of Defense Information Technology Security Certification and Accreditation Process (DITSCAP) Application Manual,” 31 July 2000;

 DoD CIO Guidance and Policy Memorandum 6-8510, “Department of Defense Global Information Grid Information Assurance,” 16 June 2000;

 DoD Directive (DODD) 8100.1, “Global Information Grid Overarching Policy,” 19 September 2002;

 DoDD 3020.26, “Continuity of Operations (COOP) Policy and Planning,” 26 May 1995

 DoDD 4630.5, “Interoperability and Supportability of Information Technology (IT) and National Security Systems (NSS),” 11 January 2002;

 DoDD 5000.1, “The Defense Acquisition System,” 12 May 2003

 DoDD 5160.54, “Critical Asset Assurance Protection,” 20 January 1998; 

 DoDD 5200.2, “DoD Personnel Security Program,” 4 Sep 1999

 DoDD 5230.11, “Disclosure of Classified Military Information to Foreign Governments and International Organizations,” 

 DoDD 5230.20, “Visits, Assignments, and Exchanges of Foreign Nationals,” 12 Aug 1998

 DoDD 8190.3, “Smart Card Technology,” 31 Aug 2002

 DoDD 8320.2, “Data Sharing in a Net-Centric DoD,” 2 Dec 2004

 DoDD 8500.1, "Information Assurance (IA)," 24 October 2002

 DoDD 8570.1, “IA Training, Certification, and Workforce Management,” 15 Aug 2004

 DoDD C-5200.5, “Communications Security (COMSEC), 21 Apr 2000

 DoDD O-8530.1, “Computer Network Defense (CND),” 8 Jan 2001

 DoDI 4630.8, “Procedures for Interoperability and Supportability of IT and NSS,” 30 Jun 2004

 DoDI 5000.2, “Operation of the Defense Acquisition System,” 12 May 2003

 DoDI 8100.2, “Use of Commercial Wireless Devices, Services, and Technologies in the DoD Global Information Grid (GIG),” 14 Apr 2004

 DoDI 8100.3, “DoD Voice Networks” 16 Jan 2004

 DODI 8500.2, “Information Assurance (IA) Implementation,”6 February 2003;

 DoDI 8510.bb--DoD Information Assurance certification and Accreditation Process (DIACAP) (DRAFT)

 DoDI 8520.2, “Public Key Infrastructure (PKI) and Public Key (PK) Enabling,” 1 Apr 2004

 DoDI 8551.1, “Ports, Protocols, and Services Management (PPSM),” 13 Aug 2004 

 DoDI 8580.1 “Information Assurance in the Defense Acquisition System,” 9 July 2004

 DoDI O-8530.2, “Support to CND,” 3 Sep 2001

 DoN CIO Guidance on Information Management/IT Inherently Governmental Functions,” Nov 2001

 DON IA Publication Series

 Executive Order 12333, “United States Intelligence Activities”, 4 Dec 1981

 Executive Order 12958, as amended, “Classified National Security Information”

 Federal Information Security Management Act of 2002, Title III of E-Government Act of 2002 (PL 107-347)

 Homeland Security Presidential Directive (HSPD-7), “Critical Infrastructure Identification, Prioritization, and Protection, 17 Dec 2003

 National Security Telecommunications and Information Systems Security Policy (NSTISSP) No.11, “National Policy Governing the Acquisition of IA and IA-enabled IT Products,” Jan 2000

 NAVAIRINST 5238.1, “Naval Air systems Command Policy and Guidelines for Web Sites, Web Applications, and Web Servers,” 18 November 2004

 NAVAIR Memorandum 5510 AIR 7.4/7.2, Information Technology (IT) Position Requirements, 16 OCT. 2008

 NAVSO 5239-03--Designated Approving Authority (DAA) Guidebook

 NAVSO 5239-1--Introduction to Information Systems Security

 Navy-Marine Corps Unclassified Trusted Network (UTN-Protect) Policy, 4 Aug 2004”

 NSTISSAM TEMPEST/2-95, RED/BLACK Installation Guidelines, dated 12 Dec 95, with Amendment of 3 February 2000

 NSTISSD 500, Information Systems Security Education, Training and Awareness,” 25 Feb 1993

 NSTISSI 4011, National Training Standard for Information Systems Security Professionals,” 20 June 1994

 NSTISSI No.7003, Protected Distribution Systems (PDS), of 13 Dec 96

 OMB Circular A-130, “Management of Federal Information Resources,” 28 Nov 2000

 OMB Memo M-00-07, “Incorporating and Funding Security in Information Systems Investments,” 28 Feb 2000

 OPNAVINST 2201.2, “Navy and Marine Corps Computer Network Incident Response,” 3 Mar 1988

 OPNAVINST 2201.3; CH-1, “COMSEC Monitoring of Navy and Marine Corps Telecommunications and AISs”, 27 Jan 1999

 OPNAVINST 5239.1B “Navy Information Assurance (IA) Program,” 9 November 1999;

 OPNAVINST 5239.1B, “Navy IA Program”, 9 Nov 1999

 OPNAVINST C5510.93F/MCO C5510.19 Navy Marine Corps Implementation of National Policy on the Control of Compromising Emanations, 10 January 2002

 Privacy Act of 1974; 

 SECNAVINST 3501.1, “Department of the Navy (DON) Critical Infrastructure Protection (CIP),” 16 June 2002;

 SECNAVINST 5211.5D, “DON Privacy Act Program,” 17 July 1992

 SECNAVINST 5239.3A “Department of the Navy Information Systems Security (INFOSEC) Program,” 20 December 2004;

 SECNAVINST 5510.30A; CH-1, “DON Personnel Security Program Regulation”, 19 Jun 2000

 SECNAVINST 5510.36, “DON Information Security Program Regulation” 17 Mar 99

 SECNAVINST 5720.47, “DON Policy for Content of Publicly Accessible WW Sites”, 24 Oct 2003

13.0
CONTRACTING OFFICER REPRESENTATIVE INFORMATION

Paul Kanuk, (904) 317-1909, paul.kanuk@navy.mil


