PERFORMANCE WORK STATEMENT
BASE COMMUNICATION OFFICE SOUTHEAST
[bookmark: _GoBack]CABLE INFORMATION RETREIVAL SYSTEM (CAIRS) 

1.0 SCOPE:

1.1 	The CAIRS provides the ability to manage and track work orders, trouble tickets, inventory,
cable/circuit records and switch assignments. The CAS performs phone call tracking, telephone usage
monitoring, flat rate billing, multiple rate tables for call pricing, trunk usage analysis and reporting and
custom reports.

2.0    REQUIRED DOCUMENTS

The following instructional documents are mandatory for use.  Unless otherwise specified, the document’s effective date of issue is the date on the invitation for bid or request for proposal.  Additional applicable documents may be included in specific task orders.  
:
	
	Document Number
	Title

	a.
	DoD 5220.22-M
	DoD Manual – National Industry Security Program Operating Manual (NISPOM)

	b.
	DoDD 5220.22
	DoD Directive – National Industrial Security Program

	c.
	DoD 5200.2-R
	DoD Regulation – Personnel Security Program

	d.
	DoDD 8500.1
	DoD Directive – Information Assurance

	e.
	DoDI 8500.2
	DoD Instruction – Information Assurance (IA) Implementation

	f.
	DoDI 8510.01
	DoD Information Assurance Certification and Accreditation Process

	g.
	SECNAVINST 5239.3B
	DoN Information Assurance Policy, 17 Jun 09

	h.
	SECNAVINST 5510.30
	DoN Regulation – Personnel Security Program



2.1        GUIDANCE DOCUMENTS

The following documents are to be used as guidance. Unless otherwise specified, the document’s effective date of issue is the date on the request for proposal.  Additional applicable documents may be included in specific task orders.

	
	Document Number
	Title

	a.
	MIL-M-85337A
	Manuals, Technical; Quality Assurance Program: Requirements for

	b.
	MIL-DTL-24784
	Manuals, Technical: General Acquisition And Development Requirements

	c.
	MIL-HDBK-61A
	Configuration Management

	d.
	MIL-HDBK-881
	Work Breakdown Structure

	e.
	ISO/IEC -9000
	International Organization for Standardization, Quality Management Principles

	f.
	ISO/IEC 15408
	Information Technology – Security Techniques.  Evaluation criteria for IT security



.

2.1	ACRONYMS AND ABBREVISTIONS: 

	ACOR			Alternate Contracting Office’s Representative
	AOR			Area of Responsibility
	AT&T			American Telephone & Telegraph Co.
	BAC			Billing Account Code
	BAN			Base Area Network
	BCO			Base Communications Office
	BDF			Building Distribution Frame
	BLII			Base Level Information Infrastructure
	BRI			Basic Rate Interface
	CAIRS			Cable Information Retrieval System (Telecom DATABASE) 
	CAS			Call Accounting System
	CDRL			Contract Data Requirements List
	COR			Contracting Officer’s Representative
	CMP			Configuration Management Plan
	CSA			Communications Service Authorization
	DOD			Department of Defense
	DISA			Defense Information Systems Agency
DISN			Defense Information Systems Network
DSN			Defense Switched Network
ECP			Engineering Change Proposal
EPA			Environmental Protection Agency
FAR			Federal Acquisition Regulation
FTS			Federal Technology Services
	FTS2001		Federal Technology Services 2001
	GETS			Government Emergency Telecommunications Service
	GFE			Government-Furnished Equipment
	GFF			Government-Furnished Facilities
	GFI			Government-Furnished Information 
	GFP			Government-Furnished Property
	GSA			General Services Administration
	IAW			In Accordance With
	INST 			Instruction
	ISDN			Integrated Services Digital Network
	ISP			Inside Cable Plant
	KO			Contracting Officer
	LAN			Local Area Network
	LEC			Local Exchange Carrier
	LEN			Line Equivalent Number
	MAN			Metropolitan Area Network
	MAP			Maintenance and Administrative Position
	MAPCI			Maintenance Administrator Command Interpreter
	MCDR			Military Call Detail Reporting
	MDF			Main Distribution Frame
	MFS			Multi-Function Switch
	MILCON		Military Construction
	MIPR			Military Inter-Departmental Purchase Request
	MODEM		Modulation/Demodulation
	MOU			Memorandum of Understanding
	MRC			Monthly Recurring Cost
	MRKS			Memorandum Record Keeping System
	MRP			Major Repair Program
	MSP			Minimum Standards of Performance
	MWR			Morale, Welfare and Recreation
	NAS			Naval Air Station
	NASD			Naval Ammunition and Supply Depot
	NSA			Naval Support Activity
	NAVCOMTELSTA	Naval Computer and Telecommunications Station
	NAVHOSP		Naval Hospital
	NAVSTA		Naval Station
	NCTS			Naval Computer and Telecommunications Station 
	NRLUWSREF		Naval Research and Underwater Surveillance Reference
	NMC			Network Management Center
	NMCI			Navy and Marine Corps Intranet
	NORTEL		Northern Telecom Inc
	NTFS			Northern Telecom Federal System
	O&M			Operate and Maintain
	OEM			Original Equipment Manufacturer
	OPPP			outside Principal Period of Performance
	OSHA			Occupational Safety & Health Administration
	OSP			Outside Cable Plant
	PBX			Private Branch Exchange
	PC			Personal Computer
	PM			Preventive Maintenance
	POA&M		Plan of Action and Milestones
	POC			Point of Contact
	PPP			Principal Period of Performance
	PRI			Primary Rate Interface
	PSTN			Private Switched Telephone Network
	PWS			Performance Work Statement
	QC			Quality Control
	SOP			Standard Operating Procedures
	TA			Technical Assistant
	TCO			Telephone Control Officer
	TMS			Telecommunications Management System
 	TWR			Telephone Work Request
 	TTS			Trouble Tracking System
 	SERVORD		 Service Order
	SME			Subject Matter Expert
	SMEO			Small End Office
 	SNMP			Simple Network Management Protocol
	SONET			Synchronous Optical Network
	STE			Secure Telephone
	TRAVER		Translation Verification
	UCALL			Unique Call accounting
	VIP			Very important Person
	WAN			Wide Area Network
	WAWF			Wide Area Work Flow

3.0	REQUIREMENTS

The CAIRS requires the latest CAIRS software upgrades kit and technical support
to maintain the support for the system. The CAS requires the latest UCALL software upgrades kit and
technical support to maintain the support of its system. The technical support shall provide site specific
telephone support during normal business hours including troubleshooting and customer issues and
training support of on-site personnel assigned to maintain and use the installed UCALL and CAIRS
programs and peripheral software. The CAIRS and CAS software support updates and technical support
service shall be effective beginning fiscal year (FY15) 01 October 2014 through 30 September 2019 plus 4 option years.

3.1        WORKLOAD DATA:     Provide approximately 2,080 support hour actions annually.

4.0	Performance Requirements Summary (AQL)

	Task or Deliverable
	Performance
Objective
	Performance Standard
	Acceptable quality Level (AQL)
	Surveillance Method

	Task 1
	Meet support qualifications and performance standards.
	Adhere to requirements specified in Section 3 of the PWS.
	100% Compliance
	Random customer review of work 




The following positive/negative incentives may be considered when evaluating contractor performance:

Positive:
· Contract Length Considerations (options and award terms)
· Favorable Past Performance Evaluation

Negative:
· Implement increased surveillance and/or contractor reporting
· Adverse performance documentation in the contractor’s Performance Assessment Reporting System (CPARS)
· Contract Length Considerations (not exercising options)
· Termination for Default
· 

5.0	PERIOD OF PERFORMANCE

Base Year:	01 October 2014 – 30 September 2015
Option Year 1:	01 October 2015 – 30 September 2016
Option Year 2:	01 October 2016 – 30 September 2017
Option Year 3:	01 October 2017 – 30 September 2018
Option Year 4:	01 October 2018 – 30 September 2019


6.0	PLACE OF PERFORMANCE

NAS Jacksonville FL,NAS Pensacola FL, NAS/JRB New Orleans LA, CBC Gulfport MS, NAS Meridian MS, NSA Mid-South Millington TN, NAS Corpus Christi TX, NAS/JRB Fort Worth TX, NSA Panama City FL and NAS Kingsville TX


7.0	WORK HOURS/PERSONNEL SHIFT SCHEDULES/OVERTIME:

The Unique Technical Support Center is open from 8:00 a.m. to 10:00 p.m. Eastern Time, Monday through 
Thursday, and Fridays from 8:00 a.m. to 6:00 p.m. Eastern Time, excluding holidays. 

The Technical Support Center can be contacted during non-business hours to leave a voice mail message 
that will be returned the next business day, or send an e-mail to support@unique.net.   

Unique Communications observes the recognized Federal holidays. 

Service support 

Unique Communications Technical Support responds to all service issues with priority during the hours 
noted in the next table. There is no on-call support during non-business hours.

8.0	TRAVEL EXPENSES:  NONE

The Government anticipates no contractor travel expenses will be incurred under this contract. 
 
9.0	WORK ENVIRONMENT AND PHYSICAL DEMANDS

In the event on-site assistance is required. Government and Contractor personnel will work in common office spaces during working hours and the Contractor’s performance shall not interfere with the Government’s work.  In the event that the Contractor believes that the Government or other personnel are interfering with the performance of the services required under the PWS, the Contractor shall notify the COR immediately.  The Contractor shall not cease to perform the services required under the PWS without the Contracting Officer (KO) or the COR’S direction.  Failure by the Contractor to notify the CO or COR could result in a denial of any compensation requests for any additional costs incurred in performance of the contract under such conditions.  Task involves 100% work in office environment.

10.0 	NON PERSONAL SERVICE STATEMENT 

Contractor employees performing services under this order will be controlled, directed, and supervised at all times by management personnel of the contractor. Contractor management will ensure that employees properly comply with the performance work standards outlined in the statement of work. Contractor employees will perform their duties independent of, and without the supervision of, any Government official or other Defense Contractor.  The tasks, duties, and responsibilities set forth in the task order may not be interpreted or implemented in any manner that results in any contractor employee creating or modifying Federal policy, obligating the appropriated funds of the United States Government, overseeing the work of Federal employees, providing direct personal services to any Federal employee, or otherwise violating the prohibitions set forth in Parts 7.5 and 37.1 of the Federal Acquisition Regulation (FAR). The Government will control access to the facility and will perform the inspection and acceptance of the completed work.

11.0	SPECIAL INSTRUCTIONS/CONSIDERATIONS

No data provided to, or developed by, the contractor shall be used for any purpose other than this delivery order. All information (Code, data files, and hard copy) becomes the property of the Government and the contractor shall return them to GLS/NAVSUP Global Logistic Support Code 047 at the completion of the task.

12.0	EMPLOYMENT OF FEDERAL EMPLOYEES:	The Contractor shall not employ or enter into a contract with any person to perform work under this contract who is an employee of the United States Government, either military or civilian, unless such person receives approval IAW applicable Federal, navy and DOD regulations.

13.0	SECURITY CLEARANCE

Work under this task order requires access to personally identifiable information (PII) and information protected by the Privacy Act of 1974.  In addition to the security requirements below, contractors performing work under this task order must meet the following criteria:  Per SECNAV M-5510.30, all individuals with access to PII or Privacy Act information must be US Citizens; therefore US Citizenship is a requirement.   In all cases contract employees must meet eligibility requirements for a position of trust at a minimum.  The contractor shall comply with all applicable DOD security regulations and procedures during the performance of this task order. Contractor shall not disclose and must safeguard procurement sensitive information, computer systems and data, privacy act data, sensitive but unclassified (SBU) information, classified information, and all government personnel work products that are obtained or generated in the performance of this task order.  Contractor employees are required to have National Agency Check, Local Agency Check and Local Credit Check (NACLC) investigation at a minimum in accordance with DOD Instruction 8500.2.  Local Agency Check and Local Credit Check must be submitted and results received prior to commencement of work. A security clearance may also be required to perform work under this contract.

AN “UNFAVORABLE” OR “NO DETERMINATION” ADJUDICATION OF THE CONTRACTOR EMPLOYEES INVESTIGATION WILL RESULT IN IMMEDIATE TERMINATION OF ACCESS TO THE WORKSPACE AND RECORDS.

Purpose:  Reference is hereby made to Navy awarded contracts requiring contractor access to Navy information systems, SBU information, areas critical to the operations of the command, and/or classified information.  Although these contracts may not be classified, contractor employees are required to have obtained a favorably adjudicated National Agency Check with Local Agency and Credit Checks (NACLC) determination at a minimum.  The Department of the Navy (DoN) has determined that all DoN Information systems are sensitive regardless of whether the information is classified or unclassified.  A contractor whose work involves access to sensitive unclassified information warrants a judgment of an employee's trustworthiness.  Therefore, all personnel accessing DoN Computer systems must undergo investigation for a position of trust to verify their trustworthiness.  Also, Commands will include Facility Access Determination (FAD) program requirements in the contract specifications when determinations for facility access only will be required on the contractor employees.  The following addresses those requirements for Security.

NO FOREIGN NATIONAL WILL BE EMPLOYED ON THIS GOVERNMENT CONTRACT. 

This clause does not apply to employees hired overseas In accordance with Status of Forces Agreements, Diplomatic (memorandums) of understanding or other Host Nation Agreements. Employees hired under these agreements are subject to local pre-employment checks.

[bookmark: OLE_LINK1][bookmark: OLE_LINK2]“Each contractor employee shall comply with the HSPD-12 E-Verify Federal Acquisition Regulations FAR Clause 52.222-54 Employment Eligibility Verification”

 All contractors, working within DoN Spaces must be entered into the Joint Personnel Adjudication System (JPAS), and then owned by their contracting company facility security officer (FSO).  The receiving command Security Manager will then service those individuals in JPAS for tracking and monitoring of their investigation status.  

If no previous investigation exists the contractor personnel shall complete the requirement for a NACLC.
NACLC’s for positions of trust will be processed through the receiving command Security Manager.  
Investigative requirements for DoN Contractor personnel requiring access to classified information are managed under the National Industrial Security Program (NISP). Requests for investigation of contractor personnel for security clearance eligibility are processed by the Office of Personnel Management (OPM) and adjudicated by Defense Industrial Security Clearance Office (DISCO). When Sensitive Compartmented Information (SCI) access is at issue, the Department of the Navy Central Adjudication Facility (DoNCAF) is the adjudicative authority for all DoN Contractor personnel requiring SCI access eligibility. 

The Contractor shall ensure that a complete security package, (SF-85, SF-85P, SF-86 and FD258 2 copies) are submitted to the Command Security Officer receiving the contracted services in order for the Security Officer to conduct a suitability review of the submitted investigative forms.    

The Contractor FSO or security representative shall ensure that individuals assigned to the command are U.S. citizens and will ensure completion of the SF-85P or SF-86. The SF-85P or SF-86 along with the original signed release statements and two applicant fingerprint cards (FD 258) will be forwarded to the receiving command Security Manager at least one week prior to reporting for duty. 

Personnel cannot be properly processed and provided system access prior to their reporting date without receiving the investigative paperwork one week prior. 

For contracts requiring a position of trust the Command Security Officer will submit the forms for a position of trust.  For classified contracts the contractor FSO will submit the SF-86 to OPM for processing and eventual adjudication by DISCO.

The completed SF-85P or SF-86 will be reviewed by the receiving command Security Manager for completeness, accuracy and suitability prior to the submission. If the contractor appears suitable after the questionnaire has been reviewed, the request will be forwarded to OPM.

The completed SF-85P or SF-86 along with attachments will be forwarded to the Office of Personnel Management (OPM) who will conduct the NACI investigation or equivalent. All contract personnel will in-process with the receiving command Security Manager and Information Assurance Manager upon arrival to the command and will out-process prior to their departure. 

Please note: When processing a Questionnaire for National Security Positions, the applicants can only access the e-QIP system if they have been instructed to do so by an appropriate official at sponsoring agency. Individuals cannot pre-apply for a security clearance, nor update their security questionnaire, unless granted access by an appropriate agency official. The e-QIP software can be accessed at the Office of Personnel Management (OPM) website http://www.opm.gov/e-qip/index.asp or http://www.dss.mil  the contractor shall provide the completed Questionnaire for Public Trust  Positions, or Questionnaire for National Security Positions with the original signed release statements and two applicant fingerprint cards (FD 258) to the receiving command Security Manager for suitability determination. The receiving command Security Manager will review the form for completeness, accuracy and suitability issues, and forward to OPM as detailed on the OPM website.  Applicants can obtain an SF-86 or SF-85P by visiting the Office of Personnel Management (OPM) website located at: http://www.opm.gov/forms/html/sf.asp.   The responsibility for providing the fingerprint cards rests with the contractor.  

 The Department of the Navy Central Adjudication Facility will provide the completed investigation to the receiving command Security Manager for the determination in cases where a favorable determination cannot be reached due to the discovery of potentially derogatory information.  The command will provide written notification to the contractor advising whether or not the contractor employee will be admitted to command areas or be provided access to unclassified but sensitive business information.   Determinations are the sole prerogative of the commanding officer of the sponsor activity.  If the commanding officer determines, upon review of the investigation, that allowing a person to perform certain duties or access to certain areas, would pose an unacceptable risk, that decision is final.  No due process procedures are required.

The contractor employee shall take all lawful steps available to ensure that information provided or generated pursuant to this arrangement is protected from further disclosure unless the agency provides written consent to such disclosure. Security clearance requirements are defined in the DD-254 of the basic contract for those contracts that will require employees to handle classified information.

The FSO will ensure that the SAAR-N is forwarded to the receiving command Security Manager for receipt at least one week prior to the start date for the individual.

"ALL AUTHORIZED USERS OF DOD INFORMATION SYSTEMS SHALL RECEIVE INITIAL INFORMATION ASSURANCE IA ORIENTATION AS A CONDITION OF ACCESS AND THEREAFTER MUST COMPLETE ANNUAL IA REFRESHER AWARENESS TRAINING TO MAINTAIN AN ACTIVE USER ACCOUNT." 

Pre-employment Clearance Action:  Employees requiring access to classified information, upon reporting to their position, will be read into access by the local command security representative.  A local classified material handling indoctrination will take place at that time.  

The I-9 form lists acceptable forms of identification that can be provided to prove U.S. citizenship.  Dual citizens are required to renounce their secondary citizenship in order to work for the U.S. government.  Citizenship can be renounced by turning in the foreign national passport to a government security officer for destruction or to the originating embassy of the passport.   Individuals should request a signed affidavit from their embassy recognizing the renouncing of their citizenship.

Acceptable Proof of Citizenship 
a. For individuals born in the United States, a birth certificate is the primary and preferred means of citizenship verification. Acceptable certificates must show that the birth record was filed shortly after birth and it must be certified with the registrar's signature. It must bear the raised, impressed, or multicolored seal of the registrar's office. The only exception is if a state or other jurisdiction does not issue such seals as a matter of policy. Uncertified copies of birth certificates are not acceptable. A delayed birth certificate is one created when a record was filed more than one year after the date of birth. Such a certificate is acceptable if it shows that the report of birth was supported by acceptable secondary evidence of birth. Secondary evidence may include: baptismal or circumcision certificates, hospital birth records, or affidavits of persons having personal knowledge about the facts of birth. Other documentary evidence can be early census, school, or family bible records, newspaper files, or insurance papers. All documents submitted as evidence of birth in the U.S. shall be original or certified documents. 
b. If the individual claims citizenship by naturalization, a certificate of naturalization is acceptable proof of citizenship. 
c. A Passport, current or expired, is acceptable proof of citizenship. 
d. A Record of Military Processing-Armed Forces of the United States (DD Form 1966) is acceptable proof of citizenship, provided it reflects U.S. citizenship. 
e. If Citizenship is from the Island of Puerto Rico; see Puerto Rico Birth Certificates Law 191of 2009,at web site http://www.prfaa.com/birthcertificates/.
f. If citizenship was acquired by birth abroad to a U.S. citizen parent or parents, the following are acceptable evidence: 
(1) A Certificate of Citizenship issued by the Department of Homeland Security, U.S. Citizenship and Immigration Services (USCIS) or its predecessor organization.  
 (2) A Report of Birth Abroad of a Citizen of the United States of America 
 (3) A Certificate of Birth.  

14.0	PERSONNEL COMPLIANCE:  The Contractor shall ensure that contractor employees observe and comply with all local and higher authority policies, regulations, and procedures concerning fire, safety, environmental protection, sanitation, security, traffic, parking, energy conservation, flag courtesy, “off limits: areas, and possession of firearms or other lethal weapons.  When two or more directives or instructions apply, the contractor shall comply with the more stringent or the directives or instructions.

15.0	PERSONNEL CONDUCT: The selection, assignment, reassignment, transfer, supervision, management, and control of contractor personnel employed to perform tasks specified herein shall be the responsibility of the contractor.  The contractor shall be responsible for the performance and conduct of contractor and subcontractor employees at all times.  Personnel employed by the contractor in the performance of this contract, or any representative of the contractor entering the installation shall abide by the security regulations listed in the contract and shall be subject to such checks by the Government as deemed necessary.  The contractor shall not employ for performance under this contract any person whose employment would result in a conflict of interest with the Government’s standards of conduct.

16.0	INTERACTION WITH OTHER ACTIVITIES:

16.1	Government Personnel: Government and contractor personnel will be working in common office areas.  Contractor performance shall not interfere with Government work in the area where any service is being performed.  In the event the contractor believes that Government and other contractor personnel are interfering with the performance of the tasks described in this PWS, the contractor shall notify the Contracting Officer Representative (COR) immediately.  The contractor is obligated to continue performance of the effort described in this contract unless there is authorization from the Contracting Officer and/or COR to stop work.  Failure by the contractor to notify the COR and receive necessary instructions could result in denial of any additional costs incurred in performance of the contract under such conditions.

16.2	Other Contractor Personnel: Other Government contractors may be performing required services in areas that interrelate with the requirements of this contract.  The Government will facilitate initial contact between contractors performing other contracts and this contract.  The contractor shall provide all further required coordination between other contractors for any task specified in this contract that relates to or impacts on any other contracted work.


17.0	DELIVERABLES:  Management/Quality Control Plan: The contractor shall ensure quality service is maintained to perform services throughout the life of the contract and methods for improving the overall quality are also employed. Offerors shall therefore prepare and submit a management/quality control plan. The final Government approved plan shall be submitted within five working days of contract start date. The plan shall discuss the Contractor’s overall approach and procedures for evaluating the major service area contained in the PWS, communicating with the Government, resolving deficiencies, identifying potential improvements, and managing day to day operations. As part of the management/QCP, the contractor may conduct internal QC inspections. Results of any contractor internal QC inspections and corrective actions taken shall be made available to the Government for review throughout the performance of this SOW.  The Government may periodically require the contractor to update/revise the management/QCP to ensure quality service is maintained throughout the life of the contract.

18.0	ACCESS AND CONTROL:  Commander, Navy Installations Command (CNIC), has established the Navy Commercial Access Control System (NCACS), a standardized process for granting unescorted access privileges to vendors, contractors, suppliers, and service providers not otherwise entitled to the issuance of a Common Access Card (CAC) who seek access to and can provide justification to enter Navy installations and facilities.  Visiting vendors may obtain daily passes directly from the individual Navy Installations by submitting identification credentials for verification and undergoing a criminal screening/ background check.  Alternatively, if the vendor so chooses, it may voluntarily elect to obtain long-term credentials through enrollment, registration, background vetting, screening, issuance of credentials, and electronic validation of credentials at the vendor’s own cost through a designated independent contractor NCACS service provider.  Credentials will be issued every five years and access privileges will be reviewed/renewed on an annual basis.  The costs incurred to obtain Navy Installation access of any kind are not reimbursable, and the price(s) paid for obtaining long-term NCACS credentials will not be approved as a direct cost of this contract.  Further information regarding NCACS can be found under “Popular Links” at http://cnic.navy.mil/CNIC_HQ_Site/index.htm.

19.0 	TECHNICAL POINT OF CONTACT AND INSPECTION AND ACCEPTANCE:

The Contracting Officer's Technical/Customer Representatives under this Contract and the personnel responsible for performing inspection and acceptance of the contractor’s performance at the destination are: 

19.1	Technical Customer Representatives: 

a. 	MR. JOHNNY BUETTGEN, GMSI MANAGER
	(BCO Jacksonville FL, NAS Jacksonville Hospital FL, Mayport FL,)
	NAVCOMTELSTA JACKSONVILLE
	PO BOX 111
	JACKSONVILLE, FL 32212-0111

	b.	MR. DAVID WEEKLY, BCO MANAGER
	(BCO Pensacola FL, Whiting Field FL)
	NAVCOMTELSTA JACKSONVILLE
	280 TAYLOR ROAD
	BUILDING 3261
	PENSACOLA, FL 32508

	c. 	MR. CHARLES ROWAN, DIVISION MANAGER
	(BCO New Orleans LA)
	NAVCOMTELSTA JACKSONVILLE
	NAS/JRB
	400 RUSSELL AVENUE
	BUILDING 30
	BELLE CHASSE, LA 70143

	d.	 MR. CHRISTOPHER LANE, BCO MANAGER
	(BCO Gulfport MS)
	NAVCOMTELSTA JACKSONVILLE
	BCO GULFPORT
	5200 CBC SECOND STREET
	BUILDING 324
	GULFPORT, MS 39501

	e.	 MR. ROBERT KREJCI, BCO MANAGER
	(BCO Meridian MS)
	NAVCOMTELSTA JACKSONVILLE
	255 ROSENBAUM AVENUE
	BUILDING 255 ROOM 125
	MERIDIAN, MS 39309

	f.	 MR. JACK BUTLER, BCO MANAGER
	(BCO Mid-South TN)
	NAVCOMTELSTA JACKSONVILLE
	5722 INTEGRITY DRIVE
	BUILDING S-776
	MILLINGTON TN 38054-5012

	g.	 MR. RONALD MARCHAND, BCO MANAGER
	(BCO JRB FT Worth TX)
	NAVCOMTELSTA JACKSONVILLE
	1730 HULK DRIVE
	BUILDING 1730
	FT WORTH TX 76127-5200

	h.	 MS. TERESA WALSHE, BCO MANAGER
	(BCO Corpus Christi TX)
	NAVCOMTELSTA JACKSONVILLE
	240 TARAWA STREET
	CORPUS CHRISTI TX, 78419-5021

i.  MR. KURT MISKIMEN, BCO MANAGER
	(BCO Kingsville TX)
	NAVCOMTELSTA JACKSONVILLE
	554 MCCAIN STREET
	SUITE 100
	KINGSVILLE, TX 78363-5033

	j.	 MS. MONA SPENCER, BCO MANAGER
	(BCO PANAMA CITY, FL)
	NAVAL SUPPORT ACTIVITY
	101 VERNON AVENUE, BLDG 110, FLOOR 1
	PANAMA CITY, FL 32407


	19.2	COR:			Glenn Newman
		Phone:			(904) 542-8367
		E-mail:			glen.newman@navy.mil


