PERFORMANCE WORK STATEMENT
FLEET READINESS SUPPORT CENTER SOUTHEAST
CNATRA FLEET SUPPORT TEAM (FST)
ENGINEERING & DATA MANAGEMENT SUPPORT


1. 	GENERAL INFORMATION

1.1	Background

The Fleet Readiness Center Southeast (FRCSE) Jacksonville, FL is tasked with providing engineering, logistics, information management, and other support, including systems development and maintenance, to the following locations: Naval Air Systems Command (NAVAIR), Program Manager (Air) PMA-273, Lexington Park, MD., Chief of Naval Air Training (CNATRA) in Corpus Christi, TX; NAS Kingsville, TX, NAS Pensacola, FL, NAS Whiting Field, FL, NAS Meridian, MS, and NAS Patuxent River, MD. 

Support is provided for the T-45 Goshawk aircraft and other trainer aircraft such as the T-44 PEGASUS, T-6 TEXAN, T-34, and TH-57, their systems and components, and trainer aircraft data systems. 

This performance work statement (PWS) provides the baseline for T-45 aircraft engineering, information management support, including systems development and maintenance in support of the CNATRA Fleet Support Team at FRCSE Jacksonville. This contract will include, but is not limited to, aircraft structural component strength analysis, aircraft systems engineering program and process analysis, and computer systems engineering, computer programming, and Information Security Assurance in support of the Goshawk Network (GOSNet).  

1.1.1		Scope: 

The contractor shall provide technically qualified personnel to perform aircraft system engineering, information management, analysis, and related services in support of this effort. The contractor shall provide direct support to the Navy T-45 Fleet Support Team (FST) located in Jacksonville, FL. at the Cecil Commerce Center. The contractor’s engineering support will assist the T-45 FST in structural analysis to develop T-45 aircraft repairs and other analyses for fatigue life evaluation. Additionally, reports shall be provided to support Service Life, Fatigue Management, and Retrofit/Modifications.
The T-45 GOSNet shall be supported to provide continuous on line web access for the entire T-45 team to enable document sharing, Contract Data Requirements List (CDRL) delivery, team data storage/tracking, and other program support necessary to maintain the team’s on line information network. The Naval Air Warfare Center Aircraft Division (NAWCAD) Patuxent River , MD. provides the hosting for GOSNet production and testing environment. This consists of two Windows 2008 Virtual Servers with a total of 948GB of SAN, a corporate SQL database administration of 22 SQL database totaling 26GB.The network is used for T-45 daily work activities such as team wide task assigning (GOSTrack), fleet technical requests for assistance, technical directive routing, contractor reporting, program historical documentation, and is expanding to support other trainer platforms to include the TH-57 (RANGERNet) and T-44 (PEGNet). GOSNet is the primary system that the other trainer nets are modeled after, and was built in 2005 using ColdFusion and SQL Server.

2.	APPLICABLE DOCUMENTS: 

Applicable Documents can be accessed electronically at the following websites:  
· Military Specifications, Standards and Related Publications at http://dodssp.daps.dla.mil/ 
· Navy Directives at http://doni.daps.dla.mil/allinstructions.aspx 
· COMNAVAIRFORINST 4790.2A at https://logistics.navair.navy.mil/4790

The following documents shall be used for guidance in the performance of the detailed requirements contained herein:

DI-MGMT-80227 	Contractor's Progress, Status and Management Report
DI-MISC-80508		Technical Report
See Para. 13 for Information Technology Directives/Instructions

2.1  	APPLICABLE NAVY INSTRUCTIONS:
· COMNAVAIRFORINST 4790.2  Volume II  The Naval Aviation Maintenance Program (NAMP)
· SECNAVINST 5510.30-  Department of the Navy Personnel Security Program
· SECNAVINST 5233.1B- Department of the Navy Automated System Documentation Standards
· NADEPJAXINST on NADEPJAX NMCI Computer System at Intra1/Directives and Documents
· NAVAIR 00-25-300 Naval Air Systems Command Technical Directive System

2.2. 	APPLICABLE FRCSE INSTRUCTIONS AND NOTICES:	 
· FRCSE INST 5355.1A Drug Free Workplace Program 
· FRCSE INST 5510.14 Information, Personnel, and Industrial Security Procedures 

Note: These applicable documents may be revised during performance of the contract.  The current version of these documents is available on the FRCSE Intra1 website and all applicable documents will be provided upon request. The contractor shall comply with the latest version.

3.0	REQUIREMENTS:  

3.1    	T-45 Aircraft Engineering Support Requirements

3.1.1	Provide structural engineering support for T-45 aircraft strength analysis that are associated with, but not limited to, aircraft repairs, modifications, and Engineering Investigations (EI).  The following areas of computer based analytical tools will be required: mathematics technical calculations tools, data analysis applications p-element and h-element code, finite element analysis (FEA) applications, aerospace engineering drafting/drawing applications, and crack initiation and damage tolerance analysis applications. Estimated number of strength analysis tasking’s per 12-month period is 20. 

3.1.2	Design and substantiate repairs for aircraft structural items.  Prepare appropriate technical directives and technical manual changes, provide technical guidance in the preparation of repair drawings, and perform strength analysis.  

3.1.3	Perform strength analysis and prepare strength analysis reports.  Strength analysis may include static analysis, crack initiation and/or crack growth analysis. (CDRL A002) 

3.1.4	Operate computer based analytical tools including software applications that perform mathematical computations, perform data analysis, perform h-, and p-element coded finite element modeling/analysis, create drawings, and perform crack initiation/growth analysis. Specific software applications include AFGROW, Solid Edge ST6, MSC, NASTRAN/PATRAN, FAMS, MathCad, Stress Check, with results delivered to the customer as requested.

3.1.5    	Respond to T-45 Fleet generated Hazardous Material Reports (HMRs) as submitted through the Joint Discrepancy Reporting System (JDRS).  Response includes evaluation of report, incident research, proposed disposition, and proposed solution. Research includes technical documentation reviews and analysis to determine failure modes. (3.1.8/3.1.9 Below) 

3.1.6    	Evaluate material conditions identified in HMR, and develop suitable course(s) of follow-on action: i.e. Engineering Investigation, Inspection Bulletin, redesign, technical manual changes, or other action to mitigate risk.

3.1.7    	Perform engineering investigations (EIs).Conduct EI actions as issued and tracked via JDRS, observing all protocols and/or procedures. Engineering Investigations in response to HMRs or other fleet safety issues may require material lab analysis or other in depth research to determine the cause of material failure and establishing potential risk for the T-45 fleet. Response to investigation may be Inspection Bulletin, Technical Publication Discrepancy Report (TPDR), or other fleet directed action to mitigate risk. 

3.1.8   	Perform engineering review of T-45 technical publications, and/or Technical Publication Discrepancy Report (TPDR) submitted in JDRS.  Contractor shall determine the validity of Fleet generated TPDRs by researching the relevant technical publications/drawings, develop and execute tech pub changes and/or or corrections to resolve each TPDR. The JDRS web tool shall be utilized to acknowledge TPDR validity and to submit the corrective action.

3.1.9   	Draft Technical Directives (TDs) for T-45 aircraft in accordance with OPNAV 4790 and NAVAIR 00-25-300, as directed, or as required by engineering analysis.  TDs may be: Inspection Bulletins, aircraft and/or system changes, Rapid Action Maintenance Engineering Changes (RAMECs), or Engineering Advisories, (EAs). Specific tasking for these deliverables shall be assigned through the GOSNet action tracker and uploaded to the action chit. A twelve month contract period may generate from one to four actions for technical directives. 

3.1.10   	Perform analysis of T-45 aircraft Naval Aviation Logistics Data, assess impacts to cost and readiness, provide recommendations for system/component modification, enhancement, or replacement with the goals of increased T-45 aircraft readiness and/or lowering life-cycle costs. Data will be provided by FST logisticians upon request and action will be assigned and recommendation delivered in GOSNet action tracker. A twelve month period may generate two to four actions of this nature. 

3.1.11   	Provide ‘on-site’ technical assistance at the T-45 operational sites in support of EIs, aircraft mishap/accident investigations in determining the location and cause of system failures. 

3.1.12	Provide Quarterly Service Life Report (SLR),
The Service Life (SL) Report is required for the Program Manager, PMA-273, Naval Undergraduate Flight Training Systems at Naval Air Station (NAS) Patuxent River.
The SL Report, a recurring report to be released during the 1st month of each quarter, is designed to evaluate the previous quarter’s T-45 flight scheduling and execution at the three training locations, NAS Kingsville, Meridian, and Pensacola, in support of Service Life Maintenance Management (SLMM) and T-45 Fatigue Management Program (FMP) fleet sustainment efforts.
According to SLMM and FMP, aircraft should be scheduled for flights equitably (eliminating high usage spikes among the flyable aircraft while ensuring that there are no aircraft left unused), should be scheduled evenly (preventing overuse of an aircraft for intense maneuvering flights that consume fatigue life), and should share equally in the stresses from carrier operations (expected accumulated damage from arrested landings). 
The guidance for the flight scheduling of the T-45 aircraft is contained in the Contractor Logistics Support (CLS) Contract which commenced on October 1, 2014 and provides a framework for evaluating schedule performance based on the quarterly flight hours and flight events.
This report uses the evaluation criteria in the contract, and also contains the results of additional studies regarding update of the fatigue intensity definitions for training flight events (revised definitions constructed), the effect of granting exemptions to aircraft that participated in training detachments away from their normal home base of operations (not recommended), and the impact of grading criteria changes (new Band scoring schema provided).
This report serves to exercise the mechanism for providing evaluation feedback for the SLMM process, and determine if sufficient data collection and reporting is in place. 
For the fatigue life and carrier operations portion of FMP, the scheduling guidance recommendations will be provided in the FMP Report, which is to be published by the end of the second month of each quarter. The FMP Report will use the Structural Fatigue Life Tracking (SFLT) data, as reported in the Structural Appraisal of Fatigue Effects (SAFE) Report, in order to recommend which aircraft require special scheduling attention in order to lower or increase the ratio of high and low fatigue flight events, or to encourage/discourage use for Carrier Qualification (CQ) training events. 

The results in this report, although not an assessment of scheduling and flight execution effectiveness for the T-45 FMP, provide an understanding of the standards of evaluation and the type/quality of the results achievable from current reporting means. For purposes of fatigue management in support of PMA-273 Sustainment IPT objectives, the current reporting framework, data collection, and data quality, primarily provided through the CLS provider’s Flight Matching report, is satisfactory for SL Report generation.  (CDRL A003)

3.1.13	Provide Quarterly Fatigue Management Program Report (FMPR), 
The quarterly Fatigue Management Program (FMP) Report is designed to assist in implementation of the T-45 FMP for the Program Manager, PMA-273, Naval Undergraduate Flight Training Systems at NAS Patuxent River. 
The recurring FMP Report, released one month before the start of each fiscal quarter, presents an evaluation of FMP performance for training aircraft at Naval Air Station Kingsville, Meridian, and Pensacola by comparing training event use as outlined in the Service Life (SL) Report and associated Flight Matching reports with the flight hour, Fatigue Life Expended (FLE), and arrestment totals computed through the Naval Air Systems Command (NAVAIR) T-45 Structural Fatigue Life Tracking program and given in the AIR-4.3.3.4 Structural Appraisal of Fatigue Effects Report.
In addition to the results of this analysis, specific aircraft are identified as candidates for the Chief of Naval Air Training (CNATRA) FLE and Trap (Arrestment) Lists (CFL/CTL) in order to provide guidance for scheduling the aircraft during the following quarter for the various training flight event types. 
As indicated in the applicable list, the identified aircraft are to be used for a lower proportion of intense/non-intense maneuvering flights that consume relatively high/low amounts of FLE (CFL aircraft) or for an increased/decreased percentage of Carrier Qualification (CQ) sorties (CTL aircraft). 
The overall intent of the scheduling guidance is to reduce FLE and arrestment rate scatter in the fleet, a goal which will be evaluated in two parts: the flight event scheduling portion in the SL Report and the overall effect on FLE and SLL projections in this FMP Report. 

This T-45 FMP Report provides the recommended CFL and CTL for implementation of the FMP through the Contractor Logistics Support contract Performance Work Statement and also includes an analysis of the previous quarter.  (CDRL A004)

3.1.14	Provide Semi-Annual Retrofit/Modification Report (RMR),
This Report details the Level I analysis of the T-45 Depot history in order to make observations from the past maintenance chronology, develop parametric relationships for use in the Fleet Management Model (FMM) simDepot to study the sustainment of the T-45 fleet through 2035. 

Using the XRAY reports, Fleet Support Team (FST) records, and Contractor-provided data, the history is assembled and cross-checked, providing a detailed look at when aircraft moved in and out of Ready-For-Training status, and giving a view of where, when, and how much Depot work was performed. 
 (CDRL A005)

3.2	T45TS Web Communications (GOSNET, PEGNET, et al)

3.2.1	Perform Computer/Network Systems Engineering & Analysis in support of T45 web communications operations/architecture retrieval and transmittal systems; including migration across system interfaces. Must be skilled in ColdFusion, SQL, HTML CSS, Microsoft SQL Server, and SVN. 

3.2.1.1	Within 60 days after award, contractor shall evaluate GOSNet’s current hardware and software configuration to baseline the system followed by an analysis of the system‘s capability to support daily usage and operation. Based on findings, a GOSNet action chit shall be submitted recommending hardware/software upgrades.
3.2.1.2	Within 120 days after award, contractor shall evaluate GOSNet’s hardware/software configuration to determine the system’s required changes necessary for the system to operate efficiently and effectively three and five years in the future assuming user requirements are not increased. Contractor shall perform this analysis every 24 months. Based on findings, a GOSNet action chit shall be submitted recommending hardware/software upgrades.

3.2.3 Provide technical support to T45TS web communication users in the areas of connectivity issues, access, permissions, and system administration. Support includes telephone/email contact with individual to address the issue and recommend user actions needed to resolve the issue. All user system issues will be resolved by the contractor or referred to the Government COR for direction if issue is unresolved after 24 hours.

3.2.4 Contractor shall notify customer of any unplanned/unannounced impacts degrading GOSNet service.  Notification is to be by email and telephone to the customer within one hour of identifying system degradation. Contractor  shall notify customer of any announced impacts to system performance by email and telephone within 12 hours of notification  

3.2.5 Coordinate requirements with industry counterparts on technical issues regarding extranet connectivity.  Coordinate local network/data flow/connectivity issues as necessary with NAVAIR IT personnel and PMA-273 program office data manager. Interaction/coordination with NAVAIR IT group may be through   PMA-273 program office data manager. 

3.2.6  	Attend government-sponsored meetings/reviews specifically related to the GOSNet system; including but not limited to T45TS GOSNet Program Reviews, Fleet Support Team (FST) meetings, technology coordination meetings, GOSNet Management Team Meetings, and Site Training Support meetings. 

3.2.7  	Recommend, develop, test, debug and install web applications which contain all T45 corporate data for GOSNet. Contractor shall provide recommendations based on analysis performed in para. (3.2.2.2) and will be provided direction by Government on specific actions to take. 

3.2.8   	Provide data transformation and file management services necessary to publish all T45 corporate data onto
	GOSNet. 

3.2.9   	Independently apply knowledge of computer science principles, information management principles, automated data processing (ADP) functions, hardware and software systems structures and operation, and computer programming languages and techniques to solve automation problems.

3.2.10   	Independently identify and use standard, unconventional and original mathematical, algorithmic, and programmatic approaches to define, plan, organize, design, develop, modify, test, and integrate database or data processing systems, computer hardware systems and simulation models.

3.2.11	Provide GOSNet end user training for the T45 program community. Training may consist of GOSNet site navigation familiarity, end user applications available on the site, and answers to specific end user questions on application navigation and team communication routing. Training may be group presentations delivered through slide presentations accompanied with application demonstrations and students using the application in a classroom environment.

3.2.12 Download T-45 aircraft usage data from the Training Integration Management System (TIMS) database and the individual T-45 aircraft data recorders (ADR). (TIMS is the pilot’s flight debrief information and ADR is the aircraft’s flight information recorded from takeoff to landing). Reconcile the TIMS and ADR data using a Government owned application to provide daily reports (EMAIL) to CNATRA, CNATRA TW-1, TW-2, and FST onsite Flight Operations Quality Assurance representative. 

3.2.13 Contractor ensures the confidentiality, integrity, availability, reliability, and non-repudiation of the T-45 organization’s information contained in and transmitted from systems and networks by implementing commercial and DoD security laws, regulations, policies, standards, and control techniques.







Performance Requirements Summary

	Performance Objective
	Performance Standards
	Frequency
	Acceptable
Quality level    (AQL)
	Surveillance
Method

	Strength Analysis
	Adhere to requirements specified in paragraph 3.1.3 of the PWS
	Continual
	95% (5% error)
	Random Inspection
and/or Customer Surveys and Feedback

	Engineering Technical Review
	Adhere to requirements specified in paragraph 3.1.8 of the PWS
	Continual
	95% (5% error)
	Random Inspection and/or Customer Surveys and Feedback


	Technical Directive Development
	Adhere to requirements specified in paragraph 3.1.9 of the PWS
	Continual
	95% (5% error))
	Random Inspection and/or Customer Surveys and Feedback


	Systems Engineering & Analysis (IT)
	Adhere to requirements specified in paragraph 3.2.1 of the PWS
	Continual
	95% (5% error)
	Random Inspection and/or Customer Surveys and Feedback


	Systems Engineering & Analysis (IT)
	Adhere to requirements specified in paragraph 3.2.12 of the PWS
	Continual
	95% (5% error)
	Random Inspection and/or Customer Surveys and Feedback


	Deliverables
	Adhere to requirements set forth in paragraphs 3.3.13 through 3.3.14
Timeliness: >95%
Quality: >95%
	As required
	- Timeliness: on or ahead of schedule at least 95% of the time
- Quality: Acceptable to COR at least 95% of the time
	100% Inspection






	
4.0	GOVERNMENT & CONTRACTOR FURNISHED INFORMATION/EQUIPMENT 

4.1	Performance under this contract will be accomplished in Government workspaces at Cecil Commerce Center, Jacksonville, Fl. The Government will provide the contractor with furnished office space equivalent to on site Government employees and computer connectivity drops. The Government will provide required ADP systems for development of web applications, available program & engineering data, and data processing system (GOSNet) required to perform the tasks of this contract.  

The Government will provide two (2) Navy Marine Corps Internet (NMCI) compliant desktops required for IT systems access with NMCI configured software for execution of assigned duties. Other software, such as PATRAN, NASTRAN, T45 Finite Element Model files, Aircraft Data Recorder (ADR) applications, and other associated engineering data/applications required to perform the tasks of this contract will be provided by the Government. Upon completion of the contract, all Government Furnished Equipment (GFE)/ Government Furnished Information (GFI) that was provided to the contractor for use shall be returned to the Government.  

4.2	All additional desktop or laptop computers shall be furnished by the contractor.  Any Information Technology (IT) equipment provided by the contractor shall be NMCI compliant, shall be documented on a property pass, shall meet all FRCSE Jacksonville and NAVAIR Headquarters requirements, and shall be configured IAW FRCSE Jacksonville guidelines and directives.

5.0	REPORTS

5.1	The contractor shall deliver the products and services specified in this PWS and the Contract Data Requirements List (CDRL). Performance will be measured against due dates, and progress will be monitored via the Trainer Aircraft Action Trackers, (a.k.a. GOSTrack).  The contractor shall provide monthly status reports and strength analysis reports in accordance with CDRLs A001 and A002. 

5.2	The contract shall provide Specialized Technical Data reports in accordance with:
	(1) Quarterly Service Life Report (SLR), 4 x annually. CDRL A003
	(2) Quarterly Fatigue Management Program Report (FMPR), 4 x annually. CDRL A004
	(3) Semi-Annual Retrofit/Modification Report (RMR), 2 x annually. CDRL A005

6.0	 SECURITY REQUIREMENTS 

6.1	All proprietary/sensitive but unclassified documentation/data shall be handled in accordance with DODD 5200.01 DOD Information Security Program concerning Controlled Unclassified Information.  Data, reports, and drawings developed by and for this facility are proprietary and thus are considered to be sensitive but unclassified information and must be protected as required by law.  

6.2	Security Classification:  

Access to Navy Information Technology (IT) resources are specified in NAVAIR Memorandum 5510, 16 Oct, 2008. Contractors shall coordinate this through their Facility Security Officer and the Contracting Officer’s Representative. OPNAV FORM 5239/14 SAAR-N (System Authorization Access Request-Navy) shall be submitted and an information technology sensitivity level will be assigned for the appropriate individual background investigation requirements.

7.0  	PERSONNEL QUALIFICATIONS 

Senior Software Engineer / Technical Team Lead – (Key Personnel)
Functional Responsibility:
· Provide management oversight to ensure GOSNet system availability, functionality, integrity, efficiency, and maintains system configuration. 
· Direct and assist Junior Programmer and Information Assurance Analyst in daily activities establishing priorities and assuring program milestones are met. 
· Use structured well documented programming techniques to write programs that are efficient and easily understood and maintained.
· Create and maintain programmatic and technical documentation to insure efficient planning and execution. 
· Perform modernization to existing programs, as required, to improve maintainability.
· Design and Develop interfaces to external systems.  
· Over sees Junior Programmer coding, testing, debugging, and provides hands on assistance when necessary for completion of task in accordance with customer’s requirements. 
· Provides customer liaison support through GOSNet task status meetings and by alerting customer to any impacts or potential degrading of GOSNet service. 

Minimum/General Experience:
· Ten  years experience in designing, coding, testing, developing and documenting application programs for complex computer systems, performing modification to and maintenance of highly complex operational programs and procedures.
· Two years experience managing/performing similar work as a team lead with excellent communication skills to act as liaison between Government and GOSNet team. 
· Must be skilled in ColdFusion, SQL, HTML CSS, Microsoft SQL Server, C#, SVN. 
· Above skills must have been used to build/operate a communication system similar to GOSNet.

Minimum Education:
Bachelor‘s degree in Computer Science or related degree.

Junior Software Developer/Programmer 
Oversee the daily performance of the GOSNet software code.  Code, test and troubleshoot the software by utilizing the SQL Management Studio.  Maintain and modify the software; make approved changes as prescribed by the customer and project manager.  Test and develop programming modifications.  Write new program code using customer approved specifications.  Analyze performance of the software and take action to correct faults based on client feedback and the approval of the project manager.  Document programming problems that are encountered and the appropriate resolution for future reference. Must have an associate’s degree in Computer Information Sciences and two years experience.  Must be skilled in ColdFusion, SQL, HTML CSS, Microsoft SQL Server, SVN.

Information Assurance Analyst  
Functional Responsibility:
· Analyzes customer security requirements and makes recommendations for improvement to information security data bases or platforms. 
· Provide information security support such as violation reports, PC security policies, and maintenance to customer.
·  Promotes customer information security compliance according to corporate and local security standards by verifying data from pre-existing audit programs.
·  Investigates information security logging and violation reports and contacts managers as appropriate. 
· Assists in system consolidations, software upgrades and internal information security investigations. 
· Assists contingency management groups in planning and executing disaster recovery procedures.

Minimum/General Experience:
· Four years of experience in information technology including experience providing information security support to internal and external customers.
·  Experience includes one or more of the following: network security, access control systems, operations security, certification and accreditation, business continuity planning/disaster recovery planning, intrusion detection systems, firewalls and incident response. 
· Experience with DoD Information Assurance policies and procedures is required.
· ColdFusion, SQL, HTML CSS, Microsoft SQL Server, C#, Microsoft Access skills are required.

Minimum Education:
Bachelor’s Degree in Information Technology or related field. 

Senior Principal Structural Engineering (Stress Analyst)  (KEY PERSONNEL)
Work independently applying extensive knowledge of principles, theories, concepts, industry practices and standards related to the support of weapon systems structure, component parts, and related component systems and subsystems.  Provide analysis and review services to related field support, design, test and evaluation activities, including field repairs, engineering investigations, engineering change proposals, fatigue life extension analysis and testing efforts.  Perform finite element analysis of airframe structure and components.  Evaluate airframe structure for static strength, fatigue life and damage tolerance.  Provide guidance, oversight and review of internally and externally developed analyses.   Provide recommendations for analysis methods and idealizations.   Must have a Bachelors Degree of Science Degree in Mechanical, Civil, or Aerospace Engineering from an accredited university and a minimum of 15 years of industry experience performing stress analysis, finite element analysis, and fatigue and fracture analysis.  Skills in MSC PATRAN/NASTRAN Stress Check, AFGROW, FAMS, MathCad are required.



If the Government questions the qualifications or competence of any person performing under this contract, the burden of proof to sustain that person’s qualifications shall be upon the contractor. All college degrees must be from an accredited college or university. 

8.0	PERIOD OF PERFORMANCE 
Base Period:		30 September 2015 – 29 September 2016
Option Period I:		30 September 2016 – 29 September 2017
Option Period II:		30 September 2017 – 29 September 2018
Option Period III:		30 September 2018 – 29 September 2019
Option Period IV:	30 September 2019 – 29 September 2020


9.0	TRAVEL REQUESTS 
The contractor may be required to support training aircraft maintenance and operations, with travel to various Government, or contractor Logistics Support (CLS) provider sites.

9.1	All travel requests shall be approved in advance by the COR and alternately by the T-45 FST Leader.  Visits by representatives of the U.S. Government to Boeing, St Louis, MO must be related to the T45TS Program and require approval from the T45TS Program office AIR-3.1.2G sufficiently in advance of the intended departure.  Upon receipt of T-45 Program Office approval, notification will be supplied to the Government representative at Boeing.  Visits to CLS location (NAS Meridian, NAS Kingsville, NAS Pensacola and NAS Patuxent River) may require approval by the CNATRA ACO.

9.2	TRAVEL AND PER DIEM
The contractor will be reimbursed for travel costs in accordance with FAR 31.205-46 on the basis of actual costs incurred for transporting necessary personnel up to the extent allowed a Government employee under the Department of Defense Joint Travel Regulations. Maximum allowable rates can be found at http://www.dtic.mil/perdiem/perdiemrates.html. Travel and per diem costs incurred in the replacement of personnel will not be reimbursed when such replacement is accomplished at the contractor's or employee's convenience.

9.3	Travel Trip Estimates:    The list of potential travel per year is contained in Table 1

Table 1
	Origin
	Destination
	Persons
	Trips
	Days

	Jacksonville, FL
	Kingsville, TX
	2
	1
	4

	Jacksonville, FL
	Meridian MS.
	1
	2
	3

	Jacksonville, FL
	Patuxent River, MD
	2
	1
	3

	Jacksonville, FL
	Corpus Christi, TX
	1
	2
	3

	Jacksonville, FL
	Havelock, NC
	1
	1
	3

	
	
	
	
	

	Includes: air fare, per diem, lodging, car
	
	
	Total: 16



10.0	NMCI COMPLIANCE

10.1	SOFTWARE DEVELOPMENT/SERVER PROCUREMENT
Any tools developed that will be hosted by NMCI or run on NMCI workstations will be certified for NMCI and comply with NMCI policy.  Additionally, any servers supporting this effort will be transitioned to meet the requirements of the current NAVAIR Server Consolidation effort.

11.0 	WEB SITES, WEB ENABLEMENT, AND APPLICATION DEVELOPMENT
Current referenced applications will be modernized and all future development will be performed in accordance with the Navy Enterprise Application Developer's Guide (NEADG), DON/NAVAIR FAM and Task Force Web (TFWeb) mandates.  Any Web sites/servers hosted/located in contractor facilities, or outside NAVAIR enclave, will transition to NAVAIR architecture and infrastructure as soon as possible.  A transition plan will be provided within 60 days. Registration of all Web sites will be completed within 30 days, if not yet completed.  

12.0	DATA RIGHTS
	 The Government has unlimited rights to all documents/material produced under this contract. All documents and materials, to include the source codes of any software, produced under this contract shall be Government owned and are the property of the Government with all rights and privileges of ownership/copyright belonging exclusively to the Government.  These documents and materials may not be used or sold by the contractor without written permission from the Contracting Officer.  All materials supplied to the Government shall be the sole property of the Government and may not be used for any other purpose.  This right does not abrogate any other Government rights.

13.0 	INFORMATION ASSURANCE
The T-45 program shall comply with all federal, DoD, and Department of the Navy (DON) Information Assurance (IA) policies. To ensure that the program complies with required policies throughout the program’s lifecycle, the program shall assign personnel with responsibility for ensuring IA policy and by implementing the DoD Information Technology Security Certification and Accreditation Process (DITSCAP).  The program must comply with the Global Information Grid (GIG), Combat Identification (CID), Global Air Traffic Management (GATM), and Cryptography Modernization Capstone Requirements Documents (CRD). All IA shall be in compliance with the most recent version of the following documents, where applicable. 
 Chairman Joint Chiefs of Staff Instruction (CJCSI) 6211.02B, “Defense Information System Network (DISN): Policy Responsibilities and Processes,” 31 July 2003
 Chairman Joint Chiefs of Staff Manual (CJCSM) 6510.01, “Information Assurance (IA) and Computer Network Defense (CND)”, 25 Mar 2003
 CJCS Notice 6510, Communications Security (COMSEC) Security Modernization Plan;
 CJCSI 6215.01B, “Policy for Department of Defense Voice Networks”, 23 Sep 2001
 CJCSI 6250.01B, “Satellite Communications,”28 May 2004
 CJCSI 6510.01C, “Information Assurance and Computer Network Defense,” 01 May 2001; 
 CJCSI 6510.01D, “IA and CND”, 15 June 2004
 CNO N614/HQMC C4--Navy-Marine Corps Unclassified Trusted Network Protection (UTN-Protect) Policy, Version 1.0, 31 October 2002;”
 CNSS Instruction 4009, “National Information Systems Security Glossary,” May 2003
 CNSS Instruction 4012, “National IA Training Standard for Senior System Managers”, June 2004
 CNSS Instruction 4014, “National IA Training Standard for Information System Security Officers”, April 2004
 CNSS Policy No. 10, “National Policy Governing Use of Approved Security Containers in Information System Security Applications” 16 Dec 2004
 Committee on National Security Systems (CNSS) Policy No. 15;
 Computer Security Act of 1987 (PL 100-235)
 Department of Defense (DoD) Instruction (DoDI) 5200.40, “DoD Information Technology Security Certification and Accreditation Process (DITSCAP)”, 30 December 1997
 Director of Central Intelligence (DCI) Directive 6/3, “Protecting Sensitive Compartmented Information Within Information Systems,” 5 June 1999
 DoD 5200.2-R, “DoD Personnel Security Program”, Jan 1987
 DoD 8510.1-M “Department of Defense Information Technology Security Certification and Accreditation Process (DITSCAP) Application Manual,” 31 July 2000;
 DoD CIO Guidance and Policy Memorandum 6-8510, “Department of Defense Global Information Grid Information Assurance,” 16 June 2000;
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