


Performance Work Statement (PWS) for Process Improvement, Reengineering, Management and Data Support Services 2 (PIRMDS2)
					31 March 2015

1.0 Introduction:  

NAVSUP Business Systems Center (BSC) is the preferred Information Technology (IT), Information Management (IM) and Information Systems (IS) provider for architecting, integrating, sustaining, and improving applications, infrastructures, and business process services to Navy, Department of Defense (DOD), and multi-national customers.  NAVSUP BSC performs these tasks by leveraging long term client relationships, a deep understanding of their needs, and the continued pursuit to develop the civilian workforce.  NAVSUP BSC supports NAVSUP Enterprise business operations contained in the Commander’s Guidance, and on a reimbursable basis supports DOD, Department of Navy (DON), Joint and multi-national partner business system needs.

Effective 1 July 2014, NAVSUP BSC assumed Assistant Secretary of the Navy Research Development and Acquisition (ASN (RD&A)) assigned responsibilities for sustaining the Navy ERP system which includes working under the direction of the Navy ERP Program Management Office (PMO) and in collaboration with the Naval Space and Warfare Command.  The Navy ERP solution foundation is built off the SAP Corporation’s Enterprise Resource Planning Central Component (ECC) and Supply Chain Management (SCM) software, and the Navy implementation represents:
- the largest public sector implementation of ECC in the world, and
- the second largest public or private sector implementation of SCM in the world

Other key statistics of this large scale ERP sustainment effort include:

· 72,000 users 
· 6 Systems Commands
· 53% of Navy Total Obligational Authority (TOA) = ~$153B
· Interfaced with 57 other systems
· 24TB database w/10% annual growth
· Over 71,000 individual projects tracking cost of work
· ~40M workload steps executed/week
· ~174K batch jobs executed/week


This work includes addressing actions identified in the Secretary of the Navy (SECNAV) sponsored Navy ERP assessment conducted by the Office of the Deputy Under Secretary of the Navy/Deputy Chief Management Officer (DUSN/DCMO).  DCMO identified a series of four actions (Figure 1) that must be undertaken to maximize the ongoing success of the existing Navy ERP platform and minimize risk to the Navy’s mission before any upcoming major Program Objective Memorandum (POM) decisions on Continued Deployments occur across the Future Year Defense Program (FYDP).  They include:
1) developing firm requirements documentation to further leverage the Navy ERP foundation (e.g.  Provider Enterprise approved initiative to increase Navy ERP management of Operations Material and Supply (OM&S) inventory valued at over $30 billion),
2) stabilizing the existing system while addressing audit readiness concerns to include Navy ERP system changes to enable the completion of Navy Financial Improvement Program /Financial Improvement and Audit Readiness (FIP/FIAR) corrective action plans in 9 financial segments (dependent on Navy ERP).  Navy ERP must be readied for independent audit by the end of FY17 to meet the Department of Defense goal of certification of clean financial statements by FY17.  This work includes correction of Federal Information System Controls Audit Manual (FISCAM) deficiencies and the accomplishment of Financial and Supply Business Process Council prioritized engineering change proposals, design changes, HEAT tickets, etc.,
3) maximizing the benefit of the current system with targeted increases in functionality to include the ability to improve access to Navy ERP data to support improved decision making, metrics development and predictive analytics, and
4) implementing a new governance construct that relies on an organic sustainment capability implemented through a hybrid sustainment organization as directed by Assistant Secretary of the Navy Research Development and Acquisition (ASN(RD&A)) in February 2014.
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NAVSUP BSC is also working closely with the Office of the Chief of Naval Operations (OPNAV) N41 staff on data and process governance related to the OPNAV Enterprise Business Operations tasking.  First, NAVSUP BSC expects to be tasked with providing an “operating body” to support federated Business Process Re-engineering (BPR) efforts for Logistics Functional Area Manager (LOGFAM) systems across the Systems Commands (SYSCOMS) and will perform workflow, communications and conflict resolution for the larger, federated model.  BPR efforts include integration of legacy systems into Navy ERP, establishment of web services, or system retirement.  Second, NAVSUP BSC will also establish a logistics and readiness enterprise Business Intelligence (BI) capability to perform analysis against data to identify problem areas and opportunities for total cost of ownership reductions, standardization of business processes, and audit readiness.  Third, NAVSUP BSC will take over and perform Master Data Management, data standardization and data dictionary management for Navy logistics and financial data based on actions initiated by the Data Standardization Working Group (DSWG) charter including the data conversion/migration/modeling, configuring and implementation in support of initiatives such as the Enterprise Cost Management Framework (ECMF), Financial Management Operations (FMO) Transaction Universe and Deputy Assistant Secretary of the Navy Enterprise Business System (DASN EBS) System Consolidation efforts .  Establishment of these services not only meets the OPNAV and ASN (FM&C) requirements, it also aligns NAVSUP BSC for efficiently and effectively supporting business processes in a post-ERP implementation/integration/sustainment/enhancement world and beyond.

NAVSUP BSC Contractor Support Services (CSS) needs under this contractual instrument will also include support to a variety of DOD, DON, Joint and multi-national customer requirements that include functional analysis, design, development, configuring, engineering, rationalizing, integration, deployment and sustainment activities for a wide variety of business processes, Information Technology (IT) and DOD Standard Business Systems that span a full spectrum of technologies and support needs:  Commercial Off The Shelf (COTS) and Government Off The Shelf (GOTS) software, Internet, Collaboration and Web based technologies, Enterprise Service Bus, Information Assurance/Cyber Security, Automated Information Technologies, Mobile Computing Technologies, Audit Readiness and many other emerging technology areas (e.g. transition to solid state and in memory technologies, etc).   NAVSUP BSC expects work under this contract to also include design of solution alternatives for new start and/or legacy/Defense Business System replacement efforts that will lead to delivery of complete life cycle support services for these customer Information Systems (IS).  NAVSUP BSC’s existing reimbursable workload includes:
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2.0 Background:  

The NAVSUP BSC mission is necessarily changed by Navy ERP, the increased use of Commercial Off The Shelf (COTS) products, rapid advance in technology and their implications.  NAVSUP BSC is transitioning from being a provider of predominantly Government Off The Shelf (GOTS) solutions to the increased use of COTS products that support the management of automated business processes and their associated data.  In the post-ERP world, automation services require careful and aggressive alignment with business processes.  Additionally, data aggregation, governance, analysis and sharing services will be required to enable ownership cost reduction studies and the process changes they will spotlight.  The NAVSUP BSC mission also includes a variety of reimbursable support to DOD and multinational partners as they design, configure, implement, modernize and sustain Enterprise Resource Planning solutions and legacy systems within their own organizations.  NAVSUP BSC does not currently have the full range and depth of expertise in-house to fulfill the task areas associated with this requirement.  Therefore, NAVSUP BSC is putting a contract in place that will provide the ability to deliver solutions via a variety of contractor support service approaches including:  surge support, blended government and contractor teams, software as a service, and completely outsourced solutions.  

2.1 Requiring Organization:
  
The organization requiring the services outlined in the Performance Work Statement (PWS) is:

NAVSUP Business Systems Center
5450 Carlisle Pike Bldg 409
Mechanicsburg, PA 17055
	
2.2 Project Description:  
The process management, solution delivery and data services will support current and future Department of Defense (DOD), Department of Navy (DON) and other reimbursable customer requirements in the areas of data governance and analysis, business process re-engineering and management, software design and development, and business system integration.  This project will establish the frameworks, processes, systems, and organic knowledge necessary to create a sustainable organization to perform, maintain, and support these services.

The purpose of this PWS is to obtain contract services for support and maintenance of process management and data services and the support necessary to deliver the related changes to the NAVSUP BSC Information Technology (IT), Information Management (IM), large scale System Integration (SI) and Information Systems (IS) mission described in the Introduction paragraph of this PWS.

3.0 Scope:  

The purpose of this PWS is to obtain contractor support services to provide the following:

· Data management services,
· Solution Engineering Services including Lifecycle Management of Enterprise Resource Planning System (ERPs), DOD Enterprise and Legacy Systems that may include the need for any of the following services:
· Application Development, Modernization, Sustainment, Integration, Deployment and Production Operations.
· Application Management, Help Desk, and Hosting Support
· Enterprise Information Management
· Data Management
· Data Warehousing
· Business Intelligence
· Enterprise Architecture
· Information Assurance
· Quality Assurance and Testing
· Web, Portal, Automated Information and Mobile Technologies
· Business Process Management Services
· Analytics and Decision Support Services, and
· Knowledge Transfer Services

in support of Navy, DOD, and multinational logistics and readiness applications and processes.

4.0 Directives:  

Contractor shall comply with the following directives: 

· SECNAV Instruction M5510.30a Department of the Navy Personnel Security Program
· DOD Instruction 8500.2 Information Assurance Implementation
· DON Federal Information Security Management Act (FISMA) Guidance
· DOD Directive 8570.1-M, December 2005, Information Assurance Training, Certification and Workforce Management
· Department of Defense (DOD) Manual 4161.2M - Manual for Performance of Government Property Administration
· NAVSUP Business Systems Center Project Management Methodology (PMM) Guidebook (Attachment A)

5.0 Requirements/Tasks:  The following tasks describe services and support required under this contract. Not every performance requirement has a related standard expressed in this document.  In such cases the performance standard is either inherent in the requirement or performance is to be in accordance with standard commercial practice.

Per DFARS 211.106, contractor employees shall identify themselves as contractor personnel by introducing themselves or being introduced as contractor personnel and displaying distinguishing badges or other visible identification for meetings with Government personnel.  In addition, contractor personnel shall appropriately identify themselves as contractor employees in telephone conversations and in formal and informal written correspondence.

1.1 Data Management Services.  The contractor shall be responsible for:
1.1.1 Evaluating cross-functional, cross-SYSCOM and external system impacts to enforce data quality and standardization within Navy ERP and legacy systems in adherence with the DoD Architecture Framework (DoDAF).  
1.1.2 Creating and maintaining a Cross-SYSCOM Metadata repository for Navy ERP and other external data sources within the Navy Provider Enterprises.  
1.1.3 Creating and maintaining Navy ERP DoDAF documentation and publication of a Navy Provider Enterprise data dictionary; establish, monitor, and analyze data quality metrics.  
1.1.4 Defining, creating, and utilizing a Business Intelligence capability and data service layer that enterprise agents and consumers are able to discover and access useful, relevant and meaningful information across the enterprise without requiring intimate knowledge of the structure, protocol, or location of the data sources data services, query and reporting, online analytical processing (OLAP), and data mining.  
1.1.5 Providing data service guidance, specifications and capabilities necessary to support various data sharing/usage opportunities in a reusable and interoperable manner.  
1.1.6 Implementing data warehouse and data mart concepts within the Navy Provider Enterprise or larger DOD Enterprise.  
1.1.7 Analysis of Data management concepts could include hardware, software, as well as, operations and workforce management processes.  
1.1.8 Work with government organizations to determine any technical design and configuration changes required by federal or DOD Laws, Regulations or Policies. 

1.2 Solution Engineering Services. The contractor shall: 
1.2.1 Provide functional and technical software and hardware engineering services such as testing, training, documentation and customer support as needed to improve the delivery of new start or sustainment of software and hardware design, development, deployment, training.  
1.2.2 Assist with refinements to the user experience, organizational change management philosophy and organizational re-alignment modifications; data cleansing, migration and integration; training; investigation of failed transactions and system failures; and development of remedial action plans. 
1.2.3 Design and implement process automation solutions using web services, service-oriented architecture, middleware and mobile solutions within Navy security standards. 
1.2.4 Recommend, configure, and test solutions for upgrades, interfaces, and configuration changes.    
1.2.5 Provide services to expand an existing ERP, Enterprise or legacy system into other functional areas or across new organizations.

1.3 Business Process Management Services.  The contractor shall: 
1.3.1 Provide business process management, reengineering and optimization services to include process flow documentation and supporting architectural diagrams as required (within the centralized Business Process Management (BPM) repository) of sufficient specificity and detail to ensure business rules, roles, policies and processes are thoroughly and accurately represented prior to designing or implementing.  
1.3.2 Perform comparative analysis between existing architecture and planned enterprise architectures.  
1.3.3 Evaluate (with analytically-based decision making) proposed changes in policies, procedures, processes and/or business systems to justify inclusion within Navy ERP, creation of a web service, or justify the retirement of a current system.

1.4 Analytics and Decision Support Services.  The contractor shall provide statistical analysis, stochastic modeling, network analysis and optimization, as well as modeling and simulation, and decision support for the design and implementation of business process solutions.  Inherent in this support is the design and implementation of modeling solutions to challenges such as, but not limited to, cash management, inventory analysis, Total Cost of Ownership (TCO analysis, workforce planning and management, material and maintenance management, afloat system integration, audit readiness, transaction services, performance based logistics, spares budgeting, and deferred requisitions (processes and procedures)). 

1.5 Knowledge Transfer Services.  The contractor shall provide four types of knowledge transfer services; Explicit, Tacit, Turnover and Capture. Explicit knowledge transfer of process, procedures, design methodology, and other support documentation shall be provided using the attached Explicit Knowledge Transfer Template (Attachment B). Tacit knowledge transfer shall be provided by mentoring and participation of subject matter experts in knowledge workshops, interviews and other information exchange forums.  Turnover services shall be provided (contractor to contractor) using the explicit knowledge transfer template. Knowledge Capture services shall be provided to extract and record knowledge from other subject matter expert, stakeholder, customer and decision maker sources.

6.0 Deliverables:  All deliverables must meet the format requirements specified at the task order by the Contracting Officer’s Representative (COR). Documentation related to these services shall be made available electronically. The following list details the contract deliverables:

6.1 Monthly Status Report.  Status reports shall be sent electronically to the Technical Assistant (TA) and COR within seven (7) days following the end of the monthly period documenting the performance on the task order.  The monthly status report shall include the following elements:

· Resources by name
· Date project/task received
· Status of work with accomplishments documented
· Percentage of project/task completed
· Estimated date of project/task completion
· Any issues/problems encountered or possible and recommended solutions
· Changes to the Project Management Plan (PMP) to include roles and responsibilities and schedule changes
· Identify any Government dependencies that are overdue which impact schedule or performance
· Evaluate performance and determine adequacy of staffing.

6.2 Monthly (if applicable) Travel Reports.  Travel reports shall be sent electronically to the TA and COR.  Travel reports shall include:  destination, dates of travel, subjects discussed, and any issues/problems encountered and recommended solutions.

6.3 Contractor’s Quality Assurance Plan. The contractor shall develop and maintain a quality assurance plan.  This QA Plan should detail the methodology to be used by the contractor to monitor and ensure that all support services are provided and individual qualifications and certifications remain current. The contractor shall provide the Initial Quality Assurance Plan to the COR and TA not later than ten (10) days after contractor award. 

9.0 Ordering Period:  

The ordering period for this PWS will be from the Date of Award (DOA) for one year with four (4) additional one (1) year option periods.    

10.0 Place of Performance: 

NAVSUP BSC, Mechanicsburg PA and Washington, DC are the primary sites for performance.  Services will also be required at numerous other CONUS locations. For some tasks, the contractor may be required to travel to other Navy/DOD sites in support of projects pre-approved by the TA and COR.  The contractor shall follow local base policy for reporting to work during severe weather and base closure. The actual place of performance will be addressed at the task order level.  

11.0 Travel:  

The contractor may be required to travel to CONUS, OCONUS and foreign or overseas sites, such as other Navy commands, Defense Finance and Accounting Service (DFAS) sites, Office of the Under Secretary of Defense (OUSD) in Crystal City, VA and OCONUS sites including, but not limited to, Saudi Arabia.  Travel shall be in accordance with FAR 31.205-46.  All travel must be pre-approved in writing by the TA and COR prior to the actual travel and all travel must be funded in the contract prior to any travel expenses being incurred.  Travel 12 hours or less, per diem does not apply.

Specific travel requirements will be addressed as required at the task order level.

If travel, domestic or overseas, is required, the contractor is responsible for making all needed arrangements for their personnel.  

11.1	In-Theater Travel.  In accordance with DFARS 252.225-7040, contractors, subcontractors and consultants deploying with or otherwise providing support to the Government in a theater of operations shall be integrated into the Government contingency plans and afforded the same rights, privileges and protections as U.S. Government personnel.  The contractor shall comply with DFARS policy and any specific instruction within a specific task order.   

11.1.1	The contractor shall comply with the Foreign Clearance Guide (FCG) https://www.FCG.pentagon.mil and Department of State Standardized Regulations (DSSR) http://aoprals.state.gov for theater of operations travel.

12.0 Security:

All positions are classified as noncritical-sensitive.  Contractors are not required to possess a security clearance.  However, future tasks may require a security clearance this requirement.  Per SECNAV M-5510.30 (Department of the Navy Personnel Security Program) and DOD 5220.22-M (National Industry Security Program Operating Manual), only U.S. Citizens are eligible for security clearances.

13.0 Government Furnished Equipment:  

The government will provide work facilities to the on-site contractor.  The government will provide computer hardware and software required and access to local telephones with voicemail and long distance access when the contractor is acting on behalf of the government at the government site.  The government will provide all equipment, tools and servers used to maintain software and host these applications.  If the contractor is supporting off-site, the government will provide GFE computers for access to government systems (if needed).  

14.0 Qualifications/Experience:   

In response to task order requirement, the contractor shall provide individuals with the experience and qualifications defined in Attachment C, Personnel Qualifications. 

15.0 Non-Disclosure Agreement:

The Business Sensitive Information Non-disclosure Agreement may be required for this contract.  See Attachment D. 

16.0 Other Requirements:

16.1 Section 508 Compliance
Section 508 of the Rehabilitation Act requires Federal agencies to make their electronic and information technology accessible to people with disabilities.  This applies to all Federal agencies when they develop, procure, maintain, or use electronic and information technology.

All electronic and information technology (EIT) procured through this task order must meet the applicable accessibility standards specified in 36 CFR 1194.2, unless an agency exception to this requirement exists.  Any agency exceptions applicable to this task order are listed below.

The standards define Electronic and Information Technology, in part, as “any equipment or interconnected system or subsystem of equipment, that is used in the creation, conversion, or duplication of data or information.”  The standards define the type of technology covered and set forth provisions that establish a minimum level of accessibility.  The application section of the standards (1194.2) outlines the scope and coverage of the standards.  The standards cover the full range of electronic and information technologies in the Federal sector, including those used for communication, duplication, computing, storage, presentation, control transport and production.  This includes computers, software, networks, peripherals and other types of electronic office equipment.

16.2 Privacy Act
The contractor may be in contact with data and information subject to the Privacy Act of 1974 (Title 5 of the U.S. Code Section 552a).  The contractor shall ensure that its employees assigned to this effort understand and adhere to the requirements of the Privacy Act and to Department of Defense and Department of the Navy regulations that implement the Privacy Act.  Department of Navy policy and procedures implementing the Privacy Act are detailed in SECNAVINST 5211.5E (Department of the Navy Privacy Act (PA) Program), which is available on-line at http://privacy.navy.mil.  The contractor shall identify and safeguard data, information and reports accordingly.  In addition, the contractor shall ensure that contractor employees assigned to the contract are trained on properly identifying and handling data and information subject to the Privacy Act prior to commencing work.  

16.3 Key Personnel
Under this contract, the Contractor may be required to provide Key Personnel.  In all task orders that require Key Personnel, the contractor shall notify the Contracting Officer and COR in writing prior to making any change in personnel identified as key for the duration of the task order PWS. Notification will occur no less than 14 days prior to such change.  If substitutions are to be made, the contractor shall demonstrate that the qualifications of the prospective person(s) are at least equal to the person(s) replaced.


16.4 Enterprise-wide Contractor Manpower Reporting Application (ECMRA) 

The contractor shall report contractor labor hours (including subcontractor labor hours) required for performance of services provided under this contract via a secure data collection site.  Contracted services excluded from reporting are based on Product Service Codes (PSCs).  The excluded PSCs are:
(1) W, Lease/Rental of Equipment; 
(2) X, Lease/Rental of Facilities; 
(3) Y, Construction of Structures and Facilities; 
(4) S, Utilities ONLY; 
(5) V, Freight and Shipping ONLY.  

The contractor is required to completely fill in all required data fields using the following web address https://doncmra.nmci.navy.mil. 

Reporting inputs will be for the labor executed during the period of performance during each Government fiscal year (FY), which runs October 1 through September 30.  While inputs may be reported any time during the FY, all data shall be reported no later than October 31 of each calendar year.  Contractors may direct questions to the help desk, linked at https://doncmra.nmci.navy.mil.
         
16.5 Common Access Card (CAC)

The Government Contractor CAC card serves as the primary method of identification for the contractor employees, as well as providing the basis of Public Key Infrastructure (PKI) access to the Navy/ Marine Corps Intranet (NMCI), and numerous Navy web sites, which may also require PKI access.  Navy Information Assurance (IA) policies require that a background investigation be completed on each contractor prior to granting access to government computer systems.  In the event that the investigation has been initiated, but not completed, an Advanced Fingerprint Check must be successfully accomplished prior to the issuance of an interim CAC card.  The final CAC cannot be issued until the full investigation has been completed.  

16.5.1 Return of CAC cards

In the event that contract employees resign, are dismissed, or laid off, the contractor is responsible for obtaining any Government issued identification from the former employee and to turn over those items to COR within five (5) days of the termination of employment.

17.0 Transition-Out Phase

Should the contractor not be selected as the future follow-on contractor, the contractor shall participate in a transition-out phase to orderly and efficiently transition to a successor.  The transition-out phase shall be considered the last 60 days prior to the end of the contract period of performance.  The transition phase shall consist of phase-in training for the successor and transition of all GFI/GFP relevant to the tasks specified herein.  This transition-out phase shall not in any way hinder the performance of the contractor’s performance on ongoing tasks under this contract. 
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