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PWS
1.0 Introduction: 

 This is a performance-based requirement for an Indefinite Delivery Indefinite Quantity (IDIQ) contract for NAVSUP Enterprise Data Warehouse (EDW). The Naval Supply Systems Command Business Systems Center (NAVSUP BSC) is acquiring contractor support services in support of the NAVSUP EDW, which includes various applications and data repositories. The NAVSUP EDW includes various reporting applications, metrics, and data repositories hosted under the Information Management for the 21st Century (Inform-21) application. The NAVSUP BSC Data Warehouse effort has taken on so much functional impact across several commands that requirements for effort with the same scope as the BSC requirements occur. With an IDIQ contract Navy would be able to award Task Orders against the IDIQ and accomplish/address the Data Warehouse efforts as they are defined and funded.

2.0 Background:

2.1 Requiring Organization:  The organization requiring the services outlined in the Performance Work Statement (PWS) is: Navy Supply Systems Command, Business Systems Center



  Code 95



  5450 Carlisle Pike



  P.O. Box 2010



  Mechanicsburg, PA  17055-0787


2.2  Project Description:  

The NAVSUP EDW includes various reporting applications, metrics, and data repositories hosted under the Information Management for the 21st Century (InforM-21) application.  Task orders may be issued to accomplish support on any of the seventeen tasks defined in section 3.0 Scope and applicable Requirements Task Statements from section 5.0 of the PWS.”  InforM-21 is sponsored by NAVSUP and provides business intelligence and data analysis capabilities to Navy and other Department of Defense (DoD) personnel.  The NAVSUP EDW provides data retrieval, analysis, and reporting capabilities in web-accessible environments to a wide variety of end users, including NAVSUP, other Navy activities, and DoD activities located around the world.  Users rely on this data to conduct daily business, and other applications, including NAVSUP and Defense Logistics Agency (DLA) systems, access InforM-21 data through database interfaces and through user interfaces.  

3.0  Scope:  

In the performance of BSC Data Warehouse support services, the following tasks will be specified on each individual task order.

TASK AREA 1.
Audit Readiness – This ongoing effort involves producing output files that compare incoming data records with historical DLA Transaction Services MILSTRIP data and Navy ERP data to identify the disposition of Navy transactions for audit purposes.   

TASK AREA 2.
Birdtrack Average Customer Wait Time (ACWT) -- ACWT provides inventory positioning analysis and asset visibility, with the goal of speeding the flow of replacement parts to ships and forward-deployed activities. ACWT integrates data collection from many disparate data sources, such as Defense Automated Addressing System Center (DAASC), RSupply, and transportation systems, providing timely and strategic decision-making abilities and management/asset distribution.

TASK  AREA 3.
Controlled Inventory Item Code (CIIC) Reporting - CIIC Reporting provides NAVSUP and NAVSUP Weapon Systems Support (WSS) personnel visibility of CIIC-coded material master data and inventory data.

TASK AREA 4.
Corporate Information System (CIS) - CIS is a tool which provides a view of the "corporate health" of the NAVSUP claimancy. It is used to record and graphically display data reported to NAVSUP by its field activities. It includes information covering a wide variety of categories such as Readiness, Supply Support, Financial, Contracting, Inventory, and others. It shows the history of the performance metric so that trends can be identified.

TASK AREA 5.
DAC Diagnostic Tool (DDT) – DDT merges data from Navy Enterprise Resource Planning (ERP) and Material Financial Control System (MFCS) PX02 to create reports that aid in research of failed DAC Intermediate Documents (IDOCs). The failed IDOCs are categorized into various error types depending on the source of the error.

TASK AREA 6.
Fusion Center - Fusion Center provides metrics capability with views appropriate for the different levels of the enterprise. The Fusion Center brings together disparate data sources and integrates them into a comprehensive data environment that provides standard enterprise metrics and the capability to perform in-depth analysis of supply data.

TASK  AREA 7.
 Force Inventory Management and Reporting System (FIMARS) provides information concerning asset balances onboard ships and at certain shore activities.  Functions include Material Availability reports and Scorecard metrics for status of reported data.

TASK  AREA 8.
Master Plant Listing (MPL) - MPL is a web-based application for the submission and maintenance of the MPL. MPL provides Plant cross reference information, including site's Record Identification Code (RIC), Department of Defense Activity Address Code (DoDAAC), address, etc., for all Plants loaded in ERP and used by mainframe legacy applications.

TASK  AREA 9.
Navy Cash - Navy Cash provides detailed reporting on Navy Cash disbursing operations including reports by transaction type.

Task  AREA 10.
Navy ERP Supply Metrics – InforM-21 provides Navy ERP Phase II metrics for 1.1 supply data. These metrics are available for applicable Navy ERP Phase II Naval Air Stations and NAVSUP Fleet Logistics Center (FLC) sites that have transitioned to Navy ERP. InforM-21 provides automated calculations for these metrics, with various selections, sort and filter options.

TASK AREA 11. Navy Items - Provides standard and ad hoc reporting of ERP master item data. Data is fed daily in an interface file from ERP.

TASK  AREA 12.NAVSUP WSS In Transit Accountability (NITA)- 

a.
Stock In Transit (SIT) - NITA SIT is a module within the electronic Retrograde Management System (eRMS), which provides the business functions that formerly operated within Uniform Inventory Control Point (UICP) PM76. NITA SIT in InforM-21 provides standard, summarized reporting against a daily snapshot of selected data from NITA SIT.

b.
Carcass Tracking (CT) - NITA CT is a module within eRMS that provides the business functions that formerly operated within UICP PR04. NITA CT in InforM-21 provides standard, summarized reporting against a daily snapshot of selected data from NITA CT.

TASK AREA  13. Personal Property Transportation Audit System (PPTAS) - PPTAS is an application that tracks audits of physical moves by Navy personnel. The Household Goods Audit Team Division (HHG-AT) reports their workload and accomplishments on a bi-weekly basis to NAVSUP Global Logistics Support (GLS) and NAVSUP. The PPTAS metrics will be developed and stored within the application is host to the following data areas.

TASK AREA  14.Procurement - The Procurement Reporting application in InforM-21  provides reports based on Integrated Technical Item Management and Procurement (ITIMP) data. Data is provided weekly from the ITIMP mainframe application for reports such as Open Purchase Requisitions, Contract Details and Delivery data.

TASK AREA 15. Re-engineered Maritime Allowance Development (ReMAD) - ReMAD application enables users to make comparative analyses and research for allowance impacts, alternative solutions and decision-making assistance.

TASK AREA 16. ZMON Analyzer Tool – The ZMON Analyzer Tool provides a means to view, track and work interface errors that occur between legacy system (C10 and C14 input) and Navy ERP.

TASK AREA  17: Data analysis and presentation - The BSC data warehouse routinely evaluates new work requests for suitability, fit, efficacy, and value.  Sub-functions of these evaluations will be research and analysis of customer-provided requirements, research and analysis of alternatives, altering the software operating environment if needed, and documentation of new/changed processes.  If new requests are deemed suitable, the changes will be moved from the GFE test environment to the GFE production environment.
4.0  Directives:  

Contractor shall comply with the following directives: 


SECNAV Instruction M5510.30b Department of the Navy Personnel Security Program

DOD Instruction 8500.2 Information Assurance Implementation

DON Federal Information Security Management Act (FISMA) Guidance

DOD Directive 8570.1-M, December 2005, Information Assurance Training, Certification and Workforce Management

Department of Defense (DOD) Manual 4161.2M - Manual for Performance of Government Property Administration

NAVSUP BSC Project Management Methodology (PMM) Guidebook

NAVSUP BSC Standard Service Process (NSSP)

5.0  Requirements Task Statements:  
  As task order requirements are identified, the area of data source will be named from the list of seventeen applications named in the Scope Section 3.0 of the PWS. With the Task Area identified the Requirement task statements 5.1- 5.5 may or may not apply. Summary; Task Area and Requirement task statements will be assigned to each Task Order as they are awarded. 

5.1 Support for the Enterprise Data Warehouse System

The InforM-21 Enterprise Data Warehouse is currently hosted at a remote facility operated by Hewlett Packard Inc. in Tulsa OK.  Additional components, including the InforM-21 development environment, are hosted by NAVSUP BSC and Defense Enterprise Computing Center (DECC) at the Mechanicsburg, PA compound. During the period of performance, it is expected that adjustments and modifications will be required on a regular basis to improve system performance and to ensure system availability and currency of data.  This support shall consist of research, analysis, and resolution of production problems, performance tuning, process monitoring, re-engineering of processes, software patches and upgrades, as well as mentoring and advising government personnel.  In addition, during the period of performance, it is expected that the development environment will migrate from NAVSUP BSC to DECC Mechanicsburg.  The production environment is expected to migrate from the Application Hosting Facility in Tulsa OK to DECC Mechanicsburg.  Contractor support will be required for these environment migrations.

PERFORMANCE STANDARD: Contractor will provide the Technical Point of Contact with an assessment and task list for each research topic, analysis effort, and resolution of production problems, performance tuning, process monitoring, re-engineering of processes, software patches and upgrades, as well as mentoring and advising government personnel within 3 working days of request.  Implementation of enhancement/change or fix will take place within 2 working days of the scheduled delivery date, unless mutually renegotiated agreed otherwise by the Technical Point of Contact.ASSESSMENT METHOD: To ensure compliance, the Technical Point of Contact will review all proposed task lists, deliverables, and implementation dates, and will ensure that these result in Project Change Requests (PCR) and Problem Tracking Requests are documented and reviewed and monthly status reports are broken down by taskings, showing status and issues.  The contractor will provide through email a written assessment and task list within 3 days of the request to the Technical Point of Contact.   

5.2 Support for Migrating Data and User Functionality to the Enterprise Data Warehouse. The NAVSUP EDW is a significant enabler for the transition of Navy supply applications to a converged Navy ERP system, for the One Supply initiative, for the NAVSUP Business Intelligence Strategy, and for supporting application reduction through consolidation of data resources.  Historical and current data will be added to the data warehouse so that end users can perform vital research and data analysis.  It is anticipated that additional historical and current data will be migrated to the Enterprise Data warehouse each month and must be uploaded through automated means within 12 hours of receipt.

Performance Standard:  Contractor will provide the Technical Point of Contact with an assessment of all additional data fields mapped to the existing data warehouse structure. Each data map is required to be integrated with existing data warehouse structure within 3 working days of request.  Implementation of newly mapped structure will take place within 2 working days of the scheduled delivery date, unless mutually agreed otherwise by the Technical Point of Contact

Assessment Method:  To ensure compliance, the Technical Point of Contact will review all proposed data maps and will ensure that all Project Change Requests and Problem Tracking Requests are documented and reviewed, and monthly status reports are broken down by tasking, showing status and issue requests (PCR) and Problem Tracking Requests (PTR). Monthly status reports are broken down by PTR and PCRs, showing status and issues.

5.3 Support for Providing Reporting Functionality. The NAVSUP Enterprise Data Warehouse provides reporting capabilities in order to take full advantage of the data warehouse environment while eliminating the need for each application to provide their own reporting functionality.  In some cases, data will be added to the data warehouse or, when feasible, data may remain in place and be pulled for reporting functions.  

PERFORMANCE STANDARD: Contractor will provide the Technical Point of Contact with an assessment of data elements required to produce a report, each data element should marked as either an "ADDED " element or an "EXISTING" element for each requested change or problem report within 3 working days of request.  Implementation of enhancement/change or fix will take place within 2 working days of the scheduled delivery date, unless mutually agreed otherwise by the Technical Point of Contact. It is anticipated that such requests will be made each month.  

ASSESSMENT METHOD: To ensure compliance, the Technical Point of Contact will review all proposed element Additions and will ensure that all Project Change Requests and Problem Tracking Requests are documented and reviewed, and monthly status reports are broken down by taskings, showing status and issues.

5.4 Training of Government Personnel. Facilitate the orderly transfer of knowledge and experience to government resources for all areas of data warehouse operations.  Provide training and assistance to government resources with the goal of allowing them to function independently.  Provide regular assistance to government resources through one-on-one desk side training in the areas of IBM Cognos software, Java Servlets, IBM Cognos Framework, Informatica software, UNIX scripting, Oracle functions, and security best practices.  

Performance Standard: Contractor will provide training to government personnel at the government’s request to facilitate knowledge transfer throughout the contract period of performance.  It is anticipated that training will be requested on a monthly basis.  Acceptable forms of training can be one-on-one desk-side training as scheduled by the Technical Point of Contact or group training provided at the government facility.  Assessment Method: To ensure compliance, the Contractor will provide a monthly report of training sessions held.  All training opportunities will be reported.  

5.5  Transition Support (FOR COMPETITIONS) Turnover at Contract End. The incumbent contractor shall prepare work completion reports for any outstanding task 30 days prior to contract end date. 

5.5.1 Transition - Phase In / Phase Out. The contractors shall participate in transition-in and transition- out phase tasks to allow for an orderly and efficiently transition. This Transition Plan is to be an evolving, outcome-focused approach to documentation including diagrams, schematics, change control documents, tracking documentation, installation procedures, and recovery procedures. 

The transition phase shall be considered the first thirty (30) days of the contract performance period or date of award for thirty days. 

ACTIONS Incumbent contractor:

· The transition phase shall consist of phase-out training from the incumbent and transition of all Government Furnished Information (GFI) relevant to the tasks specified herein.  

· At the end of the period of performance, as the incumbent, the contractor shall provide a designated point of contact, and provide advice, knowledge transfer and support in the timeline and transition plans of government data, functions and services to the new awardee.

· The contractor will provide master copies of the transition plan to the TPOC and NAVSUP BSC COR.  The accomplishment of this plan requires close coordination between the contractor and all Government representatives to ensure that all tasks are accomplished prior to end of the transition period. 

· Contractor will provide verbal explanation of the test and production system environment for the project including the database, web servers and software products used to maintain the system.

· Contractor will provide verbal explanation of what procedures are necessary for testing and how fixes/functional additions are incorporated into production. 

· Contractor will provide walkthrough exercises of all application modules explaining the purpose of each.

· The contractor will provide technical expertise and experience contributing to the goals of the PWS applications.

· Should the contractor determine that all of the requisite items have been accomplished prior to the 30 day deadline; the contractor may advise the Contracting Officer accordingly.   

ACTIONS New contractor:

The incoming contractor shall provide a designated point of contact, and a detailed Transition Plan for the migration of government data, functions and services from the incumbent.  

· The Transition Plan shall provide a timeline for support personnel, transition and sufficient detail to ensure that no break in services is experienced. 

· The contractor shall submit a Resource Allocation Plan to the TPOC within 7 days of award.  This plan shall detail how the contractor will accomplish the receipt of the following phase in tasks. 

· The contractor will receive technical expertise and experience contributing to the goals of the PWS applications.

· Contractor will receive verbal explanation of the test and production system environment for the project including the database, web servers and software products used to maintain the system.

· Contractor will receive verbal explanation of what procedures are necessary for testing and how fixes/functional additions are incorporated into production. 

· Contractor will receive walkthrough exercises of all application modules explaining the purpose of each.

· The contractor may satisfy the requirements of the transition phase on or before the 30 day deadline.  When the contractor determines that all of the phase in requirements have been fulfilled, he/she should advise the Contracting Officer.  Upon review, verification, and acceptance by the TPOC, the contractor shall commence service execution of the contract.

Performance Standard: The Contractor will provide documentation detailing changes made to the environment during the period of performance.  Documentation can include, but is not limited to, diagrams, schematics, change control documents, tracking documentation, installation procedures, recovery procedures, etc. Documentation will be provided in electronic format to the Technical Point of Contact.  Documentation should address each configuration change made during the period of performance

Assessment Method: The government will review the turnover documents and notify the contractor if additional information is required within 14 days of receipt.  This documentation will be required 15 days prior to the end of each period of performance.  

6.0  Deliverables:  


6.1  Progress or Status Report.  The contractor shall provide a Status Report to the Contracting Officer Representative (COR) and TPOC monthly.  The format of this Report will be mutually agreeable to the contractor and the Government.  The report will be provided to the TPOC electronically 5 days after the end of each month and will list each project, hours spent, and status 

The content of the Report shall include:


6.1.1
Status of assigned work and hours spent by assigned projects.



6.1.2
Questions asked of and problems resolved by the contractor; list each question and response



6.1.3
PCRs, PTRs and Projects worked, resolved, proposed, list each name and number.



6.1.4
Meetings and Teleconferences attended with meeting summaries within 5 days of completion of 
the event; the contractor will designate a point of contact that will be responsible for these summaries.



6.1.5 
List of all mentoring and training activities conducted and recommended for that status report 


period.  




6.1.5.1 List summary of: Embedded Training i.e. Capabilities built into, strapped onto, or plugged 



into operational systems modules to train, sustain, and enhance individual proficiencies necessary 



to operate and maintain system functions.




6.1.5.2 List summary of : Front-End Analysis. A structured process used to examine training 



requirements and identify 
alternative approaches to training job tasks. The process identifies job 



tasks to be performed, analyzes the 
skills and knowledge needed to perform tasks.
6.2 Source Code.  All Source code, scripts and other executable types of files shall be provided to the TPOC with the BUS SYS CEN retaining unrestricted rights of usage.  Source code shall include comments intended to aid future maintenance of the code.  All source code, scripts and other executable types of files shall be turned over to the TPOC 60 days prior to current contract period expiration.  
6.3. Documentation.  All documentation will include diagrams, schematics, change control documents, tracking documentation, installation procedures, and recovery procedures. All documentation will be in electronic format and the format will be mutually agreeable.

6.4 Transition Phase Out Plan. ACTIONS Incumbent contractor will:


6.4.1 The transition phase will consist of phase-out training from the incumbent and transition of all 
Government Furnished Information (GFI) relevant to the tasks specified herein.  


6.4.2 Thirty days prior to the end of the current period of performance, as the incumbent, the contractor will 
provide a designated point of contact, and provide advice, knowledge transfer and support in the timeline 
and transition plans of government data, functions and services to the new awardee or government 
representative .


6.4.3 Thirty days prior to the end of the current period of performance, as the incumbent The contractor 
will provide master copies of the transition plan to the TPOC and NAVSUP BSC COR. 

 
6.4.4 Thirty days prior to the end of the current period of performance, as the incumbent Contractor will 
provide written explanation of the test and production system environment for the project including 
the database, web servers and software products used to maintain the system.


6.4.5 Thirty days prior to the end of the current period of performance, as the incumbent contractor will 
provide written explanation of what procedures are necessary for testing and how fixes/functional 
additions are incorporated into production. 


6.4.6 Thirty days prior to the end of the current period of performance, as the incumbent contractor will 
provide walkthrough exercises of all application modules explaining the purpose of each.


6.4.7 Thirty days prior to the end of the current period of performance, as the incumbent the contractor 
will provide technical expertise and experience contributing to the goals of the PWS applications.
7.0 Place of Performance:
The primary location is NAVSUP BSC Mechanicsburg, PA. work spaces. Remote support will have to be approved by the COR prior to performance and is dictated by the onsite requirement effort for each task assignment that will be evaluated on a case by case basis. The contractor personnel shall ensure NAVSUP BSC is supported on a Monday through Friday weekly basis.

8.0 Period of Performance: 

The Period of Performance for ordering will be twelve months after date of award, unless extended by the exercise of the options. The contract shall be awarded for a base period of twelve months, with two, one-year option periods.   All days referenced in this contract are calendar days. Periods of performance are: Base period (7/1/15 through 6/30/16), Option 1 (7/1/16 through 6/30/17) Option 2 (7/1/17 through 6/30/18)

The contractor is not authorized to begin work until both the Visit Authorization Request (VAR) and System Authorization Access Request (SAAR) forms have been successfully processed and base and system access have been granted.  The contractor security manager will submit the VAR and SAAR forms to the TPOC within 3 days following contract award

9.0 Travel:

Travel shall be in accordance with the Federal Travel Regulations (FTR). The Contracting Officer shall approve all travel, in writing, prior to performance.  Local travel and commuting travel  will not be reimbursed. Travel requirements shall be defined on each Task Order.  For estimating purposes there may be two trips with average duration of three days, to any of the following Navy sites:

Norfolk, VA

Jacksonville, FL

Philadelphia, PA

Portsmouth, NH

San Diego, CA

Bremerton, WA

Honolulu, HI


10.0
 Security:

Contractor Unclassified Access to Federally Controlled Facilities, Sensitive Information, Information Technology (IT) Systems or Protected Health Information 

(July 2013)

Homeland Security Presidential Directive (HSPD)-12, requires government agencies to develop and implement Federal security standards for Federal employees and contractors.  The Deputy Secretary of Defense Directive-Type Memorandum (DTM) 08-006 – “DoD Implementation of Homeland Security Presidential Directive – 12 (HSPD-12)” dated November 26, 2008 (or its subsequent DoD instruction) directs implementation of HSPD-12.  This clause is in accordance with HSPD-12 and its implementing directives.

APPLICABILITY

This clause applies to contractor employees requiring physical access to any area of a federally controlled base, facility or activity and/or requiring access to a DoN or DoD computer/network/system to perform certain unclassified sensitive duties.  This clause also applies to contractor employees who access Privacy Act and Protected Health Information, provide support associated with fiduciary duties, or perform duties that have been identified by DON as National Security Position, as advised by the command security manager. It is the responsibility of the responsible security officer of the command/facility where the work is performed to ensure compliance.      

Each contractor employee providing services at a Navy Command under this contract is required to obtain a Department of Defense Common Access Card (DoD CAC).  Additionally, depending on the level of computer/network access, the contract employee will require a successful investigation as detailed below. 
ACCESS TO FEDERAL FACILITIES

Per HSPD-12 and implementing guidance, all contractor employees working at a federally controlled base, facility or activity under this clause will require a DoD CAC.  When access to a base, facility or activity is required contractor employees shall in-process with the Navy Command’s Security Manager upon arrival to the Navy Command and shall out-process prior to their departure at the completion of the individual’s performance under the contract.

ACCESS TO DOD IT SYSTEMS

In accordance with SECNAV M-5510.30, contractor employees who require access to DoN or DoD networks are categorized as IT-I, IT-II, or IT-III.  The IT-II level, defined in detail in SECNAV M-5510.30, includes positions which require access to information protected under the Privacy Act, to include Protected Health Information (PHI).  All contractor employees under this contract who require access to Privacy Act protected information are therefore categorized no lower than IT-II.  IT Levels are determined by the requiring activity’s Command Information Assurance Manager. Contractor employees requiring privileged or IT-I level access, (when specified by the terms of the contract) require a Single Scope Background Investigation (SSBI) which is a higher level investigation than the National Agency Check with Law and Credit (NACLC) described below. Due to the privileged system access, a SSBI suitable for High Risk public trusts positions is required. Individuals who have access to system control, monitoring, or administration functions (e.g. system administrator, database administrator) require training and certification to Information Assurance Technical Level 1, and must be trained and certified on the Operating System or Computing Environment they are required to maintain.  

Access to sensitive IT systems is contingent upon a favorably adjudicated background investigation.  When access to IT systems is required for performance of the contractor employee’s duties, such employees shall in-process with the Navy Command’s Security Manager and Information Assurance Manager upon arrival to the Navy command and shall out-process prior to their departure at the completion of the individual’s performance under the contract.  Completion and approval of a System Authorization Access Request Navy (SAAR-N) form is required for all individuals accessing Navy Information Technology resources.  The decision to authorize access to a government IT system/network is inherently governmental.  The contractor supervisor is not authorized to sign the SAAR-N; therefore, the government employee with knowledge of the system/network access required or the COR shall sign the SAAR-N as the “supervisor”. 

The SAAR-N shall be forwarded to the Navy Command’s Security Manager at least 30 days prior to the individual’s start date.  Failure to provide the required documentation at least 30 days prior to the individual’s start date may result in delaying the individual’s start date.   

When required to maintain access to required IT systems or networks, the contractor shall ensure that all employees requiring access complete annual Information Assurance (IA) training, and maintain a current requisite background investigation.  The Contractor’s Security Representative shall contact the Command Security Manager for guidance when reinvestigations are required.  

INTERIM ACCESS

The Navy Command's Security Manager may authorize issuance of a DoD CAC and interim access to a DoN or DoD unclassified computer/network upon a favorable review of the investigative questionnaire and advance favorable fingerprint results.  When the results of the investigation are received and a favorable determination is not made, the contractor employee working on the contract under interim access will be denied access to the computer network and this denial will not relieve the contractor of his/her responsibility to perform.

DENIAL OR TERMINATION OF ACCESS

The potential consequences of any requirement under this clause including denial or termination of physical or system access in no way relieves the contractor from the requirement to execute performance under the contract within the timeframes specified in the contract.  Contractors shall plan ahead in processing their employees and subcontractor employees. The contractor shall insert this clause in all subcontracts when the subcontractor is permitted to have unclassified access to a federally controlled facility, federally-controlled information system/network and/or to government information, meaning information not authorized for public release.

CONTRACTOR’S SECURITY REPRESENTATIVE

The contractor shall designate an employee to serve as the Contractor’s Security Representative.  Within three work days after contract award, the contractor shall provide to the requiring activity’s Security Manager and the Contracting Officer, in writing, the name, title, address and phone number for the Contractor’s Security Representative.  The Contractor’s Security Representative shall be the primary point of contact on any security matter.  The Contractor’s Security Representative shall not be replaced or removed without prior notice to the Contracting Officer and Command Security Manager. 

BACKGROUND INVESTIGATION REQUIREMENTS AND SECURITY APPROVAL PROCESS FOR CONTRACTORS ASSIGNED TO NATIONAL SECURITY POSITIONS OR PERFORMING SENSITIVE DUTIES 

Navy security policy requires that all positions be given a sensitivity value based on level of risk factors to ensure appropriate protective measures are applied.  Navy recognizes contractor employees under this contract as Non-Critical Sensitive [ADP/IT-II] when the contract scope of work require physical access to a federally controlled base, facility or activity and/or requiring access to a DoD computer/network, to perform unclassified sensitive duties.  This designation is also applied to contractor employees who access Privacy Act and Protected Health Information (PHI), provide support associated with fiduciary duties, or perform duties that have been identified by DON as National Security Positions.  At a minimum, each contractor employee must be a US citizen and have a favorably completed NACLC to obtain a favorable determination for assignment to a non-critical sensitive or IT-II position.  The NACLC consists of a standard NAC and a FBI fingerprint check plus law enforcement checks and credit check.  Each contractor employee filling a non-critical sensitive or IT-II position is required to complete:

· SF-86 Questionnaire for National Security Positions (or equivalent OPM investigative product)

· Two FD-258 Applicant Fingerprint Cards (or an electronic fingerprint submission)

· Original Signed Release Statements

Failure to provide the required documentation at least 30 days prior to the individual’s start date shall result in delaying the individual’s start date.   Background investigations shall be reinitiated as required to ensure investigations remain current (not older than 10 years) throughout the contract performance period.  The Contractor’s Security Representative shall contact the Command Security Manager for guidance when reinvestigations are required.

Regardless of their duties or IT access requirements ALL contractor employees shall in-process with the Navy Command’s Security Manager upon arrival to the Navy command and shall out-process prior to their departure at the completion of the individual’s performance under the contract.  Employees requiring IT access shall also check-in and check-out with the Navy Command’s Information Assurance Manager.  Completion and approval of a System Authorization Access Request Navy (SAAR-N) form is required for all individuals accessing Navy Information Technology resources.  The SAAR-N shall be forwarded

to the Navy Command’s Security Manager at least 30 days prior to the individual’s start date.  Failure to provide the required documentation at least 30 days prior to the individual’s start date shall result in delaying the individual’s start date. 

The contractor shall ensure that each contract employee requiring access to IT systems or networks complete annual Information Assurance (IA) training, and maintain a current requisite background investigation.  Contractor employees shall accurately complete the required investigative forms prior to submission to the Navy Command Security Manager.  The Navy Command’s Security Manager will review the submitted documentation for completeness prior to submitting it to the Office of Personnel Management (OPM).  Suitability/security issues identified by the Navy may render the contractor employee ineligible for the assignment.  An unfavorable determination made by the Navy is final (subject to SF-86 appeal procedures) and such a determination does not relieve the contractor from meeting any contractual obligation under the contract.  The Navy Command’s Security Manager will forward the required forms to OPM for processing.  Once the investigation is complete, the results will be forwarded by OPM to the DON Central Adjudication Facility (CAF) for a determination.  

If the contractor employee already possesses a current favorably adjudicated investigation, the contractor shall submit a Visit Authorization Request (VAR) via the Joint Personnel Adjudication System (JPAS) or a hard copy VAR directly from the contractor’s Security Representative.  Although the contractor will take JPAS “Owning” role over the contractor employee, the Navy Command will take JPAS "Servicing" role over the contractor employee during the hiring process and for the duration of assignment under that contract.  The contractor shall include the IT Position Category per SECNAV M-5510.30 for each employee designated on a VAR.  The VAR requires annual renewal for the duration of the employee’s performance under the contract.

BACKGROUND INVESTIGATION REQUIREMENTS AND SECURITY APPROVAL PROCESS FOR CONTRACTORS ASSIGNED TO OR PERFORMING NON-SENSITIVE DUTIES 

Contractor employee whose work is unclassified and non-sensitive (e.g., performing certain duties such as lawn maintenance, vendor services, etc ...) and who require physical access to publicly accessible areas to perform those duties shall meet the following minimum requirements: 

· Must be either a US citizen or a US permanent resident with a minimum of 3 years legal residency in the United States (as required by The Deputy Secretary of Defense DTM 08-006 or its subsequent DoD instruction) and 

· Must have a favorably completed National Agency Check with Written Inquiries (NACI) including a FBI fingerprint check prior to installation access.  

To be considered for a favorable trustworthiness determination, the Contractor’s Security Representative must submit for all employees each of the following: 

· SF-85 Questionnaire for Non-Sensitive Positions

· Two FD-258 Applicant Fingerprint Cards (or an electronic fingerprint submission)
· Original Signed Release Statements

The contractor shall ensure each individual employee has a current favorably completed National Agency Check with Written Inquiries (NACI) or ensure successful FBI fingerprint results have been gained and investigation has been processed with OPM 

Failure to provide the required documentation at least 30 days prior to the individual’s start date may result in delaying the individual’s start date.  

* Consult with your Command Security Manager and Information Assurance Manager for local policy when IT-III (non-sensitive) access is required for non-US citizens outside the United States.

DoD 8570.01-M Information Assurance Workforce Improvement Program.

______ No Additional IA Certification Required

___X__ Information Assurance DoD 8570.01-M Required:

IA Certification Level ___IAM Level I___    

Computing Environment Certification ______N/A__________

Privileged system access is not required.

Business Intelligence Analyst

Data Warehouse Analyst

IA Certification Level ___IAT Level I___    

Privileged system access is required 

Senior Business Intelligence Analyst

Computing Environment Certification ________ Windows Server ____________________


IA Certification Level ___IAT Level I___    

Privileged system access is required 

Senior Data Warehouse Analyst

Computing Environment Certification ________ Unix _________________

Specific skills and services provided under this IDIQ contract may require contractor personnel to become certified as members of the Navy's Information Assurance Workforce.  Those services and certification requirements will be specified within individual task orders.

If the individual contractor is required to have privileged access to a Government system, then a Single Scope Background Investigation (SSBI) is required instead of the NACLC referenced above.  5510.30 defines contractor personnel having unlimited privileged access to an application, system, or network require investigations to support assignment within the IT-I category.  Both the 8500.2 and SECNAV Manual 5510.30 identify the investigation requirement for IT-I access as the SSBI.  If a contractor has a lesser investigation, such as an ANACI or NACI, the contractor will be considered eligible when the SSBI has been reviewed and submitted by the appropriate security office.  If a contractor does not have a previous investigation on record, the contractor will not be eligible for IT-I access until the SSBI is adjudicated.  

Privileged Access.  Individuals who have access to system control, monitoring, or administration functions (e.g. system administrator, database administrator) require training and certification to Information Assurance Technical Levels I, II or III depending on the functions they perform.  They must also be trained and certified on the Operating System or Computing Environment they are required to maintain.  Contractors working on U.S. systems must be U.S. citizens.  They must have IT-I security designation.  A person with privileged access must have an initiated Single Scope Background Investigation (SSBI).The Contractor shall ensure that personnel accessing information systems have the proper and current information assurance certification to perform information assurance functions in accordance with DoD 8570.01-M, Information Assurance Workforce Improvement Program. The Contractor shall meet the applicable information assurance certification requirements, including- 

(1) DoD-approved information assurance workforce certifications appropriate for each category and level as listed in the current version of DoD 8570.01-M.

(2) Appropriate operating system certification for information assurance technical positions as required by DoD 8570.01-M. 

(a) Upon request by the Government, the Contractor shall provide documentation supporting the information assurance certification status of personnel performing information assurance functions. 

(b) Contractor personnel who do not have proper and current certifications shall be denied access to DoD information systems for the purpose of performing information assurance functions.

Proof of the above indicated IA certification and computing environment certification is to be provided for all contractor personnel along with the vendor proposal.  In addition to the IA certificate, active enrollment and participation in the certification maintenance program must be established prior to contract award to ensure the appropriate access can be secured by contractor resources.  Questions and additional information requirements may be addressed by contacting the NAVSUP Business Systems Center Information Assurance Manager (IAM) 

Certification shall be forwarded to:

Lisa M. Walker, Code 94

NAVSUP Business Systems Center IAM

5450 Carlisle Pike, Bldg 409

Mechanicsburg, PA 17055

Email:  lisa.m.walker@navy.mil

Contractor resources shall have at a minimum an interim active U.S. Government background investigation in place effective on date of task order award so work can begin immediately on task order period start date.

11.0    Government Furnished Resources:  

The government will provide work facilities to the on-site contractor.  The government will provide computer hardware and software required and access to local telephones with voicemail and long distance access when the contractor is acting on behalf of the government at the government site.  NAVSUP BUS SYS CEN will provide all equipment, tools and servers used to maintain software and host these applications.  If the contractor is supporting off-site, the government will provide an NMCI laptop for access to government systems (if needed).  Government Furnished Resources will be identified in each task order.

12.0
Key Personnel

During the first ninety days of performance, the Contractor shall make no substitutions of key personnel unless the substitution is necessitated by illness, death, or termination of employment.  The Contractor shall notify the Contracting Officer within 15 calendar days after the occurrence of any of these events and provide any necessary information.  After the initial 90-day period, the Contractor shall submit the information to the Contracting Officer at least 15 days prior to making any permanent substitutions for any contractor personnel. Substitute contractor personnel must be fully eligible to start performing upon submission of their name to the Contracting Officer.   No personnel substitutions will be executed without Government approval by the Contracting Officer and COR.

The Contractor shall provide a detailed explanation of the circumstances necessitating the proposed substitutions, complete resumes for the proposed substitutes, and any additional information requested by the Contracting Officer.  All proposed substitutes must have qualifications that are equal to or higher than the qualifications required of the person to be replaced.

Key positions are :

Senior Business Intelligence Analyst 

Senior Data warehouse Analyst

13.0     RESERVED
14.0 By submitting a proposal, the Contractor warrants that all individuals under the contract meet the minimum experience requirements and will produce upon request by the Contracting Officer documentation supporting the qualification of any individual performing under the contact. )


 Non-Disclosure Agreement:

The Business Sensitive Information Non-disclosure Agreement is required for this order.  Refer to DFARS 252.204-7000, Disclosure of Information, and DFARS 252.204-7003, Control of Government Personnel Work Product.

Section 508 Compliance

Section 508 of the Rehabilitation Act requires Federal agencies to make their electronic and information technology accessible to people with disabilities.  This applies to all Federal agencies when they develop, procure, maintain, or use electronic and information technology.

All electronic and information technology (EIT) procured through this task order must meet the applicable accessibility standards specified in 36 CFR 1194.2, unless an agency exception to this requirement exists.  Any agency exceptions applicable to this task order are listed below.


Electronic and Information Technology

The standards define Electronic and Information Technology, in part, as “any equipment or interconnected system or subsystem of equipment that is used in the creation, conversion, or duplication of data or information.”  The standards define the type of technology covered and set forth provisions that establish a minimum level of accessibility.  The application section of the standards (1194.2) outlines the scope and coverage of the standards.  The standards cover the full range of electronic and information technologies in the Federal sector, including those used for communication, duplication, computing, storage, presentation, control transport and production.  This includes computers, software, networks, peripherals and other types of electronic office equipment.

Privacy Act

During performance of this order, the contractor may have access to Privacy Act data.  Should this occur, the contractor shall safeguard all privacy information, and ensure this data is accessed and maintained in accordance with applicable laws and regulations.  If access occurs, FAR 52.224-1 and 52.224-2 apply.

Wide Area Workflow

Invoices for materials/services rendered under this PWS shall be submitted electronically through Wide Area Workflow (WAWF) in accordance with the WAWF Routing Table listed in the contract.  The invoices shall be submitted monthly unless the contract specifies differently.  The WAWF website is https://wawf.eb.mil.

Enterprise-wide Contractor Manpower Reporting Application - ECMRA 

The contractor shall report ALL contractor labor hours (including subcontractor labor hours) required for performance of services provided under this contract for ECMF via a secure data collection site.  

The contractor is required to completely fill in all required data fields using the following web address https://doncmra.nmci.navy.mil .  Reporting inputs will be for the labor executed during the period 

of performance during each Government fiscal year (FY), which runs October 1 through September 30.  While inputs may be reported any time during the FY, all data shall be reported no later than 

October 31 of each calendar year.  Contractors may direct questions to the help desk, linked at https://doncmra.nmci.navy.mil.
MINIMUM GUARANTEE
The minimum guarantee for this contract is $25,000.00.

INSPECTION AND ACCEPTANCE TERMS

Supplies/services will be inspected/accepted at:
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CLAUSES INCORPORATED BY REFERENCE

	52.204-2 
	Security Requirements 
	AUG 1996 
	 

	52.204-7 
	System for Award Management 
	JUL 2013 
	 

	52.204-9 
	Personal Identity Verification of Contractor Personnel 
	JAN 2011 
	 

	52.204-13 
	System for Award Management Maintenance 
	JUL 2013 
	 

	52.209-2 
	Prohibition on Contracting with Inverted Domestic Corporations--Representation 
	DEC 2014 
	 

	52.212-4 
	Contract Terms and Conditions--Commercial Items 
	DEC 2014 
	 

	52.216-19 
	 Order Limitations 
	OCT 1995 
	 

	52.217-5 
	Evaluation Of Options 
	JUL 1990 
	 

	52.222-50 
	Combating Trafficking in Persons 
	FEB 2009 
	 

	52.228-5 
	Insurance - Work On A Government Installation 
	JAN 1997 
	 

	52.237-2 
	Protection Of Government Buildings, Equipment, And Vegetation 
	APR 1984 
	 

	52.242-13 
	Bankruptcy 
	JUL 1995 
	 

	52.245-1 
	Government Property 
	APR 2012 
	 

	52.245-9 
	Use And Charges 
	APR 2012 
	 

	52.252-2 
	Clauses Incorporated By Reference 
	FEB 1998 
	 

	252.201-7000 
	Contracting Officer's Representative 
	DEC 1991 
	 

	252.204-7003 
	Control Of Government Personnel Work Product 
	APR 1992 
	 

	252.204-7004 Alt A 
	System for Award Management Alternate A 
	FEB 2014 
	 

	252.204-7005 
	Oral Attestation of Security Responsibilities 
	NOV 2001 
	 

	252.204-7012 
	Safeguarding of Unclassified Controlled Technical Information 
	NOV 2013 
	 

	252.209-7004 
	Subcontracting With Firms That Are Owned or Controlled By The Government of a Terrorist Country 
	DEC 2014 
	 

	252.232-7010 
	Levies on Contract Payments 
	DEC 2006 
	 

	252.243-7001 
	Pricing Of Contract Modifications 
	DEC 1991 
	 


CLAUSES INCORPORATED BY FULL TEXT

52.209-7   INFORMATION REGARDING RESPONSIBILITY MATTERS (JULY 2013)

(a) Definitions. As used in this provision--

Administrative proceeding means a non-judicial process that is adjudicatory in nature in order to make a determination of fault or liability (e.g., Securities and Exchange Commission Administrative Proceedings, Civilian Board of Contract Appeals Proceedings, and Armed Services Board of Contract Appeals Proceedings). This includes administrative proceedings at the Federal and State level but only in connection with performance of a Federal contract or grant. It does not include agency actions such as contract audits, site visits, corrective plans, or inspection of deliverables.

Federal contracts and grants with total value greater than $10,000,000 means--

(1) The total value of all current, active contracts and grants, including all priced options; and

(2) The total value of all current, active orders including all priced options under indefinite-delivery, indefinite-quantity, 8(a), or requirements contracts (including task and delivery and multiple-award Schedules).

Principal means an officer, director, owner, partner, or a person having primary management or supervisory responsibilities within a business entity (e.g., general manager; plant manager; head of a 

division or business segment; and similar positions).
(b) The offeror ( ) has ( ) does not have current active Federal contracts and grants with total value greater than $10,000,000.

(c) If the offeror checked “has” in paragraph (b) of this provision, the offeror represents, by submission of this offer, that the information it has entered in the Federal Awardee Performance and Integrity Information System (FAPIIS) is current, accurate, and complete as of the date of submission of this offer with regard to the following information:

(1) Whether the offeror, and/or any of its principals, has or has not, within the last five years, in connection with the award to or performance by the offeror of a Federal contract or grant, been the subject of a proceeding, at the Federal or State level that resulted in any of the following dispositions:

(i) In a criminal proceeding, a conviction.

(ii) In a civil proceeding, a finding of fault and liability that results in the payment of a monetary fine, penalty, reimbursement, restitution, or damages of $5,000 or more.

(iii) In an administrative proceeding, a finding of fault and liability that results in--

(A) The payment of a monetary fine or penalty of $5,000 or more; or

(B) The payment of a reimbursement, restitution, or damages in excess of $100,000.

(iv) In a criminal, civil, or administrative proceeding, a disposition of the matter by consent or compromise with an acknowledgment of fault by the Contractor if the proceeding could have led to any of the outcomes specified in paragraphs (c)(1)(i), (c)(1)(ii), or (c)(1)(iii) of this provision.

(2) If the offeror has been involved in the last five years in any of the occurrences listed in (c)(1) of this provision, whether the offeror has provided the requested information with regard to each occurrence.

(d) The offeror shall post the information in paragraphs (c)(1)(i) through (c)(1)(iv) of this provision in FAPIIS as required through maintaining an active registration in the System for Award Management database via https://www.acquisition.gov (see 52.204-7).

(End of provision)

52.212-1      INSTRUCTIONS TO OFFERORS--COMMERCIAL ITEMS (APR 2014) 

(a) North American Industry Classification System (NAICS) code and small business size standard. The NAICS code and small business size standard for this acquisition appear in Block 10 of the solicitation cover sheet (SF 1449). However, the small business size standard for a concern which submits an offer in its own name, but which proposes to furnish an item which it did not itself manufacture, is 500 employees.

(b) Submission of offers. Submit signed and dated offers to the office specified in this solicitation at or before the exact time specified in this solicitation. Offers may be submitted on the SF 1449, letterhead stationery, or as otherwise specified in the solicitation. As a minimum, offers must show-- 

(1) The solicitation number; 

(2) The time specified in the solicitation for receipt of offers; 

(3) The name, address, and telephone number of the offeror; 

(4) A technical description of the items being offered in sufficient detail to evaluate compliance with the requirements in the solicitation. This may include product literature, or other documents, if necessary; 

(5) Terms of any express warranty; 

(6) Price and any discount terms; 

(7) "Remit to" address, if different than mailing address; 

(8) A completed copy of the representations and certifications at FAR 52.212-3 (see FAR 52.212-3(b) for those representations and certifications that the offeror shall complete electronically); 

(9) Acknowledgment of Solicitation Amendments; 

(10) Past performance information, when included as an evaluation factor, to include recent and relevant contracts for the same or similar items and other references (including contract numbers, points of contact with telephone numbers and other relevant information); and 

(11) If the offer is not submitted on the SF 1449, include a statement specifying the extent of agreement with all terms, conditions, and provisions included in the solicitation. Offers that fail to furnish required representations or information, or reject the terms and conditions of the solicitation may be excluded from consideration. 

(c) Period for acceptance of offers. The offeror agrees to hold the prices in its offer firm for 30 calendar days from the date specified for receipt of offers, unless another time period is specified in an addendum to the solicitation. 

(d) Product samples. When required by the solicitation, product samples shall be submitted at or prior to the time specified for receipt of offers. Unless otherwise specified in this solicitation, these samples shall be submitted at no expense to the Government, and returned at the sender's request and expense, unless they are destroyed during preaward testing. 

(e) Multiple offers. Offerors are encouraged to submit multiple offers presenting alternative terms and conditions or commercial items for satisfying the requirements of this solicitation. Each offer submitted will be evaluated separately. 

(f) Late submissions, modifications, revisions, and withdrawals of offers:

(1) Offerors are responsible for submitting offers, and any modifications, revisions, or withdrawals, so as to reach the Government office designated in the solicitation by the time specified in the solicitation. If no time is specified in the solicitation, the time for receipt is 4:30 p.m., local time, for the designated Government office on the date that offers or revisions are due.

(2)(i) Any offer, modification, revision, or withdrawal of an offer received at the Government office designated in the solicitation after the exact time specified for receipt of offers is “late” and will not be considered unless it is received before award is made, the Contracting Officer determines that accepting the late offer would not unduly delay the acquisition; and--

(A) If it was transmitted through an electronic commerce method authorized by the solicitation, it was received at the initial point of entry to the Government infrastructure not later than 5:00 p.m. one working day prior to the date specified for receipt of offers; or

(B) There is acceptable evidence to establish that it was received at the Government installation designated for receipt of offers and was under the Government's control prior to the time set for receipt of offers; or

(C) If this solicitation is a request for proposals, it was the only proposal received.

(ii) However, a late modification of an otherwise successful offer, that makes its terms more favorable to the Government, will be considered at any time it is received and may be accepted.

(3) Acceptable evidence to establish the time of receipt at the Government installation includes the time/date stamp of that installation on the offer wrapper, other documentary evidence of receipt maintained by the installation, or oral testimony or statements of Government personnel.

(4) If an emergency or unanticipated event interrupts normal Government processes so that offers cannot be received at the Government office designated for receipt of offers by the exact time specified in the solicitation, and urgent Government requirements preclude amendment of the solicitation or other notice of an extension of the closing date, the time specified for receipt of offers will be deemed to be extended to the same time of day specified in the solicitation on the first work day on which normal Government processes resume.

(5) Offers may be withdrawn by written notice received at any time before the exact time set for receipt of offers. Oral offers in response to oral solicitations may be withdrawn orally. If the solicitation authorizes facsimile offers, offers may be withdrawn via facsimile received at any time before the exact time set for receipt of offers, subject to the conditions specified in the solicitation concerning facsimile offers. An offer may be withdrawn in person by an offeror or its authorized representative if, before the exact time set for receipt of offers, the identity of the person requesting withdrawal is established and the person signs a receipt for the offer.

(g) Contract award (not applicable to Invitation for Bids). The Government intends to evaluate offers and award a contract without discussions with offerors. Therefore, the offeror's initial offer should contain the offeror's best terms from a price and technical standpoint. However, the Government reserves the right to conduct discussions if later determined by the Contracting Officer to be necessary. The Government may reject any or all offers if such action is in the public interest; accept other than the lowest offer; and waive informalities and minor irregularities in offers received. 

(h) Multiple awards. The Government may accept any item or group of items of an offer, unless the offeror qualifies the offer by specific limitations. Unless otherwise provided in the Schedule, offers may not be submitted for quantities less than those specified. The Government reserves the right to make an award on any item for a quantity less than the quantity offered, at the unit prices offered, unless the offeror specifies otherwise in the offer. 

(i) Availability of requirements documents cited in the solicitation. (1)(i) The GSA Index of Federal Specifications, Standards and Commercial Item Descriptions, FPMR Part 101-29, and copies of specifications, standards, and commercial item descriptions cited in this solicitation may be obtained for a fee by submitting a request to--GSA Federal Supply Service Specifications Section, Suite 8100, 470 East L'Enfant Plaza, SW, Washington, DC 

20407, Telephone (202) 619-8925, Facsimile (202) 619-8978.

(ii) If the General Services Administration, Department of Agriculture, or Department of Veterans Affairs issued this solicitation, a single copy of specifications, standards, and commercial item descriptions cited in this solicitation may be obtained free of charge by submitting a request to the addressee in paragraph (i)(1)(i) of this provision. Additional copies will be issued for a fee.

(2) Most unclassified Defense specifications and standards may be downloaded from the following ASSIST websites:

(i) ASSIST (https://assist.dla.mil/online/start/).
(ii) Quick Search (http://quicksearch.dla.mil/).

(iii) ASSISTdocs.com (http://assistdocs.com).

(3) Documents not available from ASSIST may be ordered from the Department of Defense Single Stock Point (DoDSSP) by--

(i) Using the ASSIST Shopping Wizard (https://assist.dla.mil/wizard/index.cfm);
(ii) Phoning the DoDSSP Customer Service Desk (215) 697-2179, Mon-Fri, 0730 to 1600 EST; or

(iii) Ordering from DoDSSP, Building 4, Section D, 700 Robbins Avenue, Philadelphia, PA 19111-5094, Telephone (215) 697-2667/2179, Facsimile (215) 697-1462.

(4) Nongovernment (voluntary) standards must be obtained from the organization responsible for their preparation, publication, or maintenance.

(j) Data Universal Numbering System (DUNS) Number. (Applies to all offers exceeding $3,000, and offers of $3,000 or less if the solicitation requires the Contractor to be registered in the System for Award Management (SAM) database. The offeror shall enter, in the block with its name and address on the cover page of its offer, the annotation “DUNS” or “DUNS +4” followed by the DUNS or DUNS +4 number that identifies the offeror's name and address. The DUNS +4 is the DUNS number plus a 4-character suffix that may be assigned at the discretion of the offeror to establish additional SAM records for identifying alternative Electronic Funds Transfer (EFT) accounts (see FAR Subpart 32.11) for the same concern. If the offeror does not have a DUNS number, it should contact Dun and Bradstreet directly to obtain one. An offeror within the United States may contact Dun and Bradstreet by calling 1-866-705-5711 or via the internet at http://fedgov.dnb.com/webform. An offeror located outside the United States must contact the local Dun and Bradstreet office for a DUNS number. The offeror should indicate that it is an offeror for a Government contract when contacting the local Dun and Bradstreet office.

(k) System for Award Management. Unless exempted by an addendum to this solicitation, by submission of an offer, the offeror acknowledges the requirement that a prospective awardee shall be registered in the SAM database prior to award, during performance and through final payment of any contract resulting from this 

solicitation. If the Offeror does not become registered in the SAM database in the time prescribed by the Contracting Officer, the Contracting Officer will proceed to award to the next otherwise successful registered Offeror. Offerors may obtain information on registration and annual confirmation requirements via the SAM 

database accessed through https://www.acquisition.gov.

(l) Debriefing. If a post-award debriefing is given to requesting offerors, the Government shall disclose the following information, if applicable:

(1) The agency's evaluation of the significant weak or deficient factors in the debriefed offeror's offer.

(2) The overall evaluated cost or price and technical rating of the successful and the debriefed offeror and past performance information on the debriefed offeror.

(3) The overall ranking of all offerors, when any ranking was developed by the agency during source selection.

(4) A summary of the rationale for award;

(5) For acquisitions of commercial items, the make and model of the item to be delivered by the successful offeror.

(6) Reasonable responses to relevant questions posed by the debriefed offeror as to whether source-selection procedures set forth in the solicitation, applicable regulations, and other applicable authorities were followed by the agency.

(End of provision) 

52.212-5     CONTRACT TERMS AND CONDITIONS REQUIRED TO IMPLEMENT STATUTES OR EXECUTIVE ORDERS--COMMERCIAL ITEMS (DEC 2014) 

(a) The Contractor shall comply with the following Federal Acquisition Regulation (FAR) clauses, which are incorporated in this contract by reference, to implement provisions of law or Executive orders applicable to acquisitions of commercial items:

(1) 52.209-10, Prohibition on Contracting with Inverted Domestic Corporations (Dec 2014)

(2) 52.222-50, Combating Trafficking in Persons (FEB 2009) (22 U.S.C. 7104(g)).

 ___    Alternate I (Aug 2007) of 52.222-50 (22 U.S.C. 7104(g)).

(3) 52.233-3, Protest After Award (AUG 1996) (31 U.S.C. 3553).

(4) 52.233-4, Applicable Law for Breach of Contract Claim (OCT 2004) (Public Laws 108-77 and 108-78 (19 U.S.C. 3805 note)).
(b) The Contractor shall comply with the FAR clauses in this paragraph (b) that the Contracting Officer has indicated as being incorporated in this contract by reference to implement provisions of law or Executive orders applicable to acquisitions of commercial items: (Contracting Officer check as appropriate.)

X (1) 52.203-6, Restrictions on Subcontractor Sales to the Government (Sept 2006), with Alternate I (Oct 1995) (41 U.S.C. 4704 and 10 U.S.C. 2402).
X (2) 52.203-13, Contractor Code of Business Ethics and Conduct (Apr 2010) (41 U.S.C. 3509).
____  (3) 52.203-15, Whistleblower Protections under the American Recovery and Reinvestment Act of 2009 (June 2010) (Section 1553 of Pub. L. 111-5). (Applies to contracts funded by the American Recovery and Reinvestment Act of 2009.) 

___ (4) 52.204-10, Reporting Executive Compensation and First-Tier Subcontract Awards (July 2013) (Pub. L. 109-282) (31 U.S.C. 6101 note). 
___  (5) [Reserved] 

___  (6) 52.204-14, Service Contract Reporting Requirements (JAN 2014) (Pub. L. 111-117, section 743 of Div. C).
___  (7) 52.204-15, Service Contract Reporting Requirements for Indefinite-Delivery Contracts (JAN 2014) (Pub. L. 111-117, section 743 of Div. C).

___  (8) 52.209-6, Protecting the Government's Interest When Subcontracting with Contractors Debarred, Suspended, or Proposed for Debarment. (Aug, 2013) (31 U.S.C. 6101 note).

____ (9) 52.209-9, Updates of Publicly Available Information Regarding Responsibility Matters (July 2013) (41 U.S.C. 2313).

____ (10) [Reserved]

____ (11)(i) 52.219-3, Notice of HUBZone Set-Aside or Sole-Source Award (NOV 2011) (15 U.S.C. 657a).

    _
____  (ii) Alternate I (NOV 2011) of 52.219-3.

____ (12) (i) 52.219-4, Notice of Price Evaluation Preference for HUBZone Small Business Concerns (OCT 2014) (if the offeror elects to waive the preference, it shall so indicate in its offer) (15 U.S.C. 657a).

____ (ii) Alternate I (JAN 2011) of 52.219-4.

____ (13) [Reserved] 

X (14)(i)  52.219-6, Notice of Total Small Business Set-Aside (NOV 2011) (15 U.S.C. 644).

____ (ii) Alternate I (NOV 2011).
____ (iii) Alternate II (NOV 2011).

____ (15)(i)  52.219-7, Notice of Partial Small Business Set-Aside (June 2003) (15 U.S.C. 644). 

____ (ii) Alternate I (Oct 1995) of 52.219-7. 

____ (iii) Alternate II (Mar 2004) of 52.219-7. 

X (16) 52.219-8, Utilization of Small Business Concerns (OCT 2014) (15 U.S.C. 637(d)(2) and (3)).
____ (17)(i)  52.219-9, Small Business Subcontracting Plan (OCT 2014) (15 U.S.C. 637(d)(4)).
____ (ii) Alternate I (Oct 2001) of 52.219-9. 

X (iii) Alternate II (Oct 2001) of 52.219-9. 

____ (iv) Alternate III (OCT 2014) of 52.219-9.
____ (18) 52.219-13, Notice of Set-Aside of Orders (NOV 2011) (15 U.S.C. 644(r)).

____ (19) 52.219-14, Limitations on Subcontracting (NOV 2011) (15 U.S.C. 637(a)(14)).

____ (20) 52.219-16, Liquidated Damages—Subcon-tracting Plan (Jan 1999) (15 U.S.C. 637(d)(4)(F)(i)).

____ (21) 52.219-27, Notice of Service-Disabled Veteran-Owned Small Business Set-Aside (NOV 2011) (15 U.S.C. 657f).

X (22)  52.219-28, Post Award Small Business Program Rerepresentation (July 2013) (15 U.S.C. 632(a)(2)). 

____ (23) 52.219-29, Notice of Set-Aside for Economically Disadvantaged Women-Owned Small Business (EDWOSB) Concerns (July 2013) (15 U.S.C. 637(m)).

____ (24) 52.219-30, Notice of Set-Aside for Women-Owned Small Business (WOSB) Concerns Eligible Under the WOSB Program (July 2013) (15 U.S.C. 637(m)).

X (25) 52.222-3, Convict Labor (June 2003) (E.O. 11755).

X (26) 52.222-19, Child Labor—Cooperation with Authorities and Remedies (JAN 2014) (E.O. 3126). 

X (27) 52.222-21, Prohibition of Segregated Facilities (Feb 1999). 

X (28) 52.222-26, Equal Opportunity (Mar 2007) (E.O. 11246). 

____ (29) 52.222-35, Equal Opportunity for Veterans (Jul 2014)(38 U.S.C. 4212). 

X (30) 52.222-36, Equal Opportunity for Workers with Disabilities (July 2014) (29 U.S.C. 793).

X (31) 52.222-37, Employment Reports on Veterans (July 2014) (38 U.S.C. 4212).

____ (32) 52.222-40, Notification of Employee Rights Under the National Labor Relations Act (Dec 2010) (E.O. 13496). 

X (33) 52.222-54, Employment Eligibility Verification (Aug 2013). (Executive Order 12989). (Not applicable to the acquisition of commercially available off-the-shelf items or certain other types of 

commercial items as prescribed in 22.1803.)

____ (34)(i)  52.223-9, Estimate of Percentage of Recovered Material Content for EPA–Designated Items (May 2008) (42 U.S.C. 6962(c)(3)(A)(ii)). (Not applicable to the acquisition of commercially available off-the-shelf items.) 

____ (ii) Alternate I (May 2008) of 52.223-9 (42 U.S.C. 6962(i)(2)(C)). (Not applicable to the acquisition of commercially available off-the-shelf items.) 

____ (35) (i) 52.223-13, Acquisition of EPEAT® Registered Imaging Equipment (Jun 2014)+(E.O.s 13423 and 13514).

 ____  (ii) Alternate I (Jun 2014) of 52.223-13.

____ (36)(i) 52.223-14, Acquisition of EPEAT® Registered Televisions (Jun 2014) (E.O.s 13423 and 13514).
 ____   (ii) Alternate I (Jun 2014) of 52.223-14.

____ (37) 52.223-15, Energy Efficiency in Energy-Consuming Products (Dec 2007) (42 U.S.C. 8259b).

____ (38)(i)  (i) 52.223-16, Acquisition of EPEAT® -Registered Personal Computer Products (Jun 2014) (E.O.s 13423 and 13514).
____ (ii) Alternate I (Jun 2014) of 52.223-16. 

____ (39) 52.223-18, Encouraging Contractor Policies to Ban Text Messaging While Driving (Aug 2011) (E.O. 13513). 

____ (40) 52.225-1, Buy American--Supplies (May 2014) (41 U.S.C. chapter 83).
____(41) (i) 52.225-3, Buy American--Free Trade Agreements--Israeli Trade Act (May 2014) (41 U.S.C. chapter 83, 19 U.S.C. 3301 note, 19 U.S.C. 2112 note, 19 U.S.C. 3805 note, 19 U.S.C. 4001 note, Pub. L. 

103-182, 108-77, 108-78, 108-286, 108-302, 109-53, 109-169, 109-283, 110-138, 112-41, 112-42, and 112-43.
____ (ii) Alternate I (May 2014) of 52.225-3.
____ (iii) Alternate II (May 2014) of 52.225-3.
____ (iv) Alternate III (May 2014) of 52.225-3.
____ (42) 52.225-5, Trade Agreements (Nov 2013) (19 U.S.C. 2501, et seq., 19 U.S.C. 3301 note).

X (43) 52.225-13, Restrictions on Certain Foreign Purchases (June 2008) (E.O.’s, proclamations, and statutes administered by the Office of Foreign Assets Control of the Department of the Treasury). 

____ (44) 52.225-26, Contractors Performing Private Security Functions Outside the United States (Jul 2013) (Section 862, as amended, of the National Defense Authorization Act for Fiscal Year 2008; 10 U.S.C. 2302 Note).

____ (45) 52.226-4, Notice of Disaster or Emergency Area Set-Aside (Nov 2007) (42 U.S.C. 5150

____ (46) 52.226-5, Restrictions on Subcontracting Outside Disaster or Emergency Area (Nov 2007) (42 U.S.C. 5150).

____ (47) 52.232-29, Terms for Financing of Purchases of Commercial Items (Feb 2002) (41 U.S.C. 4505, 10 U.S.C. 2307(f)). 

____ (48) 52.232-30, Installment Payments for Commercial Items (Oct 1995) (41 U.S.C. 4505, 10 U.S.C. 2307(f)).

X (49) 52.232-33, Payment by Electronic Funds Transfer—System for Award Management (July 2013) (31 U.S.C. 3332). 

____ (50) 52.232-34, Payment by Electronic Funds Transfer—Other than System for Award Management (July 2013) (31 U.S.C. 3332). 

____ (51) 52.232-36, Payment by Third Party (MAY 2014) (31 U.S.C. 3332).

____  (52) 52.239-1, Privacy or Security Safeguards (Aug 1996) (5 U.S.C. 552a). 

____ (53)(i)  52.247-64, Preference for Privately Owned U.S.-Flag Commercial Vessels (Feb 2006) (46 U.S.C. Appx. 1241(b) and 10 U.S.C. 2631). 

____ (ii) Alternate I (Apr 2003) of 52.247-64. 

(c) The Contractor shall comply with the FAR clauses in this paragraph (c), applicable to commercial services, that the Contracting Officer has indicated as being incorporated in this contract by reference to implement provisions of law or Executive orders applicable to acquisitions of commercial items: (Contracting Officer check as appropriate.)

_____ (1) 52.222-41, Service Contract Labor Standards (MAY 2014) (41 U.S.C. chapter 67).
_____ (2) 52.222-42, Statement of Equivalent Rates for Federal Hires (MAY 2014) (29 U.S.C. 206 and 41 U.S.C. chapter 67).

_____ (3) 52.222-43, Fair Labor Standards Act and Service Contract Labor Standards--Price Adjustment (Multiple Year and Option Contracts) (MAY 2014) (29 U.S.C. 206 and 41 U.S.C. chapter 67).
_____ (4) 52.222-44, Fair Labor Standards Act and Service Contract Labor Standards--Price Adjustment (MAY 2014) (29 U.S.C 206 and 41 U.S.C. chapter 67).

_____ (5) 52.222-51, Exemption from Application of the Service Contract Labor Standards to Contracts for Maintenance, Calibration, or Repair of Certain Equipment--Requirements (MAY 2014) (41 U.S.C. chapter 67).

_____ (6) 52.222-53, Exemption from Application of the Service Contract Labor Standards to Contracts for Certain Services--Requirements (MAY 2014) (41 U.S.C. chapter 67).

_____ (7) 52.222-17, Nondisplacement of Qualified Workers (MAY 2014) (E.O. 13495).

_____ (8) 52.226-6, Promoting Excess Food Donation to Nonprofit Organizations (MAY 2014) (42 U.S.C. 1792).
_____ (9) 52.237-11, Accepting and Dispensing of $1 Coin (Sept 2008) (31 U.S.C. 5112(p)(1)).

(d) Comptroller General Examination of Record. The Contractor shall comply with the provisions of this paragraph (d) if this contract was awarded using other than sealed bid, is in excess of the simplified acquisition threshold, and does not contain the clause at 52.215-2, Audit and Records--Negotiation. 

(1) The Comptroller General of the United States, or an authorized representative of the Comptroller General, shall have access to and right to examine any of the Contractor's directly pertinent records involving transactions related to this contract. 

(2) The Contractor shall make available at its offices at all reasonable times the records, materials, and other evidence for examination, audit, or reproduction, until 3 years after final payment under this contract or for any shorter period specified in FAR Subpart 4.7, Contractor Records Retention, of the other clauses of this contract. If this contract is completely or partially terminated, the records relating to the work terminated shall be made available for 3 years after any resulting final termination settlement. Records relating to appeals under the disputes clause or to litigation or the settlement of claims arising under or relating to this contract shall be made available until such appeals, litigation, or claims are finally resolved. 

(3) As used in this clause, records include books, documents, accounting procedures and practices, and other data, regardless of type and regardless of form. This does not require the Contractor to create or maintain any record that the Contractor does not maintain in the ordinary course of business or pursuant to a provision of law. 

(e) (1) Notwithstanding the requirements of the clauses in paragraphs (a), (b), (c), and (d) of this clause, the Contractor is not required to flow down any FAR clause, other than those in this paragraph (e)(1)in a subcontract for commercial items. Unless otherwise indicated below, the extent of the flow down shall be as required by the clause—

(i) 52.203-13, Contractor Code of Business Ethics and Conduct (APR 2010) (41 U.S.C. 3509).
(ii) 52.219-8, Utilization of Small Business Concerns (OCT 2014) (15 U.S.C. 637(d)(2) and (3)), in all subcontracts that offer further subcontracting opportunities. If the subcontract (except subcontracts to small business concerns) exceeds $650,000 ($1.5 million for construction of any public facility), the subcontractor must include 52.219-8 in lower tier subcontracts that offer subcontracting opportunities.

(iii) 52.222-17, Nondisplacement of Qualified Workers (MAY 2014) (E.O. 13495). Flow down required in accordance with paragraph (l) of FAR clause 52.222-17.

(iv) 52.222-26, Equal Opportunity (MAR 2007) (E.O. 11246).

(v) 52.222-35, Equal Opportunity for Veterans (JUL 2014) (38 U.S.C. 4212).
(vi) 52.222-36, Equal Opportunity for Workers with Disabilities (Jul 2014) (29 U.S.C. 793).

(vii) 52.222-37, Employment Reports on Veterans (Jul 2014) (38 U.S.C. 4212).

(viii) 52.222-40, Notification of Employee Rights Under the National Labor Relations Act (Dec 2010) (E.O. 13496). Flow down required in accordance with paragraph (f) of FAR clause 52.222-40.

(ix) 52.222-41, Service Contract Labor Standards (May 2014), (41 U.S.C. chapter 67).

(x) 52.222-50, Combating Trafficking in Persons (Feb 2009) (22 U.S.C. 7104(g)).

_____Alternate I (Aug 2007) of 52.222-50 (22 U.S.C. 7104(g)).

(xi) 52.222-51, Exemption from Application of the Service Contract Labor Standards to Contracts for Maintenance, Calibration, or Repair of Certain Equipment--Requirements (May 2014) (41 U.S.C. chapter 67.)

(xii) 52.222-53, Exemption from Application of the Service Contract Labor Standards to Contracts for Certain Services--Requirements (May 2014) (41 U.S.C. chapter 67)

(xiii) 52.222-54, Employment Eligibility Verification (Aug 2013).

(xiv) 52.225-26, Contractors Performing Private Security Functions Outside the United States (Jul 2013) (Section 862, as amended, of the National Defense Authorization Act for Fiscal Year 2008; 10 U.S.C. 2302 Note).

(xv) 52.226-6, Promoting Excess Food Donation to Nonprofit Organizations. (May 2014) (42 U.S.C. 1792). Flow down required in accordance with paragraph (e) of FAR clause 52.226-6.

(xvi) 52.247-64, Preference for Privately-Owned U.S. Flag Commercial Vessels (Feb 2006) (46 U.S.C. Appx 1241(b) and 10 U.S.C. 2631). Flow down required in accordance with paragraph (d) of FAR clause 52.247-64.

(2) While not required, the contractor May include in its subcontracts for commercial items a minimal number of additional clauses necessary to satisfy its contractual obligations.

(End of clause)

52.216-18      Ordering. (OCT 1995)

(a) Any supplies and services to be furnished under this contract shall be ordered by issuance of delivery orders or task orders by the individuals or activities designated in the Schedule. Such orders may be issued from 01 July 2015through 30 June 2018, providing all options are exercised.

(b) All delivery orders or task orders are subject to the terms and conditions of this contract. In the event of conflict between a delivery order or task order and this contract, the contract shall control.

(c) If mailed, a delivery order or task order is considered "issued" when the Government deposits the order in the mail. Orders may be issued orally, by facsimile, or by electronic commerce methods only if authorized in the Schedule.

(End of clause)

52.216-22     Indefinite Quantity.  (OCT 1995)

(a) This is an indefinite-quantity contract for the supplies or services specified, and effective for the period stated, in the Schedule.  The quantities of supplies and services specified in the Schedule are estimates only and are not purchased by this contract.

(b) Delivery or performance shall be made only as authorized by orders issued in accordance with the Ordering clause.  The Contractor shall furnish to the Government, when and if ordered, the supplies or services specified in the Schedule up to and including the quantity designated in the Schedule as the "maximum".  The Government shall order at least the quantity of supplies or services designated in the Schedule as the "minimum".

(c) Except for any limitations on quantities in the Order Limitations clause or in the Schedule, there is no limit on the number of orders that may be issued.  The Government may issue orders requiring delivery to multiple destinations or performance at multiple locations.

(d) Any order issued during the effective period of this contract and not completed within that period shall be completed by the Contractor within the time specified in the order.  The contract shall govern the Contractor's and Government's rights and obligations with respect to that order to the same extent as if the order were completed during the contract's effective period; provided, that the Contractor shall not be required to make any deliveries under this contract after 30 June 2018, providing all options are exercised.

(End of clause)

52.217-9     OPTION TO EXTEND THE TERM OF THE CONTRACT (MAR 2000)

(a) The Government may extend the term of this contract by written notice to the Contractor within 7 days; provided that the Government gives the Contractor a preliminary written notice of its intent to extend at least 7 days days before the contract expires. The preliminary notice does not commit the Government to an extension.

(b) If the Government exercises this option, the extended contract shall be considered to include this option clause.

(c) The total duration of this contract, including the exercise of any options under this clause, shall not exceed 36 months from date of award, providing all options are exercised.

(End of clause)

52.225-25  Prohibition on Contracting with Entities Engaging in Certain Activities or Transactions Relating to Iran--Representation and Certifications. (DEC 2012)
(a) Definitions. As used in this provision--

Person--

(1) Means--

(i) A natural person;

(ii) A corporation, business association, partnership, society, trust, financial institution, insurer, underwriter, guarantor, and any other business organization, any other nongovernmental entity, organization, or group, and any governmental entity operating as a business enterprise; and

(iii) Any successor to any entity described in paragraph (1)(ii) of this definition; and

(2) Does not include a government or governmental entity that is not operating as a business enterprise.

Sensitive technology--

(1) Means hardware, software, telecommunications equipment, or any other technology that is to be used specifically--

(i) To restrict the free flow of unbiased information in Iran; or

(ii) To disrupt, monitor, or otherwise restrict speech of the people of Iran; and

(2) Does not include information or informational materials the export of which the President does not have the authority to regulate or prohibit pursuant to section 203(b)(3) of the International Emergency Economic Powers Act (50 U.S.C. 1702(b)(3)).

(b) The offeror shall email questions concerning sensitive technology to the Department of State at CISADA106@state.gov.

(c) Except as provided in paragraph (d) of this provision or if a waiver has been granted in accordance with 25.703-4, by submission of its offer, the offeror—

(1) Represents, to the best of its knowledge and belief, that the offeror does not export any sensitive technology to the government of Iran or any entities or individuals owned or controlled by, or acting on behalf or at the direction of, the government of Iran;
(2) Certifies that the offeror, or any person owned or controlled by the offeror, does not engage in any activities for 

which sanctions may be imposed under section 5 of the Iran Sanctions Act. These sanctioned activities are in the areas of development of the petroleum resources of Iran, production of refined petroleum products in Iran, sale and provision of refined petroleum products to Iran, and contributing to Iran's ability to acquire or develop certain weapons or technologies; and
(3) Certifies that the offeror, and any person owned or controlled by the offeror, does not knowingly engage in any 

transaction that exceeds $3,000 with Iran's Revolutionary Guard Corps or any of its officials, agents, or affiliates, the property and interests in property of which are blocked pursuant to the International Emergency Economic Powers Act (50 U.S.C. 1701 et seq.) (see OFAC's Specially Designated Nationals and Blocked Persons List 

at http://www.treasury.gov/ofac/downloads/t11sdn.pdf).
(d) Exception for trade agreements. The representation requirement of paragraph (c)(1) and the certification requirements of paragraphs (c)(2) and (c)(3) of this provision do not apply if—

(1) This solicitation includes a trade agreements notice or certification (e.g., 52.225-4, 52.225-6, 52.225-12, 52.225-24, or comparable agency provision); and

(2) The offeror has certified that all the offered products to be supplied are designated country end products or designated country construction material.

(End of provision)

52.233-2     SERVICE OF PROTEST (SEP 2006)

(a) Protests, as defined in section 33.101 of the Federal Acquisition Regulation, that are filed directly with an agency, and copies of any protests that are filed with the Government Accountability Office (GAO), shall be served on the Contracting Officer (addressed as follows) by obtaining written and dated acknowledgment of receipt from NAVSUP Fleet Logistics Center Norfolk-Mechanicsburg, 5450 Carlisle Pike, ATTN: Ms. Teely Shaffer, Mechanicsburg, PA 17055
(b) The copy of any protest shall be received in the office designated above within one day of filing a protest with the GAO. 

(End of provision) 

52.237-3     CONTINUITY OF SERVICES (JAN 1991)

(a) The Contractor recognizes that the services under this contract are vital to the Government and must be continued without interruption and that, upon contract expiration, a successor, either the Government or another contractor, may continue them. The Contractor agrees to (1) furnish phase-in training and (2) exercise its best efforts and cooperation to effect an orderly and efficient transition to a successor. 

(b) The Contractor shall, upon the Contracting Officer's written notice, (1) furnish phase-in, phase-out services for up to 90 days after this contract expires and (2) negotiate in good faith a plan with a successor to determine the nature and extent of phase-in, phase-out services required. The plan shall specify a training program and a date for transferring responsibilities for each division of work described in the plan, and shall be subject to the Contracting Officer's approval. The Contractor shall provide sufficient experienced personnel during the phase-in, phase-out period to ensure that the services called for by this contract are maintained at the required level of proficiency. 

(c) The Contractor shall allow as many personnel as practicable to remain on the job to help the successor maintain the continuity and consistency of the services required by this contract. The Contractor also shall disclose necessary personnel records and allow the successor to conduct onsite interviews with these employees. If selected employees are agreeable to the change, the Contractor shall release them at a mutually agreeable date and negotiate transfer of their earned fringe benefits to the successor. 

(d) The Contractor shall be reimbursed for all reasonable phase-in, phase-out costs (i.e., costs incurred within the agreed period after contract expiration that result from phase-in, phase-out operations) and a fee (profit) not to exceed a pro rata portion of the fee (profit) under this contract.

(End of clause)

252.204-7012  SAFEGUARDING OF UNCLASSIFIED CONTROLLED TECHNICAL INFORMATION (NOV 2013)

(a) Definitions. As used in this clause--

Adequate security means protective measures that are commensurate with the consequences and probability of loss, misuse, or unauthorized access to, or modification of information.

Attribution information means information that identifies the Contractor, whether directly or indirectly, by the grouping of information that can be traced back to the Contractor (e.g., program description or facility locations).

Compromise means disclosure of information to unauthorized persons, or a violation of the security policy of a system, in which unauthorized intentional or unintentional disclosure, modification, destruction, or loss of an object, or the copying of information to unauthorized media may have occurred.

Contractor information system means an information system belonging to, or operated by or for, the Contractor.

Controlled technical information means technical information with military or space application that is subject to controls on the access, use, reproduction, modification, performance, display, release, disclosure, or dissemination. Controlled technical information is to be marked with one of the distribution statements B-through-F, in accordance with DoD Instruction 5230.24, Distribution Statements on Technical Documents. The term does not include information that is lawfully publicly available without restrictions.

Cyber incident means actions taken through the use of computer networks that result in an actual or potentially adverse effect on an information system and/or the information residing therein.

Exfiltration means any unauthorized release of data from within an information system. This includes copying the data through covert network channels or the copying of data to unauthorized media.

Media means physical devices or writing surfaces including, but is not limited to, magnetic tapes, optical disks, magnetic disks, large-scale integration memory chips, and printouts onto which information is recorded, stored, or printed within an information system.

Technical information means technical data or computer software, as those terms are defined in the clause at DFARS 252.227-7013, Rights in Technical Data--Non Commercial Items, regardless of whether or not the 

clause is incorporated in this solicitation or contract. Examples of technical information include research and engineering data, engineering drawings, and associated lists, specifications, standards, process sheets, manuals, technical reports, technical orders, catalog-item identifications, data sets, studies and analyses and related 

information, and computer software executable code and source code.

(b) Safeguarding requirements and procedures for unclassified controlled technical information. The Contractor shall provide adequate security to safeguard unclassified controlled technical information from compromise. To provide adequate security, the Contractor shall—

(1) Implement information systems security in its project, enterprise, or company-wide unclassified information technology system(s) that may have unclassified controlled technical information resident on or transiting through them. The information systems security program shall implement, at a minimum—

(i) The specified National Institute of Standards and Technology (NIST) Special Publication (SP) 800-53 security controls identified in the following table; or

(ii) If a NIST control is not implemented, the Contractor shall submit to the Contracting Officer a written explanation of how—

(A) The required security control identified in the following table is not applicable; or

(B) An alternative control or protective measure is used to achieve equivalent protection.

(2) Apply other information systems security requirements when the Contractor reasonably determines that information systems security measures, in addition to those identified in paragraph (b)(1) of this 

clause, may be required to provide adequate security in a dynamic environment based on an assessed risk or vulnerability.

Table 1--Minimum Security Controls for Safeguarding

Minimum required security controls for unclassified controlled technical information requiring safeguarding in accordance with paragraph (d) of this clause. (A description of the security controls is in the NIST SP 800-53, ``Security and Privacy Controls for Federal Information Systems and Organizations'' (http://csrc.nist.gov/publications/PubsSPs.html).)
	Access Control
AC-2

AC-3(4)
AC-4
AC-6
AC-7
AC-11(1)
AC-17(2)
AC-18(1)
AC-19
AC-20(1)
AC-20(2)
AC-22
	Audit & Accountability
AU-2
AU-3
AU-6(1)
AU-7
AU-8
AU-9
	Identification and Authentication
IA-2
IA-4
IA-5(1)

	Media Protection
MP-4
MP-6

	System & Comm Protection
SC-2
SC-4
SC-7
SC-8(1)
SC-13
SC-15
SC-28


	
	
	
	Physical and Environmental Protection
PE-2
PE-3
PE-5
	

	
	
	Incident Response
IR-2
IR-4
IR-5
IR-6

	
	

	
	Configuration Management
CM-2
CM-6
CM-7
CM-8

	
	
	

	
	
	
	Program Management
PM-10

	

	
	
	
	
	System & Information Integrity
SI-2
SI-3
SI-4


	
	
	Maintenance
MA-4(6)
MA-5
MA-6
	
	

	
	
	
	Risk Assessment
RA-5

	

	Awareness & Training
AT-2
	Contingency Planning
CP-9
	
	
	

	
	
	
	
	


Legend:

AC: Access Control

AT: Awareness and Training MP:

AU: Auditing and Accountability

CM: Configuration Management

CP: Contingency Planning

IA: Identification and Authentication

IR: Incident Response

MA: Maintenance

MP: Media Protection

PE: Physical & Environmental Protection

PM: Program Management

RA: Risk Assessment

SC: System & Communications Protection

SI: System & Information Integrity

(c) Other requirements. This clause does not relieve the Contractor of the requirements specified by applicable statutes or other Federal and DoD safeguarding requirements for Controlled Unclassified 

Information as established by Executive Order 13556, as well as regulations and guidance established pursuant thereto.

(d) Cyber incident and compromise reporting.

(1) Reporting requirement. The Contractor shall report as much of the following information as can be obtained to the Department of Defense via (http://dibnet.dod.mil/) within 72 hours of discovery of any cyber incident, as described in paragraph (d)(2) of this clause, that affects unclassified controlled technical information resident on 

or transiting through the Contractor's unclassified information systems:

(i) Data Universal Numbering System (DUNS).

(ii) Contract numbers affected unless all contracts by the company are affected.

(iii) Facility CAGE code if the location of the event is different than the prime Contractor location.

(iv) Point of contact if different than the POC recorded in the System for Award Management (address, position, telephone, email).

(v) Contracting Officer point of contact (address, position, telephone, email).

(vi) Contract clearance level.

(vii) Name of subcontractor and CAGE code if this was an incident on a subcontractor network.

(viii) DoD programs, platforms or systems involved.

(ix) Location(s) of compromise.

(x) Date incident discovered.

(xi) Type of compromise (e.g., unauthorized access, inadvertent release, other).

(xii) Description of technical information compromised.

(xiii) Any additional information relevant to the information compromise.

(2) Reportable cyber incidents. Reportable cyber incidents include the following:

(i) A cyber incident involving possible exfiltration, manipulation, or other loss or compromise of any unclassified controlled technical information resident on or transiting through Contractor's, or its subcontractors', unclassified information systems.

(ii) Any other activities not included in paragraph (d)(2)(i) of this clause that allow unauthorized access to the Contractor's unclassified information system on which unclassified controlled technical information is resident on or transiting.

(3) Other reporting requirements. This reporting in no way abrogates the Contractor's responsibility for additional safeguarding and cyber incident reporting requirements pertaining to its unclassified information systems under other clauses that may apply to its contract, or as a result of other U.S. Government legislative and 

regulatory requirements that may apply (e.g., as cited in paragraph (c) of this clause).

(4) Contractor actions to support DoD damage assessment. In response to the reported cyber incident, the Contractor shall—

(i) Conduct further review of its unclassified network for evidence of compromise resulting from a cyber incident to include, but is not limited to, identifying compromised computers, servers, specific data and users accounts. This includes analyzing information systems that were part of the compromise, as well as other information systems on 

the network that were accessed as a result of the compromise;

(ii) Review the data accessed during the cyber incident to identify specific unclassified controlled technical information associated with DoD programs, systems or contracts, including military programs, systems and technology; and

(iii) Preserve and protect images of known affected information systems and all relevant monitoring/packet capture data for at least 90 days from the cyber incident to allow DoD to request information or decline interest.

(5) DoD damage assessment activities. If DoD elects to conduct a damage assessment, the Contracting Officer will request that the Contractor point of contact identified in the incident report at (d)(1) of this clause provide all of the damage assessment information gathered in accordance with paragraph (d)(4) of this clause. The Contractor shall comply with damage assessment information requests. The requirement to share files and images exists unless there are legal restrictions that limit a company's ability to share digital media. The Contractor shall inform the Contracting Officer of the source, nature, and prescription of such limitations and the authority responsible.

(e) Protection of reported information. Except to the extent that such information is lawfully publicly available without restrictions, the Government will protect information reported or otherwise provided to DoD under this clause in accordance with applicable statutes, regulations, and policies. The Contractor shall identify and mark 

attribution information reported or otherwise provided to the DoD. The Government may use information, including attribution information and disclose it only to authorized persons for purposes and activities consistent with this clause.

(f) Nothing in this clause limits the Government's ability to conduct law enforcement or counterintelligence activities, or other lawful activities in the interest of homeland security and national security. The results of the activities described in this clause may be used to support an investigation and prosecution of any person or 

entity, including those attempting to infiltrate or compromise information on a contractor information system in violation of any statute.

(g) Subcontracts. The Contractor shall include the substance of this clause, including this paragraph (g), in all subcontracts, including subcontracts for commercial items.

(End of clause)

252.225-7048  Export-Controlled Items (June 2013)

(a) Definition. ``Export-controlled items,'' as used in this clause, means items subject to the Export Administration Regulations (EAR) (15 CFR Parts 730-774) or the International Traffic in Arms Regulations (ITAR) (22 CFR Parts 120-130). The term includes--
(1) ``Defense items,'' defined in the Arms Export Control Act, 22 U.S.C. 2778(j)(4)(A), as defense articles, defense services, and related technical data, and further defined in the ITAR, 22 CFR Part 120; and
(2) ``Items,'' defined in the EAR as ``commodities'', ``software'', and ``technology,'' terms that are also defined in the 

EAR, 15 CFR 772.1.
(b) The Contractor shall comply with all applicable laws and regulations regarding export-controlled items, including, but not limited to, the requirement for contractors to register with the Department of State in accordance with the ITAR. The Contractor shall consult with the Department of State regarding any questions relating to compliance with the ITAR and shall consult with the Department of Commerce regarding any questions relating to 

compliance with the EAR.
(c) The Contractor's responsibility to comply with all applicable laws and regulations regarding export-controlled items exists independent of, and is not established or limited by, the information provided by this clause.
(d) Nothing in the terms of this contract adds, changes, supersedes, or waives any of the requirements of applicable Federal laws, Executive orders, and regulations, including but not limited to—

(1) The Export Administration Act of 1979, as amended (50 U.S.C. App. 2401, et seq.);
(2) The Arms Export Control Act (22 U.S.C. 2751, et seq.);
(3) The International Emergency Economic Powers Act (50 U.S.C. 1701, et seq.);
(4) The Export Administration Regulations (15 CFR Parts 730-774);
(5) The International Traffic in Arms Regulations (22 CFR Parts 120-130); and
(6) Executive Order 13222, as extended.
(e) The Contractor shall include the substance of this clause, including this paragraph (e), in all subcontracts.

(End of clause)
252.227-7015 Technical Data--Commercial Items. (FEB 2014)

(a) Definitions. As used in this clause--

(1) Commercial item does not include commercial computer software.

(2) Covered Government support contractor means a contractor (other than a litigation support contractor covered by 252.204-7014) under a contract, the primary purpose of which is to furnish independent and impartial advice or technical assistance directly to the Government in support of the Government's management and oversight of a program or effort (rather than to directly furnish an end item or service to accomplish a program or effort), provided that the contractor--

(i) Is not affiliated with the prime contractor or a first-tier subcontractor on the program or effort, or with any direct competitor of such prime contractor or any such first-tier subcontractor in furnishing end items or services of the type developed or produced on the program or effort; and

(ii) Receives access to technical data or computer software for performance of a Government contract that contains the clause at 252.227-7025, Limitations on the Use or Disclosure of Government-Furnished Information Marked with Restrictive Legends.

(3) Form, fit, and function data means technical data that describes the required overall physical, functional, and performance characteristics (along with the qualification requirements, if applicable) of an item, component, or process to the extent necessary to permit identification of physically and functionally interchangeable items.

(4) The term item includes components or processes.

(5) Technical data means recorded information, regardless of the form or method of recording, of a scientific or technical nature (including computer software documentation). The term does not include computer software or data incidental to contract administration, such as financial and/or management information.

(b) License. (1) The Government shall have the unrestricted right to use, modify, reproduce, release, perform, display, or disclose technical data, and to permit others to do so, that--

(i) Have been provided to the Government or others without restrictions on use, modification, reproduction, release, or further disclosure other than a release or disclosure resulting from the sale, transfer, or other assignment of interest in the technical data to another party or the sale or transfer of some or all of a business entity or its assets to another party;

(ii) Are form, fit, and function data;

(iii) Are a correction or change to technical data furnished to the Contractor by the Government;

(iv) Are necessary for operation, maintenance, installation, or training (other than detailed manufacturing or process data); or

(v) Have been provided to the Government under a prior contract or licensing agreement through which the Government has acquired the rights to use, modify, reproduce, release, perform, display, or disclose the data without restrictions.

(2) Except as provided in paragraph (b)(1) of this clause, the Government may use, modify, reproduce, release, perform, display, or disclose technical data within the Government only. The Government shall not--

(i) Use the technical data to manufacture additional quantities of the commercial items; or

(ii) Release, perform, display, disclose, or authorize use of the technical data outside the Government without the Contractor's written permission unless a release, disclosure, or permitted use is necessary for emergency repair or overhaul of the commercial items furnished under this contract, or for performance of work by covered Government support contractors.

(3) The Contractor acknowledges that--

(i) Technical data covered by paragraph (b)(2) of this clause are authorized to be released or disclosed to covered Government support contractors;
(ii) The Contractor will be notified of such release or disclosure;
(iii) The Contractor (or the party asserting restrictions as identified in a restrictive legend) may require each such covered Government support contractor to enter into a non-disclosure agreement directly with the Contractor (or the party asserting restrictions) regarding the covered Government support contractor's use of such data, 

or alternatively, that the Contractor (or party asserting restrictions) may waive in writing the requirement for an non-disclosure agreement; and
(iv) Any such non-disclosure agreement shall address the restrictions on the covered Government support contractor's use of the data as set forth in the clause at 252.227-7025, Limitations on the Use 

or Disclosure of Government-Furnished Information Marked with Restrictive Legends. The non-disclosure agreement shall not include any additional terms and conditions unless mutually agreed to by the parties to the non-disclosure agreement.    
(c) Additional license rights.  The Contractor, its subcontractors, and suppliers are not required to provide the Government additional rights to use, modify, reproduce, release, perform, display, or disclose technical data.  However, if the Government desires to obtain additional rights in technical data, the Contractor agrees to promptly enter into negotiations with the Contracting Officer to determine whether there are acceptable terms for transferring such rights.  All technical data in which the Contractor has granted the Government additional rights shall be listed or described in a special license agreement made part of this contract.  The license shall enumerate the additional rights granted the Government in such data.

(d) Release from liability.  The Contractor agrees that the Government, and other persons to whom the Government may have released or disclosed technical data delivered or otherwise furnished under this contract, shall have no liability for any release or disclosure of technical data that are not marked to indicate that such data are licensed data subject to use, modification, reproduction, release, performance, display, or disclosure restrictions.

(e) Applicability to subcontractors or suppliers.

(1) The Contractor shall recognize and protect the rights afforded its subcontractors and suppliers under 10 U.S.C. 2320 and 10 U.S.C. 2321.    
(2) Whenever any technical data related to commercial items developed in any part at private expense will be obtained from a subcontractor or supplier for delivery to the Government under this contract, the Contractor shall use this same clause in the subcontract or other contractual instrument, including subcontracts and other contractual instruments for commercial items, and require its subcontractorsor suppliers to do so, without alteration, except to identify the parties. This clause will govern the technical data pertaining to any portion of a commercial item that was developed exclusively at private expense, and the clause at 252.227-7013 will govern the technical data pertaining to any portion of a commercial item that was developed in any part at Government expense.
(End of clause)

CAP
CONTRACT ADMINISTRATION PLAN (CAP)

FOR FIXED PRICE CONTRACTS

In order to expedite the administration of this contract, the following delineation of duties is provided.  The names, addresses and phone numbers for these offices or individuals are included elsewhere in the contract award document.  The office or individual designated as having responsibility should be contacted for any questions, clarifications, or information regarding the administration function assigned.

1.  The Procuring Contract Office (PCO) is responsible for:

    
a.  All pre-award duties such as solicitation, negotiation and award of contracts. 

    
b.  Any information or questions during the pre-award stage of the procurement.

    
c.  Freedom of Information inquiries.

   
 d.  Changes in contract terms and/or conditions.

   
 e.  Post award conference.

2.  The Contract Administration Office (CAO) is responsible for matters specified in the FAR 42.302 and DFARS 42.302 except those areas otherwise designated as the responsibility of the Contracting Officer's Representative (COR) or someone else herein. 

3.  The paying office is responsible for making payment of proper invoices after acceptance is documented.

4.  The Contracting Officer's Representative (COR) is responsible for interface with the contractor and performance of duties such as those set forth below.  It is emphasized that only the PCO/CAO has the authority to modify the terms of the contract.  In no event will any understanding, agreement, modification, change order, or other matter deviating from the terms of the basic contract between the contractor and any other person be effective or binding on the Government.  If in the opinion of the contractor an effort outside the scope of the contract is requested, the contractor shall promptly notify the PCO in writing.  No action may be taken by the contractor unless the PCO or CAO has issued a contractual change.  The COR duties are as follows:

  
a.  Technical Interface                                                                                                                                                                                                       
                                                                                                                                               


               
(1) The COR is responsible for all Government technical interface concerning the contractor and furnishing technical instructions to the contractor.  These instructions may include:  technical advice/recommendations/clarifications of specific details relating to technical aspects of contract requirements; milestones to be met within the general terms of the contract or specific subtasks of the contract; or, any other interface of a technical nature necessary for the contractor to perform the work specified in the contract.   The COR is the point of contact through whom the contractor can relay questions and problems of a technical nature to the PCO. 


  
(2) The COR is prohibited from issuing any instruction which would constitute a contractual change.  The COR shall not instruct the contractor how to perform. If there is any doubt whether technical instructions contemplated fall within the scope of work, contact the PCO for guidance before transmitting the instructions to the contractor.

    
b.  Contract Surveillance


  
(1) The COR shall monitor the contractor's performance and progress under the contract.  In performing contract surveillance duties, the COR should exercise extreme care to ensure that he/she does not cross the line of personal services.  The COR must be able to distinguish between surveillance (which is proper and necessary) and supervision (which is not permitted).  Surveillance becomes supervision when you go beyond enforcing the terms of the contract.  If the contractor is directed to perform the contract services in a specific manner, the line is being crossed.  In such a situation, the COR's actions would be equivalent to using the contractor's personnel as if they were government employees and would constitute transforming the contract into one for personal services.


  
(2) The COR shall monitor contractor performance to see that inefficient or wasteful methods are not being used.  If such practices are observed, the COR is responsible for taking reasonable and timely action to alert the contractor and the PCO to the situation.


  
(3) The COR will take timely action to alert the PCO to any potential performance problems.  If performance schedule slippage is detected, the COR should determine the factors causing the delay and report them to the PCO, along with the contractor's proposed actions to eliminate or overcome these factors and recover the slippage.  Once a recovery plan has been put in place, the COR is responsible for monitoring the recovery and keeping the PCO advised of progress.



(4) If the Contractor Performance Assessment Reporting System (CPARS) is applicable to the contract you are responsible for completing a Contractor Performance Assessment Report (CPAR) in the CPARS Automated Information System (AIS).  The initial CPAR, under an eligible contract, must reflect evaluation of at least 180 days of contractor performance.  The completed CPAR, including contractor comments if any, (NOTE: contractors are allowed 30 days to input their comments) should be available in the CPARS AIS for reviewing official (PCO) review no later than 270 days after start of contract performance.  Subsequent CPARs covering any contract option periods should be ready at 1-year intervals thereafter. 
    
c.  Invoice Review and Approval/Inspection and Acceptance


  
(1) The COR is responsible for quality assurance of services performed and acceptance of the services or deliverables.  The COR shall expeditiously review copies of the contractor's invoices or vouchers, certificate of performance and all other supporting documentation to determine the reasonableness of the billing.  In making this determination, the COR must take into consideration all documentary information available and any information developed from personal observations. 


  
(2) The COR must indicate either complete or partial concurrence with the contractor's invoice/voucher by executing the applicable certificate of performance furnished by the contractor.  The COR must be cognizant of the invoicing procedures and prompt payment due dates detailed elsewhere in the contract. 


 
(3) The COR will provide the PCO and the CAO with copies of acceptance documents such as Certificates of Performance. 



(4) The COR shall work with the Contractor to obtain and execute a final invoice no more than 60 days after completion of contract performance.  The COR shall ensure that the invoice is clearly marked as a “Final Invoice.”

    
d.  Contract Modifications.  The COR is responsible for developing the statement of work for change orders or modifications and for preparing an independent government cost estimate of the effort described in the proposed statement of work. 

    
e.  Administrative Duties


  
(1) The COR shall take appropriate action on technical correspondence pertaining to the contract and for maintaining files on each contract.  This includes all modifications, government cost estimates, contractor invoices/vouchers, certificates of performance, DD 250 forms and contractor's status reports. 


  
(2) The COR shall maintain files on all correspondence relating to contractor performance, whether satisfactory or unsatisfactory, and on trip reports for all government personnel visiting the contractor's place of business for the purpose of discussing the contract. 


  
(3) The COR must take prompt action to provide the PCO with any contractor or technical code request for change, deviation or waiver, along with any supporting analysis or other required documentation.

    
f.  Government Furnished Property.  When government property is to be furnished to the contractor, the COR will take the necessary steps to insure that it is furnished in a timely fashion and in proper condition for use. The COR will maintain adequate records to ensure that property furnished is returned and/or that material has been consumed in the performance of work. 
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g.  Security.  The COR is responsible for ensuring that any applicable security requirements are strictly adhered to.

    
h.  Standards of Conduct.  The COR is responsible for reading and complying with all applicable agency standards of conduct and conflict of interest instructions. 

    
i.  Written Report/Contract Completion Statement.  



(1) The COR is responsible for timely preparation and submission to the PCO, of a written, annual evaluation of the contractors performance.  The report shall be submitted within 30 days prior to the exercise of any contract option and 60 days after contract completion.  The report shall include a written statement that services were received in accordance with the Contract terms and that the contract is now available for close-out.  The report shall also include a statement as to the use made of any deliverables furnished by the contractor. 



(2) If the Contractor Performance Assessment Reporting System (CPARS) is applicable to the contract you are responsible for completing a final Contractor Performance Assessment Report (CPAR) in the CPARS with 30 days of contract completion.



(3) The COR is responsible for providing necessary assistance to the Contracting Officer in performing Contract Close-out in accordance with FAR 4.804, Closeout of Contract Files.

5.  The Technical Assistant (TA), if appointed, is responsible for providing routine administration and monitoring assistance to the COR.  The TA does not have the authority to provide any technical direction or clarification to the contract.  Duties that may be performed by the TA are as follows: 

    
a.  Identify contractor deficiencies to the COR.  

    
b.  Review contract deliverables, recommend acceptance/rejection, and provide the COR with documentation to support the recommendation.  

    
c.  Assist in preparing the final report on contractor performance for the applicable contract in accordance with the format and procedures prescribed by the COR.

    
d.  Identify contract noncompliance with reporting requirements to the COR.

    
e.  Review contractor status and progress reports, identify deficiencies to the COR, and provide the COR with recommendations regarding acceptance, rejection, and/or Government technical clarification requests.

    
f.  Review invoices and provide the COR with recommendations to facilitate COR certification of the invoice.

    
g.  Provide the COR with timely input regarding technical clarifications for the statement of work, possible technical direction to provide the contractor, and recommend corrective actions.

    
h.  Provide detailed written reports of any trip, meeting, or conversation to the COR subsequent to any interface between the TA and contractor.
INSTRUCTIONS TO OFFERORS
I. GENERAL

In addition to FAR 52.212-1, “Instructions to Offerors – Commercial Items” and any other instructions contained elsewhere in this solicitation, the following information is provided. Offerors are required to submit their proposals, hardcopy submission, in two separate volumes as follows:

Volume I
Non-Price Proposal: 


· Factor I - Technical Management Approach

· Factor II - Past Performance

Volume II  
Price Proposal 

NOTE: Hand-carried proposals are not encouraged.  The Contracting Office is located on a secured compound.  Only personnel with current DoD Common Access Cards (CACs), appropriate military credentials or a pre-approved temporary pass will be able to access the compound.  There will be no ability to drop off the proposals outside the compound.

The completion and submission of the above items will constitute an offer (proposal) and will indicate the offeror’s unconditional assent to the terms and conditions of this RFP and any attachments and/or exhibits hereto.  Alternate proposals are not authorized.  Objections to any of the terms and conditions of the RFP will constitute deficiency (see FAR 15.001) which will make the offer unacceptable.  
Volume I – Non-Price Proposal 

This volume shall address Technical Approach and Past Performance and include all information required for proposal evaluation. This volume of the proposal shall exclude any pricing information.  

Each page of each copy shall be affixed with the following legend:

Source Selection Information

See FAR 3.104

Volume II – Price Proposal

This volume shall include the completed solicitation documents and additional supporting documentation described herein.
Each page of each copy shall be affixed with the following legend:

Source Selection Information

See FAR 3.104

IMPORTANT NOTES:

(1) Offerors shall respond to all requirements of the solicitation document.  Offerors are cautioned not to alter the solicitation. 

(2) In the event any person who is not a bona fide employee of the offeror participated in the creation, formulation, or writing of any portion of the proposal, a certificate to this effect shall be included in the proposal which shall be signed by an officer of the offeror.  Such certificate shall identify the name of the person who is not a bona fide employee, that person’s employment capacity, the name of the person’s firm, the relationship of that firm to the offeror, and the portion of the proposal in which the person participated.

(3) In order to ensure that all questions submitted by potential offerors are answered prior to the solicitation closing date, one consolidated list of questions concerning the solicitation should be submitted via e-mail to the contract specialist, Teely Shaffer at teely.shaffer@navy.mil no later than 11:00 am, Eastern Time (ET), on 09 March 2015.  The Government reserves the right not to respond to any questions received concerning this solicitation after the questions receipt date above.  Accordingly, offerors are encouraged to carefully review all solicitation requirements and submit questions to the Government as early as possible.   

(4) Proposals are to be submitted via hardcopy submission in the volumes, format and quantities as identified below.  All electronic files and versions of offerors proposal shall be compatible with Adobe Acrobat 9.0 and Microsoft Office Suite version 2007.  The offeror shall be responsible for ensuring that their electronic proposals via CD ROM are virus free.  If the Government finds a discrepancy between the original paper copy of the proposal and the electronic copy provided on the CD ROM, the paper copy will take precedence.  Offerors shall submit their hardcopy proposals to the address specified below.  Proposals are due no later than 9:00 am Eastern Standard Time (ET) 26 March 2015.  

If sent using United States Postal Services:

NAVSUP Fleet Logistics Center Norfolk-Mechanicsburg site

Contracting Department

Attn:  Teely Shaffer, Code 215

5450 Carlisle Pike

Mechanicsburg, PA 17055

Hand carried proposals shall be delivered to:
NAVSUP Fleet Logistics Center Norfolk- Mechanicsburg site

5450 Carlisle Pike, Bldg. 407

Mechanicsburg, PA 17055

Teely Shaffer, Contracting Department

Mechanicsburg, PA 17055

II. REQUIREMENTS FOR PROPOSAL CONTENT 

(1) Introduction and Purpose:  This section specifies the format that offerors shall use in this Request for Proposal (RFP).  The intent is not to restrict the offerors in the manner in which they will perform their work but rather to ensure a certain degree of uniformity in the format of the responses for evaluation purposes.

(2) Each volume should contain the following items in addition to the other information  required by this solicitation:

Cover: The cover should indicate the following:

· Title of the proposal

· Volume Number (I or II)

· Proposal Category (Technical Management Approach, Past Performance, or Price)

· Request for Proposal (RFP) Number

· Name and Address of Offeror, Cage Code, DUNS and applicable Tax I.D. Number (TIN)

· Identification if original or a copy of the proposal

· Proposal validity period of at least 90 days from the submittal of the RFP 

Table of Contents: The table of contents should provide sufficient detail as to allow the important elements to be easily located.  The use of tabs and dividers is encouraged.

(3) Requirements for Style:  Each offeror shall submit a proposal that clearly and concisely describes and defines the contractor’s response to the requirements contained in the RFP.  Unnecessary elaboration or other presentations beyond that sufficient to present a complete and effective proposal are not desired and may be construed as an indication of the offeror’s lack of understanding of cost consciousness.  Elaborate art work, expensive paper or bindings, and expensive visual or other presentation aids are neither necessary nor desired.  The proposal shall contain all the pertinent information in sufficient detail in the one area of the proposal where it contributes most critically to the discussion of the same information.  When necessary, the offeror shall refer to the initial discussion and identify its location within the submitted proposal.

(4) Proposal Page Limitations:  Volume I, Non-Price Proposal - The following page limitations are established: 

	Title
	Hardcopy Proposal Quantities
	Page Limit*

	Non-Price Proposal – Technical Management Approach
	1 Original, 3 Copies, 1 Electronic on CD ROM**
	25 Pages

	Non-Price Proposal – Past Performance
	1 Original, 1 Copy, 1 Electronic on CD ROM**
	12 Pages 


Note: Each Factor (Technical Management Approach and Past Performance) of the Non-Price proposal shall be submitted in separate binders. 

Each factor of the Non-Price Proposal is limited to the maximum number of pages as defined in the table above.  These page limitations are inclusive of the executive summary and any charts, diagrams, and/or other graphics.  Graphics (including tables) in the proposal may use an alternative font with 8 point size type or larger. Each “page” is defined as one sheet, 8 ½ “ x 11”, with at least one inch margins on all sides, using a font with a point size of 12 or greater (e.g., "Times New Roman" style with 12 point font).  Lines shall, at a minimum, be single-spaced.   Pages shall be consecutively numbered.  Multiple pages, double pages, two-sided pages, or foldouts will count as an equivalent number of 8 ½" x 11" pages.  The offeror is permitted to submit no more than one page for each of the following, which will not be included in the page count: a cover sheet, list of tables, list of figures, compliance matrix, table of contents, tabs, and dividers. Pages submitted in excess of the page limitations described above will not be evaluated.
Volume II, “Price Proposal,” is not page limited.  

	Title
	Hardcopy Proposal Quantities
	Limit*
	Software

	Price Proposal
	1 Original, 1 Copy, 1 Electronic on CD ROM**
	No limit
	Microsoft Excel, Word, PDF


The Price Proposal is not page limited; however, the Price Proposal is to be strictly limited to price information and completed solicitation documents as described in the General Section at the beginning of this text.

* Page limits represent the maximum pages the Government will evaluate and are not construed as de facto standards for the amount of material expected in the proposal.

** Offerors are to submit one master CD ROM with three (3) separate files.

III. PROPOSAL CONTENT

1. Volume I Non-Price Proposal 

The Non-price Proposal evaluation factors are listed below: 

A.
Factor I – Technical Management Approach: Offeror will be evaluated on their ability to present a management plan that clearly describes the management controls, techniques, and procedures that will be used to ensure required work is performed in a timely, responsive, professional, and efficient manner.  Offeror will be evaluated on their proposed staffing plan and their demonstrated capability to provide personnel with the skill sets required to successfully accomplish the requirements set forth in the RFP and their approach for recruiting, development, and retention to minimize staff turnover. Offeror’s management approach will also be evaluated on their proposed techniques and actions to mitigate risks associated with the solicitation, including the PWS and any risks associated with implementation of the Offeror’s management approach. 

The purpose of the Technical Management Approach factor is to assess the Offeror’s proposed approach to satisfy the Government’s requirements. The evaluation of risk is related to the assessment of the Offeror’s proposed Technical Management Approach. Risk, as it pertains to source selection, is the potential for unsuccessful contract performance. The consideration of risk assesses the degree to which an Offeror’s proposed approach to achieving the technical factor involves risk of disruption of schedule, increased cost or degradation of performance, the need for increased Government oversight, and the likelihood of unsuccessful contract performance. Risk will be considered in the evaluation of Non-Price Proposal Factor I. 

For the Technical Management Approach factor, Table 1 identified below entitled “Technical Ratings Table” will be utilized for the assignment of ratings.  The Technical Management Approach factor evaluation will be based on each Offeror’s response to the requirements of FAR 52.212-1 “Instructions to Offerors – Commercial Items” and its Addendum included in the solicitation.  In the execution of the evaluations, both the Offeror’s Technical Approach to meeting the Governments requirements as defined in the solicitation and the risk related to this proposed approach will be assessed.

NOTE:  An offer which receives a “Marginal” rating in the Technical Management Approach Factor is not eligible for award if award is made on initial offers. Offerors that receive a “Marginal” rating are considered to be susceptible to correction if the Source Selection Authority determines that discussions (pursuant to FAR 15.306) are appropriate and said discussions are conducted.

An Offeror which receives a rating of “Unacceptable” in the Technical Approach Factor is not awardable. 

B. Factor  II -Past Performance: For the Past Performance factor, the ratings identified in Tables 2 and 3 below, entitled “Past Performance Relevancy Ratings Table” and “Past Performance Confidence Assessment Ratings Table,” respectively will be used for the assignment of ratings for relevancy and confidence assessment. Relevancy includes similarity in scope and magnitude.  Offeror’s past performance information will be evaluated to determine the quality and usefulness as it applies to performance confidence assessment.

Past Performance will be assessed as follows:

Evaluation will focus only on work experience already performed.  Work yet-to-be performed, and work prior to the last 5 years, will not be considered.  In addition, performance data will only be assessed for those references demonstrating at least 1 year of completed performance prior to the closing date of the solicitation.  

Past Performance Relevancy Ratings – Regarding relevancy, each past performance reference under each Offeror’s Past Performance submission will be evaluated to determine its individual scope and magnitude relative to the instant requirement.  The following definitions will apply to this evaluation:

· Scope: Experience in the areas defined in the Performance Work Statement (PWS). 

· Magnitude: The measure of the similarity of the dollar value of actually performed work that exists between the PWS and the Offeror’s references.  

Offerors lacking relevant past performance history will not be evaluated favorably or unfavorably on past performance.  However, the proposal of an Offeror with no relevant past performance history, while not rated favorably or unfavorably for past performance, may not represent the most advantageous proposal to the Government.  In this instance, the Offeror will receive a rating of “Not Relevant” in the relevancy rating factor.

Past Performance Confidence Assessment Ratings – The overall assigned rating for Past Performance will be the Past Performance Confidence Assessment rating. The assignment of this rating will be based on the quality of the relevant past performance and will consider the currency and relevance of the information, source of the information, context of the data, and general trends in contractor’s performance.  The quality of performance under a past performance reference that that has no relevance to the instant requirement will not be considered in the overall assessment of Past Performance Confidence. In the case of an Offeror without a record of relevant past performance or for whom information on past performance is not available, the Offeror may not be evaluated favorably or unfavorably on past performance rather the Offeror will receive an “Unknown Confidence” rating. 

In order to verify past performance information and determine the quality of the past performance submission, the Government may contact some or all of the references provided, as appropriate, and existing data sources to include but not limited to Contractor Performance Assessment Reporting (CPARS).  The Government reserves the right to obtain information for use in the evaluation of past performance from any and all sources including sources outside of the Government.  This past performance information will be used for the evaluation of past performance.

This evaluation and rating is separate and distinct from the Contracting Officer’s responsibility determination.  The assessment of the Offeror’s past performance will be used as a means of evaluating the relative capability of the Offeror and other competitors to successfully meet the requirements of the RFP.  In determining the rating for the past performance evaluation sub-factor, the Government will give greater consideration to the contracts which the Government rates most relevant to the RFP.

Overall Non-Price Proposal Rating 

Upon completion of the Non-price Factor evaluation, a composite rating for the overall Non-Price Factor will be assigned to each Offeror’s proposal.  The assignment of this overall rating will take into consideration the comparative weightings of Technical Management Approach and Past Performance. The ratings listed in Table 1, “Technical Rating Table” below will be used.   

2.  Price Proposal Evaluation Criteria – Price proposals will be evaluated in accordance with FAR 15.404-1(b), Price Analysis. 

3. Rating Tables

Technical Ratings Table

These ratings will be used in the evaluation of the Technical Management Approach factor and the Overall Non-Price proposal rating. 

TABLE 1

	Rating
	Description

	Outstanding
	Proposal meets requirements and indicates an exceptional approach and understanding of the requirements. Strengths far outweigh any weaknesses.  Risk of unsuccessful performance is very low.

	Good
	Proposal meets requirements and indicates a thorough approach and understanding of the requirements.  Proposal contains strengths which outweigh any weaknesses. Risk of unsuccessful performance is low.

	Acceptable
	Proposal meets requirements and indicates an adequate approach and understanding of the requirements.  Strengths and weaknesses are offsetting or will have little or no impact on contract performance.  Risk of unsuccessful performance is no worse than moderate.

	Marginal
	Proposal does not clearly meet requirements and has not demonstrated an adequate approach and understanding of the requirements.  The proposal has one or more weaknesses which are not offset by strengths.  Risk of unsuccessful performance is high.  

	Unacceptable
	Proposal does not meet requirements and contains one or more deficiencies.  Proposal is un-awardable


DEFINITIONS:

Strength - An aspect of an Offeror's proposal that has merit or exceeds specified performance or capability requirements in a way that will be advantageous to the Government during contract performance.

Weakness -   A flaw in the proposal that increases the risk of unsuccessful contract performance. 

Significant Weakness - A flaw that appreciably increases the risk of unsuccessful contract performance. 

Deficiency - A material failure of a proposal to meet a Government requirement or a combination of significant weaknesses in a proposal that increases the risk of unsuccessful contract performance to an unacceptable level. 

Risk – (as it pertains to source selection) The potential for unsuccessful contract performance. The consideration of risk assesses the degree to which an Offeror’s proposed approach to achieving the Non-Price technical factors may involve risk of disruption of schedule, increased cost or degradation of performance, the need for increased Government oversight, and the likelihood of unsuccessful contract performance.

Past Performance Relevancy Ratings Table

TABLE 2

	Rating
	Description

	Very Relevant
	Present/past performance effort involved essentially the same scope and magnitude of effort this solicitation requires.

	Relevant
	Present/past performance effort involved similar scope and magnitude of effort this solicitation requires.



	Somewhat Relevant
	Present/past performance effort involved some of the scope and magnitude of effort this solicitation requires.



	Not Relevant
	Present/past performance effort involved little or none of the scope and magnitude of effort this solicitation requires.




Past Performance Confidence Assessment Ratings Table

TABLE 3

	Rating
	Description

	Substantial Confidence
	Based on the offeror’s recent/relevant performance record, the Government has a high expectation that the offeror will successfully perform the required effort..

	Satisfactory Confidence
	Based on the offeror’s recent/relevant performance record, the Government has a reasonable expectation that the offeror will successfully perform the required effort.



	Limited Confidence
	Based on the offeror’s recent/relevant performance record, the Government has a low expectation that the offeror will successfully perform the required effort.



	No Confidence
	Based on the offeror’s recent/relevant performance record, the Government has no expectation that the offeror will be able to successfully perform the required effort.

	Unknown Confidence (Neutral)
	No recent/relevant performance record is available or the offeror’s performance record is so sparse that no meaningful confidence assessment rating can be reasonably assigned.




2. Volume II – Price Proposal 

This volume shall include completed solicitation documents and additional supporting documentation described below.

· A complete and signed Standard Form (SF) 1449, “Solicitation/Contract/Order for Commercial Items” and executed copy of Amendments, if applicable. 
· RFP Section “Schedule of Supplies/Services” completed by the offeror 

· Separate pricing information shall be submitted for each year of the services as well as a total summary for all three years of service.

· Attachment II – “Pricing Spreadsheet” completed by the offeror.  The Firm-Fixed Price labor rates submitted in Attachment II will be incorporated into the resultant contract as ceiling labor rates to be utilized in the preparation of quotes at the Task Order level. 
· Unless completed in the System for Award Management (SAM), “Representations, Certifications and Other Statements of Offerors” completed by the offeror.

· All Subcontractor cost should be broken out separately and included in the price volume.  Subcontractor labor cost should be clearly identifiable.  In accordance with FAR 52.219-14 entitled “Limitations on Subcontracting” at least 50% of the cost of contract performance incurred for personnel shall be expended for employees of the concern.  Therefore, the prime contractor must perform at least 50% of the contract performance.

· Organizational Conflict of Interest (OCI) Mitigation Plan, if applicable. 

All price and price supporting information shall be contained in the price proposal.  No price or pricing information shall be included in any other volume including cover letters.  Offerors are responsible for submitting sufficient information to enable the Government to fully evaluate their price proposal.

The completion and submission of the above items will constitute an offer (proposal) and will indicate the offeror’s unconditional assent to the terms and conditions of this RFP and any attachments hereto.  Alternate proposals are not authorized.  Objections to any terms and conditions of the RFP will constitute deficiency, (See FAR 15.001), which may make the offer unacceptable.  An offeror may correct a deficiency only through discussions (see FAR 15.306(d) and 15.307). 

The following amounts shall be utilized for evaluation purposes only in determining the total cost for the entire contract.

	Lot Year
	Travel

	Base
	$2,500.00

	Option I
	$2,500.00

	Option II
	$2,500.00


EVALUATION OF OFFERORS
52.212-2     EVALUATION--COMMERCIAL ITEMS (JAN 1999)

The Government intends to award a single award, Commercial Indefinite Delivery, Indefinite Quantity (IDIQ) type contract with Firm Fixed Priced (FFP) provisions to the responsible offeror whose proposal represents the best value after evaluation in accordance with the factors and sub-factors in the solicitation.  The offeror’s proposal shall be in the form prescribed by, and shall contain a response to each of the areas identified in solicitation provision FAR 52.212-1 entitled “Instructions to Offerors-Commercial Items” and it’s Addendum.  

The Government intends to award the contract without discussions. The establishment of a competitive range is not anticipated. Accordingly, each Offeror should submit its most favorable terms from a price and technical standpoint. However, the Government reserves the right to establish a competitive range and conduct discussions if later determined by the PCO to be necessary.  

The evaluation of proposals will consider the Non-Price Proposal to be equal in importance to the Price Proposal. Within the Non-Price Proposal, Technical Approach is more important than Past Performance.  

1. Non-Price Proposal Evaluation Criteria

The Non-Price Proposal is comprised of Technical Approach and Past Performance. 

A. Factor I – Technical Approach: Offeror will be evaluated on their ability to present a technical plan that clearly describes the management controls, techniques, and procedures that will be used to ensure required work is performed in a timely, responsive, professional, and efficient manner.  Offeror will be evaluated on their proposed staffing plan and their demonstrated capability to provide personnel with the skill sets required to successfully accomplish the requirements set forth in the RFP and their approach for recruiting, development, and retention to minimize staff turnover. Offeror’s management approach will also be evaluated on their proposed techniques and actions to mitigate risks associated with the solicitation, including the PWS and any risks associated with implementation of the offeror’s management approach. 

The purpose of the Technical Management Approach factor is to assess the offeror’s proposed approach to satisfy the Government’s requirements. The evaluation of risk is related to the assessment of the offeror’s proposed Technical Management Approach. Risk, as it pertains to source selection, is the potential for unsuccessful contract performance. The consideration of risk assesses the degree to which an offeror’s proposed approach to achieving the technical factor involves risk of disruption of schedule, increased cost or degradation of performance, the need for increased Government oversight, and the likelihood of unsuccessful contract performance. Risk will be considered in the evaluation of Non-Price Proposal Factor I. 

For the Technical Management Approach factor, the Table 1 identified below entitled “Technical Ratings Table” will be utilized for the assignment of ratings.  The Technical Management Approach factor evaluation will be based on each offeror’s response to the requirements of FAR 52.212-1 “Instructions to Offerors – Commercial Items” and its Addendum included in the solicitation.  In the execution of the evaluations, both the offeror’s Technical Approach to meeting the Governments requirements as defined in the solicitation and the risk related to this proposed approach will be assessed.

NOTE:  An offer which receives a “Marginal” rating in the Technical Management Approach Factor is not eligible for award if award is made on initial offers. Offerors that receive a “Marginal” rating are considered to be susceptible to correction if the Source Selection Authority determines that an exchange (pursuant to FAR 15.306) is appropriate and said exchange is conducted.

An offeror which receives a rating of “Unacceptable” in the Technical Approach Factor is not awardable. 

Factor II- Past Performance: For the Past Performance factor, the ratings identified in Tables 2 and 3 below, entitled “Past Performance Relevancy Ratings Table” and “Past Performance Confidence Assessment Ratings Table,” respectively will be used for the assignment of ratings for relevancy and confidence assessment. Relevancy includes similarity in scope and magnitude.  Offeror’s past performance information will be evaluated to determine the quality and usefulness as it applies to performance confidence assessment.
Past Performance will be assessed as follows:

Evaluation will focus only on work experience already performed.  Work yet-to-be performed, and work prior to the last 5 years, will not be considered.  In addition, performance data will only be assessed for those references demonstrating at least 1 year of completed performance prior to the closing date of the solicitation.  

Past Performance Relevancy Ratings – Regarding relevancy, each past performance reference under each offeror’s Past Performance submission will be evaluated to determine its individual scope and magnitude relative to the instant requirement.  The following definitions will apply to this evaluation:

· Scope: Experience in the areas defined in the Performance Work Statement (PWS). 

· Magnitude: The measure of the similarity of the dollar value of actually performed work that exists between the PWS and the offeror’s references.  

Offerors lacking relevant past performance history will not be evaluated favorably or unfavorably on past performance.  However, the proposal of an offeror with no relevant past performance history, while not rated favorably or unfavorably for past performance, may not represent the most advantageous proposal to the Government.  In this instance, the offeror will receive a rating of “Not Relevant” in the relevancy rating factor.
Past Performance Confidence Assessment Ratings – The overall assigned rating for Past Performance will be the Past Performance Confidence Assessment rating. The assignment of this rating will be based on the quality of the relevant past performance and will consider the currency and relevance of the information, source of the information, context of the data, and general trends in contractor’s performance.  The quality of performance under a past performance reference that that has no relevance to the instant requirement will not be considered in the overall assessment of Past Performance Confidence. In the case of an offeror without a record of relevant past performance or for whom information on past performance is not available, the offeror may not be evaluated favorably or unfavorably on past performance rather the offeror will receive an “Unknown Confidence” rating. 
In order to verify past performance information and determine the quality of the past performance submission, the Government may contact some or all of the references provided, as appropriate, and may collect information through questionnaires (i.e. the Past Performance Report Form), telephone interviews and existing data sources to include but not limited to Contractor Performance Assessment Reporting (CPARS).  The Government reserves the right to obtain information for use in the evaluation of past performance from any and all sources including sources outside of the Government. This past performance information will be used for the evaluation of past performance.

This evaluation and rating is separate and distinct from the Contracting Officer’s responsibility determination.  The assessment of the offeror’s past performance will be used as a means of evaluating the relative capability of the offeror and other competitors to successfully meet the requirements of the RFP.  In determining the rating for the past performance evaluation sub-factor, the Government will give greater consideration to the contracts which the Government feels are most relevant to the RFP.

Overall Non-Price Proposal Rating 

Upon completion of the Non-price Factor evaluation, a composite rating for the overall Non-Price Factor will be assigned to each offeror’s proposal.  The assignment of this overall rating will take into consideration the comparative weightings of Technical Management Approach and Past Performance.  The ratings listed in Table 1, “Technical Rating Table” below will be used.   

2.  Price Proposal Evaluation Criteria

· Price proposals will be evaluated in accordance with FAR 15.404-1(b), Price Analysis. 

· For the purpose of preparing a price proposal, the offeror shall assume that the period of performance will be 12-months with two, 12-month option periods.  The Government will evaluate the price proposal for the base period and each option period.

· The common evaluation amounts for Travel provided in the Instructions shall be used for the purpose of evaluating the price proposal.  These elements will be Firm Fixed-Priced at the Task Order level at award.

· The Government may evaluate any and all information submitted by the vendor to support the reasonableness of prices proposed. The method of evaluation used by the Contracting Officer is solely within the discretion of the Contracting Officer.

· Options will be evaluated pursuant to solicitation provision FAR 52.217-5, Evaluation of Options.  The Government will evaluate offers for award purposes by adding the total price for all options to the total price for the basic requirement. The Government may determine that an offer is unacceptable if the option prices are significantly unbalanced. Evaluation of options shall not obligate the Government to exercise the option(s).

· Although price is the not the most important evaluation factor, it has the potential to become more significant during the evaluation process.  The degree of importance of price will increase with the degree of equality of the proposals in relation to the other factors on which selection is to be based. The importance of price will also increase when a proposal's price is so significantly high as to diminish the value to the Government that might be gained under the other aspects of the offer.  If, at any stage of the evaluation, all offerors are determined to have submitted equal, or virtually equal, non-price proposals, price could become the factor in determining which Offerors shall receive the award.

3.  Written Notice

A written notice of award or acceptance of an offer e- mailed or otherwise furnished to the successful offeror within the time for acceptance specified in the offer, shall result in a binding contract without further action by either party. Before the offer’s specified expiration time, the Government may accept an offer (or part of an offer), whether or not there are negotiations after its receipt, unless a written notice of withdrawal is received before award.

4. Rating Tables

Technical Ratings Table

These ratings will be used in the evaluation of the Technical Management Approach factor and the Overall Non-Price proposal rating. 

TABLE 1

	Rating
	Description

	Outstanding
	Proposal meets requirements and indicates an exceptional approach and understanding of the requirements. Strengths far outweigh any weaknesses.  Risk of unsuccessful performance is very low.

	Good
	Proposal meets requirements and indicates a thorough approach and understanding of the requirements.  Proposal contains strengths which outweigh any weaknesses. Risk of unsuccessful performance is low.

	Acceptable
	Proposal meets requirements and indicates an adequate approach and understanding of the requirements.  Strengths and weaknesses are offsetting or will have little or no impact on contract performance.  Risk of unsuccessful performance is no worse than moderate.

	Marginal
	Proposal does not clearly meet requirements and has not demonstrated an adequate approach and understanding of the requirements.  The proposal has one or more weaknesses which are not offset by strengths.  Risk of unsuccessful performance is high.  

	Unacceptable
	Proposal does not meet requirements and contains one or more deficiencies.  Proposal is un-awardable


DEFINITIONS:

Strength - An aspect of an offeror's proposal that has merit or exceeds specified performance or capability requirements in a way that will be advantageous to the Government during contract performance.

Weakness -  A flaw in the proposal that increases the risk of unsuccessful contract performance. 

Significant Weakness - A flaw that appreciably increases the risk of unsuccessful contract performance. 

Deficiency - A material failure of a proposal to meet a Government requirement or a combination of significant weaknesses in a proposal that increases the risk of unsuccessful contract performance to an unacceptable level. 

Risk – (as it pertains to source selection) The potential for unsuccessful contract performance. The consideration of risk assesses the degree to which an offeror’s proposed approach to achieving the Non-Price technical factor or its sub-factors may involve risk of disruption of schedule, increased cost or degradation of performance, the need for increased Government oversight, and the likelihood of unsuccessful contract performance. 

Past Performance Relevancy Ratings Table

TABLE 2

	Rating
	Description

	Very Relevant
	Present/past performance effort involved essentially the same scope and magnitude of effort this solicitation requires. 

	Relevant
	Present/past performance effort involved similar scope and magnitude of effort this solicitation requires.

	Somewhat Relevant
	Present/past performance effort involved some of the scope and magnitude of effort this solicitation requires.

	Not Relevant
	Present/past performance effort involved little or none of the scope and magnitude of effort this solicitation requires.


Past Performance Confidence Assessment Ratings Table

TABLE 3

	Rating
	Description

	Substantial Confidence
	Based on the offeror’s recent/relevant performance record, the Government has a high expectation that the offeror will successfully perform the required effort.

	Satisfactory Confidence
	Based on the offeror’s recent/relevant performance record, the Government has a reasonable expectation that the offeror will successfully perform the required effort.

	Limited Confidence
	Based on the offeror’s recent/relevant performance record, the Government has a low expectation that the offeror will successfully perform the required effort.

	No Confidence
	Based on the offeror’s recent/relevant performance record, the Government has no expectation that the offeror will be able to successfully perform the required effort.

	Unknown Confidence (Neutral)
	No recent/relevant performance record is available or the offeror’s performance record is so sparse that no meaningful confidence assessment rating can be reasonably assigned.


QASP
QUALITY ASSURANCE SURVEILLANCE PLAN AND MATRIX

1.0 
PURPOSE

This Quality Assurance Surveillance Plan (QASP) is a Government developed and applied document used to make sure that systematic quality assurance methods are used in the administration of the Performance Based Service Contract (PBSC) standards included in this contract.  The intent is to ensure that the Contractor performs in accordance with performance metrics set forth in the contract documents, that the Government receives the quality of services called for in the contract and that the Government only pays for the acceptable level of services received.

2.0
AUTHORITY

Authority for issuance of this QASP is provided under FAR 52-212-4(a), Inspection/Acceptance, which provides for inspections and acceptance of the articles, services, and documentation called for in the contract to be accomplished by the Contracting Officer or their duly authorized representative.

3.0
SCOPE

The Contractor, and not the Government, is responsible for management and quality control actions necessary to meet quality standards set forth by the contract.  The QASP is put in place to provide Government surveillance oversight of the Contractor’s quality control efforts to assure that they are timely, effective and are delivering the results specified in the contract.  The QASP is not a part of the contract nor is it intended to duplicate the Contractor’s Management Plan.  The Government may provide the Contractor an information copy of the QASP as an Attachment to the solicitation to support the Contractor’s efforts in developing its plan for maintaining the levels of quality anticipated to be delivered under the terms of the contract.

4.0
RESPONSIBILITIES

The Government resources shall have responsibilities for the implementation of this QASP as follows:

· Contracting Officer – The Contracting Officer ensures performance of all necessary actions for effective contracting, ensures compliance with the terms of the contract and safeguards the interests of the United States in the contractual relationship.  It is the Contracting Officer that assures the Contractor receives impartial, fair and equitable treatment under the contract.  The Contracting Officer is ultimately responsible for the final determination of the adequacy of the Contractor’s performance.

· Contracting Officer’s Representative (COR) – An individual designated in writing by the Contracting Officer to act as his authorized representative to assist in administering a contract.  The source and authority for the COR is the Contracting Officer.  COR limitations are contained in the written letter of appointment.

5.0
METHODS OF QA SURVEILLANCE
The below listed methods of surveillance shall be used in the administration of this QASP.  The QASP Matrix (attached) describes the methods of surveillance that may be used to monitor the services and deliverables to be provided under the contract.

· Random Monitoring – Random monitoring shall be conducted if and when deemed necessary to ensure compliance with the terms of the contract.  The COR will conduct the random monitoring.

· Random Checks/Inspections – Random checks will be conducted to ensure compliance with the terms of the contract.  The COR will conduct the random monitoring.
6.0
IDENTIFIED QA SURVEILLANCE ITEMS
The PBSC items that have been identified for surveillance are identified in the Performance Work Statement (PWS).

7.0
DOCUMENTATION
The COR will maintain a complete Quality Assurance Surveillance file.  The file shall contain such documents as copies of all receiving reports, evaluations, recommendations, and any other actions related to the Government’s performance of the quality assurance function.  All such records will be retained for the life of this contract.  

8.0
ANALYSIS OF CONTRACTOR PERFORMANCE

The analysis of contractor performance shall be conducted at the end of each month and serves to provide a summary of the Contractor’s performance to the Contracting Officer and the Contractor.  Overall performance is important in determining whether to increase, decrease or maintain the current level of surveillance and/or whether to initiate corrective action to bring the Contractor’s work up to the standards of the specification.

QASP MATRIX

	Performance Element
	Performance Requirement
	Surveillance Method
	Frequency
	Acceptable Quality Level

	Para. 5.1-10.1
Support for the Enterprise Data Warehouse System
	Implementation of enhancement/change or fix will take place within 2 working days of the scheduled delivery date, unless mutually renegotiated
	Gov’t TPOC & Tech Lead to review
	Monthly
	95% of deliverables submitted timely and without rework required

	Para. 5.1-10.2
Support for Migrating Data and User Functionality to the Enterprise Data Warehouse
	Implementation of enhancement/change or fix will take place within 2 working days of the scheduled delivery date, unless mutually renegotiated
	Gov’t TPOC & Tech Lead to review
	Monthly
	95% of deliverables submitted timely and without rework required

	Para. 5.1-10.3

Support for Providing Reporting Functionality
	Implementation of enhancement/change or fix will take place within 2 working days of the scheduled delivery date, unless mutually renegotiated
	Gov’t TPOC & Tech Lead to review
	Monthly
	95% of deliverables submitted timely and without rework required

	Para 5.1-10.4

Mentoring and Training of Government Personnel
	Contractor will provide a monthly report of training sessions held
	Gov’t TPOC & Tech Lead to review
	Monthly
	Acceptable forms of training/mentoring can be, but are not limited to, one-on-one deskside training, distance learning via desktop sharing software such as DCO or Adobe Connect, or a group classroom setting

	Para. 5.1-10.5

Turnover at Contract End
	The contractor shall prepare work completion reports for any outstanding task 30 days prior to contract end date. The intended purpose is to provide a starting point for a transition period if the current vendor is replaced as a result of competition for a follow on contract
	Gov’t TPOC & Tech Lead to review
	As directed
	The government will review the turnover documents and notify the contractor if additional information is required


-If performance is within acceptable levels, it will be considered to be satisfactory.  If not, overall performance may be considered unsatisfactory.  

INCENTIVES/DISINCENTIVES:

The COR will make an annual report on Contractor Performance (CPARS or other annual report).  The contractor’s failure to achieve satisfactory performance under the contract, reflected in the COR’s annual report, may result in termination of the contract and may also result in the loss of future Government contracts.  

In accordance with the inspection of services provisions of the contract, the contractor will be incentivized to provide quality products in a timely manner since the Government can require the Contractor, at no additional cost, to replace or correct work that fails to meet contract requirements.  

For each item that does not meet acceptable levels, the Government may issue a Contract Discrepancy Report (CDR).  CDRs will be forwarded to the Contracting Officer with a copy sent to the contractor.  The contractor must reply in writing within 5 days of receipt identifying how future occurrences of the problem will be prevented.  Based upon the contractor’s past performance and plan to solve the problem, the Contracting Officer will determine if any further action will be taken.
