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AMENDMENT OF SOLICITATION/MODIFICATION OF CONTRACT

Except as provided herein, all terms and conditions of the document referenced in Item 9A or 10A, as heretofore changed, remains unchanged and in full force and effect.

15A. NAME AND TITLE OF SIGNER (Type or print)

30-105-04

EXCEPTION TO SF 30

APPROVED BY OIRM 11-84

STANDARD FORM 30 (Rev. 10-83)

Prescribed by GSA

FAR (48 CFR) 53.243

The purpose of this amendment is to revise the performance work statement and clauses.  Please see the continuation pages.

1. CONTRACT ID CODE

PAGE OF  PAGES

J

1

13

16A. NAME AND TITLE OF CONTRACTING OFFICER (Type or print)

16C. DATE SIGNED

BY

14-Sep-2015

16B. UNITED STATES OF AMERICA

15C. DATE SIGNED

15B. CONTRACTOR/OFFEROR

(Signature of Contracting Officer)

(Signature of person authorized to sign)

8. NAME AND ADDRESS OF CONTRACTOR  (No., Street, County, State and Zip Code)

X

N00189-15-T-0465

X

9B. DATED (SEE ITEM 11)

03-Sep-2015

10B. DATED  (SEE ITEM 13)

9A. AMENDMENT OF SOLICITATION NO.

11. THIS ITEM ONLY APPLIES TO AMENDMENTS OF SOLICITATIONS

X

The above numbered solicitation is amended as set forth in Item 14.  The hour and date specified for receipt of Offer  

is extended,

X

is not extended.

Offer must acknowledge receipt of this amendment prior to the hour and date specified in the solicitation or as amended by one of the following methods: 

(a) By completing Items 8 and 15, and returning

copies of the amendment; (b) By acknowledging receipt of this amendment on each copy of the offer submitted;

or (c) By separate letter or telegram which includes a reference to the solicitation and amendment numbers.  FAILURE OF YOUR ACKNOWLEDGMENT TO BE 

RECEIVED AT THE PLACE DESIGNATED FOR THE RECEIPT OF OFFERS PRIOR TO THE HOUR AND DATE SPECIFIED MAY RESULT IN  

REJECTION OF YOUR OFFER.  If by virtue of this amendment you desire to change an offer already submitted, such change may be made by telegram or letter, 

provided each telegram or letter makes reference to the solicitation and this amendment, and is received prior to the opening hour and date specified.

12. ACCOUNTING AND APPROPRIATION DATA (If required)

13. THIS ITEM APPLIES ONLY TO MODIFICATIONS OF CONTRACTS/ORDERS.

IT MODIFIES THE CONTRACT/ORDER NO. AS DESCRIBED IN ITEM 14.

A. THIS CHANGE ORDER IS ISSUED PURSUANT TO:  (Specify authority) THE CHANGES SET FORTH IN ITEM 14 ARE MADE IN THE

 CONTRACT ORDER NO. IN ITEM 10A.

B. THE ABOVE NUMBERED CONTRACT/ORDER IS MODIFIED TO REFLECT THE ADMINISTRATIVE CHANGES (such as changes in paying 

office, appropriation date, etc.) SET FORTH IN ITEM 14, PURSUANT TO THE AUTHORITY OF FAR 43.103(B).

C. THIS SUPPLEMENTAL AGREEMENT IS ENTERED INTO PURSUANT TO AUTHORITY OF:

D. OTHER (Specify type of modification and authority)

E. IMPORTANT:   Contractor

is not,   

is required to sign this document and return

copies to the issuing office.

14. DESCRIPTION OF AMENDMENT/MODIFICATION  (Organized by UCF section headings, including solicitation/contract subject matter

 where feasible.)

10A. MOD. OF CONTRACT/ORDER NO.

0001

2. AMENDMENT/MODIFICATION NO.

5. PROJECT NO.(If applicable)

6. ISSUED BY

3. EFFECTIVE DATE

14-Sep-2015

CODE

NAVSUP FLC NORFOLK CONTRACTING

NORFOLK OFFICE

ATTN: D. LAFFERTY

1968 GILBERT ST, SUITE 600

NORFOLK VA 23511-3392

N00189

7. ADMINISTERED BY  (If other than item 6)

4. REQUISITION/PURCHASE REQ. NO.

CODE

See Item 6

FACILITY CODE

CODE

EMAIL:

TEL:


SECTION SF 30 BLOCK 14 CONTINUATION PAGE 

SUMMARY OF CHANGES  

SECTION SF 1449 - CONTINUATION SHEET 

The following have been added by reference: 

	252.204-7012 
	Safeguarding Covered Defense Information and Cyber Incident Reporting 
	AUG 2015 
	 


The following have been added by full text: 

252.239-7009 REPRESENTATION OF USE OF CLOUD COMPUTING (AUG 2015)

(a) Definition. “Cloud computing,” as used in this provision, means a model for enabling ubiquitous, convenient, on-demand network access to a shared pool of configurable computing resources (e.g., networks, servers, storage, applications, and services) that can be rapidly provisioned and released with minimal management effort or service provider interaction. This includes other commercial terms, such as on-demand self-service, broad network access, resource pooling, rapid elasticity, and measured service. It also includes commercial offerings for software-as-a-service, infrastructure-as-a-service, and platform-as-a-service.

(b) The Offeror shall indicate by checking the appropriate blank in paragraph (b) of this provision whether the use of cloud computing is anticipated under the resultant contract.

(c) Representation. The Offeror represents that it—

_____ Does anticipate that cloud computing services will be used in the performance of any contract or subcontract resulting from this solicitation.

_____ Does not anticipate that cloud computing services will be used in the performance of any contract or subcontract resulting from this solicitation.

(End of provision)
The following have been modified: 

        PERFORMANCE WORK STATEMENT
Performance Work Statement (PWS)

Naval Health Clinic, Quantico, VA

3259 Catlin Avenue, Quantico, VA 22134-6050

SecretarIAL/Administrative Support Services

1.0 SCOPE:  The contractor shall provide primarily secretarial and administrative support services to satisfy the operational objectives of the Naval Health Clinic, Quantico, VA.  Services are to be provided at the branch clinic located on the Washington Navy Yard in Washington, DC.
2.0 APPLICABLE DIRECTIVES (to be provided upon commencement of services and throughout performance as applicable):

Health Insurance Portability and Accountability Act (HIPAA) Privacy and Security policies

OPNAVINST 5102.1 series, OPNAVINST 5100.23 series

Various Occupational Safety and Health Administration (OSHA) safety, security, local instructions, rules and notices provided by the Government staff.

2.1 ACRONYMS AND ABBREVIATIONS:

AO:  Administrative Officer

AQL:  Acceptable Quality Level

COR:  Contracting Officer’s Representative

DD:  Dental Department

DFAR:  Defense Federal Acquisition Regulations Supplement

DFAS:  Defense Finance and Accounting Service

DFWP:  Drug Free Workplace Program

DGR:  Designated Government Representative

DISCO:  Defense Industrial Security Clearance Office

DOD:  Department of Defense

DODAAC:  Department of Defense Activity Address Code

DON:  Department of the Navy

DONCAF: Department of the Navy Central Adjudication Facility

FAD:  Facility Access Determination

FAR:  Federal Acquisition Regulations

FSO:  Facility Security Officer

IA:  Information Assurance

IAW:  In Accordance With

JPAS:  Joint Personnel Adjudication System

NACLC:  National Agency Check, Local Agency Check and Local Credit Check

NAVSUP:  Naval Supply Systems Command

NHCQ:  Naval Health Clinic, Quantico, VA

MMRRS:  Military Medical Readiness Referral System

NISP:  National Industrial Security Program

OPM:  Office of Personnel Management

PAD:  Patient Administrative Department

PGI:  Procedures, Guidance, & Information

PII Personally Identifiable Information

POV:  Privately-Owned Vehicle

RC:  Readiness Clerk

QC:  Quality Control

QCP:  Management/Quality Control Plan

SAAR-N:  System Authorization Access Request - Navy

SBU:  Sensitive but Unclassified

SCI:  Sensitive Compartmented Information

TRICARE:  U.S. Military Members Family and Retirees Health Insurance Plan

USCIS:  U.S. Citizenship and Immigration Services

3.0 SECRETARIAL/ADMINISTRATIVE SUPPORT:

- Screens telephone calls, visitors, and incoming correspondence; 

- Personally responds to requests for information concerning office procedures; determines which requests should be handled by the supervisor, appropriate staff member, or other offices;

-  May prepare and sign routine, non-technical correspondence in own or supervisor’s name;

-  Schedules tentative appointments without prior clearance;

- Makes arrangements for conferences and meetings and assembles established background materials, as directed;

- Prepares project status documents for meetings, and updates project status reports regularly;

-  May attend meetings and record and report on the proceedings;

-  Reviews outgoing materials and correspondence for internal consistency and conformance with supervisor’s procedures; assures that proper clearances have been obtained, when needed.

-  Collects information from the files or staff for routine inquiries on office program(s) or periodic reports;

- Refers non-routine requests to supervisor or staff;

-  Explains to subordinate staff supervisor’s requirements concerning office procedures;

-  Coordinates personnel and administrative forms for the office and forwards for processing;

-  Must have 2 years of experience working in a Naval Health Clinic;

3.1 WORK LOAD DATA: Historically, there has been an average of 4 actions per hour, with approximately

7,680 administrative support actions completed annually.

4.0 SKILLS AND KNOWLEDGE REQUIRED FOR THE POSITION:

4.1 The contractor shall have the following skills:

· Excellent customer service experience and the ability to interact with medical staff at all levels, including military and civilian providers.  The contractor shall have a working knowledge of basic computer skills such as Armed Forces Health Longitudinal Technology Application (AHLTA), MMRRS, Composite Health Care System (CHCS), and Microsoft Word, Excel, and Power Point;

· Updated immunization records and physicals only when requested or needed;

· Must have at least 2 years of experience working in healthcare administration;

· Must have a high school diploma or higher;

· Excellent verbal and writing skills to include rapid and acute typing skills;

· Excellent professional demeanor;

· Ability to manage multiple tasks on time and to appropriate completion.

4.2 OCCUPATIONAL HEALTH:  Within 60 days prior to performance of services by the contractor, the contractor shall obtain, at contractor expense, documentation of required immunizations and physical testing and a statement from the contractor employee’s licensed medical practitioner or a report of a physical examination.  The physical examination and immunization documentation shall indicate that the contractor’s employee is free from mental or physical impairments that would restrict the employee from providing the services described herein.

Note:  The contractor must meet the requirements of paragraphs 4.2 through 4.11 prior to reporting and providing services to Naval Health Clinic Quantico.  These requirements may be obtained after award; however, the contractor cannot submit invoices or be present in the clinic until these requirements are met.

The requirements are provided on the Health Examination and Immunization/Screening Requirement Form, the current version of which is available at:

http://www.med.navy.mil/sites/nmlc/public_docs/Physical%20Exam%20and%20Immunization%20Form.pdf
The contractor shall always obtain the current version from the web page and shall have the form completed in its entirety in accordance with its instructions.  Declinations shall only be permitted based on either the employee’s religious convictions or medical contraindications (as documented by a qualified health care provider).  The Hepatitis B vaccine declination can be found at:

http://www.osha.gov/SLTC/etools/hospital/hazards/bbp/declination.html

4.3 Except for those workers who decline the Hepatitis B vaccine as given above, the Hepatitis B requirements given in the Health Examination and Immunization/Screening Requirement Form provide that the contractor must either show a positive titer or demonstrate persistent non-response to the vaccine.  A contractor may be approved for service at the military treatment facility (MTF) prior to achieving a Hepatitis B positive titer or demonstrating a persistent non-response according to the following provisions:

4.4 The contractor’s employee must receive the first vaccination of his/her initial vaccination series prior to  commencing service under the contract and must complete the series 30 days after commencing service and, if a negative titer is obtained, must complete the second series at another 30 days; or

4.5 A contractor employee who has completed his/her initial series and obtained a negative titer must commence his/her second vaccine series prior to commencing service and must complete the second series 30 days after commencing service.

4.6 Contractor employees approved according to the provisions above will be considered persistent non-responders until there is evidence to the contrary and will be counseled by a licensed practitioner regarding the implications of

non-response.

4.7 If a contractor’s employee fails to comply with the applicable schedule above, the contractor shall replace the employee if so directed by the Contracting Officer.

4.8 The contractor’s employee shall agree to undergo personal health examinations and such other medical and dental examinations at any time during the term of the contract, as the MTF Commanding Officer may deem necessary for preventive medicine, medical surveillance, performance improvement, or privileging purposes.  These examinations will not be provided by the Government unless the employee is an otherwise eligible beneficiary of the military health system.  If the contractor chooses, these examinations may be provided by private physician or dentist, at no expense to the Government.

4.9 It is essential that contractor employees be vaccinated annually against influenza according to BUMED and CDC guidelines aimed at reducing the impact of influenza disease in health care settings.  The Government will provide the influenza vaccine free of charge as vaccine availability allows; if the employee chooses to be immunized by the Government, he/she shall sign a waiver in accordance with MTF rules and regulations.  Alternately, the contractor’s employee may obtain the vaccine at another facility, with the contractor bearing the total cost, and provide proof of vaccination to the Government.  If a contractor employee declines vaccination, a signed declination form shall be provided to the Government in accordance with CDC recommendations and BUMED policies.

4.10 Contractor employees who do not show a positive vermicelli antibody titer after immunization and appear to have a "non-immune" status must report vermicelli exposure to the contractor.  In accordance with CDC Recommendations, such employees will be removed from service beginning on the tenth day following exposure and remain away from work for the maximum incubation period of vermicelli (21 days).  In this instance, personnel must be replaced during this period to ensure maintenance of contractually required services.

4.11 Prior to reporting for service at the MTF, each contractor employee shall be screened at contractor expense for risk of exposure to tuberculosis (TB) as part of the Health Examination and Immunization/Screening Requirement Form.  If the employee is determined to have a low risk of exposure, no further screening or testing is required under this contract.  The initial screening may be waived, at the discretion of the MTF Commanding Officer if the contractor provides evidence of a prior low risk assessment by a licensed physician.  If the initial screening results in a determination that the employee has an increased risk of exposure to TB, the contractor is responsible for ensuring that its employee receives targeted screening and testing in accordance with Guidelines for Preventing the Transmission of Tuberculosis in Health-Care Settings and submitting timely records of subsequent screening or testing to the Government’s technical point of contact.
5.0 PERFORMANCE REQUIREMENTS SUMMARY

	Task or Deliverable
	Performance Standard
	Acceptable Quality Level (AQL)
	Surveillance Method
	Performance Measure

	 3.0 Provide medical records filing and compiling records
	Adhere to requirements

specified in PWS paragraphs 3.0 and 3.1
	95% Compliance (5% error) for every 50 records filed and completed
	Random Inspections
	Quality/Timeliness

	 3.0 Provide answering/screening of phone calls and office visitors
	Adhere to requirements

specified in PWS paragraphs 3.0 and 3.1
	95% Compliance (5% error) for every 20 phone calls and office visitor entries completed
	Random Inspections
	Quality/Timeliness


The following positive/negative incentives may be considered when evaluating contractor performance:

Positive:

- Favorable Past Performance Evaluation

- Letters of Recommendation

Negative:

- Implement increased surveillance and/or contractor reporting

- Adverse performance documentation in the Contractor’s Performance Assessment Reporting System (CPARS)

- Termination for Default

6.0 PERIOD OF PERFORMANCE:  01 October 2015 - 30 September 2016

7.0 PLACE OF PERFORMANCE/WORK HOURS:

Naval Health Clinic, Quantico

3259 Catlin Avenue, Quantico, VA 22134-6050
Washington Navy Yard Branch Medical Clinic,

Washington, DC

Normal working hours are 0700-1630 (40 hours per week) excluding weekends and federal holidays.

8.0 WORK ENVIRONMENT AND PHYSICAL DEMANDS:  The contractor may sit to perform most

duties, but may require walking, standing, stretching, bending, pushing, and pulling of moderate to heavy files and lifting and carrying boxes of records weighing up to 35 pounds.

9.0 PERSONAL APPEARANCE:  Contractor employees are the first contact that customers/personnel will have contact with and shall present a neat appearance and be easily recognized as contractor employees.  The contractor shall have an appropriate customer service demeanor.  All contractor personnel shall, at all times, conspicuously display a distinctive badge provided by the contractor, identifying personnel as employees of the contractor, and shall observe and otherwise be subject to such security regulations in effect for the particular premises involved.

10.0 PERSONNEL CONDUCT:  The selection, assignment, reassignment, transfer, supervision, management, and control of contractor personnel employed to perform tasks specified herein shall be the responsibility of the contractor.  The contractor shall be responsible for the performance and conduct of contractor and subcontractor employees at all times.  Personnel employed by the contractor in the performance of this contract, or any representative of the contractor entering the installation shall abide by the security regulations listed in the contract and shall be subject to such checks by the Government as deemed necessary.  The contractor shall not employ for performance under this contract any person whose employment would result in a conflict of interest with the Government’s standards of conduct.

11.0 INTERACTION WITH OTHER ACTIVITIES:

11.1 Government Personnel:  Government and contractor personnel will be working in common office areas. 

Contractor performance shall not interfere with Government work in the area where any service or maintenance work is being performed.  In the event the contractor believes that Government and other contractor personnel are

interfering with the performance of the tasks described in this PWS, the contractor shall notify the DGR immediately. The contractor is obligated to continue performance of the effort described in this contract unless there is authorization from the Contracting Officer to stop work.  

11.2 Other Contractor Personnel:  Other Government contractors may be performing required services in areas that interrelate with the requirements of this contract.  The Government will facilitate initial contact between contractors performing other contracts and this contract.  The contractor shall provide all further required coordination between other contractors for any task specified in this contract that relates to or impacts on any other contracted work.

12.0 CONTRACTOR IDENTIFICATION: Contracting personnel must identify themselves as contractors when attending meetings, answering Government telephones, or working in situations where their actions could be construed as official Government acts.  The contractor must ensure that its employee(s) display(s) his or her name and the name of the company while in the work area, and include the company’s name in his or her email display.

13.0 PERSONNEL COMPLIANCE:  The contractor shall ensure that contractor employees observe and comply with all local and higher authority policies, regulations, and procedures concerning fire, safety, environmental protection, sanitation, security, traffic, parking, energy conservation, flag courtesy, “off limits” areas, and possession of firearms or other lethal weapons.  When two or more directives or instructions apply, the contractor shall comply with the more stringent of the directives or instructions.

14.0 SMOKING/DRUG/ALCOHOL POLICY:  The contractor shall comply with local command smoking policies and workforce requirements.  The contractor shall also comply with all Federal drug-free workplace and work force requirements and local command policies.  The contractor shall comply with all applicable Federal statutes, laws, and regulations to implement a DFWP.  Copies of all policies will be provided to the contractor by the local command AO at performance start date.

15.0 EMPLOYMENT OF FEDERAL EMPLOYEES:  The contractor shall not employ or enter into a contract with any person to perform work under this contract who is an employee of the United States Government, either military or civilian, unless such person receives approval IAW applicable Federal, Navy, and DOD regulations.

16.0 LANGUAGE REQUIREMENTS:  All contractor personnel shall be sufficiently competent in reading, writing, speaking, and understanding English to perform the work.

17.0 MANDATORY CLEARANCES/CERTIFICATIONS/PERMITS: None

18.0 CONTRACT SECURITY REQUIREMENT:  Homeland Security Presidential Directive (HSPD)-12, requires government agencies to develop and implement Federal security standards for Federal employees and contractors.  The Deputy Secretary of Defense Directive-Type Memorandum (DTM) 08-006 – “DoD Implementation of Homeland Security Presidential Directive – 12 (HSPD-12)” dated November 26, 2008 (or its subsequent DoD instruction) directs implementation of HSPD-12.  This clause is in accordance with HSPD-12 and its implementing directives.

APPLICABILITY

This clause applies to contractor employees requiring physical access to any area of a federally controlled base, facility or activity and/or requiring access to a DoN or DoD computer/network/system to perform certain unclassified sensitive duties.  This clause also applies to contractor employees who access Privacy Act and Protected Health Information, provide support associated with fiduciary duties, or perform duties that have been identified by DON as National Security Position, as advised by the command security manager. It is the responsibility of the responsible security officer of the command/facility where the work is performed to ensure compliance.  

Each contractor employee providing services at a Navy Command under this contract is required to obtain a Department of Defense Common Access Card (DoD CAC).  Additionally, depending on the level of computer/network access, the contract employee will require a successful investigation as detailed below. 

ACCESS TO FEDERAL FACILITIES

Per HSPD-12 and implementing guidance, all contractor employees working at a federally controlled base, facility or activity under this clause will require a DoD CAC.  When access to a base, facility or activity is required contractor employees shall in-process with the Navy Command’s Security Manager upon arrival to the Navy Command and shall out-process prior to their departure at the completion of the individual’s performance under the contract. 

ACCESS TO DOD IT SYSTEMS

In accordance with SECNAV M-5510.30, contractor employees who require access to DoN or DoD networks are categorized as IT-I, IT-II, or IT-III.  The IT-II level, defined in detail in SECNAV M-5510.30, includes positions which require access to information protected under the Privacy Act, to include Protected Health Information (PHI).  All contractor employees under this contract who require access to Privacy Act protected information are therefore categorized no lower than IT-II.  IT Levels are determined by the requiring activity’s Command Information Assurance Manager. Contractor employees requiring privileged or IT-I level access, (when specified by the terms of the contract) require a Single Scope Background Investigation (SSBI) which is a higher level investigation than the National Agency Check with Law and Credit (NACLC) described below. Due to the privileged system access, a SSBI suitable for High Risk public trusts positions is required. Individuals who have access to system control, monitoring, or administration functions (e.g. system administrator, database administrator) require training and certification to Information Assurance Technical Level 1, and must be trained and certified on the Operating System or Computing Environment they are required to maintain.  

Access to sensitive IT systems is contingent upon a favorably adjudicated background investigation.  When access to IT systems is required for performance of the contractor employee’s duties, such employees shall in-process with the Navy Command’s Security Manager and Information Assurance Manager upon arrival to the Navy command and shall out-process prior to their departure at the completion of the individual’s performance under the contract.  Completion and approval of a System Authorization Access Request Navy (SAAR-N) form is required for all individuals accessing Navy Information Technology resources.  The decision to authorize access to a government IT system/network is inherently governmental.  The contractor supervisor is not authorized to sign the SAAR-N; therefore, the government employee with knowledge of the system/network access required or the COR shall sign the SAAR-N as the “supervisor.” 

The SAAR-N shall be forwarded to the Navy Command’s Security Manager at least 30 days prior to the individual’s start date.  Failure to provide the required documentation at least 30 days prior to the individual’s start date may result in delaying the individual’s start date.   

When required to maintain access to required IT systems or networks, the contractor shall ensure that all employees requiring access complete annual Information Assurance (IA) training, and maintain a current requisite background investigation.  The Contractor’s Security Representative shall contact the Command Security Manager for guidance when reinvestigations are required.  

INTERIM ACCESS

The Navy Command's Security Manager may authorize issuance of a DoD CAC and interim access to a DoN or DoD unclassified computer/network upon a favorable review of the investigative questionnaire and advance favorable fingerprint results.  When the results of the investigation are received and a favorable determination is not made, the contractor employee working on the contract under interim access will be denied access to the computer network and this denial will not relieve the contractor of his/her responsibility to perform.   

DENIAL OR TERMINATION OF ACCESS

The potential consequences of any requirement under this clause including denial or termination of physical or system access in no way relieves the contractor from the requirement to execute performance under the contract within the timeframes specified in the contract.  Contractors shall plan ahead in processing their employees and subcontractor employees. The contractor shall insert this clause in all subcontracts when the subcontractor is permitted to have unclassified access to a federally controlled facility, federally-controlled information system/network and/or to government information, meaning information not authorized for public release.

CONTRACTOR’S SECURITY REPRESENTATIVE

The contractor shall designate an employee to serve as the Contractor’s Security Representative.  Within three work days after contract award, the contractor shall provide to the requiring activity’s Security Manager and the Contracting Officer, in writing, the name, title, address and phone number for the Contractor’s Security Representative.  The Contractor’s Security Representative shall be the primary point of contact on any security matter.  The Contractor’s Security Representative shall not be replaced or removed without prior notice to the Contracting Officer and Command Security Manager. 

BACKGROUND INVESTIGATION REQUIREMENTS AND SECURITY APPROVAL PROCESS FOR CONTRACTORS ASSIGNED TO NATIONAL SECURITY POSITIONS OR PERFORMING SENSITIVE DUTIES 

Navy security policy requires that all positions be given a sensitivity value based on level of risk factors to ensure appropriate protective measures are applied.  Navy recognizes contractor employees under this contract as Non-Critical Sensitive [ADP/IT-II] when the contract scope of work require physical access to a federally controlled base, facility or activity and/or requiring access to a DoD computer/network, to perform unclassified sensitive duties.  This designation is also applied to contractor employees who access Privacy Act and Protected Health Information (PHI), provide support associated with fiduciary duties, or perform duties that have been identified by DON as National Security Positions.  At a minimum, each contractor employee must be a US citizen and have a favorably completed NACLC to obtain a favorable determination for assignment to a non-critical sensitive or IT-II position.  The NACLC consists of a standard NAC and a FBI fingerprint check plus law enforcement checks and credit check.  Each contractor employee filling a non-critical sensitive or IT-II position is required to complete:

· SF-86 Questionnaire for National Security Positions (or equivalent OPM investigative product)

· Two FD-258 Applicant Fingerprint Cards (or an electronic fingerprint submission)

· Original Signed Release Statements

Failure to provide the required documentation at least 30 days prior to the individual’s start date shall result in delaying the individual’s start date.   Background investigations shall be reinitiated as required to ensure investigations remain current (not older than 10 years) throughout the contract performance period.  The Contractor’s Security Representative shall contact the Command Security Manager for guidance when reinvestigations are required.

Regardless of their duties or IT access requirements ALL contractor employees shall in-process with the Navy Command’s Security Manager upon arrival to the Navy command and shall out-process prior to their departure at the completion of the individual’s performance under the contract.  Employees requiring IT access shall also check-in and check-out with the Navy Command’s Information Assurance Manager.  Completion and approval of a System Authorization Access Request Navy (SAAR-N) form is required for all individuals accessing Navy Information Technology resources.  The SAAR-N shall be forwarded

to the Navy Command’s Security Manager at least 30 days prior to the individual’s start date.  Failure to provide the required documentation at least 30 days prior to the individual’s start date shall result in delaying the individual’s start date. 

The contractor shall ensure that each contract employee requiring access to IT systems or networks complete annual Information Assurance (IA) training, and maintain a current requisite background investigation.  Contractor employees shall accurately complete the required investigative forms prior to submission to the Navy Command Security Manager.  The Navy Command’s Security Manager will review the submitted documentation for completeness prior to submitting it to the Office of Personnel Management (OPM).  Suitability/security issues identified by the Navy may render the contractor employee ineligible for the assignment.  An unfavorable determination made by the Navy is final (subject to SF-86 appeal procedures) and such a determination does not relieve the contractor from meeting any contractual obligation under the contract.  The Navy Command’s Security Manager will forward the required forms to OPM for processing.  Once the investigation is complete, the results will be forwarded by OPM to the DON Central Adjudication Facility (CAF) for a determination.  

If the contractor employee already possesses a current favorably adjudicated investigation, the contractor shall submit a Visit Authorization Request (VAR) via the Joint Personnel Adjudication System (JPAS) or a hard copy VAR directly from the contractor’s Security Representative.  Although the contractor will take JPAS “Owning” role over the contractor employee, the Navy Command will take JPAS "Servicing" role over the contractor employee during the hiring process and for the duration of assignment under that contract.  The contractor shall include the IT Position Category per SECNAV M-5510.30 for each employee designated on a VAR.  The VAR requires annual renewal for the duration of the employee’s performance under the contract. 

BACKGROUND INVESTIGATION REQUIREMENTS AND SECURITY APPROVAL PROCESS FOR CONTRACTORS ASSIGNED TO OR PERFORMING NON-SENSITIVE DUTIES 

Contractor employee whose work is unclassified and non-sensitive (e.g., performing certain duties such as lawn maintenance, vendor services, etc ...) and who require physical access to publicly accessible areas to perform those duties shall meet the following minimum requirements: 

· Must be either a US citizen or a US permanent resident with a minimum of 3 years legal residency in the United States (as required by The Deputy Secretary of Defense DTM 08-006 or its subsequent DoD instruction) and 

· Must have a favorably completed National Agency Check with Written Inquiries (NACI) including a FBI fingerprint check prior to installation access.  

To be considered for a favorable trustworthiness determination, the Contractor’s Security Representative must submit for all employees each of the following: 

· SF-85 Questionnaire for Non-Sensitive Positions

· Two FD-258 Applicant Fingerprint Cards (or an electronic fingerprint submission)
· Original Signed Release Statements

The contractor shall ensure each individual employee has a current favorably completed National Agency Check with Written Inquiries (NACI) or ensure successful FBI fingerprint results have been gained and investigation has been processed with OPM 

Failure to provide the required documentation at least 30 days prior to the individual’s start date may result in delaying the individual’s start date.  

* Consult with your Command Security Manager and Information Assurance Manager for local policy when IT-III (non-sensitive) access is required for non-US citizens outside the United States.
19. 0 PERSONNEL REMOVAL:  Government rules, regulations, laws, directives, and requirements that are issued during the term of the performance period relating to law and order, installation administration, and security shall be applicable to all contractor employees and representatives who enter the installation.  Violation of such rules, regulations, laws, directives, or requirements shall be grounds for removal (permanently or temporarily as the

Government determines) from the work site or installation.  Removal of employees does not relieve the contractor from the responsibility for the work defined in this contract.

Removal by Installation Commander:  The Installation Commander may, at his discretion, bar an individual from the installation under the authority of 18 USC 1382 (1972), for conduct that is determined to be contrary to good order, discipline, or installation security and safety.

Removal Requested by DGR:  The DGR may require the contractor to remove an employee working under this contract for reasons of misconduct or security violations.  Contractor employees shall be subject to dismissal from the premises upon determination by the DGR that such action is necessary in the interest of the Government.

Removal by Military Police:  Contractor employees may be denied entry to or may be removed from the installation by Military Police if it is determined that the employee’s presence on the installation may be contrary to good order, discipline, or installation security and safety.

Removal for Unsatisfactory Performance:  The Government reserves the right to require the contractor to remove and replace any personnel who provided unsatisfactory performance, demonstrate insufficient knowledge, or possess inadequate skill levels necessary to complete assigned tasks.  The skill level of the staff provided shall be current and consistent with new technologies.

20.0 GOVERNMENT PROPERTY FURNISHED:  The work under this contract is located at a Government site or installation.  In accordance with DFARS PGI 245.102-70(2) property that is incidental to the place of performance, such as when the contract requires contractor personnel to be located on a Government site or installation where the use of Government-provided office space and equipment, e.g., chairs, telephones, and computers, is standard practice will be made available and used by contractor personnel.  The contractor shall maintain the assigned office space(s) in a neat and orderly manner.  Contractor shall only use Government-provided items to accomplish the tasks required under this contract.  Personal or company use of phones, utilities, computers, printers, copiers, etc., not directly related to required services is strictly prohibited.  Contractor shall not remove any Government-provided items from the worksite without the express written permission of the Government technical point of contact.

21.0 CONTRACTOR FURNISHED MATERIAL/EQUIPMENT:  None

22.0 TRAVEL AND PER DIEM:  None

23.0 SAFETY:  The contractor is solely responsible for compliance of all safety regulations of employees while working on Government owned facilities.  All accidents which may arise out of, or in connection with, performance of services required hereunder which result in injury, death, or property damage, shall be reported in writing to the

Contracting Officer and Government technical point of contact within twenty-four hours of such occurrence.  Reports shall provide full details of the accident, including statements from witnesses.  The foregoing procedures shall also apply to any claim made by a third party against the contractor as a result of any accident that occurs in connection with performance under this contract.

24.0 NON-PERSONAL SERVICE STATEMENT:  Contractor employees performing services under this contract will be controlled, directed, and supervised at all times by management personnel of the contractor.  Contractor management will ensure that employees properly comply with the performance work standards outlined in the

PWS.  Contractor employees will perform their duties independent of, and without the supervision of, any Government official or other defense contractor.  The tasks, duties, and responsibilities set forth in the contract may not be interpreted or implemented in any manner that results in any contractor employee creating or modifying Federal policy, obligating the appropriated funds of the United States Government, overseeing the work of Federal employees, providing direct personal services to any Federal employee, or otherwise violating the prohibitions set forth in Parts 7.5 and 37.1 of the FAR.  The Government will control access to the facility and will perform the inspection and acceptance of the completed work.

25.0 GOVERNMENT MANAGEMENT OVERSIGHT:  Government management will provide general instructions on limitations and deadlines.  Additional instructions will be provided for any unusual assignments or those that vary from established procedures.  The contractor’s employees will independently carry out the assignments.  Completed work will spot-checked by Government management for adherence to procedures, accuracy, completeness.

26.0 DELIVERABLES:  The contractor shall ensure quality service is maintained to perform services throughout the life of the contract and methods for improving the overall quality are also employed.  The contractor shall prepare and submit a management/QCP upon commencement of services.  The final Government approved plan shall be submitted within five working days of contract start date.  The plan shall discuss the Contractor’s overall approach and procedures for evaluating the major service area contained in the PWS, communicating with the Government, resolving deficiencies, identifying potential improvements, and managing day to day operations.  As part of the management/QCP, the contractor may conduct internal QC inspections.  Results of any contractor internal QC inspections and corrective actions taken shall be made available to the Government for review throughout the performance of this PWS.  The Government may periodically require the contractor to update/revise the management/QCP to ensure quality service is maintained throughout the life of the contract.

27.0 TECHNICAL POINT OF CONTACT AND INSPECTION AND ACCEPTANCE:  The Contracting Officer has ultimate authority for administration and modification of this contract and is the only Government representative who has the authority to direct changes.  The Government’s technical point of contact is:  To be provided upon award.

28.0  eCMRA REPORTING (Contractor Manpower Reporting Application):  The contractor shall report contractor labor hours (including subcontractor labor hours) required for performance of services provided under this contract for the Navy via a secure data collection site.  Contracted services excluded from reporting are based on Product Service Codes (PSCs).  The excluded PSCs are:



(1) W, Lease/Rental of Equipment; 



(2) X, Lease/Rental of Facilities; 



(3) Y, Construction of Structures and Facilities; 



(4) S, Utilities ONLY; 



(5) V, Freight and Shipping ONLY. 

The contractor is required to completely fill in all required data fields using the following web address:  https://doncmra.nmci.navy.mil. 

Reporting inputs will be for the labor executed during the period of performance during each Government fiscal year (FY), which runs October 1 through September 30.  While inputs may be reported any time during the FY, all data shall be reported no later than October 31 of each calendar year.  Contractors may direct questions to the help desk, linked at https://doncmra.nmci.navy.mil.

The following have been deleted: 

	252.204-7012 
	Safeguarding of Unclassified Controlled Technical Information 
	NOV 2013 
	 


(End of Summary of Changes) 

