[image: image1.wmf]COMMANDER NAVAL RESERVE FORCE

GOVERNMENT REPRESENTATIVE

1915 FORRESTAL DRIVE

NORFOLK VA 23521-4615

TEL:           FAX:   

REQUEST FOR QUOTATIONS

(THIS IS NOT AN ORDER)

1

PAGE      OF  PAGES

25

1. REQUEST NO.

2. DATE ISSUED

RATING

N00189-16-Q-Z103

25-Apr-2016

5a. ISSUED BY

8. TO: NAME AND ADDRESS, INCLUDING ZIP CODE

IMPORTANT: 

This is a request for information, and quotations furnished are not offers.  If you are unable to quote, please so indicate on this form and return

it to the address in Block 5a.  This request does not commit the Government to pay any costs incurred in the preparation of the submission of this quotation or to

contract for supplies or services.  Supplies are of domestic origin unless otherwise indicated by quoter.  Any representations and/or certifications attached to this

Request for Quotations must be completed by the quoter.

11. SCHEDULE

(Include applicable Federal, State, and local taxes)

ITEM NO.

(a)

SUPPLIES/ SERVICES

(b)

QUANTITY

(c)

UNIT

(d)

UNIT PRICE

(e)

(f)

SEE SCHEDULE

%

%

AMOUNT

%

No.

%

NOTE:  Additional provisions and representations [   ] are  [   ] are not attached.

13. NAME AND ADDRESS OF QUOTER  

(Street, City, County, State, and

ZIP Code)

14. SIGNATURE OF PERSON AUTHORIZED TO

SIGN QUOTATION

15. DATE OF

QUOTATION

16. NAME AND TITLE OF SIGNER

(Type or print)

(Include area code)

TELEPHONE NO.

AUTHORIZED FOR LOCAL REPRODUCTION

STANDARD FORM 18 

(REV.  6-95)

PREVIOUS EDITION NOT USABLE

Prescribed by GSA

FAR (48 CFR) 53.215-1(a)

THIS RFQ 

X

[    ] IS 

[    ] IS NOT A SMALL BUSINESS SET-ASIDE

6. DELIVER BY

(Date)

SEE SCHEDULE

AND/OR DMS REG. 1

UNDER BDSA REG. 2

4. CERT. FOR NAT. DEF.

3. REQUISITION/PURCHASE

REQUEST NO.

NAVSUP FLC NORFOLK CONTRACTING

PHILADELPHIA OFFICE

700 ROBBINS AVENUE, BLDG 2B

PHILADELPHIA PA 19111-5083

9. DESTINATION  

(Consignee and address, including ZIP Code)

7. DELIVERY

[     ]

X

FOB

DESTINATION

[     ]  OTHER       

(See Schedule)

29-Apr-2016

(Date)

PLEASE FURNISH QUOTATIONS TO THE ISSUING OFFICE IN BLOCK 5a ON OR BEFORE CLOSE OF BUSINESS:

10.

215-697-9608

LOUIS T. ROSSER

(Name and Telephone no.) (No collect calls)

5b. FOR INFORMATION CALL: 

d. CALENDAR DAYS

c. 30 CALENDAR DAYS

b. 20 CALENDAR DAYS

12. DISCOUNT FOR PROMPT PAYMENT

a. 10 CALENDAR DAYS


Section B - Supplies or Services and Prices
	ITEM NO
	SUPPLIES/SERVICES
	QUANTITY
	UNIT
	UNIT PRICE
	AMOUNT

	0001
	
	1
	Lot
	
	

	
	Career Transition Seminars

FFP

Career Transition Seminars (please see Statement of Work)

FOB: Destination

MFR PART NR: U

 
	

	
	
	

	
	

	
	NET AMT
	

	
	
	
	


	ITEM NO
	SUPPLIES/SERVICES
	QUANTITY
	UNIT
	UNIT PRICE
	AMOUNT

	0002
	
	1
	Lot
	
	

	OPTION
	Career Transition Seminars

FFP

Career Transition Seminars (please see Statement of Work)

FOB: Destination

 
	

	
	
	

	
	

	
	NET AMT
	

	
	
	
	


	ITEM NO
	SUPPLIES/SERVICES
	QUANTITY
	UNIT
	UNIT PRICE
	AMOUNT

	0003
	
	1
	Lot
	
	

	OPTION
	Career Transition Seminars

FFP

Career Transition Seminars (please see Statement of Work)

FOB: Destination

 
	

	
	
	

	
	

	
	NET AMT
	

	
	
	
	


	ITEM NO
	SUPPLIES/SERVICES
	QUANTITY
	UNIT
	UNIT PRICE
	AMOUNT

	0004
	
	1
	Lot
	
	

	OPTION
	Career Transition Seminars

FFP

Career Transition Seminars (please see Statement of Work)

FOB: Destination

 
	

	
	
	

	
	

	
	NET AMT
	

	
	
	
	


	ITEM NO
	SUPPLIES/SERVICES
	QUANTITY
	UNIT
	UNIT PRICE
	AMOUNT

	0005
	
	1
	Lot
	
	

	OPTION
	Career Transition Seminars

FFP

Career Transition Seminars (please see Statement of Work)

FOB: Destination

 
	

	
	
	

	
	

	
	NET AMT
	

	
	
	
	


Section C - Descriptions and Specifications

C
STATERMENT OF WORK 

FOR

COMMANDER, NAVY RESERVE FORCES COMMEND NAVY RESERVE PROFESSIONAL DEVELOPMENT CENTER CAREER TRANSITION SEMINAR CONTRACT

1.0
INTRODUCTION.  Commander, Navy Reserve Forces Command intends to procure sole source services to provide the Navy Reserve Profession Development Center (NRPDC) Career Transition Seminar services for Senior Officers (O-5 and above), Senior Enlisted (E-8 and above) and Senior Chief Warrant Officer (CWO-4 and above) who are within two years retirement.  

2.0
BACKGROUND.  

The Ruehlin Associates Career Transition Seminar has been developed over the past 20 years, and provides unique insight into career transition for senior officers (O-5 and above), senior enlisted (E-8 and above) and Senior Chief Warrant Officer (CWO-4 and above) who are within a year or two of retirement.  The course adopts and refines professional private sector transition training programs to address the situations senior military and senior civil service personnel face during their career transition.  The result is an intense training experience that prepares each member for all phases of career transition.  The focus of the program is strictly on the practical aspects dealing with the process of managing a career and finding the right job.  The program is dynamic in that new ideas and "lessons learned" inputs obtained from those who have attended previous career transition seminars and started new careers are incorporate so each offering is current.
3.0
SCOPE.  The seminar lasts five days: three days in seminar and two days dedicated to one-on-one counseling sessions with the seminar leader.  The individual sessions are valuable because people always have personal concerns they don't want to share with the group.  In addition, the one-on-one sessions gives the seminar leader an opportunity to give direct feedback, whether it is career advice or resume feedback.  The seminars are targeted to the level of need. 
3.1
NAICS Code: SIC Code:
Federal Product/Service Code:
Object Class Code: 


    611430
   8299


       U009



25.1
4.0
APPLICABLE DIRECTIVES:
	Document Type
	Number/Version
	Title
	Date

	Manual
	SECNAV M-5510.30
	Department of the Navy Personnel Security Program 
	June 2006

	Manual 
	DOD 8570.01M
	Information Assurance Workforce Improvement Program
	December 19, 2005

	Regulation
	DOD 5200.2R
	DOD Personnel Security Program
	January 1987 w/Change 3 February 23, 1996

	Directive
	DTM 08-003
	Directive-Type Memorandum – Common Access Card
	December 1, 2008 w/Change 5 October 8,2013


4.1
ACRONYMS AND ABBREVIATIONS:

· CDR

Contract Discrepancy Report

· CE

Continuing Education

· CI

Critical Information
· COR

Contracting Officers Representative
· CNAFR
Commander, Naval Air Force Reserve
· CNRFC
Commander, Navy Reserve Forces Command
· CPARS

Contractor Performance Assessment Reporting System
· CSR

 Contractor’s Security Representative
· CSWF

Cyber Security Workforce
· DODCAF
Department of Defense Central Adjunction Facility

· DTM

Directive-Type Memorandum

· FFP

Firm Fixed Price
· FSO

Facility Security Officer
· IA

Information Assurance
· IASAE

Information Assurance Systems Architect and Engineer

· IAT

Information Assurance Technical

· IT

Information Technology

· JPAS

Joint Personnel Adjudication System
· NACLC
National Agency Check with Local Agency Check and Credit Checks
· NRPDC
Navy Reserve Professional Development Center
· PAO

Public Affairs Officer
· PRS

Performance Requirements Summary
· QASP

Quality Assurance surveillance Plan
· SAAR-N
System Authorization Access Request Navy
· SIC

Standard Industrial Classification
· SOW

Statement of Work
· TAP

Transition Assistance Program
· TWMS

Total Work Force Management System
· VAL

Visit Authorization Letter
5.0
REQUIREMENTS.

The Career Transition program seminar shall be divided into logical segments, dealing with every aspect of career transition.  

5.1
Each segment shall be designed to present a different aspect the career transition process to ensure that as the participants proceed through the program, they quickly realize career transition is a process, not just a series of events.  For example, to write a resume, the individual must know what they want to do.  To conduct an information meeting, the individual must have prepared themselves through research.  To interview and negotiate compensation, the individual must understand the strengths they bring to the job.  And finally, the individual must know how their abilities fit with the organization expectations.  Topics shall include:

· Deciding an new career objective (what I want to do)

· Building a resume (the rationale and how to do it) 

· Developing contacts (personal and corporate)
· Networking (in the service and out)
· Marketing yourself (and coping with rejection)
· Coping with stress (retirement and transition)

· Communication
 (telephone, letter, and in person)

· The spouse's perspective

· Research and preparation 

· Information and job interview techniques 

· Compensation and salary negotiation skills - Including information on average salaries for military and civil service

· Job search organization and management

· Employment hurdles for senior military personnel

· Business world reality

· Retirement reality

5.2
Follow-on support for 60 days after day 5 of each seminar for all attendees to the particular seminar shall include:

· Resume critique and feedback

· Telephone consulting for 60 days after completion of each Seminar

5.3
Each individual attending the seminar shall receive a copy of the career transition book, "What's Next," which contains the critical aspects of the seminar.  Each individual shall also receive a pre-seminar "homework" package, that will take then approximately 5 hours to complete, that includes a Personal Evaluation Survey and Personal Preference Type Indicator, which will be discussed during the seminar.

Note: This course is not designed to be a substitute for the service sponsored transition assistance programs (TAP).  The GI bill, military retirement processing, medical exams, or the like are not topics discussed as part of this seminar.  This seminar is strictly focused on teaching the process of transitioning from the government to a private sector career.  However, some activities do combine this program with the specifics of leaving government service by bringing in people to discuss TAP related topics during the individualized sessions.

6.0
PERFORMANCE REQUIREMENTS SUMMARY (PRS).  This section refers to deliverables produced by the contractor as a result of the work performed in Section 5 Performance Requirements above.  The Performance Requirements Summary Table 6.0 is below.

Table 6.0 - Performance Requirements Summary

	Task
	Performance Objective
	Performance Standards
	Frequency
	Acceptable Quality Level (AQL)
	Surveillance Method

	5.1
	The seminar divided into logical segments, dealing with every aspect of career transition.  


	Adhere to requirements specified in paragraph 5.1 of the SOW
	During first three days of each seminar 
	100% Compliant with the SOW.
	Customer approval 

	5.2
	Follow-on support for 60 days telephone consulting support.
	Adhere to requirements specified in paragraph 5.2 of the SOW
	During individual sessions. 
	Follow-on support for 60 days
	Customer Approval

	5.3
	Provide 14 copies of the career transition book “What’s Next.”
	Adhere to requirements specified in paragraph 5.3 of the SOW
	At the beginning of each seminar.
	Follow-on support for 60 days
	Customer Approval


7.0 QUALITY ASSURANCE SURVILLANCE PLAN (QASP).

7.1
Surveillance methods:  The primary method of surveillance used to monitor performance of this contract will include, but not be limited to, random or planned sampling, periodic or inspection, and validated customer complaints.  Performance will be measured in accordance with Table 7.1 below. 

Table 7.1: Quality Assurance Surveillance Plan

	Performance Element
	Performance Required
	Frequency
	Surveillance Method
	Acceptable Quality Level

	SOW Section 5.1 Section 
	Quality– sessions are, accurate, clear and conformed to the requirements of the SOW
	During first three days of seminar
	100% Inspection
	100% Compliance with the SOW.

	Section 5.2
	Follow-on support for 60 days
	During 60 days immediately following each seminar.
	Individual attendee feedback.
	100% Compliance with the SOW


If performance is within acceptable levels, it will be considered to be satisfactory.  If not, overall performance may be considered unsatisfactory.  

7.2
Incentives/Disincentives:  The COR’s makes an annual report on Contractor Performance (Contractors Assessment and Reporting System (CPARS) or other annual report).  The contractor’s failure to achieve satisfactory performance under the contract/task order, reflected in the COR’s annual report, may result in termination of the contract/task order and may also result in the loss of future Government contracts/task orders.  The contractor’s failure to achieve satisfactory performance under the contract/task order may result in the non-exercise of available options.  For each item that does not meet acceptable levels, the Government may issue a Contract Discrepancy Report (CDR).  CDRs will be forwarded to the Contracting Officer with a copy sent to the contractor.  The contractor must reply in writing within 5 days of receipt identifying how future occurrences of the problem will be prevented.  Based upon the contractor’s past performance and plan to solve the problem, the Contracting Officer will determine if any further action will be taken.   

In accordance with the inspection of services provisions for Firm Fixed Price (FFP) contract, the contractor will be incentivized to provide quality products in a timely manner since the Government can require the Contractor, at no additional cost, to replace or correct work that fails to meet contract requirements.  

8.0
TRAVEL:  Travel is not authorized for this contract.
9.0
PERIOD OF PERFORMANCE. 

The delivery/performance schedule for this contract will be as follows:


Base Period:

30 September 2016 to 29 September 2017

Option periods if executed are as follows:


Option Period I:

30 September 2017 to 29 September 2018


Option Period II:
30 September 2018 to 29 September 2019


Option Period III:
30 September 2019 to 29 September 2020


Option Period IV:
30 September 2020 to 29 September 2021

10.0
PLACE OF PERFORMANCE. 

The seminars will be rotated between the following locations: Jacksonville, FL; Fort Worth, TX; Chicago, IL; Washington, DC and Norfolk. VA.  Specific seminar location will be provided to the contractor not later than 75 days prior to the date the event is scheduled.
11.0
REIMBURSABLE TRAVEL EXPENSES.  Any travel associated with this SOW shall be at the Contractor’s expense.  

12.0
SECURITY REQUIREMENTS

12.1
SECURITY CLEARANCE.

a.  All contract personnel performing under this contract/task order must maintain a minimum of favorably adjudicated National Agency Check with Local Agency Check and Credit Checks (NACLC) investigation current within 10 years in accordance Department of the Navy Personnel Security Program SECNAV M-5510.30.  All contractors supporting this contract must be United States citizens  Contractor’s position sensitivity designated as Non Sensitive (NS) and position IT designation IT-III.

b.  The contractor will provide the Navy's Security Manager and the COR, the name, title, address and phone number for the Contractor's Security Representative (CSR)/Facility Security Officer (FSO).  The CSR/FSO shall be the primary point of contact on any security matter.  The contractor shall provide a listing of contract personnel performing under this contract/task order within 15 days of contract award.  The Navy’s Security Manager is responsible for entering contract personnel information into the Joint Personnel Adjudication System (JPAS)/Central Verification System (CVS), having “Owning” role in JPAS/CVS for contract personnel.  CSR/FSO shall submit a visit authorization letters (VAL) to Navy’s Security Manager for contract personnel performing under this contract/task order.  The command Navy Security Manager will take a “Owning” role in JPAS/CVS for contract personnel for the duration of contract.  Contract personnel shall in-process with the Navy Security Manager upon arrival to Navy command and shall out-process prior to the conclusion of the contract/task order or employment termination.  The VAL shall be renewed annually for contract personnel performing under this contract/task order.  Failure to submit VAL shall result in a delay in contract personnel start date.  Personnel support 

c.  Once the SF-86P has been submitted in (JPAS), an interim eligibility cannot be granted by Department of Defense Central Adjunction Facility (DODCAF) through the CSR/FSO, because there is no interim for a favorable adjudication.  The Navy Security Manager cannot authorize issuance of a CAC or access a DON or DoD classified/unclassified computer/network, and/or have access to sensitive unclassified information.  The contractor shall ensure that the individual employee has a current requisite background investigation for the duration of the contract/task order.  The investigation must be submitted and results received prior to commencement of work.  

                 (1) Derogatory information (i.e. Medical Evaluations, Letters of Intent, Statement of Reasons) or “No Determination Made” decisions resulting from a personnel security investigation shall be addressed by the CSR/FSO.  Contract personnel shall self-report any derogatory issue to their supervisor or the CSR/FSO in accordance with NISPOM.  The CSR/FSO shall notify the Government Sponsor regarding issues that will impact a contract personnel’s ability to maintain access.  No contract personnel shall have access to any DoD classified/unclassified or sensitive information/CUI until completion of the adjudication process and/or resolution of issues.  An unfavorable determination does not relieve the contractor from meeting any contractual obligation under this contract/task order.

(2) Contractors are required to attend annual security refresher trainer.  If onsite, government will provide training.


d.  The contractor shall ensure contract personnel requiring access to IT systems or networks are certified in accordance with DoD 8570.01-M and provide documentation.  The contractor shall ensure contract personnel complete annual Information Assurance (IA) training and maintain a current requisite background investigation.  The contractor shall ensure a System Authorization Access Request Navy (SAAR-N) is completed on contract personnel requiring access to IT systems.  The contractor shall ensure a completed SAAR-N is forwarded to the Navy Command’s Security Manage at least five (5) days prior to the contract personnel’s start date.  Failure to provide the required documentation in the prescribed timeframe shall result in a delay in contract personnel’s start date.


e.  The contractor shall comply with Directive-Type Memorandum (DTM) 08-003, DoD 5200.2R, and SECNAV M-5510.30 regarding CAC issuance, Personnel Security Program procedures for contract employees requiring:  (1) Physical access to a federally controlled base, facility or activity and/or; (2) Access to DoD computers and networks (information technology and systems) to perform certain classified, unclassified, or non-critical sensitive duties under this contract/task order.

                (1) The contractor shall immediately report a lost or stolen CAC to the Government Sponsor.

                (2) FAR Clause, 52.204-9, “Personal Identity Verification of Contractor Personnel”, also included in this contract is applicable and provides further direction regarding the CAC.

                (3) The contractor is responsible for the absence of contract personnel due to expired CACs/credentials.

                (4) Contract personnel shall return CACs to the government Technical Point of Contact/Government Sponsor upon contractor change in status, expiration of the CAC, or completion or expiration of the contract.

12.2.
INFORMATION ASSURANCE (IA).  The Contractor shall ensure that personnel accessing information systems have the proper and current information assurance certification to perform information assurance functions in accordance with the Information Assurance Workforce Improvement Program DoD 8570.01-M.  The Contractor shall meet the applicable information assurance certification requirements, including:  

a.  DOD-approved information assurance workforce certifications appropriate for each category and level as listed in the current version of DOD 8570.01-M.  It has been determined that contractors supporting this contract/task order will not have any access to any DOD or Navy NMCI Network or computer systems during any support  required under this statement.  No IAT Level certification is required to support this contract.

b.  Appropriate operating system certification for information assurance technical positions is required by DOD 8570.01-M.  All contractor Cyber Security Workforce (CSWF) certifications shall be provided to CNRFC N64 upon arrival/check-in for registration in the Total Workforce Management Services (TWMS).  

c.  Upon request by the Government, the Contractor shall provide documentation supporting the information assurance certification status of personnel performing information assurance functions.

d.  Contractor personnel who do not have proper and current certifications shall be denied access to DOD information systems for the purpose of performing information assurance functions.  The contractor shall provide a plan/schedule of certification attainment within 6 months of contract/task order award for those contractor personnel assigned who arrive without appropriate IAT certification.  The contractor shall provide the plan/schedule of certification attainment within 15 days of contract award.  The contractor shall provide a plan/schedule of continuing education (CE’s) units for the maintenance of required certifications (DOD requires CEs for maintenance of Security +).  The contractor shall provide the plan/schedule of continuing education units for the maintenance of required certifications within 15 days of contract award and the continuing education can be combined with plan/schedule of certification attainment plan.  The contractor shall comply with all other requirements of DOD 8570.01-M for each respective Information Assurance Systems Architect and Engineer (IASAE) or IAT level.  Guidance is located at:  http://www.dtic.mil/whs/directives/corres/pdf/857001m.pdf.

12.3.
OPERATIONS SECURITY (OPSEC) REQUIREMENTS (For Government Site)
12.3.1
GENERAL CONTRACTOR OPSEC REQUIREMENTS.  During the course of this contract/task order, in addition to those restrictions, instructions and guidelines delineated in the contract Performance Work Statement (PWS) and/or other references provided, the contractor will adhere to the following minimum requirements in support of Commander, Navy Reserve Forces Command (CNRFC) and Commander, Navy Air Force Reserve (CNAFR) OPSEC Programs: 

a. Introduction of personnel electronic devices into government networks, government spaces, laptops, tablet PCs, cellular phones, cameras, recording devices, and data recording/storage devices is STRICTLY controlled and forbidden in most cases.  Company issued equipment required for the performance of work at CNRFC/CNAFR site must be approved by the government security officer.  Photography and recording is not allowed except for official use and by permit only.  (Unless otherwise stipulated in the contract, contact the CNRFC/CNAFR Security Officer for approval.) 

b. Contractor personnel shall not discuss government operations in public or over unprotected or unencrypted communications.  Official Business, controlled unclassified information may only be transmitted as directed in the Performance Work Statement. 

c. The Contractor shall not post to company websites, publications, newsletters or other media any images, data or information that reveal sensitive government operations, personnel, equipment, and/or classified or controlled unclassified information, refer to paragraph (d) below.  When in doubt, company press releases related to this contract should be coordinated through the Contracting Officer Representative (COR) and the CNRFC/CNAFR Public Affairs Officer (PAO). 

d. Contractor personnel shall not disclose to unauthorized third parties, post to unofficial sites (including Social Networking sites) any images, data or information that reveals sensitive government operations, personnel, equipment, including, but not limited to: 

(1) Tactics, techniques and procedures, production or work schedules, any visible or concealed modifications, upgrades, additions to vessels, aircraft, or weapons or equipment; increases, change, or decreases in work/deployment frequency or government personnel, vehicle, vessel or aircraft movements; specialized equipment orders, deliveries, shipments, etc. (Unauthorized disclosure and transfer of National Security Information is punishable under 18 United States Code § 793.) 

(2) Any Non-Disclosure requirements will remain in effect during the duration of this contract/task order an indefinitely thereafter. 

(3) Unauthorized disclosures and attempts to solicit this type information by unauthorized third parties or others not affiliated with this contract shall be reported to the CNRFC/CNARF Security Office and the contract point of contact, and your company Facility Security Officer (FSO) and the Defense Security Service (DSS). 

e. Government issued badges, identification shall be removed and/or concealed from plain sight when off station and shall not be left in vehicles or unprotected.  Badges and Passes may not be duplicated or copied.  Lost or stolen identification badges, vehicle passes etc., will be immediately reported to the CNRFC/CNAFR Security Office. 

f. Practice OPSEC and implement countermeasures to protect Critical Information (CI) and other sensitive unclassified information and activities vigilance, or degrade the planning and execution of military operations performed or supported by the contractor in support of the mission.  Protection of CI will include the adherence to and execution of countermeasures which the contractor initiates or as provided by CNRFC/CNARF Security Office, for CI on or related to this Performance Work Statement. 

g. Employees associated with contract/task order are required to attend all Operational Security training. Personnel must comply with all OPSEC principles and procedures. All personnel are responsible to protect the U.S. Navy and Commander, Navy Reserve Force.

13.0
CONTRACTOR PERSONNEL.  All Contractor employees and their representatives who enter a DOD location to perform under the requirements of this PWS must adhere to all security regulations and as such will be subject to security checks.  The contractor shall ensure that contractor employees observe and comply with all local and higher authority policies, regulations, and procedures concerning fire, safety, environmental protection, sanitation, security, traffic, parking, energy conservation, flag courtesy, “off limits” areas, and possession of firearms or other lethal weapons.  When two or more directives or instructions apply, the contractor shall comply with the more stringent of the directives or instructions.  Contractor personnel and their personal property will be subject to searches and seizures when entering, while on, or leaving a DOD location pursuant to the installation’s regulations.  In the event of a strike by the Contractor’s personnel, the Contractor shall be responsible for the cost of any increase in security required by the installation commander.  The installation commander has the authority to bar individuals from the installation.  Removal of an employee from the job site or dismissal from the premises shall not relieve the Contractor of its requirement to provide sufficient personnel for performance of the services required by the PWS.  The Contractor shall remove any individual from the site whose continued presence or employment is contrary to public interest or inconsistent with the best interests of national security.

14.0
TECHNICAL POINTS OF CONTACT (TPOC) AND INSPECTION AND ACCEPTANCE

The Contracting Officer's Representative (COR) under this contract/task order and the person responsible for performing inspection and acceptance of the contractor’s performance at the destination) is:

14.1
COR:  

Name: 

LSC Shunquita Neal, 

N413 Internal Supply Manager

Address:
Commander, Navy Reserve Forces Command

1915 Forrestal Drive, Norfolk, VA 23551

Phone:

(757) 322-6547

DSN: 

262- 6547

Fax:

(757) 444-7622
Email:

shunquita.neal@navy.mil

C
STATERMENT OF WORK 

FOR

COMMANDER, NAVY RESERVE FORCES COMMEND NAVY RESERVE PROFESSIONAL DEVELOPMENT CENTER CAREER TRANSITION SEMINAR CONTRACT

1.0
INTRODUCTION.  Commander, Navy Reserve Forces Command intends to procure sole source services to provide the Navy Reserve Profession Development Center (NRPDC) Career Transition Seminar services for Senior Officers (O-5 and above), Senior Enlisted (E-8 and above) and Senior Chief Warrant Officer (CWO-4 and above) who are within two years retirement.  

2.0
BACKGROUND.  

The Ruehlin Associates Career Transition Seminar has been developed over the past 20 years, and provides unique insight into career transition for senior officers (O-5 and above), senior enlisted (E-8 and above) and Senior Chief Warrant Officer (CWO-4 and above) who are within a year or two of retirement.  The course adopts and refines professional private sector transition training programs to address the situations senior military and senior civil service personnel face during their career transition.  The result is an intense training experience that prepares each member for all phases of career transition.  The focus of the program is strictly on the practical aspects dealing with the process of managing a career and finding the right job.  The program is dynamic in that new ideas and "lessons learned" inputs obtained from those who have attended previous career transition seminars and started new careers are incorporate so each offering is current.
3.0
SCOPE.  The seminar lasts five days: three days in seminar and two days dedicated to one-on-one counseling sessions with the seminar leader.  The individual sessions are valuable because people always have personal concerns they don't want to share with the group.  In addition, the one-on-one sessions gives the seminar leader an opportunity to give direct feedback, whether it is career advice or resume feedback.  The seminars are targeted to the level of need. 
3.1
NAICS Code: SIC Code:
Federal Product/Service Code:
Object Class Code: 
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   8299


       U009



25.1
4.0
APPLICABLE DIRECTIVES:
	Document Type
	Number/Version
	Title
	Date

	Manual
	SECNAV M-5510.30
	Department of the Navy Personnel Security Program 
	June 2006

	Manual 
	DOD 8570.01M
	Information Assurance Workforce Improvement Program
	December 19, 2005

	Regulation
	DOD 5200.2R
	DOD Personnel Security Program
	January 1987 w/Change 3 February 23, 1996

	Directive
	DTM 08-003
	Directive-Type Memorandum – Common Access Card
	December 1, 2008 w/Change 5 October 8,2013


4.1
ACRONYMS AND ABBREVIATIONS:

· CDR

Contract Discrepancy Report

· CE

Continuing Education

· CI

Critical Information
· COR

Contracting Officers Representative
· CNAFR
Commander, Naval Air Force Reserve
· CNRFC
Commander, Navy Reserve Forces Command
· CPARS

Contractor Performance Assessment Reporting System
· CSR

 Contractor’s Security Representative
· CSWF

Cyber Security Workforce
· DODCAF
Department of Defense Central Adjunction Facility

· DTM

Directive-Type Memorandum

· FFP

Firm Fixed Price
· FSO

Facility Security Officer
· IA

Information Assurance
· IASAE

Information Assurance Systems Architect and Engineer

· IAT

Information Assurance Technical

· IT

Information Technology

· JPAS

Joint Personnel Adjudication System
· NACLC
National Agency Check with Local Agency Check and Credit Checks
· NRPDC
Navy Reserve Professional Development Center
· PAO

Public Affairs Officer
· PRS

Performance Requirements Summary
· QASP

Quality Assurance surveillance Plan
· SAAR-N
System Authorization Access Request Navy
· SIC

Standard Industrial Classification
· SOW

Statement of Work
· TAP

Transition Assistance Program
· TWMS

Total Work Force Management System
· VAL

Visit Authorization Letter
5.0
REQUIREMENTS.

The Career Transition program seminar shall be divided into logical segments, dealing with every aspect of career transition.  

5.1
Each segment shall be designed to present a different aspect the career transition process to ensure that as the participants proceed through the program, they quickly realize career transition is a process, not just a series of events.  For example, to write a resume, the individual must know what they want to do.  To conduct an information meeting, the individual must have prepared themselves through research.  To interview and negotiate compensation, the individual must understand the strengths they bring to the job.  And finally, the individual must know how their abilities fit with the organization expectations.  Topics shall include:

· Deciding an new career objective (what I want to do)

· Building a resume (the rationale and how to do it) 

· Developing contacts (personal and corporate)
· Networking (in the service and out)
· Marketing yourself (and coping with rejection)
· Coping with stress (retirement and transition)

· Communication
 (telephone, letter, and in person)

· The spouse's perspective

· Research and preparation 

· Information and job interview techniques 

· Compensation and salary negotiation skills - Including information on average salaries for military and civil service

· Job search organization and management

· Employment hurdles for senior military personnel

· Business world reality

· Retirement reality

5.2
Follow-on support for 60 days after day 5 of each seminar for all attendees to the particular seminar shall include:

· Resume critique and feedback

· Telephone consulting for 60 days after completion of each Seminar

5.3
Each individual attending the seminar shall receive a copy of the career transition book, "What's Next," which contains the critical aspects of the seminar.  Each individual shall also receive a pre-seminar "homework" package, that will take then approximately 5 hours to complete, that includes a Personal Evaluation Survey and Personal Preference Type Indicator, which will be discussed during the seminar.

Note: This course is not designed to be a substitute for the service sponsored transition assistance programs (TAP).  The GI bill, military retirement processing, medical exams, or the like are not topics discussed as part of this seminar.  This seminar is strictly focused on teaching the process of transitioning from the government to a private sector career.  However, some activities do combine this program with the specifics of leaving government service by bringing in people to discuss TAP related topics during the individualized sessions.

6.0
PERFORMANCE REQUIREMENTS SUMMARY (PRS).  This section refers to deliverables produced by the contractor as a result of the work performed in Section 5 Performance Requirements above.  The Performance Requirements Summary Table 6.0 is below.

Table 6.0 - Performance Requirements Summary

	Task
	Performance Objective
	Performance Standards
	Frequency
	Acceptable Quality Level (AQL)
	Surveillance Method

	5.1
	The seminar divided into logical segments, dealing with every aspect of career transition.  


	Adhere to requirements specified in paragraph 5.1 of the SOW
	During first three days of each seminar 
	100% Compliant with the SOW.
	Customer approval 

	5.2
	Follow-on support for 60 days telephone consulting support.
	Adhere to requirements specified in paragraph 5.2 of the SOW
	During individual sessions. 
	Follow-on support for 60 days
	Customer Approval

	5.3
	Provide 14 copies of the career transition book “What’s Next.”
	Adhere to requirements specified in paragraph 5.3 of the SOW
	At the beginning of each seminar.
	Follow-on support for 60 days
	Customer Approval


8.0 QUALITY ASSURANCE SURVILLANCE PLAN (QASP).

7.1
Surveillance methods:  The primary method of surveillance used to monitor performance of this contract will include, but not be limited to, random or planned sampling, periodic or inspection, and validated customer complaints.  Performance will be measured in accordance with Table 7.1 below. 

Table 7.1: Quality Assurance Surveillance Plan

	Performance Element
	Performance Required
	Frequency
	Surveillance Method
	Acceptable Quality Level

	SOW Section 5.1 Section 
	Quality– sessions are, accurate, clear and conformed to the requirements of the SOW
	During first three days of seminar
	100% Inspection
	100% Compliance with the SOW.

	Section 5.2
	Follow-on support for 60 days
	During 60 days immediately following each seminar.
	Individual attendee feedback.
	100% Compliance with the SOW


If performance is within acceptable levels, it will be considered to be satisfactory.  If not, overall performance may be considered unsatisfactory.  

7.2
Incentives/Disincentives:  The COR’s makes an annual report on Contractor Performance (Contractors Assessment and Reporting System (CPARS) or other annual report).  The contractor’s failure to achieve satisfactory performance under the contract/task order, reflected in the COR’s annual report, may result in termination of the contract/task order and may also result in the loss of future Government contracts/task orders.  The contractor’s failure to achieve satisfactory performance under the contract/task order may result in the non-exercise of available options.  For each item that does not meet acceptable levels, the Government may issue a Contract Discrepancy Report (CDR).  CDRs will be forwarded to the Contracting Officer with a copy sent to the contractor.  The contractor must reply in writing within 5 days of receipt identifying how future occurrences of the problem will be prevented.  Based upon the contractor’s past performance and plan to solve the problem, the Contracting Officer will determine if any further action will be taken.   

In accordance with the inspection of services provisions for Firm Fixed Price (FFP) contract, the contractor will be incentivized to provide quality products in a timely manner since the Government can require the Contractor, at no additional cost, to replace or correct work that fails to meet contract requirements.  

8.0
TRAVEL:  Travel is not authorized for this contract.
9.0
PERIOD OF PERFORMANCE. 

The delivery/performance schedule for this contract will be as follows:


Base Period:

30 September 2016 to 29 September 2017

Option periods if executed are as follows:


Option Period I:

30 September 2017 to 29 September 2018


Option Period II:
30 September 2018 to 29 September 2019


Option Period III:
30 September 2019 to 29 September 2020


Option Period IV:
30 September 2020 to 29 September 2021

10.0
PLACE OF PERFORMANCE. 

The seminars will be rotated between the following locations: Jacksonville, FL; Fort Worth, TX; Chicago, IL; Washington, DC and Norfolk. VA.  Specific seminar location will be provided to the contractor not later than 75 days prior to the date the event is scheduled.
11.0
REIMBURSABLE TRAVEL EXPENSES.  Any travel associated with this SOW shall be at the Contractor’s expense.  

12.0
SECURITY REQUIREMENTS

12.1
SECURITY CLEARANCE.

a.  All contract personnel performing under this contract/task order must maintain a minimum of favorably adjudicated National Agency Check with Local Agency Check and Credit Checks (NACLC) investigation current within 10 years in accordance Department of the Navy Personnel Security Program SECNAV M-5510.30.  All contractors supporting this contract must be United States citizens  Contractor’s position sensitivity designated as Non Sensitive (NS) and position IT designation IT-III.

b.  The contractor will provide the Navy's Security Manager and the COR, the name, title, address and phone number for the Contractor's Security Representative (CSR)/Facility Security Officer (FSO).  The CSR/FSO shall be the primary point of contact on any security matter.  The contractor shall provide a listing of contract personnel performing under this contract/task order within 15 days of contract award.  The Navy’s Security Manager is responsible for entering contract personnel information into the Joint Personnel Adjudication System (JPAS)/Central Verification System (CVS), having “Owning” role in JPAS/CVS for contract personnel.  CSR/FSO shall submit a visit authorization letters (VAL) to Navy’s Security Manager for contract personnel performing under this contract/task order.  The command Navy Security Manager will take a “Owning” role in JPAS/CVS for contract personnel for the duration of contract.  Contract personnel shall in-process with the Navy Security Manager upon arrival to Navy command and shall out-process prior to the conclusion of the contract/task order or employment termination.  The VAL shall be renewed annually for contract personnel performing under this contract/task order.  Failure to submit VAL shall result in a delay in contract personnel start date.  Personnel support 

c.  Once the SF-86P has been submitted in (JPAS), an interim eligibility cannot be granted by Department of Defense Central Adjunction Facility (DODCAF) through the CSR/FSO, because there is no interim for a favorable adjudication.  The Navy Security Manager cannot authorize issuance of a CAC or access a DON or DoD classified/unclassified computer/network, and/or have access to sensitive unclassified information.  The contractor shall ensure that the individual employee has a current requisite background investigation for the duration of the contract/task order.  The investigation must be submitted and results received prior to commencement of work.  

                 (1) Derogatory information (i.e. Medical Evaluations, Letters of Intent, Statement of Reasons) or “No Determination Made” decisions resulting from a personnel security investigation shall be addressed by the CSR/FSO.  Contract personnel shall self-report any derogatory issue to their supervisor or the CSR/FSO in accordance with NISPOM.  The CSR/FSO shall notify the Government Sponsor regarding issues that will impact a contract personnel’s ability to maintain access.  No contract personnel shall have access to any DoD classified/unclassified or sensitive information/CUI until completion of the adjudication process and/or resolution of issues.  An unfavorable determination does not relieve the contractor from meeting any contractual obligation under this contract/task order.

(2) Contractors are required to attend annual security refresher trainer.  If onsite, government will provide training.


d.  The contractor shall ensure contract personnel requiring access to IT systems or networks are certified in accordance with DoD 8570.01-M and provide documentation.  The contractor shall ensure contract personnel complete annual Information Assurance (IA) training and maintain a current requisite background investigation.  The contractor shall ensure a System Authorization Access Request Navy (SAAR-N) is completed on contract personnel requiring access to IT systems.  The contractor shall ensure a completed SAAR-N is forwarded to the Navy Command’s Security Manage at least five (5) days prior to the contract personnel’s start date.  Failure to provide the required documentation in the prescribed timeframe shall result in a delay in contract personnel’s start date.


e.  The contractor shall comply with Directive-Type Memorandum (DTM) 08-003, DoD 5200.2R, and SECNAV M-5510.30 regarding CAC issuance, Personnel Security Program procedures for contract employees requiring:  (1) Physical access to a federally controlled base, facility or activity and/or; (2) Access to DoD computers and networks (information technology and systems) to perform certain classified, unclassified, or non-critical sensitive duties under this contract/task order.

                (1) The contractor shall immediately report a lost or stolen CAC to the Government Sponsor.

                (2) FAR Clause, 52.204-9, “Personal Identity Verification of Contractor Personnel”, also included in this contract is applicable and provides further direction regarding the CAC.

                (3) The contractor is responsible for the absence of contract personnel due to expired CACs/credentials.

                (4) Contract personnel shall return CACs to the government Technical Point of Contact/Government Sponsor upon contractor change in status, expiration of the CAC, or completion or expiration of the contract.

12.2.
INFORMATION ASSURANCE (IA).  The Contractor shall ensure that personnel accessing information systems have the proper and current information assurance certification to perform information assurance functions in accordance with the Information Assurance Workforce Improvement Program DoD 8570.01-M.  The Contractor shall meet the applicable information assurance certification requirements, including:  

a.  DOD-approved information assurance workforce certifications appropriate for each category and level as listed in the current version of DOD 8570.01-M.  It has been determined that contractors supporting this contract/task order will not have any access to any DOD or Navy NMCI Network or computer systems during any support  required under this statement.  No IAT Level certification is required to support this contract.

b.  Appropriate operating system certification for information assurance technical positions is required by DOD 8570.01-M.  All contractor Cyber Security Workforce (CSWF) certifications shall be provided to CNRFC N64 upon arrival/check-in for registration in the Total Workforce Management Services (TWMS).  

c.  Upon request by the Government, the Contractor shall provide documentation supporting the information assurance certification status of personnel performing information assurance functions.

d.  Contractor personnel who do not have proper and current certifications shall be denied access to DOD information systems for the purpose of performing information assurance functions.  The contractor shall provide a plan/schedule of certification attainment within 6 months of contract/task order award for those contractor personnel assigned who arrive without appropriate IAT certification.  The contractor shall provide the plan/schedule of certification attainment within 15 days of contract award.  The contractor shall provide a plan/schedule of continuing education (CE’s) units for the maintenance of required certifications (DOD requires CEs for maintenance of Security +).  The contractor shall provide the plan/schedule of continuing education units for the maintenance of required certifications within 15 days of contract award and the continuing education can be combined with plan/schedule of certification attainment plan.  The contractor shall comply with all other requirements of DOD 8570.01-M for each respective Information Assurance Systems Architect and Engineer (IASAE) or IAT level.  Guidance is located at:  http://www.dtic.mil/whs/directives/corres/pdf/857001m.pdf.

12.3.
OPERATIONS SECURITY (OPSEC) REQUIREMENTS (For Government Site)
12.3.1
GENERAL CONTRACTOR OPSEC REQUIREMENTS.  During the course of this contract/task order, in addition to those restrictions, instructions and guidelines delineated in the contract Performance Work Statement (PWS) and/or other references provided, the contractor will adhere to the following minimum requirements in support of Commander, Navy Reserve Forces Command (CNRFC) and Commander, Navy Air Force Reserve (CNAFR) OPSEC Programs: 

a. Introduction of personnel electronic devices into government networks, government spaces, laptops, tablet PCs, cellular phones, cameras, recording devices, and data recording/storage devices is STRICTLY controlled and forbidden in most cases.  Company issued equipment required for the performance of work at CNRFC/CNAFR site must be approved by the government security officer.  Photography and recording is not allowed except for official use and by permit only.  (Unless otherwise stipulated in the contract, contact the CNRFC/CNAFR Security Officer for approval.) 

b. Contractor personnel shall not discuss government operations in public or over unprotected or unencrypted communications.  Official Business, controlled unclassified information may only be transmitted as directed in the Performance Work Statement. 

c. The Contractor shall not post to company websites, publications, newsletters or other media any images, data or information that reveal sensitive government operations, personnel, equipment, and/or classified or controlled unclassified information, refer to paragraph (d) below.  When in doubt, company press releases related to this contract should be coordinated through the Contracting Officer Representative (COR) and the CNRFC/CNAFR Public Affairs Officer (PAO). 

d. Contractor personnel shall not disclose to unauthorized third parties, post to unofficial sites (including Social Networking sites) any images, data or information that reveals sensitive government operations, personnel, equipment, including, but not limited to: 

(1) Tactics, techniques and procedures, production or work schedules, any visible or concealed modifications, upgrades, additions to vessels, aircraft, or weapons or equipment; increases, change, or decreases in work/deployment frequency or government personnel, vehicle, vessel or aircraft movements; specialized equipment orders, deliveries, shipments, etc. (Unauthorized disclosure and transfer of National Security Information is punishable under 18 United States Code § 793.) 

(2) Any Non-Disclosure requirements will remain in effect during the duration of this contract/task order an indefinitely thereafter. 

(3) Unauthorized disclosures and attempts to solicit this type information by unauthorized third parties or others not affiliated with this contract shall be reported to the CNRFC/CNARF Security Office and the contract point of contact, and your company Facility Security Officer (FSO) and the Defense Security Service (DSS). 

e. Government issued badges, identification shall be removed and/or concealed from plain sight when off station and shall not be left in vehicles or unprotected.  Badges and Passes may not be duplicated or copied.  Lost or stolen identification badges, vehicle passes etc., will be immediately reported to the CNRFC/CNAFR Security Office. 

f. Practice OPSEC and implement countermeasures to protect Critical Information (CI) and other sensitive unclassified information and activities vigilance, or degrade the planning and execution of military operations performed or supported by the contractor in support of the mission.  Protection of CI will include the adherence to and execution of countermeasures which the contractor initiates or as provided by CNRFC/CNARF Security Office, for CI on or related to this Performance Work Statement. 

g. Employees associated with contract/task order are required to attend all Operational Security training. Personnel must comply with all OPSEC principles and procedures. All personnel are responsible to protect the U.S. Navy and Commander, Navy Reserve Force.

13.0
CONTRACTOR PERSONNEL.  All Contractor employees and their representatives who enter a DOD location to perform under the requirements of this PWS must adhere to all security regulations and as such will be subject to security checks.  The contractor shall ensure that contractor employees observe and comply with all local and higher authority policies, regulations, and procedures concerning fire, safety, environmental protection, sanitation, security, traffic, parking, energy conservation, flag courtesy, “off limits” areas, and possession of firearms or other lethal weapons.  When two or more directives or instructions apply, the contractor shall comply with the more stringent of the directives or instructions.  Contractor personnel and their personal property will be subject to searches and seizures when entering, while on, or leaving a DOD location pursuant to the installation’s regulations.  In the event of a strike by the Contractor’s personnel, the Contractor shall be responsible for the cost of any increase in security required by the installation commander.  The installation commander has the authority to bar individuals from the installation.  Removal of an employee from the job site or dismissal from the premises shall not relieve the Contractor of its requirement to provide sufficient personnel for performance of the services required by the PWS.  The Contractor shall remove any individual from the site whose continued presence or employment is contrary to public interest or inconsistent with the best interests of national security.

14.0
TECHNICAL POINTS OF CONTACT (TPOC) AND INSPECTION AND ACCEPTANCE

The Contracting Officer's Representative (COR) under this contract/task order and the person responsible for performing inspection and acceptance of the contractor’s performance at the destination) is:

14.1
COR:  

Name: 

LSC Shunquita Neal, 

N413 Internal Supply Manager

Address:
Commander, Navy Reserve Forces Command

1915 Forrestal Drive, Norfolk, VA 23551

Phone:

(757) 322-6547

DSN: 

262- 6547

Fax:

(757) 444-7622
Email:

shunquita.neal@navy.mil

Section E - Inspection and Acceptance

INSPECTION AND ACCEPTANCE TERMS

Supplies/services will be inspected/accepted at:

	CLIN 
	INSPECT AT 
	INSPECT BY 
	ACCEPT AT 
	ACCEPT BY 

	0001 
	Destination 
	Government 
	Destination 
	Government 

	0002 
	Destination 
	Government 
	Destination 
	Government 

	0003 
	Destination 
	Government 
	Destination 
	Government 

	0004 
	Destination 
	Government 
	Destination 
	Government 

	0005 
	Destination 
	Government 
	Destination 
	Government 


Section F - Deliveries or Performance

DELIVERY INFORMATION

	CLIN 
	DELIVERY DATE 
	QUANTITY 
	SHIP TO ADDRESS 
	UIC 

	 
	 
	 
	 
	 

	0001 
	POP 30-SEP-2016 TO

29-SEP-2017 
	N/A 
	COMMANDER NAVAL RESERVE FORCE

GOVERNMENT REPRESENTATIVE

1915 FORRESTAL DRIVE

NORFOLK VA 23521-4615

FOB:  Destination 
	N00072 

	 
	 
	 
	 
	 

	0002 
	POP 30-SEP-2017 TO

29-SEP-2018 
	N/A 
	(SAME AS PREVIOUS LOCATION)

FOB:  Destination 
	N00072 

	 
	 
	 
	 
	 

	0003 
	POP 30-SEP-2018 TO

30-SEP-2019 
	N/A 
	(SAME AS PREVIOUS LOCATION)

FOB:  Destination 
	N00072 

	 
	 
	 
	 
	 

	0004 
	POP 30-SEP-2019 TO

30-SEP-2020 
	N/A 
	(SAME AS PREVIOUS LOCATION)

FOB:  Destination 
	N00072 

	 
	 
	 
	 
	 

	0005 
	POP 30-SEP-2020 TO

29-SEP-2021 
	N/A 
	(SAME AS PREVIOUS LOCATION)

FOB:  Destination 
	N00072 


Section G - Contract Administration Data

G
PLEASE FORWARD ALL QUOTES TO:   LOUIS ROSSER  (louis.rosser@navy.mil) 215-697-9608

PLEASE ANSWER ALL QUESTIONS

Period of Performance:_30_DAYS after contract award date___________
Is pricing OPEN MARKET OR GSA ?____________

If GSA, please give GSA contract number and special

identification number and contract expiration date_______________________

________________________________________

Does pricing include freight ?____________

If  no, please give a fixed price, if applicable___________ 

PLEASE PROVIDE PRICE JUSTIFICATION

ARE YOU A SMALL OR LARGE BUSINESS?____________-

ARE YOU REGISTERED ON SAM _____________

IF SO PLEASE PROVIDE CAGE CODE_______/ DUNS NUMBER________
TAX ID#_______________
QUOTE#_________________

QUOTE IS GOOD TILL__________________

POINT OF CONTACT REGARDING THIS QUOTE

NAME____________________

TELEPHONE_______________
EMAIL ADDRESS_____________
Please include price list to justify pricing

DO you have any AUTHORIZED RESELLERS_______ if so please list

______________________________/Tel:_______________


______________________________/Tel:________________

______________________________/Tel:________________

Government Regulations state that sevices are to be paid

After they are performed.  Therefore billing must be either monthly or

Quarterly, in arrears,   Please state which is acceptable, monthly or quarterly.

PLEASE  SEND A PUBLISH PRICE LIST WITH QUOTE TO SAVE TIME

