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SECTION SF 30 BLOCK 14 CONTINUATION PAGE 

SUMMARY OF CHANGES  

SECTION A - SOLICITATION/CONTRACT FORM 

The following have been added by full text: 

        AMENDMENT #2
The purpose of this amendment is to include the following changes:

1.) In section 4.3 of the PWS found in section C, the second paragraph for NGEN Deputy Contract Technical Representative (DCTR) Support is incorrectly numbered 4.3.1.  The number is corrected herein.

2.) In section 6.0 of the PWS found in section C, the number of hours for the IT Specialist is increased from 19,200 per year (or 96,000 total) to 38,400 per year (or 192,000 total).

3.) The clause entitled “Minimum and Maximum Quantities (Single Award CPFF IDIQ)” found in section H is changed to reflect the updated level of effort (see #2 above).

SECTION C - DESCRIPTIONS AND SPECIFICATIONS 

The following have been modified: 

        PWS
Performance-Based Work Statement for

Information Technology Services in Support of

OPNAV- DNS—4 CIO

1. INTRODUCTION
   The Director Navy Staff (DNS) Command Information Officer (CIO) (OPNAV CIO), in support of the Chief of Naval Operations (CNO), serves as the principal advisor to DNS on implementation of business improvement opportunities, advises DNS on Knowledge Management (KM), Information Technology (IT), Information Management (IM), and Information Assurance (IA) policies, leads and advises the Navy Staff in reengineering business processes and their underpinning IT infrastructure and services, manages centralized IT services such as Next Generation Enterprise Network (NGEN) and OPNAV Web Services, coordinates with Department of the Navy Chief Information Officer (DONCIO) and Deputy DONCIO on process improvements and policy recommendations for implementation across the Navy, supports Navy Continuity of Operations, and coordinates across Navy and SECNAV organizations.  Staff IT initiatives are reviewed by OPNAV CIO to address compatibility and interoperability with current technologies, compliance with internal and external policies, funding and contracting requirements, and other concerns.  DNS centrally manages and funds core Information Technology (IT) services for the OPNAV staff.  OPNAV CIO manages these services and the associated funding.

2. BACKGROUND
The Office of the Chief of Naval Operations (OPNAV) requires services to carry out their mission to integrate resources and use those resources to improve business processes at a lower cost.  The contractor shall provide OPNAV technical support in the administration and execution of OPNAV command-wide business processes.  

2.1 agency mission

OPNAV’s mission is to assist the Secretary of the Navy and the CNO in preparing the Navy for employment by securing and providing sufficient resources, direction, and administrative support to the Navy operating forces and shore establishment.  OPNAV supports the following business lines:

a. CNO Policy and Guidance to the Operating Forces and the Shore Establishment

b. Navy Operational Requirements

c. Resource Requirements and Allocation

d. Professional Military Advice and Analysis for SECNAV

e. Professional Advice for CNO as a Service Chief and member of the Joint Chiefs of Staff (JCS)

f. Liaison with other Services, JCS, OSD, Congress, other Agencies, and Non-Governmental Organizations (NGOs)

g. Current Year Navy Policy and Performance Oversight (Investigation, Analysis, Evaluation, and Reporting), and related Support

2.2 current IT/NETWORK environment
OPNAV users utilize NGEN software and hardware for network access.  There are approximately 2,600 users and 4,400 client workstations on the unclassified and classified enclaves combined. The Pentagon network infrastructure is currently managed by Joint Information Technology Single Service Provider-Pentagon (JITSSP-P).  Peripheral Multifunction Devices (MFD) are managed either by NGEN, Defense Logistics Agency (DLA), or Department of the Navy Assistant for Administration (DONAA). The OPNAV staff maintains approximately thirty (30) VTC systems; which are managed by individual offices using a variety of platforms and capabilities.  

The OPNAV CIO office develops and maintains multiple Government Off-The-Shelf (GOTS) applications such as HQWEB, Taskers (TV5), Quickr, Integrated Ship Management Information System (iSMIS), Navy Department Awards Web Service (NDAWS), and Integrated Analytic Agenda Tool (IAAT).  Although some of these applications are used for Navy-wide business processes and data gathering, the majority of the effort supports workflow within the OPNAV staff. The servers for these applications reside at the Pentagon and at an alternate site (within 100 miles driving distance of the Pentagon). See Appendix 1 for an in depth description of OPNAV Servers hardware, Appendix 2 for details on supported GOTS systems and related commercial software, and Appendix 3 for the current VTC infrastructure inventory.

3.  scope
   The scope of this effort is to provide development and support services that utilize current, planned and potential business processes, and associated information technologies for the Navy Headquarters Staff and other customers of the OPNAV CIO.  The OPNAV CIO is seeking Contractor support to implement and maintain Information Resource Management (IRM) solutions through the performance of Program Management, Help Desk Services, Field Services, Information Assurance (IA) Compliance Support, Applications and System Support, Projects and New Work Services, and Enterprise Video Teleconference (VTC) Support tasks to meet these objectives and to improve business processes.  This effort will provide IRM solutions support to the entire Navy Headquarters Staff, primarily OPNAV, but also selected components of SECNAV and subordinate Echelons. 

4.  TASKS 

4.1 PROGRAM Management 
The contractor shall provide program management support.  This includes the management and oversight of all activities performed by contractor personnel, including subcontractors, to satisfy the requirements identified in this Performance-Based Work Statement (PWS).  
4.1.1 MANAGE PROGRAM SCHEDULING
The Contractor shall analyze, design, review, update, and perform maintenance of program schedules and networks that track program events and activities from program authorization-to-proceed.  The Contractor shall use MS Project or a similar product for the generation of Detailed Schedules, which span overall program events, while providing filtered and specific detailed information on a subsystem-specific basis.  Data shall be provided in Gantt or network chart formats.  The Contractor shall participate in the identification and tracking of program events, and shall provide insight and analytical reporting on status and proposed schedule revisions.  The Contractor shall work collaboratively with assigned engineers and managers for data collection, validation, and verification, as well as schedule continuity.  Using this data, the contractor shall provide Project Schedules. 
4.1.2 PREPARE A PROGRAM MANAGEMENT PLAN (PMP)
The contractor shall prepare and deliver a Draft and Final PMP.  The Contractor shall provide PMP Updates as changes occur, but at least annually.  The PMP shall contain at a minimum the following:

a. Program approach

b. A matrix of all scheduled deliverables in accordance with the Contract Data Requirements List (DD1423). 

c. Task dependencies and interrelationships

d. Contractor organizational structure

e. Process management and controls

f. Financial management

g. Method for meeting Contractor-proposed Service Level Agreements

h. Subcontractor Management (as appropriate)

i. Security Plan

j. Any unique hardware and software utilized by the Contractor

4.1.3 PROVIDE MONTHLY STATUS REPORTS (MSRs)
The Contractor shall prepare MSRs containing the following information:

a. Activities during reporting period, by task (Include: On-going activities, new activities, activities completed; progress to date on all above mentioned activities).  Start each section with a brief description of the task.

b. Problems and corrective actions taken. Also include issues or concerns and proposed resolutions to address them.

c. Personnel gains, losses and status (security clearance, etc.).

d. Government actions required.

e. Schedule (Shows major tasks, milestones, and deliverables; planned and actual start and completion dates for each).

f. Summary of trips taken, conferences attended, etc.  (Attach trip reports to this MSR for reporting period).

g. Accumulated invoiced cost for each CLIN up to the previous month.

h. Accumulated invoiced costs for on-going projects.

i. Projected cost of each CLIN for the current month.

j. Comparison data / monthly performance reports.

k. Projected expenditure rate by CLIN & total to include outstanding invoices.

l. Projected remaining funds by CLIN/Contract.

4.1.4  CONVENE TECHNICAL STATUS MEETINGS
The Contractor shall conduct monthly Technical Status Meetings (TSM) between the Contractor’s personnel and appropriate Government stakeholders.  The purpose of these meetings is to ensure all stakeholders are informed of the projects’ current activities, the status of all outstanding issues, and progress toward meeting or reaching goals and Service Level Agreements (SLAs).  The Contractor shall prepare and deliver TSM Minutes containing at a minimum the following:

a. Date and place

b. Attendees

c. Purpose of meeting/review

d. Brief description of items discussed

e. Results

f. Action items
4.1.5 CONDUCT PERFORMANCE MONITORING AND REPORTING
The Contractor shall monitor and report on the delivery status of assigned projects, provide performance reports on the delivery, develop the overall workload and budget for the project. The Contractor shall meet with government/military POCs for each application to refine upgrade/change requirement feasibility.  The Contractor shall provide support to implement and maintain new technology applications, including training, training materials, full documentation, user manuals, reference cards, and communication materials.

4.1.6  COORDINATE A PROGRAM kick-off meeting
The Contractor shall schedule and conduct a Program Kick-Off Meeting at the Government’s site.  At a minimum, the attendees shall include key Contractor personnel, key Government personnel, and the Contracting Officer’s Representative (COR).  The Contractor shall discuss the following:

a. Schedule

b. Performance metrics, to include methods and schedule for achieving them

c. Security requirements

d. Government-furnished information

e. Monthly meeting dates

f. Points of Contact 

g. Roles and responsibilities

h. Transition process and timeframes

i. Prioritization of Contractor activities

4.2 TASK 2 –APPLICATION HELP DESK SERVICES

4.2.1 CENTRALIZED APPLICATION HELP DESK SERVICES
The Contractor shall maintain a centralized help desk to support and properly route OPNAV customers regarding OPNAV CIO provided applications as well as NGEN non-technical and technical assistance during routine business hours (0800 – 1600 EST Monday – Friday excluding Federal holidays, and in alignment with OPM guidance for Washington DC area operating status).  Outside of business hours, the Contractor shall provide a call-logging capability but no escalation or non-business-hour response is required.  The help desk averages 610 calls per month (see Appendix 4 – Average Application Incident Calls per Month).  
Tier 1 (Helpdesk) personnel shall be located in a Government-provided space in the Pentagon.  The Contractor may either use Microsoft Office applications currently installed on the Government Furnished Equipment (GFE) for help-desk management or a Web-based, Contractor-hosted solution.  

4.3 TASK 3 – INFORMATION HELPDESK AND FIELD SERVICES

4.3.1 NGEN ASSISTANT CONTRACT TECHNICAL REPRESENTATIVE (ACTR) SUPPORT
The Contractor shall provide support to the OPNAV CIO Contract Technical Representative (CTR) for Next Generation Enterprise Network (NGEN).  Typical NGEN Assistant Contract Technical Representative (ACTR) support activities include: 

a. Track all Contract Line Item Numbers (CLINs) and continuously validate data for accuracy

b. Train and assist new users as applicable in the use of NGEN Tools such as Navy Enterprise Tool (NET), HP Service Manager Tool, and processing Move, Add, Change (MAC) requests.  

c. Identify new requirements and plan seat moves to the OPNAV NGEN Client Representative (CR) for proper coordination.  Identify when services have been delivered for proper invoice accounting.

d. Ensure that all NGEN NIPRNET and SIPRNET requirements for the appropriate N-code are clearly identified to the OPNAV NGEN CTR for ordering and delivery.

e. Ensure that all data for each individual user (profile and account information) as well as seat information are correct in the NET ordering tool.  This is the main source of information to create the build-out of a seat and ensure delivery to the right location and person.

f. Ensure that the applications required for the appropriate N-code are identified, correctly documented in the ISF Tool database, and attached to the correct seats in the NET tool.

g. Coordinate between the OPNAV NGEN CTR and the N-code end user, the delivery of equipment, seat services, applications, and basic user training. 

h. Ensure that acceptance paperwork is complete and reported back to the OPNAV NGEN CTR in a timely manner to facilitate correct invoice and billing of services received.

4.3.2 NGEN DEPUTY CONTRACT TECHNICAL REPRESENTATIVE (DCTR) SUPPORT

The Deputy CTR provides senior level support to the OPNAV CIO Contract Technical Representative (CTR) for Next Generation Enterprise Network (NGEN).  NGEN Deputy Contract Technical Representative (DCTR) support includes activities listed above (4.3.1) as well as training and supervision of ACTR personnel. 
NGEN Contractor support personnel shall be located in Government-provided spaces consisting of a maximum of ten (10) seats in various locations within the Pentagon.  The DCTR works directly with the CTR within DNS-4 spaces.

4.4 TASK 4 –INFORMATION ASSURANCE (IA) SERVICES

Information Assurance tasks address the accuracy, integrity and availability of all OPNAV IRM solutions within the NCR including the alternate site. 

4.4.1 INFORMATION ASSURANCE CHANGE MANAGEMENT
In accordance with the current OPNAV Configuration Change Control process, the Contractor shall evaluate, test, deploy, report, and log externally mandated information assurance actions including:

· Information Assurance Vulnerability Alerts (IAVA)

· Information Assurance Vulnerability Bulletins (IAVB)

· Computer Tasking Orders (CTO)

· Joint Task Force Global Network Operation Directions 

· Naval Telecommunications Directives (NTDs)

· Information Operation Conditions (INFOCON)

· Other directives as identified by the OPNAV CIO or IA Officer

The Contractor shall maintain documentation to be in compliance with the Federal Information Security Management Act (FISMA).

4.4.2 DIACAP/RMF PREPARATION AND SUBMISSION

The Contractor shall prepare periodic and emergent Department of Defense Information Assurance Certification and Accreditation Process (DIACAP) / Risk Management Framework (RMF) packages for OPNAV related systems.  These packages will be submitted to Navy Certification and Accreditation (C&A) authority and subsequent submission to the Navy Office of the Designated Approving Authority (ODAA).  The Contractor shall submit and track package progress through the approval process, until approved via Enterprise Mission Assurance Support Services (eMASS), and advise OPNAV CIO of infrastructure and/or documentation changes identified in the approval process. 

4.5 TASK 5 –APPLICATION AND SYSTEM SUPPORT

4.5.1 APPLICATION INFRASTRUCTURE OPERATION AND MAINTENANCE
Currently the OPNAV CIO maintains a set of approximately 13 classified and 15 unclassified servers that host DNS applications and provide backup services.  The Contractor shall maintain servers at both the Pentagon and the alternate site, since both sets of applications and servers are technologically identical.  

Server administration tasks include:

a. System backup and maintenance

b. Maintenance of back office application data support repositories

c. Maintenance of transactional and permanent data records

d. Monitoring of system performance and trends

e. Real-time monitoring and reporting of system status

f. Projections related to system capacity and expansion requirements

g. Procurement and accounting of resources consumed in scheduled and unscheduled maintenance activities

The Contractor shall deliver the following:

a. SLAs/Metrics addressing system availability, help desk response times, and alternate site Recovery Time Objectives (RTO) and Recovery Point Objectives (RPO) 
Tier 1 (Helpdesk) and Tier 2 (NGEN System Administration) contractor support personnel shall be located in Government-provided spaces at the Pentagon.  Program Manager support shall be provided from within the National Capitol Region NCR in either Government or contractor provided spaces. All other work on this effort may be conducted in Contractor spaces.  In addition, monthly one-day round-trip maintenance visits to an alternate site are required, but the contractor is not required to staff this alternate site.  The Contractor shall provide appropriate web-based help-desk software.  The following are monthly average statistics by Tier and Type of Request:

   The Contractor shall conduct application maintenance including:

a. Collaboration with Tier I and Tier II maintenance personnel in troubleshooting, repair, and repair verification of reported anomalies

b. Assessment of anomaly and repair history to define long-term solutions and reduce infrastructure support requirements

c. Capture of Tier 3 (Technical/Engineering/Programming) operations, repair, and management knowledge for application to future requirements 

The Contractor shall conduct support efforts to migrate all production and quality assurance hardware components of the infrastructure to OPNAV CIO selected hosting facilities.  The possible hosting facilities include Federal Risk and Authorization Management Program (FedRAMP) approved Cloud Service Providers.    All applications identified in the five major application areas (HQWeb, HQWeb Derivatives, Navy Department Awards Web Service (NDAWS), Quickr, Taskers, Integrated Ship Management Information System (iSMIS)), or their historical data to replacement applications, would be migrated to the selected hosting facilities.  The Contractor shall plan, migrate, perform quality assurance, deploy, train, and provide ongoing support of the above applications and data from their current infrastructure / technologies to any future infrastructure / technologies in support of the DON.

4.5.2 IRM SOLUTION MAINTENANCE AND PERIODIC UPGRADE
The Contractor shall use established OPNAV CIO Software Engineering processes to conduct the design and implementation of IRM solutions such as Web services and database management.  OPNAV CIO currently supports six major application areas:

a. HQWeb – a set of knowledge management applications used by 23 departments to provide both public facing and intranet information sharing.

b. HQWeb Derivatives – a set of seven applications that extends the base HQWeb framework to support specific business applications such as the Navy Organization Request Management System (NORMS), Veteran Request Management and the CNO Guidance Tracking system.

c. NDAWS – the Navy Department Awards Web Services that is the system of record for the processing of all Navy Award Requests and the storage of the final disposition of these requests.  

d. Quickplace/Quickr – a set of over 150 collaboration sites that are used to support a wide variety of business processes.

e. Taskers – GOTS Task Management System

f. iSMIS – Tracks current status, construction, life span, maintenance, and location of active ships.

g. IAAT – The classified Integrated Analytic Agenda Tool. 

These applications have over a terabyte of information associated with them and redundancy and backup raising that number to seven (7) terabytes.  These applications are in separate stages of the application lifecycle, from initial development (IAAT) to ‘break-fix only’ development.  Each upgrade may require the addition of new functionality or modification of existing capability within the middleware and, when applicable, its public facing website implementation.

The Contractor shall perform the following:

a. Design, configure, implement, and maintain the OPNAV infrastructure (both hardware and software), data transfer, and networking connectivity between the Contractor's facility, the OPNAV CIO controlled facilities, and other approved locations.  

b. Advise of new and emerging database systems, operating system platforms, and capabilities that are consistent with future Navy requirements.  

c. Conduct surveys and product assessments and submit recommendations for enhancement.  

d. Work with OPNAV directorates in order to support data management, data schema, data exchange, migration and preservation, technology upgrade, and information assurance requirements that would add value to each IRM solution effort.

e. Propose and perform verification techniques (e.g., metrics, test and evaluation, demonstrations) to ensure that the system meets user requirements.  

f. Identify potential risks and formulate a risk management plan for all identified risks.  

g. Recommend and prepare the plans needed to transition systems concepts to the next design or implementation phase. 

4.5.3 ALTERNATE SITE SUPPORT
The Contractor shall develop, deploy, test, and execute plans to utilize the alternate site for all OPNAV CIO provided IRM solutions.  The Contractor shall conduct operation and maintenance support of the OPNAV CIO provided IRM solutions that are hosted at the alternate site located approximately 100 miles driving distance from the Pentagon. The alternate sites are “hot backup” environments that synchronize data with the production environments every 30 minutes.

For estimation purposes, there are three classified and three unclassified servers at the alternate site.  Specifically the Contractor shall apply vendor patches, vendor upgrades, and other security related maintenance in accordance with DoD security mandates. The Contractor shall perform this task approximately once per month.  

4.6 TASK 6 –PROJECTS AND NEW WORK SERVICES

4.6.1 INFRASTRUCTURE CHANGE MANAGEMENT
The contractor shall inform application owners and OPNAV CIO of the impact caused by externally mandated changes.  These projects involve business process changes and infrastructure changes necessary to accomplish new mission functions.  Recommendations shall be coordinated with appropriate organizations or process owners to ensure a collaborative solution set is considered.  Requirements are gathered using working group discovery sessions with pertinent business and technical stakeholders.  The Contractor shall also evaluate, plan, and execute changes to the software and hardware infrastructure in anticipation of, or in response to, the following issues.  These issues are not to mission function, but rather are driven by external mandate independent of the OPNAV CIO and customer missions:

a. Externally mandated information assurance directives

b. Functional Area Management (FAM) software lifecycle roadmaps

c. Licensing changes

d. Enterprise architecture migration plans

e. Establishment of new IRM solutions

f. Establishment of new IT hosting facilities

g. Disestablishment of unused or unneeded IRM solutions

h. Evaluate alternate infrastructure hosting facilities 

Typical activities for the execution of this task include:

a. Requirements gathering

b. Determination of feasible technical alternatives

c. Evaluation of technical alternatives

d. Completion of a Business Case Analysis (BCA)

e. Development and execution of a transition plan

f. Execution of current OPNAV CIO Change Control processes

g. Review and approval by the Change Configuration Board (CCB)

h. Make appropriate changes to DADMS

i. Submission of any necessary DIACAP/RMF paperwork

The Contractor shall make recommendations to eliminate redundancy and optimize hardware.  Recommendations shall include software cost profiles and associated risks.  The Contractor shall install, test and configure, support and maintain, track obsolescence, recommend renewal or replacement, and assess impact of software and hardware suites posed by other interdependent organizational processes, project new starts, business process changes, or project candidate changes.  The Contractor shall install, configure, test, upgrade, replace, repair, retire, and dispose of software and hardware provided by the Government in accordance with government policy.  In addition, the Contractor shall maintain related hardware and software media and report the status of active, retired, and disposed of hardware and software.  The Contractor shall maintain positive control of all Government Furnished Material hardware and software digital media.

4.6.2 PREPARE BRIEFING MATERIALS AND OTHER PROGRAM DOCUMENTATION 
The Contractor shall prepare and submit draft briefing material for OPNAV CIO tasks.  In addition, the Contractor shall perform technical writing and editing for the design, development, and specification of information technology and/or web services as they relate to Naval business processes.  The effort includes various types of documents to include the following: 

a. Analysis and trade studies

b. Design specifications

c. Implementation test plans

d. Procedures

e. Reports 

The Contractor shall use computer-aided documentation techniques.  The Contractor shall assist with the preparation, review and editing of documents, manuals, reports, and other documentation for accuracy, literacy, and technical content.  The Contractor shall deliver documentation in both hard copy and on electronic media.  The Contractor shall interface with OPNAV CIO’s management group and web design personnel to update and incorporate changes to pre/post-release documents and subsequent posting to the website.  The Contractor shall use contractor owned, Functional Area Manager (FAM) approved, Commercial off-the-Shelf (COTS) tools for document production. 

4.6.3 PERFORM RISK ASSESSMENTS 
The Contractor shall provide Risk Assessments that identify issues or processes that expose the Government to any chance of loss or legal implications.  The Contractor shall document variability of returns from major investment Government decisions.

4.6.4 KNOWLEDGE/INFORMATION MANAGEMENT
The Contractor shall provide design and implementation assistance for collaborative applications such as SharePoint.  Assistance includes data migration, site design, application programming, and user training.    

4.7 TASK 7 –ENTERPRISE VIDEO TELECONFERENCE (VTC) SUPPORT

4.7.1 PERFORM VTC MAINTENANCE AND OPERATION

The Contractor shall install, test and configure, support and maintain, and track obsolescence.  It is anticipated that during the life of the contract that the VTC architecture listed in Appendix 3 will be replaced with an enterprise solution in a phased manner.  Training shall be given to operators on demand as personnel transfer in and out of OPNAV. 
4.7.2 OPTIMIZE VTC SYSTEMS

The Contractor shall standardize, eliminate redundancy, and optimize hardware.  
5. Metrics
All data deliverables and reports shall be in accordance with instructions in each task order.  Deliverable schedules shall be in accordance with instructions in each task order.  It is intended that orders under this contract will be performance based.    The metrics focus on desired outcomes and not interim process steps.  

5.1 Performance

   The Contracting Officer’s Representative (COR) will measure the contractor’s performance by assessing the quality of the services delivered by the contractor.  Examples of services delivered include analyses and reports provided in accordance with the Contract Deliverable Requirement List (CDRL).  The quality standards are defined as follows:

a. Successful services are defined as those that conform to the task description provided in the PWS without significant rework required of the contractor by the Government.  

b. Unsuccessful services are defined as those that do not conform to the task description provided in the PWS, thereby requiring significant rework by the contractor.

5.2 SCHEDULE

The COR will monitor the contractor’s ability to meet deliverable due dates in accordance with the DD1423.  The quality standards are defined as follows:

a. Successful delivery is defined as delivery of the CDRLs and accomplishment of the Contract milestones at least 95% of the time.

b. Unsuccessful delivery is defined as delivery of the CDRLs and accomplishment of the Contract milestones less than 95% of the time.

5.3 COST 

The COR will review monthly cost vouchers to monitor the contractor’s expenditures in comparison to the contractor’s proposed budget, submitted under the CDRL requirement, throughout performance.  The quality standards are defined as follows:

a. Successful cost control is defined as performance of the Contract tasks within the amount of funds allotted for the Contract.  

b. Unsuccessful cost control is defined as exceeding the funding allotted for the Contract. 

5.4 BUSINESS RELATIONS
  The COR will assess the integration and coordination of all activity needed to execute the contract, such as timeliness, completeness and quality of problem identification and corrective action plans; the contractor’s history of reasonable and cooperative behavior, including timely identification of issues in controversy; customer satisfaction; timely award and management of subcontracts and assessment of whether the contractor is meeting subcontracting goals.  The quality standards are defined as follows:

· Successful business relations are defined as timely, complete and high quality of problem identification and corrective action plans; history of reasonable and cooperative behavior, including timely identification of issues in controversy; customer satisfaction; timely award and management of subcontracts and meeting subcontracting goals.    

· Unsuccessful business relations are defined as untimely, incomplete and/or low quality of problem identification and corrective action plans; history of unreasonable and uncooperative behavior, including untimely identification of issues in controversy; low customer satisfaction; untimely award and/or poor management of subcontracts and/or failure to meet subcontracting goals.    

6. LABOR CATEGORIES

The following level of effort is provided for information purposes only:

	Labor Category
	Location (for estimating purposes)
	Hours per Year
	Total Hours

	Program Manager**
	Split 40/60*
	    1,920 
	   9,600 

	Business Integration Sr. Manager**
	Split 20/80*
	       500 
	   2,500 

	Technical Director**
	Contractor
	    1,920 
	   9,600 

	Operations Manager**
	Split 20/80*
	    1,920 
	   9,600 

	Configuration Manager
	Contractor
	    1,920 
	   9,600 

	Sr. Systems Developer 
	Contractor
	    3,840 
	 19,200 

	Systems Developer  
	Contractor
	  10,560 
	 52,800 

	Business Systems Analyst
	Contractor
	    7,880 
	 39,400 

	Customer Service Support Lead
	Government
	       960 
	   4,800 

	Helpdesk Technician
	Government
	    2,510 
	 12,550 

	Sr. Network Engineer 
	Contractor
	    1,920 
	   9,600 

	Systems Administrator
	Contractor
	    1,920 
	   9,600 

	Database Administrator
	Contractor
	       960 
	   4,800 

	Information Assurance Lead
	Split 20/80*
	    1,920 
	   9,600 

	Information Assurance Analyst
	Split 40/60*
	    3,840 
	 19,200 

	Qualified Navy Validator
	Contractor
	       360 
	   1,800 

	IT Specialist
	Government
	  38,400 
	 192,000 

	Sr. Business Operations Analyst
	Contractor
	    1,920 
	   9,600 

	Total Hours
	
	  85,170 
	425,850 


*Split places of performance are listed as percentages where the first number is the percentage of work performed at the Government site and the second number is the percentage of work performed at the Contractor site (i.e., 20/80 means 20% of the work is Government site and 80% of the work is Contractor site).

**The following are designated key personnel for this Contract.  The Contractor shall utilize appropriate labor categories for this (these) position(s).  

· Program Manager

· Business Integration Sr. Manager

· Operations Manager

· Technical Director

The Government desires that key personnel must be assigned for the duration of the Contract.  Key Personnel may only be replaced in accordance with the clause for the Substitution of Personnel.

6.1 Minimum Qualifications

6.1.1 PROGRAM MANAGER

The Contractor shall identify a Program Manager (PM) to serve as the Government’s primary point-of-contact and to provide overall leadership and guidance for all Contractor personnel assigned to the Contract.  The PM is ultimately responsible for the quality and efficiency of the Contract to include both technical issues and business processes.  The PM shall be physically located within the NCR.  This individual shall have the ultimate authority to commit the Contractor’s organization and make decisions for the Contractor’s organization in response to Government issues, concerns, or problems.  This person shall be readily available to respond to Government questions, concerns, and comments, as well as be proactive in alerting the Government to potential contractual or programmatic issues.

The Program Manager shall have a minimum 10 years of experience in environments similar to that of the Contract:

a. Demonstrated experience managing and supervising employees in labor categories and with skills applicable to programs similar in size and scope.

b. Demonstrated knowledge of OPNAV CIO business functions.

c. Demonstrated experience with the DoD acquisition process.

d. Demonstrated knowledge of the Navy financial management processes.

e. Meets the DoD 8570.01-M certification required for Information Assurance Manager (IAM) Level 2.

6.1.2 BUSINESS INTEGRATION SENIOR MANAGER

The role of the Business Integration Senior Manager is to serve as an advisor for Business Transformation Initiatives across the Navy Enterprise.  This person will be required to provide industry/commercial based advice to senior Navy Leaders.  Also, this person coordinates with business transformation representatives from other services and assists senior Navy leaders in driving cross-seams collaboration and action officer interaction to improve business functions within the Navy enterprise.

The Business Integration Senior Manager shall have a minimum 15 years of experience in an IT related field with a Master’s of Science in an IT related field.  Of that experience, the candidate shall have a minimum 10 years of experience that is highly concentrated in Government IT policy.  This candidate should demonstrate knowledge of OPNAV CIO business functions and experience with DoD Enterprise Architecture development.

6.1.3 OPERATIONS MANAGER
The role of the Operations Manager is to maintain and coordinate the functionality of OPNAV’s complex system of applications within the Local Area or Wide Area Network (LAN/WAN). They will be responsible for enforcing security procedures, installing network software, network operating systems and managing network performance.  This person troubleshoots and resolves server related problems. They implement and coordinate network policies, procedures, and standards.  They perform site surveys, system audits, and installation checklists in planning for installation/integration activity.  They are responsible for computer system management activities including coordination of hardware and software installation, backups, and resource utilization. They maintain files and control procedures for single systems or homogenous local area networks of server and workstations. 

The Operations Manager shall have a minimum 10 years of experience in an IT related field with a Bachelor’s degree in an IT related field.  Of that experience, the candidate shall have a minimum 5 years of experience in reporting techniques and tools relevant to the assigned environment.   This candidate should demonstrate 5 years of experience with the following DNS OPNAV IRM solutions:

a. Knowledge Management: HQWeb, IBM Quickplace/QuickR

b. Workflow: Taskers

c. Web Apps: NDAWS, iSMIS, & IAAT, NORMS, Flag Web

6.1.4 TECHNICAL DIRECTOR
The role of the Technical Director is to provide expert management of application portfolios to include design, build, install, test, and retirement of software modifications in Information Technology and Information Management development and deployment for specific product lines (Workflow, Knowledge Management, and Web Applications).  The individual shall provide expertise on an as-needed basis to all task assignments.  The Technical Director provides expert advice and assistance in creating or modifying GOTS/COTS products in alignment with enterprise architecture, best business practices, related technologies, and the target deployment environment.  The Technical Director uses this expertise to assist in the development of relevant IT/IM policy and procedures as well as other organizational guidance.  The individual shall coordinate with the Program Manager and Business Integration Senior Manager to ensure that product line objectives have been properly defined and that the solution(s) will satisfy customer requirements.  

The Technical Director shall have a minimum of twenty (20) years of experience in an IT related field with a Master’s of Science in an IT related field.  Of that experience, the candidate shall have ten (10) years of experience in software management, development, integration, and maintenance projects in an integrated environment with specialized experience in Java, Websphere, DB2, SQL, and .NET.  The candidate should also demonstrate knowledge of OPNAV CIO business functions, DoD Enterprise Architecture development, and the following OPNAV IRM solutions:

a. Knowledge Management: HQWeb, IBM Quickplace/QuickR

b. Workflow: Taskers

c. Web Apps: NDAWS, iSMIS,  IAAT, NORMS, Flag Web 

6.1.5 Configuration Manager & Sr. Systems Developer
The Configuration Manager and Sr. Systems Developer require a Bachelor’s degree and seven (7) years of experience in an IT related field.

6.1.6 Systems Developer, Business Systems Analyst, & Information Assurance Analyst

The Systems Developer, Business Systems Analyst, and Information Assurance Analyst require a Bachelor’s degree and two (2) years of experience in an IT related field.

6.1.7 Customer Service Support Lead

The Customer Service Support Lead requires three (3) years of experience in customer service.

6.1.8 Helpdesk Technician
The Helpdesk Technician requires one (1) year of experience in helpdesk support.

6.1.9 Sr. Network Engineer, Database Administrator, Information Assurance Lead, & Qualified Navy Validator

The Sr. Network Engineer, Database Administrator, Information Assurance Lead, and Qualified Navy Validator require a Bachelor’s degree and five (5) years of experience in an IT related field.

6.1.10 Systems Administrator

The System Administrator requires a Bachelor’s degree with five (5) years of experience in an IT related field, or ten (10) years of experience in an IT related field.

6.1.11 IT Specialist

The IT Specialist requires two (2) years of experience in an IT related field.

6.1.12 Sr. Business Operations Analyst

The Sr. Business Operations Analyst requires a Bachelor’s degree with five (5) years of experience in an IT related field, or ten (10) years of experience in Navy related IT initiatives.

7. PERIOD OF PERFORMANCE

   The ordering period for this contract will begin at award and continue for five years from that date.

8. DELIVERABLES

8.1 DELIVERY SCHEDULE AND MILESTONE DATES
The following schedule of milestones will be used by the COR to monitor timely progress under this Contract. 

   The following abbreviations are used in this schedule: 

· NLT:  No Later Than

· Days:  Government Workdays

	DELIVERABLE NUMBER
	MILESTONE/DELIVERABLE
	SOW

REF.
	PLANNED

COMPLETION DATE

	
	Project Start (PS)
	
	First day of PoP specified in the contract

	01
	Program Kickoff Meeting
	4.1.1
	5 days after PS

	02
	Monthly Status Report (MSR)
	4.1.2
	Monthly – IAW PMP

	03
	Technical Status Meeting (TSM)
	4.1.3
	Monthly – IAW PMP

	04
	Draft Program Mgmt Plan (PMP)
	4.1.4
	At the Kick-off Meeting

	05
	Final Program Mgmt Plan (PMP)
	4.1.4
	30 days from Kick-off Meeting

	06
	PMP Updates
	4.1.4
	As required at the Task Order level – at least yearly

	07
	Transition-in Plan
	4.1.5
	At the Kick-off Meeting

	08
	Transition-out Plan
	4.1.6
	60 days before the end of the contract

	09
	Risk Assessment
	4.6.3
	As Required at the Task Order level

	10
	Project Schedule/Gantt Chart
	4.1.1
	As Required at the Task Order level

	11
	SLAs/Metrics
	4.5.1
	PS + 20 days


8.2 DELIVERY METHOD
The contractor shall provide deliverables to addresses identified in the attached DD1423, via email, utilizing Microsoft Office Suite and Adobe.  

8.3 MARKINGS
The contractor shall label each electronic delivery with the Contract Number and Project Title in the subject line of the e-mail transmittal.

9. TRAVEL

The estimated travel cost for the entire ordering period is not-to-exceed $100,000.00 (not including applicable indirect costs).  Travel is to occur with written approval from the COR, and in accordance with the Joint Travel Regulation (JTR).

9.1 CONTENT OF TRAVEL REQUESTS
Requests for travel approval shall contain:
a. Date, time and points of departure;

b. Destination, time and dates of arrival;

c. Name of each contractor employee and position title;

d. Include a description of the travel proposed including a statement as to purpose;

e. Be summarized by traveler;

f. Identify the task order number;

g. Identify the CLIN(s) and Interagency Agreement number associated with the travel;

h. Be submitted in advance of the travel with sufficient time to permit review and approval.

9.2 TRAVEL REPORTING 

Travel reports shall include separate columns and totals for the current invoice period (submitted monthly) and the project to date:

a. Travel Authorization Request identifier, approver name, and approval date

b. Current invoice period

c. Names of persons traveling

d. Number of travel days

e. Dates of travel

f. Number of days per diem charged

g. Per diem rate used

h. Total per diem charged

i. Transportation costs (rental car, air fare, etc.)

j. Total charges

k. Explanation of variances exceeding 10% of the approved versus actual costs

l. Indirect Handling Rate. 

10. SECURITY

All personnel who will be working on the infrastructure listed in Appendix 1 and 3(require SECRET clearances and must have the clearances at time of award.  All other personnel must have at minimum of an Interim SECRET clearance level at time of award.  

The Contractor shall provide IA Certified personnel relative to the position for which they are hired.   The Contractor must report contractor personnel’s IA certification status and compliance with DoD Directive 8570.01(series) and its successors.  The security clearance requirements and the ability of the contractor to send technicians to the alternate site are necessary to ensure the contractors’ ability to maintain all servers and applications.

11. PLACE OF PERFORMANCE

For Tier 1 (Helpdesk) and Tier 2 (NGEN) the place of performance is in Government-provided spaces either in the Pentagon.  All other work on this effort may be conducted in contractor spaces.  However, the Contractor shall frequently attend local face-to-face ad-hoc technical meetings at the Government’s site, as well as provide short-notice desk-side assistance that would be performed with other than Tier 1 or Tier 2 personnel.  In addition, monthly one-day round-trip maintenance visits to an alternate site are required, but the contractor is not required to staff this alternate site. 

12. GOVERNMENT FURNISHED INFORMATION, SYSTEMS, AND SPACE

The Government will provide work spaces within DNS-4 offices.  Additionally, Government spaces will be made available for ACTR support in other OPNAV spaces within the Pentagon.  These spaces include desk, telephone, office supplies, computer equipment and associated software as specified.  The Government will also provide access to computer facilities, standard documentation and incidental consumables necessary for performance of work.  Such equipment is considered to be incidental to working onsite in Government facilities. The Government reserves the right to reallocate or redistribute the Contractor’s Government-provided office space.  

The contractor will provide any additional space required. Positions such as ACTRs, secure application helpdesk support and Information Assurance support require access to secure networks and an on-site presence, telecommuting from contractor approved locations is encouraged wherever possible for other functions. 

Utilities for Government-furnished facilities will be provided at no cost to the Contractor.  Utilities are limited to electricity, water, sewage, and telephone. 

The Contractor shall immediately report lost, stolen, damaged, or destroyed Government property to the Government’s designated security personnel.  A Missing/Lost/Stolen Report (MLSR) shall be prepared by the Contractor and forwarded to the Government’s designated security personnel along with written explanation.  The Contractor shall participate in the survey investigation.

The Contractor shall safeguard all Government property in its work area.  At the close of each work period, facilities shall be secured by the contractor if the contractor is the last individual in the work area.

13. OTHER DIRECT COSTS (ODCs)

The contractor may invoice monthly on the basis of cost incurred (plus applicable indirect costs) for consumable and necessary Other Direct Costs (ODCs) up to the Not to Exceed (NTE) amount of $50,000.00 for the entire ordering period. 

14. OTHER PERTINENT INFORMATION
Unless the Government invokes an exemption, all Electronic and Information Technology (EIT) products and services proposed shall fully comply with Section 508 of the Rehabilitation Act of 1973, per the 1998 Amendments, 29 U.S.C. 794d, and the Architectural and Transportation Barriers Compliance Board’s Electronic and Information Technology Accessibility Standards at 36 CFR 1194.  The contractor shall identify all EIT products and services proposed, identify the technical standards applicable to all products and services proposed and state the degree of compliance with the applicable standards.  Additionally, the contractor must clearly indicate where the information pertaining to Section 508 compliance can be found (e.g., Vendor’s or other exact web page location).  The contractor must ensure that the list is easily accessible by typical users beginning at time of award.
15. Enterprise-wide Contractor Manpower Reporting Application (ECMRA)
The contractor shall report contractor labor hours (including subcontractor labor hours) required for performance of services provided under this contract for OPNAV DNS via a secure data collection site. Contracted services excluded from reporting are based on Product Service Codes (PSCs). The excluded PSCs are:

(1) W, Lease/Rental of Equipment; 

(2) X, Lease/Rental of Facilities; 

(3) Y, Construction of Structures and Facilities; 

(4) D, Automatic Data Processing and Telecommunications, IT and Telecom- Telecommunications Transmission (D304) and Internet (D322) ONLY;

(5) S, Utilities ONLY; 

(6) V, Freight and Shipping ONLY

. 

The contractor is required to completely fill in all required data fields using the following web address https://doncmra.nmci.navy.mil. 

Reporting inputs will be for the labor executed during the period of performance during each Government fiscal year (FY), which runs October 1 through September 30. While inputs may be reported any time during the FY, all data shall be reported no later than October 31 of each calendar year. Contractors may direct questions to the help desk, linked at https://doncmra.nmci.navy.mil.

SECTION H - SPECIAL CONTRACT REQUIREMENTS 

The following have been modified: 

        LOCAL CLAUSES
MINIMUM AND MAXIMUM QUANTITIES (SINGLE AWARD CPFF IDIQ) 

As referred to in paragraph (b) of the “Indefinite Quantities” clause of this contract, this contract has a total contract minimum quantity of $175,000 worth of orders.  The contract maximum for this contract is a total of $** worth of orders and 425,850 hours of effort.  
The maximum value of the contract is $**; however, the Contracting Officer may issue orders beyond this value in accordance with paragraph (e) of the Level of Effort clause, provided the total hours ordered do not exceed the hours of effort shown above.  Similarly, the Contracting Officer may issue orders beyond the maximum hours of effort shown in paragraph (a) above in accordance with paragraph (e) of the Level of Effort clause, provided the contract value does not exceed the maximum dollar values shown in this paragraph (b). 
**TBD at time of award
NON-DISCLOSURE AND NON-USE OF INFORMATION AND/OR DATA

(a) Sensitive and/or Proprietary Information and/or Data

In the course of performing this contract, contractor personnel may obtain certain sensitive, non-public information and/or data. Such information may be provided by the Navy for the purposes of performance. Other such information may be obtained (indirectly or informally) in the course of working in close proximity to Government personnel in the Government workplace. Sensitive, non-public information includes, without limitation, information relating to the Navy’s research, development, products, trade secrets, know-how, contingency plans, budgeting, customers, finances, procurements (including, but not limited to source selection information), pre-deliberative information, personnel, personally identifiable information, and any other related information without regard for whether such information and/or data would otherwise be deemed secret or routine. Sensitive, non-public information can also include proprietary third party information including but not limited to the research, development, products, trade secrets, and know-how of other contractors. All such information and/or data shall be deemed to be “sensitive and/or proprietary,” whether or not designated or marked.

(b) PPBE Documents and Data

Planning, Programming, Budgeting, and Execution (PPBE) documents and data as described in DoD Directive 7045.14, “The Planning, Programming, and Budgeting System,” May 22, 1984, Change 1, July 28, 1990 and Deputy Secretary of Defense Memorandum, “Control of Planning, Programming, Budgeting, and Execution (PPBE) Documents and Information,” 27 March 2004) obtained, received, or learned by the Contractor and/or its personnel and/or subcontractors as a result of performance of this contract shall be deemed to be “sensitive” and/or “proprietary” whether or not such data is so designated or marked. The Contractor and its personnel and subcontractors who obtain, receive, or learn of PPBE documents and data in the course of performance of this contract shall restrict its access to the minimum number of contractor personnel or subcontractors necessary for performance of this contract. No one who prepares offers, proposals, bids, and/or quotations for Government and/or non-Government procurements shall be provided access to PPBE documents or data. The Contractor shall ensure that each of its personnel and subcontractors who obtains, receives, or gains knowledge of such information and/or data as a result of performance of this contract understands and complies with this “Non-Disclosure and Non-Use of Information and/or Data” provision.

(c) Non-Disclosure of Information and/or data

The Contractor and its personnel and subcontractors shall disclose sensitive and/or proprietary information and/or data obtained, received, or learned as a result of performance of this contract only to Contractor personnel directly performing under this contract and to United States Department of Defense personnel to whom disclosure of such sensitive and/or proprietary information and/or data is required in performance of this contract. The Contractor and its personnel and subcontractors shall not disclose such information and/or data to anyone who prepares offers, proposals, bids, and/or quotations for Government and/or non-Government procurements. The Contractor and its personnel and subcontractors shall take all steps necessary to prevent disclosure of such sensitive and/or proprietary information and/or data except as specifically permitted herein.

(d) Non-Use of Information and/or Data

The Contractor and its personnel and subcontractors shall use sensitive and/or proprietary information and/or data obtained, received, or learned as a result of performance of this contract, whether in paper or electronic format or received orally, only in direct performance of this contract and for no other purpose. The Contractor and its personnel and subcontractors shall not use or consider such information and/or data in the preparation of any offer, proposal, bid, and/or quotation for any Government and/or non-Government procurement. The Contractor and its personnel and subcontractors shall take all steps necessary to prevent use of such information and/or data except as specifically permitted herein. Contractor employees shall not disclose such information and/or data to persons other than United States Department of Defense personnel and to other contractor personnel on a need-to-know basis for performance of the contract, except as otherwise approved by the Contracting Officer in writing, and unless required by court order or applicable law, or unless necessary to conduct a judicial or administrative inquiry. 

(e) Non-Disclosure/Non-Use Agreements

(1) Before any of the Contractor’s personnel or the personnel of any tier subcontractor becomes involved in performance of this contract, the Contractor shall obtain a non-disclosure/non-use agreement signed by that person. The non-disclosure/non-use agreement shall state that:

(A) He/she shall disclose sensitive and/or proprietary information and/or data obtained, received, or learned by him/her as a result of performance of this contract only to contractor personnel directly performing under this contract and to United States Department of Defense personnel to whom disclosure of such data is required in performance of this contract.

(B) He/she shall not disclose sensitive and/or proprietary information and/or data obtained, received, or learned as a result of performance of this contract to anyone who prepares offers, proposals, bids, and/or quotations for Government and/or non-Government procurements.

(C) He/she shall use sensitive and/or proprietary information and/or data obtained, received, or learned as a result of performance of this contract only in direct performance of this contract and for no other purpose.

(D) He/she shall not use or consider sensitive and/or proprietary information and/or data obtained, received, or learned as a result of performance of this contract in the preparation of any offer, proposal, bid, and/or quotation for any Government and/or non-Government procurement. 

(2) Any access by contractor personnel or the personnel of any tier subcontractor to the Navy’s Program Budget Information System (PBIS) requires specific authorization. Such access will only be provided when necessary for performance of the contract’s requirements. A separate “PBIS Data Access Certificate of Nondisclosure” must be signed and provided to the designated PBIS administrator before such access will be authorized.

(3) In the event that the Contractor, its personnel, and or subcontractors will obtain, receive, or learn sensitive and/or proprietary information and/or data of other entities as a result of performance of this contract, the Contractor shall execute a non-disclosure/non-use agreement with each such entity prior to having access to the sensitive and/or proprietary information and/or data provided by the entity.

(f) Requirement to Disclose Sensitive and/or Proprietary Information and/or data 

If the Contractor, its personnel and/or is subcontractors receive a court order requiring disclosure of information and/or data obtained, received, or learned as a result of performance of this contract or if the Contractor believes disclosure of such information and/or data is otherwise required by law or regulation, the Contractor shall contact the Contracting Officer immediately and fully inform the Contracting Officer of the court order or other requirement prior to any disclosure of information and/or data.

(g) Exception

This “Non-Disclosure and Non-Use of Information and/or Data” provision does not apply to information and/or data that (i) Contractor knew before the Navy disclosed it; (ii) has become publicly known through no wrongful act of Contractor; or (iii) the Contractor developed independently, as evidenced by appropriate documentation. The Contractor shall be responsible for ensuring that all contractor personnel who obtain such data/information understand and abide by the terms of this provision.

(h) Government Remedy

Any violation of the terms of this “Non-Disclosure and Non-Use of Information and/or Data” provision is a material and substantial breach of this contract, and the Government may, in addition to any other remedy available, terminate this contract, or any part thereof, for cause or default. Noncompliance with the “Non-Disclosure and Non-Use of Information and/or Data” provision may also adversely affect the Contractor's past performance rating for consideration under future acquisitions.

(i) Non-disclosure/Non-Use Agreements

The Contractor shall maintain all non-disclosure and non-use of data agreements required by this clause and shall make such agreements available for immediate inspection by the Contracting Officer’s designated representative. 

(j) Disposal of Documents

Upon completion of the tasks assigned or termination of the contract, or upon demand, whichever is earliest, the contractor shall return any and all documents containing sensitive and/or proprietary information and/or data (including any copies or reproductions thereof) in its possession or control.
LIABILITY INSURANCE (COST TYPE CONTRACTS) 

The following types of insurance are required in accordance with the clause entitled “INSURANCE-LIABILITY TO THIRD PERSONS” (FAR 52.228-7) and shall be maintained in the minimum amounts shown:


(1)  Comprehensive General Liability:  $200,000 per person and $500,000 per accident for bodily injury.  No property damage general liability insurance is required.


(2)  Automobile Insurance:  $200,000 per person and $500,000 per accident for bodily injury and $20,000 per accident for property damage.  Comprehensive form of policy is required.


(3)  Standard Workmen’s Compensation and Employer’s Liability Insurance (or, where maritime employment is involved, Longshoremen’s and Harbor Worker's Compensation Insurance) in the minimum amount of $100,000.
ORDERING (INDEFINITE DELIVERY TIME-AND-MATERIALS/LABOR HOUR AND COST REIMBURSEMENT CONTRACTS)

(a)
Ordering:  Supplies or services to be furnished under this contract shall be furnished at such times as ordered by the issuance of delivery/task orders on DD Form 1155 by the Contracting Officer.  All orders issued hereunder are subject to the terms and conditions of this contract.  This contract shall control in the event of conflict with any order.  When mailed, a delivery/task order shall be “issued” for purpose of this contract at the time the Government deposits the order in the mail, or, if transmitted by other means, when physically delivered to the contractor.

(b)
Ordering Procedures:


(1)
Delivery/task orders issued shall include, but not be limited to the following information:



(a)
date of order



(b)
contract and order number



(c)
appropriation and accounting data



(d)
item number and description of the services to be performed, quantity, and unit price or               .                                           estimated cost or fee.



(e)
description of end item(s) to be delivered



(f)
packaging, packing, and shipping instructions, if any.



(g)
DD Form 254 (Contract Security Classification Spec), if applicable



(h)
DD Form 1423 (Contract Data Requirements List), if data to be delivered under the order                                                                                                                                                                                                                           .                                           is not listed on the DD Form 1423 included in this contract.



(i)
exact place of pickup and delivery



(j)
the inspecting and accepting codes (as applicable)



(k)
period of time in which the services are to be performed



(l)
for Cost plus Fixed Fee (CPFF) and Time & Materials/Labor Hour (T&M/LH) orders,     .                                           each applicable labor category, estimated number of labor hours estimated to be required     .                                           to perform the order.



(m)
the estimated cost plus fixed fee or ceiling price for the order, or, in the case of a Firm          .                                           Fixed Price (FFP) order, the price of the order


(n)
list of Government furnished material and the estimated value thereof, if applicable.



(o)
method of payment and payment office, if not specified in the contract (see 32.1110(e)).



(p)
any other pertinent information.


Oral orders may be placed hereunder only in emergency circumstances. Information described above shall be furnished to the contractor at the time of placing an oral order and shall be confirmed by issuance of a written delivery/task order on DD Form 1155 within ten (10) working days.

(c)  Modifications of delivery/task orders:  Delivery/task orders may be modified by the Ordering Officer.  Modifications to delivery/task orders shall include the information set forth in paragraph b. above, as applicable.  Delivery/task orders may be modified orally by the Ordering Officers in emergency circumstances.  Oral modifications shall be confirmed by issuance of a written modification within two working days from the time of the oral communication modifying the order.

(d) The Cost plus Fixed Fee or Ceiling Amount for any resulting CPFF or T&M/LH type order shall be the ceiling price stated therein and may not be exceeded except when authorized by a modification to the delivery/task order.
COST LIMITATION CEILINGS ON INDIRECT RATES 

If an offeror proposes cost limitation ceilings on indirect rates, the offeror is advised that the Government may evaluate the offeror’s cost proposal accordingly.  The decision to propose cost limitation ceilings is the offeror’s decision.  In the event the offeror proposes indirect rate limitations, these same ceiling rate limitations may be incorporated into any resultant contract without discussion.  Under any cost reimbursement contract, the indirect rates billed shall be limited to the ceiling rate(s) identified in the contract.  Any costs incurred above ceiling rates are not allowable.

APPOINTMENT OF CONTRACTING OFFICER'S REPRESENTATIVE

(a)  The Contracting Officer hereby designates the following individual as Contracting Officer’s Representative(s) (COR) for this contract:


___**_______________________________________


NAME




CODE


__________________________________________


MAIL ADDRESS


__________________________________________


TELEPHONE NUMBER

(b)  In the absence of the COR named above, all responsibilities and functions assigned to the COR shall be the responsibility of the alternate COR acting on behalf of the COR.  The Contracting Officer hereby appoints the following individual as the alternate COR:


_____**_____________________________________


NAME




CODE


__________________________________________


MAIL ADDRESS


__________________________________________


TELEPHONE NUMBER

**TBD at time of award
In addition to other clauses applicable to the base IDIQ contract, the following clause is applicable to any subsequent firm-fixed-price (FFP) task orders:
LIABILITY, AUTOMOBILE AND WORKMEN’S COMPENSATION INSURANCE 

The following types of insurance are required in accordance with the clause entitled “INSURANCE-WORK ON A GOVERNMENT INSTALLATION” (FAR 52.228-5) and shall be maintained in the minimum amounts shown:


(1)  Comprehensive General Liability:  $200,000 per person and $500,000 per accident for bodily injury.


(2)  Automobile Insurance:  $200,000 per person and $500,000 per accident for bodily injury and $20,000 per accident for property damage.


(3)  Standard Workmen’s compensation and Employer’s Liability Insurance (or, where maritime employment is involved, Longshoremen’s and Harbor Worker’s Compensation Insurance) in the minimum amount of $100,000.
(End of Summary of Changes) 

