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AMENDMENT OF SOLICITATION/MODIFICATION OF CONTRACT

Except as provided herein, all terms and conditions of the document referenced in Item 9A or 10A, as heretofore changed, remains unchanged and in full force and effect.
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16B. UNITED STATES OF AMERICA
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N00189-16-R-Z026
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9B. DATED (SEE ITEM 11)

11-Mar-2016

10B. DATED  (SEE ITEM 13)

9A. AMENDMENT OF SOLICITATION NO.

11. THIS ITEM ONLY APPLIES TO AMENDMENTS OF SOLICITATIONS

X

The above numbered solicitation is amended as set forth in Item 14.  The hour and date specified for receipt of Offer  

X

is extended,

is not extended.

Offer must acknowledge receipt of this amendment prior to the hour and date specified in the solicitation or as amended by one of the following methods: 

(a) By completing Items 8 and 15, and returning

1

copies of the amendment; (b) By acknowledging receipt of this amendment on each copy of the offer submitted;

or (c) By separate letter or telegram which includes a reference to the solicitation and amendment numbers.  FAILURE OF YOUR ACKNOWLEDGMENT TO BE 

RECEIVED AT THE PLACE DESIGNATED FOR THE RECEIPT OF OFFERS PRIOR TO THE HOUR AND DATE SPECIFIED MAY RESULT IN  

REJECTION OF YOUR OFFER.  If by virtue of this amendment you desire to change an offer already submitted, such change may be made by telegram or letter, 

provided each telegram or letter makes reference to the solicitation and this amendment, and is received prior to the opening hour and date specified.
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SECTION SF 30 BLOCK 14 CONTINUATION PAGE 

SUMMARY OF CHANGES  

SECTION A - SOLICITATION/CONTRACT FORM 

                The required response date/time has changed from 15-Apr-2016 04:30 PM to 25-Apr-2016 12:00 PM. 

                The Issued By organization below has been deleted:

                                NAVSUP FLC NORFOLK CONTRACTING

                                PHILADELPHIA OFFICE

                                700 ROBBINS AVENUE, BLDG 2B

                                PHILADELPHIA PA 19111-5083

The following have been added by full text: 

        QUESTIONS AND ANSWERS
PART I – THE FOLLOWING CHANGES ARE HEREBY INCORPORATED INTO THE SOLICITATION:

A. The time and date of for receipt of proposals has changed to April 25, 2016 (at) 1200 PM EST

B. QASP and CAP are provided as attachments.

C. PWS Section 3.1 – 

Original:

The draft project management plan will be submitted with the proposal and the final shall be submitted not later than 30 days after contract effective date with quarterly updates.

Revised:

The final project management plan shall be submitted not later than 30 days after contract effective date with quarterly updates.

D. PWS Section 3.2 – 

Original:

The draft SDP will be submitted with the proposal.  The final shall be submitted for PMO approval not later than 30 days after contract award.

Revised: 
The final SDP shall be submitted for PMO approval not later than 30 days after contract award.

E. SUBMISSION OF PROPOSALS III (1)(a) Corporate Experience: 

Delete:

The corporate experience references will be evaluated in the aggregate in order to allow offerors who may not have the entire scope and magnitude of the requirement under one individual contract to still be considered acceptable if experience with the full scope and magnitude of the requirement can be demonstrated within the allotted number of references as described above.  

Delete:

The corporate experience proposed for each offeror will be used to assess the extent of the offeror’s understanding of the scope and magnitude of the requirement and the extent of risk of unsuccessful performance.

F. SUBMISSION OF PROPOSALS III (1)(c) Performance approach (2nd Paragraph only):

Delete:

The offeror should provide any other information the offeror considers relevant to the solicitation.

G. SUBMISSION OF PROPOSALS III (2)(e):

Original:

For proposal purposes, while the aggregate labor costs and fee for the five year ordering period will be the basis for CLIN 0002, the non-cost/price proposal shall break out the costs, by year, in accordance with the level of effort found in the PWS (section C herein).

Revised:

For proposal purposes, while the aggregate labor costs and fee for the five year ordering period will be the basis for CLIN 0001, the cost/price proposal shall break out the costs, by year, in accordance with the level of effort found in the PWS (section C herein).

H.  EVALUATION CRITERIA AND THE BASIS FOR AWARD (1):

Delete: 

and subfactors

I. EVALUATION CRITERIA AND THE BASIS FOR AWARD (2):

Delete:

or subfactors

Add:

A cost realism analysis will not be performed for the FFP CLINS.

J. A DD Form 254 will be incorporated into the RFP by subsequent amendment to be issued shortly.  We do not anticipate further extension of the closing date as a result of the issuance of this subsequent amendment.

PART II – QUESTIONS/COMMENTS

Part II of this amendment provides a list of questions and comments received in response to this solicitation. The questions and comments are provided for all potential offerors to review. All available, necessary information and any necessary changes to the solicitation, resulting from consideration of these questions, has been incorporated into the revised PWS or appropriate attachments provided in Part I of this amendment. As a result of this amendment the solicitation is clear.  

Question 1 - On Page 8, paragraph (g) states: “For any resultant fixed-price task orders, the hours proposed shall be considered against the contract’s Estimated Total Hours.”  Do the hours identified in the table that is located in the following section include Firm Fixed price hours or is it intended to only include hours associated with CPFF?

Answer 1 - The LEVEL OF EFFORT (COST TYPE CONTRACT) table applies to CLIN 0001 only. 

Question 2 - Page 74, paragraph (d) states: “For proposal purposes, the following ratios of On-site (Contractor facility) and Off-site (Government facility) labor performance is established for all labor categories:

ON-SITE

OFF-SITE

    20%


     80%

Answer 2 - These ratios represent the Government's best estimate as to the split of hours for the entire requirement.  The actual ratio will be determined on the task order level

Question 3- Page 71, paragraph (5) specifies formats including margins and font size. Do the 1 inch margins apply to the corporate experience and the past performance information forms?

Answer 3 - The 1 inch margins do not apply to the corporate experience and past performance information forms. 

Question 4 - Who is the current incumbent and what is the current contract number?

Answer 4 – Northrop Grumman is the current incumbent and N00189-11-D-Z016 is the current contract number. 

Question 5 - Requirements 3.1 and 3.2 on pages 13 and 14, in Section C of the PWS state that a draft Project Management Plan, draft Software Development Plan will be submitted with the proposal. Do these plans count toward the Volume I page limit? If not, is there a page count limit on either of the Plans?

Answer 5 – See Part I 

Question 6 - For proposal purposes, while the aggregate labor costs and fee for the five year ordering period will be the basis for CLIN 0002, the non-cost/price proposal shall break out the costs, by year, in accordance with the level of effort found in the PWS (section C herein). Did the Government intend to request a cost breakout for to be provided within the non-cost/price proposal volume? 

Answer 6 – See Part I

Question 7 – Would a font size of less than 10 point be acceptable for use in captioning graphics and using in focus box areas of the submission?
Answer 7 – Yes, a font size of less than 10 point will be allowed for use in captioning graphics and in focus box areas only. 
The following have been modified: 

        NOTICE TO OFFERORS
NOTES
A.) Proposals are due on or before (12:00 PM EST) on 25 April 2016.

B.) Proposals shall be sent to the Fleet Logistics Center (FLC) Norfolk, Contracting Department, Philadelphia Office as follows:

FLC Norfolk, Contracting Dept., Philadelphia Office

RFP#N00189-16-R-Z026

Attn: Tessa Wastun, Code 280

Philadelphia, PA 19111-5083

C.) The point of contact for this solicitation is:

Tessa Wastun

(215) 697-5024

Tessa.wastun@navy.mil

D.) All questions about this requirement should be submitted to Tessa Wastun in writing to the email address listed above by 25 March 2016.

E.) Any attachments related to this acquisition must be requested in writing to Tessa Wastun.  Any interested offeror must sign a NDA before the attachments are to be sent.

SECTION C - DESCRIPTIONS AND SPECIFICATIONS 

The following have been modified: 

        PWS
STATEMENT OF WORK



FOR

DEPARTMENT OF THE NAVY (DoN)

NAVAL CRIMINAL INVESTIGATIVE SERVICE (NCIS)

LAW ENFORCEMENT INFORMATION SHARING PROGRAM

1 Introduction

The Naval Criminal Investigative Service (NCIS) is the Department of the Navy (DON) component with primary responsibility for criminal, counterintelligence (CI), and counter terrorism (CT) investigations and operations, and Navy security and law enforcement policy matters.  NCIS has primary investigative and CI jurisdiction within the DON, and exclusive investigative jurisdiction in non-combat matters involving actual, potential, or suspected criminal, terrorism, sabotage, espionage, and subversive activities.  Further, NCIS has primary responsibility for liaison on all criminal investigative and CI matters.   Reviewing the revised NCIS Charter known as SECNAVINST (Secretary of the Navy Instruction) 5430.107 will provide insight into NCIS roles and responsibilities.  Additional information on NCIS can be found at our public website http://www.ncis.navy.mil/Pages/publicdefault.aspx.

The NCIS mission is to 1) Prevent terrorism and related hostile acts against DON forces and installations, 2) Protect against compromise of DON information and penetration of critical operational systems that would cause an unacceptable risk to the safety and security of personnel and strategic assets, and 3) Reduce criminal activity and mitigate its impact on Navy and Marine Corps operational readiness through adoption of a more proactive posture.

1.1 Background

The NCIS Department of Defense Law Enforcement Information Exchange (D-DEx) and the Law Enforcement Information Exchange (LInX) Program (initiated in 2004 by NCIS) is designed to address issues that grew out of the attack against the USS COLE and the September 11th terrorist attack upon the United States.  These acts of aggression dramatically accelerated the need for change in all areas of NCIS operations, providing impetus for NCIS to act quickly and prudently to address critical, emergent mission challenges.  These programs align with facets of all three aforementioned mission challenges.

The D-DEx/LInX system provides access to law enforcement incident and investigative data collected and contained within a central data warehouse. The system is designed to permit participating users to query and analyze collected law enforcement data that can satisfy the needs of four principal user groups: executive decision makers, analytical staff, law enforcement patrol (tactical) and investigative staff. The system provides scheduled data collection from each participating agency and automatically updates the data warehouse.  See Appendix A for a more detailed description of the LInX architecture.

1.2 Scope

The D-DEx/LInX program has reached a state of maturity which requires contract support for the maintenance and refresh of hardware systems, the installation and updates of software licenses provided by the Government, and some expansion of the regional data in D-DEx/LInX sites.  Additionally, the integration of additional data from several investigative sources within the DoD, as well as federal partnerships with other information sharing initiatives will continue to be pursued.  The NAVY anticipates there will be an emphasis on the continued build out of capabilities for D-DEx.

The scope of this contract covers:

· Ongoing maintenance of LInX sites, delivering cost savings and efficiencies throughout the duration of the contract.

· Integration of data from additional agencies into LInX sites on a limited basis as tasked by the Government.

· Integration of data and enhancements of existing data feeds from additional DoD Law Enforcement agencies into D-DEx. 

· Maintenance and operation of the Regional LInX sites and D-DEx.  

· Development of software releases, and integration of COTS/GOTS tools; generally 2 or 3  releases per year, as tasked by the Government, to support the NCIS mission and that of other DOD partners, and to support the continued compatibility of LInX and D-DEx with the Department of Justice (DOJ) agencies, the Department of Homeland Security (DHS) and other federal agencies.

· Deployment of the updated software releases as required.

· Compliance with Information Assurance standards and the DOD Risk Management Framework (DOD RMF) 

· Systems engineering to support the identification and procurement of updated hardware (tech refresh of hardware baseline).

· Systems administration and operation, and technical assistance for all D-DEx/LInX systems, including the establishment and operation of a 24x7 help desk for SysAdmin support.

· Assess the current architecture and provide a plan to re-architect the system with a goal of reducing maintenance costs while maintaining a high level of capabilities for NCIS agents and analysts and the Law Enforcement User Community.

· Research and prototype new candidate capabilities in support of D-DEx/LInX.  Examples include, but are not limited to; Smartphone technology, Biometric integration, Digital Photography, GPS Integration, Crime Scene data integration, Concept Engines, Big Data Analytics.

· Provide support in the implementation of a D-DEx continuity/backup/failover plan

· Sustainment of an IV&V environment (Government furnished)

· Enhancements to ensure NIEM compliant data feeds based on configurable business rules

· Documentation

1.3 Objectives

The primary objectives of this effort are to continue the operation and maintenance of the existing D-DEx/LInX systems.

1.4 Outcomes

The government desires the following outcomes:

· Through continuous improvement processes employed for the maintenance of the system(s), the desired outcome by the Government is system availability above 99% (unscheduled outages), and system performance and reliability at industry standards or better.

· When the government tasks the Extract, Transformation, and Load of additional agency data, the desired outcome by the Government is data reliability and data quality metrics are maintained and improved throughout the period of performance

· Through occasional software enhancements and the reduction of defects in the system, the government desires that the D-DEx/LInX application continues to provide the Law Enforcement community the best of breed in easy to use query and analytic capabilities to reduce crime, prevent terrorism, and protect DOD assets.

· The desired outcome by the Government is that the contractor provide Cost Models that demonstrate investment in re-architecting and possibly changing platforms (for example open source for DB and search engine) which will save the Government money without diminishing capabilities as tasked by the Government.

· Through more efficient architectural approaches, the desired outcome by the Government is to reduce the overhead cost of the system and that the LInX program so that LInX can continue to deliver regional connectivity with less costs, and thereby potentially have additional funding for other enhancements and expansion.

· The government desires the presentation of new technologies and platforms for the D-DEx/LInX application.  Examples include, but are not limited to; Smartphone technology, Biometric integration, Digital Photography, GPS Integration, Crime Scene data integration, Concept Engines, Big Data Analytics.  

The Government desires Contractor reach back to bring open source solutions, and new capabilities that will meet the mission requirements. The desired outcome by the Government is to reduce the overall cost of the program and that LInX and D-DEx continue to provide excellent capabilities.  Examples would include the use of new database capabilities such as big data to solve performance issues related to structured data queries across several entities.

1.5 D-DEx/LInX Standards

The D-DEx/LInX standards include:

· 
Governance:  A formal body is established, consisting of the leadership of all participating agencies, to determine local priorities and operating procedures, and to assume responsibility for each agency’s use of the system, as well as the region’s collective use.

· 
Data Availability:  Agency participation requires the contribution of all legally sharable data.

· 
System Performance:  All LInX systems continue to be characterized by the key technical capabilities that produce timely responses, comprehensive and reliable searches, and analytical tools deemed critical to the operational requirements of the system.

· Security:  Security must be maintained consistent with DoD and federal standards, so as not to preclude the full participation of DOD, DOJ, or DHS agencies. The system must be accredited by the U.S. Navy NetWarCom according to the DoD Risk Management Framework (RMF) standard (reference (b)) for sensitive but unclassified law enforcement data.  The security accreditation will be in place October, 2015 and it is anticipated to be valid for two and 1/2 years.  The document is a living document and will require updates and addendums as software releases and configuration changes are implemented.

Data Standards such as:

National Information Exchange Model   http://www.niem.gov/
· National Crime Information Center (NCIC) http://www.fbi.gov/about-us/cjis/ncic
2 Applicable Documents

a. National Information Exchange Model (NIEM) 3.0, http://www.niem.gov
b. Department of Defense Instruction 8510.01, Risk Management Framework (RMF) for DoD Information Technology (IT), March 12, 2014

c. LINX System Requirement Specification v5.2

d. LINX System Functional Design Description v5.2 

e. Office of the Assistant Secretary of the Navy (Research, Development and Acquisition) Guidebook for Acquisition of Naval Software Intensive Systems, Version 1.0, September 2008.

f. IEEE/IEC Standard 12207-2008 Systems and software engineering – Software life cycle processes, Second edition, 2008.

3 Management, Operational and Technical Requirements

3.1 Project Management Plan

The Contractor shall develop and maintain a project management plan that details how the Contractor will manage the program.  At a minimum, the plan shall address how the Contractor will staff the project, maintain cost and schedule control, resolve problems and issues, exercise corporate reach-back, and identify and mitigate risks.  The final project management plan shall be submitted not later than 30 days after contract effective date with quarterly updates.

3.2 Software Development Plan

The Contractor shall develop and maintain a Software Development Plan (SDP) that describes the Contractor’s software development approach. The SDP shall be structured in accordance with the software life cycle processes described in IEEE/EIA Standard 12207 and shall address the Contractor’s specific tasks and activities across the software life cycle for D-DEx/LInX software. The final SDP shall be submitted for PMO approval not later than 30 days after contract award. The SDP will be updated as necessary throughout the period of performance to reflect new and/or improved software development processes.  All changes to the SDP will be subject to PMO approval. A sample SDP template is contained in Guidebook for Acquisition of Naval Software Intensive Systems, reference (e).

3.3 Project Master Schedule

The Contractor shall be responsible for developing and maintaining the project master schedule in the most current version of Microsoft Project.  The project master schedule shall include all project tasks and activities and accomplishments (completed tasks).   The Contractor shall be prepared to discuss schedule variances at the weekly contract status reviews.

3.4 Risk Management Plan

The Contractor shall prepare and deliver a Risk Management Plan that describes an ongoing, proactive Risk Management Process.  Risk assessment and mitigation will be discussed at status meetings on a regular basis. The Risk Management Plan will be submitted to the PMO for approval within 30 days of contract award.

3.5 Change Management

The Contractor shall prepare and deliver a Configuration Management Plan (CMP) that describes the items that are being controlled, how configuration items are identified, version numbering, and the change control process. The CMP will be submitted to the PMO for approval within 30 days of contract award.

3.6 Contract Status Review

The Contractor shall present a Contract Status Review (CSR) weekly.  Via written agenda, the CSR will address project activities to include technical accomplishments and challenges, schedule, risk, and cost performance based on past challenges and future tasks. The Government Program Manager or COTR may identify other relevant topics to be discussed.

3.7 Quality Assurance Plan

The Contractor shall provide a Quality Assurance Plan which identifies quality standards and guidelines for:

· 
Software evaluation

· 
Requirements analysis

· 
Product design

· 
Coding and Unit Testing

· 
Acceptance testing

· 
Product release process

· 
Production Maintenance and Support

· 
Corrective action process

· 
Deviations and waivers process

A quality review shall be conducted by the Contractor semi-annually, and areas for improved efficiencies, reduction of defects/quality improvements, improved customer satisfaction, and cost savings shall be identified.  Additionally, a plan of action for each identified item shall be put in place and a dashboard report generated to realize these improvements in a timely manner, and metrics shall be gathered to quantify these improvements by quarter.  Inputs for the corrective action process shall include:  Data Quality Reports, Systems Performance Metrics, Audit table, System Logs, Problem/Suggestions Log and other metadata that is collected and available from the database and the application servers.  The execution of the plan of action shall proceed based on Government tasking.

3.8 General Requirements

The D-DEx/LInX program requires project manager skills and services.  Law enforcement project experience, such as the implementation of a large police department records management system or other local or state law enforcement IT project is highly desirable.  It is highly desirable that the project manager have prior experience as a police officer or agent who has been involved in investigative processes. The person must possess relevant program/project management training. Deliverables include detailed schedules, weekly status, bi-weekly contracts meeting agenda, governance presentations.

The D-DEx/LInX program requires systems architect / lead engineer skills and services.  The systems architect / lead engineer will provide expertise in the execution of all technical releases and change management to the system.  Particular emphasis on the expertise required to manage and sustain regional systems in a consolidated environment to reduce costs and realize efficiencies.  The systems architect / lead engineer will lead the development of various deliverables including updates to systems software management, tuning, metadata capture, design and architecture documents.

The D-DEx/LInX program requires information assurance engineer skills and services.  The information assurance staff will work closely with the Government PMO and the Contractor team to maintain the confidentiality, integrity, availability, and the non-repudiation of the D-DEx/LInX systems according to the standards and protocols set forth in the DOD Risk Management Framework (RMF), reference (b).  Familiarity with RMF across the DoD services to ensure acceptance and compliance for D-DEx member agencies is desirable.

(The D-DEx/LInX PMO may assign, at their sole discretion, member(s) to be on-site Subject Matter Experts at the Contractor location.) 

The Contractor shall:

· 
Use standard data feeds created and maintained by the Records Management System (RMS) vendors whenever available and retrofit custom data feed solutions with a NIEM-compliant solution where available.

· 
Ensure the design is fully compatible with existing hardware and software infrastructure, is sufficiently flexible to support future enhancements and built on an open architecture platform, uses components that are modular in construction and not tightly coupled, and is able to support reasonable reuse;

· 
Maximize the use of commercial and Government off-the-shelf technologies and investments;

· 
Develop, document and maintain system architecture information using industry standard processes and formats;

· 
Provide invoicing by agency, engineering, and management resources. Provide invoicing by the 10th of each month. Include in each invoice a breakout by site, engineering and project management. In each of these categories, include: labor by person for each agency as required by FISC, procurement, travel expenses, other direct costs.

3.9 Maintain and Operate D-DEx/LInX Production and Development Site

There are currently 13 regional LInX sites, 1 D-DEx site, 1Federal Region, and 1 IVV site that comprise the “D-DEx/LInX sites”.   The regional sites, and the number of agencies connected to each are listed below.  These locations and number of agencies are subject to change and additional agencies will be priced at the time they are added. 

	Region
	Total Agencies/Connections
	Grant Funded

	CA
	49/42
	0

	D-DEx
	18/32
	0

	GC
	36/40
	0

	HI
	9/25
	0

	IV & V
	0/3
	0

	VA
	100/123
	0

	NC
	615/203
	0

	NCR
	205/0
	199

	NE
	48/60
	0

	NW
	239/84
	0

	RG
	32/39
	0

	SE
	142/112
	10

	MW
	16/32
	0

	FL
	104/0
	104

	RM
	3/22
	0

	Federal
	4/21
	0

	Total:
	1620/838
	303


The Contractor shall provide production system monitoring for all D-DEx/LInX production systems to include:

· Twenty four by seven (24/7) monitoring and proactive notification of production availability.  

· 
Notification of degradation or loss of service shall be communicated through an agreed upon method to include email and phone follow-up.  For each notification, response activities include identification of issue, notification through agreed upon method (phone and email contact list), and plan/execution of issue resolution in a timely manner:  

· Two hour response to production operations issues during business hours (8am to 6pm Monday through Friday). 

· Four hour response to production operations issues after hours and weekends/holidays

· Updated hardware & software Asset Inventory whenever inventory changes.

The Contractor shall produce and deliver a quarterly Centralized Management Operations center report summarizing the LInX production availability. The Centralized Management Operations 

Center Report shall include:

· LInX system downtime, reason for each downtime event with resolution, 

· Total downtime per site (for period)

Operation reports are currently being provided on a quarterly basis.   The periodicity of these reports will change from monthly to quarterly for the period of performance covered in this SOW.

The Contractor shall produce and deliver a Quarterly Front Porch Data Feed Maintenance / Repair Report summarizing the data reported in the weekly status reports. For each issue, the report will include the date of the issue, Agency(ies) involved, Agency Contact, details of the issue, and whether the issue was resolved or escalated.

The Contractor shall provide the PMO with preemptive email notification of planned production down time.

The Contractor shall provide support with the implementation of systems software and security upgrades/patches as follows:

· For the regional LInX systems, the Contractor will be primary for systems software and security upgrades/patches

· For the D-DEx system, the Government will be primary for systems software and security upgrade/patches working with the Contractor to implement strict configuration management.

The Contractor shall provide support the Government with the management of existing equipment support agreements and dispatch vendors or maintenance contractors to support existing hardware: 

· The Government will be primary in the management of existing equipment support agreements; the Contractor will be primary in the dispatch of vendor maintenance for the regional LInX systems, and the Government will be primary for the dispatch of vendor maintenance for the D-DEx system.

The Contractor shall provide the Government support with LInX/D-DEx system troubleshooting and dispatch of ISP/Telecom Service Providers as required:

· For the regional LInX systems, the Contractor will be primary for troubleshooting and dispatching of ISP/Telecom Service Providers.  

· For the D-DEx system, the Government will be primary for troubleshooting and dispatching of ISP/Telecom Service Providers.  

The Contractor shall conduct a monthly site visit to each regional LInX site to perform equipment preventive maintenance.

The Contractor shall provide onsite support, as required, to restore a failed system. 

The Contractor shall perform database and system backup for system recovery. 

The Contractor shall monitor system logs and server performance and remediate potential issues prior to end user awareness of the issue whenever possible.  

The Contractor shall implement automated scripts wherever possible to maintain D-DEx/LInX application and database maintenance to include patches, bug fixes, update statistics, recycle of servers.  

· For the regional LInX systems, the Contractor will be primary for application and database maintenance to include patches, bug fixes, update statistics, recycle of servers.

· For the D-DEx system, the Government will be primary for application and database maintenance to include patches, bug fixes, update statistics, recycle of servers.  The Government will coordinate closely with the Contractor to maintain strict configuration management of such changes.

The Contractor shall update the system recovery tapes when a software change is performed.

· For the regional LInX systems, the Contractor will be primary for application and database maintenance to include patches, bug fixes, update statistics, recycle of servers.

· For the D-DEx system, the Government will be primary for application and database maintenance to include patches, bug fixes, update statistics, recycle of servers.  The Government will coordinate closely with the Contractor to maintain strict configuration management of such changes.

The Contractor shall perform refresh of existing equipment as tasked and provided by the Government.

3.10 
Software Integration

The Contractor shall develop and implement D-DEx/LInX software releases as directed by the NCIS LInX PMO.  All software utilized for the deployment and expansion of the LInX system shall be commercial off the shelf (COTS) software to the fullest extent possible.  The Contractor may develop unique software upon approval of the PMO to include COTS custom interfaces, web services, and integration software. 

The Contractor shall document all system and functional requirements in accordance with the documentation requirements listed in the CDRL. The Contractor shall update this documentation with each release or upgrade of the system as a versioned artifact.

3.11 Web Technology

Because of the wide and varied LInX customer base, it is imperative that no client-side software installation be required to use the base LInX application for user access, query, and analysis.  The Contractor shall develop all capabilities to run on the Microsoft Internet Explorer web browser such that users will be able to access and use D-DEx/ LInX with only a standard browser and the JAVA Runtime Environment.

3.12 Data Extraction, Transformation and Load (ETL)

The data from the participating agencies must be replicated in a data warehouse on a near real time basis.  The ETL process will transform the data to the extent possible to normalized values using NCIC based lookup tables wherever applicable. Other processes will also be executed during the Update Data Warehouse step to include, but not limited to the extraction of entities from heterogeneous sources, both structured and unstructured data through advanced entity extraction tools, indexing of data for both tactical, and analytic and free text queries, association of mug shots and scars/marks/tattoos with person data, and geocoding of all well-formed addresses.

3.13 Expansion of Existing D-DEx/LInX Sites

Should the Navy determine that additional regional sites are desired, the Government expects to leverage the existing server capacity with new webservers to accommodate this expansion.  

The Contractor shall be tasked with the maintenance of all regional systems, to include improving the performance and the availability of all regional systems where feasible as directed by the Government. 

Market Research and Prototyping

The Government PMO is interested in the exploration of advancements in information technology and other areas to better meet mission requirements. Under this SOW, the Government seeks the Contractor’s support in the investigation of advanced technology to support for LInX development, deployment and research with full documentation.  As directed by the Government, the Contractor shall prepare white papers and recommendations based on technical capabilities, cost benefit analysis, and risk-based analysis in the following topic areas:

· Technical Planning

· Technology Assessment

· Architectural Assessment

· System Design

· Systems Implementation

· Staging and Configuration Services and Management

· Systems Integration

· Systems Support

· Migration Services

· Clustering Services

· High Availability (HA) Services

· Implementation and Roll-out

· Capacity Planning

· Systems Analysis and Design

· Site Surveys

· Implementation, Deployment, Fielding, Testing and Logistics Support

· Operations and Maintenance Support

· Business Process Modeling

· Best Practices for querying records system within the Law Enforcement industry

· Best Practices for deploying secure data warehouse-based applications

· Other Technical Support

Other areas of interest may be identified during the research effort and additional areas of investigation may be added under mutual Government and Contractor agreement.

3.14 Partner System Integration and Compatibility

The Contractor shall maintain standard interfaces for information sharing such as the National Information Exchange Model and the Logical Entity Exchange Specification (LEXS).  D-DEx/LInX currently includes these interfaces for both transfer and ingestion of data, as well as the sharing of data via web-services.  As these standards are modified or enhanced over time, the Government will require the Contractor to maintain the deprecated legacy interfaces in addition to the updated interfaces to ensure access for all data exchange partners.  The Contractor will provide the Government support in migrating data exchange partners from deprecated interfaces to the new, supported interfaces. This may include providing direct engineering support to LInX data exchange participants. 

3.15 Test and Evaluation

The Contractor shall be responsible for ensuring that all data integration and software releases are tested and evaluated.  Metrics on defects will be collected and utilized to implement a quality program, with the goal of reducing defects, improving efficiencies, and improving quality throughout the systems life cycle.  The Government will issue a formal User Acceptance letter upon completion of testing, and determination that all requirements have been successfully delivered and tested for production.

3.16 D-DEx/LInX Training and Online Help Documentation

The Contractor shall maintain the existing training documentation that supports a train-the-trainer training program.  Maintenance of the material requires updates of the text and graphics with each release to reflect changes to the documentation using Microsoft Word.  

The use of innovative products such as Adobe Captivate for producing multi-media training, is under consideration by the Program Management Office, and may be in scope of future tasking to document and manage training document enhancements.

3.17 Security and Accreditation

The Contractor shall maintain all LInX Security Accreditation documentation and is responsible for the implementation of the DISA Security Technical Implementation guidelines (STIGs) under the change procedures described in section 3.3, above.  The Government will provide access to the DISA STIGS and websites as required.

The Contractor shall work with the NCIS Enterprise Security Directorate to meet all necessary security requirements at the law enforcement sensitive but unclassified level. The NCIS Enterprise Security Directorate will deliver the final system accreditation documentation to the Navy NetWarCom Designated Accreditation Authority - DAA.  This includes the required hardware and software configuration documentation, data and user audits and scan results from the DISA-required scans and audits.

The Contractor shall produce the necessary system security accreditation documentation for the DAA to issue and maintain final accreditation of the D-DEx/LInX data warehouse and network.  This documentation shall meet the requirements of the DOD Risk Management Framework (RMF).  

The Contractor shall ensure all software, hardware and network integration, and modifications meet all established RMF standards at the time of implementation.  The System Security Accreditation Authorization (SSAA) documentation for all D-DEx/ LInX deployments has been published and accepted by the Navy DAA.  A representative SSAA document is available to the Contractor for reference, and RMF template documents will be provided by the Government.

4 Travel

Performance under this contract shall require travel by Contractor personnel.  The Government will reimburse the Contractor for allowable travel costs incurred by Contractors in performance of the contract and determined to be in accordance with the FAR subpart 31.2.  Travel shall be first approved by the COR (NCIS LInX COR), and shall be within the specified travel ceiling. 

The Contractor will also be required to perform travel to NCIS Headquarters, Quantico, VA and various state and federal agencies to execute portions of this SOW. 

The Contractor will be required to travel to all planning and task review meetings held, at a minimum, on a bi-weekly basis. The location of these meetings will be at the NCIS HQ, Quantico, VA, or at an agreed upon location in the Metro DC area.

5 Contract Deliverables

The Contractor shall provide the following deliverables: 

	Deliverable Title
	Format
	Due Date 

	Design Documents
	As tasked
	 At each design review in accordance with the IMS schedule

	Architecture Documents
	DOD Architecture Framework (DODAF) with tailoring authorized from the LInX Program Management Office 
	 At each design review in accordance with the IMS schedule

	Data Model
	Output from a DM tool such as ERWin 
	 At each design review in accordance with the IMS schedule

	Interface Documents
	Contractor-Determined Format with tailoring authorized from the LInX Program Management Office 
	 At each design review in accordance with the IMS schedule

	Requirements Document
	Contractor-Determined Format with tailoring authorized from the LInX Program Management Office 
	At each requirements review in accordance with the IMS schedule or when directed by the CCB.

	Test Plan
	Contractor-Determined Format with tailoring authorized from the LInX Program Management Office 
	 At each requirements review in accordance with the IMS schedule.

	Test Scenarios
	Contractor-Determined Format with tailoring authorized from the LInX Program Management Office 
	 14 days prior to the Test Readiness Review

	Operations Manual to include server Start/Stop, COTS/GOTS Configuration settings
	Contractor-Determined Format with tailoring authorized from the LInX Program Management Office 
	 Updates as required

	Production Readiness Checklist
	Government Furnished Template
	 Updates as required

	Release Notices
	Contractor-Determined Format with tailoring authorized from the LInX Program Management Office 
	5 days before release

	User Manuals
	Contractor-Determined Format with tailoring authorized from the LInX Program Management Office 
	5 days before release

	Security Accreditation Documentation
	Government Furnished Templates
	Delivery during Test Phase as agreed upon by Government and Contractor

	Support Plan
	Contractor-Determined Format with tailoring authorized from the LInX Program Management Office 
	30 days after contract award

	Hardware and Software Inventory
	Contractor-Determined Format with tailoring authorized from the LInX Program Management Office 
	As changes occur

	Production Management Reports
	Contractor-Determined Format with tailoring authorized from the LInX Program Management Office 
	Quarterly

	Online Help Documentation
	Contractor-Determined Format with tailoring authorized from the LInX Program Management Office 
	Available 10 days prior to User Acceptance Testing

	Training Manual Updates
	Contractor-Determined Format with tailoring authorized from the LInX Program Management Office 
	Available 10 days prior to User Acceptance Testing

	Lesson Plans
	Contractor-Determined Format with tailoring authorized from the LInX Program Management Office 
	30 days prior to training

	Project Management Plan
	Contractor-Determined Format with tailoring authorized from the LInX Program Management Office 
	30 days after Task Order Issuance

	Software Development Plan
	Content tailored from Appendix L of the Navy Guidebook for Acquisition of Naval Software Intensive Systems 
	30 days after Task Order Issuance

	Risk Management Plan
	Contractor-Determined Format with tailoring authorized from the LInX Program Management Office 
	30 days after contract award

	Quality Management Plan
	Contractor-Determined Format with tailoring authorized from the LInX Program Management Office 
	30 days after contract award

	Quality Assurance Report
	Contractor-Determined Format with tailoring authorized from the LInX Program Management Office 
	30 days after contract award and then Semi-Annual updates

	Communications Plan
	Contractor-Determined Format with tailoring authorized from the LInX Program Management Office 
	30 days after contract award

	Weekly Status Meeting Agenda
	Contractor-Determined Format with tailoring authorized from the LInX Program Management Office 
	1 day prior to meeting

	Weekly Status Meeting Minutes
	Contractor-Determined Format with tailoring authorized from the LInX Program Management Office 
	1 day after meeting

	Centralized Management Operation Center Report
	Content as described in section 3.3. Contractor format.
	Quarterly after award

	Front Porch Data Feed Maintenance / Repair Report
	Content as described in section 3.3. Contractor format.
	Quarterly after award

	Hardware and Software Inventory for LINX Program
	Contractor-Determined Format with tailoring authorized from the LInX Program Management Office 
	30 days after contract award and 30 days after changes occur

	Hardware and Software Maintenance
	Contractor-Determined Format with tailoring authorized from the LInX Program Management Office 
	30 days after changes occur


**Must include copy of transmittal letter to the Contracting Officer**

1 copy of the transmittal letter without the deliverable to the Contracting Officer at xxx.xxx@navy.mil; 1 copy of the transmittal letter with the deliverable to the Government PMO

* Standard Distribution:  1 copy of the transmittal letter with the deliverable to the Government PMO

Deliverables Format:  Deliverables developed under this contract shall be submitted as indicated above.  All electronic versions of documents shall be delivered in a Microsoft Office 2010 format or an agreed upon format, as a soft copy.  All deliverables provided to the Government as final shall indicate such at the top of page 1 in each file. 

6 Place of Performance

The primary places of performance will be at the Contractor facility, NCIS Headquarters, Quantico, VA and/or Government furnished facilities.

7 Ordering Period

The ordering period will be for five years starting on 01 October 2016 and ending on 30 September 2021. 

8 Government-Furnished Equipment and Information

Government furnished property to be provided to the Contractor will include, but not be limited to:

· Office facilities

· Computer equipment

· Software Licenses

When the Contractor is working in a Government facility, the Government shall supply workspace, desktop computer dedicated to unclassified information, one or more desktop computers with access to the NCIS Local Area Network (LAN) and any applicable shared drives or directories; NCIS e-mail accounts; telephones with voice mail, and access to the NIPRNET networks (all for official use only).

The Government will require all necessary security forms, and provide CAC and other DoD identification cards as needed to provide access to Government facilities.  Contract services can commence with Government escort provided as needed while background checks and clearances are obtained.

9 Security

The data contained and managed by the D-DEx/LInX application is deemed Law Enforcement sensitive, but Unclassified. The solicitation is Unclassified.

The Contractor shall ensure all Contractor personnel are United States citizens with no criminal record. Personnel assigned must be U.S. citizens, per SECNAVINST 551-0.30A, paragraph 8-3. The Contractor’s employees shall be subject to facility access determination national agency check (FADNAC). All Contractor personnel must submit an SF-86 for clearance processing within 30 days of contract award. All Contractor personnel must have a favorable FADNAC. 

All deliverables associated with this SOW are “Unclassified” unless otherwise specified on the individual work order.  Data in the system is deemed Law Enforcement sensitive, but Unclassified.

Appendix A
ARCHITECTURE INTRODUCTION

The LInX system is a regional centralized data warehouse system, as shown in Figure 3-1: LInX System Architecture. Each agency participating in the system contributes information to the data warehouse. The data contributed to the LInX system includes: 

· Computer Aided Dispatch (CAD) Records 

· Arrests 

· Bookings (including mug shots) 

· Incident Reports 

· Investigative Case Information 

· Citations 

· Traffic Accidents 

· Pawn Tickets 

· Warrants 

· Offender Registries

· Mugshots, Scars, Marks and Tattoos 

· Crime tips 

· Narratives

· Field Interviews

· Debarments

· Access rejections

· Potential for eGuardian reports

The information is processed, normalized, and placed in the data warehouse for access. The information is then shared back out to LInX participating users. 

LInX System Architecture 
The LInX system has two primary functions: receiving data from Federal, State, and Local law enforcement systems and agencies and providing comprehensive access to the complete set of data. 

System Description

The LInX data warehouse has a suite of query and analytical applications to enable users to access and retrieve data information in the database. Federal information received from all Federal RMSs will not contain any level of classified or restricted information such as Federal Grand Jury (6(e)), Title III, financial privacy, or other information that requires special provisions for dissemination. 

Incident and investigative records are transported to the LInX data warehouse from each originating agency RMS through an automated secure file transfer process. The secure file transfer protocol (SFTP) process transfers data from each participant’s back-end system to the central data warehouse utilizing an SFTP process between each of the participating agencies contributing data to the LInX system. The SFTP process will encrypt the data and header information and will use client and server side certificates within the FTP application to protect the integrity of the communications. This link is used for updating the LInX data warehouse on a regularly scheduled or real-time basis. 

Once retrieved into the LInX data warehouse, data cannot be altered, deleted, or changed in any fashion by any agency. A new set of data retrieved from the originating agency for which the data is originally “tagged” or coded will accomplish any changes. That is, if an agency sends a change record or delete record, the LInX system will change or delete the original record sent by the agency. 

The LInX system is designed to be fully open and interoperable with equipment manufactured by many of the major computer firms, and the software components are available as commercial-off-the-shelf (COTS) packages. The LInX system does not dictate agency hardware platforms. Participants use computing equipment compatible with their own agency’s rules. The only minimum requirement is that equipment be able to “communicate” with the local area network and support the SFTP interface protocols to the data warehouse. LInX will provide agencies with Windows SFTP client software or configuration information for UNIX SFTP free of charge to the agency. 

Based on governance agreements, the individual LInX systems can be inter-connected via a web-services interface to provide authorized users with the capability to perform searches against data in all LInX regions. 

Enterprise-wide Contractor Manpower Reporting Application (ECMRA)
The contractor shall report contractor labor hours (including subcontractor labor hours) required for performance of services provided under this contract for OPNAV DNS via a secure data collection site. Contracted services excluded from reporting are based on Product Service Codes (PSCs). The excluded PSCs are:

(1) W, Lease/Rental of Equipment; 

(2) X, Lease/Rental of Facilities; 

(3) Y, Construction of Structures and Facilities; 

(4) D, Automatic Data Processing and Telecommunications, IT and Telecom- Telecommunications Transmission (D304) and Internet (D322) ONLY;

(5) S, Utilities ONLY; 

(6) V, Freight and Shipping ONLY

. 

The contractor is required to completely fill in all required data fields using the following web address https://doncmra.nmci.navy.mil. 

Reporting inputs will be for the labor executed during the period of performance during each Government fiscal year (FY), which runs October 1 through September 30. While inputs may be reported any time during the FY, all data shall be reported no later than October 31 of each calendar year. Contractors may direct questions to the help desk, linked at https://doncmra.nmci.navy.mil.

CLAUSES INCORPORATED BY FULL TEXT

5252.204-9400 Contractor Unclassified Access to Federally Controlled Facilities, Sensitive Information, Information Technology (IT) Systems or Protected Health Information 

(July 2013)

Homeland Security Presidential Directive (HSPD)-12, requires government agencies to develop and implement Federal security standards for Federal employees and contractors.  The Deputy Secretary of Defense Directive-Type Memorandum (DTM) 08-006 – “DoD Implementation of Homeland Security Presidential Directive – 12 (HSPD-12)” dated November 26, 2008 (or its subsequent DoD instruction) directs implementation of HSPD-12.  This clause is in accordance with HSPD-12 and its implementing directives.

APPLICABILITY

This clause applies to contractor employees requiring physical access to any area of a federally controlled base, facility or activity and/or requiring access to a DoN or DoD computer/network/system to perform certain unclassified sensitive duties.  This clause also applies to contractor employees who access Privacy Act and Protected Health Information, provide support associated with fiduciary duties, or perform duties that have been identified by DON as National Security Position, as advised by the command security manager. It is the responsibility of the responsible security officer of the command/facility where the work is performed to ensure compliance.  

Each contractor employee providing services at a Navy Command under this contract is required to obtain a Department of Defense Common Access Card (DoD CAC).  Additionally, depending on the level of computer/network access, the contract employee will require a successful investigation as detailed below. 
ACCESS TO FEDERAL FACILITIES

Per HSPD-12 and implementing guidance, all contractor employees working at a federally controlled base, facility or activity under this clause will require a DoD CAC.  When access to a base, facility or activity is required contractor employees shall in-process with the Navy Command’s Security Manager upon arrival to the Navy Command and shall out-process prior to their departure at the completion of the individual’s performance under the contract. 

ACCESS TO DOD IT SYSTEMS

In accordance with SECNAV M-5510.30, contractor employees who require access to DoN or DoD networks are categorized as IT-I, IT-II, or IT-III.  The IT-II level, defined in detail in SECNAV M-5510.30, includes positions which require access to information protected under the Privacy Act, to include Protected Health Information (PHI).  All contractor employees under this contract who require access to Privacy Act protected information are therefore categorized no lower than IT-II.  IT Levels are determined by the requiring activity’s Command Information Assurance Manager. Contractor employees requiring privileged or IT-I level access, (when specified by the terms of the contract) require a Single Scope Background Investigation (SSBI) which is a higher level investigation than the National Agency Check with Law and Credit (NACLC) described below. Due to the privileged system access, a SSBI suitable for High Risk public trusts positions is required. Individuals who have access to system control, monitoring, or administration functions (e.g. system administrator, database administrator) require training and certification to Information Assurance Technical Level 1, and must be trained and certified on the Operating System or Computing Environment they are required to maintain.  

Access to sensitive IT systems is contingent upon a favorably adjudicated background investigation.  When access to IT systems is required for performance of the contractor employee’s duties, such employees shall in-process with the Navy Command’s Security Manager and Information Assurance Manager upon arrival to the Navy command and shall out-process prior to their departure at the completion of the individual’s performance under the contract.  Completion and approval of a System Authorization Access Request Navy (SAAR-N) form is required for all individuals accessing Navy Information Technology resources.  The decision to authorize access to a government IT system/network is inherently governmental.  The contractor supervisor is not authorized to sign the SAAR-N; therefore, the government employee with knowledge of the system/network access required or the COR shall sign the SAAR-N as the “supervisor”. 

The SAAR-N shall be forwarded to the Navy Command’s Security Manager at least 30 days prior to the individual’s start date.  Failure to provide the required documentation at least 30 days prior to the individual’s start date may result in delaying the individual’s start date.   

When required to maintain access to required IT systems or networks, the contractor shall ensure that all employees requiring access complete annual Information Assurance (IA) training, and maintain a current requisite background investigation.  The Contractor’s Security Representative shall contact the Command Security Manager for guidance when reinvestigations are required.  

INTERIM ACCESS

The Navy Command's Security Manager may authorize issuance of a DoD CAC and interim access to a DoN or DoD unclassified computer/network upon a favorable review of the investigative questionnaire and advance favorable fingerprint results.  When the results of the investigation are received and a favorable determination is not made, the contractor employee working on the contract under interim access will be denied access to the computer network and this denial will not relieve the contractor of his/her responsibility to perform.   

DENIAL OR TERMINATION OF ACCESS

The potential consequences of any requirement under this clause including denial or termination of physical or system access in no way relieves the contractor from the requirement to execute performance under the contract within the timeframes specified in the contract.  Contractors shall plan ahead in processing their employees and subcontractor employees. The contractor shall insert this clause in all subcontracts when the subcontractor is permitted to have unclassified access to a federally controlled facility, federally-controlled information system/network and/or to government information, meaning information not authorized for public release.

CONTRACTOR’S SECURITY REPRESENTATIVE

The contractor shall designate an employee to serve as the Contractor’s Security Representative.  Within three work days after contract award, the contractor shall provide to the requiring activity’s Security Manager and the Contracting Officer, in writing, the name, title, address and phone number for the Contractor’s Security Representative.  The Contractor’s Security Representative shall be the primary point of contact on any security matter.  The Contractor’s Security Representative shall not be replaced or removed without prior notice to the Contracting Officer and Command Security Manager. 

BACKGROUND INVESTIGATION REQUIREMENTS AND SECURITY APPROVAL PROCESS FOR CONTRACTORS ASSIGNED TO NATIONAL SECURITY POSITIONS OR PERFORMING SENSITIVE DUTIES 

Navy security policy requires that all positions be given a sensitivity value based on level of risk factors to ensure appropriate protective measures are applied.  Navy recognizes contractor employees under this contract as Non-Critical Sensitive [ADP/IT-II] when the contract scope of work require physical access to a federally controlled base, facility or activity and/or requiring access to a DoD computer/network, to perform unclassified sensitive duties.  This designation is also applied to contractor employees who access Privacy Act and Protected Health Information (PHI), provide support associated with fiduciary duties, or perform duties that have been identified by DON as National Security Positions.  At a minimum, each contractor employee must be a US citizen and have a favorably completed NACLC to obtain a favorable determination for assignment to a non-critical sensitive or IT-II position.  The NACLC consists of a standard NAC and a FBI fingerprint check plus law enforcement checks and credit check.  Each contractor employee filling a non-critical sensitive or IT-II position is required to complete:

· SF-86 Questionnaire for National Security Positions (or equivalent OPM investigative product)

· Two FD-258 Applicant Fingerprint Cards (or an electronic fingerprint submission)

· Original Signed Release Statements

Failure to provide the required documentation at least 30 days prior to the individual’s start date shall result in delaying the individual’s start date.   Background investigations shall be reinitiated as required to ensure investigations remain current (not older than 10 years) throughout the contract performance period.  The Contractor’s Security Representative shall contact the Command Security Manager for guidance when reinvestigations are required.

Regardless of their duties or IT access requirements ALL contractor employees shall in-process with the Navy Command’s Security Manager upon arrival to the Navy command and shall out-process prior to their departure at the completion of the individual’s performance under the contract.  Employees requiring IT access shall also check-in and check-out with the Navy Command’s Information Assurance Manager.  Completion and approval of a System Authorization Access Request Navy (SAAR-N) form is required for all individuals accessing Navy Information Technology resources.  The SAAR-N shall be forwarded

to the Navy Command’s Security Manager at least 30 days prior to the individual’s start date.  Failure to provide the required documentation at least 30 days prior to the individual’s start date shall result in delaying the individual’s start date. 

The contractor shall ensure that each contract employee requiring access to IT systems or networks complete annual Information Assurance (IA) training, and maintain a current requisite background investigation.  Contractor employees shall accurately complete the required investigative forms prior to submission to the Navy Command Security Manager.  The Navy Command’s Security Manager will review the submitted documentation for completeness prior to submitting it to the Office of Personnel Management (OPM).  Suitability/security issues identified by the Navy may render the contractor employee ineligible for the assignment.  An unfavorable determination made by the Navy is final (subject to SF-86 appeal procedures) and such a determination does not relieve the contractor from meeting any contractual obligation under the contract.  The Navy Command’s Security Manager will forward the required forms to OPM for processing.  Once the investigation is complete, the results will be forwarded by OPM to the DON Central Adjudication Facility (CAF) for a determination.  

If the contractor employee already possesses a current favorably adjudicated investigation, the contractor shall submit a Visit Authorization Request (VAR) via the Joint Personnel Adjudication System (JPAS) or a hard copy VAR directly from the contractor’s Security Representative.  Although the contractor will take JPAS “Owning” role over the contractor employee, the Navy Command will take JPAS "Servicing" role over the contractor employee during the hiring process and for the duration of assignment under that contract.  The contractor shall include the IT Position Category per SECNAV M-5510.30 for each employee designated on a VAR.  The VAR requires annual renewal for the duration of the employee’s performance under the contract. 

BACKGROUND INVESTIGATION REQUIREMENTS AND SECURITY APPROVAL PROCESS FOR CONTRACTORS ASSIGNED TO OR PERFORMING NON-SENSITIVE DUTIES 

Contractor employee whose work is unclassified and non-sensitive (e.g., performing certain duties such as lawn maintenance, vendor services, etc ...) and who require physical access to publicly accessible areas to perform those duties shall meet the following minimum requirements: 

· Must be either a US citizen or a US permanent resident with a minimum of 3 years legal residency in the United States (as required by The Deputy Secretary of Defense DTM 08-006 or its subsequent DoD instruction) and 

· Must have a favorably completed National Agency Check with Written Inquiries (NACI) including a FBI fingerprint check prior to installation access.  

To be considered for a favorable trustworthiness determination, the Contractor’s Security Representative must submit for all employees each of the following: 

· SF-85 Questionnaire for Non-Sensitive Positions

· Two FD-258 Applicant Fingerprint Cards (or an electronic fingerprint submission)
· Original Signed Release Statements

The contractor shall ensure each individual employee has a current favorably completed National Agency Check with Written Inquiries (NACI) or ensure successful FBI fingerprint results have been gained and investigation has been processed with OPM 

Failure to provide the required documentation at least 30 days prior to the individual’s start date may result in delaying the individual’s start date.  

* Consult with your Command Security Manager and Information Assurance Manager for local policy when IT-III (non-sensitive) access is required for non-US citizens outside the United States.

LOCAL CLAUSES
REIMBURSEMENT OF TRAVEL COST 

(a)  Travel


(1)  Area of Travel.  Performance under this contract may require travel by contractor personnel.  If travel, domestic or overseas, is required, the contractor is responsible for making all needed arrangements for his personnel.  This includes but is not limited to the following:


Medical Examinations


Immunization


Passports, visas, etc.


Security Clearances


All contractor personnel required to perform work on any U.S. Navy vessel will have to obtain boarding authorization from the Commanding Officer of the vessel prior to boarding.


(2)  Travel Policy.  The Government will reimburse the contractor for allowable travel costs incurred by the contractor in performance of the contract and determined to be in accordance with FAR subpart 31.2, subject to the following provisions:


Travel required for tasks assigned under this contract shall be governed in accordance with rules set forth for temporary duty travel in FAR 31.205-46.


(3)  Travel.  Travel, subsistence, and associated labor charges for travel time are authorized, whenever a task assignment requires work to be accomplished at a temporary alternate worksite.


Travel performed for personal convenience and daily travel to and from work at contractor’s facility will not be reimbursed.


(4)  Per Diem.  Per diem for travel on work assigned under this contract will be reimbursed to employees consistent with company policy, but not to exceed the amount authorized in the Department of Defense Joint Travel Regulations.


(5)  Shipboard Stays.  Whenever work assignments require temporary duty aboard a Government ship, the contractor will be reimbursed at the per diem rates identified in paragraphs C8101.2C or C81181.3B(6) of the DOD Joint Travel Regulations, Volume 2.


(6)  Air/Rail Travel.  In rendering the services, the contractor shall be reimbursed for the actual costs of transportation incurred by its personnel not to exceed the cost of tourist class rail, or plane fare, to the extent that such transportation is necessary for the performance of the services hereunder and is authorized by the Ordering Officer.  Such authorization by the Ordering Officer shall be indicated in the order or in some other suitable written form.


NOTE:  To the maximum extent practicable without the impairment of the effectiveness of the mission, transportation shall be tourist class.  In the event that only first class travel is available, it will be allowed, provided justification therefore is fully documented and warranted.


(7)  Private Automobile.  The use of privately owned conveyance within the continental United States by the traveler will be reimbursed to the contractor at the mileage rate allowed by Joint Travel Regulations.  Authorization for the use of privately owned conveyance shall be indicated on the order.  Distances traveled between points shall be shown in standard highway mileage guides.  Any deviations from distance shown in such standard mileage guides shall be explained by the traveler on his expense sheet.


(8)  Car Rental.  The contractor shall be entitled to reimbursement for car rental, exclusive of mileage charges, as authorized by each order, when the services are required to be performed outside the normal commuting distance from the contractor’s facilities.  Car rental for TDY teams will be limited to a rate of one car for every four (4) persons on TDY at one site.   

ALLOWABILITY OF MATERIAL AND GENERAL BUSINESS EXPENSES 

As used in this clause, the term “material” includes supplies, equipment, hardware, automatic data processing equipment, and software.  This is a services contract, and the procurement of material of any kind, other than that incidental to, and necessary for the furnishing of the required services is not authorized and will not be considered an allowable cost under the contract.  No such material of any kind may be procured without the prior written approval of the contracting officer’s representative.

SECTION L - INSTRUCTIONS, CONDITIONS AND NOTICES TO BIDDERS 

The following have been modified: 

        SUBMISSION OF PROPOSALS
SUBMISSION OF PROPOSALS (BEST VALUE/TRADE-OFF)

I. GENERAL

In addition to instructions to offerors contained elsewhere in this solicitation, the following instructions are provided.  

Initial proposals and any modifications thereto are to be submitted to the Contracting Officer on or before the closing date and time cited elsewhere in this Request for Proposals.  Faxes, e-mails, and/or responses through NECO or any method other than Hard Copy format are not acceptable.

Hand-carried proposals are not encouraged.  The Contracting Office is located on a secured compound.  Only personnel with current DoD Common Access Cards (CACs) or appropriate military credentials will be able to access the compound.  There will be no ability to drop off the proposals outside the compound.

Offerors shall submit their proposals in two separate volumes as follows:

Volume I
Non-Cost/Price Proposal
Original, 3 hard copies, and 1 electronic copy (CD/DVD)



Volume II
Cost/Price Proposal

Original, 1 hard copy, and 1 electronic copy (CD/DVD)

**NOTE*-- If there are discrepancies between the hard copy(ies) and the electronic copy(ies) of either volume, the hard copy version will take precedence**

In addition, offers consist of and shall include the following items as part of Volume II:


Solicitation cover sheet with appropriate blocks completed by the offeror


Solicitation pricing pages completed by the offeror


Acknowledgement of solicitation amendments pursuant to FAR 52.215-1 (if not previously acknowledged).


Representations and Certifications completed by the offeror in accordance with instructions contained 
elsewhere in this solicitation.  If the offeror has completed all of the representations and certifications required 
by this solicitation in ORCA in accordance with FAR 52.204-8 and DFARS 252.204-7007 ALT A, then the 
offeror need not submit the hardcopy Representations and Certifications.


The offeror’s Small Business Subcontracting Plan (this Plan not required for Small Business offerors).

The completion and submission of the above items will constitute an offer (proposal) and will be considered the offeror’s unconditional assent to the terms and conditions of this solicitation and any attachments and/or exhibits hereto.  Alternate proposals are not authorized.  An objection to any of the terms and conditions of the solicitation will constitute a deficiency (see FAR 15.001) which will make the offer ineligible for award.

Volume I 
Non-price Proposal

This volume shall address Corporate Experience, Past Performance, Performance Approach and Socio-Economic Plan and include all information required for proposal evaluation.  

This volume of the proposal shall exclude any pricing/cost information, except for the information required to be provided under the Socio-economic Plan factor, that would reveal the total cost/price detailed in Volume II of the proposal.

Each page of each copy should include the following legend:

Source Selection Information - See FAR 2.101 and 3.104

Volume II
Cost/Price Proposal

This volume shall include the completed solicitation documents and a complete and detailed cost/price breakdown with all supporting information.  Each page of each copy should include the following legend:

Source Selection Information - See FAR 2.101 and 3.104

IMPORTANT NOTES:

(1)  Offerors shall respond to all requirements of the solicitation document.  Offerors are cautioned not to alter the solicitation.

(2)  In the event any person who is not a bona fide employee of the offeror participated in the creation, formulation, or writing of any portion of the proposal, a certificate to this effect shall be included in the proposal which shall be signed by an officer of the offeror.  Such certificate shall identify the name of the person who is not a bona fide employee, that person’s employment capacity, the name of the person’s firm, the relationship of that firm to the offeror, and the portion of the proposal in which the person participated.

II. REQUIREMENTS FOR PROPOSAL CONTENT 

(1) Any offeror who will be submitting CLASSIFIED data in its Non-price proposal shall first notify the Contracting Officer by contacting the point of contact in the solicitation.  CLASSIFIED data that is forwarded as part of an offeror’s proposal shall be housed in its own binder, separate from the unclassified portion.

(2)  Introduction and Purpose - This section specifies the format that offerors should use in proposals submitted in response to this solicitation.  The intent is not to restrict the offerors in the manner in which they will perform their work but rather to ensure a certain degree of uniformity in the format of the proposals for evaluation purposes.

(3)  Each volume should contain the following items in addition to the other information  required by this solicitation:



Cover:
The cover should indicate the following:





Title of the proposal





Volume Number (I or II)





Solicitation number





Name and address of offeror





Identification of original signature copies

Table of Contents:
The table of contents should provide detail sufficient to allow the important elements to be easily located.  The use of tabs and dividers is encouraged. 

(4)  Requirements for Style:  Each offeror shall submit a proposal that clearly and concisely sets forth the contractor’s response to the requirements of the solicitation.  Unnecessary elaboration or other presentations beyond that sufficient to present a complete and effective proposal are not desired and may be construed as an indication of the offeror’s lack of cost consciousness.  Elaborate artwork, expensive paper or bindings, and expensive visual or other presentation aids are neither necessary nor desired.  The proposal shall contain all the pertinent information in sufficient detail in the one area of the proposal where it contributes most critically to the discussion.  When necessary, the offeror shall refer to the initial discussion and identify its location within its proposal.

(5)  Page Limitations

Volume I, “Non-price Proposal,” is limited to a maximum of 23 pages in length inclusive of any charts, diagrams, and/or other graphics.  Each “page” is defined as one sheet, 8 ½ “ x 11”, with at least one inch margins on all sides, using a font with a point size of 12 or greater (e.g., "Times New Roman" style with 12 point font).  Lines shall, at a minimum, be single-spaced.   Pages shall be consecutively numbered.  Multiple pages, double pages, two-sided pages, or foldouts will count as an equivalent number of 8 ½" x 11" pages.  The cover sheet, table of contents (not to exceed one page per volume), tabs, and dividers will not count toward the page limit.  The one exception to the font size requirement shown above is that the "corporate experience and past performance information forms" may be completed with a point size of 10 or greater.  Pages submitted in excess of the page limitations described above will not be evaluated.

Volume II, “Cost/Price Proposal,” is not page limited.  However, the cost/price proposal is to be strictly limited to the price and cost information, the small business subcontracting plan, and completed solicitation document(s).

III. PROPOSAL CONTENT

(1)  Volume I – Non-price Proposal

The Non-price evaluation factors are listed below (Corporate Experience and Past Performance are the most important and of equal importance followed by Performance Approach.  Corporate Experience, Past Performance and Performance Approach are significantly more important than Socio-Economic Plan):


(a)  Corporate Experience

The offeror shall demonstrate relevant corporate experience.  Relevant corporate experience is experience within the past five years that is the same as or similar to, the scope and magnitude of the work described by this solicitation.

To demonstrate its corporate experience, the offeror shall identify up to three (3) of its most relevant contracts or efforts within the past five (5) years, and provide any other information the offeror considers relevant to the requirements of the solicitation.  Offerors shall provide a detailed explanation demonstrating the relevance of the contracts or efforts to the requirements of the solicitation.  If subcontractor experience is provided as part of its most relevant contracts or efforts, the subcontractor experience will be given weight relative to the scope and magnitude of the aspects of the work under the solicitation that the subcontractor is proposed to perform.  Therefore, the offeror’s proposal shall detail clearly the aspects of the work in the solicitation that the subcontractor is proposed to perform.

The offeror should complete a “Corporate Experience and Past Performance Information Form” for each reference submitted.  The form is an attachment to the solicitation.  The forms will count toward the Volume I page limit described above.  For additional information regarding a particular reference beyond that which will fit on the form, the offeror may continue onto another sheet of paper.  Such continuation sheet(s) for submitted references will count toward the aforementioned Volume I page limit.  Relevant references submitted under the Corporate Experience factor will also be considered in the evaluation of Past Performance.  No more than three (3) references shall be submitted.

NOTE:  The Corporate Experience factor is defined by what relevant experience the offeror has gained under specific contracts within the five years immediately preceding the submission of its proposal; while the Past Performance factor, identified below, is defined by how well the offeror has performed over those five years.  The primary focus of the Past Performance evaluation will be on those contracts identified in the proposal that are found to be relevant to the solicitation’s requirements.  While Corporate Experience and Past Performance are separate evaluation factors, they principally focus on different aspects of the same contracts.  Accordingly, offerors shall submit a single set of up to three (3) references of its most relevant contracts to satisfy the submission requirements for both factors.   


(b)  Past Performance
The offeror shall demonstrate relevant past performance or affirmatively state that it possesses no relevant past performance.  Relevant past performance is performance under contacts or efforts (within the past five years) that is of similar scope and magnitude to that which is described in the solicitation (as defined under the Corporate Experience factor).  The Government will evaluate the relevant references submitted under Corporate Experience factor.  No more than three (3) references shall be submitted.

The offeror should address its past performance in complying with requirements of the clauses at FAR 52.219-8, "Utilization of Small Business Concerns," and 52.219-9, "Small Business Subcontracting Plan."

(c)  Performance Approach

The offeror shall provide in detail a performance approach that will successfully accomplish the requirements of the solicitation, including the PWS.  The offeror should describe its complete workflow, including the extent and type of resources and manpower to be utilized, along with a timeline of events addressing its transitioning of the LInX system without interruption under the new resultant contract.  The offeror should also describe how it intends to work with the law enforcement agencies to determine the functions and data available from existing Records Management Systems to ensure that all data that is legally sharable is obtained and mapped to the regional data warehouse.  

The offeror should describe any risks associated with the solicitation, including the PWS and any risks associated with implementation of the offeror’s performance approach; describe any techniques and actions to mitigate such risks; and explain whether the techniques and actions identified for risk mitigation have been successfully used by the offeror.  

The offeror should provide any other information the offeror considers relevant to the solicitation.  


(d) Socio-Economic Plan
The offeror shall address the extent of participation of small businesses, small disadvantaged businesses, women-owned small businesses, historically black colleges or universities and minority institutions, veteran-owned small businesses, service-disabled veteran-owned small businesses, and HUBZone small businesses in performance of any resultant contract.  The solicitation, however, does not require participation by such entities.  The offeror shall provide targets, expressed as dollars and percentages of total contract value, for small businesses, small disadvantaged businesses, women-owned small businesses, historically black colleges or universities and minority institutions, veteran-owned small businesses, service-disabled veteran-owned small businesses, and HUBZone small businesses in any of the North American Industry Classification System (NAICS) Major Groups as determined by the Department of Commerce.   The targets may provide for participation by a prime contractor, joint venture partner, teaming arrangement member, or subcontractor.  Targets will be incorporated into and become part of any resultant contract.

If the offeror fails to provide targets for the contract and/or any of the seven socio-economic factors, the offeror's proposal will be evaluated at zero percent and/or zero dollars for the contract and/or any socio-economic factor for which a target is not provided.  However, an offeror that provides no socio-economic plan in response to this factor may be considered ineligible for award.
(2)  Volume II – Cost/Price

Volume II shall include the completed solicitation documents and a complete and detailed cost/price breakdown with all supporting documentation.  The cost/price proposal shall include all elements of cost and such other cost information as considered appropriate to support the offeror’s proposal.  The cost and pricing information shall be completed in accordance with the following:


(a)  Separate cost and pricing information shall be submitted for each time period specified in the pricing pages of the solicitation.


(b)  Supporting data including labor rates and hours, burden rates, material lists and costs, travel charges, and “other direct costs” used in developing the cost/price breakdown shall be furnished.  The supporting data for “other direct costs” shall include an itemization of those costs and an explanation and justification for each cost so itemized.


(c)  For key personnel, the proposed labor rates should be arrived at by utilizing the actual labor rates for personnel for whom resumes are submitted.


(d)  For proposal purposes, the following ratios of On-site (Contractor facility) and Off-site (Government facility) labor performance are established for all labor categories:


ON-SITE

OFF-SITE


    20%


     80%


(e) For proposal purposes, while the aggregate labor costs and fee for the five year ordering period will be the basis for CLIN 0001, the cost/price proposal shall break out the costs, by year, in accordance with the level of effort found in the PWS (section C herein).


(f) The following amounts (plus applicable G&A and Material Handling) will be utilized by the Government for evaluation purposes only in determining the total evaluated cost of a proposal.


Travel 




Year 1:$105,000.00



Year 2:$105,000.00

Year 3:$105,000.00

Year 4:$105,000.00

Year 5:$105,000.00



(i) Travel estimated above is for travel and subsistence associated with performance under any resultant contract which will be reimbursed in accordance with the clause entitled “Reimbursement of Travel Costs.”



(ii) Material estimated above is for incidental material and special materials as defined in the clause entitled, ”Allowability of Material and General Business Expenses” and elsewhere in the solicitation.



(iii) Any offeror having an accounting system which includes, within overhead or G&A, travel and/or material shall specifically state this fact within the cost/price proposal.  


(g) Any and all subcontracts identified in the Non-cost/price proposal shall be identified and priced in the cost/price proposal.  Subcontracts (regardless of dollar value) shall be adequately documented.  Subcontractor cost/price breakdowns may be submitted in separate sealed envelopes (including a soft copy of their cost build-ups (CD or DVD)).


(h) If the offeror is currently being audited, or has been audited, by the Defense Contract Audit Agency (DCAA), the name and location of the assigned DCAA office should be furnished with the cost/price proposal. 

PREPARATION OF PROPOSALS/COST LIMITATION CEILINGS ON INDIRECT RATES 

Offerors who are considering the use of cost limitation ceilings in their proposal are advised to refer to the clause entitled “Cost Limitation Ceilings on Indirect Rates” herein.

SECTION M - EVALUATION FACTORS FOR AWARD 

The following have been modified: 

        EVALUATION CRITERIA
EVALUATION CRITERIA AND THE BASIS FOR AWARD

 (1)  The Government intends to award a contract resulting from this solicitation to the responsible offeror whose proposal represents the best value after evaluation in accordance with the factors in the solicitation.  The offeror’s proposal shall be in the form prescribed by, and shall contain a response to each of the areas identified in the Section L solicitation provision entitled “Submission of Proposals.”  The evaluation of proposals will consider the offeror’s Non-cost/price proposal more important than the offeror’s cost/price proposal.
(2)  The non-cost/price evaluation factors are listed below (Corporate Experience and Past Performance are the most important and of equal importance followed by Performance Approach.  Corporate Experience, Past Performance and Performance Approach are significantly more important than Socio-Economic Plan):

Corporate Experience

Past Performance

Performance Approach

Socio-economic Plan 

In determining the rating for the Corporate Experience evaluation factor, the Government will give greater consideration to the contracts or efforts which the Government feels are most relevant to the RFP.

The Government reserves the right to obtain information for use in the evaluation of past performance from any and all sources including sources outside of the Government.  Offerors lacking relevant past performance history will not be evaluated favorably or unfavorably on past performance.  However, the proposal of an offeror with no relevant past performance history, while not rated favorably or unfavorably for past performance, may not represent the most advantageous proposal to the Government and thus, may be an unsuccessful proposal when compared to the proposals of other offerors.  The offeror should provide the information requested above for past performance evaluation, or affirmatively state that it possesses no relevant directly related or similar past performance.  If an offeror fails to provide any past performance information which is similar in scope and magnitude to that which is detailed in the RFP or fails to affirmatively state that it possesses no relevant directly related or similar past performance, the offer may not be awardable.   The Government will consider the quality of offeror’s past performance.  This consideration is separate and distinct from the Contracting Officer’s responsibility determination.  The assessment of the offeror’s past performance will be used as a means of evaluating the relative capability of the offeror and other competitors to successfully meet the requirements of the RFP.  In determining the rating for the Past Performance evaluation factor, the Government will give greater consideration to the contracts or efforts which the Government feels are most relevant to the RFP.

An offeror determined to have no record of relevant past performance (or in an instance where no information on the offeror’s past performance is available), will not be evaluated favorably or unfavorably for the Past Performance factor.  

When an offeror is determined to have relevant past performance, the quality of its past performance will be evaluated; an offeror whose past performance demonstrates either a low expectation or no expectation that the offeror will be able to successfully perform the required effort will be considered ineligible for award.

For all other non-cost/price factors, an offeror’s proposal must be determined to be acceptable or better in order to be eligible for award.

The Government reserves the right to award the contract to other than the lowest priced offeror.

Costs will be evaluated on the basis of cost realism.  Cost realism pertains to the offeror’s ability to project costs which are realistic and reasonable, and which indicate that the offeror understands the nature and scope of work to be performed.  A cost realism will be performed on CLIN 0001. A cost realism analysis will not be performed for the FFP CLINS.
The price proposal will be evaluated on the basis of price analysis.  Price analysis pertains to the Offeror's ability to provide a price which is fair and reasonable in accordance with FAR 15.404-1.

Labor will be evaluated on the basis of 100% straight time. 
Uncompensated overtime and uncompensated overtime rates will not be used in the evaluation. 

For evaluation purposes, a full man year of effort equates to 1,920 hours.  

Evaluation of personnel compensation will be part of the cost realism evaluation.  

For the purpose of preparing a cost/price proposal, the offeror shall assume that the basic ordering period shall be from 01 October 2016 through 30 September 2021.

The Government has estimated travel and material costs as specified below:

Travel: 




Year 1:$105,000.00



Year 2:$105,000.00

Year 3:$105,000.00

Year 4:$105,000.00

Year 5:$105,000.00

The Government’s estimated travel and material costs (plus applicable burden) shall be used for the purpose of evaluating the cost/price proposal.  Therefore, offerors shall use these estimates in preparing their cost/price proposal.  Application of material handling charges and/or G&A rates, as appropriate, will be allowed only if the contractor maintains separate accounts for such costs and will be in addition to the common evaluation amounts.

(End of Summary of Changes) 

