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	  Security Support Services – Russell Knox Complex 27130  
SECURITY OPERATIONS


	
SECURITY CLEARANCE REQUIREMENTS

	

	All contractor personnel performing work under this contract must be granted and maintain a Top Secret (TS) security clearance from the Defense Industrial Security Clearance Office for the period of performance.  In addition to the TS security clearance, all contractor personnel performing on-site must be eligible to be granted “prompt” access to Sensitive Compartmented Information (SCI) and maintain SCI eligibility for the period of performance.  SCI eligibility for persons nominated to perform on-site under this contract is defined as meeting or completing all of the following items unless waived by the U.S. Government on a case-by-case basis.  The term “prompt” as stated above equates to within 60 days of being nominated for SCI access. Lastly, contractor personnel may be required to pass a counterintelligence polygraph.



	SECURITY CLEARANCE REQUIREMENTS

	ITEM
	TITLE	
	DESCRIPTION

	1
	LOCATION 
	Russell Knox, Building 27130, Marine Corps Base, Quantico, Virginia.
Facilities & Security Management Division (FSMD)


	2
	HOURS AND DAYS OF OPERATION
	Normal work hours for NCIS are Monday through Friday, 0730 – 1600 with one-half hour for lunch but due to nature of security operations function, traditional work hours will rarely apply.  The Security Operations Center (SOC) personnel are 24/7 operations; Visitor Control Center Personnel (VCC) is traditional 12 hour Monday-Friday; security escorts are traditional 8 hours Monday-Friday. 
Legal Public Holidays –
                                                                     New Year’s Day
                                                                     Martin Luther King’s Birthday
                                                                     President’s Birthday
                                                                     Memorial Day
                                                                     Independence Day
                                                                     Labor Day
                                                                     Columbus Day
                                                                     Veteran’s Day
                                                                     Thanksgiving Day
                                                                     Christmas Day

	3
	MANNING/ARMING REQUIREMENTS
	Not applicable

	4
	SECURITY CLEARANCE
	Top Secret (TS) security clearance from the Defense Industrial Security Clearance Office.

	5
	COMMUNICATIONS
	571-305-4602


	6
	OVERSIGHT AND DIRECTION
	Chief, Facility & Security Management Division

	7
	KNOWLEDGE

	Security support personnel executing the duties of this contract must possess an extensive knowledge of access control regulations identified in the following instructions and SOPs:

NASNIINST 5560.12 	Facility Access Control
NASNIINST 5560.4 	Prohibited Items, Firearms, explosive devices, dangerous weapons 
NASNIINST 5560.14	Unauthorized Photography	
NASNIINST 5560.10 	Facility Vehicle Code 
SECNAVINST 5210.56 	Use of Force




	8
	VEHICLE ACCESS CONTROL
	Commercial vehicles displaying a company logo on the vehicle will be permitted entry to deliver or pick-up material upon presentation of the required Shipping Document or Bill of Lading. The carrier’s name, truck number, license number, driver’s name, time of ingress or egress, and destination will be logged.  Privately owned vehicles used by a vendor or commercial company will be considered a commercial vehicle when proper shipping documentation is presented.

Under normal circumstances, all Government vehicles, including marked Navy cars, vans, pick-ups, GSA, and other official rental vehicles,) may enter the facility, provided the driver has the proper identification.  

Public Works employees in privately owned vehicles may enter all CNRSW areas while in the performance of their duties.  A Public Works vehicle permit or magnetic sign must be clearly displayed.  Public Works employees need not obtain a visitors badge if they are in possession of a valid Public Works identification badge and it is worn visibly above the waist.

Public Works military decals issued to Contractors are not acceptable for authorization to enter any area of CNRSW. 

Vehicles with DOD Decals are authorized enter the facility.

Taxicabs are not authorized entrance at any time. 

Contractors and vendors who are visitors, OSHA, NOSHIP, and other safety inspectors, visitors to CNRSW spaces, and other visitors will be directed to the Pass and Decal Office.

	9
	TELEPHONIC BOMB THREAT
	Keep the caller on the telephone as long as possible.  Do not try and transfer the call.  Use the Telephonic Bomb Threat sheet to document the information given by the caller.  Listen carefully for voice or speech peculiarities, accents, background noise, which may help identify the caller. 

Note the telephone number if displayed for incoming calls. 

Notify the Dispatch Center either by radio or telephone as soon as possible and relay all the available information you gathered from the caller. 
If another person reports the Bomb Threat, assist that person with filling out the Telephonic Bomb Threat sheet.  Detain that person until released by higher authority. 


Advise the Dispatch Center of the most accessible route to the effected area.  Request through the Dispatch Center that the appropriate posts open all gates to the effected area to allow emergency equipment and personnel into the area.

	10
	SUSPICIOUS PACKAGE OR DEVICE
	Notify the Dispatch Center giving the exact location, description of the object and any other available information. 

	11
	UNAUTHORIZED PERSONS
	In the event of an unauthorized person found attempting to gain access to the installation the Security support personnel will detain the subject and notify the Dispatch Center and request law enforcement response.  The Security support personnel are authorized to use all reasonable force necessary to detain the subject in accordance with SECNAVINST 5210.56.

	12
	INCREASED FORCE PROTECTION CONDITIONS
	Security support personnel will comply with all supplemental force protection measures implemented during heightened FPCONs and all Random Anti-terrorism Security Measures (RAMS) implemented by CNRSW.

	13
	SURVEILLANCE DECTECTION
	Security support personnel will perform surveillance detection duties as vehicle and pedestrian traffic allows.  These duties require the sentry to visually monitor the area near and adjacent to the post for suspicious or unusual activity including photography, loitering, illegally parked vehicles, and abandoned property.  Suspicious activity observed will be immediately reported to the Dispatch Center and request law enforcement unit response.  The sentry will obtain an in-depth description of persons or vehicles involved and note the time and briefly describe the suspicious activity.





	
STANDARD OPERATION PROCEDURES (SOP)

	

	The overall scope of the contract is to provide security operations experts to assist the FMD in preparation and execution of facility service/security operations sustainment responsibilities.  The contractor shall provide professional, uniformed, unarmed security operations specialists with Top Secret/Sensitive Compartmental Information clearances to perform services to include but not limited to: daily operations in the Security Operations Center and Visitor Control Center, in addition to escort requirements to support facility management for the entire collocated complex (760,000 gross square foot secure complex).  After hours and surge support required for various functions.  The services requested will support a full range of security operations responsibilities within the Facility Management Division.  These responsibilities are extensive and are categorized into three functional areas: 24/7 Security Operations Center responsibilities; Visitors Control Center responsibilities; and building maintenance escort responsibilities.

	INDEX

1. GENERAL

2. ENTRY CONTROL POINT OPERATIONS (ECP)

3. Overall, the security services includes:
· 24/7 Security Operations Center Personnel
· Visitor Control Center Operators Monday through Friday 12 hours each day
· Security Escorts Monday through Friday and off-hour/days as required
· Russell-Knox Security, Awareness, Training & Education, Monday through Friday.
                                            
                                            

	ITEM
	DESCRIPTION

	1
	GENERAL: Provide security support services in support of the Naval Criminal Investigative Service (NCIS).  In particular, the required services focus on supporting the NCIS Facility & Security Management Division in their mission-oversight of all facility services/security operations sustainment activities at the Russell-Knox Complex at Marine Corps Base Quantico.



	1.1
	FSMD SOPs/Annexes:

· Access Control
· Visitor Control Procedures
· Parking Management
· Emergency Preparedness
· Security Support
· Escort Functions
· Security Operations Center Procedures
· Key Control
· Security Management System Procedures
· Physical Security Procedures



	1.2
	BOMB THREATS:

If the  receives a bomb threat (i.e., information that a bomb has been placed on Government property) and the threat is received by telephone, the following procedures are to be followed:

a. Keep the caller on the line as long as possible and record every word spoken by the caller.

b. If the location of the bomb or time of possible detonation is not given, attempt to get this information.

c. Pay particular attention to any background noises such as music or running motors which might give even a remote clue as to the place from which the call is being made.

d. Listen closely to the voice (male/female) quality, accents, and speech impediments.

e. Immediately after the caller hangs up, call the CO and appropriate authorities as designated by post orders.


	1.3
	DISASTER AND CIVIL DISORDER:

In the event of a disaster the force may be requested to operate as an integral part of the disaster control recovery force.  In general, the force element of the disaster control unit shall have as its mission the safeing of Government property and directing traffic to shelter areas as designated by the Commanding Officer.

	1.4
	PUBLIC RELATIONS:

The conduct of security support personnel while on duty must be beyond reproach.  They shall conduct themselves in a manner reflecting highest credit to the force.  They shall treat all persons with courtesy and respect, demonstrating impartial enforcement of regulations.  Personnel shall not engage in unofficial conversations and shall discourage loitering.

No member is permitted to make statements to any news media concerning events and occurrences at this activity.  All inquiries shall be referred to the CO.


	1.5
	TELEPHONES:

Telephone use, if provided, is prohibited unless it is in the performance of duty.  The telephone is for official calls only and shall not be abused.

	1.6
	RELIEF:

Security support personnel shall not leave their post until properly relieved except in the event of an explosion, fire, or other similar disaster where their life is in immediate danger. “Properly relieved” is defined as “relieved by the oncoming at shift change, relieved for an authorized relief period (break), or relieved upon direction of the supervisor.

	1.7
	USE OF ALCOHOLIC BEVERAGES:

The use of intoxicants by personnel while on duty is not permitted.   Security support personnel will not consume alcohol within 8 hours of reporting for duty or within such time that would prevent them from no longer being under the influence of the substance.  force personnel will not consume any drugs, narcotics, prescription or over the counter medication(s) that would alter his/her normal state of being (homeostasis) within 8 hours of reporting for duty or within such time that would prevent the  from no longer being under the influence of the substance.  When on duty, no alcoholic beverage will be brought on base, transported, or stored in any one’s vehicle.

	1.8
	REPORTS:

Reporting of information relative to unusual happenings, discharge of a weapon, threats, or actual damage to property, safety hazards, maintenance breakdowns, potential sabotage or espionage, injuries, etc. shall be brief and complete as to who, what, where, why, when, and how.

a. Security Log.  The Security Log for a post,  mount or work site shall be provided to the KO:
· At completion of a 24 hour period.
· At completion of a delivery order or mount if less than 24 hours.

b. Incident Reports.  Each report shall be numbered corresponding to the numbers on the Security Log.  Reports shall not be hand written.  A copy shall be forwarded to the KO within 24 hours of the incident.  Incident reports shall be complete and will have the signature of the reviewing supervisor.

c. Missing, Lost, Stolen, Recovered (MLSR) Reports.  Sufficient information shall be provided to enable preparation of a MLSR report in all cases of Government property affected by SECNAVINST 5500.4, “MLSR Government Property; Reporting of.”


	

	2
	ENTRY CONTROL POINT OPERATIONS

Posts – 1 and 2

Control ingress and egress at entry points.


	2.1
	ENTRY CONTROL:

Deter unauthorized personnel, property, or vehicles from entering into the area(s) defined in each Post Order.  Control post during times specified in Post Orders.  During the time periods posts are not manned, the posts shall be considered part of the perimeter and controlled by the roving patrol.

a. Allow authorized personnel or vehicles entry and minimize traffic congestion.  Provide clear directions to visitors upon request.  Deny access to unauthorized visitors.  Close gates to inbound traffic and lock at completion of post manning. Include an all secure report in the Security log.

b. Certain private property (e.g., tape recorders, cameras, etc.) may be prohibited.  Prohibited private property will be identified in each Post Order.  Issue receipts for prohibited property and maintain a list of all property secured in accordance with Post Orders.

c. Maintain a list of lost items, accept found items, and secure them until they can be transferred to KO for disposition.  They shall be fully responsible for items in possession at the post.

d.  Any person appearing at entry points under the obvious influence of alcohol/drugs will be denied entry and the CO shall be notified.  An incident report shall be prepared on the incident.


	2.2
	EXIT CONTROL:

Ensure that any person(s) attempting to take Government property off the installation has a valid property pass issued by the KO.  Close and lock gates to outbound traffic and make an all secure report in the security log within three minutes of notification of the Contractor’s shift supervisor, the CO or completion of the post shift as identified in the Post Orders.

· Do not confiscate private property unless a warning sign at each entrance clearly identifies the prohibited property. It is mandatory that the s NOT conduct inspections of any person or vehicle unless (a) directed to do so by the Contractor supervisor or the KO or (b) there is probable cause (e.g., individuals are suspected of criminal activity on the work site or the vehicle contains stolen or illegal material).  Warning signs must be clearly posted and shall read as follows:

WARNING-U.S. NAVY INSTALLATION
It is unlawful to enter this area without permission of the installation Commander (sec. 21 Internal Security Act of 1950; USC 797).  While on this installation, personnel and the property under their control are subject to search.


	2.3
	PERSONNEL IDENTIFICATION BADGES:

All personnel requiring access to Government property will meet the requirements of a need to be aboard and will be identified by one of the forms of identification listed below.  For the purposes of entry, a “Visitor” is considered to be any person not attached to or employed through the government.  They  shall not allow any person to pass his post without proper identification.

a. Cards which are defaced, altered in any way, illegible, or expired will not be honored.  In the event of any discrepancy, refer the individual concerned to the KO.

b. Military personnel, Federal civilian employees, and certain contract representatives requiring access to the work site, upon presentation of a valid identification in one of the following forms:
· Armed Forces ID Card (DD 2N), Green, for active duty military personnel.
· Optional Form 55, U. S. Government Identification Card.
· DD Form 489, Department of Defense Identification Card.
· Valid command identification badge.

c. Non‑military personnel requiring access to Government property must present one of the following valid forms of identification:
· Valid command identification badge.
· Vouch by an individual with a valid identification badge.
· Name on post access list.
· Public Utility Personnel with valid company identification and an authorized work requirement.


	2.4
	VEHICLE IDENTIFICATION:

All military personnel and civilian employees working on station are required to have a valid vehicle permit on their private passenger vehicles, motor scooters, motor driven bicycles (motors greater than 1‑1/2 HP), motorcycles, or other types of motor driven conveyances in order to operate them on any military installation. Vehicle passes fall into the categories listed below:

a. Permanent vehicle passes.  The following decals are recognized as official Department of the Navy passes that are attached to the vehicles. These passes are further identified by a pass number printed on the pass. Additionally, the date of expiration of these passes is indicated by numbers on the left and right sides of the pass; the number on the left indicates the month of expiration, while the number on the right indicates the year of expiration.
· Blue tab decal.  Issued to active duty and retired officers.
· Red tab decal.  Issued to active duty and retired enlisted personnel.
· Black tab decal.  Issued to civilian personnel (normally contractors) or other personnel designated by the Commanding Officer for access to the installation during regular working hours.
· Green tab decal.  Issued to civilian employees requiring unlimited access to the base and other military installations NOT in the immediate area.

b. Temporary vehicle passes.  Issued to personnel temporarily working at the site by the KO.  Pass must be dated and validated. Personnel must also have proper identification.

c. On occasion, personnel (e.g., NCIS, FBI, other Federal, State or Local L.E. agencies) arrive desiring access to the station without possessing a valid vehicle permit.  All law enforcement officers shall be granted entrance to the station at all times.  If in a marked police vehicle, they shall be immediately waved through.  However, if they are operating an unmarked police vehicle, they must present either their badge or credentials to be waved onto the base.  The Shift Supervisor shall immediately notify the Security Office of the additional police presence. All other personnel must present required documentation to obtain a pass.
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	ATTACHMENT 1

STANDARDS OF CONDUCT

	

	

	Appearance
	The Government requires a favorable image and considers it to be a major asset of a protective force.  The employee's attitude, courtesy, and job knowledge are influential in creating a favorable image.  However, most people form an opinion by the appearance of uniformed employees.  All contract employees are therefore required to wear the complete prescribed uniform while on duty and avoid unpressed clothing, over or undersized uniforms, dirty shoes, and any other facet of appearance that would create a negative perception by the public.

	Negligence
	Neglect of duties shall not be condoned.  Neglect includes sleeping on duty, conducting personal affairs on duty, talking on cellular telephones (for personal reasons), reading unauthorized material (books, newspapers, magazines), listening or watching any audio/video equipment (radio, tape or compact disk players, television, DVD player) while on duty, unreasonable delays or failures to carry out assigned tasks, and refusing to render assistance or cooperate in upholding the integrity of work site security.

	Misuse of Weapons
	With exception to the circumstances outlined in SECNAVINST 5500.29 the use or drawing of a firearm is strictly prohibited.

	Excessive Force
	The use of force will be limited to the minimum amount of force reasonably necessary to ensure compliance.  The use of any force in excess of the minimum amount is strictly prohibited.  Only defensive tactics, methods, and techniques identified in the Contractor training plan are authorized.

	Disorderly Conduct
	Use of abusive or offensive language, quarrelling, intimidation by words, actions, or fighting shall not be condoned. Also included is participation in disruptive activities, which interfere with normal and efficient government operations.

	Intoxicants
	The Contractor shall not allow any employee (prior to or while on duty) to possess, sell, consume, or be under the influence of intoxicants, drugs, alcohol, or substances, which produce similar effects.

	Criminal Actions
	Contractor employees may be subject to criminal prosecution for any violation of the law while in a duty status or while on federal property.  If the employee becomes involved in criminal activity or becomes the subject of an official criminal investigation while not on duty that directly affects the employee’s ability to perform duties or possess a firearm, the employee shall report the incident to the employer immediately or when it is reasonable, but at no time less than 8 hours prior to next shift assignment.

	Official Documents
	Falsification or unlawful concealment, removal, mutilation, or destruction of any official documents or records or concealment of material facts by willful omission from official documents or records is strictly prohibited.

	Government Property
	Unauthorized use, theft, or vandalism of government property is strictly prohibited.

	Immoral Conduct
	Sexual harassment, use of sexually explicit language or vulgarity, or the possession or display of sexually explicit material or any conduct of a sexual nature that is reasonably considered as offensive is strictly prohibited.

	Unethical Behavior
	The solicitation or acceptance of gratuities, gifts or tips for duties performed in accordance with this contract is strictly prohibited.

	Officious Behavior
	Improper use of official authority or credentials for any reason is strictly prohibited.

	Tobacco Products
	The use of cigarettes, cigars, snuff, chewing tobacco, or other tobacco products in view of the public, while standing stationary posts or while conducting mobile patrols is strictly prohibited.






	ATTACHMENT 1

SECURITY PROGRAMMATIC RESOURCES

	

	Security Programmatic Resources:  NCIS considers the position(s) under this contract as key personnel.

	CRITERIA
	DESCRIPTION

	Education
	The Contractor shall be responsible for employing technically qualified personnel to perform the work specified in the statement of work. The Contractor shall maintain the personnel, organization, and administrative control necessary to ensure that the work delivered meets the contract specification requirements.

	Felony Convictions
	Have no felony convictions and no convictions that reflect on the individual's reliability including those crimes classified under the Lautenberg Act.

	Age
	Be 21 years of age or older, or be an honorably discharged veteran.  Must be 21 years of age to be armed.

	Citizenship
	Be a citizen of the United States.

	Driver’s License
	Possess a valid automobile drivers license (all positions herein may require the use of a motor vehicle).

	Drug Use
	Have no record or history of illegal drug use, sale, possession, or manufacture during the previous five years.

	Mental Illness
	Shall not have been diagnosed with any mental illness that would cause conflict or create unsafe working conditions for the employee and or citizens.  If the employee has been diagnosed with a mental illness the employee must provide proof that the illness can be controlled by medication and that the employee is taking the prescribed medication.  Cessation of prescribed medication against a physician’s advice shall result in immediate termination.

	Physical Fitness
	Must be in and maintain a fitness level consistent with the job duties.









	ATTACHMENT 1

UNIFORMS

	

	Contractor employee should appear as the following

	1.  
	Professional Appearance and cannot look like a Security Officer.


	2.  
	Name Tags must be worn at all times on duty.


	3.  
	Uniforms shall standardized, e.g. style, color, sleeve length, and uniform articles.  


	4.  
	Uniforms shall not be in the likeness of uniforms worn by existing government employees in the GS-0083 Police Officer classification series.


	5.
	Type of Uniform Required:  Blue Blazer, Sky Blue Dress Shirt, Gray Pants, Necktie, Name Tag, U.S. Flag Lapel Pen, and  Black Shoes (Patent Leather or Leather), highly glossed, 





	ATTACHMENT 1

GROOMING STANDARDS

	

	

	Personal Appearance
	s shall be well groomed at all times and meet the following minimum standards:

	Hair
	Keep hair neat, clean, and well groomed. Ponytails or long hair shall not be allowed to fall below the collar of the uniform shirt.  Long hair shall be secured to the head presenting an attractive hairstyle and preventing or limiting vulnerabilities.  Hair shall not show under the front of the brim of the hat, or extend below eyebrows when headgear is removed.  Hair coloring shall appear natural.

	Facial Hair
	Facial hair shall be maintained to present a well-groomed appearance and provide for the effective use of Personnel Protective Equipment (PPE).  The following guidance is provided:

· Sideburns shall be neatly trimmed and tailored in the same manner as the haircut.  Sideburns shall not extend below the bottom of the earlobe, and end with a clean-shaven horizontal line. "Muttonchops", "ship's captain", or similar grooming modes are not authorized.

· Mustaches shall not protrude past the upper lip. 

All types and styles of beards are prohibited

	Fingernails
	Fingernails shall not extend past fingertips and shall be kept clean.

	Jewelry
	Visibly displayed jewelry shall be restricted to wedding bands and wristwatches.  Religious medallions, necklaces, or other jewelry may be worn if concealed under the uniform.

	Cosmetics
	Cosmetics shall be applied so that colors blend with natural skin tone.  Care should be taken to avoid an artificial appearance.  Lipstick colors shall be conservative, subtle, and blend with skin tones.





	ATTACHMENT 1

TRAINING REQUIREMENTS

	

	Training and Awareness: The contractor personnel may be required to attend follow-on computer based facility management shall assist in mission requirements:

The Contractor shall immediately remove from duty any that does not complete or meet the recurring training requirements.

In addition, Contractor personnel performing  services shall meet existing training and qualifications mandated by the state in which the duties will be performed.

The government may relieve the Contractor of minimum education and qualification requirements if it is determined that the candidates education and qualifications are acceptable and in the best interest of the government.

	Initial Training Requirements
	· Minimum Education and Qualifications: Individual must be a security professional with a minimum of five (5) years of security experience and one (1) year directly related to security operations.  Good communications and writing skills are required. The Contractor personnel proposed and/or selected will be subject to a government security investigation and must possess a current Top Secret security clearance and be eligible to receive favorable access to sensitive compartmented information.

	Recurring Training Requirements
	· Annual Training: All persons requiring routine access to NCIS facilities or automated information networks, or to perform official travel on behalf of NCIS as part of this contract must complete initial Security Education and Awareness, and Level I Antiterrorism Awareness Training provided by NCIS as part of the required, initial in-processing. The DoD 5220.22-M, NISPOM, requires the contractor to provide security education and training to all cleared employees at least annually.  Refresher training shall reinforce the information provided during the initial security briefing and shall keep cleared employees informed of appropriate changes in security regulations.  The contractor shall provide the COR a form of acknowledgement that their employees have received refresher training.



	
TRAINING COURSES AND DESCRIPTIONS

	

	Course Title
	Course Description
	Hours of Instruction/Duration
	Frequency
	Min/Max number of students
	Anticipated offerings of course
	Location of training

	CPR
	CPR for first responder
	8 hours
	Annually
	Min – 5
Max – 30
	6 per year
	Classroom 32

	First aid
	First aid for first responders
	8 hours
	Every three years
	Min – 5
Max – 30
	6 per year
	Classroom 32






	ATTACHMENT 1

REFERENCES, INSTRUCTIONS, DIRECTIVES

	

	

	DoD Manual 5100.76-M
	Physical Security of Sensitive Conventional Arms, Ammunitions & Explosives
http://www.dtic.mil/whs/directives/corres/pub1.html

	DoD Manual 2220.22-M
	Industrial Security Safeing Classified Information http://www.dtic.mil/whs/directives/corres/pub1.html

	DoD Manual 5220.22-R
	Industrial Security Regulation http://www.dtic.mil/whs/directives/corres/pub1.html

	SECNAVINST 5510.34
	Disclosure of Classified Military Information and Controlled Unclassified Information to Foreign Governments, International Organizations, and Foreign Representatives
http://neds.nebt.daps.mil/

	SECNAVINST 5500.29

	Use of Deadly Force 
http://neds.nebt.daps.mil/

	OPNAVINST 3591.1
	Small Arms Training and Qualification
http://neds.nebt.daps.mil/

	OPNAVINST 5100.12
	Navy Traffic Safety Program

	OPNAVINST 5100.23

	NAVOSH Program Manual 
http://neds.nebt.daps.mil/

	OPNAVINST 5530.13

	Physical Security for AA&E 
http://neds.nebt.daps.mil/

	OPNAVINST 5530.14 
	Navy Physical Security
http://neds.nebt.daps.mil/

	OPNAVINST 5560.10
	Registration and Marking of Non-Government-Owned Motor Vehicles
http://neds.nebt.daps.mil/

	OPNAVINST 5580.1 
	Navy Law Enforcement Manual
http://neds.nebt.daps.mil/

	OPNAVINST 5585.2
	Military Working Dog Program
http://neds.nebt.daps.mil/

	OPNAVINST 11200.5 
	Motor Vehicle Traffic Supervision
http://neds.nebt.daps.mil/

	OPNAVINST C8126.1
	Navy Nuclear Weapon Security Policy (U) NAVSEA T0300-AZ-PRO-010

	NTRP 3-07.2.2 
	FP Weapons Handling and Standard Procedures and Guidelines





