STATEMENT OF WORK
(PROTESTANT MINISTER)

NAVAL DISTRICT WASHINGTON
1411 PARSONS AVE SE BLDG STE 2001
WASHINGTON NAVY YARD, DC 20374-5000

PLACE OF PERFORMANCE/LOCATION OF WORK/ACCOUNTABILITY
Arlington National Cemetery under the command of Commander, Naval District Washington (NDW) and under the supervision of the Regional Chaplain, NDW.

Statement of Work

1. Background:  The pastoral services of an ordained/certified Protestant Minister are essential to conduct burial rites, ordinances and ceremonies for deceased personnel and eligible family members of the Sea Services, that is, members of the U.S. Navy, U.S. Marine Corps, U.S. Coast Guard and U.S. Merchant Marine.  SECNAVINST 1730.7D, dated 8 August 2008 permits contracts for civilian religious ministry professionals (RMPs) endorsed by a specific Department of Defense-listed religious organization (RO) on a non-personal services basis using competitive procedures.  The mission at Arlington National Cemetery (ANC) requires the augmented services of a Protestant Minister to provide ministry for Sea Service members identified as Protestant and who are authorized burial ceremonies at ANC.  If determined by the NDW Regional Chaplain in concert with the ANC leadership, the Protestant contracting Minister will be expected to support other military Services. 

2. Qualifications:  Contractor shall be an ordained/certified Minister of a Protestant faith group endorsed by a specific DoD-listed (RO). The endorsing authority will provide evidence of these credentials to the NDW Regional Chaplain. Contractor shall have a Master of Divinity from an accredited theological institution and provide a raised certified stamp with insignia for approval. Once the position has been accepted a Secret Security Clearance will be required. This position requires the ability to obtain and maintain one’s clearance. The inability to obtain and maintain the required clearance level may be cause for removal from the position. Also, once accepting the position, the contractor will be required to complete the Arlington National Cemetery training brief. The contractor shall obtain a Common Access Card (CAC) Card in order to gain access to Joint-Base Myer Henderson Hall JBMHH or Naval District of Washington Navy Yard NDW. Contractor will be expected to provide a Christ-centered message for burials/services and conclude prayers in the name of Jesus. 


3. Coordination and Compliance:  Contractor will coordinate with the ANC Navy Chaplain to provide services Monday through Friday in accordance with Bureau of Naval Personnel policy: NAVPERS 15956D Naval Funerals at Arlington National Cemetery.  The NDW Regional Chaplain supervises all Sea Service burials at ANC.  Contractor will comply with ANC’s policies, procedures, protocol, mission, vision and guiding principles as articulated at:   http://www.arlingtoncemetery.mil/about, http://www.arlingtoncemetery.mil/Funeral-Information/About-Funerals/Visiting-Clergy-Guide,  http://www.arlingtoncemetery.mil/Funeral-Information/About-Funerals.  

4. Scope of Responsibility: Contractor shall:

a. Be available to perform services independently of the ANC Navy Chaplain.
b. Be available to perform the services assigned to the ANC Navy Chaplain, when the ANC Navy Chaplain is absent due to training, sickness, and any other unforeseeable circumstances.
c. Provide burial coverage at ANC for Full Honors, Standard Honors and No Honors (i.e., the burials of eligible family members).  
d. Provide Funeral Services in conjunction with burials at ANC.  
e. When circumstances require, conduct burials at cemeteries other than ANC.  In this case, burials shall be in the NDW Region.  
f. Provide burial/service data to the NDW Regional Chaplain through the ANC Navy Religious Affairs Office for the Commander’s Update Brief and support all other calls for data collection.
g. Conduct burials/services in accordance with the standardized sequence and within the time constraints established by ANC.
h. Be available to conduct 3 burials per day and when required funeral services, Monday through Friday.
i. Wear appropriate attire according to their faith tradition and reflecting the professionalism expected of ANC personnel.  
j. Provide pastoral care to grieving families as part of the service rendered for a burial or funeral service.
k. Exercise tact and prudence in coordinating burials/funeral services with the primary next of kin (PNOK), the Person Authorized to Direct Disposition (PADD), the ANC Representatives, the ANC Religious Affairs Offices and Arlington Volunteers.
l. Any and all correspondence or coordination of burials/funeral services, between the primary next of kin (PNOK), the Person Authorized to Direct Disposition (PADD), the ANC Representatives, the ANC Religious Affairs Offices and Arlington Volunteers, is considered as part of the preliminary work leading up to the burial/funeral services and will be considered payment in full as part of the burial/ funeral services line item. This includes seeking out any personal information of the deceased from the PNOK/PADD to make such services more personal, such as a favorite bible verse or favorite hymn that is included as part of the sermon.
m. Privately Owned Vehicle (P.O.V.) will be authorized for travel within the ANC grounds in which the government will reimburse per millage. Per millage will be considered from point a) ANC Administrative Office to point b) the burial site, to point c) return to the ANC Administrative Office.
n.  If there is a funeral service in-conjunction with a burial, the distance for per millage is determined from point a) ANC Administrative office to point b) the chapel in which the funeral service is conducted to point c) the burial site to point d) return to the ANC Administrative Office.
o. If there is only a funeral service, per millage is determined from point a) ANC Administrative Office to point b) the chapel in which the funeral service is conducted to point c) return to the ANC Administrative Office.
p. Vacation time has been factored into the contract, with the assumption that a contractor would take vacation time twice a year, for two weeks, for a total of 20 working days. All vacation time shall be coordinated with the ANC Navy Chaplain, so as not to overlap and create a gap in completing the mission of ANC.
q. Any type of Professional Training whether for the Department of the Navy or for Professional Growth shall be coordinated with the ANC Navy Chaplain and the Scheduling Office.
r. In the rare occasions that the contractor needs a personal day or a sick day the contractor shall immediately contact the ANC Navy Chaplain in order to find a replacement for the burials for that day. The contractor shall make well documented and easily readable notes for the burials or funerals schedule for any chaplain to provide coverage. These notes also include any of the notes that were annotated to be used during the sermon portion of the burial/funeral services.

5. Invoice: Contractor will be responsible for submitting a monthly invoice for services completed.   A member of the ANC, Navy Religious Affairs Office shall validate and sign the invoice before submission to the NDW Regional Chaplain’s Office.
6. Contractor Unclassified Access to Federally Controlled Facilities, Sensitive Information, Information Technology (IT) Systems or Protected Health Information (July 2013)

Homeland Security Presidential Directive (HSPD)-12, requires government agencies to develop and implement Federal security standards for Federal employees and contractors.  The Deputy Secretary of Defense Directive-Type Memorandum (DTM) 08-006 - "DoD Implementation of Homeland Security Presidential Directive - 12 (HSPD-12)" dated November 26, 2008 (or its subsequent DoD instruction) directs implementation of HSPD-12.  This clause is in accordance with HSPD-12 and its implementing directives.

APPLICABILITY
This clause applies to contractor employees requiring physical access to any area of a federally controlled base, facility or activity and/or requiring access to a DoN or DoD computer/network/system to perform certain unclassified sensitive duties.  This clause also applies to contractor employees who access Privacy Act and Protected Health Information, provide support associated with fiduciary duties, or perform duties that have been identified by DON as National Security Position, as advised by the command security manager. It is the responsibility of the responsible security officer of the command/facility where the work is performed to ensure compliance.  
    
Each contractor employee providing services at a Navy Command under this contract is required to obtain a Department of Defense Common Access Card (DoD CAC).  Additionally, depending on the level of computer/network access, the contract employee will require a successful investigation as detailed below. 

ACCESS TO FEDERAL FACILITIES
Per HSPD-12 and implementing guidance, all contractor employees working at a federally controlled base, facility or activity under this clause will require a DoD CAC.  When access to a base, facility or activity is required contractor employees shall in-process with the Navy Command's Security Manager upon arrival to the Navy Command and shall out-process prior to their departure at the completion of the individual's performance under the contract. 

ACCESS TO DOD IT SYSTEMS
In accordance with SECNAV M-5510.30, contractor employees who require access to DoN or DoD networks are categorized as IT-I, IT-II, or IT-III.  The IT-II level, defined in detail in SECNAV M-5510.30, includes positions which require access to information protected under the Privacy Act, to include Protected Health Information (PHI).  All contractor employees under this contract who require access to Privacy Act protected information are therefore categorized no lower than IT-II.  IT Levels are determined by the requiring activity's Command Information Assurance Manager. Contractor employees requiring privileged or IT-I level access, (when specified by the terms of the contract) require a Single Scope Background Investigation (SSBI) which is a higher level investigation than the National Agency Check with Law and Credit (NACLC) described below. Due to the privileged system access, a SSBI suitable for High Risk public trusts positions is required. Individuals who have access to system control, monitoring, or administration functions (e.g. system administrator, database administrator) require training and certification to Information Assurance Technical Level 1, and must be trained and certified on the Operating System or Computing Environment they are required to maintain.  

Access to sensitive IT systems is contingent upon a favorably adjudicated background investigation.  When access to IT systems is required for performance of the contractor employee's duties, such employees shall in-process with the Navy Command's Security Manager and Information Assurance Manager upon arrival to the Navy command and shall out-process prior to their departure at the completion of the individual's performance under the contract.  Completion and approval of a System Authorization Access Request Navy (SAAR-N) form is required for all individuals accessing Navy Information Technology resources.  The decision to authorize access to a government IT system/network is inherently governmental.  The contractor supervisor is not authorized to sign the SAAR-N; therefore, the government employee with knowledge of the system/network access required or the COR shall sign the SAAR-N as the "supervisor". 

The SAAR-N shall be forwarded to the Navy Command's Security Manager at least 30 days prior to the individual's start date.  Failure to provide the required documentation at least 30 days prior to the individual's start date may result in delaying the individual's start date.   
     
When required to maintain access to required IT systems or networks, the contractor shall ensure that all employees requiring access complete annual Information Assurance (IA) training, and maintain a current requisite background investigation.  The Contractor's Security Representative shall contact the Command Security Manager for guidance when reinvestigations are required.  


INTERIM ACCESS
The Navy Command's Security Manager may authorize issuance of a DoD CAC and interim access to a DoN or DoD unclassified computer/network upon a favorable review of the investigative questionnaire and advance favorable fingerprint results.  When the results of the investigation are received and a favorable determination is not made, the contractor employee working on the contract under interim access will be denied access to the computer network and this denial will not relieve the contractor of his/her responsibility to perform.   

DENIAL OR TERMINATION OF ACCESS
The potential consequences of any requirement under this clause including denial or termination of physical or system access in no way relieves the contractor from the requirement to execute performance under the contract within the timeframes specified in the contract.  Contractors shall plan ahead in processing their employees and subcontractor employees. The contractor shall insert this clause in all subcontracts when the subcontractor is permitted to have unclassified access to a federally controlled facility, federally-controlled information system/network and/or to government information, meaning information not authorized for public release.

CONTRACTOR'S SECURITY REPRESENTATIVE
The contractor shall designate an employee to serve as the Contractor's Security Representative.  Within three work days after contract award, the contractor shall provide to the requiring activity's Security Manager and the Contracting Officer, in writing, the name, title, address and phone number for the Contractor's Security Representative.  The Contractor's Security Representative shall be the primary point of contact on any security matter.  The Contractor's Security Representative shall not be replaced or removed without prior notice to the Contracting Officer and Command Security Manager. 

BACKGROUND INVESTIGATION REQUIREMENTS AND SECURITY APPROVAL PROCESS FOR CONTRACTORS ASSIGNED TO NATIONAL SECURITY POSITIONS OR PERFORMING SENSITIVE DUTIES 
Navy security policy requires that all positions be given a sensitivity value based on level of risk factors to ensure appropriate protective measures are applied.  Navy recognizes contractor employees under this contract as Non-Critical Sensitive [ADP/IT-II] when the contract scope of work require physical access to a federally controlled base, facility or activity and/or requiring access to a DoD computer/network, to perform unclassified sensitive duties.  This designation is also applied to contractor employees who access Privacy Act and Protected Health Information (PHI), provide support associated with fiduciary duties, or perform duties that have been identified by DON as National Security Positions.  At a minimum, each contractor employee must be a US citizen and have a favorably completed NACLC to obtain a favorable determination for assignment to a non-critical sensitive or IT-II position.  The NACLC consists of a standard NAC and a FBI fingerprint check plus law enforcement checks and credit check.  Each contractor employee filling a non-critical sensitive or IT-II position is required to complete:

.	SF-86 Questionnaire for National Security Positions (or equivalent OPM investigative product)
.	Two FD-258 Applicant Fingerprint Cards (or an electronic fingerprint submission)
.	Original Signed Release Statements

Failure to provide the required documentation at least 30 days prior to the individual's start date shall result in delaying the individual's start date.   Background investigations shall be reinitiated as required to ensure investigations remain current (not older than 10 years) throughout the contract performance period.  The Contractor's Security Representative shall contact the Command Security Manager for guidance when reinvestigations are required.

Regardless of their duties or IT access requirements ALL contractor employees shall in-process with the Navy Command's Security Manager upon arrival to the Navy command and shall out-process prior to their departure at the completion of the individual's performance under the contract.  Employees requiring IT access shall also check-in and check-out with the Navy Command's Information Assurance Manager.  Completion and approval of a System Authorization Access Request Navy (SAAR-N) form is required for all individuals accessing Navy Information Technology resources.  The SAAR-N shall be forwarded to the Navy Command's Security Manager at least 30 days prior to the individual's start date.  Failure to provide the required documentation at least 30 days prior to the individual's start date shall result in delaying the individual's start date. 
     
The contractor shall ensure that each contract employee requiring access to IT systems or networks complete annual Information Assurance (IA) training, and maintain a current requisite background investigation.  Contractor employees shall accurately complete the required investigative forms prior to submission to the Navy Command Security Manager.  The Navy Command's Security Manager will review the submitted documentation for completeness prior to submitting it to the Office of Personnel Management (OPM).  Suitability/security issues identified by the Navy may render the contractor employee ineligible for the assignment.  An unfavorable determination made by the Navy is final (subject to SF-86 appeal procedures) and such a determination does not relieve the contractor from meeting any contractual obligation under the contract.  The Navy Command's Security Manager will forward the required forms to OPM for processing.  Once the investigation is complete, the results will be forwarded by OPM to the DON Central Adjudication Facility (CAF) for a determination.  

If the contractor employee already possesses a current favorably adjudicated investigation, the contractor shall submit a Visit Authorization Request (VAR) via the Joint Personnel Adjudication System (JPAS) or a hard copy VAR directly from the contractor's Security Representative.  Although the contractor will take JPAS "Owning" role over the contractor employee, the Navy Command will take JPAS "Servicing" role over the contractor employee during the hiring process and for the duration of assignment under that contract.  The contractor shall include the IT Position Category per SECNAV M-5510.30 for each employee designated on a VAR.  The VAR requires annual renewal for the duration of the employee's performance under the contract. 

BACKGROUND INVESTIGATION REQUIREMENTS AND SECURITY APPROVAL PROCESS FOR CONTRACTORS ASSIGNED TO OR PERFORMING NON-SENSITIVE DUTIES 
Contractor employee whose work is unclassified and non-sensitive (e.g., performing certain duties such as lawn maintenance, vendor services, etc ...) and who require physical access to publicly accessible areas to perform those duties shall meet the following minimum requirements: 

.	Must be either a US citizen or a US permanent resident with a minimum of 3 years legal residency in the United States (as required by The Deputy Secretary of Defense DTM 08-006 or its subsequent DoD instruction) and 
.	Must have a favorably completed National Agency Check with Written Inquiries (NACI) including a FBI fingerprint check prior to installation access.  

To be considered for a favorable trustworthiness determination, the Contractor's Security Representative must submit for all employees each of the following: 

.	SF-85 Questionnaire for Non-Sensitive Positions
.	Two FD-258 Applicant Fingerprint Cards (or an electronic fingerprint submission)
.	Original Signed Release Statements

The contractor shall ensure each individual employee has a current favorably completed National Agency Check with Written Inquiries (NACI) or ensure successful FBI fingerprint results have been gained and investigation has been processed with OPM 

Failure to provide the required documentation at least 30 days prior to the individual's start date may result in delaying the individual's start date.  

* Consult with your Command Security Manager and Information Assurance Manager for local policy when IT-III (non-sensitive) access is required for non-US citizens outside the United States.

7. ECRMA - CONTRACT MGMT REPORTING
[bookmark: _GoBack]"The contractor shall report contractor labor hours (including subcontractor labor hours) required for performance of services provided under this contract for the Navy via a secure data collection site. Contracted services excluded from reporting are based on Product Service Codes (PSCs). The excluded PSCs are:

		(1) W, Lease/Rental of Equipment; 

		(2) X, Lease/Rental of Facilities; 

		(3) Y, Construction of Structures and Facilities; 

		(4) S, Utilities ONLY; 

		(5) V, Freight and Shipping ONLY. 

The contractor is required to completely fill in all required data fields using the following web address https://doncmra.nmci.navy.mil. 

Reporting inputs will be for the labor executed during the period of performance during each Government fiscal year (FY), which runs October 1 through September 30. While inputs may be reported any time during the FY, all data shall be reported no later than October 31 of each calendar year.   Contractors may direct questions to the help desk, linked at https://doncmra.nmci.navy.mil."


