This is a COMBINED SYNOPSIS/SOLICITATION for commercial items prepared in accordance with the information in FAR Subpart 12.6, using Simplified Acquisition Procedures under the test program for commercial items found at FAR 13.5, as supplemented with the additional information included in this notice.  This announcement constitutes the only solicitation; a written solicitation will not be issued.  PAPER COPIES OF THIS SOLICITATION WILL NOT BE AVAILABLE. This combined synopsis/solicitation SHALL be posted on both FEDBIZOPPS and NECO (https://www.neco.navy.mil/.

The reference number is N0007217RC70022.  The proposed contract action is for commercial services, in accordance with the Requirements Statement.  The NAICS code is 518210 and the Small Business Standard is $32.5M.  This solicitation documents and incorporates provisions and clauses in effect through FAC 2005-82 and DFARS Change Notice 20150602.  It is the responsibility of the contractor to be familiar with the applicable clauses and provisions.  The clauses may be accessed in full text at these addresses: www.acqnet.gov/far and http://www.acq.osd.mil/dpap/dfars/index.htm.

[bookmark: _GoBack]The Naval Supply Systems Command (NAVSUP) Fleet Logistics Center (FLC) Norfolk Philadelphia Office intends to solicit Jeppesen Sanderson, Inc. on a sole source basis.  The basis for soliciting only one source is as follows:

Jeppesen Sanderson, Inc.’s operational data (OpsData) provides its customers with customized airport analysis.  Its airport analysis team services over 500 flight operations, over 400 different aircraft/engine types and successfully maintains over 3600 airports worldwide.  All these source materials allow Jeppesen Sanderson, Inc. to analyze the takeoff flight path out to 30 nautical miles and/or clear of all obstacles whereas most firms are restricted to less than 10 nautical miles due to the limited data sources used.  Furthermore, its Mission Ops eCharts solution provides a pre-flight viewing of worldwide aeronautical charts, in-flight viewing of charts as well as worldwide airport data to allow the flight crew to safely prepare for landing at virtually any airport throughout the world.  Finally, its MilPlanner allows the user to create and save an unlimited number of flight plan requests; create optimized flight routes based on cost, cargo loads, fuel efficiency, or time en-route; plan payload off-load operations; and support air-to-air refueling (AAR) and airborne early warning and control (AEW&C) operations with multiple AAW and orbiting functions.  

As the exclusive developer of MilPlanner, Mission Ops eCharts (MOEC), OpsData, NavData, Boeing Laptop Tool (BLT) airport data, Jeppesen Sanderson, Inc. owns the proprietary rights to the technical data, the paper en-route charts, plotting charts, the design drawings, the training documents and the equipment required to continue to support the CFLSW and the 4th MAW – which provides 100% of the Navy's medium and heavy airlift capability.  Jeppesen Sanderson, Inc. also supports the Naval Air Logistics Office (NALO), which schedules worldwide airlift logistics to the Joint Operational Support Airlift Command (JOSAC).  To date, Jeppesen Sanderson, Inc. retains the copyrights on MilPlanner, OpsData and NavData.

Although there may be other companies that can provide portions of the Mission Planning Technology support, Jeppesen Sanderson, Inc. is the only source in the industry that has the capacity and the capability to provide all of the various products listed in the below Performance Work Statement (PWS).  Additionally, no other source offers a commercial flight planning and electronic charting solution specifically tailored for a military customer.  Furthermore, no other source offers support of military-specific functionality fused with robust commercial flight planning functionality.  This type of support is not found in any DoD mission planning solutions including the National Geospatial-Intelligence Agency (NGA) or any other commercial providers' product and technology suite this time.  This is especially critical as these support services are a “fit for flight” requirement for all 74 CFLSW and 4th MAW aircrafts, as none can fly without the mission planning support services.  Based on the foregoing, only the Mission Planning Technology Support Services from Jeppeson Sanderson, Inc. meets the Navy’s mission requirement and no other source will meet the Navy’s requirements.

The proposed acquisition is to procure Mission Planning Software Support Services.  This action will result in a firm fixed-price (FFP) purchase order.

The awarded purchase order for the above requirement is for commercial services for which the Government solicited and negotiated with only one source under the authority for FAR 13.501(a).  Interested persons may identify their interest and capability to respond to future similar requirements, however, this notice is not intended to be a request for competitive quotes from any source.  However, all submissions received by the closing response date/time will be considered by the Government.  A determination by the Government not to compete the contract action is solely within the discretion of the Government.  Information received will normally be considered solely for the purpose of determining whether to conduct a competitive procurement for these services in the future.

PERFORMANCE WORK STATEMENT

COMMANDER, NAVAL AIR FORCE RESERVE (CNAFR)

MISSION PLANNING SOFTWARE SUPPORT SERVICES

1.0 INTRODUCTION:  The purpose of this Performance Work Statement (PWS) is to define the requirements for Mission Planning Technology Services Support for the Commander, Naval Air Forces Reserve.  

2.0	BACKGROUND:  Mission Planning Technology consists of software and web-based applications that allow aircraft pilots access to maps, charts, weather, intelligence and aircraft performance data for use in developing mission planning navigation solutions such as routes, approaches, terminal procedures, communications setting, flight/mission calculations (fuel and leg times,) and other pertinent aircraft operational data.  Mission Planning Technology may include visual software or web-based tools and applications optimized for specific aircraft roles, and the automation of the computations associated with aircraft specific flight/mission planning.  Once the mission planning information has been generated, it can be printed for kneeboards or strip charts, or alternatively written on to a data storage device or for transfer to aircraft systems navigation system, or saved on a laptop.  Some Mission Planning Technologies also include functions to transmit and receive flight/mission information via satellite datalink communications, either at the commencement of a flight/mission, or as real time updates throughout a flight/mission.  Mission Planning Technologies may also be used for post-flight/mission debriefing.  This support is required for aircraft assigned to CFLSW and 4th MAW.  The numbers and Types/Models/Series of the aircraft currently assigned includes the C-37A/B (4ea); the C-20G (3ea); the C-130T (24ea); the C-40A (15ea); the KC-130T/J (21ea); the UC-35C/D (5ea), and the C-12W (2ea), for approximately 74.  There will be 77 aircraft by FY2020 as listed below.

C-40A - (Currently - 15)		(FY 2020 - 15)
Fleet Logistics Support Squadron - 56 (VR-56) – 165830, 166694, 166696
Fleet Logistics Support Squadron - 57 (VR-57) - 165835, 165836, 166693
Fleet Logistics Support Squadron - 58 (VR-58) - 165829, 165832, 168980
Fleet Logistics Support Squadron - 59 (VR-59) - 165831, 165833, 168981
Fleet Logistics Support Squadron - 61 (VR-61) - 165834, 166695, 169036 (Aircraft 169036 is scheduled to arrive Nov16)

C-130T - (Currently - 24)		(FY 2020 - 24)
Fleet Logistics Support Squadron - 53 (VR-53) - 164995, 164997, 164998, 165350, 165351
Fleet Logistics Support Squadron - 54 (VR-54) - 164762, 164994, 165158, 165159
Fleet Logistics Support Squadron - 55 (VR-55) - 163311, 163591, 164106, 164597, 164598
Fleet Logistics Support Squadron - 62 (VR-62) - 165160, 165313, 165314, 165348, 165349
Fleet Logistics Support Squadron - 64 (VR-64) - 164993, 164996, 164161, 164378, 164379

C-20G - (Currently - 3)		(FY 2020 – 3)
Fleet Logistics Support Squadron - 51 (VR-51) - 165093, 165152
Executive Transport Detachment – Sigonella (ETD Sig) - 165151

C-37A/B - (Currently - 4)		(FY2020 – 4)
Executive Transport Detachment – Pacific (ETD Pac) - 166375 (C-37A)
Fleet Logistics Support Squadron - 1 (VR-1) - 166376, 166377, 166378 (C-37B)

KC-130J – (Currently - 5)		(FY 2020 – 12)
Marine Aerial Refueler Transport Squadron - 234 (VMGR 234) - 165739, 166473, 168073, 169018, 167111

**By the end of the FY VMGR 234 will have 5 KC-130JFY 2017-7 / FY 2018-9 / FY 2019-12/ FY 2020-12 (Increase of 7 aircraft by FY 2020 for a total of 12KC-130J/T’s.)

KC-130T - (Currently 14)		(FY 2020 – 12)
Marine Aerial Refueler Transport Squadron - 452 (VMGR 452) - 163592, 164105, 164180, 164181, 164441, 164442, 164999, 165000, 165162, 165163, 165315, 165316, 165352, 165353

** FY 2017, FY 2018, and FY 2019 - 14 KC-130T / FY 2020 - 3 KC-130J and 9 KC-130T (Decrease of 3 aircraft by FY2020 for a total of 12 KC-130J/T’s.)

UC-35C/D – (Currently - 5)	(FY 2020 – 5)
Marine Transport Squadron Detachment Belle Chasse (VMR DET BELLE CHASSE) - 165740, 165741
VMR DET ANDREWS AFB - 166374, 166714, 166767

C-12 – (Currently - 2)		(FY 2020 – 2)
Marine Transport Squadron Detachment Belle Chasse (VMR DET BELLE CHASSE) - 168204, 168205

3.0	SCOPE: In support of CNAFR, the Contractor shall provide Mission Planning Technology Services Support for CFLSW and the 4th MAW in the areas of web-based planning, web-based access, electronic charts, on-line access, aircraft performance data, Airport Ad Hoc and Watch lists, Onboard Performance Tool Airport data for the C-40A, Navigational Data for the C-40A, Integrated Navigational Data services for the C-20G, C-37A and C-37B, C-130T Dual Garmin GNS480 Navigation Data, and Navigational Data for the C-37A and C-37B, Special Aircraft Mission (SAM) Dispatch Services and the Creation of Mission Folders.  The details of the support are provided in Section 5 Performance Requirements.

4.0	APPLICABLE DIRECTIVES: 

· OPNAVINST 3710.7U NATOPS General Flight and Operating Instructions
· FAR 121.191 Operational Limits with One Engine Inoperative
· FAR 121.193 Operational Limits with Two Engines Inoperative
· Appropriate Military or Commercial Type/Model/Series (T/M/S) Aircraft Flight Manual

4.1	ACRONYMS AND ABBREVIATIONS:

· 4th MAW			4th Marine Aircraft Wing
· ACARS				Aircraft Communications Addressing and Reporting System
· AFB				Air Force Base
· AFM				Aircraft Flight Manual
· AFMC				Aircraft Flight Management System
· AFTN				Aeronautical Fixed Telecommunication Network
· AIRAC				Aeronautical Information Regulation and Control
· ARINC				Aeronautical Radio Incorporated 
· ASA				Aviation Supply and Academics 
· ATC				Air Traffic Control
· CAC				Common Access Card
· CDR				Contract Discrepancy Report
· CD/ROM			Compact Disk/Read Only Memory
· CEFS			Critical Engine Failure Speed
· CFLSW			Commander, Fleet Logistics Support Wing
· CFMU			Central Flow Management Unit
· CFP			Computerized Flight Plan
· CI			Critical Information
· CNAFR				Commander, Naval Air Force Reserve
· CNRFC				Commander Naval Reserve Forces Command
· COMNAVFORINST		Commander Naval Forces Instruction 
· COR				Contracting Officer Representative 
· CPARS				Contractor Performance Assessment Reporting System
· CRAM				Conditional Route Availability Message
· CSR				Contractor Security Representative
· CUI				Controlled Unclassified Information
· DIP/DIPS			Diplomatic Clearances 
· DMS				Defense Messaging System 
· DoD				Department of Defense
· DON				Department of Navy
· DONCAF			Department of Navy Central Adjudication Facility
· DSS				Defense Security Service
· EFB				Electronic Flight Bag
· EGPWS				Enhanced Ground Proximity Warning System
· ERAD				Electronic Route Availability Document 
· ETD				Executive Transportation Detachment 
· ETOPS				Extended Twin-Engine Operations
· FAA				Federal Aviation Administration 
· FAR				Federal Acquisition Regulation 
· FAR				Federal Aviation Regulation
· FAX				Facsimile
· FFP				Firm Fixed Price
· FIR				Flight Information Region
· FIR/UIR			Flight Information Region/Upper Information Region
· FLIP			Flight Information Publications
· FOUO			For Official Use Only
· .ftp			File Transfer Protocol
· FSO			Facility Security Officer
· GPWS			Ground Proximity Warning System
· HSPD-12			Homeland Security Presidential Directive 12
· IA			Information Assurance
· IAP			IAP Worldwide Services 
· IATA				International Air Transport Association 
· ICAO				International Civil Aviation Organization
· IFR			Instrument Flight Rules
· INDS			Integrated Navigation Data Service
· iOS			Apple Operating System for iPhones, iPads, and the iPod 
			itouch.
· IT			Information Technology
· JB			Joint Base
· JPAS			Joint Personnel Adjudication System
· JRB			Joint Reserve Base
· KO			Contracting Officer
· LOA			Letter of Authorization
· MEL			Minimum Equipment List
· METAR			Aviation Weather Report
· MOEC				Mission Ops eCharts (electronic charting product) 
· MTOW				Maximum Takeoff Weight
· NACO			National Aeronautical Charting Office
· NACLC			National Agency Check and Credit Check
· NALO			Naval Air Logistics Office
· NAS			Naval Air Station
· NATOPS			Naval Air Training and Operating Procedures Standardization
· NAVEUR			U.S. Navy Europe
· NCS			Noncritical Sensitive
· NGA			National Geospatial-Intelligence Agency
· NMCI			Navy Marine Corps Internet
· NOTAMS			Notice to Airmen
· OPSEC			Operations Security
· OPT			OnBoard Performance Tool
· PAO			Public Affairs Officer
· PC				Personal Computers 
· PII				Personally Identifiable Information  
· PSI				Personal Security Investigation
· POP				Period of Performance
· PWS				Performance Work Statement
· QASP				Quality Assurance Surveillance Plan
· SAAR-N			Systems Authorization Access Request-Navy
· SAM				Special Aircraft Mission 
· SCHED				Schedule
· SDP				Special Departure Procedures
· SECNAVINST			Secretary of the Navy Instruction
· SITA				A company specializing in air transport communications and information  technology
· TAD				Temporary Additional Duty
· TDY				Temporary Duty
· TAF			Terminal Aerodrome Forecast
· T/M/S				Type/Model/Series
· TPOC				Technical Point of Contact
· USB				Universal Serial Bus
· USC				United States Code
· VFR				Visual Flight Rules
· VR-1				Fleet Logistics Support Squadron One
· V speeds			standard term to define various critical airspeeds
· WX				Weather

5.0 PERFORMANCE REQUIREMENTS:  This section will outline the contractor services and support for Information Technology requirements for the following:

5.1 WEB-BASED PLANNING / ACCESS: The contractor shall provide web-based access for advanced flight planning functions anywhere, anytime pilots can get worldwide Internet access in order to create, modify, cancel, and file computer flight plans, check up to the minute weather and Notice to Airman (NOTAMs) and be assured that the aeronautical data is always current.  No special or dedicated software or hardware is needed, only access to the Internet using any internet browser.  The web-based planning/access support shall provide for the following capabilities:

5.1.1 The contractor shall provide a secure, easy-to-use, browser-based interface and feature-rich architecture requiring user name and password that can be accessed through existing internet service provider.  DELIVERABLE:  Web-based Planning Access for advanced planning functions.

5.1.2 The contactor shall provide 24/7 technical assistance to include flight planning support and software support.

5.1.3 The contractor shall provide the capability to create and save an unlimited number of flight plan requests.  The contractor shall provide the ability to access flight plans performed at home base on the personal computers (PC) component, as well as rerun these plans and have the home base access them.

5.1.4 The contractor shall create worldwide optimized flight routes (4D-Optimization) based on cost, cargo loads, fuel efficiency, or time enroute.

5.1.5 The contractor shall provide dispatch center services that give users a tabular view of flight plans.

5.1.6 The contractor shall create and display mission patterns that can be used in flight plans.

5.1.7 The contractor shall create and plot user defined waypoints that can be used in flight plans.

5.1.8 The contractor shall provide electronic Air Traffic Control (ATC) flight plan filing.  The user should be able to file the flight plan online as well as see the status of the flight plan (i.e., was the flight plan received, accepted, rejected, or modified).

5.1.9 The contractor shall provide drift down operational flight plans that assist in verifying compliance with Federal Acquisition Regulation (FAR) 121.191, which defines operational limitations with one engine inoperative, and FAR 121.193, which defines operational limitations with two engines inoperative.

5.1.10 The contractor shall create Re-clear or Re-Dispatch flight plans to reduce the legally required fuel uplift by reducing the international reserve or contingency fuel requirement.

5.1.11 The contractor shall provide the capability to retrieve, view, print and save an unlimited number of enhanced flight plans, weather NOTAMs on a 24-hour basis.

5.1.12 The contractor shall provide the ability to tailor graphical and text output formats to customer needs.

5.1.13 The contractor shall provide the capability to plan payload off-load operations.

5.1.14 The contractor shall develop user defined avoid areas.

5.1.15 The contractor shall provide the capability to easily modify and resubmit saved requests.

5.1.16 The contractor shall provide the ability to automate flight plan requests, weather requests and transmissions using time-triggering.

5.1.17 The contractor shall transmit flight plans, weather, messages and NOTAMs via email, datalink, Aeronautical Radio Incorporated (ARINC), Aeronautical Fixed Telecommunications Network (AFTN) and facsimile (FAX).  

5.1.18 The contractor shall provide the capability to retrieve, view, print and animate graphical weather (WX) maps.

5.1.19 The contractor shall provide Electronic Route Availability Documents (ERAD) and Conditional Route Availability Message (CRAM) compliant routes automatically accepted by EuroControl and provide access to EuroControl’s Central Flow Management Unit (CFMU) website to verify flight plan status.  

5.1.20 The contractor shall provide the capability to retrieve and view enroute changes and Flight Information Region/Upper Information Region (FIR/UIR) traversals.

5.1.21 The contractor shall overlay flight plan routes and weather graphics on enroute charts.

5.1.22 The contractor shall view and compare planned routes against Extended Twin-Engine Operations (ETOPS) and other constraints.  

5.1.23 The contractor shall display route profiles in relation to terrain and restricted airspace.

5.1.24 The contractor shall auto-populate military flight plan forms DD-175 and 1801, as well as Inter-national Civil Aviation Organization (ICAO), Federal Aviation Administration (FAA) and Aviation Supply and Academics (ASA) forms.

5.1.25 The contractor shall determine point of safe diversion for missions.

5.1.26 The contractor shall provide worldwide terminal and enroute weather information.

5.1.27 The contractor shall provide access to the worldwide NOTAM database.

5.1.28 The contractor shall provide access to the worldwide airport database.

5.1.29 The contractor shall provide flight plans that can be up loaded to an aircraft Flight Management System, tailored to the particular flight management system for the aircraft requesting the flight planning information.  

5.1.30 The contractor shall provide the capability to the Wing or Squadrons to create databases using the web based planning tool that will assist users in minimizing inputs such as: Airport, Aircraft, Route, Alternate, Restricted Area and Flight Brief databases. 

5.1.31 The contractor shall provide 28-day Aeronautical Information Regulation and Control (AIRAC) cycle aeronautical data updates via website update  

5.1.32 The contractor shall provide 30 training quotas annually for Web Base Flight Planning Tool (classes can be organized into three sessions with ten (10) quotas each and or can be conducted once during the year with all 30 quotas or spread out throughout the year into smaller quotas to maximize the exposure of personnel to the product) in order to train new and current users on the web based flight planning tool.  Training can be web based or at customer’s training facility.  Provide three (3) training days (classes are designed to train the user to a proficient level).  Note: training will be accomplished primarily at fleet concentration areas; Fort Worth Naval Air Station (NAS) Joint Reserve Base (JRB), Joint Base (JB) Andrews, JB McGuire, NAS Jacksonville FL, NAS North Island and New Orleans NAS JRB. 

5.2	GLOBAL NAVIGATION AND PLANNING CHARTS.  The contractor shall provide Global Navigation and Planning Charts.  This is a quarterly replenishment requirement and includes the following sets:  
· North Atlantic Plotting Chart.
· Mid Pacific Plotting Chart.
· East Pacific Plotting Chart.
· North Pacific Plotting Chart.
· South Pacific Plotting Chart.

5.3	ELECTRONIC FLIGHT BAG (EFB).  The contractor shall provide Flight Information Publications, including terminal instrument approach procedures, arrival and departure procedures, and enroute navigational charts compatible with the Electronic Flight Bag (EFB) Apple iPad hardware and Apple iOS operating systems software.  The contractor shall supply a minimum of 400 application licenses on an annual basis.  
DELIVERABLE:  400 EFB licenses.
· The application shall be fully developed and fielded, with demonstrated previous performance in the military and/or commercial aviation industry.
· The application shall display Flight Information Publications (FLIP), including:
· All Federal Aviation Administration National Aeronautical Charting Office FLIP data.
· All National Geospatial-Intelligence Agency (NGA) FLIP products or the ability to import and display NGA FLIP data.
· Terminal Instrument Approach Procedures.
· The application shall display IAP in identical format to the standard published paper version.  This PWS defines standard published paper versions as those published by FAA/National Aeronautical Charting Office (NACO) and NGA.
· Arrival Procedures.
· Departure Procedures.
· Airport/Taxi Diagrams.
· Airport Facility Directories.
· Enroute Navigational Charts (Instrument Flight Rules (IFR) High/Low, Visual Flight Rules (VFR) Sectionals).
· Application shall display enroute navigational charts in a seamless, geographically contiguous format.
· Application shall include preflight/in-flight planning functions, including:
· Ability to construct a flight plan and display the planned route of flight on enroute charts.
· Ability to enter user-defined waypoints and display those waypoints on enroute charts.
· Ability to print paper backups of FLIP products such as IAP form within the application.
· Ability to accurately measure distance between two points on enroute charts.
· Application shall include usability functions, including:
· Support for Apple iOS multi-touch gestures, including pinch-to-zoom, while displaying FLIP products.
· Night settings that make the display more suitable for nighttime operations.

5.4	Aircraft Performance Data:  The contractor shall provide Aircraft Performance data pertaining to takeoff, climb, range, endurance, descent and landing which includes aircraft weight, atmospheric conditions, runway environment, and the fundamental physical laws governing the forces acting on the aircraft.  The contractor Aircraft Performance Data shall include the following:

5.4.1	Aircraft performance data to run algorithms against airport and environmental data to determine Maximum Take Off Weight (MTOW).

5.4.2 Maximum Take Off Weight (MTOW), power settings and critical airspeeds (V speeds) which include:

5.4.2.1 Aircraft specific – built from the appropriate type/model/series NATOPS or Commercial Aircraft Publications Aircraft Flight Manual (AFM). 

5.4.2.2 Airport and runway specific – considers runway length, obstacles within the departure path and other airport specific factors;

5.4.2.3 Aircraft configuration specific – includes calculations for multiple flap settings, power settings and other aircraft configurations; and

5.4.2.4 Environmental conditions specific – incorporates temperature, winds and runway contamination (runway wet/dry etc.).

5.4.3 Runway specific graphical Special Departure Procedures (SDPs) designed to maximize the allowable gross takeoff weight while remaining a safe distance from terrain and obstacles.  Delivered via a website that enables aircrews and dispatchers convenient access to their performance data and the ability to select 100 airports from over 3,500 airports worldwide.

5.4.4 Easy access to performance data via the Internet.

5.4.5 Calculation of MTOW, V speeds, critical field lengths and power settings for a range of temperatures.

5.4.6 Calculations designed to maximize payloads while adhering to International Air Transport Association (IATA) and International Civil Aviation Organization (ICAO) obstacle avoidance regulations.

5.4.7 Color graphical SDPs that are easy to read and depict the safest departure flight path in case of an emergency.

5.5 WATCH AND AD HOC AIRPORT LISTS:  The contractor shall ensure airport information is broken into Watch (on surveillance) and Ad Hoc lists.  Airports used frequently by the customer (base airports) are placed on Watch for continual use.  Ad Hoc airports are those airports that are flown to infrequently or only once.  The Contractor shall have 100 airports on Watch list and unlimited Ad Hoc list requests under this contract for the types of aircraft listed in Section 2 above.  Airport Watch lists shall be updated annually.  Maintenance shall be provided on the customer’s performance module when changes to the AFM are issued that affect performance.  It is the customer’s responsibility to inform the contractor when changes to the AFM affect performance.  Included under this contract are the following:

5.5.1 100 Airports on surveillance (Watch): (airports shall be changed annually at the request of the customer).  DELIVERABLE:  Annual Updated 100 Airport Watch List, 

5.5.2 Number of Ad Hoc requests: Unlimited (aircrew can request ad hoc analysis of airports not on their surveillance list.  Requests must be made 48 hours in advance, or 24 hours prior in an emergency, and surveillance will be provided for 7 days.  After this period, the Ad Hoc request will be removed from the website).

5.5.3 Unlimited AFM performance changes analysis: (it is the responsibility of the U.S. Navy NATOPS Evaluator Representative of the affected aircraft to notify the Contractor and provide AFM changes to the Contractor).

5.5.4 Textual or graphical SDP engine out procedures, based on an engine loss at V1 Critical Engine Failure Speed (CEFS).

5.6 ONBOARD PERFORMANCE TOOL (OPT) AIRPORT DATA FOR THE C-40A: The contractor shall provide OPT Airport Data which contains the airport obstacle and terrain data to calculate flight profile information which displays airplane performance data to the flight crews for the (15) C-40A Aircraft.  The actual OPT software is provided and maintained by Boeing under a separate contract.  The following Units/C-40 Aircraft require OPT:

C-40A - (15)
VR-56 – 165830, 166694, 166696
VR-57 - 165835, 165836, 166693
VR-58 - 165829, 165832, 168980
VR-59 - 165831, 165833, 168981
VR-61 - 165834, 166695, 169036 (Aircraft 169036 is scheduled to arrive Nov16)

5.7 NAVIGATION DATA FOR THE C-40A:  The contractor shall provide access to the entire navigation database.  Updates to the navigation database shall be provided every 28 days in accordance with the AIRAC update cycle.  The Contractor shall deliver Flight Management Computer System updates via direct internet download, 3.5 in Compact Disk/Read Only Memory (CD/ROM), Universal Serial Bus (USB) thumb drive or file transfer protocol (.ftp).  The following Units/C-40 Aircraft require Navigation Data for the C-40A:

C-40A - (15)
VR-56 – 165830, 166694, 166696
VR-57 - 165835, 165836, 166693
VR-58 - 165829, 165832, 168980
VR-59 - 165831, 165833, 168981
VR-61 - 165834, 166695, 169036 (Aircraft 169036 is scheduled to arrive Nov16)

5.8 INTEGRATED NAVIGATION DATA SERVICE (INDS) FOR C-20G, C-37A AND C-37B:  The contractor shall provide worldwide detailed en-route maps with terrain, obstacles, and navigation data that will display on the aircraft displays.  Navigation information should include approach charts, airport charts, departure charts, arrival charts, navigation information, terrain and obstacles, airspace and communication information, geopolitical and geographic boundaries, and airport information.  The Data should be delivered via internet download or on DVD with updated Data issued biweekly and contain: 1) Worldwide Coverage; 2) Americas, Military Supplement Coverage; 3) Europe, Military coverage; 4) Pacific Basin, Military Supplement Coverage; 5) Middle east, Military Supplement Coverage; 6) Africa, Military Supplement Coverage; 7) Retail Data and Charts, Terrain Database, Internet Delivery; 8) Retail Data and Charts, G/D, USB Assembly GSN; 9) Retail Data and Charts , G/D Internet Delivery.  The following Units/C-20G and C-37A/B Aircraft require INDS:

C-20G - (3)
VR-51 - 165093, 165152
ETD Sig - 165151

C-37A/B - (4)
ETD Pac - 166375 (C-37A)

VR-1 - 166376, 166377, 166378 (C-37B’s)

5.9	NAVIGATION DATA FOR THE C-130T DUAL GARMIN GNS480:  Provide access to the entire navigation database.  Updates to the navigation database shall be provided every 28 days in accordance with the AIRAC update cycle.  The Contractor shall deliver NavData updates via internet download or on CD ROM.    The following Units/C-130 Aircraft require Navigation Data for the C-130 Dual Garmin GNS-480:

C-130T - (24)
VR-53 - 164995, 164997, 164998, 165350, 165351
VR-54 - 164762, 164994, 165158, 165159
VR-55 - 163311, 163591, 164106, 164597, 164598
VR-62 - 165160, 165313, 165314, 165348, 165349
VR-64 - 164993, 164996, 164161, 164378, 164379

KC-130J
VMGR 234 - 165739, 166473, 168073, 169018, 167111

**By the end of the FY they will only have 5 KC-130J.  FY16 - 5 / FY17-7 / FY18-9 / FY19-12/ FY2020-12

KC-130T
VMGR 452 - 163592, 164105, 164180, 164181, 164441, 164442, 164999, 165000, 165162, 165163, 165315, 165316, 165352, 165353

**FY16, 17, 18, 19 - 14 KC-130T / FY2020 - 3 KC-130J AND 9 KC-130T (Decrease of 3 aircraft by FY2020 for a total of 12 C-130J/T’s.)

5.10   NAVIGATION DATA FOR THE C-37A/B and C-20G:  The contractor shall provide access to the entire navigation database.  Updates to the navigation database shall be provided every 28 days in accordance with the Aeronautical Information Regulation and Control (AIRAC) update cycle.  The Contractor shall deliver Flight Management Computer System updates via internet download, 3.5 CD/ROM, USB thumb drive, or .ftp.  .
The following Units/C-37A/B and C-20G Aircraft require Navigation Data:  

C-20G - (3)
VR-51 - 165093, 165152
ETD Sig - 165151

C-37A/B - (4)
ETD Pac - 166375 (C-37A)
VR-1 - 166376, 166377, 166378 (C-37B’s)

5.11	  SPECIAL AIRCRAFT MISSION (SAM) DISPATCH SERVICES: The contractor shall provide special aircraft mission/flight planning or Dispatch Services to Fleet Logistics Support Squadron One (VR-1), Executive Transport Detachment Pacific (ETD PAC) and Executive Transport Detachment Sigonella (ETD Sig).  VR-1 is a three aircraft squadron (C-37B) located at Andrews AFB, Maryland; ETD PAC is a single aircraft detachment (C-37A) located at Hickam AFB, Hawaii and ETD Sig is a single aircraft detachment (C-20G) located at Sigonella, Sicily providing executive transportation services for the U.S. Navy.  The C-20G, C-37A and C-37B aircraft all require SAM dispatch services:  

C-20G - (1)
ETD Sig - 165151

C-37A/B - (4)
ETD Pac - 166375 (C-37A)
VR-1 - 166376, 166377, 166378 (C-37B’s)

5.11.1	DISPATCH SERVICES: The Contractor shall deliver Contract Dispatch services to VR-1, ETD PAC and ETD Sig on a daily basis to support flight operations.  VR-1, ETD PAC and ETD Sig will provide mission tasking information, mission changes and other information required to accurately plan flight operations.  Using this information, the Contractor shall create flight plans/flight releases that shall be delivered to VR-1, ETD PAC and ETD Sig via web crew briefing system or fax, as requested by the flight crew.  The flight releases shall include weather, NOTAMS and other additional information.  The Contractor shall provide charting, prepare and coordinate Diplomatic Clearances (DIPS) and provide flight following services:

5.11.1.1  Flight planning and flight release information.

5.11.1.2  Diplomatic clearance preparation and tracking.

5.11.1.3  Weather (WX) and NOTAMS

5.11.1.4  Delivery of services via web based system or fax.

5.11.1.5  Charting for route of flight via Mission Ops eCharts (MOEC).

5.11.1.6  Filing of flight plans with ATC.

5.11.1.7  Flight Following with someone on the ground monitoring the aircraft when airborne. 

5.12	IN-FLIGHT SERVICES:  The contractor shall provide in-flight services as requested by VR-1, ETD PAC and ETD Sig to include the following.  The contractor shall deliver these in-flight services by ACARS, SATPHONE or via the dispatch site when the aircrew is using the ViaSat Service onboard the aircraft:

5.12.1	WX updates.

5.12.2	ATC coordination.

5.12.3	Flight planning changes.
5.12.3	Message relay.

5.12.4	Emergency assistance.

5.12.5	Creation/dissemination/filing of optimized CFPs.  Flight plans shall include weather (WX) and NOTAMS applicable to the route of flight.

5.12.6	Graphical WX charting.

     5.12.7	Appropriate MOEC charting for the route of flight.

     5.12.8	Mission Planning Services. 

                    5.12.9	Preparation and coordination of assigned missions.  

                    5.12.10	Track changes to missions and make adjustments to flight planning as required.  

                    5.12.11	Preparation, sending and tracking of DIPS.  

                    5.12.12	Coordinate with VR-1, ETD PAC and ETD Sig for sending DIPS that must go by DMS.  

5.13	MISSION FOLDER CREATION: Upon notification from VR-1, ETD PAC or ETD Sig of a mission, the Contractor shall create a mission folder on a secure, easy-to-use, browser-based interface requiring user name and password that can be accessed through existing internet service provider.  VR-1, ETD PAC or ETD Sig website will be the repository for mission flight plans, WX, NOTAMS, charting and DIPS information.  During the planning phase, information in the folder shall be constantly updated as changes are made to the mission, flight plans are modified, diplomatic clearances are requested and received, and other mission information and tasking are being worked.  DELIVERABLE:  Monthly Mission Folder Creation Report by providing a report NLT 5 days after months end on the number of mission folders created and delivered during the previous month.  Make final delivery of the mission package with the following:

5.13.1	Flight plans, WX, NOTAMS at time of filing/takeoff via web based format.

5.13.2	Charting via integrated MOEC route of flight and terminal charting.

5.13.3	Diplomatic clearance spreadsheet listing all required DIP information for the mission.  

5.13.4	The contractor shall use mission planning information supplied by VR-1, ETD PAC or ETD Sig to run flight plans which will determine what countries will need diplomatic clearances for both over flight and landing.  

5.13.5	Create diplomatic clearance messages in accordance with U.S. DoD Foreign Clearance Guides to request DIPS.  

5.13.6	If clearances can be done through standard email/fax or phone calls, process the clearances.  Clearances that require DMS messaging shall be forwarded to the individual unit for entry into the DMS system.

5.13.7	Track DIPS and create a DIP sheet for each mission to allow crews easy access to diplomatic clearance information.

5.13.8	The contractor shall follow all FAA regulations and VR-1, ETD PAC and ETD Sig operations manuals (and other manuals) when planning flights.  VR-1, ETD PAC or ETD Sig will provide all known minimum equipment lists (MELs) corresponding to each unit’s aircraft.  MEL information shall also be passed on as soon as possible after any MEL is determined to affect their aircraft.  Pertinent MELs shall be entered into the Jet Plan database.  Any MELs that affect aircraft performance and/or operations shall be taken into account when generating flight plans.  Prior to generating the flight plan, check pertinent NOTAMS for all departure, destination, and alternate airports before listing these airports on the flight plan.  In addition, also check all pertinent Flight Information Region (FIR) NOTAMS along the route of flight.  Check all pertinent Terminal Aerodrome Forecast (TAF) and/or Aviation Weather Report (METAR) information for all departure, destination, and alternate airports before generating all flight plans.  Store frequently used routes in the database.

5.13.9	The Government will provide basic Mission/Flight/Schedule information as GFI.  The Contractor shall prepare and provide the following

	Work Item/Deliverable
	Deliverable ID 
	Phase Delivery

	Mission/Flight Schedule with load/passenger information
	[SCHED]
	As Required
w/Schedule

	Minimum Equipment List(Aircraft Daily Status Report)
	[MEL]
	As Applicable



5.14	 COMMUNICATIONS: The contractor shall maintain an efficient method of communications between VR-1, ETD PAC and ETD Sig and the Contractor.  Regular, daily operational communications between VR-1, ETD PAC and ETD Sig operations and Contractor personnel shall occur and shall be done directly via the existing contact phone, FAX, email, and SITA numbers.  In the case of specific questions regarding flight plans, crew members are requested to contact Contractor personnel directly.

5.14.1	The Contractor’s dispatchers shall be available (24/7/365) via VR-1, ETD PAC and ETD Sig Aircraft Communications Addressing and Reporting System (ACARS)/radio communications systems for in-flight assistance

5.14.2	Service and technical telephone conferences or meetings shall be conducted on a regularly scheduled basis and shall include the contractor and VR-1, ETD PAC and ETD Sig Managers.  Significant problems and risks shall be communicated immediately to contractor management.  Service reviews shall be conducted once per quarter or as applicable.  The project review attendees shall:

5.14.2.1	Address current management and technical issues and concerns.

5.14.2.2	Assign and review action items.

5.14.2.3	Review and update schedules.

5.14.2.4	Identify risks and efforts to mitigate them.

5.14.2.5	Document issues and decisions.

5.14.2.6	The Contractor shall create and maintain a U.S. Navy-specific website for 24/7 access.  The contractor shall protect the confidentiality of VR-1, ETD PAC and ETD Sig operations through the use of an encrypted secure (user name and password protected) website delivery and other methods.

5.15	GROUND PROXIMITY WARNING SYSTEM (GPWS)/ENHANCED GROUND PROXIMITY WARNING SYSTEMS: The contractor shall provide GPWS/EGPWS for the Type/Models/Series of the C-37A/B (4ea); the C-20G (3ea); the C-130T (24ea); the C-40A (15ea); the KC-130T/J (21ea); the UC-35C/D (5ea), and the C-12W (2ea), for approximately 74 assigned to CFLSW.  The GPWS/EGPWS uses aircraft inputs such as position, attitude, air speed and glideslope, which along with internal terrain, obstacles, and airport databases predict a potential conflict between the aircraft's flight path and terrain or an obstacle.  There will be 77 aircraft by FY2020 as listed Background in Section 2 above. 




6.0	PERIOD OF PERFORMANCE:

This purchase order will have the following seven-month performance period:

· 01 November 2016 through 31 May 2017

7.0	DATA RIGHTS:  The Government has unlimited rights to all deliverables under this contract.  All data received, processed, evaluated and/or generated in the execution of this contract shall become the property of the Government unless specific exception is granted by the Contracting Officer.  The Government will retain custody of all records associated with contractor deliverables and shall have exclusive control in the distribution of all written deliverables.
  
8.0	TRAVEL:  Travel is not authorized for support of this contract/task order. 

9.0	OPERATIONS SECURITY (OPSEC) REQUIREMENTS 

During the course of this contract/task order, in addition to those restrictions, instructions and guidelines delineated in the contract PWS and/or other references provided, the contractor will adhere to the following minimum requirements in support of CNRFC and CNAFR OPSEC Programs: 

a. Introduction of personnel electronic devices into government networks, government spaces, laptops, tablet PCs, cellular phones, cameras, recording devices, and data recording/storage devices is STRICTLY controlled and forbidden in most cases.  Company issued equipment required for the performance of work at CNRFC/CNAFR site must be approved by the government security officer.  Photography and recording is not allowed except for official use and by permit only.  (Unless otherwise stipulated in the contract, contact the CNRFC/CNAFR Security Officer for approval.) 

b. Contractor personnel shall not discuss government operations in public or over unprotected or unencrypted communications.  Official Business, controlled unclassified information may only be transmitted as directed in the Performance Work Statement. 

c. The Contractor shall not post to company websites, publications, newsletters or other media any images, data or information that reveal sensitive government operations, personnel, equipment, and/or classified or controlled unclassified information, refer to paragraph (d) below.  When in doubt, company press releases related to this contract should be coordinated through the COR and the CNRFC/CNAFR Public Affairs Officer (PAO). 

d. Contractor personnel shall not disclose to unauthorized third parties, post to unofficial sites (including Social Networking sites) any images, data or information that reveals sensitive government operations, personnel, equipment, including, but not limited to: 

(1) Tactics, techniques and procedures, production or work schedules, any visible or concealed modifications, upgrades, additions to vessels, aircraft, or weapons or equipment; increases, change, or decreases in work/deployment frequency or government personnel, vehicle, vessel or aircraft movements; specialized equipment orders, deliveries, shipments, etc. (Unauthorized disclosure and transfer of National Security Information is punishable under 18 United States Code (USC) § 793.) 

(2) Any Non-Disclosure requirements will remain in effect during the duration of this contract/task order an indefinitely thereafter. 

(3) Unauthorized disclosures and attempts to solicit this type information by unauthorized third parties or others not affiliated with this contract shall be reported to the CNRFC/CNARF Security Office and the contract point of contact, and your company Facility Security Officer (FSO) and the Defense Security Service (DSS). 

e. Government issued badges, identification shall be removed and/or concealed from plain sight when off station and shall not be left in vehicles or unprotected.  Badges and Passes may not be duplicated or copied.  Lost or stolen identification badges, vehicle passes etc., will be immediately reported to the CNRFC/CNAFR Security Office. 

f. Practice OPSEC and implement countermeasures to protect Critical Information (CI) and other sensitive unclassified information and activities vigilance, or degrade the planning and execution of military operations performed or supported by the contractor in support of the mission.  Protection of CI will include the adherence to and execution of countermeasures which the contractor initiates or as provided by CNRFC/CNARF Security Office, for CI on or related to this Performance Work Statement. 

g. The contractor must mark and protect related internal production schedules, deliverables, inventories and shortages and identified vulnerabilities related to production of government material as For Official Use Only (FOUO) Information. 

h. All government information must be destroyed at contract termination or returned to the government at the government’s discretion. 

10.0 	CONTRACTOR PERFORMANCE AT A CONTRACTOR FACILITY: Where a contract includes personnel performing the majority of the support from a contractor facility, these additional requirements apply: 

(1) The contractor shall assign an OPSEC Point of Contact for this contract. 

(2) OPSEC Awareness Education and Training shall be provided by the contractor to their employees at no cost to the Government.  All personnel supporting the contract shall receive initial OPSEC awareness training and Annual OPSEC Refresher training; verification of contractor personnel OPSEC training will be provided to the CNRFC Operations Security Officer and Contracting Officer Representative (COR).  

(3) The CNRFC/CNAFR Command Critical Information List (CIL) or additional information identified by CNRFC/CNAFR or the COR including company-generated information whether in electronic or hardcopy form; e.g.; internal schedules, deficiency reports, and other internal documents, related to this project will be marked and handled appropriately as FOR OFFICIAL USE ONLY (FOUO) or other required marking (if applicable) of this Performance Work Statement.  Government Critical Information includes but is not limited to: 
· Known or probable vulnerabilities to any U.S. system and their direct support systems, 
· Details of information about military operations, unit, vessel, aircraft movements/arrivals, missions and exercises, 
· Specific Temporary Additional duty/Temporary Duty (TAD/TDY) deployment data including personnel numbers, duration, location, etc.
· Specific details concerning TAD/TDY travel itineraries and purposes of travel by key personnel; 
· Association of abbreviations, acronyms, nicknames, or code words with projects or locations, 
· New, projected, of expanded secure communications capabilities, and
· Don’t display security badge outside the building and don’t allow "piggy backing" on the doors entering CNRFC/CNAFR facilities.

(4) A complete list of CNRFC/CNAFR Critical Information will be provided to the contractor project manager (if assigned) by the CNRFC/CNAFR OPSEC Officer.  Questions regarding Critical Information shall be directed toward the CNRFC/CNAFR OPSEC Program Manager. 

(5) OPSEC requirements are additional to the requirements of DOD 5220.02M, National Industrial Security Program Operating Manual.  Thus, contractors may not impose OPSEC requirements on their subcontractors unless CNRFC/CNAFR OPSEC Officer approves the OPSEC requirements. 

Within 15 days of contract/tsk order award the contractor shall prepare and submit a contractor OPSEC Plan to CNRFC OPSEC Manager for review and approval.  

NON-PERSONAL SERVICES:

The Government and the contractor understand and agree that the services delivered by the contractor to the Government are non-personal services.  The parties also recognize and agree that no employer-employee or master servant relationship exists or will exist between the Government and the contractor. Contractor personnel are not employees of the federal Government and are not eligible for entitlement and benefits given federal employees.

DELIVERABLES:

The contractor shall provide the Contracting Officer’s Representative (COR) with a monthly report that summarizes accomplishments of the previous month.  These monthly reports shall explicitly address the status of the current project.  The monthly reports shall also briefly project the next month’s goals and task activity.  Finally, these monthly reports shall address any problems/concerns with the program (including any delays or potential delays to project deliverables) and resolutions/remedies taken (if applicable).  These monthly reports shall be submitted to the TPOC electronically by the fifth working day of each month.

ECMRA REPORTING – NMCAR 5237.102(90): 

Enterprise-wide Contractor Manpower Reporting Application (ECMRA) - In accordance with NMCARS 5237.102-90 "Enterprise-wide Contractor Manpower Reporting Application (ECMRA)", the contractor shall report contractor labor hours (including subcontractor labor hours) required for performance of services provided under this contract for the provision of Mission Planning Software Support Services via a secure data collection site. Contracted services excluded from reporting are based on Product Service Codes (PSCs). The excluded PSCs are:

(1) W, Lease/Rental of Equipment; 
(2) X, Lease/Rental of Facilities; 
(3) Y, Construction of Structures and Facilities; 
(4) S, Utilities ONLY; 
(5) V, Freight and Shipping ONLY

The contractor shall report ALL contractor labor hours (including subcontractor labor hours – if applicable) required for performance of services provided under this order for the program and supply management support services via a secure data collection site.  The contractor is required to completely fill in all required data fields using the following web address:  https://doncmra.nmci.navy.mil.

Reporting inputs will be for the labor executed during the period of performance during each Government fiscal year (FY), which runs October 1 through September 30. While inputs may be reported any time during the FY, all data shall be reported no later than October 31 of each calendar year. Contractors may direct questions to the help desk, linked at https://doncmra.nmci.navy.mil.

INSTALLATION SECURITY:

Government rules, regulations, laws, directives, and requirements that are issued during the term of the performance period relating to law and order, installation administration, and security shall be applicable to all contractor employees and representatives.  Violation of such rules, regulations, laws, directives, or requirements shall be grounds for removal (permanently or temporarily as the Government determines) from the work site or installation and from access to Government systems.  Removal of contractor employees from the work site or installation does not relieve the contractor from the responsibility for the work defined under this order.

Homeland Security Presidential Directive (HSPD)-12, requires government agencies to develop and implement Federal security standards for Federal employees and contractors.  The Deputy Secretary of Defense Directive-Type Memorandum (DTM) 08-006 - "DoD Implementation of Homeland Security Presidential Directive - 12 (HSPD-12)" dated November 26, 2008 (or its subsequent DoD instruction) directs implementation of HSPD-12.  This clause is in accordance with HSPD-12 and its implementing directives.

APPLICABILITY

This applies to contractor employees requiring physical access to any area of a federally controlled base, facility or activity and/or requiring access to a DoN or DoD computer/network/system to perform certain unclassified sensitive duties.  This clause also applies to contractor employees who access Privacy Act and Protected Health Information, provide support associated with fiduciary duties, or perform duties that have been identified by DON as National Security Position, as advised by the command security manager. It is the responsibility of the responsible security officer of the command/facility where the work is performed to ensure compliance.  
    
Each contractor employee providing services at a Navy Command under this contract is required to obtain a Department of Defense Common Access Card (DoD CAC).  Additionally, depending on the level of computer/network access, the contract employee will require a successful investigation as detailed below. 

ACCESS TO FEDERAL FACILITIES

Per HSPD-12 and implementing guidance, all contractor employees working at a federally controlled base, facility or activity under this clause will require a DoD CAC.  When access to a base, facility or activity is required contractor employees shall in-process with the Navy Command's Security Manager upon arrival to the Navy Command and shall out-process prior to their departure at the completion of the individual's performance under the contract. 

ACCESS TO DOD IT SYSTEMS

In accordance with SECNAV M-5510.30, contractor employees who require access to DoN or DoD networks are categorized as IT-I, IT-II, or IT-III.  The IT-II level, defined in detail in SECNAV M-5510.30, includes positions which require access to information protected under the Privacy Act, to include Protected Health Information (PHI).  All contractor employees under this contract who require access to Privacy Act protected information are therefore categorized no lower than IT-II.  IT Levels are determined by the requiring activity's Command Information Assurance Manager. Contractor employees requiring privileged or IT-I level access, (when specified by the terms of the contract) require a Single Scope Background Investigation (SSBI) which is a higher level investigation than the National Agency Check with Law and Credit (NACLC) described below. Due to the privileged system access, a SSBI suitable for High Risk public trusts positions is required. Individuals who have access to system control, monitoring, or administration functions (e.g. system administrator, database administrator) require training and certification to Information Assurance Technical Level 1, and must be trained and certified on the Operating System or Computing Environment they are required to maintain.  

Access to sensitive IT systems is contingent upon a favorably adjudicated background investigation.  When access to IT systems is required for performance of the contractor employee's duties, such employees shall in-process with the Navy Command's Security Manager and Information Assurance Manager upon arrival to the Navy command and shall out-process prior to their departure at the completion of the individual's performance under the contract.  Completion and approval of a System Authorization Access Request Navy (SAAR-N) form is required for all individuals accessing Navy Information Technology resources.  The decision to authorize access to a government IT system/network is inherently governmental.  The contractor supervisor is not authorized to sign the SAAR-N; therefore, the government employee with knowledge of the system/network access required or the COR shall sign the SAAR-N as the "supervisor". 

The SAAR-N shall be forwarded to the Navy Command's Security Manager at least 30 days prior to the individual's start date.  Failure to provide the required documentation at least 30 days prior to the individual's start date may result in delaying the individual's start date.   
     
When required to maintain access to required IT systems or networks, the contractor shall ensure that all employees requiring access complete annual Information Assurance (IA) training, and maintain a current requisite background investigation.  The Contractor's Security Representative shall contact the Command Security Manager for guidance when reinvestigations are required.  The Government is not responsible for the cost of the contractor obtaining IA training and certifications for contractor employees as required by DoD Manual 8570.01-M.

INTERIM ACCESS

The Navy Command's Security Manager may authorize issuance of a DoD CAC and interim access to a DoN or DoD unclassified computer/network upon a favorable review of the investigative questionnaire and advance favorable fingerprint results.  When the results of the investigation are received and a favorable determination is not made, the contractor employee working on the contract under interim access will be denied access to the computer network and this denial will not relieve the contractor of his/her responsibility to perform.   

DENIAL OR TERMINATION OF ACCESS

The potential consequences of any requirement under this clause including denial or termination of physical or system access in no way relieves the contractor from the requirement to execute performance under the contract within the timeframes specified in the contract.  Contractors shall plan ahead in processing their employees and subcontractor employees. The contractor shall insert this clause in all subcontracts when the subcontractor is permitted to have unclassified access to a federally controlled facility, federally-controlled information system/network and/or to government information, meaning information not authorized for public release.

CONTRACTOR'S SECURITY REPRESENTATIVE

The contractor shall designate an employee to serve as the Contractor's Security Representative.  Within three work days after contract award, the contractor shall provide to the requiring activity's Security Manager and the Contracting Officer, in writing, the name, title, address and phone number for the Contractor's Security Representative.  The Contractor's Security Representative shall be the primary point of contact on any security matter.  The Contractor's Security Representative shall not be replaced or removed without prior notice to the Contracting Officer and Command Security Manager. 

BACKGROUND INVESTIGATION REQUIREMENTS AND SECURITY APPROVAL PROCESS FOR CONTRACTORS ASSIGNED TO NATIONAL SECURITY POSITIONS OR PERFORMING SENSITIVE DUTIES 

Navy security policy requires that all positions be given a sensitivity value based on level of risk factors to ensure appropriate protective measures are applied.  Navy recognizes contractor employees under this contract as Non-Critical Sensitive [ADP/IT-II] when the contract scope of work require physical access to a federally controlled base, facility or activity and/or requiring access to a DoD computer/network, to perform unclassified sensitive duties.  This designation is also applied to contractor employees who access Privacy Act and Protected Health Information (PHI), provide support associated with fiduciary duties, or perform duties that have been identified by DON as National Security Positions.  At a minimum, each contractor employee must be a US citizen and have a favorably completed NACLC to obtain a favorable determination for assignment to a non-critical sensitive or IT-II position.  The NACLC consists of a standard NAC and a FBI fingerprint check plus law enforcement checks and credit check.  Each contractor employee filling a non-critical sensitive or IT-II position is required to complete:

.	SF-86 Questionnaire for National Security Positions (or equivalent OPM investigative product)
.	Two FD-258 Applicant Fingerprint Cards (or an electronic fingerprint submission)
.	Original Signed Release Statements

Failure to provide the required documentation at least 30 days prior to the individual's start date shall result in delaying the individual's start date.   Background investigations shall be reinitiated as required to ensure investigations remain current (not older than 10 years) throughout the contract performance period.  The Contractor's Security Representative shall contact the Command Security Manager for guidance when reinvestigations are required.

Regardless of their duties or IT access requirements ALL contractor employees shall in-process with the Navy Command's Security Manager upon arrival to the Navy command and shall out-process prior to their departure at the completion of the individual's performance under the contract.  Employees requiring IT access shall also check-in and check-out with the Navy Command's Information Assurance Manager.  Completion and approval of a System Authorization Access Request Navy (SAAR-N) form is required for all individuals accessing Navy Information Technology resources.  The SAAR-N shall be forwarded
to the Navy Command's Security Manager at least 30 days prior to the individual's start date.  Failure to provide the required documentation at least 30 days prior to the individual's start date shall result in delaying the individual's start date. 
     
The contractor shall ensure that each contract employee requiring access to IT systems or networks complete annual Information Assurance (IA) training, and maintain a current requisite background investigation.  Contractor employees shall accurately complete the required investigative forms prior to submission to the Navy Command Security Manager.  The Navy Command's Security Manager will review the submitted documentation for completeness prior to submitting it to the Office of Personnel Management (OPM).  Suitability/security issues identified by the Navy may render the contractor employee ineligible for the assignment.  An unfavorable determination made by the Navy is final (subject to SF-86 appeal procedures) and such a determination does not relieve the contractor from meeting any contractual obligation under the contract.  The Navy Command's Security Manager will forward the required forms to OPM for processing.  Once the investigation is complete, the results will be forwarded by OPM to the DON Central Adjudication Facility (CAF) for a determination.  

If the contractor employee already possesses a current favorably adjudicated investigation, the contractor shall submit a Visit Authorization Request (VAR) via the Joint Personnel Adjudication System (JPAS) or a hard copy VAR directly from the contractor's Security Representative.  Although the contractor will take JPAS "Owning" role over the contractor employee, the Navy Command will take JPAS "Servicing" role over the contractor employee during the hiring process and for the duration of assignment under that contract.  The contractor shall include the IT Position Category per SECNAV M-5510.30 for each employee designated on a VAR.  The VAR requires annual renewal for the duration of the employee's performance under the contract. 

BACKGROUND INVESTIGATION REQUIREMENTS AND SECURITY APPROVAL PROCESS FOR CONTRACTORS ASSIGNED TO OR PERFORMING NON-SENSITIVE DUTIES 

Contractor employee whose work is unclassified and non-sensitive (e.g., performing certain duties such as lawn maintenance, vendor services, etc ...) and who require physical access to publicly accessible areas to perform those duties shall meet the following minimum requirements: 

.	Must be either a US citizen (as required by The Deputy Secretary of Defense DTM 08-006 or its subsequent DoD instruction) and 
.	Must have a favorably completed National Agency Check with Written Inquiries (NACI) including a FBI fingerprint check prior to installation access.  

To be considered for a favorable trustworthiness determination, the Contractor's Security Representative must submit for all employees each of the following: 

.	SF-85 Questionnaire for Non-Sensitive Positions
.	Two FD-258 Applicant Fingerprint Cards (or an electronic fingerprint submission)
.	Original Signed Release Statements

The contractor shall ensure each individual employee has a current favorably completed National Agency Check with Written Inquiries (NACI) or ensure successful FBI fingerprint results have been gained and investigation has been processed with OPM 

Failure to provide the required documentation at least 30 days prior to the individual's start date may result in delaying the individual's start date.  

* Consult with your Command Security Manager and Information Assurance Manager for local policy when IT-III (non-sensitive) access is required for non-US citizens outside the United States.

QUALITY ASSURANCE SURVEILLANCE PLAN

Purpose:  To ensure that the Government has an effective and systematic method of surveillance for the services in the PWS.  The QASP will be used primarily as a tool to verify that the contractor is performing all services required by the PWS in a timely, accurate and complete fashion.

1.	 Critical performance processes and requirements.   Critical to the performance of Mission Planning Software Support Services in support of CNAFR is the timely, accurate and thorough completion of all contract/task order requirements.

2.	 Performance Standards

	a.	Schedule - The due dates for deliverables and the actual accomplishment of the schedule will be assessed against original due dates and milestones established for the contract or task order(s).

	b.	Deliverables – The deliverables required to be submitted will be assessed against the specifications for the deliverables detailed in the contract/task order(s) for the required content, quality, timeliness, and accuracy.

	c.	Past Performance - In addition to any schedule, deliverables, and cost aspects of performance discussed above, pursuant to FAR 42.15, the Government will assess the contractor’s record of conforming to contract requirements and to standards of good workmanship, the contractor’s adherence to contract schedules including the administrative aspects of performance, the contractor’s history of reasonable and cooperative behavior and commitment to customer satisfaction, and the contractor’s business-like concern for the interest of the customer.

3.	Surveillance methods:  The primary methods of surveillance used to monitor performance of this contract will include, but not be limited to, random or planned sampling, periodic or inspection, and validated customer complaints.  

4.	 Performance Measurement:  Performance will be measured in accordance with the following table:


	 
	 
	 
	 
	 

	Performance Element
	Performance Requirement
	Surveillance Method
	Frequency
	Acceptable Quality Level

	Contract Deliverables 
	Contract deliverables furnished as prescribed in the PWS, attachments, CDRLs, Task Orders, etc., as applicable.
	Inspection by the COR
	100% inspection of all contract deliverables.
	>95% of deliverables submitted timely and without rework required.

	
	
	
	
	

	
	
	
	
	

	Overall Contract Performance
	Overall contract performance of sufficient quality to earn a Satisfactory (or higher) rating in the COR’s annual report on Contractor Performance
	Assessment by the COR
	Annual
	All performance elements rated Satisfactory (or higher)

	
	
	
	
	

	
	
	
	
	

	Invoicing
	Monthly invoices per contract procedures are timely and accurate.
	Review & acceptance of the invoice
	Monthly
	100% accuracy

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	



If performance is within acceptable levels, it will be considered to be satisfactory.  If not, overall performance may be considered unsatisfactory.  

Incentives/Disincentives:

The COR’s makes an annual report on Contractor Performance (CPARS or other annual report).  The contractor’s failure to achieve satisfactory performance under the contract/task order, reflected in the COR’s annual report, may result in termination of the contract/task order and may also result in the loss of future Government contracts/task orders.  

For each item that does not meet acceptable levels, the Government may issue a Contract Discrepancy Report (CDR).  CDRs will be forwarded to the Contracting Officer with a copy sent to the contractor.  The contractor must reply in writing within 5 days of receipt identifying how future occurrences of the problem will be prevented.  Based upon the contractor’s past performance and plan to solve the problem, the Contracting Officer will determine if any further action will be taken.   

In accordance with the inspection of services provisions of the contract, the contractor will be incentivized to provide quality products in a timely manner since the Government can require the Contractor, at no additional cost, to replace or correct work that fails to meet contract requirements. 



CONTRACT ADMINISTRATION PLAN (CAP)
FOR FIXED PRICE CONTRACTS

In order to expedite the administration of this contract, the following delineation of duties is provided.  The names, addresses and phone numbers for these offices or individuals are included elsewhere in the contract award document.  The office or individual designated as having responsibility should be contacted for any questions, clarifications, or information regarding the administration function assigned.

1.  The Procuring Contract Office (PCO) is responsible for:

    	a.  All pre-award duties such as solicitation, negotiation and award of contracts. 

    	b.  Any information or questions during the pre-award stage of the procurement.

    	c.  Freedom of Information inquiries.

   	 d.  Changes in contract terms and/or conditions.

   	 e.  Post award conference.

2.  The Contract Administration Office (CAO) is responsible for matters specified in the FAR 42.302 and DFARS 42.302 except those areas otherwise designated as the responsibility of the Contracting Officer's Representative (COR) or someone else herein. 

3.  The paying office is responsible for making payment of proper invoices after acceptance is documented.

4.  The Contracting Officer's Representative (COR) is responsible for interface with the contractor and performance of duties such as those set forth below.  It is emphasized that only the PCO/CAO has the authority to modify the terms of the contract.  In no event will any understanding, agreement, modification, change order, or other matter deviating from the terms of the basic contract between the contractor and any other person be effective or binding on the Government.  If in the opinion of the contractor an effort outside the scope of the contract is requested, the contractor shall promptly notify the PCO in writing.  No action may be taken by the contractor unless the PCO or CAO has issued a contractual change.  The COR duties are as follows:

  	a.  Technical Interface                                                                                                                                                                                                       	                                                                                                                                               	
               	(1) The COR is responsible for all Government technical interface concerning the contractor and furnishing technical instructions to the contractor.  These instructions may include:  technical advice/recommendations/clarifications of specific details relating to technical aspects of contract requirements; milestones to be met within the general terms of the contract or specific subtasks of the contract; or, any other interface of a technical nature necessary for the contractor to perform the work specified in the contract.   The COR is the point of contact through whom the contractor can relay questions and problems of a technical nature to the PCO. 

	  	(2) The COR is prohibited from issuing any instruction which would constitute a contractual change.  The COR shall not instruct the contractor how to perform. If there is any doubt whether technical instructions contemplated fall within the scope of work, contact the PCO for guidance before transmitting the instructions to the contractor.

    	b.  Contract Surveillance

	  	(1) The COR shall monitor the contractor's performance and progress under the contract.  In performing contract surveillance duties, the COR should exercise extreme care to ensure that he/she does not cross the line of personal services.  The COR must be able to distinguish between surveillance (which is proper and necessary) and supervision (which is not permitted).  Surveillance becomes supervision when you go beyond enforcing the terms of the contract.  If the contractor is directed to perform the contract services in a specific manner, the line is being crossed.  In such a situation, the COR's actions would be equivalent to using the contractor's personnel as if they were government employees and would constitute transforming the contract into one for personal services.

	  	(2) The COR shall monitor contractor performance to see that inefficient or wasteful methods are not being used.  If such practices are observed, the COR is responsible for taking reasonable and timely action to alert the contractor and the PCO to the situation.

	  	(3) The COR will take timely action to alert the PCO to any potential performance problems.  If performance schedule slippage is detected, the COR should determine the factors causing the delay and report them to the PCO, along with the contractor's proposed actions to eliminate or overcome these factors and recover the slippage.  Once a recovery plan has been put in place, the COR is responsible for monitoring the recovery and keeping the PCO advised of progress.

		(4) If the Contractor Performance Assessment Reporting System (CPARS) is applicable to the contract you are responsible for completing a Contractor Performance Assessment Report (CPAR) in the CPARS Automated Information System (AIS).  The initial CPAR, under an eligible contract, must reflect evaluation of at least 180 days of contractor performance.  The completed CPAR, including contractor comments if any, (NOTE: contractors are allowed 30 days to input their comments) should be available in the CPARS AIS for reviewing official (PCO) review no later than 270 days after start of contract performance.  Subsequent CPARs covering any contract option periods should be ready at 1-year intervals thereafter. 

    	c.  Invoice Review and Approval/Inspection and Acceptance

	  	(1) The COR is responsible for quality assurance of services performed and acceptance of the services or deliverables.  The COR shall expeditiously review copies of the contractor's invoices or vouchers, certificate of performance and all other supporting documentation to determine the reasonableness of the billing.  In making this determination, the COR must take into consideration all documentary information available and any information developed from personal observations. 

	  	(2) The COR must indicate either complete or partial concurrence with the contractor's invoice/voucher by executing the applicable certificate of performance furnished by the contractor.  The COR must be cognizant of the invoicing procedures and prompt payment due dates detailed elsewhere in the contract. 

	 	(3) The COR will provide the PCO and the CAO with copies of acceptance documents such as Certificates of Performance. 

		(4) The COR shall work with the Contractor to obtain and execute a final invoice no more than 60 days after completion of contract performance.  The COR shall ensure that the invoice is clearly marked as a “Final Invoice.”

    	d.  Contract Modifications.  The COR is responsible for developing the statement of work for change orders or modifications and for preparing an independent government cost estimate of the effort described in the proposed statement of work. 

    	e.  Administrative Duties

	  	(1) The COR shall take appropriate action on technical correspondence pertaining to the contract and for maintaining files on each contract.  This includes all modifications, government cost estimates, contractor invoices/vouchers, certificates of performance, DD 250 forms and contractor's status reports. 

	  	(2) The COR shall maintain files on all correspondence relating to contractor performance, whether satisfactory or unsatisfactory, and on trip reports for all government personnel visiting the contractor's place of business for the purpose of discussing the contract. 

	  	(3) The COR must take prompt action to provide the PCO with any contractor or technical code request for change, deviation or waiver, along with any supporting analysis or other required documentation.

    	f.  Government Furnished Property.  When government property is to be furnished to the contractor, the COR will take the necessary steps to insure that it is furnished in a timely fashion and in proper condition for use. The COR will maintain adequate records to ensure that property furnished is returned and/or that material has been consumed in the performance of work. 
											                     Enclosure (1)
    	g.  Security.  The COR is responsible for ensuring that any applicable security requirements are strictly adhered to.

    	h.  Standards of Conduct.  The COR is responsible for reading and complying with all applicable agency standards of conduct and conflict of interest instructions. 

    	i.  Written Report/Contract Completion Statement.  

		(1) The COR is responsible for timely preparation and submission to the PCO, of a written, annual evaluation of the contractors performance.  The report shall be submitted within 30 days prior to the exercise of any contract option and 60 days after contract completion.  The report shall include a written statement that services were received in accordance with the Contract terms and that the contract is now available for close-out.  The report shall also include a statement as to the use made of any deliverables furnished by the contractor. 

		(2) If the Contractor Performance Assessment Reporting System (CPARS) is applicable to the contract you are responsible for completing a final Contractor Performance Assessment Report (CPAR) in the CPARS with 30 days of contract completion.

		(3) The COR is responsible for providing necessary assistance to the Contracting Officer in performing Contract Close-out in accordance with FAR 4.804, Closeout of Contract Files.

5.  The Technical Assistant (TA), if appointed, is responsible for providing routine administration and monitoring assistance to the COR.  The TA does not have the authority to provide any technical direction or clarification to the contract.  Duties that may be performed by the TA are as follows: 

    	a.  Identify contractor deficiencies to the COR.  

    	b.  Review contract deliverables, recommend acceptance/rejection, and provide the COR with documentation to support the recommendation.  

    	c.  Assist in preparing the final report on contractor performance for the applicable contract in accordance with the format and procedures prescribed by the COR.

    	d.  Identify contract noncompliance with reporting requirements to the COR.

    	e.  Review contractor status and progress reports, identify deficiencies to the COR, and provide the COR with recommendations regarding acceptance, rejection, and/or Government technical clarification requests.

    	f.  Review invoices and provide the COR with recommendations to facilitate COR certification of the invoice.

    	g.  Provide the COR with timely input regarding technical clarifications for the statement of work, possible technical direction to provide the contractor, and recommend corrective actions.

    	h.  Provide detailed written reports of any trip, meeting, or conversation to the COR subsequent to any interface between the TA and contractor.


CLAUSES/PROVISIONS – REFERENCE

· 52.203-3 “Gratuities” (April 1984)

· 52.204-7 “System for Award Management” (July 2013)

· 52.204-9 “Personal Identity Verification of Contractor Personnel” (January 2011)

· 52.204-13 “System for  Award Management Maintenance” (July 2013)

· 52.204-19 “Incorporation by Reference of Representations and Certifications” (December 2014)

· 52.209-2 “Prohibition on Contracting with Inverted Domestic Corporations – Representation” (November 2015)

· 52.209-5 “Certification Regarding Responsibility Matters” (April 2010)

· 52.212-1 “Instructions to Offerors – Commercial Items” (October 2015)

· 52.232-39 “Unenforceability of Unauthorized Obligations” (June 2013)

· 52.232-40 “Providing Accelerated Payments to Small Business Subcontractors” (December 2013)

· 252.201-7000 “Contracting Officer’s Representative” (December 1991)

· 252.203-7000 – “Requirements Relating to Compensation of Former DoD Officials” (September 2011)

· 252.203-7002 “Requirement to Inform Employees of Whistleblower Rights” (September 2013)

· 252.203-7997 (Dev) “Prohibition on Contracting with Entities that Require Certain Internal Confidentiality Agreements (Deviation 2016-O0003)                                                                                (October 2015)

· 252.204-7003 “Control of Government Personnel Work Product (April 1992)” 	

· 252.204-7004 Alt A “System for Award Management – Alternate A” (February 2014)		

· 252.204-7012 “Safeguarding of Unclassified Controlled Technical Information” (November 2013)

· 252.204-7015 “Disclosure of Information to Litigation Support Contractors (February 2014)

· 252.209-7004 “Subcontracting With Firms That Are Owned or Controlled By The Government of a Country that is a State Sponsor of Terrorism” (October 2015)

· 252.211-7003 “Item Unique Identification and Valuation” (March 2016)

· 252.222-7007 “Representation Regarding Combating Trafficking in Persons” (January 2015)

· 252.223-7006 “Prohibition On Storage, Treatment, and Disposal of Toxic or Hazardous Materials” (September 2014)

· 252.223-7008 “Prohibition of Hexavalent Chromium” (June 2013)

· 252.225-7048 “Export-Controlled Items”  (June 2013)

· 252.232-7003 “Electronic Submission of Payment Requests and Receiving Reports” (June 2012)

· 252.232-7010 “Levies on Contract Payments” (December 2006)

· 252.237-7010 “Levies on Contract Payments” (December 2006)

· 252.243-7002 “Requests for Equitable Adjustment” (December 2012)

· 252.244-7000 “Subcontracts for Commercial Items” (June 2013)

· 252.247-7023 “Transportation of Supplies by Sea” (April 2014)

CLAUSES/PROVISIONS – FULL TEXT:

· 52.212-3 “Offeror Representations and Certifications – Commercial Item” (July 2016)

· 52.212-4 “Contract Terms and Conditions – Commercial Items” (February 2012)

· 52.212-5 “Contract Terms and Conditions Required to Implement Statuses or Executive Orders – Commercial Items” (July 2010)

· 52.209-10 “Prohibition on Contracting with Inverted Domestic Corporations” (November 2015)

· 52.233-3 “Protest After Award” (August 1996)

· 52.233-4 “Applicable Law for Breach of Contract Claim” (October 2004)

· 52.203-6 “Restrictions on Subcontractor Sales to the Government” (September 2006)

· 52.204-10 “Reporting Executive Compensation and First-Tier Subcontract Awards” (October 2015)

· 52.209-6 “Protecting the Government’s Interest When Subcontracting with Contractors Debarred, Suspended, or Proposed for Debarment” (October 2015)

· 52.222-3 “Convict Labor” (June 2003)

· 52.222-19 “Child Labor – Cooperation with Authorities and Remedies” (February 2016)

· 52.222-21 “Prohibition of Segregated Facilities” (February 1999)

· 52.222-26 “Equal Opportunity” (March 2007)

· 52.222-35 “Equal Opportunity for Veterans” (October 2015)

· 52.222-36 “Affirmative Action for Workers with Disabilities” (June 1998)

· 52.222-37 “Employment Reports on Veterans” (February 2016)

· 52.222-40 “Notification of Employee Rights Under the National Labor Relations Act” (December 2010)

· 52.222-50 “Combatting Trafficking in Persons” 

· 52.223-18 “Encouraging Contractor Policies to Ban Text Messaging While Driving” (August 2011)

· 52.225-13 “Restrictions on Certain Foreign Purchases” (June 2008)

· 52.232-33 “Payment by Electronic Funds Transfer-Central Contractor Registration” (October 2003)

· 52.225-25 “Prohibition on Contracting With Entities Engaging In Certain Activities or Transactions Relating to Iran – Representation and Certifications” (October 2015)

· 52.252-1 “Solicitation Provisions Incorporated by Reference” (February 1998)

· 52.252-2 “Clauses Incorporated by Reference” (February 2008)

· 52.252-5 “Authorized Deviations in Provisions” (April 1984)

· 52.252-6 “Authorized Deviations in Clauses” (April 1984)

· 252.203-7005 “Representation Relating to Compensation of Former DoD Officials” (November 2011)

· 252.203-7996 “Prohibition on Contracting with Entities that Require Certain Internal Confidentiality Agreements-Representation” (DEVIATION 2016--O0003 (October 2015)

· 252.204-7008 “Compliance With Safeguarding Covered Defense Information Controls” (December 2015)

· 252.204-7011 “Alternative Line-Item Structure” (September 2011)

· 252.232-7006 “Wide Area Workflow Payment Instructions” (May 2013)

· 5252.543-9400 “Authorized Changes Only By The Contracting Officer” (January 1992)


This announcement will close at 1700 (EST) on 24 October 2016.  The point of contact for this announcement is Mr. Joseph Caltagirone who may be reached at 215-697-9687 or joseph.caltagirone@navy.mil.    
 
******** End of Combined Synopsis/Solicitation ********



