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[bookmark: _GoBack]Request for Quote N62271-16-Q-1143

This Request for Quote (RFQ), N62271-16-Q-1143, for the Naval Postgraduate School (NPS) is prepared in accordance with the format in FAR 13 and supplemented with additional information included in this notice. This RFQ intends to result in a Firm Fixed Price (FFP) Purchase Order (PO). This is set aside 100% for small business. The NAICS associated with this purchase is 611310, with a small business size standard of $27,500,000.00. Method of payment will be via Wide Area Work Flow (WAWF). Quotes will be evaluated on a Lowest-Price-Technically-Acceptable (LPTA) basis.

The Graduate School of Business and Public Policy (GSBPP) at the Naval Postgraduate School (NPS), Monterey, CA has a requirement for one contracted instructor to deliver two sections of the graduate level course, Cost Estimation (GE3051) in the Summer Quarter (July 2016-September 2016) on Tuesdays and Thursdays from 0700-1000 PST.

While discussions are not anticipated, the Government reserves the right to do so. Award will be Firm-Fixed Price (FFP) for the services detailed in the accompanying SOW. 

INSTRUCTIONS FOR SUBMISSION OF QUOTATIONS:

Contractor’s proposal shall be valid for thirty (30) days and include Volume 1, and 2. Each document should contain the following language on every page: SOURCE SELECTION SENSITIVE - SEE FAR PART 2.101 AND 3.104.

Volume I - Technical Submission 
1. The vendor’s technical submission shall address the following factors in accordance with the Statement of Work included in this RFQ to be considered for award: 

A. Contractors technical submission MUST demonstrate that it meets ALL technical requirements listed in section 5.0 of the SOW.
B. Management plan to accomplish the tasks listed in section 3.0 of the SOW.
C. Past Performance

Volume II – Price Submission - vendor shall provide a proposed schedule of services/supplies with associated prices. Table provided below is only a template.

1. Submitted in MS Word and / or Excel format; PDF is not acceptable. No page limitation.
2. Each page labeled with Contractor’s name and pages numbered in the following format: page ___ of ___.

	CLIN
	DESCRIPTION
	QTY
	UNIT OF ISSUE
	UNIT AMOUNT
	Amount Obligated

	
	
	
	
	
	

	0001
	Course Delivery of GE3051: Cost Estimation
(In Accordance with the SOW)

Estimated level of effort: 288 hours
	2
	LOT
	
	

	
	
	
	
	
	

	

	TOTAL PRICE:
	

	For informational Purposes:                                                                                                                               
Labor Category:   
Labor Rate: 




EVALUATION FACTORS:  

Volume I, Technical Submission:

A Technically Acceptable/Low Price source selection will be conducted. The Order resulting from this RFQ, if any, will be issued to the proposal conforming to the RFQ considering the evaluation criteria listed below as Minimum Technical Requirements. Ratings of Pass / Fail will be used as evaluation standards. A Technical Submission MUST demonstrate that it meets ALL technical requirements in order to be considered for award.  

A. Minimum Technical Requirements:

1. MBA or equivalent degree, and CPA or CMA certification
2. Graduate level adult education teaching experience within the last 5 years in the field of accounting
3. Experience within the past 5 years in teaching via a distributed mode (online, for example:  Elluminate, Blackboard Collaborate, or VTC)

If the contractor personnel will be teaching from contractor facilities the NPS will provide CISCO JabberVTC software and the following are the technical requirements for use of the software (Contractor must provide a statement confirming that ALL of the technical requirements below are met in order to be considered for award):

Technical Requirements for Cisco Jabber Video for Telepresence

Internet Service Requirements
1) The Internet Service must be able to sustain a video conferencing connection at 3 Mbps upstream and 3 Mbps downstream without being impacted by other users sharing the same service. 

2) The Contractor is responsible for dedicating bandwidth to support the video conferencing connection.  

3) The internet service and all networking components (hardware and/or software) at the Contractor’s facility must be configured to allow connection of SIP and H.323 video conferencing calls from the service location to other sites on the public internet.

NOTE: Bandwidth is commonly referred to as “speed”. Most internet service providers (ISP’s) offer residential packages where download speed is much higher than upload speed, known as “asynchronous service”. Asynchronous service is acceptable so long as both upload and download bandwidth is sufficient to sustain the video conferencing connection described in item (1) above without impact by other simultaneous uses of the same service. Depending on how internet service providers deliver service to the Contractor’s facility, a residential internet service may or may not be adequate and a business grade service plan might be required to maintain stable VTC connections. It is the Contractor’s responsibility to obtain and maintain the type and level of service necessary to support the video conferencing connection, even if it is necessary to exceed the minimum requirements stated herein.

Computer and Peripheral Equipment Requirements

USB Webcam (Qty 1):
1) USB webcam with integral microphone
2) Compatible with the Contractor’s computer operating system and USB ports.
3) USB cable of sufficient length to allow placement required for effective instruction.
4) Able to operate as a USB webcam available to the Cisco Jabber Video software application using UVC drivers.
5) Minimum resolution: 1280c720 pixels @ 30fps
6) Manual tilt mechanism to allow up and down adjustment of the field of view.

USB Document Camera (Qty 1): Only required if instruction materials will include hand-written, printed or 3-dimensional visual aids.
1) Must be designed for use as a document camera on a flat work surface.
2) Optical zoom (manual or motorized) is required. Digital zoom is not acceptable.
3) Must be compatible with the Contractor’s computer operating system and USB ports.
4) USB cable of sufficient length to allow placement required for effective instruction.
5) Able to operate as a USB webcam available to the Cisco Jabber Video software application using UVC drivers.
6) Minimum resolution: 1280c720 pixels @ 30fps

Audio Headset (Qty 1):
1) An audio headset with noise-cancelling microphone, single or dual earpiece design and compatible with the Contractor’s computer (USB or analog headsets are acceptable but must be available as sound input and output devices to the Cisco Jabber Video software application).

Computer:
1) Macintosh or Windows computer meeting the minimum requirements for the Cisco Jabber Video software application.
2) 15” diagonal screen or larger 
3) Qty 2 USB 2.0 ports available for peripheral devices used during instruction (webcam and document camera).
4) External powered loudspeakers are required for computers not equipped with integral hi-fidelity loudspeakers.

Windows Computers Requirements: Only required if using a windows computer.
1) A processor supporting SSE3 (such as Pentium 4 Prescott) 
2) 2-GHz Core 2 Duo processor or better.
[bookmark: wp9000153]3) Windows 7
[bookmark: wp9000156]4) OpenGL Version 1.2 or later
[bookmark: wp9000157]5) Any standard sound card (full-duplex, 16-bit or better)

Macintosh Computers Requirements: Only required if using a Macintosh computer.
1) Intel x86 processor
2) Mac OS X 10.6 or later.
3) Core 2 Duo @ 2 GHz with 2-MB Layer 2 cache per core

B. The technical submission must provide a management plan to accomplish the tasks listed in section 3.0 of the SOW.

C. Past performance information (At least two)


Volume II – Price Submission:

Cautionary Note:
Offerors are advised that a proposal containing an unrealistically low price will be deemed indicative of a lack of technical understanding or a failure to comprehend the complexity and risks of the contract requirements and consequently may make the proposal unacceptable.

Price evaluation includes no sub factors. Vendor category, rate and # hours to perform the task will be evaluated for reasonableness. 

ACQUISITION TIMELINE:

Questions Due: No later than 5:00 PM PT 09 May 2016.
Quote Due: No later than 5:00 PM PT 18 May 2016.

The vendor shall submit one email containing Volumes I and II as two separate documents.

[bookmark: OLE_LINK1][bookmark: OLE_LINK2]NPS POINT OF CONTACT: 

Robert B Gallagher
Contract Specialist
831-656-7853
rbgallag@nps.edu 


PERFORMANCE BASED STATEMENT OF WORK:

COURSE DELIVERY
GE3051 – Cost Estimation
GRADUATE SCHOOL OF BUSINESS AND PUBLIC POLICY
NAVAL POSTGRADUATE SCHOOL

1.0 Background:
GE3051, Cost Management, is a three-credit hour graduate level course, taught to Department of Defense personnel via distance learning (video telecommunications or computer-based audio/video software) stationed at up to five sites.  The class size is approximately 25 students.  The course is required in the Executive Master of Business Administration (EMBA) degree program. Details of the curriculum may be found in the Naval Postgraduate School (NPS) catalog at http://www.nps.edu/Academics/Admissions/Registrar/AcademicCatalog/.  The contractor shall instruct the course using a syllabus and meeting identified course objectives.   Course materials will be provided by the Graduate School of Business and Public Policy (GSBPP).  The contractor may supplement those materials as needed to support the contractor’s delivery style.  Course materials and communication with students will largely be through the NPS SAKAI Collaboration and Learning Environment (CLE) and the NPS video telecommunications (VTC) system or through desktop video conferencing, CISCO Jabber VTC.  Technical requirements for Jabber VTC are in section 5.0.

Course description:
This course provides the student with an opportunity to learn and apply concepts and theory related to the effective use of costing and management accounting data as elements in decision making.  Topics include determining the cost of products and services, planning and controlling operations, measuring performance, motivating employees, managing external relationships and making other related business decisions.  The course emphasizes the decision-making and control functions of a manager using managerial accounting information.

Course objectives:
1. Define important cost terminology, behaviors, concepts, and principles.
2. Calculate the cost of providing a good or service using job order costing and activity-based costing.
3. Evaluate and analyze profitability of decisions using cost-volume-profit analysis.
4. Distinguish costs that are relevant or not relevant in making short-term or tactical decisions.
5. Calculate cost variances; determine possible causes and corrective actions required.
6. Use financial information to evaluate performance.

2.0  Scope: 
The Graduate School of Business and Public Policy (GSBPP) at the Naval Postgraduate School (NPS), Monterey, CA has a requirement for one contracted instructor to deliver two sections of the graduate level course, Cost Estimation (GE3051) in the Summer Quarter (July 2016-September 2016) on Tuesdays and Thursdays from 0700-1000 PST.    

3.0  Tasks:
The contractor shall deliver two sections of the course to accomplish the course objectives as identified in this Statement of Work, outlined in the catalog course description, and using materials provided by GSBPP.  The contractor shall deliver the courses on the days, during the hours, and in the locations specified in the place of performance.

The contractor shall perform the following tasks:
3.1 The contractor shall coordinate with the Course Coordinator to discuss conduct of the course, to include:  student demographics and culture, course materials and objectives, SAKAI site use and development, course alignment with overall curriculum, operation of VTC equipment or CISCO JabberVTC, grading, and other nuances of GSBPP education programs.
3.2 The contractor shall become familiar with prepared course materials, lessons plans and/or other class activities in a manner sufficient to accomplish course objectives at a graduate education level.  The contractor may make minor variations and updates to the syllabus and course materials to support the instructor’s course delivery style, as necessary
3.3 The contractor shall upload course materials as necessary to the Sakai NPS Collaborative Learning Environment.
3.4  The contractor shall administer and grade homework assignments, quizzes, projects, and exams to students, and provide feedback  
3.5  The contractor shall establish office hours to be available to students via email and telephone.  
3.6  The contractor shall determine and post final course grades for each student in the NPS PYTHON system within one week of the end the quarter.   

4.0  Deliverables: 
The contractor shall be responsible for preparing deliverables in support of the tasks identified in this SOW (tasks 3.1, 3.3, and 3.5 do not have tangible deliverables associated).

4.1 Any updates and variations to the Course Syllabus
4.2 Any updates and variations to the Course Materials 
4.3 Any updates or variations to homework, quizzes, projects, and exams
4.4 Mid-term assessment to include assessed grades of any homework, quizzes, projects, and exams
4.5 Course grades 

Performance Measurement - Quality Assurance Plan 

	Task
	What will be inspected
	Acceptable Quality Level (AQL)
	Inspection Method 
	Frequency

	3.1
	Meeting with Course Coordinator
	Adequate understanding of  student demographics and culture, course materials and objectives, SAKAI site use and development, course alignment with overall curriculum, operation of DL equipment, grading, and other nuances of GSBPP education programs.
	Personal discussion between Course Coordinator and Contractor
	NLT one week before course starts

	3.2
	Understanding of course objectives/ updated course materials 
	Adequate understanding of prepared course materials and objectives.  
	Personal discussion between Course Coordinator and Contractor and updated materials (if applicable) 
	NLT week before course starts

	3.3
	Sakai site is update-to-date 
	Sakai site has necessary course materials
	Inspection of the Sakai site by Course Coordinator
	Throughout the course

	3.4
	Graded homework assignments, quizzes, projects, and exams
	Grades and feedback provided to homework assignments, quizzes, projects, and exams

	Personal observation by the  Course Coordinator and student feedback
	As specified in course syllabus 

	3.5
	Office hours 
	Availability to students via email and telephone displayed in the Sakai site and course syllabus
	Personal observation by the  Course Coordinator and student feedback
	NLT first day of Class

	3.6 
	Post final grades
	Grades are posted in PYTHON
	Personal observation by the  Course Coordinator
	NLT one week after final exam 



The surveillance method for the deliverables listed above will be personal observation at NPS and student feedback.  If performance falls below the AQL defined above, the Contracting Officer’s Representative (COR) shall document the instance(s), coordinate with the Contracting Officer and advise the Contractor.  The Contractor will be requested to review the documentation and provide a written response on how performance will be corrected in the future.  Re-performance of any work for failure to perform in accordance with the specified AQL or task requirement shall be completed at the Contractor’s own expense and at no additional cost to the Government.

5.0  Minimum Technical Requirements:

The minimum personnel qualifications are:  

4. MBA or equivalent degree, and CPA or CMA certification
5. Graduate level adult education teaching experience within the last 5 years in the field of accounting
6. Experience within the past 5 years in teaching via a distributed mode (online, for example:  Elluminate, Blackboard Collaborate, or VTC)

If the contractor personnel will be teaching from contractor facilities the NPS will provide CISCO JabberVTC software and the following are the technical requirements for use of the software (Contractor must provide a statement confirming that ALL of the technical requirements below are met in order to be considered for award):

Technical Requirements for Cisco Jabber Video for Telepresence

Internet Service Requirements
1) The Internet Service must be able to sustain a video conferencing connection at 3 Mbps upstream and 3 Mbps downstream without being impacted by other users sharing the same service. 

2) The Contractor is responsible for dedicating bandwidth to support the video conferencing connection.  

3) The internet service and all networking components (hardware and/or software) at the Contractor’s facility must be configured to allow connection of SIP and H.323 video conferencing calls from the service location to other sites on the public internet.

NOTE: Bandwidth is commonly referred to as “speed”. Most internet service providers (ISP’s) offer residential packages where download speed is much higher than upload speed, known as “asynchronous service”. Asynchronous service is acceptable so long as both upload and download bandwidth is sufficient to sustain the video conferencing connection described in item (1) above without impact by other simultaneous uses of the same service. Depending on how internet service providers deliver service to the Contractor’s facility, a residential internet service may or may not be adequate and a business grade service plan might be required to maintain stable VTC connections. It is the Contractor’s responsibility to obtain and maintain the type and level of service necessary to support the video conferencing connection, even if it is necessary to exceed the minimum requirements stated herein.

Computer and Peripheral Equipment Requirements

USB Webcam (Qty 1):
1) USB webcam with integral microphone
2) Compatible with the Contractor’s computer operating system and USB ports.
3) USB cable of sufficient length to allow placement required for effective instruction.
4) Able to operate as a USB webcam available to the Cisco Jabber Video software application using UVC drivers.
5) Minimum resolution: 1280c720 pixels @ 30fps
6) Manual tilt mechanism to allow up and down adjustment of the field of view.

USB Document Camera (Qty 1): Only required if instruction materials will include hand-written, printed or 3-dimensional visual aids.
1) Must be designed for use as a document camera on a flat work surface.
2) Optical zoom (manual or motorized) is required. Digital zoom is not acceptable.
3) Must be compatible with the Contractor’s computer operating system and USB ports.
4) USB cable of sufficient length to allow placement required for effective instruction.
5) Able to operate as a USB webcam available to the Cisco Jabber Video software application using UVC drivers.
6) Minimum resolution: 1280c720 pixels @ 30fps

Audio Headset (Qty 1):
1) An audio headset with noise-cancelling microphone, single or dual earpiece design and compatible with the Contractor’s computer (USB or analog headsets are acceptable but must be available as sound input and output devices to the Cisco Jabber Video software application).

Computer:
1) Macintosh or Windows computer meeting the minimum requirements for the Cisco Jabber Video software application.
2) 15” diagonal screen or larger 
3) Qty 2 USB 2.0 ports available for peripheral devices used during instruction (webcam and document camera).
4) External powered loudspeakers are required for computers not equipped with integral hi-fidelity loudspeakers.

Windows Computers Requirements: Only required if using a windows computer.
1) A processor supporting SSE3 (such as Pentium 4 Prescott) 
2) 2-GHz Core 2 Duo processor or better.
3) Windows 7
4) OpenGL Version 1.2 or later
5) Any standard sound card (full-duplex, 16-bit or better)

Macintosh Computers Requirements: Only required if using a Macintosh computer.
1) Intel x86 processor
2) Mac OS X 10.6 or later.
3) Core 2 Duo @ 2 GHz with 2-MB Layer 2 cache per core

6.0 Period of Performance: 
June 01, 2016 – September 30, 2016

7.0  Place of Performance:
GE3051 will be taught from a VTC studio at the Naval Postgraduate School, Monterey, California, or from contractor facilities using NPS-provided software CISCO JabberVTC on Tuesdays and Thursdays from 0700-1000 PST.  Class preparation, grading and student advising may be performed at contractor facilities or in Ingersoll Hall on the NPS Monterey campus.  GSBPP will provide office space, telephone, computer equipment in Ingersoll Hall for use by the contractor.  

8.0  Work Week and Hours of Operation:
The Contractor shall provide services during normal working hours excluding federal holidays. Normal working hours are 0730-1630, Monday through Friday, unless requirements dictate otherwise. Exceptions can be permitted by the COR upon request and at the COR’s discretion. The courses are scheduled on Tuesdays and Thursdays from 0700-1000 PST

Following is a list of holidays observed by the Government.   

Name of Holiday				Time of Observance
New Year’s Day		 		1 January
Martin Luther King Jr. Day		Third Monday in January
President's Day				Third Monday in February
Memorial Day				Last Monday in May
Independence Day 			4 July
Labor Day				First Monday in September 
Columbus Day				Second Monday in October
Veteran's Day				11 November
Thanksgiving Day			Fourth Thursday in November
Christmas Day				25 December

If any of the above holidays occur on a Saturday or a Sunday, then such holiday shall be observed by the Contractor in accordance with the practice as observed by the assigned Government employees at the using activity.

9.0  Travel:  None required/authorized under any resulting contract.  

10.0  Government Furnished Property: 
GSBPP will provide access to VTC equipment, necessary software and websites required to execute the outlined tasks.  GSBPP will provide office equipment for use in GSBPP workspaces at the NPS, but will not provide equipment or supplies at contractor facilities. The GSBPP will provide the CISCO JabberVTC software for use at the contractor’s facility.

11.0  Classification:  Sensitive unclassified. 

12.0  Security Requirements:
Contractor Key Personnel must be U.S. Citizens. Contractors performing on this contract are required to familiarize themselves with, and participate in, the Naval Postgraduate School’s OPSEC program.    Must be familiar with and comply with NAVPGSCOLINST 3432.1B, the NPS Critical Information List, DoDI 5205.2E and their applicable references.  The contractor will be required to complete OPSEC and counter-intelligence training within 30 days of beginning the work, or provide proof of OPSEC and counterintelligence training completed within the previous 12 months.  The contractor may not publicly release any information about developmental work or curriculum at NPS without prior written approval from the Preliminary Investigator (PI).

13.0  Human Subject Research:
Contractor personnel performing work under this contract may not support, advise, or conduct research involving human subjects.  If at any time during the period of performance of this contract the tasks involve human subject research, the Contractor shall immediately notify the Contracting Officer.  The contract must be amended in accordance with DoDD 3216.02 and DFAR 252.235-7004 in the event human subject research is proposed.

14.0  Privacy Act Statement: 
“Pursuant to Title 5 United States Code 552a(m)(l), the contractor and all employees of the contractor working under this contract are required to comply with the requirements of 5 U.S.C. 552a (“The Privacy Act of 1974”).”  

15.0 Contractor Identification: 
In accordance with DFAR 211.106, there shall be a clear distinction between Government employees and service contractor employees.  Service contractor employees shall identify themselves as contractor personnel by introducing themselves or being introduced as contractor personnel and displaying distinguishing badges or other visible identification for meetings with Government personnel.  In addition, contractor personnel shall appropriately identify themselves as contractor employees in telephone conversations and in formal and informal written correspondence.  

16.0  Non-Personal Services Statement:   
Contractor employees performing services under this order will be controlled, directed, and supervised at all times by management personnel of the contractor.  Contractor management will insure that employees properly comply with the performance work standards outlined in the SOW.  Contractor employees will perform their duties independent of, and without the supervision of, any Government official or other Defense Contractor.  The tasks, duties, and responsibilities set forth in the task order may not be interpreted or implemented in any manner that results in any contractor employee creating or modifying Federal policy, obligating the appropriated funds of the United States Government, overseeing the work of Federal employees, or otherwise violating the prohibitions set forth in Parts 7.5 and 37.1 of the Federal Acquisition Regulation (FAR).  The Government will control access to the facility and will perform the inspection and acceptance of the completed work.  

17.0 Invoice Schedule: 
Contractor may invoice upon completion of course delivery.  

· Invoices shall be submitted at the end of each quarter.  All invoices need to be submitted electronically via WAWF.  Hard copy invoices cannot be accepted.  Invoices must identify the invoicing period.  If charges against more than one line item have occurred during the invoicing period, all charges must be combined into one invoice. The contractor’s failure to include the necessary information or a more frequent invoice submission than authorized will result in invoices being rejected.   
· 
18.0  NAVSUP 5252.204-9400 Contractor Unclassified Access to Federally Controlled Facilities, Sensitive Information, Information Technology (IT) Systems or Protected Health Information (July 2013)
Homeland Security Presidential Directive (HSPD)-12, requires government agencies to develop and implement Federal security standards for Federal employees and contractors. The Deputy Secretary of Defense Directive-Type Memorandum (DTM) 08-006 – “DoD Implementation of Homeland Security Presidential Directive – 12 (HSPD-12)” dated November 26, 2008 (or its subsequent DoD instruction) directs implementation of HSPD-12. This clause is in accordance with HSPD-12 and its implementing directives. 

APPLICABILITY 
This clause applies to contractor employees requiring physical access to any area of a federally controlled base, facility or activity and/or requiring access to a DoN or DoD computer/network/system to perform certain unclassified sensitive duties. This clause also applies to contractor employees who access Privacy Act and Protected Health Information, provide support associated with fiduciary duties, or perform duties that have been identified by DON as National Security Position, as advised by the command security manager. It is the responsibility of the responsible security officer of the command/facility where the work is performed to ensure compliance. 

Each contractor employee providing services at a Navy Command under this contract is required to obtain a Department of Defense Common Access Card (DoD CAC). Additionally, depending on the level of computer/network access, the contract employee will require a successful investigation as detailed below. 

ACCESS TO FEDERAL FACILITIES 
Per HSPD-12 and implementing guidance, all contractor employees working at a federally controlled base, facility or activity under this clause will require a DoD CAC. When access to a base, facility or activity is required contractor employees shall in-process with the Navy Command’s Security Manager upon arrival to the Navy Command and shall out-process prior to their departure at the completion of the individual’s performance under the contract.

ACCESS TO DOD IT SYSTEMS 
In accordance with SECNAV M-5510.30, contractor employees who require access to DoN or DoD networks are categorized as IT-I, IT-II, or IT-III. The IT-II level, defined in detail in SECNAV M-5510.30, includes positions which require access to information protected under the Privacy Act, to include Protected Health Information (PHI). All contractor employees under this contract who require access to Privacy Act protected information are therefore categorized no lower than IT-II. IT Levels are determined by the requiring activity’s Command Information Assurance Manager. Contractor employees requiring privileged or IT-I level access, (when specified by the terms of the contract) require a Single Scope Background Investigation (SSBI) which is a higher level investigation than the National Agency Check with Law and Credit (NACLC) described below. Due to the privileged system access, a SSBI suitable for High Risk public trusts positions is required. Individuals who have access to system control, monitoring, or administration functions (e.g. system administrator, database administrator) require training and certification to Information Assurance Technical Level 1, and must be trained and certified on the Operating System or Computing Environment they are required to maintain. 

Access to sensitive IT systems is contingent upon a favorably adjudicated background investigation. When access to IT systems is required for performance of the contractor employee’s duties, such employees shall in-process with the Navy Command’s Security Manager and Information Assurance Manager upon arrival to the Navy command and shall out-process prior to their departure at the completion of the individual’s performance under the contract. Completion and approval of a System Authorization Access Request Navy (SAAR-N) form is required for all individuals accessing Navy Information Technology resources. The decision to authorize access to a government IT system/network is inherently governmental. The contractor supervisor is not authorized to sign the SAAR-N; therefore, the government employee with knowledge of the system/network access required or the COR shall sign the SAAR-N as the “supervisor”. 

The SAAR-N shall be forwarded to the Navy Command’s Security Manager at least 30 days prior to the individual’s start date. Failure to provide the required documentation at least 30 days prior to the individual’s start date may result in delaying the individual’s start date. 

When required to maintain access to required IT systems or networks, the contractor shall ensure that all employees requiring access complete annual Information Assurance (IA) training, and maintain a current requisite background investigation. The Contractor’s Security Representative shall contact the Command Security Manager for guidance when reinvestigations are required. 

INTERIM ACCESS 
The Navy Command's Security Manager may authorize issuance of a DoD CAC and interim access to a DoN or DoD unclassified computer/network upon a favorable review of the investigative questionnaire and advance favorable fingerprint results. When the results of the investigation are received and a favorable determination is not made, the contractor employee working on the contract under interim access will be denied access to the computer network and this denial will not relieve the contractor of his/her responsibility to perform. 

DENIAL OR TERMINATION OF ACCESS 
The potential consequences of any requirement under this clause including denial or termination of physical or system access in no way relieves the contractor from the requirement to execute performance under the contract within the timeframes specified in the contract. Contractors shall plan ahead in processing their employees and subcontractor employees. The contractor shall insert this clause in all subcontracts when the subcontractor is permitted to have unclassified access to a federally controlled facility, federally-controlled information system/network and/or to government information, meaning information not authorized for public release. 

CONTRACTOR’S SECURITY REPRESENTATIVE 
The contractor shall designate an employee to serve as the Contractor’s Security Representative. Within three work days after contract award, the contractor shall provide to the requiring activity’s Security Manager and the Contracting Officer, in writing, the name, title, address and phone number for the Contractor’s Security Representative. The Contractor’s Security Representative shall be the primary point of contact on any security matter. The Contractor’s Security Representative shall not be replaced or removed without prior notice to the Contracting Officer and Command Security Manager. 

BACKGROUND INVESTIGATION REQUIREMENTS AND SECURITY APPROVAL PROCESS FOR CONTRACTORS ASSIGNED TO NATIONAL SECURITY POSITIONS OR PERFORMING SENSITIVE DUTIES 
Navy security policy requires that all positions be given a sensitivity value based on level of risk factors to ensure appropriate protective measures are applied. Navy recognizes contractor employees under this contract as Non-Critical Sensitive [ADP/IT-II] when the contract scope of work require physical access to a federally controlled base, facility or activity and/or requiring access to a DoD computer/network, to perform unclassified sensitive duties. This designation is also applied to contractor employees who access Privacy Act and Protected Health Information (PHI), provide support associated with fiduciary duties, or perform duties that have been identified by DON as National Security Positions. At a minimum, each contractor employee must be a US citizen and have a favorably completed NACLC to obtain a favorable determination for assignment to a non-critical sensitive or IT-II position. The NACLC consists of a standard NAC and a FBI fingerprint check plus law enforcement checks and credit check. Each contractor employee filling a non-critical sensitive or IT-II position is required to complete: 

· SF-86 Questionnaire for National Security Positions (or equivalent OPM investigative product) 
· Two FD-258 Applicant Fingerprint Cards (or an electronic fingerprint submission) 
· Original Signed Release Statements

Failure to provide the required documentation at least 30 days prior to the individual’s start date shall result in delaying the individual’s start date. Background investigations shall be reinitiated as required to ensure investigations remain current (not older than 10 years) throughout the contract performance period. The Contractor’s Security Representative shall contact the Command Security Manager for guidance when reinvestigations are required. 

Regardless of their duties or IT access requirements ALL contractor employees shall in-process with the Navy Command’s Security Manager upon arrival to the Navy command and shall out-process prior to their departure at the completion of the individual’s performance under the contract. Employees requiring IT access shall also check-in and check-out with the Navy Command’s Information Assurance Manager. Completion and approval of a System Authorization Access Request Navy (SAAR-N) form is required for all individuals accessing Navy Information Technology resources. The SAAR-N shall be forwarded to the Navy Command’s Security Manager at least 30 days prior to the individual’s start date. Failure to provide the required documentation at least 30 days prior to the individual’s start date shall result in delaying the individual’s start date. 

The contractor shall ensure that each contract employee requiring access to IT systems or networks complete annual Information Assurance (IA) training, and maintain a current requisite background investigation. Contractor employees shall accurately complete the required investigative forms prior to submission to the Navy Command Security Manager. The Navy Command’s Security Manager will review the submitted documentation for completeness prior to submitting it to the Office of Personnel Management (OPM). Suitability/security issues identified by the Navy may render the contractor employee ineligible for the assignment. An unfavorable determination made by the Navy is final (subject to SF-86 appeal procedures) and such a determination does not relieve the contractor from meeting any contractual obligation under the contract. The Navy Command’s Security Manager will forward the required forms to OPM for processing. Once the investigation is complete, the results will be forwarded by OPM to the DON Central Adjudication Facility (CAF) for a determination. 

If the contractor employee already possesses a current favorably adjudicated investigation, the contractor shall submit a Visit Authorization Request (VAR) via the Joint Personnel Adjudication System (JPAS) or a hard copy VAR directly from the contractor’s Security Representative. Although the contractor will take JPAS “Owning” role over the contractor employee, the Navy Command will take JPAS "Servicing" role over the contractor employee during the hiring process and for the duration of assignment under that contract. The contractor shall include the IT Position Category per SECNAV M-5510.30 for each employee designated on a VAR. The VAR requires annual renewal for the duration of the employee’s performance under the contract. 

BACKGROUND INVESTIGATION REQUIREMENTS AND SECURITY APPROVAL PROCESS FOR CONTRACTORS ASSIGNED TO OR PERFORMING NONSENSITIVE DUTIES 
Contractor employee whose work is unclassified and non-sensitive (e.g., performing certain duties such as lawn maintenance, vendor services, etc.) and who require physical access to publicly accessible areas to perform those duties shall meet the following minimum requirements: 

· Must be either a US citizen or a US permanent resident with a minimum of 3 years legal residency in the United States (as required by The Deputy Secretary of Defense DTM 08- 006 or its subsequent DoD instruction) and 
· Must have a favorably completed National Agency Check with Written Inquiries (NACI) including a FBI fingerprint check prior to installation access. 

To be considered for a favorable trustworthiness determination, the Contractor’s Security Representative must submit for all employees each of the following: 

· SF-85 Questionnaire for Non-Sensitive Positions 
· Two FD-258 Applicant Fingerprint Cards (or an electronic fingerprint submission) 
· Original Signed Release Statements 

The contractor shall ensure each individual employee has a current favorably completed National Agency Check with Written Inquiries (NACI) or ensure successful FBI fingerprint results have been gained and investigation has been processed with OPM. 

Failure to provide the required documentation at least 30 days prior to the individual’s start date may result in delaying the individual’s start date. In order to maintain access to required systems, the contractor shall ensure completion of annual Information Assurance (IA) training, monitor expiration of requisite background investigations, and initiate reinvestigations as required. 

* Consult with your Command Security Manager and Information Assurance Manager for local policy when IT-III (non-sensitive) access is required for non-US citizens outside the United States. 




PROVISIONS AND CLAUSES:

The following provisions and clauses apply to this acquisition and will be incorporated into any resultant purchase order.  
	52.202-1
	Definitions
	(JAN 2012)

	52.203-16
	Preventing Personal Conflicts of Interest
	(DEC 2011)

	52.204-7
	System for Award Management 
	(JUL 2013)

	52.204-10
	Reporting Executive compensation and First-Tier Subcontract Awards
	(AUG 2012)

	52.204-19
	Incorporation by Reference of Representations and Certifications
	(DEC 2014)

	52.209-6
	Protecting the Government’ Interest When Subcontracting with Contractors Debarred, Suspended, or Proposed for Debarment 
	(DEC 2010)

	52.222-3
	Convict Labor
	(JUN 2003)

	52.222-19
	Child Labor—Cooperation with Authorities and Remedies 
	(MAR 2012)

	52.222-21
	Prohibition of Segregated Facilities
	(FEB 1999)

	52.222-26
	Equal Opportunity
	(MAR 2007)

	52.222-36
	Equal Opportunity for Workers with Disabilities
	(JUL 2014)

	52.222-50
	Combating Trafficking in Persons
	(FEB 2009)

	52.223-3
	Hazardous Material Identification and Material Safety Data
	(JAN 1997)

	52.223-18
	Encouraging Contractor Policies to Ban Text Messaging while Driving 
	(AUG 2011)

	52.224-1
	Privacy Act Notification
	(APR 1984)

	52.224-2
	Privacy Act
	(APR 1984)

	52.225-13
	Restrictions on Certain Foreign Purchases
	(JUN 2008)

	52.232-33
	Payment by Electronic Funds Transfer—Central Contractor Registration
	(OCT. 2003)

	52.232-39
	Unenforceability of Unauthorized Obligations
	(JUN 2013)

	52.233-3
	Protest After Award 
	(AUG 1996)

	52.233-4
	Applicable Law for Breach of Contract Claim 
	(OCT 2004)

	52.243-7
	Notification of Changes
	(APR 1984)

	52.252-1
	Solicitation Provisions Incorporated by Reference), http://farsite.hill.af.mil/ and www.acq.osd.mil
	(FEB 1998)

	52.252-2
	Clauses Incorporated by Reference http://farsite.hill.af.mil/ and www.acq.osd.mil
	(FEB 1998)

	52.252-3
	Alterations in Solicitation
	(APR 1984)




The following DFARS provisions and clauses apply to this acquisition and are incorporated by reference.  If the offeror has completed any of the following provisions listed in this paragraph 
electronically as part of its annual representations and certifications at https://www.acquisition.gov, the offeror they are to indicated in the submitted quote, there is no need to complete these provisions again for a this solicitation.

	252.203-7000
	Requirements Relating to Compensation of Former DoD Officials
	[bookmark: BM252203](SEP 2011)

	525.203-7002
	Requirement to Inform Employees of Whistleblower Rights
	(SEP 2013)

	252.203-7005
	Representation Relating to Compensation of Former DoD Officials
	(NOV 2011)

	252.204-7003
	[bookmark: BM252204]Control Of Government Personnel Work Product
	(APR 1992)

	252.204-7004
	Alternate A, System For Award Management
	(MAY 2013)

	252.215-7007
	Notice of Intent to Resolicit
	(JUN 2012)

	252.215-7008
	Only One Offer
	(JUN 2012)

	252.223-7001
	Hazardous Warning Labels
	(DEC 1991)

	252.223-7008
	Prohibition of Hexavalent Chromium
	(JUN 2013)

	252.225-7000
	Buy American—Balance of Payments Program Certificate
	(JUN 2012)

	252.225-7001
	Buy American and Balance of Payments Program
	(DEC 2012

	252.225-7048
	Export – Controlled Items
	(JUN 2013)

	252.232-7003
	Electronic Submission Of Payment Requests And Receiving Reports
	(JUN 2012)

	252.232-7006
	Wide Area Workflow Payment Instructions
	(JUN 2012)

	252.232-7010
	Levies on Contract Payments
	(DEC 2006)

	252.232-7003
	Electronic Submission of Payment Requests and Receiving Reports
	[bookmark: BM252232](JUN 2012)

	252.244-7000
	Subcontracts for Commercial Items
	(JUN 2013)

	252.247-7023
	Transportation of Supplies by Sea
	(MAY 2002)



Paperless Contracting:
All contractual documents (i.e. contracts, purchase orders, task orders, delivery orders and modifications) related to the instant procurement are considered to be "issued" by the government when copies are either deposited in the mail, transmitted by facsimile, or sent by other electronic commerce methods, such as email.  The government's acceptance of the contractor's proposal constitutes bilateral agreement to "issue" contractual documents as detailed herein.
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