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NAVBASEKITSAP 5090.3E  ATTACHMENT 1 OF ENCLOSURE 1 


  
 


 
A – ORIGINATOR INFORMATION 
 
________________________________________________________________________________________________________________ 
   Name                                             Command/Contractor                              Code                 Shop/Department               Bldg          
  
 
________________________________________________________________________________________________________________ 
   Phone Number (ex: 5-XXXX, 6-XXXX)                  E-Mail Address 


 
 


B – WASTE DESCRIPTION                                                                    
Resubmittal – Old Tracking #: _____________________ 


              
Name of Waste Produced:   ________________________________________________________________________________________ 


                                                 (e.g., paint, adhesive, solvent, cleanup rags): 
 


Provide a detailed description of product use and/or process that produced waste: 


 
 
 
 


 


The waste produced is:        Process Waste              Unused Material   (Expiration Date: ___________________ )        Empty               


The waste produced is:       Liquid                Solid                Aerosol               Specify Other ________________________________ 
 


List all materials in waste (Must attach MSDS if no MSDS # available)*: 
                                                      % of waste  
Material/Trade Name       NSN/Part No.            MFG (w/ phone #)                                (to 100%) 


(1)     _________________________  ______________________      ____________________________         ________  


 MSDS No__________________                  


(2)     _________________________  ______________________      ____________________________         ________  


 MSDS No__________________          


(3)     _________________________  ______________________      ____________________________         ________ 


 MSDS No__________________  


*Attach additional pages as necessary. 
 


Estimated Quantity (size and number of containers, e.g., drum, tank, bottle, etc.):______________________________________________ 
 
 


C – CERTIFICATION AND TRACKING 
 
Certification: I certify that the above is accurate and true; and this waste has not been mixed with any other materials; will be controlled  
by me; and will be turned in for disposal as directed on side 2 of this WIS. 


 
 
_____________________________________________________________________________________________________________   
Originator's Signature                                           Date 


 
 
 
 
 
 
 


 
 


 


WIS #: __________________________ 
                


Sample #: ______________________ 
 


(BEO ASSIGNED) 


   
  HW Command Coordinator Review and Concurrence:  ____________________                  ____________________  


                                    Initials                                                  Date 


WASTE INFORMATION SPECIFICATION FORM (WIS) 
Naval Base Kitsap (Bangor, NAVHOSP, JP, CWH) 


 


HW Command Coordinator Tracking #:  _____________________________________ 
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FIRE EXTINGUISHERS 
 
   Fire extinguishers are required on work sites per NFPA 241 
and NFPA 10.  Check with the base Fire Inspector for proper 
type, size, and number needed. 
 
Hot Work / Hazard PERMITS 
 
   The fire code regulating hot work is NFPA 51B base specific 
hot work regulations are in COMNAVREGNWINST 11320.2A 
Chapter 7 or contact the base fire inspector. All work involving 
equipment capable of emitting heat, sparks, or open flames 
requires a hot work permit issued by the Fire Prevention Office. 
These permits can be arranged through the base Fire Inspector. 
  Each permit site may receive a random inspection by the Fire 
Inspector.  It is the responsibility of the contractor to ensure that 
the work site is properly prepared and to provide a suitable fire 
extinguisher for the type of work. The Fire Extinguisher shall be 
serviced and up to date.  A dedicated trained fire watch is 
required for hot work, and must be provided by the permit 
requester.  No hot work shall begin until the Fire Inspector 
or Fire Department designee issues a Hot Work / Hazard 
permit.   
 
A 24-hour notice for requesting for a hot work 
permit will help with scheduling and a timely 
response. 
 
   Open burning of slash or other material is 
prohibited. 
   
 
For a fire watch training class please contact the 
base Fire Inspector to make arrangements. 
 


 
HOT TAR APPLICATION 
 
   Tar kettle operation requirement are fond in NFPA 1 current 
addition. Before operation begins, you must obtain a hot work 
permit from the Fire Prevention Office.  Tar kettles shall not be 
operated inside, on roofs, or within 10 feet of any building or exit 
door. They shall be continuously attended by a knowledgeable 
operator who shall stay in sight and within 25 feet of the kettle. A 
minimum of two approved 4A:40-BC Fire extinguishers shall be 
within 25 ft of the operating kettle and one 4A:40-BC fire 
extinguisher on the roof.  All components on the kettle (i.e., 
gauges, thermostats, igniter, and lids) shall be in good working 
order.  Tar kettles shall not be moved while they are being 
heated (flame on).  Materials being heated shall not be heated 
above their flash points.  All safety equipment shall be in 
good working order at all times. 
 
ELECTRICAL 
 
   Extension cords and appliance cords shall be UL listed and 
kept in good working order at all times.  If an appliance cord 
comes with a ground plug on it, it shall stay in good working 
order.  Frayed or damaged cords shall be repaired by a qualified 
person or removed from the site.  GFI protection shall be used 
on site to help eliminate electrical shock hazards. 
 
FUEL CANS AND FUELING OPERATIONS 
 
   All fueling operations shall meet the NFPA 30 Flammable and 
Combustible Code.  The only authorized portable fuel can 
defined in NFPA 30 is a "safety can."  A "safety can" is an 
approved container of not more than 5 gallons (18.9 L) capacity, 
having a spring-closing lid and spout cover, and so designed 
that it will safely relieve internal pressure when subjected to fire 
exposure.  Plastic containers shall not be brought onto the bases 
for use with flammable liquids fuels. 
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FIRE DANGER SIGNS 
 
CNRNW Adheres to the County and State DNR fire danger restrictions 
for the bases in the corresponding areas. Fire danger signs are 
permanently located at some bases in the region at the entrance gates 
and area which are subject to routine vehicle traffic. Any questions 
please contact the fire inspector for that base. 
 
   Fire danger signs identify the level of potential fire hazard for all 
wooded or grass areas. Fire danger restrictions apply to all personnel 
working, living on, or visiting area bases. 
 
   Fire danger levels restrictions are: 
 
 Low (green) — Observe normal fire prevention precautions. 
 
 High (yellow) — Smoking is permitted within designated 


smoking areas.  No open fires.  No woodcutting.  The Fire 
Prevention Office shall approve Cutting/welding operations 
indoors on a case-by-case basis. 


 
 Extreme (red) — Smoking is permitted within designated 


smoking areas.  No smoking in vehicles.  No open fires.  No 
woodcutting.  The Fire Prevention Office must approve 
Cutting/welding operations in wood or grassy areas on a case-
by-case emergency basis. 


 
Thanks for your cooperation 


 


 
CNRNWF&ES 


FIRE PREVENTION 
PRACTICES 


 
  Commander Navy Region Northwest Fire & Emergency 
Services has an established fire prevention program, which is 
governed by the Department of the Navy and the National Fire 
Protection Association.  These regulations are enforced by the 
Fire Prevention Office of the CNRNWF&ES, under the authority 
granted by the Commanding Officer of NAVY Region Northwest. 
 Your observance of these fire prevention practices will greatly 
enhance the efficiency of your work performance, reduce delays, 
and provide a safer work environment.  Your cooperation is very 
much appreciated. 
 
The information listed below is taken from                                   
COMNAVREGNWINST 11320.2A, NFPA, and UFC.  If you 
have any questions, please contact the Fire Prevention Office at 
the base you are working on. 
  
 
  EMERGENCY TELEPHONE NUMBERS 
 
   BASE   CELL 
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NBK-Bremerton 911   476-3333 
NBK-Bangor  911   396-4444 
Keyport  911   396-2222 
Whidbey  911   257-3333 
Everett  911   304-3333 
 
Fire Prevention Offices phone numbers 
 
NBK-Bremerton 476-3124 476-5224 
NBK-Bangor   396-0139 396-0140 
Keyport  396-1601 
Whidbey  257-6109 2571496 
Everett  304-3086 








FOREIGN INTEREST DETERMINATION                                                     Ref:  OPNAVINST N9210.3 & NAVSEAINST 5510.2     
           (Type or print all answers) 


 


PENALTY NOTICE 


Failure to answer all questions or any misrepresentation (by omission  
or concealment, or by misleading, false or partial answers) may serve 
as a basis for denial of access to Naval Nuclear Propulsion Information 
(NNPI) and/or NAVSEA facilities.  In addition, Title 18, United States  
Code 1001, makes it a criminal offense, punishable by a maximum of five 
(5) years imprisonment, $15,000 fine, or both, to knowingly make a false  


statement or representation to any Department or Agency of the United 
States, as to any matter within the jurisdiction of any Department or Agency 
of the United States.  This includes any statement made herein  
which is knowingly incorrect, incomplete or misleading in any 
important particular. 


PROVISIONS 


1.  This report addresses requirements of DOD 5220.22-M, OPNAVINST 
N9210.3, and NAVSEAINST 5510.2.  While you are not required to 
respond, your eligibility cannot be determined if you do not complete this 
form.  Access to NNPI and/or NAVSEA facilities is contingent upon your 
compliance with the requirements of OPNAVINST N9210.3 or 
NAVSEAINST 5510.2. 


2.  When this report is submitted in confidence and is so marked, applicable 
exemptions to the Freedom of Information Act will be invoked to withhold it 
from public disclosure. 
 
3.  Complete all questions on this form.  Mark "Yes" or 'No" for each 
question.  If your answer is "Yes" furnish, in full, the complete information 
under "Remarks." 


QUESTIONS AND ANSWERS 


1.  (Answer 1a or 1b) 
     a.  (For entities which issue stock):  Do any foreign person(s) directly or indirectly, own or have beneficial ownership 
of 5 percent or more of the outstanding shares of any class of your organization's equity securities?     
 


YES NO 


 
 
 


 
 
 


     b.  (For entities which do not issue stock):  Has any foreign person, directly or indirectly, subscribed 5 percent or more 
of your organization's total capital commitment? 


 
 
 


 
 
 


2.  Does your organization directly, or indirectly through your subsidiaries and/or affiliates, own 10 percent or more of 
any foreign interest? 


 
 
 


 
 
 


3.  Do any non-U.S. citizens or persons holding dual citizenship serve as members of your organization's board of directors (or 
similar governing body), officers, executive personnel, general partners, regents, trustees, or senior management officials? 


 
 
 


 
 
 


4.  Does any foreign person(s) have the power, direct or indirect, to control the election, appointment, or tenure of 
members of your organization's board of directors (or similar governing body) or other management positions of your 
organization, or have the power to control or cause the direction of other decisions or activities of your organization? 


 
 
 


 
 
 


5.  Does your organization have any contracts, agreements, understandings, or arrangements with a foreign person(s)? 
 
 
 


 
 
 


6.  Does your organization, whether as borrower, surety, guarantor, or otherwise have any indebtedness, liabilities, or 
obligations to a foreign person(s)? 


 
 
 


 
 
 


7.  During your last fiscal year, did your organization derive: 


    a.  5 percent or more of its total revenues or net income from any single foreign person? 
 


 
 
 


 
 
 


    b.  In the aggregate, 30 percent or more of its revenues or net income from foreign persons? 
 
 


 
 
 


 
 
 


8.  Is 10 percent or more of any class of your organization's voting securities held in "nominee" shares, in "street names," or in 
some other method which does not identify the beneficial owner? 
 


 
 
 


 
 
 


9.  Do any of the members of your organization's board of directors (or similar governing body), officers, executive  
personnel, general partners, regents, trustees, or senior management officials hold any positions with, or serve as consultants 
for, any foreign person(s)? 


 
 
 


 
 
 


10.  Is there any other factor(s) that indicates or demonstrates a capability on the part of foreign persons to control or 
influence the operations or management of your organization? 
 


 
 
 


 
 
 


PSNS&IMF 5531/1 (Rev. 11-13) (Front)  


  







FOREIGN INTEREST DETERMINATION  


REMARKS (Attach additional sheets, if necessary, for a full detailed statement.) 


 


 
 
 
 
 
 
 
 
 
 


CERTIFICATION 


    I CERTIFY that the entries made by me above are true, complete, and correct to the best of my knowledge and belief and are made in 
good faith. 
 


WITNESSES: 
  


 (Date Certified) 
 
 


   By    


  
 


(Signature of Authorized Contractor Representative)  


 


  


   (Typed Name of Contractor) 


 
 


NOTE:  In case of a corporation, a witness is not required but  
the certificate below must be completed.  Type or print names 
under all signatures. 


   


(Title of Authorized Contractor Representative)  
  


 


   


(Address)  


NOTE:  Contractor, if a corporation, should cause the following certificate to be executed under its corporate seal, provided that the same officer 
shall not execute both the Agreement and the Certificate. 


CERTIFICATE 
 


 
I,  


  


 
 
, 


 
certify that I am the 


 


 
 


 
of the corporation named as Contractor herein; that  


 


 
 


 
who signed this certificate on behalf of the Contractor, was then 


 


 
 
, 


of said corporation; that said certificate was duly signed for and in behalf of said corporation by authority of its governing body, and is 
within the scope of its corporate powers. 
 
 
 
 
 
 
 
 


(Corporate Seal) 


 
 
 
 
 


 
 
 
 


 


 
 


(Signature and Date) 
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BADGE AUTHORIZATION AND VISIT REQUEST (BAVR) 
PROCEDURES 


 
Commander Navy Region Northwest (CNRNW) Badge Authorization and Visit Request 
(BAVR) website is the standard for submitting and processing visit and badge requests in 
CNRNW.  Sumbit requests through BAVR.  
 
A)  Submit an individual VISIT Request using the following steps:  
 
1.  Go to the BAVR web site: https://www.bavr.cnic.navy.mil/ 
2.  Click on ‘APPLY FOR NEW BADGE’  
3.  Enter the appropriate data for the following areas: (at a minimum, all areas in 
RED with an asterik * must be filled in)  
Personal Info -Follow prompts  
Work Info -Follow prompts  
Sponsor POC info: /SECURITY ASSISTANT, 360.315.4184,  
 
marlynna.lambert@navy.mil YN1 Marlynna Lambert, 360.315.4184   or  
william.l.robertson@navy.mil ET1 William Robertson 360.315.4184 
 
Purpose of Visit: As appropriate, a required field.  Include contract number if one.  


Dates of Visit: As appropriate (see bulleted notes below) 


 Should be at least 2 weeks duration minimum. 


 If you anticipate periodic visits over a period of 6 months to 1 year, enter the 
extended date.  This prevents the need for frequent badge requests.  One badge to 
cover 6 months or 1 year makes more sense, is cost effective, and is less work for 
everyone involved in the process. 


4. Click ‘submit’ when completed. Ensure you have your e-mail address entered 
to receive a receipt notification when the badge request is processed and ready for 
pickup.  
 


NOTE: Ensure you put your e-mail address and sponsor/POC info on the request to receive 
e-mail notifications, similar to the following examples:  
 
Example 1:  
 
Subj: CNRNW BAVR Submission Received  
 
Thank you for submitting your visit/badge request to: 
 
Sponsor: marlynna.lambert@navy.mil YN1 Marlynna Lambert, 360.315.4184   or  
william.l.robertson@navy.mil ET1 William Robertson 360.315.4184 
 
Phone Number: 360.315-4184  
Request Number: 793699  
 
Your Sponsor will process your request. Please check the status of your 
request and ensure it has been completed before visiting the Pass & ID office.  
 
V/R,  
CNRNW Badge Authorization and Visit Request Application  
https://www.bavr.cnic.navy.mil/ 







 
Please note: This mailbox is not monitored. Please do not reply to  
this message. 
 
 
 
Example 2:  
 
Subj: CNRNW BAVR Request #793699 -APPROVED  
 
Your visit/badge request 793699 has been completed  
 
Date: 06/12/2008  
 
You may now receive your badge at the appropriate Pass & ID office,  
 
V/R,  
CNRNW BAVR  
 
https://www.bavr.cnic.navy.mil/ 
 
Please note: This mailbox is not monitored. Please do not reply to  
this message. 
 


 
 


B) Procedures for GROUP VISIT requests by an FSO or SSO should: 
 
1.  Go to the BAVR web site: https://www.bavr.cnic.navy.mil/ 
 


2.  Click on ‘If you need an account please click here’ 


3.  Enter the appropriate data and submit request. 


4.  Account will be established upon approval. 


 
After account established, refer to user guide to process requests. 
 
TThhiiss  iiss  ffoorr  SSeeccuurriittyy  OOffffiicceerr  UUSSEE  OONNLLYY..  
The Group Visit Request is highly recommended for activities that send groups of 
personnel to perform work and who have a Facility Security Officer or Special 
Security Officer that can request an account in BAVR.  The group account allows 
setting up groups of personnel to add to a pick list that includes current personal and 
security data to be entered by the FSO/or SSO.  Each time their personnel need to 
visit, the FSO/or SSO creates a visit request and selects their personnel from the pick 
list already created to attach to the group request.  This alleviates the need for 
numerous individual requests and is less work for the activity creating the visit 
request, easier for the government sponsor to review and approve, as well as for the 
final security approval process.  It takes countless steps out of the process.  It’s 
important for the FSO or SSO to keep personnel clearance information updated in 
their personnel. 
 








 
WRA VEHICLE PASS REQUEST 


 
Fax or Email Completed Request to: 


Scott Skolnik – NAVFAC Security (360) 396-0051 
Fax (360) 396-0870 


Email – scott.skolnik@navy.mil or allen.norton@navy.mil 
 


Company Name:  
Vehicle 


Make/Model/Year:  


License Plate Number 
and State Issued:  


Company Name:  
Vehicle 


Make/Model/Year:  


License Plate Number 
and State Issued:  


Company Name:  
Vehicle 


Make/Model/Year:  


License Plate Number 
and State Issued:  


Company Name:  
Vehicle 


Make/Model/Year:  


License Plate Number 
and State Issued:  


Company Name:  
Vehicle 


Make/Model/Year:  


License Plate Number 
and State Issued:  


 
DATES Requested: 
 
NOTE: If requesting more vehicles, add pages as needed. Please provide a 
minimum of five (5) business days notice for processing. 
 
Vehicle Passes must be picked up at the SWFPC office, Bldg 6401, located 
on Skipjack Circle, lower base.  
 
Requirements: 


 Vehicle must be owned or leased by your employer.  If leased, you must 
provide a copy of the lease. 


 Must provide current copy of the vehicle registration. 
 Must provide a current, valid badge. 








Ref:  NAVSHIPYDPUGETINST P5239.2 
COMPANY OR ACTIVITY NAME ARRIVAL DATE DEPARTURE DATE  


  
 


 


 
 


MFG & MODEL ID SERIAL NUMBER OPERATING SYSTEM TYPE 
(i.e. , Windows 2000, Linux, MAC,  etc.) 


 
 


 
 


 
 
 


AUTHORITY TO OPERATE ON  PUGET SOUND NAVAL SHIPYARD AND INTERMEDIATE MAINTENANCE FACILITY (PSNS & IMF)  BREMERTON SITE  
 
I certify that this system is owned by a company under contract with the U.S. Government or is owned by the U.S. Government.  
I understand that personally owned computers and peripherals are not authorized at PSNS & IMF and are not covered by this 
Authority to Operate.  
 
 I understand that while at PSNS & IMF site I will not connect to the PSNS & IMF Local Area Network.  I will ensure that daily 
virus scan of memory and all storage media is performed before conducting any use of this system and that all removable media 
will be identified with appropriate sensitivity labels.  A copy of this Authority to Operate shall accompany the system at all times 
while at PSNS & IMF. 
 
DATE:   _____________________________________                     SIGNATURE:         ________________________________________________________ 
 
PHONE NUMBER: ____________________________                    PRINTED NAME:  ________________________________________________________ 
_ 


DATA SENSITIVITY 
INDICATE THE SENSITIVITY LEVEL OF THE INFORMATION STORED ON THE SYSTEM BY PERCENTAGE (MUST TOTAL 100%): 
 
LEVEL PERCENT YES   NO    (IF YES, EXPLAIN IN COMMENTS BLOCK, BELOW.) 
 
COMPANY (NON-NAVY DATA)     _______%                                  WILL THE MODEM  BE USED TO CONNECT TO ANY 
                                                                                                                             NETWORK?  IF YES, EXPLAIN BELOW (COMMENTS). 
UNCLASSIFIED                                  _______%  
                                                                                                                  DOES THE LAPTOP HAVE A WIRELESS CARD? 
SENSITIVE UNCLASSIFIED _______% 
                                                                                                                  WILL THE WIRELESS CARD BE USED TO CONNECT  
        FOUO                                       _______%                                             TO ANY NETWORK?  IF YES, EXPLAIN BELOW (COMMENTS). 
 
        PRIVACY ACT                        _______%                                 DOES THE LAPTOP HAVE AN ETHERNET CARD? 
 
        NNPI/NOFORN                       _______%                                  WILL THE ETHERNET CARD BE USED TO CONNECT 
                                                                                                                               TO ANY NETWORK?  IF YES, EXPLAIN BELOW (COMMENTS). 
CONFIDENTIAL _______%  
                                                                                                                   DOES THE LAPTOP HAVE BLUETOOTH CAPABILITY? 
SECRET _______% 
                                                                                              IS THIS AN NMCI-NNPI ASSET (UNDER THE NNPI COI)? 
 
COMMENTS:  ___________________________________________________________________________________________________________________ 
 
________________________________________________________________________________________________________________________________ 
 
________________________________________________________________________________________________________________________________ 
                  ALL USERS HAVE SECURITY CLEARANCE EQUAL TO OR HIGHER THAN THE HIGHEST LEVEL OF 
                       INFORMATION ON THE SYSTEM AND A NEED-TO-KNOW FOR ALL OF THE INFORMATION. 


 
REQUESTOR’S FAX NUMBER:  (         )   _______ -- ____________ 


 
SIGNATURE OF PERSON VALIDATING SECURITY CLEARANCE:  _________________________________________________________________ 
 
PHONE NUMBER: ______________________________       PRINTED NAME:      ________________________________________________________ 
 
WHEN APPROVED, A COPY OF THIS FORM SHALL ACCOMPANY THE EQUIPMENT AT ALL TIMES  WHILE AT PSNS & IMF. 


OWNING ORGANIZATION 
ADDRESS 


OWNING ORGANIZATION 
POINT OF CONTACT 


OWNING ORGANIZATION  
TELEPHONE NUMBER 


 
 
 


 
 


  
  


PSNS & IMF CODE/SHOP SUPPORTED PSNS & IMF PROJECT NAME 
AND LOCATION OF SYSTEM 


(BUILDING OR AREA) 
PSNS & IMF LOCAL POINT  OF  CONTACT  


 


 
 


PROJECT:  
 


LOCATION:  


 
NAME: (REQUIRED) 
 


PHONE: (REQUIRED) 
 


PSNS & IMF APPROVAL TO OPERATE DATE  
I hereby grant authority to operate this system on PSNS & IMF during the period specified and under the 
conditions specified above.              
Code 1234, (360) 627-2405, Fax (360) 476-2049  
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 FOR OFFICIAL USE ONLY 
 


FOR OFFICIAL USE ONLY 
 


CRANE AND RIGGING GEAR ACCIDENT REPORT 


Accident Category:  Crane Accident   Rigging Gear Accident 
From: 


UIC: 


      To: Navy Crane Center 
Bldg. 491 NNSY 
Portsmouth, VA 23709 
Fax: 757-967-3808      


Activity: 
      


Report No: 
      


Crane No: 
      


Category: 
      


Accident Date: 
      


Time: hrs: 
      


Category of Service:  SPS  GPS Crane Type: 
      


Crane Manufacturer: 
      


Was Crane/Rigging Gear Being Used in SPS:   Yes     No Was Crane/Rigging Gear Being Used in a Complex Lift/Critical 


Non-Crane Rigging Operation:               Yes     No 
Location: 


      
Weather: 


      
Crane Capacity: 


      
Hook Capacity: 


      
Weight of Load on hook: 


      
Fatality or Permanent Disability?      Yes  No Material/Property Cost Estimate: 


Reported to NAVSAFECEN?              Yes  No       


Accident Type: 


 Personal Injury  Overload  Derail  Damaged Rigging Gear 


 Load Collision  Two Blocked  Dropped Load  Damaged Crane 


 Crane Collision  Damaged Load  Other:  Specify        
 


Cause of Accident: 


 Improper Operation  Equipment Failure  Inadequate Visibility 


 Improper Rigging  Switch Alignment  inadequate Communication 


 Track Condition  Procedural Failure  Other:  Specify       


Chargeable to: 


 Crane Walker                      Rigger                                                     Operator 


 Maintenance  Management/Supervision  Other:  Specify        
 


Crane Function: 


 Travel  Hoist  Rotate  Luffing  Telescoping  Other  N/A 


Is this accident indicative of a recurring problem?  Yes  No 


If yes, list Accident Report Nos.:        


ATTACH COMPLETE AND CONCISE SITUATION DESCRIPTION AND CORRECTIVE/PREVENTIVE ACTIONS TAKEN AS 
ENCLOSURE (1).  Include probable cause and contributing factors.  Assess damages and define responsibility.  For equipment 
malfunction or failure, include specific description of the component and the resulting effect or problem caused by the 
malfunction or failure.  List immediate and long term corrective/preventive actions assigned and respective codes. 


Preparer:  
      


Phone:  
      


E-mail:  
      


Code:  
      


Date:  
      


Concurrences: (Include Code, Signature and Date) 
 


      
Code: 


      
Date:  


      


 
      


Code: 
      


Date:  
      


Certifying Official (Crane Accident Only): 
      


Code: 
      


Date:  
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Brief Description: 
 
 
 
 
 
 
 
 
Background and Detailed Description: 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
Corrective Actions: 
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CRANE AND RIGGING GEAR ACCIDENT REPORT INSTRUCTIONS 
This form is designed for fax transmission without a cover page or by e-mail and, with enclosures and 
signatures, shall be the official document.  Electronic submission will be accepted without signatures but the 
names of the preparer, concurring personnel, and certifying official (for crane accidents only) shall be filled in.  
The e-mail address is m_nfsh_ncc_accident@navy.mil.  The fax number is (757) 967-3808. 


 
1.  Accident Category:  Indicate either crane accident or rigging gear accident. 
2.  From:  The naval activity that is responsible for reporting the accident and UIC number. 
3.  Activity:  The naval activity where the accident took place. 
4.  Report No.:  The activity assigned accident number (e.g., 95-001). 
5.  Crane No.:  The activity assigned crane number (e.g., PC-5), if applicable. 
6.  Category:  Identify category of crane (i.e., 1, 2, 3, or 4), if applicable. 
7.  Accident Date:  The date the accident occurred.  
8.  Time:  The time (24 hour clock) the accident occurred (e.g., 1300). 
9.  Category of Service: Check the applicable service (SPS as defined by NAVSEA 0989-030-7000). 
10.  Crane Type:  The type of crane involved in the accident (e.g., mobile, bridge), if applicable. 
11.  Crane Manufacturer:  The manufacturer of the crane (e.g., Dravo, Grove, P&H), if applicable. 
12.  SPS:  Was the crane or rigging gear being used in an SPS lift? 
13.  Complex lift:  Was the crane or rigging gear being used in a complex lift? 
14.  Location:  The detailed location where the accident took place (e.g., building 213, dry dock 5). 
15.  Weather:  The weather conditions at time of accident (e.g., wind, rain, cold). 
16.  Crane Capacity:  The certified capacity of the crane (e.g., 120,000 pounds), if applicable. 
17.  Hook Capacity: The capacity of the hook involved in the accident at the max radius of the operation, if 


applicable. 
18.  Weight of Load on Hook:  If applicable, the weight of the load on the hook. 
19.  Fatality or Permanent Disability?:  Check yes or no. 
20.  Material/Property Cost Estimate:  Estimate total cost of damage resulting from the accident. 
21.  Reported to NAVSAFECEN?:  Self-explanatory.   
 22.  Accident Type:  Check all that apply. 
23.  Cause of Accident:  Check all that apply. 
24.  Chargeable to:  Check all that apply. 
25.  Crane Function:  Check all functions in operation at time of accident.  Check N/A if a rigging gear accident. 
26.  Is this a recurring problem?:  Check yes or no.  Identify any other similar accidents. 
27.  Situation Description/Corrective Actions:  Self-explanatory. 
28.  Preparer:  Self-explanatory. 
29.  Concurrences:  Self-explanatory. 
30.  Certifying Official (Crane Accidents Only):  Self-explanatory. 
31.  Brief Description:  No more than one paragraph summarizing the resultant incident.   
32.  Background and Detailed Description: Provide the relevant background in a descriptive timeline of 
preconditions leading up to the event, as well as a detailed description of the event.   
33.  Corrective Actions:  List all short term and long term corrective actions that are taken to prevent recurrence 
of the incident.  Short Term Corrective Actions are those actions taken that will allow return to work in short 
time frame.  Long Term actions are more ‘programmatic’ in nature and typically include: process revision, 
changes in training, ‘mistake proofing’, etc.   
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FOR OFFICIAL USE ONLY WHEN FILLED - PRIVACY SENSITIVE: 

 Any misuse or unauthorized disclosure of this information may result in both criminal and civil penalties.

Page  of 
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DEPARTMENT OF THE NAVY LOCAL POPULATION ID CARD/BASE ACCESS PASS REGISTRATION

PRIVACY ACT STATEMENT:

 

AUTHORITY: 10 U.S.C. 5013, Secretary of the Navy; 10 U.S.C. 5041, Headquarters, Marine Corps; OPNAVINST 5530.14E, Navy Physical Security; Marine Corps Order 5530.14A, Marine Corps Physical Security Program Manual; and E.O. 9397 (SSN), as amended, SORN NM05512-2 .

PURPOSE(S): To control physical access to Department of Defense (DoD), Department of the Navy (DON) or U.S. Marine Corps Installations/Units controlled information, installations, facilities, or areas over which DoD, DON, or U.S. Marine Corps has security responsibilities by identifying or verifying an individual through the use of biometric databases and associated data processing/information services for designated populations for purposes of protecting U.S./Coalition/allied government/national security areas of responsibility and information; to issue badges, replace lost badges, and retrieve passes upon separation; to maintain visitor statistics; collect information to adjudicate access to facility; and track the entry/exit times of personnel.

ROUTINE USE(S):  To designated contractors, Federal agencies, and foreign governments for the purpose of granting Navy officials access to their facility.

DISCLOSURE: Providing registration information is voluntary.  Failure to provide requested information may result in denial of access to benefits, privileges, and DoD installations, facilities and buildings.

IDENTITY PROOFING AND APPLICANT INFORMATION

 14.  IDENTITY SOURCE  DOCUMENTS PRESENTED:

 16. ISSUED BY      STATE/COURT:

 18. ISSUED:

 19.  EXPIRES:

  OTHER APPROVED IDENTITY SOURCE DOCUMENTS:

 4. NAME SUFFIX:

 7.  GENDER 

        (Check one):

 12. US CITIZEN (Check):

 6. RACE 

 (Check one or more):

 5.  HISPANIC OR  

   LATINO (Check one):

U.S. Citizen Minimum Documentation Required:

By Birth - Social Security No and/or State ID/Drivers License.

Naturalized - Certification Number, Petition Number, Date, Place and Court, United States passport number, Social Security No and/or 

   State ID/Drivers License.

Derived - Parent's certification number, Social Security No and/or State ID/Drivers License.

 

Alien Minimum Documentation Required:

Registration Number, Expiration date, Date of entry, Port of entry.

 22.  HAIR COLOR (Check one):

 23. EYE COLOR (Check one):

EMPLOYMENT ACTIVITY INFORMATON

  29.  Have you ever been convicted of a Felony?                                                            _______ Initial

 37.  RESULTS OF NCIC CHECK:

PRIOR FELONY CONVICTIONS

REQUIREMENT TO RETURN LOCAL POPULATION ID CARD

  30. I understand that I am required to return my Local Population Identification Card to the Base Pass Office when it expires or if my employment is

  terminated for any reason.  ________ (initial)

  31.  I hereby authorize the DOD/DON and other authorized Federal agencies to obtain any information required from the Federal government and/or state agencies, including but not limited to, the Federal Bureau of Investigation (FBI), the Defense Security Service (DSS), the U.S. Department of Homeland Security (DHS).  

 

I have been notified of DON right to perform minimal vetting and fitness determination as a condition of access to DON installation/facilities.  I understand that I may request a record identifier; the source of the record and that I may obtain records from the State Law Enforcement Office as may be available to me under the law.  I also understand that this information will be treated as privileged and confidential information.

I release any individual, including records custodians, any component of the U.S. Government or the individual State Criminal History Repository supplying information, from all liability for damages that may result on account of compliance, or any attempts to comply with this authorization.  This release is binding, now and in the future, on my heirs, assigns, associates, and personal representative(s) of any nature.  Copies of this authorization that show my signature are as valid as the original release signed by me.

 

FALSE STATEMENTS ARE PUNISHABLE BY LAW AND COULD RESULT IN FINES AND/OR  IMPRISONMENT UP TO FIVE YEARS.

 

BEFORE SIGNING THIS FORM, REVIEW IT CAREFULLY TO MAKE SURE YOU HAVE ANSWERED ALL QUESTIONS FULLY AND CORRECTLY.

 

I DECLARE UNDER PENALTY OF PERJURY THAT THE STATEMENTS MADE BY ME ON THIS FORM ARE TRUE, COMPLETE AND CORRECT

 

  

 

         DATE _______________      SIGNATURE ________________________________________

 

 

FINAL DETERMINATION ON YOUR ACCESS:   The Base Commanding Officer has final authority for determination on granting physical access to DON controlled installations/facilities under his/her jurisdiction.

BELOW COMPLETED BY BASE REGISTRAR PERSON CONDUCTING IDENTY PROOFING and NCIC CHECK

 38.  RESULTS OF LOCAL RECORDS CHECK:

 WORK HOURS:

 28.  Check the applicable box for WORK HOURS box or check the OTHER box and enter the work hours, then check the applicable for WORK DAYS:

WORK DAYS:

AUTHORIZATION AND RELEASE AND CERTIFICATION

 Office of Under Secretary of Defense Directive-Type Memorandum (DTM) 09-012, "Interim Policy Guidance for DoD Physical Access Control," December 8, 2009. DTM 09-012 requires that DoD installation government representatives query the National Crime Information Center (NCIC) and Terrorist Screening Database to vet the claimed identity and to determine the fitness of non-federal government and non-DoD-issued card holders (i.e. visitors) who are requesting unescorted access to a DoD installation. The minimum criteria to determine the fitness of a visitor is: 1) not on a terrorist watch list; 2) not on an DoD installation debarment list; and 3) not on a FBI National Criminal Information Center (NCIC) felony wants and warrants list.  Additionally, SECNAV Memo, Policy for Sex Offender Tracking and Assignment and Access Restrictions within the Department of the Navy, of 7 Oct 08 and OPNAVINST 1752.3 established the Navy's policy on sex offenders, requiring Region Commanders (REGCOMs) and Installation Commanding Officers (COs) to prohibit sex offender access to DoN facilities and Navy owned, leased or PPV housing.  This form describes the authority and purpose to collect and share the required information; and identifies the applicant/visitor and sponsor; and authorizes the DoD to perform the minimum vetting and fitness determination criteria.  A favorable response on the vetting and fitness determination is required to receive access to DOD-controlled installation/facilities.

 

Instruction for completing the Local Population Access Registration Form

 Block 1:    Enter the Last Name. 

 Block 2:    Enter the First Name. 

 Block 3:    Enter the Middle Name. 

 Block 4:    If applicable, check the box for Name Suffix. 

 Block 5:    Check the applicable box for Hispanic or Latino.

 Block 6:    Check the applicable box for Race. 

 Block 7:    Check the applicable box for Gender. 

 Block 8:    Enter Date of Birth. 

 Block 9:    Enter City of Birth. 

 Block 10:  Enter State of Birth. 

 Block 11:  Enter Country of Birth.

 Block 12:  Check the applicable box for US Citizenship. 

 Block 13:  If not a US Citizen, enter the name of the Country of  Citizenship. 

 Block 14:  Two forms of identity source documents from the list of acceptable

                  documents listed below must be presented to the base registrar with

                  this completed form.  Check the box for the type of Documents that will

                  be presented for identity proofing.  If the document type is not listed, use

                  the two rows under Other Approved Identity Source Documents to enter

                  the type of document(s) that you will present.

 Block 15:  Enter the Document Number located on the Identity Proofing Source

                  document that was checked  in Block 14. 

 Block 16:  Enter the State that issued the Identity Source Document. 

 Block 17:  Enter the Country that issued the Identity Source Document.

 

 Block 18:  Enter the Date that the Identity Source Document was issued. 

 Block 19:  Enter the Date that the Identity Source Document will expire. 

 Block 20:  Enter Weight in pounds. 

 Block 21:  Enter Height in inches. 

 Block 22:  Check the applicable box for Hair Color. 

 Block 23:  Check the applicable box for Eye Color.  

 Block 24:  Enter Home Address Including City, State, Zip Code, and  Home

                  Telephone Number. 

 Block 25:  Enter Name of Registrant's Base Sponsor and Base  Sponsor's Telephone

                  Number. 

 Block 26:  Enter Employer Name and address including City, State, Zip Code, and

                  Employer's Telephone Number. 

 Block 27:  Enter Supervisor's Name including City, State, Zip Code, and 

                  Supervisor's Telephone Number. 

 Block 28:  Check the applicable box for Work Hours box or check the OTHER box

                  and enter the work hours, then check applicable boxes for Work Days.

                  Block 28:  Check the applicable answer if you have been  convicted of

                  Felony and enter initials. 

 Block 29:  Check the applicable box for felony conviction.

 Block 30:  Enter initials to accept terms for returning Local Population Identification

                  Card. 

 Block 31:  Sign and date the form to attest that the foregoing information is true and

                  complete to best of your knowledge.  

  INSTRUCTIONS:  Please complete all information in black ink (printed) or by typing.  By voluntarily providing your Personal Information, you agree to  the following terms

  and restrictions:   

  RESTRICTIONS:  Local Population Identification Card/Base Access Pass may only be used by person to whom they are issued and for the specific business/purpose

  issued.  Applicants are reminded that soliciting (i.e., door-to-door sales) is prohibited on the base, and that such activity is grounds for cancellation of  the Pass.

  Additionally, such action may result in debarment from the base and legal action. The Base Commanding Officer has discretion over specifying the period of validity

  for any Local Population ID Cards/Base Access Passes that are issued under his/her jurisdiction. 

  Review the Privacy At Statement that is printed at the top of the form

The remainder of the form will be completed by the Base Registrar Person conducting Identify Proofing process and NCIC check.

 AGENCY DISCLOSURE STATEMENT:

 

The public reporting burden for this collection of information is estimated to average 10 minutes per response, including the time for reviewing instructions, searching existing data sources, gathering and maintaining the data needed, and completing and reviewing the collection of information. Send comments regarding this burden estimate or any other aspect of this collection of information, including suggestions for reducing the burden, to the Department of Defense, Washington Headquarters Services, Executive Services Directorate, Information Management Division, 4800 Mark Center Drive, East Tower, Suite 02G09, Alexandria, VA 22350-3100 OMB 0703-0061. Respondents should be aware that notwithstanding any other provision of law, no person shall be subject to any penalty for failing to comply with a collection of information if it does not display a currently valid OMB control number. 

 

PLEASE DO NOT RETURN COMPLETED FORM TO THE ABOVE ADDRESS.

Completed form should be submitted to the Base Registrar.

 

 

      List A - Documents that Establish Identity and

                  Employment Authorization

 

1.  U.S. Passport or U.S. Passport Card.

2.  Permanent Resident Card or Alien Registration 

     Receipt Card (Form I-551).

3.  Foreign passport that contains a temporary I-551

     stamp or temporary I-551 printed notation on a 

     machine-readable immigrant visa.

4.  Employment Authorization Document that 

     contains a photograph (Form I-766).

5.  For a nonimmigrant alien authorized to work for

     a specific employer because of his or her status:

      a. Foreign Passport; and

      b. Form I-94 or Form I-94A that has the

           following: 

          (1)  The same name as the passport; and

          (2)  An endorsement of the alien's

                 nonimmigrant status as long as that 

                 period of endorsement has not yet

                 expired and the proposed employment

                 is not in conflict with and restrictions or

                 limitations identified on form.

6.  Passport from the Federal States of Micronesia

     (FSM)  or the Republic of the Marshal Islands

     (RM)  with Form I-94 or Form I-94A indicating

     nonimmigrant admission under the Compact

     of Free Association Between the United Stated

     and FSM or RM.

 

 

               List C - Documents that Establish 

                           Employment Authorization

 

1.  A Social Security Account Number card, unless

     the card includes one of the following restrictions:

     (1)  NOT VALID FOR EMPLOYMEMT

     (2)  VALID FOR WORK ONY WITH INS

            AUTHORIZATION.

     (3)  VALID FOR WORK ONLY WITH DHS

            AUTHORIZATION.

2.  Certification of Birth Abroad issued by the

     Department of State (Form FS-545).

3.  Certification of Birth issued by the Department of

     State (Form DS-1360).

4.  Original or certified copy of birth certificate issued

     by a State, county, municipal authority or territory 

     of the United States bearing an official seal.

5.  Native American tribal document.

6.  U.S. Citizen ID Card (Form I-197).

7.  Identification Card for Use of Resident Citizen in

     the United States (Form I-179).

8.  Employment authorization document issued by

     the Department of Homeland Security.

 

 

 

 

         List B - Documents that Establish Identity

 

 

1.  Driver's license or ID card issued by a State or

     outlying possession of the United States provided

     it contains a photograph or information such as

     name, date of birth, gender, height, eye color,

     and address.

2.  ID card issued by federal, state or local

     government agencies or entities, provided it

     contains a photograph or information such as

     name, date of birth, gender, height, eye color,

     and address.

3.  School ID card with a photograph

4.  Voter's registration card.

5.  U.S. Military card or draft record.

6.  Military dependent's ID card.

7.  U.S. Coast Guard Merchant Mariner Card.

8.  Native American tribal document.

9.  Driver's license issued by a Canadian

     government authority.

 

For persons under age 18 who are unable to present

a document listed above:

 

10.  School record or report card.

11.  Clinic, doctor, or hospital record.

12  Day-care or nursery school record. 

OR

AND

LIST OF ACCEPTABLE DOCUMENTS - All documents must not be expired. Must present one selection from List A or a combination of one selection from List B and one selection from List C.
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DEPARTMENT OF DEFENSE
CONTRACT SECURITY CLASSIFICATION SPECIFICATION


(The requirements of the DoD Industrial Security Manual apply
to all security aspects of this effort.)


1.  CLEARANCE AND SAFEGUARDING
a.    FACILITY CLEARANCE REQUIRED


b.    LEVEL OF SAFEGUARDING REQUIRED


2.  THIS SPECIFICATION IS FOR:  (X and complete as applicable)
a.  PRIME CONTRACT NUMBER


b.  SUBCONTRACT NUMBER


c.  SOLICITATION OR OTHER NUMBER DUE DATE (YYYYMMDD)


3.  THIS SPECIFICATION IS:  (X and complete as applicable)


a.  ORIGINAL (Complete date in all cases)


REVISION NO.


c.  FINAL (Complete Item 5 in all cases)


DATE (YYYYMMDD)


b.  REVISED
     (Supersedes all
     previous specs)


DATE (YYYYMMDD)


DATE (YYYYMMDD)


4.  IS THIS A FOLLOW-ON CONTRACT? YES NO.  If Yes, complete the following:


  Classified material received or generated under (Preceding Contract Number) is transferred to this follow-on contract.


5.  IS THIS A FINAL DD FORM 254? YES NO.  If Yes, complete the following:


     In response to the contractor's request dated , retention of the classified material is authorized for the period of


6.  CONTRACTOR  (Include Commercial and Government Entity (CAGE) Code)
a.   NAME, ADDRESS, AND ZIP CODE b. CAGE CODE c.  COGNIZANT SECURITY OFFICE (Name, Address, and Zip Code)


7.  SUBCONTRACTOR
a.   NAME, ADDRESS, AND ZIP CODE b. CAGE CODE c.  COGNIZANT SECURITY OFFICE (Name, Address, and Zip Code)


8.  ACTUAL PERFORMANCE
a.   LOCATION b. CAGE CODE c.  COGNIZANT SECURITY OFFICE (Name, Address, and Zip Code)


9.  GENERAL IDENTIFICATION OF THIS PROCUREMENT


10. CONTRACTOR WILL REQUIRE ACCESS TO: 11. IN PERFORMING THIS CONTRACT, THE CONTRACTOR WILL:YES NO YES NO


  a.   COMMUNICATIONS SECURITY (COMSEC) INFORMATION


  b.   RESTRICTED DATA


  c.   CRITICAL NUCLEAR WEAPON DESIGN INFORMATION


  d.   FORMERLY RESTRICTED DATA


  e.   INTELLIGENCE INFORMATION


        (1) Sensitive Compartmented Information (SCI)


        (2) Non-SCI


  f.    SPECIAL ACCESS INFORMATION


  g.   NATO INFORMATION


  h.   FOREIGN GOVERNMENT INFORMATION


  i.    LIMITED DISSEMINATION INFORMATION


  j.    FOR OFFICIAL USE ONLY INFORMATION


 k.   OTHER (Specify)


  a.   HAVE ACCESS TO CLASSIFIED INFORMATION ONLY AT ANOTHER
        CONTRACTOR'S  FACILITY OR A GOVERNMENT ACTIVITY
  b.   RECEIVE CLASSIFIED DOCUMENTS ONLY


  c.   RECEIVE AND GENERATE CLASSIFIED MATERIAL


  d.   FABRICATE, MODIFY, OR STORE CLASSIFIED HARDWARE


  e.   PERFORM SERVICES ONLY
  f.   HAVE ACCESS TO U.S. CLASSIFIED INFORMATION OUTSIDE THE U.S., 
       PUERTO RICO, U.S. POSSESSIONS AND TRUST TERRITORIES
  g.  BE AUTHORIZED TO USE THE SERVICES OF DEFENSE TECHNICAL INFORMATION  
       CENTER (DTIC) OR OTHER SECONDARY DISTRIBUTION CENTER
  h.   REQUIRE A COMSEC ACCOUNT


  i.    HAVE TEMPEST REQUIREMENTS


  j.    HAVE OPERATIONS SECURITY (OPSEC) REQUIREMENTS


  k.   BE AUTHORIZED TO USE THE DEFENSE COURIER SERVICE


  l.   OTHER (Specify)


DD FORM 254, DEC 1999 PREVIOUS EDITION IS OBSOLETE. Adobe Professional X







12.  PUBLIC RELEASE.   Any information (classified or unclassified) pertaining to this contract shall not be released for public dissemination except as provided 
        by the Industrial Security Manual or unless it has been approved for public release by appropriate U.S. Government authority.  Proposed public releases shall 
        be submitted for approval prior to release


  a.  TYPED NAME OF CERTIFYING OFFICIAL


Direct Through (Specify)


  d.  ADDRESS (Include Zip Code)


Yes No


to the Directorate for Freedom of Information and Security Review, Office of the Assistant Secretary of Defense (Public Affairs)* for review.
*In the case of non-DoD User Agencies, requests for disclosure shall be submitted to that agency.


13.  SECURITY GUIDANCE.   The security classification guidance needed for this classified effort is identified below.  If any difficulty is encountered in applying this
        guidance or if any other contributing factor indicates a need for changes in this guidance, the contractor is authorized and encouraged to provide recommended
        changes; to challenge the guidance or the classification assigned to any information or material furnished or generated under this contract; and to submit any
        questions for interpretation of this guidance to the official identified below.  Pending final decision, the information involved shall be handled and protected at the
        highest level of classification assigned or recommended.  (Fill in as appropriate for the classified effort.  Attach, or forward under separate correspondence, any
        documents/guides/extracts referenced herein.  Add additional pages as needed to provide complete guidance.)


14.  ADDITIONAL SECURITY REQUIREMENTS.   Requirements, in addition to ISM requirements, are established for this contract. 
       (If Yes, identify the pertinent contractual clauses in the contract document itself, or provide an appropriate statement which identifies the additional
       requirements.  Provide a copy of the requirements to the cognizant security office.  Use Item 13 if additional space is needed.)


Yes No15.  INSPECTIONS.   Elements of this contract are outside the inspection responsibility of the cognizant security office. 
        (If Yes, explain and identify specific areas or elements carved out and the activity responsible for inspections.  Use Item 13 if additional space is needed.)


16. CERTIFICATION AND SIGNATURE.  Security requirements stated herein are complete and adequate for safeguarding the classified
      information to be released or generated under this classified effort.  All questions shall be referred to the official named below.


b.  TITLE c.  TELEPHONE (Include Area Code)


  e.  SIGNATURE


17.  REQUIRED DISTRIBUTION
a.  CONTRACTOR


b.  SUBCONTRACTOR


c.  COGNIZANT SECURITY OFFICE FOR PRIME AND SUBCONTRACTOR


d.  U.S. ACTIVITY RESPONSIBLE FOR OVERSEAS SECURITY ADMINISTRATION


e.  ADMINISTRATIVE CONTRACTING OFFICER


f.  OTHERS AS NECESSARY


DD FORM 254 (BACK), DEC 1999
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