PERFORMANCE WORK STATEMENT (PWS)

FY 2016 - 2017 Professional Development Training Course (PDTC)

Naval Chaplaincy School & Center (NCSC)


1.0  INTRODUCTION
1.1   Purpose.  The purpose of this Performance Work Statement (PWS) is to provide Contractor support to develop and deliver a Professional Development Training Course (PDTC) for Navy chaplains and Religious Program Specialists (RPs).

1.2  Background.  The Chief of Chaplains, Office of the Chief of Naval Operations (N097) is responsible for sponsoring, developing, and presenting PDTC’s for Navy chaplains.  The Naval Chaplaincy School & Center (NCSC) is tasked by the Chief of Chaplains to develop the annual course in compliance with Naval Education and Training Command (NETC) curriculum development standards.  The PDTC is an annual event conducted 12 times at sites in CONUS, WESTPAC, and Naples, Italy.  The purpose of the PDTC is to prepare chaplains and RPs personally and professionally to provide, facilitate, and support religious ministry for Naval Service personnel and other authorized users.  To ensure that chaplains and RPs are prepared to effectively deliver religious ministry, the Chief of Chaplains has selected the following theme for delivery in Fiscal Year 2017:
“The Role of Chaplaincy in the Face of Violence”
This PWS is written in relation to three modules for this PDTC: Day 1: The Role of Chaplaincy in the Aftermath of Targeted Violence. Day 2: The Role of Chaplaincy in the Cases of Interpersonal Violence. Day 3: The Role of Chaplaincy in the Prevention of Interpersonal Violence. It shall consist of 3 days of instructional classroom training totaling 24 hours that shall be developed and delivered by contracted instructors.
Navy chaplains are religious ministry professionals who possess, at a minimum, a post-baccalaureate graduate degree in the field of theology or related studies from an accredited college, university, or school of theology of no fewer than 72 semester hours (108 quarter hours) of graduate-level work.  Additionally, all Navy chaplains are endorsed by a religious organization recognized by the Department of Defense (DoD).  They come from a diverse group of religious organizations and have varying levels of experience in military chaplaincy.  

Religious Program Specialists provide support to Navy chaplains in developing programs to meet the needs of Navy, Marine Corps, and Coast Guard personnel and their families.  While RPs assist Navy chaplains in the delivery of religious ministry, they are not religious ministry professionals and do not perform ministerial functions within the Department of the Navy.  
1.3  Scope.  The contactor shall develop and deliver three days of training (8 hrs. per day) on “The Role of Chaplaincy in the Face of Violence”.  This project shall require development of curriculum and relevant training support materials, curriculum validation and curriculum implementation.  A select representative group determined by N097 and NCSC shall validate the curriculum, as specified in Paragraph 3.0 Technical Requirements. 

1.4  Security Classification.  This PWS and the initial training materials under procurement are unclassified.  The Contractor shall adhere to all local security procedures required.  Regardless of Performance Work Statement classifications, ALL NETC projects require individuals to possess Common Access Cards (CAC). CACs shall be obtained through the Trusted Associated Sponsorship System (TASS) in conjunction with your sponsor and a Trusted Agent.  Additional information regarding TASS and the investigative process may be obtained by accessing http://www.cac.mil/common-access-card/getting-your-cac/for-Contractors/.  Early termination or resignation of a contract employee shall be reported to the COR and the KO immediately via email by the Contractor Program Manager or their direct representative.  Due to the geographic disparity between the FLC Jacksonville COR and the contract work site, the CAC shall be collected by the contract employee’s supervisor and surrendered to the contract Program Manager or Security Officer.  The contract Program Manager shall ensure the CAC is rendered to the nearest Real-Time Automated Personnel Identification System (RAPIDS) site for disposal.  Violation of section 1.4 shall result in a breach of contract by the Contractor and may result in termination of contact by the Government.
The contractor shall report contractor labor hours (including subcontractor labor hours) required for performance of services provided under this contract for the NCSC via a secure data collection site. Contracted services excluded from reporting are based on Product Service Codes (PSCs). The excluded PSCs are:

(1) W, Lease/Rental of Equipment; 

(2) X, Lease/Rental of Facilities; 

(3) Y, Construction of Structures and Facilities; 

(4) D, Automatic Data Processing and Telecommunications, IT and Telecom- Telecommunications Transmission (D304) and Internet (D322) ONLY;

(5) S, Utilities ONLY; 

(6) V, Freight and Shipping ONLY. 

The contractor is required to completely fill in all required data fields using the following web address https://doncmra.nmci.navy.mil. 

Reporting inputs will be for the labor executed during the period of performance during each Government fiscal year (FY), which runs October 1 through September 30. While inputs may be reported any time during the FY, all data shall be reported no later than October 31 of each calendar year. Contractors may direct questions to the help desk, linked at https://doncmra.nmci.navy.mil.
NAVY COMMERCIAL ACCESS CONTROL SYSTEM (NCACS) STATEMENT:

Commander, Navy Installations Command (CNIC), has established the Navy Commercial Access Control System (NCACS), a standardized process for granting unescorted access privileges to vendors, Contractors, suppliers, and service providers not otherwise entitled to the issuance of a Common Access Card (CAC) who seek access to and can provide justification to enter Navy installations and facilities.  Visiting vendors may obtain daily passes directly from the individual Navy Installations by submitting identification credentials for verification and undergoing a criminal screening/background check.  Alternatively, if the vendor so chooses, it may voluntarily elect to obtain long-term credentials through enrollment, registration, background vetting, screening, issuance of credentials, and electronic validation of credentials at the vendor's own cost through a designated independent contractor NCACS service provider.  Credentials will be issued every five (5) years and access privileges shall be reviewed/renewed on an annual basis.  The costs incurred to obtain Navy Installation access of any kind are not reimbursable, and the price(s) paid for obtaining long-term NCACS credentials will not be approved as a direct cost of this contract.  

You can access additional information by calling 1-877-727-4342 or go online to http://rapidgate.com.  
2.0  APPLICABLE DOCUMENTS
The following specifications shall apply to this project:

2.1  Military Standards.  MIL-PRF 29612B, Performance Specification, Training Data Products, MIL-HDBKs 29612B, Parts 1-5, Training Data Products NAVEDTRA 136.
2.2  Technical References. SECNAVINST 1730.7D, SECNAVINST 5351.1, NAVEDTRA 135C, JP 1-05, OPNAVINST 3440.16D, DODI 6400.06 dated 9 Jul 2015, SECNAVINST 1752.3B, the International Association of Continuing Education and Training (IACET), and criteria and guidelines for Continuing Education Units (CEU). 

3.0  TECHNICAL REQUIREMENTS
3.1  General. The Contactor shall use MIL-HDBK 29612B, Parts 1-5, Training Data Products or NAVEDTRA 136 as guidance.  Permission to use copyrighted materials must be secured by Contractor prior to delivery to the Government.  The Government shall possess copyright release for unlimited use of all materials developed in printed and/or electronic media for use in DoD training.

3.1.2  Development Control.  The Contractor shall provide course agendas, course minutes, and monthly progress reports.  These products shall be delivered as specified in the base agreement to the Professional Development Director (N5), NCSC.  NCSC shall make available to the Contractor certain materials as Government furnished material (GFM) required for successful completion of this PWS and shall have use of the GFM for the duration of this delivery order.  Request for data and information, in addition to the GFM, shall be made directly to the Professional Development Director (PDD) on an as-required basis for the duration of the contract.  The Contractor shall return all GFM to the Government upon completion of this contract.  Government personnel shall not assist in the production of contract deliverables except under the express direction of the Professional Development Director.  For the purposes of this contract, e-mail from the PDD or Professional Development Director Deputy (PDDD) shall be considered official correspondence.

The PDD is responsible for communication between Government personnel and the Contractor’s Program Manager.  Calendar revisions or addition of new materials, once the course design document (CDD) is approved, are not authorized without approval from the PDD or PDDD.

3.2  Course Development.  The Contractor shall design, develop and deliver a 3 day course, which shall consist of 24 hours of instruction at a training site in a classroom setting.  The course shall provide senior and junior chaplains and RPs with meaningful learning experiences on the topic.
The goal and objectives for this course shall be as follows:


     a. Goal:  To develop core competencies for chaplains and RPs in the response to targeted and 
     interpersonal violence.   

     b. Objectives:  At the conclusion of this training, participants shall be able to:

        (1)  Identify the dynamics of violence to include:


             (a) Targeted violence (domestic terror attacks, active shooter, and workplace violence).

             (b)  Interpersonal violence (domestic abuse, child abuse and neglect, and other types of  

                    violence, such as family violence, sexual violence, and elder abuse).
       (2)  Understand Crisis Response policies, procedures, and instructions applicable in the cases of 
              targeted and interpersonal violence.

       (3)  Identify chaplaincy best practices in responding to targeted and interpersonal violence for 
              victims, family members, and command personnel.

       (4)  In the case of interpersonal violence:

              (a)  Identify strategies for victim safety which shall include: identifying needs, developing safety 

                     plans, and working with victim advocates.

              (b)  Understand focus areas for victim safety including:  the responsibilities of commanding 

                     officers, chaplains and RPs; transitional compensation; and identifying particular needs of 

                     immigrant victims. 

              (c)  Understand victim and alleged offender rights.

              (d)  Identify the elements of an effective offender intervention.  Areas of focus shall include the 
                     responsibilities of commanding officers, chaplains, and RPs.

              (e)  Identify additional stakeholders in the role of prevention of and response to domestic abuse  

                     and child abuse and neglect. This shall include an overview of Family Advocacy Programs 
                     and local resource support networks.
      (5)  Comprehend the religious dynamics of domestic abuse and child abuse and neglect.


     c. Course Outline: Provided as enclosure (1) and is subject to change.
     d. Areas of focus shall include:

      (1)  The role of chaplaincy in the aftermath of targeted violence to include: crisis response procedure

             and pastoral care in the aftermath of targeted violence. 
      (2)  The role of chaplaincy in the cases of interpersonal violence to include: types of interpersonal 

             violence, factors of interpersonal violence, policies and instructions, and pastoral care in the   

             cases of interpersonal violence. 

      (3)  The role of chaplaincy in the prevention of interpersonal violence to include: pastoral care in the 

             case of interpersonal violence, strategies for victim safety and community stakeholders and
             responsibilities.
The curriculum shall include extensive use of experiential task group activities to include: TurningPoint technologies, skill-based, small group and case studies based on ministry delivery requirements.  The Contractor shall show correlation between these activities and the course goal and objectives.  The curriculum and all related materials shall conform to IACET standards. 
3.2.1  Post Award Meeting.  Approximately (Approx.) two weeks after award of the contract, the Chaplain Corps stakeholders and the Contractor shall convene for an initial project post award meeting.  The purpose of the meeting is to discuss issues, solicit guidance from the Chief of Chaplains, and to clarify any concerns the Contractor may have regarding the tasks specified in the PWS.  The Contractor shall be required to develop an agenda and work plan to be delivered five working days before the kick-off meeting.  The work plan shall contain, at a minimum, the following information:

a. Introduction


b. Course Content


c. Task/Staff Management Organization



d. Quality Assurance Procedures



e. Deliverables



f. Deliverables Schedule

The post award meeting shall be held in the Chief of Chaplains Office in Washington, DC.
3.2.2  Course Design Document (CDD).  The Contractor shall develop a CDD.  The CDD will explain in detail the content, structure, and presentation of the completed PDTC.  The CDD shall include an explanation of proposed experiential task group activities, small group, and case studies.  The necessary task inputs are provided under the basic contract, this PWS, and GFM.  Course objectives shall be identified, with an instructional analysis detailing the manner in which each objective shall be taught.  The list of topical references and reading materials shall be included.  The CDD shall be developed in accordance with the dates in the approved PWS.

3.2.3  Curriculum Development.  The Contractor shall develop the 24 instructional hours of the PDTC, including the curriculum and all relevant training support materials, in accordance with the requirements of the base contract, this PWS, GFM, and the approved CDD.  Included shall be a detailed daily schedule of training events to include approx. 40 percent cognitive presentations and 60 percent facilitated task group activities.  Also included should be small group tasks and case studies based on the role of chaplains and RPs as they function in a variety of ministry settings to include operational environments (e.g., deployed or combat scenarios).  The Contractor shall additionally show correlation with goals and objectives.  All materials shall meet IACET standards.

All materials developed by the Contractor shall remain the property of the United States Government.

3.2.4  Electronic Student Handbook.  The Contractor shall provide 1000 CD-ROMs with digital copies of a NCSC approved student handbook.  In addition, the Contractor shall provide the following printed items:  daily evaluations, end-of-course evaluations, lecture outlines, note-taking guides, and printed matter (e.g., scenarios, case studies, or other small group activities) as appropriate for in-class use.  Pre-tests and post-tests shall be developed by the Contractor for incorporation into the course to meet IACET standards. Paper copies of the pre-test and post-tests, daily evaluations, end-of-course evaluations, and printed matter shall be delivered to each site, per number of registered students.  Maximum number of printing shall not exceed 1000 student pre-test/post-test copies.  

3.2.5  PDTC Venue.  The Contractor shall reserve a training material delivery venue at each PDTC training site to include audio/visual materials (projectors, speakers, microphones, computer, etc).  The venue size should accommodate the same number of students as the number of CD-ROMs shipped to that PDTC site.

3.2.6  PDTC Equipment.  PDTC training equipment requirements shall be met by the Contractor and shall be shipped to each PDTC site, at minimum, 10 days prior to the PDTC training event. 

a. The Contractor shall provide 6 “easel chart pads” (27 x 34”) and chart markers to each PDTC site.  NCSC shall coordinate with PDTC sites to provide easel chart stands, if needed.  The easel chart pads and markers shall be left with the host commands at the conclusion of each PDTC. 
b. The Contractor shall provide the necessary personnel, materials, and equipment necessary to facilitate the validation training sessions.  NCSC has an audio/visual suite of equipment that may be utilized by the Contractor if equipment at the particular venue is inadequate.  The Contractor shall coordinate with the customer technical point of contact prior to each session to verify whether the venue has adequate equipment.  Arrangements for use of NCSC equipment shall be made 14 days in advance.
c. Consumable materials (papers, notepads, pens, etc.) shall be provided by the Contractor at each location.  

3.2.7  Curriculum Validation.  Approx. 09-11 January 2017, the Contractor shall conduct a 3 day curriculum validation (pilot program) in the Joint Base Anacostia-Bolling Region (location JBAB Chapel).  The Contractor SMEs shall teach the PDTC at this curriculum validation.  The entire proposed curriculum, including cognitive and experiential content, shall be tested and evaluated by members of the target community.

3.3  Distribution.  In October 2016, NCSC shall provide an electronic copy of the 12 mailing addresses [enclosure (2)] to the Contractor for each venue.  The database shall specify the number(s) of CD-ROMs for students aboard each training site is to receive.  Any remaining materials shall be delivered to Professional Development Director, Naval Chaplaincy School & Center, 10098 Benning Road, Fort Jackson, SC 29207.

3.4  PDTC Implementation.  The validated training course shall be delivered by contract instructors.  The instructors shall meet with the Mobile Training Team (MTT) and the Host Command Project Officer, at each training location the day before the course starts to review the week’s activity.  All course locations and dates included in figure (3) are subject to change.

3.5  Government Subject Matter Experts (SMEs).  Government SMEs are personnel who shall review Contractor's deliverables for accuracy and appropriate use within the Department of the Navy.  These Government SMEs shall not be available for direct consultation with contactor unless approved by the NCSC Professional Development Director.

3.5.1  Contractor Subject Matter Expert (SME).  The Contractor shall hire two (2) SMEs and (2) Alternates.  The SMEs shall be technically and doctrinally knowledgeable within the subject area. Two SME’s are required to present at each PDTC venue. 
A formal PhD level or equivalent experience is preferred for the facilitating SMEs. Contractor SME must have demonstrated ability to develop curriculum in accordance with the PWS.

This would include: the ability to verify technical and operational accuracy of subject content within project materials; the ability to work with and coordinate with other corporate personnel to perform assigned tasks; and the ability to identify and address content which may be a likely area of controversy.  Contractor SMEs shall maintain a fresh, broad, and imaginative view of the subject and its applications.  

Specific experience requirements:  Experience in instructional presentation technologies, demonstrated practical experience in instructing in the specialty area, and knowledge of current research in Role of Chaplaincy in the Face of Violence.
4.0  MILESTONES
CDRL

MILESTONES/DELIVERABLES


TIME FRAME

A001

Course Agenda




As Required

A002

Course Minutes




As Required

A003

Program Progress Reports



Monthly

Post Award Meeting                                                     Approx. 14 Days after Award  
Work Plan (12 copies)               
 


CDD Review




Approx. 14 September 2016


(12 copies)                                                                                   


Draft Student CD-ROMs (10 copies)

Approx. 17 October 2016


Pre-curriculum review for SMEs                                  Approx. 17 October 2016


Curriculum Validation (Pilot Program) 

Approx. 10 January 2017


(50 copies)                          

Final Program Review                                                   18 January 2017
(10 copies)


Distribution                                                                    23 January 2017
All Distribution to be completed                                   26 January 2017
Implementation (Teaching)                                           February-July 2017
Final Deliverables                                                         Delivery Order End Date


5.0  TRAVEL  

The post award meeting shall be held at the Navy Chief of Chaplains Office in Washington, DC.  The meeting shall include key developers/instructors.

The CDD review meeting shall be held aboard Naval Chaplaincy School and Center and/or via Video Teleconference.

The curriculum validation shall be held at Joint Base Anacostia-Bolling, Washington, DC.

The following travel shall be required to support delivery of the PDTC:

Approx. 14 days after the award, the Post Award Meeting shall take place at the Chief of Chaplains Office, Washington, DC.
For the purposes of your price quote (for training delivery-related travel within CONUS/OCONUS), the Contractor SMEs are expected to arrive the day before delivery and depart on the day of delivery or day after delivery as mandated by the availability of travel resources.  The dates and locations are subject to change.

Approx. 14 September 2016
CDD Review Naval Chaplaincy School and Center
Approx. 09 January 2016   
Curriculum Validation

              4 persons, 3 days


               JBAB Anacostia-Bolling Chapel
06-09 FEB 2017

               NAS Jacksonville, FL     

              2 persons, 3 days
27- FEB 02-MAR 2017
               MCB Camp Pendleton, CA
      
2 persons, 3 days

13-16 MAR 2017

               MCB Camp Lejeune, NC

      
2 persons, 3 days
27-30 MAR 2017
                             JEB Little Creek-Fort Story, VA 
              2 persons, 3 days
24-27 APR 2017  
 
 MCAS Miramar, CA


2 persons, 3days

12-15 JUN 2017
 
               NAVAL BASE Kitsap, WA
              2 persons, 3 days

26-29 JUN 2017

               NAVAL BASE Norfolk, VA

2 persons, 3 days
10-13 JUL 2017

               NAVAL BASE San Diego, CA

2 persons, 3 days
24-27 JUL 2017

               NAS PENSACOLA, FL

              2 persons, 3 days
OUTSIDE CONUS

10-13 APR 2017

               MCB Kaneohe Bay, HI


2 persons, 3 days

08-11 MAY 2017

               MCB Camp Butler, Okinawa, Japan  
2 persons, 3 days

22-25 MAY 2017

               NAVSUPPACT Naples, Italy

2 persons, 3 days
6.0 POINTS OF CONTACT

	Contracting Officer (KO)
TBD
	Project Lead

TBD


	Technical Specialist
TBD

	Contracting Officer Representative (COR)

TBD



ENTERPRISE-WIDE CONTRACTOR MANPOWER REPORTING APPLICATION (ECMRA):

5237.102-9 Enterprise-wide Contractor Manpower Reporting Application (ECMRA) Clause

The contractor shall report contractor labor hours (including subcontractor labor hours) required for performance of services provided under this contract for the NCSC via a secure data collection site. Contracted services excluded from reporting are based on Product Service Codes (PSCs). The excluded PSCs are:
(1) W, Lease/Rental of Equipment; 

(2) X, Lease/Rental of Facilities; 

(3) Y, Construction of Structures and Facilities; 

(4) D, Automatic Data Processing and Telecommunications, IT and Telecom- Telecommunications Transmission (D304) and Internet (D322) ONLY;

(5) S, Utilities ONLY; 

(6) V, Freight and Shipping ONLY. 
The contractor is required to completely fill in all required data fields using the following web address https://doncmra.nmci.navy.mil. 

Reporting inputs will be for the labor executed during the period of performance during each Government fiscal year (FY), which runs October 1 through September 30. While inputs may be reported any time during the FY, all data shall be reported no later than October 31 of each calendar year. Contractors may direct questions to the help desk, linked at https://doncmra.nmci.navy.mil.
Contractor Unclassified Access to Federally Controlled Facilities, Sensitive Information, Information Technology (IT) Systems or Protected Health Information 

(July 2013)

Homeland Security Presidential Directive (HSPD)-12, requires government agencies to develop and implement Federal security standards for Federal employees and contractors.  The Deputy Secretary of Defense Directive-Type Memorandum (DTM) 08-006 – “DoD Implementation of Homeland Security Presidential Directive – 12 (HSPD-12)” dated November 26, 2008 (or its subsequent DoD instruction) directs implementation of HSPD-12.  This clause is in accordance with HSPD-12 and its implementing directives.

APPLICABILITY

This clause applies to contractor employees requiring physical access to any area of a federally controlled base, facility or activity and/or requiring access to a DoN or DoD computer/network/system to perform certain unclassified sensitive duties.  This clause also applies to contractor employees who access Privacy Act and Protected Health Information, provide support associated with fiduciary duties, or perform duties that have been identified by DON as National Security Position, as advised by the command security manager. It is the responsibility of the responsible security officer of the command/facility where the work is performed to ensure compliance.  

Each contractor employee providing services at a Navy Command under this contract is required to obtain a Department of Defense Common Access Card (DoD CAC).  Additionally, depending on the level of computer/network access, the contract employee will require a successful investigation as detailed below. 
ACCESS TO FEDERAL FACILITIES

Per HSPD-12 and implementing guidance, all contractor employees working at a federally controlled base, facility or activity under this clause will require a DoD CAC.  When access to a base, facility or activity is required contractor employees shall in-process with the Navy Command’s Security Manager upon arrival to the Navy Command and shall out-process prior to their departure at the completion of the individual’s performance under the contract. 

ACCESS TO DOD IT SYSTEMS

In accordance with SECNAV M-5510.30, contractor employees who require access to DoN or DoD networks are categorized as IT-I, IT-II, or IT-III.  The IT-II level, defined in detail in SECNAV M-5510.30, includes positions which require access to information protected under the Privacy Act, to include Protected Health Information (PHI).  All contractor employees under this contract who require access to Privacy Act protected information are therefore categorized no lower than IT-II.  IT Levels are determined by the requiring activity’s Command Information Assurance Manager. Contractor employees requiring privileged or IT-I level access, (when specified by the terms of the contract) require a Single Scope Background Investigation (SSBI) which is a higher level investigation than the National Agency Check with Law and Credit (NACLC) described below. Due to the privileged system access, a SSBI suitable for High Risk public trusts positions is required. Individuals who have access to system control, monitoring, or administration functions (e.g. system administrator, database administrator) require training and certification to Information Assurance Technical Level 1, and must be trained and certified on the Operating System or Computing Environment they are required to maintain.  

Access to sensitive IT systems is contingent upon a favorably adjudicated background investigation.  When access to IT systems is required for performance of the contractor employee’s duties, such employees shall in-process with the Navy Command’s Security Manager and Information Assurance Manager upon arrival to the Navy command and shall out-process prior to their departure at the completion of the individual’s performance under the contract.  Completion and approval of a System Authorization Access Request Navy (SAAR-N) form is required for all individuals accessing Navy Information Technology resources.  The decision to authorize access to a government IT system/network is inherently governmental.  The contractor supervisor is not authorized to sign the SAAR-N; therefore, the government employee with knowledge of the system/network access required or the COR shall sign the SAAR-N as the “supervisor”. 

The SAAR-N shall be forwarded to the Navy Command’s Security Manager at least 30 days prior to the individual’s start date.  Failure to provide the required documentation at least 30 days prior to the individual’s start date may result in delaying the individual’s start date.   

When required to maintain access to required IT systems or networks, the contractor shall ensure that all employees requiring access complete annual Information Assurance (IA) training, and maintain a current requisite background investigation.  The Contractor’s Security Representative shall contact the Command Security Manager for guidance when reinvestigations are required.  

INTERIM ACCESS

The Navy Command's Security Manager may authorize issuance of a DoD CAC and interim access to a DoN or DoD unclassified computer/network upon a favorable review of the investigative questionnaire and advance favorable fingerprint results.  When the results of the investigation are received and a favorable determination is not made, the contractor employee working on the contract under interim access will be denied access to the computer network and this denial will not relieve the contractor of his/her responsibility to perform.   

DENIAL OR TERMINATION OF ACCESS

The potential consequences of any requirement under this clause including denial or termination of physical or system access in no way relieves the contractor from the requirement to execute performance under the contract within the timeframes specified in the contract.  Contractors shall plan ahead in processing their employees and subcontractor employees. The contractor shall insert this clause in all subcontracts when the subcontractor is permitted to have unclassified access to a federally controlled facility, federally-controlled information system/network and/or to government information, meaning information not authorized for public release.

CONTRACTOR’S SECURITY REPRESENTATIVE

The contractor shall designate an employee to serve as the Contractor’s Security Representative.  Within three work days after contract award, the contractor shall provide to the requiring activity’s Security Manager and the Contracting Officer, in writing, the name, title, address and phone number for the Contractor’s Security Representative.  The Contractor’s Security Representative shall be the primary point of contact on any security matter.  The Contractor’s Security Representative shall not be replaced or removed without prior notice to the Contracting Officer and Command Security Manager. 

BACKGROUND INVESTIGATION REQUIREMENTS AND SECURITY APPROVAL PROCESS FOR CONTRACTORS ASSIGNED TO NATIONAL SECURITY POSITIONS OR PERFORMING SENSITIVE DUTIES 

Navy security policy requires that all positions be given a sensitivity value based on level of risk factors to ensure appropriate protective measures are applied.  Navy recognizes contractor employees under this contract as Non-Critical Sensitive [ADP/IT-II] when the contract scope of work require physical access to a federally controlled base, facility or activity and/or requiring access to a DoD computer/network, to perform unclassified sensitive duties.  This designation is also applied to contractor employees who access Privacy Act and Protected Health Information (PHI), provide support associated with fiduciary duties, or perform duties that have been identified by DON as National Security Positions.  At a minimum, each contractor employee must be a US citizen and have a favorably completed NACLC to obtain a favorable determination for assignment to a non-critical sensitive or IT-II position.  The NACLC consists of a standard NAC and a FBI fingerprint check plus law enforcement checks and credit check.  Each contractor employee filling a non-critical sensitive or IT-II position is required to complete:

· SF-86 Questionnaire for National Security Positions (or equivalent OPM investigative product)

· Two FD-258 Applicant Fingerprint Cards (or an electronic fingerprint submission)

· Original Signed Release Statements

Failure to provide the required documentation at least 30 days prior to the individual’s start date shall result in delaying the individual’s start date.   Background investigations shall be reinitiated as required to ensure investigations remain current (not older than 10 years) throughout the contract performance period.  The Contractor’s Security Representative shall contact the Command Security Manager for guidance when reinvestigations are required.

Regardless of their duties or IT access requirements ALL contractor employees shall in-process with the Navy Command’s Security Manager upon arrival to the Navy command and shall out-process prior to their departure at the completion of the individual’s performance under the contract.  Employees requiring IT access shall also check-in and check-out with the Navy Command’s Information Assurance Manager.  Completion and approval of a System Authorization Access Request Navy (SAAR-N) form is required for all individuals accessing Navy Information Technology resources.  The SAAR-N shall be forwarded

to the Navy Command’s Security Manager at least 30 days prior to the individual’s start date.  Failure to provide the required documentation at least 30 days prior to the individual’s start date shall result in delaying the individual’s start date. 

The contractor shall ensure that each contract employee requiring access to IT systems or networks complete annual Information Assurance (IA) training, and maintain a current requisite background investigation.  Contractor employees shall accurately complete the required investigative forms prior to submission to the Navy Command Security Manager.  The Navy Command’s Security Manager will review the submitted documentation for completeness prior to submitting it to the Office of Personnel Management (OPM).  Suitability/security issues identified by the Navy may render the contractor employee ineligible for the assignment.  An unfavorable determination made by the Navy is final (subject to SF-86 appeal procedures) and such a determination does not relieve the contractor from meeting any contractual obligation under the contract.  The Navy Command’s Security Manager will forward the required forms to OPM for processing.  Once the investigation is complete, the results will be forwarded by OPM to the DON Central Adjudication Facility (CAF) for a determination.  

If the contractor employee already possesses a current favorably adjudicated investigation, the contractor shall submit a Visit Authorization Request (VAR) via the Joint Personnel Adjudication System (JPAS) or a hard copy VAR directly from the contractor’s Security Representative.  Although the contractor will take JPAS “Owning” role over the contractor employee, the Navy Command will take JPAS "Servicing" role over the contractor employee during the hiring process and for the duration of assignment under that contract.  The contractor shall include the IT Position Category per SECNAV M-5510.30 for each employee designated on a VAR.  The VAR requires annual renewal for the duration of the employee’s performance under the contract. 

BACKGROUND INVESTIGATION REQUIREMENTS AND SECURITY APPROVAL PROCESS FOR CONTRACTORS ASSIGNED TO OR PERFORMING NON-SENSITIVE DUTIES 

Contractor employee whose work is unclassified and non-sensitive (e.g., performing certain duties such as lawn maintenance, vendor services, etc ...) and who require physical access to publicly accessible areas to perform those duties shall meet the following minimum requirements: 

· Must be either a US citizen or a US permanent resident with a minimum of 3 years legal residency in the United States (as required by The Deputy Secretary of Defense DTM 08-006 or its subsequent DoD instruction) and 

· Must have a favorably completed National Agency Check with Written Inquiries (NACI) including a FBI fingerprint check prior to installation access.  

To be considered for a favorable trustworthiness determination, the Contractor’s Security Representative must submit for all employees each of the following: 

· SF-85 Questionnaire for Non-Sensitive Positions

· Two FD-258 Applicant Fingerprint Cards (or an electronic fingerprint submission)
· Original Signed Release Statements

The contractor shall ensure each individual employee has a current favorably completed National Agency Check with Written Inquiries (NACI) or ensure successful FBI fingerprint results have been gained and investigation has been processed with OPM 

Failure to provide the required documentation at least 30 days prior to the individual’s start date may result in delaying the individual’s start date.  

* Consult with your Command Security Manager and Information Assurance Manager for local policy when IT-III (non-sensitive) access is required for non-US citizens outside the United States.

Figure (1)

General Outline of Instruction

Day 1: The Role of Chaplaincy in the Aftermath of Targeted Violence
Nature of Targeted Violence                                   
 Types of Targeted Violence (terror attacks, active shooter, workplace violence)


    Survivor reactions and trauma
Crisis Response Procedures



Defense Support of Civil Authorities







Management and Communication with Key Stakeholders






Working with Governmental and non-Governmental organizations





Models of Crisis Response
Pastoral Care in the Aftermath of Targeted Violence





Best Practices 









Case Studies









Resources
Day 2: The Role of Chaplaincy in the Cases of Interpersonal Violence
Types of Interpersonal Violence







Domestic Abuse (to include Intimate Partner Violence)




Child Abuse and Neglect (non-physical violence)





Other types of Interpersonal Violence (family violence, sexual violence, elder abuse)

Factors of Interpersonal Violence








Risk factors 









Patterns of behavior (physical, sexual, and psychological) 




Tactics of abusers (economics, coercion, threats, intimidation,
and isolation)  



Beliefs, attitudes, and cultural issues of domestic and child abuse and neglect

Policies and Instructions








Unrestricted and restricted reporting





Chaplain Confidentiality

Pastoral Care in the Cases of Interpersonal Violence

                          



Best Practices


                                                                                                                                                               
Case Studies
Day 3: The Role of Chaplaincy in the Prevention of Interpersonal Violence


Pastoral Care in the Cases of Interpersonal Violence (continued)




Best Practices









Case Studies                                                                                                                                                                       
Strategies for Victim Safety








Victim and Alleged Offender Rights  





Elements of an Effective Offender Intervention
Community Stakeholders and Responsibilities

Prevention Programs 
                                            





Resources 










Referral Procedures 
Figure (2)

HOST COMMAND SITES MAILING LIST:

HOST CHAPLAINS ADDRESSES (Student CD-ROMs “Required”)

	TBD
	

	
	

	
	

	
	

	
	

	
	


Figure (3)

Professional Development Training Course Dates and Locations 
(subject to change):
	DATES
	LOCATION

	CONUS
	

	06-09 FEB 2017
	NAS Jacksonville, FL

	27-FEB  02-MAR 2017
	MCB Camp Pendleton, CA

	13-16 MAR 2017
	MCB Camp Lejeune, NC


	27-30 MAR 2017
	JEB Little Creek-Fort Story, VA

	24-27 APR 2017
	MCAS Miramar, CA

	12-15 JUN 2017
	NAVAL BASE Kitsap, WA

	26-29 JUN 2017
	NAVSTA Norfolk, VA  

	10-13 JUL 2017
	NAVAL BASE San Diego, CA

	24-27 JUL 2017
	NAS Pensacola, FL

	
	

	OUTSIDE CONUS
	

	10-13 APR 2017
	MCBH Kaneohe Bay, HI

	08-11 MAY 2017
	MCB Camp Butler, Okinawa, Japan

	22-25 MAY 2017
	NAVSUPPACT Naples, Italy

	
	











1
PAGE  
13

